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Monday, October 22, 2007
Chair: Matthew Gast
Recording secretary: Matthew Gast

Call to order and agenda

Meeting called to order on Monday, October 22, 2007 by Matthew Gast at 8:52 am Pacific Daylight Time (PDT).  The chair then reviewed the following topics from the agenda:

· The agenda is document number 11-07/2622r0
· The chair read the IEEE patent policy

· The membership had no questions on the policy

· The chair requested information on essential patents, patent claims, and pending patent applications and called for letters of assurance.  No response was made to the call
· The chair also noted the affiliation FAQ, anti-trust FAQ, ethics code, IEEE 802.11 policies and procedures, and IEEE 802 policies and procedures

· The agenda was modified to 11-07/2622r1 and adopted by unanimous consent

Attendance
· Dave Stephenson, Cisco

· Matthew Gast, Trapeze Networks

· Necati Canpolat, Intel

· Gabor Bajko, Nokia

· Vivek Gupta, Intel

11-07/2494r2: Venue Type Assisted Network Selection, Dave Stephenson
This was a presentation of a work in progress previously distributed to attendees by the author.

· Capabilities should only be included by APs in frames, not by non-AP STAs.

· Discussion of reserved bit size
· Question: There are only two remaining reserved bits in the interworking capability field.  Is this enough?
· Resolution: Many comments were made about having too many reserved bits in draft 1.0.  Therefore, the current size appears sufficient to the working group.
· Discussion of the "private" network type
· Not all home networks will have user accounts.  The intent of this type is to declare a "no trespassing" sign for the network
· Home users without encryption can still have "private" networks.  Even if encryption is not enabled, it is still OK to declare no trespassing

· Need new phrasing for the standards draft, such as: "Unauthorized users are not permitted" which covers all cases
· Discussion of the "chargeable" network type
· Question: Are these networks all public?

· Example use case #1: A hotel charges for Internet access to room accounts, and does not take credit cards on-line.  Therefore, the network is only open to hotel guests.  Is this a "public" network?

· Necati Canpolat: This is in opposition to a "free" network that operates without any restrictions on who may use it.

· Example use case #2 (Matthew Gast): A hotel offers access to guests, using a captive portal for authentication.  As authentication, it accepts the room number and last name of the registered guest.  This is a private network because it has user accounts.  Any quicksort-capability built into the client software will remove this from a free account list even though it has no cost to hotel guests.

· Dave Stephenson: The use case describes a private network with (very low cost) access rights

· Necati: This is in opposition to a "free" network that operates without any restrictions on who may use it.

· Example use case #3: Hot spot provider.  The network is open to the public, and accepts access from any member of the public upon payment of the appropriate fee.

· Resolution of this discussion: The "chargeable" and "free" types described in this draft only apply to public networks

· Network location capabilities
· Gabor Bajko: Annex P is vague when it refers to location, since that can refer to several technologies.  Location conveyance means that the non-AP STA sends its location to the PSAP, but location used on its own means that a non-AP STA can get its location.  Furthermore, the location technology should not be tied to anything in particular, since 802.11v is controversial outside IEEE 802.11.
· Dave Stephenson: The annex should be broadedened to allow any form of location technology, such as LLDP.

· Network metadata

· Dave Stephenson: The venue name is separate from the other components because the mSSID list would get too big for the IE if it had to include venue name.
· Dave Stephenson volunteered to look at comment bucket 279 and determine the CID list that is resolved by this document.  Resolved comments will be indicated in the abstract.

· The final version of this document will be uploaded as revision 3.

11-07/2591r0: Language changes to Annex P, Matthew Gast
· No substantive comments on this document.  Minor changes are to be uploaded as revision 1.
11-07/2604r0: MIH support, Matthew Gast

· Network-Up discussion
· Dave Stephenson: "Network" implies layer 3 functionality.  To avoid confusing the working group, these functions should be called "L2-Network" rather than "Network."
· Necati Canpolat: "Network" is a new term that may confuse readers.  We should re-use terms that may confuse readers.  If "link" is already used for this in 802.21, we should use that term instead.

· Matthew Gast: "Network" was used because the logical link in an 802.11 network is between the non-AP STA and AP.  We need to be clear that the link is to the network as a set of APs and not just a single AP.

· Dave Stephenson: The "when generated" specification has details on the interaction with filtering associations, but it is too implementation-specific.  There should not be multiple implementation choices in the definition.  Instead, it should tie into an 802.21 state machine.
· Matthew Gast: The filtering ties into the state machine in the beginning of the proposal.
· Vivek Gupta: 802.21 did not define a state machine, so there is no state machine to align with.
· Vivek Gupta: Bernard Aboba brought up the point that there may be a situation where there is a LinkUp, followed by network problems, and then another LinkUp shortly afterward.
· Dave Stephenson: If there is a state machine, then it will only issue the event when entering the state, not when staying in it.  The only reasonable way to have state transitions is to have it be time based, make it a MIB variable, and allow higher layers to set it.
· Necati Canpolat: Different applications may need different time windows.
· Matthew Gast: The MIH function would need to arbitrate between different applications, and pick a single value for the MAC to use.
· Gabor Bajko: Do you expect applications to configure the value?  That is asking too much from application developers.
· Matthew Gast: No, the MIH function needs to resolve conflicts of different values from different subscribers, or perhaps different running applications.
· Dave Stephenson: The upper layers need to give one value to the MAC.
· Gabor Bajko: Different applications have different performance requirements.  Voice applications need to know that the network is down within 300 ms, but FTP may tolerate interruptions of several seconds.
· Vivek Gupta: There may be multiple applications, but the only reasonable way to handle multiple applications is to use the most restrictive value. 

· Necati Canpolat: The SME has functions that indicate link transitions.  Just pass up the indication from the MAC.

· Dave Stephenson: That is not a good indication because there may be multiple ways to declare implicit failures that are different between implementations.
· Matthew Gast: Storing values allows the operating system and/or applications to change states quicker, but it does not create new states.
· Network-Down discussion
· Vivek Gupta: How were these parameters chosen?

· Matthew Gast: This list was drawn mainly from 802.21-D7.1, but there were a few things added that could possibly be useful.  The list will be refined in our next letter ballot, assuming this proposal is adopted.

· Vivek Gupta: 802.16 profiles list values for determining whether a link is live or dead
· Matthew Gast: 802.11 is not that centralized, and every vendor may have a slightly different implementation.  That is why we need to define a convergence function for 802.21.
· Vivek Gupta: Does the link go down when just one parameter crosses its threshold, or do multiple ones have to cross their respective thresholds?

· Dave Stephenson: What if the network infrastructure explicitly disconnects clients to load balance them?  That is not a "down" link, since we can assume that the infrastructure has helped the client find a new AP.
· Matthew Gast: This can be handled by rewriting the text for the EXPLICIT_DISCONNECT reason code in the table.

· Necati Canpolat: The SME needs flexibility in choosing when to declare that a link is down.
· Dave Stephenson: The 802.21 primitive is designed to tell higher layers when network performance falls, regardless of whether the client is explicitly disconnected.
· Vivek Gupta: 802.21 does not tell the link layer when to declare links dead, it can only solicit reports.
· Dave Stephenson: The QOS_UNAVAILABLE reason code is inappropriate here, since that will not cause disconnection.

· Resolution: Remove the LINK_PARAMETER_DEGRADATION reason code from this event, and use it as a conduit for SME indications when the link fails.

· Network-Going-Down discussion
· Gabor Bajko: We have removed two reason codes from Network-Down that are needed here.  Therefore, the full reason code table should be inserted into this clause.

· Gabor Bajko: It's necessary to know which parameter is crossing its threshold to indicate this event
· Matthew Gast: There is a separate event that indicates parameters crossing thresholds.  Therefore, the SAP would have both this event and a threshold crossing that identified the parameters.

· Dave Stephenson: The semantics of this should be identical to the previous one.  There should be the same reason codes for "going down" and "down."

· Vivek Gupta: It makes more sense to keep threshold reports separate from link down and link going down
· Necati Canpolat: The "link up" status is independent of its service quality.  If you are connected with high loss, that is a problem.
· Dave Stephenson: If admission control is disabled, then QoS has to be measured by delay/packet loss relative to thresholds, and you must be sending traffic to measure performance.  If admission control is enabled, then QoS corresponds to whether requests are granted.

· Network-Detected discussion
· Vivek Gupta: How long does an entry live in the MIB table?

· Matthew Gast: That is not specified in this proposal.
· Dave Stephenson: Some systems scan every minute, regardless of what is going on with the interface.  That is a poor implementation because the scan may interrupt high-priority traffic.
· Matthew Gast: The intent behind periodic scans was not to scan rigorously every specified time period, but to make it dependent on traffic and available time on the interface.

· Vivek Gupta: This event should be generated the first time you see an AP, but not subsequent APs.

· Matthew Gast: The event is only generated when a new row is put in the table, but the row is modified when new APs are seen.
· Dave Stephenson: If you walk down a street, you might detect networks at one end of the street that are out of range at the other.  Is the device responsible for maintaining the list even though it may be out of range?

· Necati Canpolat: MIH should tell the device when to scan, rather than having periodic background activity.
· Matthew Gast: This is not a response to a command, this is an indication that a new network is in the area.  The semantics are not appropriate.

· Dave Stephenson: Can MIH tell CF to scan?
· Matthew Gast: Not with this command.  There is an MIH_SCAN command, but it is defined in 802.21 clause 7.4.  The convergence function implements the MIH_LINK_SAP that is defined in clause 3.
· Vivek Gupta: 802.21 did not specify a link scan request because those commands already existed for each media type.

· Dave Stephenson: The native scan in 802.11 looks for APs, not networks

· Matthew Gast: The intent of this interface is to have a network-based report

· Dave Stephenson: A network scan needs to define a band and channel set.  If nothing is specified, it should do everything the interface is capable of.
· Matthew Gast: That is a good idea, and should be defined regardless of 802.21, since higher layers will want scan results.

· Dave Stephenson: The connection manager needs to know whether the scan will be disruptive.

· Dave Stephenson: There is a problem with this description.  The TSF is synchronized to an AP, and they are not synchronized in a network.  Therefore, it does not make sense to store TSF-timestamped values in the MIB.  It should be a "wall clock" time from the non-AP STA.
· Dave Stephenson: Is it good enough to use the presence of GAS APIDs in the Beacon to set MIH capabilities?

· Matthew Gast: Yes, because it is analogous to what we do for RSN.  The presence of the RSN IE can tell you if 802.1X authentication is required, but it does not tell you that the AAA functions work.

· Vivek Gupta: That is acceptable
· Set-Network-Thresholds discussion
· Dave Stephenson: We should set the defaults for parameters to be at the extreme ends of the range so they are not triggered by default

· Get-Network-Capabilities discussion
· Dave Stephenson: A PICS is required for the convergence function
· Network-Command discussion
· Dave Stephenson: These commands are network commands, but mapped to link actions

· The group agreed on revised text for the DISCONNECT command that incorporated network functionality.

· Dave Stephenson: Should the LINK_POWER_DOWN option be supported?

· Matthew Gast: Is there PLME support for powering off and interface?

The meeting recessed at 5:23 pm.
Tuesday, October 23, 2007
Chair: Matthew Gast
Recording secretary: Matthew Gast

Call to order and agenda

Meeting called to order on Tuesday, October 23, 2007 by Matthew Gast at 8:44 am Pacific Daylight Time (PDT).  The chair then reviewed the following topics from the agenda:

Attendance
· Dave Stephenson, Cisco

· Matthew Gast, Trapeze Networks

· Necati Canpolat, Intel

· Gabor Bajko, Nokia

· Dorothy Stanley, Aruba Networks

Continued: Discussion of 11-07/2604, MAC State convergence function
· Discussion of terminology: "network" vs. "ess" vs. "link"

· Dave Stephenson: The definition of "network" in this document is the same as the "ESS" definition in 802.11-2007.

· Necati Canpolat: We should use "link" because that is conformant with 802.21 terminology.

· Dorothy Stanley: 802.11-2007 defines link as a state that exists to one AP.

· Dave Stephenson: 802.21 does not need to know about the link to a single AP, only the status of connection to a set of APs.  The link to a single AP is out of scope for 802.21.

· Dorothy Stanley: Could this be called a "media type link"?

· Dave Stephenson: No, because there is the case of 802.11 ESS-to-802.11 ESS handover, which is in scope to 802.21.

· Necati Canpolat: What about intra-ESS transitions with an IP address change?

· Gabor Bajko: 802.21 does not need to know about that, since DHCP will handle re-addressing.

· Matthew Gast: The ESS definition matches what was defined for "network" in the initial version of this document.  Therefore, "network" should be replaced with "ESS".  To maintain common terminology, maybe the term "network" could be replaced with "ESS link"?

· Dave Stephenson: Call a cow a cow, and use existing terminology.  "Link" is not a term that applies to ESSs.

· Dorothy Stanley: Maybe the construct could be called an "interworking link."

· Dave Stephenson: "ESS link" is fine.
· Discussion of state machine

· Dave Stephenson: The threshold reports are shown in the state machine changing states.  After the discussion yesterday, we do not want them changing state.

· Dave Stephenson: Does the use of the term "NETWORK" change to "ESS" after the previous discussion?
· Matthew Gast: Yes

· Dave Stephenson: There should be an additional state for the interface power off state.

· Dave Stephenson: 21.2.3.1 mixes the description of the state and the event.

· Matthew Gast: No, it lists the required actions to have a state change.

· Dave Stephenson: Some of the events are state-independent and do not change the state of the state machine.

· Network-Detected follow-up discussion

· Matthew Gast: The table maintains a BSS so that higher layers can get a list of BSSes.  We could create an ESS description that has network-common elements.

Multi-SSID Discussion, Dorothy Stanley

Both TGu and TGv defined multi-SSID features.  This agenda item was to resolve letter ballot comments on both drafts and coordinate moving forward.

· Discussion of feature purposes

· Dorothy Stanley: The TGv feature is intended only to optimize the probe process.  11.20.6 in the TGv draft describes multi-SSID procedures, but the text has been fleshed out after comments.

· Dave Stephenson: The purpose of the TGu feature is to limit the need for multi-BSSID operation, which is sometimes called "virtual APs."  Today, virtual APs need to use separate BSSIDs.  The TGu feature helps get rid of them.  TGu had a requirement for 30 carriers on an AP, each with its own SSID.  The Beacon would bloat too much if all the SSIDs were included.

· Discussion of combination

· Dorothy Stanley: Would it be possible to use one generic multi-SSID element that is generic for both the TGu and TGv purposes?  TGv considered using the SSIDC IE, but cannot because the TGv feature does not need the index value or the RSN IE.

· Dave Stephenson: The reason why the RSN is included in the SSIDC is that if two operators couldn't agree on a protocol feature that was not RSN, they could be split into two TGv networks.

· Dave Stephenson: At a minimum, we need to resolve the name conflict.
· Dorothy Stanley: It seems difficult to combine the features because the purposes are different.  SSIDC would need to hold multiple SSIDs to merge.

· TIM overlap

· Dorothy Stanley: TGv uses the first 2^N bits in the TIM for broadcast/multicast.  Is there overlap in 7.3.2.6?
· Dave Stephenson: These solutions are not mutually exclusive.  TGu looked at what was in the TGv draft and used TIM bits that were different.
· Dorothy Stanley: Is multiple SSID operation really the requirement, or is the requirement to have an AP that supports multiple carriers (with negotiable mechanism)?

· Dave Stephenson: The requirement is to have 30 different networks on the AP
· Dorothy Stanley: 30 seems high.  What is the reason for that number?
· Dave Stephenson: It is not high.  Cisco has customers that ask for 32 networks.

· Gabor Bajko: Do they deploy it?

· Dave Stephenson: No, our APs only support 16.

· Dorothy Stanley: What drives the requirement?  Are they carriers?

· Dave Stephenson: Don't know exactly how it's being used.

· Matthew Gast: If the goal is to combine to save IE space, then it might not work.  SSIDC has SSID plus RSN, so if the RSN gets taken out of the SSIDC to make it TGv-compatible, then we would need to define a new IE to carry the RSN IEs and we are using the same amount of IE space.

· Dave Stephenson: SSID and index need to be bound in the mSSID proposal, so we still need to have the binding in an IE somewhere..

· Dorothy Stanley: TGv terminology is set.  There was objection to measurement pilots in TGk, which was the difficulty in using them with multiple BSSIDs.  TGk pulled in part of the TGv multiple-SSID definition.  TGk has adapted the TGv element for sending measurement pilots specific to a BSSID.  The industry standard term for "virtual AP" is multiple BSSIDs, since this has been adopted by other TGs.
· Resolutions
· It is appropriate to keep both since the two features serve different purposes.

· Name conflict resolution

· TGv changes the "multiple SSID" IE to the "SSID list" IE
· TGu changes to the "native info multiple SSID set", and changes "mSSID" to "multiple SSID"

· TIM harmonization

· TGu is due first on the schedule, so TGu needs to modify the baseline draft to include multiple SSID operation; TGv follows, and should modify the baseline plus TGu to include simultaneous operation of both features

Comment Resolution
· To organize the spreadsheet, the ad hoc added two columns for the comment state
· TG state
· Done (green) – TG has adopted a resolution
· Submission (red) – submission required
· Discussion (orange) – discussion required by TG
· Proposed (blue) – resolution proposed by ad hoc, needs adoption by TG
· Editor state
· Open (blank) – editor has not incorporated resolution into draft
· Conflict (red) – this comment resolution cannot be done because it conflicts with another comment resolution
· Closed (green) – editor has incorporated comment resolution
· Comment resolutions proposed by this ad hoc will be placed in comment group 13

· Discussion of CID 1537 – resolved by rejecting

· Discussion of CID bucket 1588

· 1588 and 2017 are identical comments with different resolutions, and the resolutions to 1590, 2018, and 2019 say to see CID 1588, but have an inconsistent resolution

· The ad hoc proposes to reject 2017, 1590, 2018, and 2019 for the reasons stated in CID 1588.  These comments were added into comment group 13.

· Discussion of CID 2388

· This should be rejected on similar grounds to CID bucket 1588.  The resolution was changed to proposed: reject, and the comment was placed in comment group 13.

· Discussion of CID 1598 & CID 1667
· The baseline defines both an AssociateFailureTimeout, and an dot11AddTSResponseTimeout, which are time-critical operations

· Therefore, this should be added to the TGu draft

· CID 1000 and 2291

· Dave Stephenson: The baseline has only minimal scan restraints, but passes up all the details in the response as part of the BSSDescription
· Matthew Gast: Interworking belongs in scan.request because you might want to scan for a particular HESSID or network type, both of which are in the Interworking IE

· Dave Stephenson: An alternative would be to specify a network type of "wildcard" by adopting one of the unused types.

· These proposed changes will be incorporated into 11-07/2494r2.

· CID 1346: Dave Stephenson to present proposal at November meeting for these changes

· CID 1368

· Timeout period is being defined for resolution to CID 1598

· If the retransmission timer expires, the non-AP STA is responsible for re-sending the request

· CID 782

· Dave Stephenson: Native queries are designed to never exceed the MMPDU size.  This cannot happen in the protocol.  Any extensions would need to take this into account.  It is not a matter of confusion because there is one comment on this, not multiple comments.
· CID 756

· Similar to CID 782
· Matthew Gast: GasAdvertisment table should store query length limits per advertising protocol ID

· Entered CIDs resolved by 11-07/2493 into comment group 13.
· MIH Comment resolution
· 11-07/2604 resolves CIDs 151, 2141, 199, 295, 467, 882, 1395, 1399, 7, 1396, 1939, 1023, 1449, 1450, 1451, 298, 2215, 844, 1349, 1001, 2292, 1401, 1452, 1402, and 1453
· Discussion of mandatory features
· PICS requires all features, this is clearly wrong

· Required: GAS (both native and other)

The meeting recessed at 5:48 pm.

Wednesday, October 24, 2007
Chair: Matthew Gast
Recording secretary: Matthew Gast

Call to order and agenda

Meeting called to order on Wednesday, October 24, 2007 by Matthew Gast at 8:52 am Pacific Daylight Time (PDT).
Attendance
· Dave Stephenson, Cisco

· Matthew Gast, Trapeze Networks

· Necati Canpolat, Intel

11-07/2667r0: Editorial comment resolutions, Necati Canpolat
The editor presented proposed comment resolutions.

· Discussion of section 11.10.2

· Dave Stephenson: This section does not provide additional information beyond GAS section

· Matthew Gast: However, it makes it easier to read for implementers who may not be familiar with the whole of 802.11
· Dave Stephenson: This is an informative example of how GAS provides MIH support

Comment spreadsheet uploaded as 11-07/2667.

Technical comment resolutions

· CID 2322

· Dave Stephenson: No need for capabilities in the association element: non-AP STA asks for QoS Maps and sends EBR, so there is no need to determine capabilities at negotiation time.
· Matthew Gast: EAS alerts may be sent asynchroniously.  We don't understand that protocol mechanism well enough.
· Matthew Gast: Agree with 1.0 as drafted to take capabilities out.  What about our new proposed interworking element?  Should HESSID be in Association Requests?  The SSID is, even though it is logically bound to a BSSID and has no immediately obvious purpose in the Association exchange.
· Dave Stephenson: The SSID required for multi-SSID operation, but nothing in the Interworking IE is.
The final technical comment spreadsheet will be uploaded as 11-07/2204r13
Path forward for Atlanta
Prerequisites for letter ballot

· New drafts required from editor
· Right now, 80-90% of D1.0 is converted to Frame

· D1.01 – convert to Frame

· D1.02 – incorporate editorial resolutions

· D1.03 – comment resolutions voted in from Kona and San Francisco (also discussed in Helsinki)

· D1.04 – technical proposals voted in at Kona

· D1.05 – technical proposals to be voted on at Atlanta (voting should occur at first Atlanta meeting)

· Major proposals for Atlanta
· MIH – MAC state function in 11-07/2604
· GAS – rewrite in 11-07/2493r1

· GAS – venue type in 11-07/2493

· GAS – native 11-07/2658

· Scanning changes to 11.1.3

· Minor proposals

· GAS MIB by APID, other minor changes

· Comment resolutions

· MIH – Matthew Gast
· GAS – Dave Stephenson
· SSPN, Others, ES –  To be determined
· Other proposals

· Emergency alert system – Stephen McCann

· GAS retry rate limitations – To be determined
· Final draft with all previous items

Seeing no other business, the meeting adjourned at 6:01 pm.
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