The NHS Care Records Service

will enable NHS organisations in

England to store patient health care

records on computers that will link

together, providing information

where it is needed. It is being

introduced gradually from 2006 and

is part of the National Programme

for IT (NPfIT) in the NHS.

Why do I need to access the NHS Care

Records Service?

You may need to use parts of the NHS

Care Records Service and other IT

applications like Choose and Book to

help you deliver care to your patients. To

access these applications you will need

an NHS CRS Smartcard and Passcode.

What is an NHS Care Record Service

Smartcard?

A Smartcard is a credit card-sized plastic

card containing an electronic chip for

security. It is printed with your name,

photograph and unique user identity

number (UUID).

You can take your Smartcard with you

from job to job. You only have one

Smartcard, even if you work for more

than one NHS organisation or have

more than one position within your

organisation.

How does it work?

You need to insert the Smartcard into

the card reader attached to a computer

that accesses the NHS CRS or other NPfIT

programmes. You will be asked to enter

your Smartcard Passcode before being

granted access.

As you need a Smartcard before viewing

any electronically held patient data, the

Smartcard helps protect the security

and confidentiality of every patient’s

personal and health care information.

How do I get one?

Each local NHS organisation has a

Registration Authority (RA) that will

grant you a Smartcard once your identity

has been confirmed.

There are three steps that you have to take:

Step 1

Please contact your local sponsor, generally in a 
GP Surgery setting all practice managers and 
Principal GP’s are sponsors in Camden. 
Your sponsor will then send registration authority 
an email (racamden@nhs.net) detailing your 
full name, job role, start and end dates of your 
job role. Following the receipt of this email 
you can contact registration authority 
directly to book a face to face meeting. Please
make sure to liaise with your sponsor and find out

their availability during face to face meeting

as Registration Authority will call them to approve 

access on UIM (User Identity Manager) during
your registration appointment. Please note without
your sponsor’s approval registration authority is 

not allowed to print a smartcard.

Step 2

At the meeting Registration Authority manager 
or agent will verify your identity, take a photograph 
and then register you for a smartcard. You will be 
asked to take along a combination of photo

or non-photo ID like a passport, driving

licence and birth certificate as well as

documents proving where you live such

as utility bills (but not mobile phone

bills). For more specific details please click here. 
Details of your name, job role, 
Level of access and organisation will be 
stored in the user directory of the NHS CRS. 
Step 3

You will be given your Smartcard.

Its electronic chip is encrypted with

Information which is used to determine

your access to the NHS Care Records

Service and other NPfIT applications.

You will be asked to set your Smartcard

Passcode, which should be known only

to you, and asked to test your card. Finally 
you will be asked to read and accept NHS 
care records services terms and conditions 
for a smartcard.

How is my access to the NHS CRS

Controlled?

You will only be registered with a

Smartcard if you need to access NHS

CRS to help you deliver patient care. As

a Smartcard user, your ability to view

and change patient information will

be approved by your Sponsor, based on

your work and level of involvement in

patient care. A record will be kept of

everyone who accesses information the

NHS CRS holds about a patient.

Patients will be able to ask for a list

of everyone who has accessed their

records and when they did so. Action

can be taken when someone has

deliberately accessed records without

permission or good reason.

The strongest security measures

available will be used for handling

patient records. These will make sure

that patient information is stored

safely and stays private while being

transferred.

As an NHS CRS Smartcard user, by

digitally signing you will agree

to accept the terms and conditions of

its use. You will be bound by the NHS

Code of Confidentiality and will also

need to be aware of the NHS Care

Record Guarantee (NHS CRG), which

sets out a number of commitments

that the NHS has made to govern how 
information is held in the NHS CRS.

You will need to understand the

Care Record Guarantee and how to

implement it. For a copy visit

www.connectingforhealth.nhs.uk/crdb

or ask your local NHS organisation.  
Look after your Smartcard

• Keep it safe and secure

• Never tell anyone your Passcode

• Never allow anyone else to use it

• Never leave it unattended

• Immediately report its loss, theft or

damage to the Registration Manager who

issued your card, your Sponsor or call

02033173744 or email at racamden@nhs.net 
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