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Position paper of the Federal Association of Payment Institutions on the proposed amendments to the Anti-Money Laundering Directive (AMLD)
General comments

On 5 July, the European Commission presented its proposal for the amendment of the Fourth Anti-Money Laundering Directive (4AMLD). The objective of the proposed measures is to better counter the financing of terrorism and to ensure increased transparency of financial transactions and of corporate entities under the preventive legal framework in place in the Union. The Federal Association of Payment Institutions (Bundesverband der Zahlungsinstitute - BVZI) fully supports this regulatory objective and explicitly welcomes the efforts of the European legislator to combat the misuse of the financial system for the purposes of money laundering or terrorist financing. 

4AMLD has already solved some problems

The Fourth Anti-Money Laundering Directive passed in July 2015 provided numerous regulatory changes to eliminate identified gaps and loopholes. Nevertheless, the Member States have not yet transposed the legislative tightening of the 4AMLD into national law, which is why the new obligations have not been practically implemented. We appreciate that the new proposal of the Commission also confronts problem areas and legislative gaps that had not been formerly addressed, for example, extending the scope of the 4AMLD to virtual currency exchange platforms. However, there are also problem areas identified in the Commission’s proposal that were already addressed within the 4AMLD. Due to this contradiction, some measures of the new draft for revising the Directive are inconsistent in extensive sections . This is especially true for the regulation of e-money products, which were already confronted with considerable limitations within 4AMLD. In order to avoid unnecessary economic burdens, obstacles concerning innovation as well as over-regulation, the specific design of all further measures is therefore of vital importance. 

Commitment to a risk-based approach is required

Of particular concern to us is the rejection of the risk-based approach that has been executed in some sections of the Commission's proposal. Possible exemptions should not be categorically excluded in advance. The BVZI is of the opinion that the actual product risks, which were identified based on an appropriate risk assessment, must also be the decisive criteria for the regulatory landscape.  Take into account the missing actual benefit as well as the lack of practical implementation and proportionality, some of the proposed amendments are to be rejected.

Suggestions and comments on the Commission’s proposal
I. Regarding Article 12(3): Payments using prepaid cards issued in third countries

With the newly inserted Article 12(3), the European legislator introduces a new obligation for credit and financial institutes of the European Union acting as acquirers. Accordingly, they are only allowed to accept prepaid card payments if the card was issued in a third country that can be considered to comply with requirements equivalent to those set out in Union legislation. Doing so should prevent prepaid cards issued in third countries from being misused for the purposes of money laundering or terrorist financing. As understandable as the intention of this proposal is, it is of little practical value.
The technical requirements for fulfilling this obligation are not met. The current data record structures for transaction data predominantly do not contain any feature to differentiate whether a transaction was performed with a prepaid card or not. That depends on the issuing bank and is not mandatorily required for all issuers by the card organizations   Even if such a feature existed, the individual product features (in particular, the applicable storage limits) the respectively used prepaid card was equipped with would still be unknown. Neither information about the maximum storage amount of a card nor about the current balance are directly available for acquirers. 
Acquirers completely depend on the information given by the card issuers and the card schemes. In general, the most common card organisations are headquartered in a third country. An implementation of the Commission’s proposal in its present form could result in an exclusion of all credit card payments by issuers domiciled in a country outside the European Union. That can lead to a decline in sales of up to 50 percent. Not only would the economic damage be immense, consumers will not appreciate this measure at all. 
We firmly reject the considered restriction of the entire cross-border cashless payment system as being unreasonable. It would not only scarcely be possible to be implemented technically, it would also not contribute to reaching the objective in fighting money laundering and terrorist financing. According to our market prognosis, cash in circulation must be expected to significantly increase if all credit card payments by issuers domiciled outside EU/EEA Member States were omitted. That puts a burden on non-cash electronic payments, which are easily traceable and which promote the transparency of financial transaction called for by the EU Commission.
Furthermore, it is legally questionable whether such a regulation is even compatible with current EU legislation, namely, the regulation on interchange fees for card-based payment transactions (IF regulation). According to the IF regulation, there is an obligation to accept all cards, regardless of the card issuer. 

An implementation of this proposal in a globally linked payment market fails to correspond to reality and would lead to massive damage to all market participants of the value chain including negative impact on the objectives pursued with the Directive. As a consequence, the points above, the BVZI considers it's necessary to delete the newly inserted Article 12(3).
II. Regarding Article 18a: Intensified due diligence obligations where high-risk third countries are involved

The newly inserted Article 18a requires obliged entities to apply enhanced customer due diligence (ECDD measures) when dealing with natural or legal entities established in identified high risk third countries and seeks to harmonise the approach of the EU towards third countries.

1. Paragraph 1 introduces a series of additional obligations that are to be applied as minimum requirements for dealings of all obliged entities with those high-risk third countries. This catalogue of measures is taken from the Recommendations of the Financial Action Task Force (on Money Laundering) (FATF). However, the individual measures contained therein are only listed as examples of possible due diligence obligations (see Interpretive Note to recommendation 10, para. 20). The blanket adoption as mandatory statutory requirements of all the examples listed by the FATF without any further differentiation of "high-risk third countries" actually contradicts the intended risk-based approach of the Directive. According to the risk-based approach, every third country is to be individually assessed and the measures for implementing the enhanced due diligence obligations are to be correspondingly adapted. Moreover, not all of the listed measures are actually practicable, especially when examining the proposed Article 18a(1)(f). Due to these reasons, the BVZI suggests a stronger focus on the real risk associated with a third country insofar as the extent of application of enhanced due diligence obligations.

The depth of regulation of the new Article 18a is extremely expansive. A reference to a third country, for example, the nationality of the customer, may already suffice to trigger the application of enhanced due diligence obligations - even if the customer has been residing in an EU Member State for years. The phrasing "With respect to transactions involving high risk third countries, Member States shall require that" should therefore be deleted entirely.

2. In our opinion, paragraphs 2 and 3, which allow Member States to call for certain countermeasures, do not contribute to a harmonization at the EU level and thereby undermine the self-defined goal. A level playing field no longer exists if internationally active institutes apply 28 (plus 3 EEA) different versions regarding the application of additional measures.

III. Regarding Article 3(6)(a)(i): Lowering the threshold for Passive, Non-Financial legal entities to 10 percent

The newly inserted paragraph in Article 3(6)(a)(i) lowers the threshold for identification of beneficial owners for "Passive Non-Financial Entity" to 10 percent. This takes aim with particular focus on entities that function as intermediary structures, do not create income on their own, but mostly channel income from other sources. The BVZI resolutely rejects the proposed insertion. On the one hand, indirect ownership is already addressed and regulated in the same Article and without the necessity of a further intensification at this point to achieve the objectives of the Directive.
On the other hand, the Commission proposal misses any sense of proportionality and is entirely impracticable due to several reasons:

1. The proposed Directive contains no unambiguous definition for the term "Passive Non-Financial Entity".

2. In general, there are some practical demarcation problems when the new 10 percent regulation is applied.
3. A 10 percent ownership share generally does not allow substantial exertion of influence upon a corporate entity's activities, therefore the proposed lowering of such is neither expedient nor necessary.

4. The effort required outweighs to an unacceptable level the potential benefits, particularly insofar as the identification of all beneficial owners (in the sense of the newly inserted paragraph) associated with internationally active corporate entities with multi-level shareholding structures.

5. The required massive collection of data is questionable with regard to data protection laws and results in storing vast quantities of not required data records.

6. Long transitional periods for the retroactive collection of data for existing clients would be just as necessary as the conversion of existing systems to enable them to collect such data at all.

At this point in time and with the absence of an internationally standardised register, the requirements specified in the newly inserted paragraph in Article 3(6)(a)(i) are either not practicable or only feasible with considerable costs and effort. Considering the fact that indirect ownership structures are already regulated in the same Article and that the newly inserted paragraph does not offer any added value whatsoever in terms of achieving the objective of the Directive, the BVZI suggests a deletion of this newly added paragraph.

IV. Regarding Article 12, paragraph 1 and 2: Lowering of thresholds 
The new requirements specified in Article 12(1) and (2) are intended to combat the purported abuse of anonymous e-money products for purposes of money laundering or terrorist financing by restricting the use and the distribution of these products. We are profoundly critical of the measures proposed for these purposes as they also thwart the intended risk-based approach of the Directive and neglect to a large degree the real risks related to the product. Article 12(1)(1) already stipulates that exceptions from the due diligence measures can only be granted in the case of proven low risk. Accordingly, e-money products should be assessed and regulated by their actual risk potential. In principle, the BVZI can agree to a lowering of the thresholds, however, we see considerable difficulties in regards to practical implementation of it. This is for example true for already issued prepaid cards that are currently in the market. A reduction of the monthly spending limit or the maximum loading limit cannot be communicated to the cardholder retroactively and can only be executed via a complete exchange of the cards as the limits generally are stored on the card itself and thus can no longer be modified by the issuer after issuance. Existing products can only be exchanged after the expiration of the validity date. Even contacting the cardholder is only possible with considerable expense and effort as the cardholder has not been identified before. In short, it is very difficult to perform a gapless exchange process. A legally valid amendment of the card's general terms and conditions that affects the customer relationship can be implemented with the same low degree of success as the retroactive identification of the cardholder.

Due to the aforementioned reasons, we are in favour of keeping the possibility for Member States to increase the maximum amount up to EUR 200 for payment instruments with proven low risk and which can only be used in this respective Member State. This should apply for reloadable cards that are already in circulation and generally used by the consumer up to expiration of the validity date. Otherwise, these cards would have to be exchanged without exception. Besides resulting in massive economic damage, an exchange would lead customers to abandon regulated e-money products and increase their usage of cash. 

The BVZI also rejects the suppression of anonymous online payments as planned in Article 12(2) as we fundamentally support the application of the risk-based approach with an exception-regime based on the actual product risks. In our view, a blanket ban does not contribute to achieving the objectives defined in this Directive. 

V. Regarding Article 32a: Clarification of payment accounts

The BVZI recommends a clarification regarding which payment accounts should actually be recorded in the central register or in the central electronic data retrieval systems. This still requires a further differentiation of the definition as stated within the Payment Service Directive in order to exclude unintended effects. There seems to be a particular need for clarification regarding e-money accounts and accounts held by e-money issuers. 


