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Abstract: In the last few years, the use of portable computers and wireless networks has been widespread. The combination of both opens the door to a new technology: mobile computing. Mobile computing has become the most powerful tool both for personal and business use.Mobile computing technology has forced the Cellular technology to bring out their best services.This paper starts with giving very basic idea of mobile computing and then moves on to mobile networks.Here we will stop for a while checking out the cellular network in detail since mobile computing is closely related to cellular technology.This paper also focuses on different wireless technologies that support mobile computing.Though the facilities provided by this technology are tremendous ,this is still striving for its fulfledged performance.The  reasons that limit this mobile computing technology and what can be the solutions to them are also discussed in this paper.Even after mobile computing technology penetrating into many fields ,many are not still aware of its major applications.This paper focuses on different application areas of mobile computing  and concludes by predicting its future.
 
I. Introduction

"Mobile Computing constitutes a new paradigm of computing which is expected to revolutionise the way computers are used."

                                                               George H. Forman

Mobile computing can be traced back to its first use in the 1990s. Laptops have become the mainstream device which people use back then to keep connected to each other. Since then, countless number of devices has forayed into the market bringing a newer sense of wireless communication. To this date, this type of communication has become the most powerful tool both for business and personal use.
a.    mobile computing
Mobile computing refers to the technology which enables transmission of data (computing) through portable devices i.e. laptops, cellular phones etc. It refers to being able to use a computing device even when being mobile and therefore changing locationThese portable devices are known as Mobile devices. Portability is one aspect of mobile computing.

     Simply defined, mobile computing is the use of a wireless network infrastructure to provide anytime, anywhere communications and access to information.
Mobile computing has three aspects: 
· Mobile communication: aspect addresses communication issues in ad-hoc and infrastructure networks as well as communication properties, protocols, data formats and concrete technologies
· Mobile hardware:  i.e. mobile devices or device components.
· Mobile software: deals with the characteristics and requirements of mobile applications.

A.  mOBILE DEVICES
Mobile devices allow the user to access the wireless world from anypoint.Many types of mobile devices have been introduced since the 1990.Some of them is:
•Full-featured mobile phones with personal computer-like functionality, or “smartphones”

• Laptops and notebooks

• Tablet computers

• Portable digital assistants (PDAs)

• Portable Universal Serial Bus (USB) devices for storage (such as “thumb drives” and MP3 devices) and for connectivity (such as Wi-Fi, Bluetooth and HSDPA/UMTS/EDGE/GPRS modem cards)

• Digital cameras

• Radio frequency identification (RFID) and mobile RFID (M-RFID) devices for data storage, identification and asset management

• Infrared-enabled (IrDA) devices such as printers and smart cards

· Wearable computer
· Carputer
· Ultra-Mobile PC
II.MOBILE SYSTEM NETWORKS

Mobile networks are networks of mobile devices, servers and distributed computing systems.Networks that support mobile computing can be classified as follows. 

A. Wireless LAN and Wireless Access Points 
A WLAN can be defined as a network in which a mobile user connects to a LAN through a wireless or radio connection. The advantages of using a WLAN are numerous, including the flexibility offered to overcome limitations of wired networks because of space constraints, easy, hassle-free and simple computing. WLAN allows access to key information and resources without having to “plug-in”, regardless of where the users are in the facility. 

Access points are stations within a Wireless Local Area Network (WLAN) that transmit and receive data. They connect users to the network and can also serve as the point of interconnection between the WLAN and a fixed wire network. The region covered by each of the access points is termed a “Hot Spot”. 
B. Satellite Networks

In satellite networks, a satellite acts as the central point for the outgoing and incoming data. The subscriber needs a satellite dish antenna and a transceiver operating in microwave range. Satellite networks are usually a good option for rural areas, where DSL and cable networks are not available. 
C. Cellular Networks 
In cellular networks, the entire area is divided into cellular regions, each serving a different band of frequencies. The cellular regions are served by a base station comprising of a transmitter, a receiver and a control unit. The base stations are connected to a Mobile Telecommunications Switching Office, which in turn is connected to the public telephone network. 

D.Ad-hoc and Sensor Networks 

An ad-hoc network is a network in which certain devices are part of the network for a temporary duration .i.e. either for a specific communication session or while in close proximity to the network. The ad hoc networks are deployed for routing, target detection, service discovery, and other needs in a mobile environment.
Sensor networks are formed by small nodes or “motes”— tiny, self-contained, battery-powered computers with radio links that enable the motes to self-organize into a network, communicate with each other and exchange data. Sensor networks are mostly regarded as a specialized area of ad-hoc networks. They are most popularly used in military applications, where the topology of the network can keep changing very often and “currency” of information is of prime most importance.
III.CELLULAR NETWORK IN DETAIL

Cellular telephone is a handy portable device, similar to two-way mobile radio.
A cellular network consists of mobile units linked together to switching equipment, which interconnect the different parts of the network and allow access to the fixed Public Switched Telephone Network (PSTN). The technology is hidden from view; it's incorporated in a number of tranceivers called Base Stations (BS). Every BS is located at a strategically selected place and covers a given area or cell - hence the name cellular communications. A number of adjacent cells grouped together form an area and the corresponding BSs communicate through a so called Mobile Switching Centre (MSC). The MSC is the heart of a cellular radio system. It is responsible for routing, or switching, calls from the originator to the destinator. It can be thought of managing the cell, being responsible for set-up, routing control and termination of the call, for management of inter-MSC hand over and supplementary services, and for collecting charging and accounting information. The MSC may be connected to other MSCs on the same network or to the PSTN. 
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    Fig 1 Cellular network architecture

The frequencies used vary according to the cellular network technology implemented. For GSM, 890 - 915 MHz range is used for transmission and 935 -960 MHz for reception. The DCS technology uses frequencies in the 1800MHz range while PCS in the 1900MHz range. 

Each cell has a number of channels associated with it. These are assigned to subscribers on demand. When a Mobile Station (MS) becomes 'active' it registers with the nearest BS. The corresponding MSC stores the information about that MS and its position. This information is used to direct incoming calls to the MS. If during a call the MS moves to an adjacent cell then a change of frequency will necessarily occur - since adjacent cells never use the same channels. This procedure is called hand over and is the key to Mobile communications. As the MS is approaching the edge of a cell, the BS monitors the decrease in signal power. The strength of the signal is compared with adjacent cells and the call is handed over to the cell with the strongest signal. 

During the switch, the line is lost for about 400ms. When the MS is going from one area to another it registers itself to the new MSC. Its location information is updated, thus allowing MSs to be used outside their 'home' areas.

A.How the DATA Transfer take place?

Data Communications is the exchange of data using existing communication networks. The term data covers a wide range of applications including File Transfer (FT), interconnection between Wide-Area-Networks (WAN), facsimile (fax), electronic mail, access to the internet and the World Wide Web (WWW). 
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        Fig 2 Mobile Communications Overview 

The switching techniques for routing of data are:
Circuit switching implies that data from one user (sender) to another (receiver) has to follow a prespecified path. If a link to be used is busy, the message cannot be redirected, a property which causes many delays. .In circuit switching once the transmission path is established, it continues to be till the transmission is complete.No one else is given access to that channel.

Packet switching is an attempt to make better utilisation of the existing network by splitting the message to be sent into packets. Each packet contains information about the sender, the receiver, the position of the packet in the message as well as part of the actual message. Each packet can be routed through different channels, carriers or routes. Due to this packets reach their destination with variable delays.The message is recovered by assembling the packets as per original sequence. 
B.Different cellular systems

Based on the services provided, cellular systems are categorized as different generation cellular systems.

1) First Generation (1G):
First generation (1G) wireless devices communicated only voice signals. 1G cellular system is known as AMPS (Advanced Mobile Telephone System) subscribers access the AMPS system using a technique called FDMA 1G device transmit only analogy data.Dgital data transmission started with 2G.
2) Second Generation (2G):
Second generation (2G) devices communicate voice as well as data signals with higher data rates upto 14.4kbps. There are three common technologies used by 2G cell-phone networks for transmitting information

· Frequency division multiple access (FDMA) 

· Time division multiple access (TDMA) 

· Code division multiple access (CDMA) 

2.5G and 2.5G+ are enhancements of the second generation and support data rates upto 100kbps. The technologies at the forefront of 2.5G push are GPRS (General Packet Radio Service), EDGE (Enhanced Data rates for Global Evolution.), WCDMA (Wideband Code Division Multiple Access), and WAP (Wireless Application Protocol).

3) Third Generation (3G):
Third generation(3G) mobile devices communicate at even higher rates(2Mbps or higher for short distances and 384 Kbps for long distance tranmissions) and support voice,data and multimedia streams.Higher data rates in 3G devices enable transfer of video clips and faster multimedia communication.

3G comprises several cellular access technologies. The three most common ones as of 2005 are: 

· CDMA2000 - based on 2G Code Division Multiple Access 
· WCDMA (UMTS) - Wideband Code Division Multiple Access 

· TD-SCDMA - Time-division Synchronous Code-division Multiple Access 
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Fig 3 Sony Ericsson V800 3G phone

C.Communication standards in cellular network:
GSM-based and CDMA-based standards are the two major standards.

1) GSM: 
The global system for mobile communication (GSM) was developed by the Groupe Speciale Mobile (GSM) which was founded in Europe 1982.The GSM is a standard for mobile communication through cellular network at data rates of upto 14.4 kbps. GSM is a 2G standard.Most 2.G devices are also of GSM

GSM9000, EGSM and GSM900/1800/1900 tri-band, GPRS [GSM phase 2+ (2.5)], EDGE, EGPRS are the GSM-based standards.

2) CDMA: 
Besides GSM,CDMA is the most popular mobile communication standard.The initial evolution of CDMA was a 2.5G.It started in 1991 as cdmaOne(IS-95).Now-a-days CDMA supports high data rates and is considered as 3G.CDMA devices transmit voice as well as data multimedia streams.

3GPP (WCDMA), 3GPP2 (IMT-2000, CDMA 2000), UMTS are CDMA –based standards.
IV.WIRESLESS   NETWORK                 TECHNOLOGIES
Wireless Technologies that constitute to mobile computing are:

1. Bluetooth: This technology enables users to communicate wirelessly with their digital device through radio frequency waves. Bluetooth wireless technology is mostly used for devices such as cell phones, PDAs, wireless headsets, computer hardware (printers, mice, keyboards, etc.), headphones, MP3 players, etc... Bluetooth wireless technology is supported by application and product development in a broad range of market [image: image5.jpg]



Fig 3 Logitech Mobile Bluetooth Headset

2. Global Positioning System (GPS):
Global Positioning System (GPS) is a system that gives us the exact position on the Earth.GPS is funded and controlled by the US Department of Defence.There are GPS satellites orbiting the Earth, which transmit signals that can be detected by anyone with a GPS receiver. Using the receiver, we can determine the location of the receiver.
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Fig 4 GPS receivers are now integrated in many mobile phones.

3. General Pocket Radio System (GPRS): 
General Packet Radio Services (GPRS) is a packet-based wireless communication service that promises data rates from 56 up to 114 Kbps and continuous connection to the Internet for mobile phone and computer users. The higher data rates allow users to take part in video conferences and interact with multimedia.
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Fig 5 Huawei E220 3G/GPRS Modem
4. Wireless Application Protocol (WAP): 

It enables the access of internet through handheld devices such as mobile phones; PDA etc.WAP supports most wireless networks. These include CDPD, CDMA, GSM, PDC, PHS, TDMA, FLEX, ReFLEX, iDEN, TETRA, DECT, DataTAC, and Mobitex. WAP is supported by all Operating systems.Ones specifically engineered for handheld devices include PalmOS, EPOC, Windows CE, FLEXOS, OS/9, and JavaOS. 
5. Kilobyte Virtual Machine (KVM): It is a light version of JVK which enables the access of single application to be used by different platforms wireless.

6. WLAN: 
WLANs provide wireless network communication over short distances using radio or infrared signals instead of traditional network cabling. 

A WLAN typically extends an existing wired local area network. WLANs are built by attaching a device called the access point (AP) to the edge of the wired network. Clients communicate with the AP using a wireless network adapter similar in function to a traditional Ethernet adapter. 
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Fig 6 the notebook is connected to the wireless access point using a PC card wireless card.
7. Specialized Mobile Radio (SMR): it is a two-way radio system which helps in combining more than one receiver with one repeater. 

8. Infrared: The acronym IrDA stands for the Infrared Data Association. IrDA uses a series of infrared data pulses to transfer data from one device to another. Because IrDA devices use infrared light, the communicating devices must be in direct line of sight with one another.  The original IrDA was designed to operate at at a speed of 115200 bps. 

[image: image9.png]=)

%
olmh

E




Fig 7 irda label

9.HomeRF:
The HomeRF Working Group (RF stands for radio frequency) was an alliance of businesses that developed a standard for wireless data transfer, which is called Shared Wireless Access Protocol (SWAP). SWAP-based networks are usually point-to-point. Mostly because this technology lacks an access point, HomeRF networks are significantly cheaper than the other viable wireless network technology, Wi-Fi. The tradeoffs for the lower price tag are speed and distance. This technology attempts to meet a variety of wireless needs in the home, which includes: phones, audio, video, data, gaming and home appliances. 
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 Fig 7    A portable home phone, a device that could use HomeRF wireless technology.
 

10. Wi-Fi:
Wi-Fi (Wireless Fidelity) is based on the IEEE 802.11 specifications for wireless local area networks (WLAN). Wi-Fi 802.11b is currently the most popular wireless technology. Its range is 50 meters, its speed of transfer of information is about 7 Mbps, and it has a capacity of 11 Mbps. Its transfer speed is 10 times that of the Bluetooth   technology. 

V.DATA MANAGEMENT IN WIRELESS MOBILE ENVIRONMENTS
Access to databases is made during mobile computing. Some issues pertaining to database management in mobile computing are:
A. Design of database. Mobility of the hosts (clients) and frequent disconnection between clients and servers in an unpredictable manner compounds the problem ofglobal name resolution; also, the dynamic nature of the constantly changing location information to be stored further complicates the design.

B. Replication of data. Since the data is partially replicated in many places and the availability of the duplicates changes rapidly with time (the expected scenario in mobile computing), the version control and consistency management are more challenging.

In addition, providing correct execution of transactions, which are executed at multiple base stations and multiple data sets, needs special attention due to mobility and frequent disconnection of the mobile units?
C.Data Dissemination:

A mobile phone acts as a data access device for obtaining information from the service providers’s server. An enterprise server disseminates the data to the enterprise mobile device. A data dissemination service is required for communication, dispersion, or broadcast of information. The three data dissemination mechanisms are:

a) Broad casting or pushing(e.g.unsolicited SMS’s on mobile phones)

b) Pulling(e.g. downloading a ring tone from the mobile service provider)

c) Hybrid of push-pull

A new form of broadcasting is podcasting.It is new innovative method by which multimedia files are distributed.
D.Data base hoarding and caching:

A mobile device cannot store a large database (computational data) due to memory constraints. Therefore ,large databases are available on servers,remote computing systems or networks.A mobile device is not always connected to the server Rather the device caches some specific data ,which may be required for future computations,during the interval in which the device is connected to the server or network.Caching entails saving a copy of selected data or a part of database from a connected system with a large database.The cached data is hoarded in the mobile device database.Hoarding of the cached data in the database ensures that even when the device is not connected to a network or server(disconnected mode),the data required from the database is available for computing. 
Advantage: no access latency (delay in retrieving the queried record from the server over wireless mobile networks). 

Disadvantage: the consistency of the cached data with the database at the server needs to be maintained.

However, it difficult to maintain consistency of data 
in this mobile context because Mobile computing environments are characterized by slow wireless links (low bandwidth radio links) that are susceptible to frequent disconnections from the base station (server)and low battery power at the mobile clients (hosts), which necessitates the clients to minimize up-link queries as well as to voluntarily disconnect from the network to conserve battery power. 
Hence efficient caching schemes for mobile environments should be designed and used keeping the above in consideration. Prefetching, replacement strategies are alternatives to caching.

D.Data synchronization:

Data synchronization (or simply synchronization) is the ability for data in different databases to be kept up-to-data so that each repository contains the same information. Moreover, all the devices connected to the server should be updated about the availability of any new data. Different forms of synchronization are:

1. One-to-one Synchronization:
      One-to-one data synchronization between two ends means any change in data at one end gets reflected at the other.Two ends should either have identical or consistent information.

2. One –to-much synchronization:

  One-to-many synchronization means a data change or update at a node or server must get reflected at all the other (or target) nodes or servers.The copies of data should remain consistent or identical between the server (one) and the nodes (many).The communicating node or server and other nodes or servers should not have inconsistent copies of the same piece if information.

3. Many-to-many synchronization:

Many-to-many data synchronization between multiple nodes means that an update or change in information,at any node or server,must get reflected at all the other(target)nodes or servers.The copies of data at all nodes should remain consistent or identical.A set of nodes or servers should not have inconsistent copies of the  same information.
VI.DATA SECURITY ISSUES
A.Network security management plan:
A security plan must encompass all of the elements that make up the wireless and/or wired network, and provide important services such as:
1. Access control, i.e., authorization by capability list, wrappers, and firewalls (access control matrix)

2. Confidentiality, i.e., we must ensure that information and transmitted messages are accessible only for reading by authorized parties

3. Authentication, i.e., the receiver must be able to confirm that the message is indeed from the right sender

4. Nonrepudiation, i.e., the sender cannot deny that the message was indeed sent by him/her

5. Integrity, i.e., the message has not been modified in transit

6. Availability, i.e., making sure that the system is available to authorized parties when needed

7. Security administration, i.e., checking audit trails, encryption and password management, maintenance of security equipment and services, and informing users of

Their responsibilities.

C. Secure data transfer in digital mobile systems:
All digital mobile systems provide security through some kind of encryption. Data can be encrypted in many ways, but algorithms used for secure data transfer fall into two categories: symmetric and asymmetric. Both rely on performing mathematical operations using a secret number known as a key. 
Symmetric algorithms:  both parties need to have a copy of the key. 
Ex:  DES (data encryption standard)–uses 56 bit key

       Triple-DES-uses 112 bits

        GMS encrypts all data between the phone and the     base station using a code called A5
Asymmetric algorithms: use two separate keys for encryption and decryption. 

Ex: RSA -relies on the fact that factorization is more difficult than multiplication.

                 VII. MESSAGING
Messaging has become one of the most dominant applications in the world of mobile computing. Short Message Service (SMS) and Enhanced Messaging Service (EMS) are very successful services in second generation (2G) networks such as Global System for Mobile (GSM). Third Generation Partnership Project (3GPP) and Wireless Access Protocol (WAP) Forum have defined Multimedia Messaging Service (MMS) as the messaging service for 2.5G and 3G networks
 SMS:
Short Message Service(SMS) enables sending and receiving text messages to and from GSM mobile.Today SMS is the most popular data bearer/service within GSM.The SS#7 signalling channels are always physically present but mostly unused. SMS uses the free capacity of this signaling channel.Each short message is upto 160 characters in length when 7-bit English characters are used.
 MMS:
Multimedia Messaging Service (MMS) allows for the exchange of messages containing multimedia elements. Multimedia messages can also be composed as a slide show containing text, audio, video, and picture elements.The 3GPP and WAP Forum have worked together to standardize MMS. 
VII. LIMITATIONS OF MOBILE COMPUTING
The success of mobile computing today is. Hampered by many debilitating factors. These include slow networks, wasteful protocols, disconnections, weak terminals, immature IP access to networks, poorly optimized Operating Systems (OS) for mobile applications, content conversions from wired to wireless networks among others.

Disconnections
Wireless communication is so susceptible to variations in signal power within a region.Hence there may be link delays and connection losses leading to network failure.

  Solution: Foot it often caching is a good idea, e.g., web cache

Low Bandwidth Mobile devices are usually connected wirelessly to a network.Wireless networks have poor charateristics regarding bandwidth,latency time and reliability. Hence Mobile Internet access is generally slower than direct cable connections.
Solution: Techniques such as compression, logging (making large requests out of several short ones), prefetching (guessing which files will be needed soon), and write-back caching can help cope with low bandwidth. 

Security:

Security is another major challenge in mobile computing, that is, controlling access to your network... Anyone with a wireless computer could have full access to your LAN unless restrictions are implemented .This can be prevented by establishing MAC (Message Authentication Code) addresses, a unique number that identifies its NIC. Unknown computers can then be denied access if their MAC address is not on an authorised list. Other alternatives such as a virtual private network (VPN) also exist. Protocols conserving privacy of communication may also be violated.Also physical damage to or loss of a mobile device is more probable than a static computing system.

            Secure communication of data over a network is accomplished by encrypting the sensitive data usually by using an encryption key, only parties knowing the key will be given access to the data.

Mobility
As mobile computers change location, they will use different network access points, or 'addresses'. To communicate with a mobile computer, its latest address must be known. 
A mechanism is needed for mobile computers to obtain configuration data appropriate to the present location. There maybe a need to obtain information on other mobile devices, and this may cause a breach of security. Privacy will need to be maintained in some cases where location information of a user maybe misused.

No Mass storage:

Since handheld devices have no mass storage, persistence data have to be stored in the battery-buffered RAM, what decreases the available RAM during runtime for dynamic data and runtime stack.
Solution: Some solutions to storage problems are compression, code sharing, remote access storage, and interpreting script languages instead of executing compiled code
  Small User Interface
Screens and keyboards tend to be small, which may make them harder to use. Alternate input methods such as speech or handwriting recognition require training. Also handhelds do not 'boot up'. Applications have to immediately appear on screen. In turn, when the handheld device is deactivated, an application has to immediately save its state. 

 Power:

Usually,mobile devices have a mobile power supply.Battery lifetime is a limiting factor.If a device is continuously switched on,current batteries often only have power for some hours.The mobile device is therefore turned off most of the time or is in a power saving mode with reduced activity. Concern for power consumption must span many levels of hardware and software to be fully effective.
Transmission interferences
There may be interference in wireless signals, affecting the quality of service (Qi’s).

· Potential health hazards
More car accidents are related to drivers who were talking through a mobile device. Cell phones may interfere with sensitive medical devices. There are allegations that cell phone signals may cause health problems.

Poor operating systems:

Handhelds come along with their own operating systems. Compared to desktop operating systems, handheld operating systems have reduced capabilities. The major shortcomings are:

· Limited user interface capabilities: 

· Limited support for persistent data: 

· Limited or no parallel execution capabilities: 
· Limited support for communication: 
VIII. APPLICATIONS OF MOBILE COMPUTING:
The importance of Mobile Computers has been highlighted in many fields of which a few are described below: 

A.For Estate Agents 

Estate agents can work either at home or out in the field. With mobile computers they can be more productive. They can obtain current real estate information by accessing multiple listing services, which they can do from home, office or car when out with clients. They can provide clients with immediate feedback regarding specific homes or neighborhoods, and with faster loan approvals, since applications can be submitted on the spot. Therefore, mobile computers allow them to devote more time to clients. 

B.Emergency Services 

Ability to recieve information on the move is vital where the emergency services are involved. Information regarding the address, type and other details of an incident can be dispatched quickly, via a CDPD system using mobile computers, to one or several appropriate mobile units which are in the vicinity of the incident. 

Here the reliability and security implemented in the CDPD system would be of great advantage. 

D. In courts 

Defense counsels can take mobile computers in court. When the opposing counsel references a case which they are not familiar, they can use the computer to get direct, real-time access to on-line legal database services, where they can gather information on the case and related precedents. Therefore mobile computers allow immediate access to a wealth of information, making people better informed and prepared. 

E. In companies 

Managers can use mobile computers in, say, and critical presentations to major customers. They can access the latest market share information. At a small recess, they can revise the presentation to take advantage of this information. They can communicate with the office about possible new offers and call meetings for discussing responds to the new proposals. Therefore, mobile computers can leverage competitive advantages. 

F. Stock Information Collation/Control 

In environments where access to stock is very limited ie: factory warehouses. The use of small portable electronic databases accessed via a mobile computer would be ideal. 

Data collated could be directly written to a central database, via a CDPD network, which holds all stock information hence the need for transfer of data to the central computer at a later date is not necessary. This ensures that from the time that a stock count is completed, there is no inconsistency between the data input on the portable computers and the central database. 

G. Credit Card Verification 

At Point of Sale (POS) terminals in shops and supermarkets, when customers use credit cards for transactions, the intercommunication required between the bank central computer and the POS terminal, in order to effect verification of the card usage, can take place quickly and securely over cellular channels using a mobile computer unit. This can speed up the transaction process and relieve congestion at the POS terminals. 

H. Taxi/Truck Dispatch 

Using the idea of a centrally controlled dispatcher with several mobile units (taxis), mobile computing allows the taxis to be given full details of the dispatched job as well as allowing the taxis to communicate information about their whereabouts back to the central dispatch office. This system is also extremely useful in secure deliveries ie: Securicor. This allows a central computer to be able to track and recieve status information from all of its mobile secure delivery vans. Again, the security and reliabilty properties of the CDPD system shine through. 
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 Fig 8 Taxi Dispatch Network

I. Electronic Mail/Paging 

Usage of a mobile unit to send and read emails is a very useful asset for any business individual, as it allows him/her to keep in touch with any colleagues as well as any urgent developments that may affect their work. Access to the Internet, using mobile computing technology, allows the individual to have vast arrays of knowledge at his/her fingertips. 

Paging is also achievable here, giving even more intercommunication capability between individuals, using a single mobile computer device. 

J. Mobile Cheque:

An cheque is a mobile –based payment system employed during a purchase.The service is activated through text message exchanges between the customer, a designated retail outlet, and the mobile service provider.The service provider authenticates the customer and activates the customer account to transfer money to the retailer account.Such mobile devices are changing the way in which payments are made for purchases.Customers do no need to carry credit cards in their wallets for shopping anymore.

K. Mobile commerce:
An example of m-commerce is as follows.Mobile devices are used to obtain stock quotes in real time or on demand .The stock purchaseror seller first sends an SMS for the trading request,then the stock trading service responds in the same manner,requesting authentication.The client sends,through SMS,the user ID and password.The client is then sent a confirmation SMS to proceed further.The client sends an SMS for a specific stock trade request.The service provider executes the trade at the stock exchange terminal.The process is completed online within a minute or two.

Mobile devices are also being increasingly used for e-ticketing, i.e. for booking cinema, train, and flight and bus tickets.

L. Music and Video:

An instance of the applications of mobile computing is the iPod –nano from Apple.The Apple iPods have made it possible to listen to one’s favourite tunes anytime and anywhere.Besides storing music these players can also be used to view photo albums, slide shows, video clips.

L. Health care:

Wireless information technology has the potential to save healthcare providers significant time in accomplishing routine administrative and healthcare-related tasks. Wireless information technology includes the concept of mobile computing, which involves use of a portable wireless device (eg, a laptop or handheld computer or personal digital assistant [PDA]) to access a wireless local-area network (LAN) or the Internet.
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IX .THE FUTURE:

With the rapid technological advancements in Artificial Intelligence, Integrated Circuitry and increases in Computer Processor speeds, the future of mobile computing looks increasingly exciting. 

With the emphasis increasingly on compact, small mobile computers, it may also be possible to have all the practicality of a mobile computer in the size of a hand held organizer or even smaller. Also 4G technologies are expected to produce satisfying results.
Use of Artificial Intelligence may allow mobile units to be the ultimate in personal secretaries, which can receive emails and paging messages, understand what they are about, and change the individual’s personal schedule according to the message. This can then be checked by the individual to plan his/her day. 

The working lifestyle will change, with the majority of people working from home, rather than commuting. This may be beneficial to the environment as less transportation will be utilised. This mobility aspect may be carried further in that, even in social spheres, people will interact via mobile stations, eliminating the need to venture outside of the house. 

This scary concept of a world full of inanimate zombies sitting, locked to their mobile stations, accessing every sphere of their lives via the computer screen becomes ever more real as technology, especially in the field of mobile data communications, rapidly improves and, as shown below, trends are very much towards ubiquitous or mobile computing. 
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Fig 9 Major Trends in Computing

Indeed, technologies such as Interactive television and Video Image Compression already imply a certain degree of mobility in the home, ie. Home shopping etc. Using the mobile data communication technologies discussed, this mobility may be pushed to extreme. 

The future of Mobile Computing is very promising indeed, although technology may go too far, causing detriment to society.
X. CONCLUSION:
Mobile computing is a significant, sprouting technology. It helps mobile personnel to communicate and interact quicker and easier with the help of a fixed information system and it helps to overcome constraints of geographic location. Mobile computing is a flexible and strategic technology that enhances the quality of information provided, accessibility to data, increased operational efficiency, and helps to achieve management effectiveness in an organization.Despite its limitations,it has its own benefits because of which many users still prefer it.
Mobile computing is an active area of research.Every individual area in mobile computing provides scope of another research.Other related computing areas like Pervasive computing, Ubiquitous computing, Wearable computing are also great areas of interest.
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