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I
General policy factors

1
For IP-based networks, what is your current policy regime?

The regulations relating to network infrastructure are technologically neutral about the kind of traffic circulating on the networks. The establishment and operation of public networks is open to competition and was governed by a system of individual licences until 25 July 2003. The technology used on the networks (whether IP or non‑IP) therefore does not affect the regulatory status under which the networks are established or operated. A new regulatory framework, the result of the incorporation of the directives on electronic communications, should be adopted in 2004, replacing the system of individual licences with a system of prior declaration. Among the transitional measures adopted within the spirit of the new framework is an arrangement for prior declarations that was established on 25 July 2003.

2
Are you planning any changes in your policy regime?

No. The only change will consist in the confirmation of the new system of prior declaration for the establishment and operation of networks, replacing the system of individual licences, following the adoption of the new regulatory framework by Parliament in 2004. The new framework also reinforces the concept of technological neutrality. There is, therefore, no specific policy for the establishment or operation of IP networks in particular.

3
For IP-based applications and services, what is your current policy regime?

IP services are provided on a competitive basis. The regulatory description disregards whether the technology used to provide these service is IP or non‑IP. The provision of public telephone services is subject to prior declaration (it was subject to individual licensing before 25 July 2003). The other kinds of service are freely provided.

In practice, IP telephony, which is similar to a public telephone service (but different from Internet telephony) is subject to prior declaration. IP services other than telephony are freely provided.

The tariffs of an incumbent operator in respect of services for which it still has a monopoly must be approved by the minister in charge of telecommunications acting on the advice of the regulatory authority.

4
Are you planning any changes in your policy regime?

No. The new regulatory framework drawn up pursuant to the directives on electronic communications does not change the policy on the regulation of IP services. The procedure for approving the tariffs for the services of an incumbent operator in respect of which it still has a monopoly will be simplified in the new regulatory framework.

5
Regarding IP-based networks, do you have policies with respect to:

–
Infrastructure for Internet access

To start, when the telecommunication sector was opened to competition on 1 January 1998, several networks were established that provided alternatives to the incumbent operator for the provision of services such as Internet access.

Since then, the aim of government policy has been to improve conditions of access to the Internet in order to enable as many people as possible to have such access in the best possible conditions.

The first step taken was to allow effective competition on the access segment, namely the local loop, since competition is the best spur for diversification, a wider range of offers and lower prices.

The diversification of access modes (radio local loop, cable networks) was thus promoted, while at the same time a strong incentive was furnished for opening up to competition the privileged access route that France Telecom's network represents (interconnection for low bit-rate access, unbundling and France Telecom's various options for DSL).

In addition to introducing competition, government policy helped define the conditions for the deployment of infrastructure for new uses (mobile Internet). 

This was supplemented by government measures aimed at the broadest possible deployment of high-speed systems; in particular, local communities were advised on how to facilitate the deployment of operators' networks and services, usually by making infrastructure available.

Public policy first considered the deployment and provision of telecommunication services, including Internet access, on infrastructure that provided an alternative to that of the incumbent operator:

a)
Cable network infrastructure: Internet access via cable networks became possible in 1997. Cable Internet access plays a crucial role in allowing competition in high-speed systems for the home. Although it is available in France in only a limited number of areas, it is for the time being the only infrastructure competing with ADSL for the attention of the general public.

The new regulatory framework will introduce a great deal of flexibility in respect of cable networks, and this should make it easier for the operators of those networks to provide Internet access.

b)
The radio local loop (RLL), which benefited from public policies in 2000, constitutes an attractive form of Internet access for businesses. It also complements wireline technologies, which are not always suitable for reaching certain areas. Operators holding RLL licences were selected in 2000 on the basis of coverage and land-use planning, and of a series of pledges concerning above all the coverage of people and urban areas. While certain operators appear to be facing difficulties owing to changes in the overall financial context, RLL technology remains a key to infrastructure-based competition.

c)
Interconnection and unbundling allow other/third operators to receive traffic from telephone subscribers (interconnection), and even to secure complete control of the line connecting the subscriber (unbundling of the copper pair).

Public policy on the infrastructure for low bit-rate Internet access aims to allow the emergence of competition both between transport (or collection) operators and between Internet access providers.

Competition between transport operators is especially important in that it enables competing access providers to develop without having necessarily to rely on one single transport operator (the incumbent operator). This approach is in keeping with the direction thus far taken in opening the telecommunication sector to competition in France: infrastructure-based competition in order to ensure competition between service providers in the long term.

Interconnection

The emergence of competition in respect of switched Internet traffic collection was characterized and promoted by several decisions:

–
In late 1997, in order to meet a market need to differentiate traffic towards the servers of Internet access providers (IAPs) and thus enable the introduction of specific tariff options for Internet communications and differentiated routing in the telecommunication networks, number series that took the form 0860 PQ MCDU and that had been allocated to Internet access services were set aside for switched Internet access.

At the same time, the introduction of an indirect interconnection model between France Telecom and the alternative operators, enabling the latter to propose collection offers to the IAP, was encouraged.

Pursuant to these decisions, flat rates for Internet access including a number of hours of communication became increasingly common in 2000 and 2001, at ever lower rates.

–
Following a discussion moderated by the regulatory authority in late 2000/early 2001, France Telecom launched a flat-rate interconnection offer that took effect in September 2001 and was listed in France Telecom's 2002 interconnection catalogue.

The classic "pay-by-time" interconnection can be broken down into fixed fees for the use of a number of interconnection circuits,1 connection establishment fees and per-minute fees. The flat‑rate Internet interconnection (FRII) consists in having the interconnection paid for by a flat rate: a set sum for a specific number of interconnection circuits, no matter how the operators fill those circuits.

As of 2001, the FRII led to a fall of up to 30% in the price charged by access providers for the collection of switched Internet traffic. Several IAPs marketed long-term flat rates at low prices (50 hours per month for 15 euros), and the first so-called "unlimited" flat rates were launched during the summer of 2002.

Diagram of indirect interconnection used to put together flat-rate (X hours of Internet 
communication for N euros per month) or subscription-free (pay-by-the-minute
Internet communications) offers for Internet access
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As regards high bit-rate ADSL access, IAPs have three options when it comes to putting together offers for ADSL Internet access:

(Option 5) The ADSL subscriber's traffic is delivered direct to the IAP at its server centre by France Telecom. In this case, the IAP is totally dependent on France Telecom for access and all collection.

Access and collection of DSL traffic by France Telecom (option 5)
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(Option 3) The operators purchase a service from France Telecom whereby France Telecom collects DSL traffic on its local loop and sells to the IAP a global ADSL access and collection service. The ADSL subscriber's traffic is delivered by France Telecom at the regional level (40 delivery points) to a transport operator. The transport operator then extends the collection to the server centres of its IAP customers. In this case, the IAP is independent of France Telecom for part of the collection, enabling it to afford the customer a wider range of tariffs and service quality (subscriber bandwidth).

Carriage of DSL traffic by a third operator (option 3)
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(Option 1) France Telecom makes available to operators its network's local loop, using one of two modes: totally unbundled access, which consists in making available the naked copper pair and enables operators to provide all types of service; and partially unbundled access, which consists in making available copper pair high frequencies with a view to providing Internet services.

For the competing operators, unbundling means that they deploy their infrastructure and install their technical equipment within France Telecom's distribution frames. Given the number of sites required to cover the territory of France (12 000 frames in all), unbundling will concern, at least in the short term, the most densely-populated areas, it being possible to cover the rest of the territory by means of the preceding approach (option 3).

The financial and operational conditions for unbundling that prevailed in 2001 did not really allow the method to take off. In addition, the changes in the tariff offer imposed by decision of the regulatory authority in April 2002 are too recent to have had an impact on the number of unbundled lines, which stood at 756 in July 2002.

Access and collection of DSL traffic by a third operator 
(option 1 - unbundling of the local loop)
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Unbundling

For unbundling, a decree adopted in September 2000 served to specify the conditions of access for alternative operators to the local loop. The incumbent operator must provide an objective and non‑discriminatory response to reasonable requests for access to the local loop, insofar as the metallic part of its network between the main distribution frame and the termination point situated at the subscriber's premises is concerned. Several alternative operators have thus been able to set up alternative DSL networks affording high-speed Internet access.

State policy has enabled France Telecom to publish a benchmark offer that is satisfactory from the tariff and operational points of view.

The State's policies have sought to give genuine impetus to the unbundling process over large swathes of the country, and have paved the way for its expansion to residential customers.

In addition, those policies have sought to establish a general competitive balance between the players, in particular vis-à-vis France Telecom on the ADSL market for the general public. That balance must be struck between the IAPs and among operators.

•
IAPs must be able to propose ADSL subscriptions that compete with Wanadoo in economically viable conditions of fair competition.

•
Operators must be able to propose to IAPs, either via option 1 (unbundling) or via option 3 (France Telecom collection of DSL traffic on its local loop), offers to collect ADSL traffic to the IAPs that are competitive with those proposed by France Telecom (option 5).

These measures have led the incumbent operator to make offers that significantly improve the situation of IAPs on the ADSL market, as well as that of operators wishing to take part in that market by putting forward alternative offers to those of France Telecom.

As regards the infrastructure for Internet access via radio networks, the conditions for using the frequency bands in which those networks operate have been completely liberalized for the use of terminals on existing networks. In the new regulatory framework, the establishment of public networks using this kind of technology is subject to prior declaration.

•
Competitive environment for telecommunication networks

The priority policy objective when it comes to the competitive environment for the provision of IP services is to create a situation of normal, full and complete competition on the retail market, i.e. fair and healthy competition between high-speed Internet access providers, for the benefit of consumers.

If the incumbent operator's competitors are to win and hold on to shares of the market, they must have access to a competitive wholesale market, which means that the operators competing with France Telecom must be able to provide high-speed access services that are increasingly based on unbundling, with a competitive wholesale offer.

Policies in this area are based on an approach that aims to secure competition on the retail market using competition on the wholesale market as a springboard. This approach is in line with that set forth in new European Union texts, which stipulate that efforts to influence retail markets are necessary, use must first and foremost be made of levers affecting wholesale markets.

See also the previous paragraph.

•
Portability issues

Portability concerns only fixed or mobile public telephony and is not specific to IP services.

•
Interconnection for telecommunication networks

When it comes to interconnection for telecommunication networks, the goal of State policy is to allow the emergence both of competition between transport operators (or collection operators) and of competition between Internet access providers.

An interconnection model for Internet access was encouraged by State policies, giving added momentum to competition between transport operators for the collection of low-speed Internet traffic. The policies also encouraged the implementation of a flat-rate interconnection offer for the Internet that considerably reduced the cost of collecting switched Internet traffic, to the benefit of the end customer.

See the paragraph on Internet access infrastructure.

•
Universal access to telecommunication networks

Switched Internet communications now help to finance the universal telecommunication service in the form of a fee paid by the collection operator for each Internet minute carried. A change in the legislation will make the amount of the contribution to the universal service proportional to the turnover of access providers, on the grounds that a fee that is paid per minute collected considerably increases the collection costs for Internet traffic.

•
Privacy

On an open network, privacy is essential. This holds true both for individuals, who are concerned to protect their private lives and keep their correspondence secret, and for businesses, a growing number of which are using virtual private networks - intranets linked via the Internet - to enhance their effectiveness and competitiveness.

Under the State's policy, a major endeavour has been launched to liberalize the use of cryptology, so as to enable everyone to communicate confidentially over the networks. However, that liberalization goes hand-in-hand with the introduction of measures aimed at fighting the use of cryptology for criminal purposes. Such measures are required to make sure that illicit practices do not undermine confidence, which would hamper the growth and development of the digital economy.

Thus it is that the provisions of the draft law on confidence in the digital economy introduce complete freedom to use the means and services of cryptology. They establish a new system for the import, provision and export of means of cryptology. They limit the obligations to be met by the providers of such products, while at the same time rendering them responsible. Lastly, they strengthen the means available to the public authorities to fight against the use of cryptology for unlawful purposes.

•
Security

Generally speaking, State policy seeks to promote the use of all security services. For example, it has recognized the legal validity of electronic signatures, which should serve to accelerate the development of commercial transactions. The incorporation into French law of the European Directive on electronic signature is now complete, particularly with the adoption of Act 2000‑230 of 13 March 2000 on the adaptation of the law of evidence to information technologies and Decree 2001‑272 of 30 March 2001 establishing reliability criteria for electronic signatures.

These legislative measures are accompanied by monitoring activities and by measures to heighten the awareness of businesses and administrations regarding the security of information systems, such as the security of WiFI.

The establishment of CERTs (for example, CERT‑A, for the exclusive use of the Administration) also stems from the concern for protection. The CERTs (Computer Emergency Response Teams) are units that detect and react to disturbances or attacks on computer network systems. Their role is to provide technical and organizational elements that will allow for the prevention of and response to network disturbances or attacks. The first CERT was set up after the first large-scale incident on the Arpanet network, the precursor to the present Internet, in 1998. 

There are at present several CERTs in France:

–
CERT‑A, for the exclusive use of the Administration, to strengthen and coordinate activities designed to protect the State's networks from attack;

–
CERT‑IST is dedicated to industry, services and tertiary activities. It was set up in January 1999 in partnership with Alcatel, CNES, France Telecom and Total, and serves to coordinate protection and the resolution of incidents in the sector. Services are provided by Alcatel CIT's security department. CERT‑IST will become an association under Act 1901 in 2002;

–
CERT‑Rénater provides services similar to those of the above CERTs for the academic and research community.

Lastly, it must be recalled that the Internet is made up of an interconnection of networks operated for the most part by private operators. The latter are therefore directly concerned by network security problems.

Operators' licences contain provisions relating to public security

In France, a standard clause in the specifications appended to licences granted to operators refers to defence and public security requirements.

Article D.98‑1 of the Code of Posts and Telecommunications stipulates that L33.1 and L34.1 operators have a number of obligations in respect of secure communications:

–
the operators must take all requisite measures to ensure that communications over their networks are secure;

–
the regulatory authority can require information to be provided to it on the measures taken to render the network secure and can, as necessary, issue technical instructions pertaining to security.

Data preservation: identification and technical characteristics of connections

The law contains provisions relating to the preservation of data on communications by operators. Those provisions stipulate that operators shall erase all data relating to communications except certain data that they keep for a maximum period of one year.

7
Regarding IP-based services and applications, do you have policies with respect to:

–
Competitive environment for telecommunication services

See § 5.

–
Portability issues

Policies on portability are not related to IP services.

–
Universal access for telecommunication networks

See § 5.

–
Privacy

See § 5.

–
Security

See § 5.

–
Content restrictions

–
Online dispute resolution

9
Would you describe your present policies as new tools with respect to technology?

Yes. First, the new regulatory framework notes that networks can now carry all manner of content and services; it therefore harmonizes the legal regimes governing telecommunication networks and the audiovisual sector, grouping them under the heading "electronic communication networks". In addition, the new framework reinforces the concept of technological neutrality, which was already present in the previous framework. Thus, electronic services and communication networks will be subject to the same regulatory framework and the same economic rules, no matter what technology is used to operate or provide them.

10
Please indicate which of the following you use to encourage deployment of new technologies:

–
subsidies

–
tax incentives

–
training

–
funding for research and development

II
Use of Internet applications and services

11
Please indicate in which area the Internet is being used

–
e-learning

–
e-government

–
e-health

–
e-commerce

–
personal and business communication

–
messages (authenticated and unauthenticated e-mail)

–
inter- and intra-business management (ERP, etc.)

–
technical inter-and intra-business management (external hosting, telemaintenance, telesurveillance, telemanagement, etc.)

–
e-agriculture

–
IP telephony

–
other

III
Specific policy areas

12
Do you have policies with respect to:

–
e-commerce

The certification and authentication policy is being developed (aim: to set up a viable economic model with "reliable" solutions). Promote the development of micro-payments by grouping credit cards (a simplified authentication system for the payment of modest sums without exposing the credit card to security risks).

–
IP telephony

The regulations do not differentiate between IP telephony and traditional telephony using switched circuits. There is no specific national policy in this field.

–
ENUM

A public consultation was held in the summer of 2001 on the significance of this protocol, in particular as concerns management of the numbering plan and implementation of the domain name system corresponding to the French plan. A multilateral working group meeting under the auspices of the Ministry of Industry and the telecommunication regulatory authority pursued the debate and contributed to the deliberations of standardization bodies on ENUM (ITU-T and ETSI in particular). A pilot project entitled "NUMEROBIS" was accredited by the Ministry of Industry in 2002 and was launched in the spring of 2003 using funds for the financing of telecommunication research projects. The project will run for 19 months and will result in an organization to conduct experiments in conditions approximating reality as closely as possible. It aims to enhance skills relating to the protocol, test the delegated model being considered for implementation in France and deploy a platform among several actors. By helping to identify and resolve problems pertaining to the functioning of such a platform, the project should promote the emergence of ENUM-based services.

–
Backbone traffic topology and Internet traffic exchange

No. There is no specific national policy concerning Internet traffic exchange. Such exchanges are carried out freely on public or private exchange nodes. There does not seem to be a need for regulation in this sector, which is self-regulating without any particular problems arising.

–
IP address allocation

No. There is no specific national policy concerning IP address allocation. On the other hand, the work of the regional bodies managing IP addresses is regularly monitored. In addition, the Government encourages initiatives to develop and use IPv6 addressing, in particular by providing support to the national working group established to work on the matter.

–
Country code top-level domain names (ccTLDs)

In France, the terms and conditions under which ".fr" is managed were defined in accordance with certain principles:

–
the domain name system (DNS) is a public resource which must be managed in the general interest;

–
the manager of a ccTLD must have the backing of the local Internet community and the Government or the competent public authorities;

–
the Internet users must have confidence in the name space.

The management rules in respect of ".fr" have been defined by the French Association for Cooperative Internet Naming (AFNIC) and incorporated into the statutes and name charter of AFNIC, whose decisions are binding on all ".fr" users. The management of ".fr" fosters confidence among Internet users, by ensuring that the holders of domain names are properly identified and by making it a general obligation to prove a right of intellectual property over the names registered.

–
Internationalized domain names (IDNs)

AFNIC is in charge of defining the conditions for the application in France of the framework established by ICANN for internationalized domain names. The corresponding studies have not yet been completed.

The provisions governing IDNs appear complicated at first glance. However, they do not respond to the problems posed by writing or distinguishing domain names in standard writing (use of accents and diacritic characters) that are regularly mentioned by certain users.

–
Other

13
If you do not have policies in the above areas, are you planning to create any policies?

–
IP addresses

The draft law on confidence in the digital economy that was adopted by the Senate in June 2003, and which will be examined in second reading when the National Assembly reconvenes, establishes a legal framework for the management of France's top level country codes. It consolidates the legal framework for the management of national domains corresponding to the territory of metropolitan France, the overseas departments and certain overseas territories. The aim is to give the minister in charge of telecommunications authority to designate, following consultation with the users and professionals concerned, the entity or entities to be in charge of managing those top level domains and of guaranteeing that they are managed in the general interest; transparent management rules, respect for intellectual property rights and the possibility of a change in service provider should the register fail (bankruptcy or failure to meet obligations) are among the points explicitly taken into account by the draft law.



























































































































































































































































































































































































1 	Per 30-circuit segment: 1 digital primary block: 2 Mbit/s or 30 64-kbit/s circuits.
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 "Indirect" interconnection



This type of relationship between the transport operators and France Telecom is based on the principle whereby the transport operator buys an interconnection service from France Telecom: the collection of Internet traffic on its local loop. This method is said to be one of "indirect" interconnection, as opposed to "direct" interconnection, in which France Telecom purchases an interconnection service from the collection operator: the service consists in terminating calls to the Internet access provider's point of presence. In indirect interconnection:



–	the IAP pays the operator a fee for the collection and delivery to a national point of its subscribers' Internet traffic;



–	the operator pays France Telecom an interconnection fee for the collection on France Telecom's local loop of the IAP subscribers' Internet traffic;



–	the subscriber pays either a flat rate (X euros for N hours of connection per month) direct to the IAP, or makes payment for his or her Internet communications to France Telecom, which in turn pays the corresponding amounts to the IAP via the operator.
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