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TO:
Mountain Home School Board

FROM:   Dr. Scriber and Dianne Martin

SUBJECT:
Change in Student Computer User Policy

DATE:    November 6, 2008

BACKGROUND:  S. 1492 Broadband Data Improvement Act,  As cleared by the Congress on September 30, 2008, and signed by the President on October 10, 2008, requires that schools do the following:  
SEC. 215. PROMOTING ONLINE SAFETY IN SCHOOLS.

Section 254(h)(5)(B) of the Communications Act of 1934 (47 U.S.C. 254(h)(5)(b)) is amended--

(1) by striking ‘and’ after the semicolon in clause (i);

(2) by striking ‘minors.’ in clause (ii) and inserting ‘minors; and’; and

(3) by adding at the end the following:

‘(iii) as part of its Internet safety policy is educating minors about appropriate online behavior, including interacting with other individuals on social networking websites and in chat rooms and cyberbullying awareness and response.
RATIONALE:  We have updated the on-line safety portion of our student computer user agreement to include the above language.
Our Old Policy on On-line safety:

A. Personal Safety

1. Students will protect their personal safety while using the Internet.

2. Students will not post personal contact information about themselves or other people.  Personal     contact information includes your name, school address, work address, home address,  social      security number, telephone number, credit card numbers, etc.

3. Students  will not agree to meet with someone they have met on the Internet without their parent’s approval.  
4. You will promptly disclose to your teacher or other adult any message you receive which you believe is inappropriate or that makes you uncomfortable.

Proposed New Policy ( Approved by Technology Committee on November 4, 2008)

A. Personal Safety—Proper On-Line Behavior

1. All minors will be educated about proper on-line behavior.  Students will protect their personal safety at all times while using the Internet.  

2. Students will not post personal contact information about themselves or other people.  Personal contact information includes name, school address, work address, home address, social security number, telephone number, credit card numbers, pictures, etc.  This includes all sites, including social networking sites and chat rooms.

3. Students will not agree to meet with someone they have met on the Internet without their parent’s approval.

4. Students will not engage in cyber bullying and if the student is the victim of cyber bullying or is aware of another student cyber bullying others, the student will immediately inform a teacher, administrator or other adult of any message sent or received which is inappropriate or that makes the student uncomfortable.  

No other changes were made to the current policy.  
RECOMMENDATION:  I recommend that we update our user policy to be in compliance with S 1492.  
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