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	Cash & Banking Policies

	Policy Number:

001
	Policy:

Prosecution Policy
	Effective Date:

September 1, 2011


1.1 Purpose:

· The purpose of this policy statement is to clearly establish policies and procedures for the handling of situations in which the Company (Franchise Management) is the victim of a crime.


1.2 Zero Tolerance

· It is the policy of the Company to report all crimes committed against the Company to law enforcement agencies and to cooperate with and provide assistance to those agencies involved with the investigation and prosecution of such crimes, whether committed by and employee or non-employee.
1.3
Reporting

· When there is a suspicion of a crime having been or will be committed against the Company, immediately contact the Area Manager or Regional Director of Operations for direction and instruction.
· When a crime has been committed against the Company, the person in charge of protecting the company assets at the location should do the following:
· Report the crime to the proper law enforcement authority

· Immediately make proper notifications, to the Area Manager and Regional Director of Operations, for direction and instruction.

1.3 Restitution

· An offer of restitution by a person suspected of a crime is an insufficient reason not to refer the matter to the proper law enforcement authority.
· No one may enter an agreement with a suspect not to prosecute in exchange for restitution.
· The Company will seek restitution through the court system without any promises of exchange
	Cash & Banking Policies

	Policy Number:

002
	Policy:

Cash and Security Violations Policy
	Effective Date:

September 1, 2011


2.1      Introduction

· The Company has a duty to protect its assets. The most important assets are our Team Members. This policy identifies some of the more serious violations, but is not meant to be an inclusive list.
2.2 Critical Violations

· These policies are critical to the safety of our employees and assets, and violation of them may result in immediate termination with cause.

2.2.1.1 Criminal Or Fraudulent Activity

· Any offence which is deemed to be either fraudulent and/or criminal in nature, according to federal or provincial law.
2.2.1.2 Back Door Policy

· Our back door policy covers all entrances (leading to the back of the house area) that are intended for customer use. Violations Include;
· Opening the BACK DOOR after dark unless expressly authorized.
· Opening the BACK DOOR during daylight hours for any reason with the exception of ;
· Taking out the garbage, and returning through the front doors
· Receiving deliveries only after the driver has provided proper ID at the front counter.
2.2.1.3 Entering the Restaurant After Hours
· Re-entering the restaurant after hours without authorized approval by the Area Coach or Director of Operations.

2.2.1.4 Staggered Closing Procedures

· Failure to follow the staggered method of closing the restaurant.
2.2.1.5 Depositing Procedures

· Failure to control cash and make daily deposits as outlined below:
· Funds MUST never be left unsecured at any time. All funds MUST be kept in the inner compartment time delay safe (where applicable) except when funds are being counted or a deposit is being prepared. The safe MUST be locked at all times.
· Failure to take the previous day’s deposits to the bank before 5pm or in extreme circumstances, failure to inform your Area Coach that you could not make it the bank.
2.3 Serious Violations

Any Violation of these Policies will be considered a serious offense, which will result in disciplinary action up to and including termination with cause.

· Leaving any perimeter door unlocked before open or close.
· Allowing anyone in to the restaurant when it is closed; includes friends, former Team Members, non-scheduled Team Members, Non-scheduled Delivery Drivers and relatives.
· Allowing Vendors admittance who do not have authorized scheduled work.
· Bringing onto company property, weapons of any type, which are known to cause bodily harm.
· Possessing, consuming or trafficking of drugs, alcohol or any other controlled substance on company property.
· Stealing, intentionally misusing, damaging or destroying Company assets or displaying misconduct leading to such a loss
· “Borrowing” funds from the register or Cash Float to include the use of personal credit or debit cards in exchange for cash from the restaurant funds.  No personal “IOUs”.
· Intentionally under-ringing or not ringing in sales.
· Using any form of floating receipts, kiting, rolling deposits or funds.
· Accepting personal cheques.
· Failure to set the alarm system (if applicable) when leaving the restaurant after close.
· Manipulating or falsifying financial, operational or performance information which may involve, but is not limited to the following:
· Inventory counts or transfers
· Vendor purchase invoices
· Coupons, allowances, discounts or promotions, voids, refunds, credit or debit cards or delayed payments
· Failure to use the time delay/time-locking feature on the safe. Day lock is not permitted.
· Failure to verify all bank deposits on a weekly basis to ensure they are properly validated with the date and amount.
· Failure to control cash and make daily deposits as outlined in the Cash Management section.
3   Cash Float

3.1   Cash Float

· Each restaurant has a designated Cash Float (restaurant’s operating funds). Cash Float levels vary by restaurant location. 

· The amount of money in the cash Float MUST be maintained at its approved level.

· The Cash Float MUST be:

· Used to make change for Cash Register Floats 

· Kept in a locked safe

· Made up of cash only

· Cheques or IOUs are NOT ALLOWED at any time

· Cash MUST be kept in either the secured safe or cash register only

· During non-operational hours, the entire Cash Float MUST be secured in the safe, time delay compartment (where applicable).

· Money from the Cash Float may not be used for cash paid outs.

· Only one Manager is permitted to have safe control and accountability for the Cash Float at any time. This is true even when there are two managers on duty.

· Cash Float accountability MUST be signed over from the outgoing Manager On Duty to the incoming Manager On Duty.

· At Minimum, the Cash Float MUST be counted at Opening, Each Shift Change, and at Closing.

· Any variances in the Cash Float MUST be resolved immediately. If this issue cannot be resolved, the Area Coach MUST be notified.

3.2   Changes in Cash Float

· The Director of Operations may approve a change in the Cash Float levels for a specific restaurant.

INCREASE IN CASH FLOAT LEVELS

· A written request (via email or fax) is to be sent to the CFO and Director of Operations with the following information:

· Restaurant number

· Current amount of Cash Float

· Increase amount requested

· Date required

· Reason for increase

· Director of Operations will inform the Area Coach of approval, and the date the increase in the Cash Float that will take affect

DECREASE IN CASH FLOAT

· Restaurant is to make a separate deposit to the bank in the amount of the decrease in the Cash float

· The deposit slip is forwarded in a separate envelope, in the weekly package, to the CFO

· The CFO will confirm the re-deposit of the Cash Float funds and make the appropriate accounting adjustment

3.3   Opening Shift Count-Cash Accountability

· Ensure that all restaurant doors are locked before opening the safe in the morning

· The opening Manager On Duty MUST count the entire Cash Float and verify the previous evening’s cash count balance.

· Only the opening Manager On Duty is permitted to have access to the safe and the Cash Float until a change over Cash Float count is completed with the incoming Manager On Duty.

· After preparing the Cash Register Floats, make sure that all funds except the necessary operating funds are LOCKED in the safe (time delay inner compartment when available).

· The only bills and coins permitted in the outer compartment (if applicable) of the safe MUST be those necessary for normal business operations.

· The opening Manager On Duty is responsible to ensure that the previous day’s deposits are taken to the bank.

3.4 Shift Change Count – Cash Accountability

· Both the incoming and outgoing Manager On Duty MUST count the entire Cash Float together. 

· The following items MUST be counted and verified by both the incoming and outgoing Manager On Duty

· Entire Cash Float.

· Count all Drawer Skims, which are not part of a sealed deposit

· Confirm that All deposits not taken to the bank are sealed with the correct bag number listed on the Bank Deposit Log.

· Confirm all other safe contents.

· Both Managers On Duty MUST sign the Cash Count Log

· After both the Incoming and Outgoing Manager On Duty complete the cash count, the Incoming Manager On Duty now assumes accountability of the Safe, its contents, and the Cash Float.

· The Outgoing Manager On Duty is no longer permitted access to the Safe or Cash Float.

3.5   Closing Shift Count – Cash Accountability

· The closing Manager On Duty MUST count the entire closing Cash Float and daily deposits to confirm that they match the day’s sales activity.

· All cash counts and deposit preparations MUST be performed after the restaurant is closed and all the doors have been locked.

· All Cash Register Floats MUST be settled and stored in the safe.

Note: Leave all cash register tills empty and in the open position overnight.

3.6   Cash Float Discrepancies

· If the Cash Float is over / short in excess of $50.00, the Manager On Duty MUST notify the Area Coach immediately.

· Never hide/falsify “Cash Over” by ringing in orders

· Never hide/falsify “Cash Shortage” by deleting orders.

· Never hide/falsify “Cash shortage” by making up the difference by adding your own money.

· Cash Floats MUST always be balanced to the authorized level each evening.

3.7   Safe Control

· All funds MUST be secured in the inner compartment or time delay section (if applicable) of the safe.

· Funds MUST not be left unattended or in an unsecured location at any time, not even for a minute.

4   Drawer Skims 

4.1   Frequency

· Drawer skims MUST be performed whenever the cash in the register exceeds the maximum allowable limit. There should not be more than $150 in your cash register at one time, on top of the float.
· During peak hours, including lunch (11:30am – 1:00pm) and dinner rush (4pm – 7pm), there MUST be a minimum of three (3) drawer skims made on the register. These drawer skims should be varied throughout the rush and never back to back. Only 10% of the drawer skims conducted can be greater than $150. For example, if you made 10 drawer skims that day only one of those skims should be greater than $150.

· At non-peak periods, drawer skims MUST be made as frequently as necessary to ensure that the register till does not exceed the allowable limits.

4.2   Drawer Skim Management

· All drawer skims MUST be recorded on the cash register.

· All drawer skims MUST be performed with the Cashier and Manager On Duty present. Indicate on all skims where the Cashier and the Manager On Duty is the same person. In this event, a witness must sign the skim receipt.
· Both the Cashier and the Manager On Duty count the total drawer skim. Both MUST agree on the amount being skimmed.

· The drawer skim is entered on the cash register and a receipt printed.

· Record the drawer skim amount, the Cashier’s signature and the sequential drawer skim number on the receipt. (For example the first drawer skim for JW would be JW1)

· Both the Cashier and the Manager On Duty sign the receipt.

· The drawer skim is recorded on the Drawer Skim Log and signed by both the Cashier and the Manager On Duty.

· The Manager On Duty is responsible for the drawer skim funds.

· The drawer skim MUST immediately be put into the safe, inner compartment or time delay section, or dropped in drop chute part of safe.

· At Shift Change, all drawer skims not part of a sealed deposit, MUST be counted by both the incoming and outgoing Manager On Duty and signed for on the Drawer Skim Log.

4.3   Record Keeping

· Ensure that all drawer skim receipts are part of the Cashier’s settlement.

· Ensure that all drawer skims are logged on the Drawer Skim Log.

· When making up deposits, complete the deposit portion of the Drawer Skim Log.

· Any discrepancies between the Drawer Skim Logs, receipts and actual cash MUST be resolved immediately.

5   Register Operations

5.1   Cash Register Floats – Management

· The Manager On Duty MUST count all funds in the cash register float.

· Cash Register Float amount is logged on the Cash Register Float Sheet and signed by the Manager On Duty.

· Keep ALL cash register floats locked in safe until ready for use by a cashier.

· Assign cash drawer and a register to a cashier (CSR for delivery drivers).

5.2   Cash Register Floats – Cashier (CSR for Delivery Drivers)

· The Cashier MUST count all the funds in the Cash Register Float.

· The Cashier logs the total float amount on the Cash Register Float Sheet and signs as confirmation that funds were counted and verified to the Manager On Duty’s count.

· DO NOT accept cash Register Floats with a discrepancy +/- $1.00. Immediately bring this discrepancy to the attention of the Manager On Duty.

· The Manager On Duty and the Cashier MUST resolve the discrepancy prior to the Cash Register Float being used.

· The Cashier is to use assigned cash register only.

5.3   Register All Transactions

· Anyone using the cash register MUST be fully trained on the correct processing of all cash register transactions, policies and procedures.

· Each sales transaction MUST be processed under the proper transaction type. Example: Take-Out, Drive Thru, Full Service Dine In or Home Delivery.

· Each sales transaction MUST indicate the method of payment. Example: Cash, Visa, MasterCard, American Express, Debit Card, Gift Card, etc.

· All transactions MUST be processed through the cash register with supporting documentation, such as:

· Change Downs/Voids – Needs to have original ticket, new ticket, management and employee signatures and a detailed explanation. 

· Closing Manager On Duty verifies change downs to the change down report that is provided by the computer, and checks for proper documentation.

· RGM follows up at the end of the week, to make sure that all change downs have proper documentation and equal the ending week report.

· Cancel Made – Mistake /Burn – Must have original ticket, management and employee signature and detailed explanation. 

· Should be wrung in within 2 hours of the original bill being processed.

· Undeliverable – Must have original ticket, management and driver’s signatures and a detailed explanation.                              

· Ticket needs to be processed immediately and customer called back.

· No Show/ Walk Outs – Must have original ticket, management and employee signature with a detailed explanation.

· Excessive Walk Outs on a particular full service dine in server is an indication that the server is not maintaining their section and could face disciplinary action.
5.4   Non-Sales and $0.00 total

· Cash drawers may be opened using the “No Sales” key or “Open Drawer” key (depending on system) for the following reasons only:

· To perform a drawer skim

· To close off register

· To make change

· Supporting documentation is required for all non-sales and $0.00 total transactions

· Each non-sale or $0.00 total transaction receipt MUST include:

· Reason for transaction

· Signed by Cashier and the Manager On Duty

· Include all above receipts with the Cashier’s Settlement Reports.

5.5   Cashier/ Register Restrictions

· Only ONE cashier is permitted per cash register and cannot be shared at any time.

· Where cash control becomes an issue (example: two consecutive days variance +/- $20) restrictions on the number of authorized cashiers MUST be implemented in writing by the Area Manager/Director of Operations.
6   Other Cash Register Activity

6.1   Vouchers

· Vouchers should be treated the same as cash. Vouchers are not Gift Certificates, but are usually traded for specific products (no change is given). 

· Each voucher MUST be:

· Voided/ comp’d after being redeemed under the appropriate category.

· Include the transaction ticket #

· Have two signatures and an explanation.
6.2   Coupons / Promos

· Coupons MUST be presented at the time of purchase to be validated

· All coupons MUST voided once redeemed

· All coupons MUST be keyed into the cash register with original sale

· Proper coupon codes MUST be used.

· Physical coupon MUST be attached to original ticket

· Surprise Promo/Open Coupon needs original ticket, management and cashier’s signatures.

6.3   Deletions

· Cashiers can make corrections to orders before “Take Out” / “Eat In” totals

· Deletions of items after that point MUST be treated as Voids.

6.4   Voids / Overings / Cancels

· The Manager On Duty MUST authorize All voids / overing corrections

· Voids /overings are to be completed prior to cashing out the customer

· Voids / overings after the sale transaction has been closed/completed MUST be treated as Refunds

· Voids / overings MUST include:

· Sales receipt

· Voided items noted on receipt.

· Written reason for void including outcome. Example: Customer changed mind from 2 medium deal to 2 large deal.

· Requires two signatures, one being the Manager on Duty.

6.5   Refunds

· The Manager On Duty MUST authorize all refunds at the time of the transaction.

· Documentation MUST include:

· Original receipt

· Refund receipt

· Detailed explanation

· Customer’s signature and telephone number.
· Manager On Duty and cashier’s signature (2 employees)
6.6   Discounts

· Discounts MUST be only given to authorized persons

· Documentation MUST include:

· Original receipt

· Manager on Duty and cashier’s signature (2 employees)
· Detailed explanation

6.7 Change Downs

Change downs are the removal of sales items from on open bill.
· The Manager On Duty to ensure that they are legitimate MUST review all Change Down transactions.
· The RGM MUST review all change down levels weekly.

· Excessive or continuous change downs MUST be addressed immediately.
6.8 Cancels

· All Cancels for product already made, MUST include the customer’s name and phone number on the cancelled ticket for follow-up by the RGM. The Manager On Duty and cashier MUST sign cancelled tickets.

· Cancels for unmade product MUST include the original cancelled ticket as well as the Manager on Duty and cashier’s signature.

· The RGM MUST review all cancels to ensure that they are accurate and legitimate.

· Cancels without documentation MUST be addressed immediately by the Manager On Duty.

7   Credit / Debit Card Activity 

7.1   Authorize All Cards

· All Credit/Debit card activity MUST be processed on the cash register and authorized on the Credit/Debit card terminal.

· All Credit/Debit card activity MUST be authorized immediately.

· Process all Credit/Debit card activity by swiping card through the terminal or inserting chip card.
7.2   Purchases Using Credit/Debit Card

· The customer’s card is swiped or inserted into the terminal for authorization.

· The amounts entered on the terminal MUST agree to the sale transaction amount (plus any tips) from the cash register.

· If the terminal cannot read the credit card, manually key in the account number and the expiry date.

· A physical imprint of the credit card MUST now be obtained. Fill in the imprinted slip information and have the customer sign the imprinted slip.

· Debit Card transactions are not accepted when the terminal cannot read the swiped card.

· The transaction is completed on the register after the terminal has given the authorization and the customer’s signature is confirmed (credit cards).

· The customer’s card MUST be returned to the customer when the transaction is successfully completed along with the customer’s copy of the Credit/Debit card slip.

7.4   Home Delivery Sales (Credit Card Only) PIZZA HUT ONLY
· All Home Delivery orders are processed using the “PRE-AUTHORIZED PURCHASE” method.

· Prior to delivery, the customer’s credit card is manually keyed into the terminal and a pre-authorization is obtained.

· If the credit card cannot be authorized, then an alternate form of payment MUST be arranged with the customer.

· A manual credit card slip is prepared with the information from the pre-authorized printed slip:

· Authorization #

· Total amount, before tip

· Do NOT fill in the credit card number. This MUST be performed using the valid card and a hand held imprinter.

· A copy of the pre-authorized slip is required to confirm the correct card is given for payment

· At the delivery location, the Driver obtains the credit card from the customer and confirms that the card number is correct.

· If the card present is not the same as the pre-authorized card, then a call should be made to the restaurant to pre-authorize the existing card or an alternate form of payment is required.

· Using a hand held imprinter; the driver MUST make an imprint of the credit card on to the manual slip.

· The customer signs the imprinted slip and the driver confirms that the customer’s signature on the credit card agrees to the signature on the manual slip.

· The driver returns the credit card and the customer copy of the manual slip to the customer.

· Once the driver returns to the restaurant, the pre-authorization is completed on the terminal with the total amount on the manual slip (including tip).

· A copy of the pre-authorization completion is attached to the manual slip. Both slip amounts MUST agree.

7.5   Trouble Shooting

POWER FAILURE OR TERMINAL RESPONDING

· All credit cards MUST be imprinted on manual slips and telephone authorizations required. Telephone authorizations are required on any transaction over $50.

· All store should have crash kits, which should consist of:

· Numbered 3 ply customer receipts, which should be bundled in 10s in sequential order.

· Minimum of 3 calculators

· Minimum 3 up-to-date Provincial Tax Tables

· Manual imprinters for credit cards.

· The customer will sign the manually imprinted slip

· Always confirm that the amount and the customer’s signature are correct.

· Once the power to the terminal has been restored, each transaction is manually entered into the terminal with the telephone authorization #. (See specific instruction from the terminal vendor.)

· A copy of the terminal printout is attached to the manually imprinted slip.

· DEBIT CARDS ARE NOT ACCEPTED

· DO NOT ACCEPT A CREDIT CARD AS PAYMENT WITHOUT AUTHORIZING THE TRANSACTION 

TERMINAL IS NOT READING CARD WHEN IT IS BEING SWIPED

· An imprint of the card MUST be made

· The transaction is manually keyed into the terminal.

· The customer signs the manual slip.

· Attached a copy of the terminal printout in the manual slip.

· DEBIT CARDS CANNOT BE KEYED MANUALLY.

CREDIT CARD INFORMATION DID NOT AGREE WITH THE CARD INFORMATION ON THE PRE-AUTHORIZATION

· The original pre-authorization with the incorrect card information is deleted.

· A new pre-authorization with the correct card information is obtained.

· FOR  DELIVERIES:

· The delivery driver will call the restaurant and advise that the original pre-authorization is incorrect.
· A new pre-authorization is prepared by the restaurant and the information is given to the driver to prepare a manual slip for the customer.
· The restaurant deletes the incorrect pre-authorization.
7.6   Cash Back Policy

· The Credit/Debit Card Terminal is NOT set up to provide for a return of cash to the customer whenever processing a Credit Card or Debit Card.

7.7   Unauthorized Credit/Debit Card Activity

· The following types of transactions are STRICTLY prohibited:

· Charging a credit or debit card in exchange for cash

· Over charging a credit or debit card in exchange for a cash return

· Knowingly processing a credit or debit card transaction without the rightful owner’s permission.

· THERE ARE NO EXCEPTIONS

7.8   Cards Left at the Restaurant

· Every effort MUST be made to return a credit or debit card to the customer at the end of the transaction.

· If a card is left at the restaurant, immediately bring this to the attention of the Manager On Duty.

· The card is to be locked in the safe until the customer can either retrieve the card or it is destroyed.

· The bank listed on the card MUST be contacted to notify them that the card has been left at the restaurant and should be SUSPENDED.

· The card MUST NEVER be taken out of the restaurant, except by the owner with two pieces of ID (One Photo and One signature)

· It is unlawful to use a customer’s credit or debit card without permission.

7.9   Batch Balancing and Closing

· The following procedures are MANDATORY at the end of each day:

· Ensure that ALL pre-authorizations are closed at the end of each day’s activity.

· Follow the Batch Closing Procedures for your terminal.

· Follow the specific Terminal Vendors procedures on printing reports and closing batches.

· Enter the credit and debit totals from the batch close report onto your POS System.
· Close the batch at the end of each day

7.10   Voids / Refunds

· Only same day voids are permitted (prior to batch closing) and MUST be for the exact amount of the original transaction.

· For debit card voids, the customer MUST be present with the debit card.

· Refunds (after the batch is closed) are not permitted on the terminal.

· For Debit Card Refunds, the restaurant will perform a Cash Refund with the customer present.  Attach the original register slip to the terminal refund slip. 
· Credit Card Refunds can be done following the above process, but first customer should contact their Credit Card Company and make them aware of the error.

8   Delayed Payments / Charge Sales

Delayed Payments are not encouraged, but if there are existing accounts or accounts that definitely want to do business this way, they following are the procedures:

8.1   Registering / Logging

· All delayed payments MUST be processed through the cash register.

· Transaction must be completed as a cash transaction.

· A paid out must be processed for the delayed payment total amount.  

· FMI Invoicing form must be filled out.

· Customer must sign invoicing form verifying that food was received.  
· Manager on Duty and 1 other employee must sign Invoicing form to verify that food was given.

· One copy of the Invoicing form must be given to the customer with the food order.

· Paid out must be attached to original receipt and invoicing form and then sent to the office with the weekly package.

8.2   Settlement

· Payments must be made by the customer to FMI head office, as noted on the FMI Invoicing form.
8.3   Authorized Delayed Payments

· Delayed payments status is only granted to higher volume or frequent ordering accounts.

· Minimum $25/week or $1000 annually. Further restrictions may apply to authorizing delayed payments/charge sales. (refer to Area Coach)

· All invoices are due upon receipt.

· The Area Coach/Regional Director of Operations MUST approve all Delayed Payment Customers in writing.

8.4   Aged Accounts

· Any customer with delayed payments due, greater than 30 days MUST have their delayed payment status suspended.

· FMI Head Office will notify the customer that ALL outstanding invoices are due immediately and that all future orders MUST be paid for at purchase until the account is up to date.

· Delayed payment status will only be reinstated after all outstanding invoices have been cleared.

· Any delayed payment greater than 60 days will result in the customer’s permanent removal from delayed payment status.
8.5   Write-offs

· Any delayed payments, which cannot be collected, will be written off to the restaurant level accounts.

8.6   Responsibility

· The RGM is responsible to ensure that Delayed Payment/Charge Sales are properly recorded and policies followed.
9   Other Forms of Payment

9.1   Cheques

· Cheques are only accepted for the payment of Delayed Payments/Charge Sales and MUST be issued by the customer’s company.

· School Catering Orders may be paid for by school cheques.

· Personal Cheques are NOT accepted

· Ensure that the restaurant number and invoice numbers are listed on the cheque.

· Exchanging cash for a cheque is strictly prohibited.

NSF CHEQUES

· It is the responsibility of the RGM to ensure that all funds are collected for NSF cheques by cash or alternate payment.

· A service fee will also apply to the repayment ($25).

9.2   Large Bills

· $100 denominational bills are not accepted

· All $50 denominational bills MUST be checked to ensure that they are not counterfeit.

· Visually inspect all bells less than $50. Any suspect bills should be checked to ensure that they are not counterfeit.

9.3   Traveler’s Cheques

· Traveler’s Cheques should always be signed in front of the Team Member and the signature MUST match the first signature on the cheque.

· Proper photo I.D. is also required

9.4   U.S. Currency

· U.S. Funds collected from customers become the company’s property and MUST be deposited into the bank.

· $100 U.S. denominational bills are not accepted.

· Employees are NOT permitted to sell, but or exchange US currency for their personal gain.

9.5   Other Foreign Currency

· Outside of U.S. currency, we currently do not accept any other forms of foreign currency.

9.6   Gift Cards

· Swiped Gift Cards in terminal to apply to customer’s bill. If customer has a balance remaining, provide the customer terminal slip which states what the balance is.

· The gift card is good only toward a product purchase and cannot be exchanged for cash.

· If the amount of the purchase is less than the face value of the Gift Card, the difference is to be left on the card to be used next time by the customer.

10   Paid Outs 

10.1   Petty Cash Paid Outs

· Purchases should be made from approved vendors with invoices. On the occasions when Emergency purchases are necessary, a petty cash paid out may be utilized.

· Paid outs may include purchases from vendors which will only provide services on “cash on delivery”. These vendors MUST be approved in writing by the Area Coach/ RDO.

· These petty cash paid outs do not include Delivery Driver Paid Outs.
· Each paid out MUST be processed through the cash register.

· The Manager On Duty and cashier MUST sign all paid outs during their shift.

· Each paid out MUST have RGM Approval

· Paid outs exceeding the restaurant-approved levels MUST be authorized by the Area Coach/ RDO.

· Verbal approval MUST be documented by:

· A note indicating verbal approval obtained

· Date approved

· Name and title of person giving approval

· Attached to receipt and paid out slip

· Cash borrowed to make a petty cash purchase MUST be taken from the cash register with a signed note that includes:

· Date/Time

· Amount

· Printed Name

· Reason for petty cash

· Signature

· All above notes MUST be settled on the cash register prior to closing off the till. There are NO Exceptions.

· NO IOUs are permitted in the safe.

· Each petty cash paid out receipt MUST have the following information:

· Vendors Name

· Date/Time

· Items purchased

· Tax amounts identified

· Detailed reason for the purchase
· Manager On Duty’s Signature

· Cashier or 1 other employee’s signature in the event that the manager is the cashier.

· Attached receipt to the petty cash paid out slip.

· Petty cash paid outs cannot be used for:

· Any reimbursable business expenses normally on an Expense Report (example – gasoline, parking, mileage, etc.)

· Large ticket items (unless approved by the Area Coach)

· Purchases for items which are not an emergency and can be purchased through regular vendors.

· Window cleaning, Rug rentals, Knife Sharpening.  If possible, have the vendor invoice for rendered services.
10.2   Delivery Driver Paid Outs

· Delivery Drivers, who are paid cash daily for deliveries made, MUST sign the paid out receipt.

· The Driver’s Paid Out receipt MUST be included with the Driver’s Commission Report (contract drivers only)
· All driver paid outs have to be signed by the Manager On Duty

· There should be detailed explanations on the paid out receipt regarding second runs.

10.3   Wage Paid out

· Paid Outs for missed wages should be RARE and made only in exceptional circumstances of employee hardship.

· The Regional Director of Operations MUST approve all Paid Outs for missed wages in writing, either by fax or email, with a copy to be kept in the restaurant.

· Wage paid outs MUST be for hours worked and never a cash advance.

11   Employee Meals

11.1   Registering Meals

· Each employee meal MUST be entered into the cash register with the appropriate discount applied.

· Employees on shift are allowed a 50% discount on what 1 personal would reasonably consume in one sitting.  

· Packaged items are not discountable.

· Meal must be consumed in the restaurant and cannot be boxed to take home.

· Employee having the meal MUST have someone else punch their employee meal in to the register.

· Team member and Manager On Duty must both sign the receipt.

· Employees cannot make their own food, under any circumstances.

· Employees have to eat their meals in a designated area.

· Employees off duty are entitled to a 20% discount.

· No employee discount on delivery. 

12   Bank Deposits

12.1   Bank Deposit Log

· The Bank Deposit Log is an important document for tracking all cash deposits.

· All deposits MUST be listed on the Bank Deposit Log.

· The RGM MUST review all bank deposit activity for accuracy.

· The RGM MUST review weekly:

· Timeliness of the deposits

· Frequency of the deposits

· Any discrepancies MUST be resolved immediately. Unresolved discrepancies MUST be communicated by the RGM to the Area Coach and Head Office.

12.2   Frequency of Deposits

· All deposits MUST be taken to the bank, before 5pm.

· If for some unforeseen extreme circumstance, the deposit cannot go the bank, the Manager On Duty must gain the permission of their Area Coach.

· Where employee safety becomes an concern, a second deposit can be implemented with the same written approvals as above.

· If there is found to be more than one deposit in the stores safe, disciplinary action will be taken on the person(s) responsible.

12.3   Preparing the Deposit

· Deposits MUST be prepared and sealed in a tamper-evident deposit bag.

· Funds to be deposited MUST not be held back to purchase coin.

· Dual custody – It is recommended that a counter (Manager On Duty) have an employee verify their count and preparation of their deposit. 

· COUNT and Verify the Funds to be Deposited – It is recommended that the counter and verifier count the funds using different methods to ensure that both additions agree. Do not round off deposits to the nearest $1.00. Deposit Coin.

· Fill in the Deposit Slip – The deposit slip is filled out and initialed by the Manager On Duty.

· Verify the Deposit Amount – The total amount deposited and listed on the deposit slip MUST agree to the total amounts listed on the daily operating reports. Both the Counter and the Verifier MUST confirm this amount.

· Restaurant Copy of Deposit Slip – Follow the procedures noted inside the bank deposit book for distribution of the deposit slip copies.  Ensure that one copy of the deposit slip remains in the restaurant.
· Every Deposit MUST be Sealed in a Bag – Each deposit MUST be sealed in a Tamper – Evident plastic bag with the serial number showing. THERE ARE NO EXCEPTIONS.
· Attach Tag From Deposit Bag to Restaurant Copy of Deposit Slip - The detachable tag serial number from the deposit bag is attached to the restaurant copy of the deposit slip.
· Fill in the Deposit Log:

· Deposit Prepared Date
· Prepared Time
· Amount
· Deposit Slip Number
· Deposit Bag Number
· Sign the Deposit Log – The counter signs FULL SIGNATURES on the Bank Deposit Log.
· The sealed bag is placed in the locked safe (inner time delay safe where available) or taken immediately to the bank.
· NEVER LEAVE FUNDS UNSECURED OR ATTENDED AT ANY TIME.
· If the deposit bag is open and torn, the deposit MUST be re-checked and re-verified by two people and resealed in a new tamper-evidence deposit bag.
12.4   Taking the Deposit to the Bank

There are two methods for taking deposits to the Bank:

DEPOSITING TO A TELLER (required on days when teller service is offered by branch)
· This method requires only ONE (1) employee. The employee MUST be a member of the Management team.

DEPOSITING TO NIGHT DEPOSITORY CHUTE (when days when bank is closed)

· This method requires TWO (2) employees.  One employee MUST be a member of the management team.

· Collect deposit bag from the safe and verify the bag number with the bag number on the Bank Deposit Log.

· If any of the deposit bags present should have already have been deposited, notify the Area Manager immediately. This step MUST be completed to ensure that all deposits are taken to the bank on time.
· If a deposit bag is open or torn, the deposit MUST be re-checked and re-verified by two people.

· The Bank Deposit Log MUST be filled in with the following information:

· Date taken to the bank
· Time taken to the bank
· Depositor(s) signature – Full Signatures
· In Bank Deposit – Check this box if the deposit is being taken to a teller inside the bank

· Take the deposit DIRECTLY to the bank without any stops between the restaurant and the bank.

· In HIGH RISK AREAS it is recommended that dual custody be the normal practice for taking all deposits to the bank.

· Depositing to a TELLER: Requires ONE member of the management team only.

· Take sealed bag to teller for processing

· Request that the teller open the sealed deposit bag.

· The teller will provide validated slips as the deposits are processed.

· Return all validated slips to the restaurant and log on the Bank Deposit Log.

· Sign the Bank Deposit Log.

· Depositing to the NIGHT Depository Chute: Requires TWO employees (Dual Custody)

· Both employees MUST witness the drop of each deposit bag into the night depository chute.

· Open the night depository chute door using key.

· Close Chute door.

· Reopen the chute door to ensure that the bag has fallen down into the chute.

· Both Manager and Team Member must sign the deposit log.  This confirms the deposit and who deposited it.

· If the deposit bag will not fall into the chute or the chute cannot be opened (i.e. key slot is blocked):

· Immediately return all deposits to the restaurant, lock in safe (time delay section, where available), and notify the RGM and Area Coach.
· Never leave a deposit stuck or jammed in the chute. If the deposit is jammed and will not 
· dislodge, contact the bank and your Area Manager.
12.5   Validated Slips

· Validated slips should be picked up at least twice a week.

· All validated slips MUST be logged on the Bank Deposit Log

12.6   Deposit Discrepancies

· Never take a deposit back from the bank once the bag has been opened.

· Never personally correct a deposit. Always ask the teller to correct the deposit.

· Notify the Area Coach immediately of any deposit discrepancies.

12.7   Missing Deposits

· Attention: If the restaurant has a missing deposit, the depositing procedures are amended as follows:

· The restaurant is required to use dual custody when taking the deposits to the bank.

· Ideally the depositors involved with a missing deposit should not take deposits to the bank until the matter is resolved. Where this is not possible, the depositor should take someone that is not involved with a missing deposit.

· This policy is in effect until an investigation is completed and the restaurant is permitted (by the Area Coach and RDO) to return to the standard deposit procedures.

· It is the RGM’ responsibility to ensure that all deposits have been credited to the bank.

· If the bank has not returned a deposit slip within 4 business days, contact the Manager of Customer Service at the bank, and make them aware of the situation. Contact the CFO at Head Office and make them aware of the situation.

· If the Manager cannot provide a copy of the validated slip, contact the CFO at Head Office and request a confirmation of the deposit.

· Alerts will be issued from Head Office whenever deposits have not been deposited to the bank.

12.8   Deposit Slips/Ordering

· Deposit books and envelopes can be ordered through head office.

· When you get down to 2 books or 1 package of bags, this is the time to place an order. DO NOT wait until you’re on your last slip or bag.
20   BACK DOOR POLICY

Our back door policy covers all entrances, leading to the back of house area that are not intended for customer use:

· When opening the back door:

· Look through the viewer before opening the door. If the area is clear, open the door carefully.

· Close the door behind you and allow door to lock.

· Re-enter the restaurant by the front doors.

20.2   Back Door Use

· Keep the restaurant’s back and side doors locked at all times

· Never open the back door after dark. (refer to delivery vendors – after dark deliveries and home delivery drivers for exceptions)

· Do not allow unauthorized personnel into the back of the restaurant.

· Never open the back door to anyone who has not been identified at the front counter.

· During vendor deliveries the back door MUST not be left unattended.

· Team members may not use the back door when arriving for or leaving from work.

20.3   Delivery Vendors

· All vendors MUST report to the front counter with proper company identification before opening the back door for delivery.

· After Dark Deliveries – Only approved vendors are permitted to make after dark deliveries.  (Refer to Area Manager for approved vendor list.)
· Do Not Open the Back Door if you are counting cash.  The deliver vendor MUST wait until all funds have been secured in the safe or cash register.
· Wherever possible, it is recommended that After Dark Deliveries be made through the front door
· When the Back Door MUST be used for the After Dark Delivery, ensure the following:
· Funds remain locked in the safe or cash register – DO NOT count cash while the back door is open.  This does not include the front of the house cash register operations.
· Do not leave the back door unattended.
· Close and lock the back door if the delivery vendor will not be using the door for a long period of time (5 minutes or more).
· Ensure that the back door is properly locked and secured as soon as the delivery has been completed.
20.4   Home Delivery Drivers

If it is not practical to deliver from the front doors:

· Delivery drivers will be permitted to leave from the back door on delivery only up until after the peak dinner rush, 8pm at the latest; but, they MUST ensure that the door locks behind them.

· Home Delivery Drivers will then re-enter the restaurant from the front doors.

· Where it is not possible for the drivers to re-enter from the front doors, a back door keypad lock system should be installed.

· For those exception restaurants where drivers are permitted access through the back door, as described above, access via the back door keypad is deactivated or crash bar locked by 8pm.

· The keypad Lock codes MUST be changed frequently (at least once a month) and immediately after a driver’s dismissal.

20.5   Trash Removal

· Trash may be taken out the back door only during daylight hours and never after dark.

· Never prop the back door open when removing garbage.

· There is no exception for removal of garbage through the back door after dark.  The garbage MUST either be taken out before dark or stored in the restaurant overnight.

21  STAGGERED CLOSE

21.1   Minimum People Requirement

· There MUST be at least two team members in the restaurant from the afternoon (before dark) up until after closing (leaving for the evening).

· One member MUST be from Management`

21.2   Procedures

· When leaving the restaurant:

· The first team member remains in the restaurant

· The second team member exits the restaurant and proceeds to their vehicle or a safe distance from the restaurant where they can be clearly seen by the first team member

· The second team member indicates that he/she is safe

· The first team member then set the alarm system, exits the restaurant and locks the door

· The first team member then enters their vehicle or proceeds to a safe location, in clear view of the second team member

· Both team members then leave the area together

· DO NOT EXIT THE RESTAURANT TOGETHER

21.3   Other Safety Tips

· Before dark, closing team members should move their vehicles to the front doors in clear view from the inside of the restaurant.

22  ALARM SYSTEMS

22.1   Alarms

· Alarm procedures MUST be followed at all times.  Franchise Management uses various vendors for alarm systems. 
· Each restaurant should have an alarm operation manual provided by the installer.

· For restaurants using a monitoring station, all staff with alarm codes MUST be listed on the alarm user list.

22.2   System Access

· Only authorized team members are permitted to use the alarm system.

· Alarm PINs (personal identification numbers) or keys are not to be shared among staff members.

· On all alarm systems only the Area Manager and RGM are to be set-up with Master Authority Level (Full Use of System).

22.3   Alarm Call/Access List

· Each restaurant MUST have on file, an Alarm Call/Access List identifying all staff and third parties authorized to use the alarm system.

· For restaurants with alarm monitoring, the Alarm Call/Access List will also identify those people who are on call to be telephoned by the monitoring station in case of an alarm.

· Call List – A person designated to be contacted in case of an alarm. A maximum of 3 people should be listed with name, phone number and order of contact. Designate the call list by the numbers 1, 2, 3.

· Access List – A person designated as being authorized to use the alarm system. Each person MUST have his/her own PIN number and cannot share its use. Above Restaurant personnel MUST authorize non-employees (vendors) access.
· The Call/ Access List MUST be updated as people are added and deleted from the list. The List should be kept in either the safe or locked filing cabinet.
22.4   Alarm Monitoring Station

· The alarm monitoring station will be provided with a list of each person having access to the alarm system.

· The alarm monitoring station will forward to each authorized user his/her personal pass code. In some instances the RGM (whoever has the master code) will provide the each user their own confidential pass code.

22.5   Alarm Incident Reporting

· Any time there is an alarm activated at the restaurant, which results in a police dispatch, the Area Coach MUST be notified immediately. Re-occurring alarm activation could be caused by some mechanical issue with the alarm, and a service call may be required. Ongoing false alarms can result in fines to the company.

· When police have been dispatched the RGM will provide the following information to the Area Coach:

· Alarm date

· Alarm time

· Last user’s Name and Number

· Reason for the Alarm

· Real or False Alarm

· Any other details

22.6   Preventing False Alarms

· Ensure that all persons using the alarm have been completely trained on the following:

· Activating / Deactivating the alarm system

· Securing all contact points properly before activating the alarm

· Placing hanging objects away from heat vents located in the path of motion detectors

· The steps to take if there is a false alarm

· If the Alarm is accidentally set off (FALSE ALARM):

· Don’t Panic. Remember your pass code

· Turn off the alarm

· Notify the monitoring station immediately

· DO NOT LEAVE the premises without speaking with the monitoring station

22.7   Alarm Upkeep Responsibilities


Restaurant General Manager:

· Add / Delete employees and third party suppliers from the alarm system

· Request service on the system

· Follow up on any false alarms

· Ensure that staff are fully trained and are using the alarm system responsibly

Area Coach:

· Add / Delete RGMs from the alarm systems.

· Provide training for RGMs on the proper use of the alarm system.

22.8   Panic Buttons (Only in some locations)

· Only use panic buttons in a case of an emergency and only when it is safe to do so

· Do not attempt to hit the panic button when a robbery is taking place. The safety of the employees and customers come first

23   Surveillance Systems

23.1   Inventory

· Depends on the size of the location. Usually there are between 6 and 16 cameras that can be installed in a location

· There will be one computer tower that is kept in the Manager’s office with a monitor.

· System includes a DVD burner so that images can be saved

23. 2   Access

· Access is limited to RGMs, Area Coaches, and Above Restaurant personnel.

· RGM’s will be provided with an Administrative Code and pass code to access the system. This MUST not be shared with any other person.
· Above Restaurant personnel are provided their own access codes.
23.3   Incident Procedures

· Should any circumstances arise where the footage may contain important information (i.e. Robbery, Break & Enter, Customer Dispute, etc) take the following steps:

· Call your Area Coach and inform them about the incident

· View that date and time when the incident took place

· Burn incident on to CD to secure incident

· If it’s an incident regarding staff theft, follow company policies regarding progressive discipline

· If robbery, break & enter or customer dispute, provide police with copy of the CD

23.4   Troubleshooting

· If having an issue logging in remotely, have store power down the unit to re-boot.

· If issue continues, contact vendor.
24    Safes

24.1   Main Safe

· Safes are the main storage unit for all of the restaurant’s funds.
· Each safe MUST be kept locked at all times. Day lock is not permitted.

· The safe MUST only be opened when funds are counted, deposits are being prepared, coin is required, and drawer skims are made (when drop slot is not available).

· Do not start time delay feature of safe (where applicable) until the restaurant is closed and all doors are locked for the evening.

· Commingling of funds is not permitted – team incentive awards, tips, etc. are not to be kept in the safe.

· Only authorized persons have access to the safe.

· Safe combinations MUST be changed whenever:

· Any authorized person leaves the employment of the restaurant

· The combinations have been compromised: may be known by other non-authorized persons

· DO NOT leave safe combinations written down anywhere in the restaurant.

24.2   Time Delay Compartments

· Safes equipped with time delay compartments MUST be used to store the following items:

· All Deposits

· All Drawer Skims

· Cash Float, except for change fund

· All funds MUST be stored in the time delay compartment overnight, where applicable.

· The time delay feature MUST be set for a minimum delay of 15 minutes

25   Doors and Keys

25.1   Use

· Ensure that all doors are working properly and that all safety features are functioning.

· Keep doorways clear of clutter.

· Rear and Side metal doors MUST:

· Remain locked when not in use

· Not be used as an exit / entrance

· Rear doors are used only for shipping/receiving and as an emergency exit.

· Rear doors MUST never be left in the open position.

· Ideally, rear doors should have viewers installed (peephole).

· Any Vendors, who knock on the door before the restaurant opening time, should be told to go around to the front door. When they arrive at the front door the company employee should ask the vendor to provide some identification before allowing entry.

25.2   Evening Precautions

· Drivers may use the back door for delivery up until dusk.

· In some instances, if approved by the Area Coach, delivery through the back door may occur. Driver’s either should have a key to the back door, or a key code if there is a pin pad available.

25.3   Keys

· Sharing Keys is not permitted.

CRIME

The Safety of our Staff and our Customers always comes first!

30   Robbery Prevention

30.1   Look Alert

· Staff looking disinterested and sleepy give robbers the wrong indication that you MUST be careless with money:

· Stay ALERT!

· When there are no customers in the restaurant, staff should get out from behind the counter and do a walk around the front area.

· Keep the restaurant clean and uncluttered

· Keep active. Your activity may deter a robbery, because it would take too much time to get you back to the register.

30.2   Illuminate the Area

· Robbers do not want to be visible from the outside.

· Ensure that windows are clear of clutter or excessive posters

· The cash register sales counter should be in clear view of passing motorists, pedestrians, and police patrols.

· Both the interior and exterior of the restaurant should be brightly illuminated to deter potential robbers from hiding in shadows or poorly lit areas.

30.3   Monitor Danger

· Keep a sharp lookout at all times.

· Periodic walk-arounds should be performed outside of the restaurant.

· Pay specific attention to people loitering.

· If a person(s) appear suspicious, call the police. Tell them where you are and what you see. 

30.4   Greet Everyone

· A Robber does not want to be identified or attention brought to him or her.

· Give everyone a friendly greeting when they enter the restaurant.

· Make eye contact with each customer. This type of contact may spoil it for would-be robbers. 

· Bring attention to a suspicious person by asking the customer ahead of them “Are you together.” This usually causes the customer to turn and notice the person, which could deter a would-be robber.

· If a suspicious person enters the restaurant while you are alone, leave the counter on an errand in the restaurant and say, “I’ll be with you in a minute.”

· Pay attention to your surroundings and “Look Alert!”  Robbers look for careless staff that is not paying attention.

30.5   Reduce Cash

· Limit the funds in the cash register.

· Do not leave the drawer open where people can look into the till to see the funds inside.

· Remove large bills, $50s, and $20s as often as possible, using cash skims.

· Do not count cash in the presence of customers when clearing a register, especially at closing.

30.6   Take Extra Precautions in the Evenings

· Most robberies take place after dark.

· Keep funds in the cash register at an absolute minimum.

· Ensure that all inside and outside lights are working.

· Many robberies occur in that hour before closing, ensure that staff remain alert.

· Keep rear doors locked after dark.

· Do not take garbage out after dark.

· Have at least 2 people present when closing the restaurant in the evening. A driver can be one of the two people.

· Perform a closing walk around to ensure that there are no stragglers left in the restaurant.

· Check all washrooms, closets, niches, and ensure that the doors are locked.

· Follow staggered closing procedures.

30.7   Going to the Bank

· Be aware of your surroundings when going to the bank.

· Conceal the deposit bags when taking the deposit to the bank.

· Vary the time and route taken to the bank. Robbers look for routines and careless behavior.

· If there are suspicious people loitering around or near the bank, call the police and notify them of the situation.

· Take another person to the bank with you.

· DO NOT take the money to the bank after dark.

30.8   During a Robbery

· Keep it short and smooth

· Obey the robber’s commands. Robbers seldom hurt people who co-operate.

· Don’t Argue – just co-operate.

· Don’t Fight – the money isn’t worth the risk of someone getting hurt.

· Robbers are usually tense, easily provoked and unpredictable.
· Give only what is asked for and no more.

· Don’t use weapons. This will only scare or irritate the robber, which could lead to violence.

· Tell the robber about surprises – if you MUST move, tell the robber what to expect.

· If they tell you to open the safe, tell them that it has a time delay.

· Don’t chase or follow a robber

· Do not attempt to push the panic button when the robber is in the restaurant. Wait until the robber has left the building and then push the panic button.

· Remain observant – Notice details to aid you in describing the robbers.

· Memorize peculiarities such as, tattoos, scars, clothing, weapons, what the robbers touched, and the direction the robbers left.

30.9   After a Robbery

· Call 911 – Don’t delay in calling for help, call immediately after ensuring your and everyone else’s safety.

· Lock the restaurant.

· Attend to customers or staff who may need assistance.

· Every Team Member/Witness is to write down notes as soon as possible. Attempt to provide the following information:

· Time of the robbery

· Whether or not the suspect(s) was/were armed

· The number of suspects

· If a vehicle was used by the suspects

· Descriptions of the suspects

· The direction the suspects left

· Protect the crime scene:

· Keep customers and employees away from the area were the robbery occurred.

· Don’t touch anything the suspect(s) may have handled.

· Save any notes used by the suspect(s)

· Ask witnesses to wait until the police arrive

· Get witnesses name and addresses

· Don’t discuss the crime until you are interviewed by the police

· Contact you Area Coach

30.10   When Police Arrive

· Answer questions accurately. Tell only what you saw or know.

· Only divulge the amount stolen to the police.

· Do not answer any questions regarding the robbery to the media or outside parties.

31   Break & Enter

31.1   At Closing

· Ensure that all safes are completely locked.

· Cash register drawers MUST be left empty and the drawer kept open.

· Lock and bolt all doors

· Alarms are armed. (Where applicable)

· Follow staggered closing procedures.

· Follow  the Back Door Policy

31.2    At Opening

· When arriving at the restaurant, conduct a perimeter check of the building to see if there are any obvious signs of a break in.

· If there are signs of a break in:

· DO NOT enter the restaurant

· Call the police from a phone in a safe place

· Do not enter the restaurant unless it is absolutely safe to do so.

· Once entering the restaurant, do not disrupt any of the crime scene until the police have begun their investigation and they have notified you that it is okay to do so.

· Notify your Area Coach

32   Counterfeit Money
Awareness is our biggest asset; know how a Real Canadian bill looks and feels.

32.1   Prevention

· Read the Canada pamphlet and posters

· Look for the sharpness of the images & portrait (around the eyes)

· Check suspect bills by comparing them to a real one

· Ask someone else to look at the bill.

· Tilt the bills (with gold patch) to change colour from gold to green to gold. A counterfeit bill will not change colour.

· Scan the bill in the counterfeit detector (where available)

32.2   What If…

· A CUSTOMER HANDS YOU A SUSPICIOUS BILL?

· Do not take the bill out of the sight of the customer.

· If you think the bill may be counterfeit, ask another employee to also check.

· DO NOT accept the bill as payment. Let the customer know that they have just tried to pay using what may be a counterfeit bill. It is possible that they were passed this bill and is innocent of any wrong doing.

· Offer to call the police to have them inspect the bill.

· If the person leaves, take note of the person(s) (height, weight, complexion, and license plate) and call the police.

· YOU HAVE ALREADY ACCEPTED THE BILL?

· Call the police and advise them of the counterfeit bill. The police will send an officer to pick up the bill and take a report.

· Contact your Area Coach

33   Non-Violent Theft

Non-Violent theft are attempts to steal funds using less violent means, but are more direct than shop lifting. By using a number of methods, these robbers attempt to swindle or trick you into giving away the restaurant’s funds. Your only defense is staying ALERT.

33.1   Till Dippers

· Working either alone or in pairs, “till dippers” will try to divert your attention away from an open cash drawer long enough to dip into the cash

· Never turn your back on an open drawer. Close the drawer once each transaction is complete.

· Do not leave the cash drawer open even for a minute.

33.2   Change Manipulators

· Also known as “Quick Change Artists”, they will try to frustrate the Cashier into giving back more change.

· Always place a customer’s money on the cash register ledge until both of you are satisfied that the cash is correct and the transaction is complete.

· Be aware of Pressure Tactics – Take your time. Many times two people will be present, one customer tries to make change or pays with a large bill while the other customer interrupts or rushes you. Deal with one customer at a time. Politely inform the interrupting customer that you will deal with them as soon as you are done with the current customer.

· Be aware of confusion tactics – Complete the transaction before giving change – “change manipulators” will try to confuse you by requesting change for bills and before you ‘re done, they will ask for a different breakdown of change.

34   Employee Theft

Employee theft hurts everyone. It puts a severe strain on the working relationships within the unit, damaging the workplace and disrupting the team. It limits the company’s profitability: thereby limiting the ability to increase wages and benefits.

34.1   Types of Employee Theft

· Non-registration of sales

· Abuse of refund / void procedures

· Abuse of credit card / debit card procedures

· Abuse of home delivery procedures

· Theft of product

· Time theft the through payroll

· Giving away product to friends / family

· Abuse of coupon /voucher program

34.2   Flags of Employee Theft

· Watch for:

· A change in attitude, or generally a very poor performer, unsatisfied employee.

· Numerous friends, relatives in during employee’s shift

· Employee who you know is living beyond their means.
· Your gut feeling, it is usually accurate.

· Numerous collection problems.

34.2   Don’t make Employee Theft Easy

One of the biggest reasons employee theft occurs is because the opportunity to facilitate a crime is allowed to occur. Some examples are:

· Failing to lock the safe

· Leaving funds out in the open unattended.

· Not following cash handling procedures

· Not balancing the cashier’s sales activity or supervising their cash handling procedures

· Failing to scrutinize suspicious transactions or activity by employees.

34.4   Responsibilities


Employee’s Responsibility

· Any breach of company policy could lead to discipline or dismissal

· All staff MUST also read and sign the Cash and Security Violations Policy.

· Procedures and guidelines are developed for the safety of all team members.

Manager’s Responsibility 

· Management MUST follow all rules and regulations to set the proper example for all team members. There are no exceptions.

· Dishonesty will not be tolerated in any form by anyone. The management team MUST also be intolerant of theft with all staff.

· Breaches in Policies and Procedures MUST be acted upon and corrected immediately.

· Management MUST ensure that ALL Policies and Procedures are strictly enforced and are being followed by all staff.

34.5   Getting Help!

· When you suspect that there is employee theft occurring, get help. ASK your RGM and AREA COACH. These people will be able to assist you and they will look fully into the matter.

35   Vandalism

35.1   Vandalism

Customers or members of the general public intentionally causing damage to Franchise Management’s property MUST be dealt with immediately.

· Be polite at all times.

· Approach the person, preferably with another team member, and ask them to stop.

· Do not aggravate anyone. Always deal with awkward matters in a clear, quiet yet authoritative manner.

· Never physically take control of someone to expel him or her from your premises.

· Do not approach an aggressive person or group, call the police and explain the problem to them.

· If damage has been caused, contact your Area Coach and notify them of the situation. Give as much detail as possible.

· Make a report of any confrontational incident while the details are clear in your mind in case of a problem later.
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