This document has been prepared to help Investigators think about how they will collect/store/protect their data.   Investigators should edit each paragraph to fit the processes that will be used in their study.  
SAMPLE DATA SAFETY & MONITORING PLAN
Data and Safety Monitoring Plan

Institutional Review Board (IRB) approval will be completed at MSU. All sites participating have their own IRB committees that will review materials – or – Individual Investigator Agreements will be arranged between MSU and each participating site. 
a) Study Monitoring – The College of Nursing at Michigan State University has implemented a Research Quality Assurance (RQA) Group comprised of the Associate Dean for Research, the Research Center Coordinator, a Senior level researcher and a Statistician. The frequency of review is determined based on degree of risk, i.e., experience of the PI, single vs. multiple accrual sites, complexity of study. This group will monitor oversight of the study as well as consider factors external to the study when interpreting the data, such as scientific or therapeutic developments that may impact the safety of the participants or the ethics of the study. The group will also review any changes needed to the consent form or study protocol, and conflict of interest issues that might arise during the study. The PI and the study statistician will oversee preparation of the data report that will be distributed to all RQA members at least 5 days before the scheduled meeting. The report will include the summary of: cumulative accrual and by site, randomization, cumulative attrition, and attrition by site, study group, gender, and race/ethnicity, adverse events and serious adverse events, data completeness and quality (see quality assurance procedures below), and study CONSORT chart. The PI will report any changes to study procedures deemed necessary by the RQA to the appropriate IRB offices and funding agency.
b) Security Procedures for Collection, Transfer and Storage of Electronic Data-  Electronic files will consist of [list types of electronic data files]. All computers that will be used to collect and send data during implementation of the study or to receive or store data at the central location will be password protected.  A password will be required to log on to the computer and a second, different password will be required to open the study database. Electronic copies of forms will be stored on a secure dedicated server with appropriate firewalls. The system will use 128-bit encryption (SSL certificate) to transfer data between the machines. This technology is the same as that used for online e-commerce applications to protect consumer information such as name, address, and credit card details. To add another level of security, the data stored within the database will be encrypted so that no one can read the actual contents, including the database administrators. The only way data can be accessed and processed will be by using the program which will have built in logic to decrypt the data for reporting purposes. The system will have a secure login along with audit control mechanisms to meet the HIPPA guidelines. Servers are scanned for viruses and systems are in-place to detect attempts at unauthorized entry. The data base server is backed up three times a day internally. All transactions to the database are stored in archive logs as re-do data and are accessible to enable quick recovery of all data should the need arise. Backup files are written nightly to back up servers. The daily copies are kept onsite for a month. Weekly, a monthly backup copy is stored off-site in perpetuity.

c) Security Procedures for Collection, Transfer and Storage of Paper Data- Paper files will consist of [list types of paper files]. Paper copies of all consent forms will be transmitted via secure fax. These forms will be retained in a locked file in the central site, separate from any study data. 

d) Protecting Confidentiality- This requires that identifying information (name, address, date of birth, social security or Medicare numbers) not be used as sources of identification for participants. When consent forms are received at the central site they will be encoded with a numerical code. This number will then become the identifier of records for all participants. This number will be given to study personnel to enter into the computerized interview system. This number will be transferred along with the name address and telephone number of the participant to the data collector. Only the identification number will be transported with the data to the central location for review by the Project Manager. 

e) Identification of Adverse Effects- The following will be considered serious adverse events (SAE): death, attempted suicide, major depression, breach of confidentiality….

The following will be considered adverse events (AE): list

Adverse effects identified during implementation of the experimental protocols are monitored by the Investigators in several ways. [Specify mechanism of reporting who to who, and what will be done: for example, interviewer to project manager or PI]

All adverse events will be reported to the PI within 24 hours. If the PI evaluates the adverse event to be moderate or serious, s/he will convene the Review Quality Assurance Group. All events that are determined by the committee to be serious will be reported to the MSU IRB and the NIH project officer within 48 hours. All participants are given a toll-free number to contact the Investigators directly if they have issues or concerns. All classifications of adverse events will be entered into the study database by the project manager. The study is low risk, however it will be monitored as described below. We do not anticipate any serious adverse events.

The integrity of the study design will be protected and monitored through a) initial training for research members, b) weekly or monthly meetings with research staff, c) review of audio recorded data collection and intervention sessions, and d) review of data. 

f) Initial training  -  [describe training process for each group of the research team, i.e., recruiters, interviewers, interveners]Training will target job descriptions, and roles and responsibilities of group members  and  will consist of 1) an overview of grant objectives, theoretical framework, and research design and rationale, 2) background and training on collecting data free from bias, 3) basic information on scale and item response issues; 4) protection of human subjects and confidentiality issues; 5) detailed demonstration of the intervention; and 6) data and intervention monitoring and quality assurance procedures. Activities for training will consist of lectures, discussion, role-play and evaluation. 

g) Weekly or Monthly Meetings – [describe protocol for regular meetings for each group of the research team. ]

h) 
Quality Assurance Activities for Project Staff -  (describe recruiter, interviewer training, qualitative assessment such as listening to tapes, etc.)

i) Research Quality Assurance- 
Quality assurance involves engaging in good data management activities. This includes, checking the integrity of data storage, and examining frequency distributions to look for project anomalies that threaten the integrity of a study.  The College of Nursing at Michigan State University has implemented a Research Quality Assurance (RQA) Group comprised of the Associate Dean for Research, the Research Center Coordinator, a Senior level researcher and a Statistician. The frequency of review is determined based on degree of risk, i.e., experience of the PI, single vs. multiple accrual sites, complexity of study. This group will monitor and oversee studies, as well as consider factors external to the study when interpreting the data, such as scientific or therapeutic developments that may impact the safety of the participants or the ethics of the study. The group will also review any changes needed to the consent form or study protocol, and conflict of interest issues that might arise during the study. 
Project meetings with data collection staff will take place quarterly or on an as needed basis, however, quality assurance reports will be prepared on a monthly basis. The PI and the study statistician will oversee preparation of the data report that will be distributed to all RQA members at least 5 days before the scheduled meeting. The report will include the summary of cumulative accrual and by site randomization, cumulative attrition, attrition by site, study group, gender, and race/ethnicity, adverse events and serious adverse events, data completeness and quality, and study CONSORT chart. The PI will report any changes to study procedures deemed necessary by the RQA to the appropriate IRB offices and funding agency. 
To ensure reliability of data entry, a random sample will be reviewed by the Principal Investigator, and the results compared with the information recorded on the data base program. An acceptable error rate is less than 0.3%, i.e., 3 per 1000 entries.  Quality assurance reports will be prepared on a monthly basis and reviewed by the Principal Investigator. The reports will inform the Principal Investigator about missing, invalid, inconsistent data on selected key variables. The statistician on the project will oversee preparation of the reports. The reports will contain a summary of monthly accrual and cumulative accrual, a summary of key characteristics of the study participants, a summary of the completeness and quality of data.

Quality assurance will involve engaging in good data management activities.  Procedures that include such things as checking the integrity of data storage and examining frequency distributions to look for anomalies such as an excessive number of “don’t know” responses or problems with skip patterns will be in place. Project meetings with data collection staff will take place quarterly or on an as needed basis. These meetings will address concerns and give project updates.

Updated 6/13/17

\\hc.msu.edu\shares\Nursing\Research Admin\ADMINISTRATION\Website\CON Research Resources\Active\Faculty Resources\DataSafetyTemplate_with RQA


