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1. Service Specification 

The service will enable ESCC to order Pre-paid cards for clients who receive direct payments. The cards will be delivered to the addresses indicated by ESCC and allow clients to make payments for services through online and telephone banking as well as in person by chip and pin.

2. Card Specification
Prepaid Card Account Functions

1) Must have the ability to allow anyone to open an account regardless of their credit history, for example, it must include people who would not be accepted onto a standard bank account.

2) Must be able to make payments to companies and individuals via chip and pin, BACS, direct debit and standing order via the telephone, online or in person.
3) Must have the facility to set up direct debits and standing orders in and out of the account.
4) Must be able to make payments into the card account – e.g. own care contribution and ESCC payment with reference via direct debit or bank transfer or simply to ‘top-up’ with personal funds. 
5) Must have facility to nominate another person to have a card linked to the same account. There must be an individual audit trail for each person with access to the account.
6) Must have a clear, simple method of activating the card by internet or telephone. 

7) Clients must not be able to become overdrawn.

8) Should be able to use card abroad; transactions should be identifiable as foreign transactions. ESCC must be able to switch this function on and off.
9) Card must be able to receive funds from other agencies such as Independent Living Fund and Access to Work.
10) Should be able to have a photo of the client on the card for identification.
11) Each card account must have an individual sort code and account number.
Prepaid Card Account Support Facilities
1) Must have 24/7 secure on-line access to card account including viewing statements and balances, making payments and setting up all available functions e.g. Standing Orders and Direct Debits as well as ability to access related general information about using Prepaid Cards.
2) Must have 24/7 customer service phone number for lost or stolen cards. 

3) Must have a phone line for standard customer service queries such as current balance and to make payments open from 8am to 6pm Monday to Friday.
4) Must be able to provide a postal address for clients to write to regarding account queries and have the facility to respond in writing.

5) Must be able to offer customer service over the phone and in a written format (where required), that is suitable for Adult Social Care clients who are not familiar with using cards or websites, have impairments to hearing, sight and / or speech or are otherwise vulnerable.
6) Customer service should be accessible in the following ways:

· Phone (to speak directly to someone rather than an automated service) 

· Website and email with a response rate of no longer than 2 working days 

· Call back service, offered at no cost to caller after 2 minutes of waiting

· Minicom / text relay
7) Should send out an information letter with card which confirms account specific information such as maximum and minimum limits on account, if they have the facility to have cash withdrawals and the limits on this along with standard instructions regarding the use of the card.
8) Must have facility to send out printed bank statements on request by post or by telephone.
9) Should be able to use ATM to check balance and get mini-statements.
10) Should have the ability to personalise account functions online – e.g. option to receive text message when money has been transferred into account.
11) For companion cards that have been set up for a nominee, reports online should be accessed in the same way as the master card for the account but with a different log in for each person.
12) Cards must be sent out in the post by a secure process to a clients address or to an alternative address provided by ESCC.
13) The chosen supplier must not contact clients with any marketing or sales material via telephone or post.

Prepaid Card Functions for Direct Payment Support Team
1) Must have the ability to move funds from one account to another.
2) The cards must be able to be loaded at any time and not be dependant on a set cycle.
3) There must not be a maximum or minimum amount that ESCC can load onto a card.
4) Provider must make sure the claw back process is efficient and cost effective for ESCC.
5) Must have the ability to reclaim any unspent funds provided by ESCC from client accounts without having to request permission from client but will show up on clients online statement.
6) ESCC must be able to, or instruct provider to, temporarily and permanently block cards which will show up instantly online.

7) Should provide an online facility for ESCC to make one off payments online to any card.
8) Must have the facility to choose if an account can allow cash withdrawals at an ATM and cash back at point of sale.
9) Must have the facility to stop clients paying into specific merchant groups.
10) Should provide an online facility that cards can be set up and ordered from.

11) Must have dedicated IT support from provider if there is a technical problem with the system
Prepaid Card Security

1) Must provide security that is adequate to protect accounts; however it must be easy and clear as to how to set up security and the process if pin numbers and/or passwords are lost or forgotten.

2) Fraudulent transactions must be identified and resolved quickly with no cost to ESCC or the client – any money to be reimbursed will be done so as soon as possible.
3) Must have ability to change passwords (secret question and answer obtained on set up).

4) The provider must only contact the client regarding the possibility of fraudulent activities. The only contact outside of this will be a helpline facility and a website client’s can access the account through.
ESCC Supplier Fee Requirements
1) Must be sent reports from supplier on a regular monthly basis with full breakdown of all costs to ESCC including number of cards issued.
2) Should have a one off card fee per year per card rather than individual transaction fees and card fee. 

3) Must have no/minimal transaction charges. 

4) If transaction fees apply, must have the option to choose if ESCC pay for transactions separately or if this comes directly from client accounts.
2. Reporting Specification 
Supplier must have the ability to report on all of the following data items in a format which allows ESCC to manipulate the data as required e.g. in csv files or in Excel spreadsheets:
1) 
Client Account Information:

	Unique client number (unique social care number that links to ESCC Systems)

	Primary cardholder title

	Primary cardholder first name

	Primary cardholder surname

	Cardholder postcode

	Cardholder date of birth

	Account creation date

	Primary card expiry date

	Bank account number for direct bank loads

	Security code for account verification

	Card has been sent to client yes/no

	Card has been activated by client yes/no


2)
Full Account Transaction Information:
	Unique client number (unique social care number that links to ESCC Systems)

	A unique identifier for each item. This ID differentiates this transaction from all financial items, including internal fees & commissions.

	Settlement Date – card processor system date when the transaction has been processed.

	Contains the date and time when the message was generated by the terminal (POS/ATM) or acquirer.

	Transaction data type:
FINADV - MasterCard Financial advices
FINREV - MasterCard Financial advice reversals
ADJUST - Issuer debits or credits applied to cardholder accounts

	Merchant Category Code

	Merchant Category Code Description

	Location – the site where the terminal is located. It can be a branch code or store name. Used as a part of the cardholder statement.

	City. Can be used as a part of the cardholder statement.

	Terminal Code for ATM transactions. Can be used as a part of the cardholder statement.

	Country code – ISO codes. Can be used as a part of the cardholder statement.

	Street – description of the terminal location. Can be used as a part of the cardholder statement.

	Card Acceptor Identifier (Also known as Merchant Code). Used as a part of the cardholder statement.

	Retrieval Reference Number – contains a document reference supplied by the system retaining the original source information (ATM acquirer) and is used to assist in locating that information or a copy thereof.

	Transaction Code indicating the type of transaction. 
Purchase/Goods and services
Cash Withdrawal/Cash Advance
Purchase with cash back
Offline balance collection
Purchase refund
Cardholder funds transfer

	Specifies the type of the Cardholder adjustment.

	Cardholder present. The valid values:
Cardholder present
Not present, unspecified
Not present, mail order
Not present, telephone
Not present, standing auth
Electronic order
Reserved

	Card present. The valid values:
Card not present
Card present

	Type of terminal from which the transaction originates:
Limited amount terminal 
ATM
Self‐service or ADM
Electronic cash register
Home terminal (including E‐commence)
Telephone
Automated dispensing machine (ADM)
Self‐service terminal 
In‐flight commerce terminal 
Transponder
Manual, no terminal

	Transaction Currency. Code indicating the currency of the acquirer or the currency used at the source location of the transaction.
The currency of the transaction. The 3 digit numeric code as defined by ISO.

	Transaction Amount. The value of the transaction requested by the cardholder, in the currency of the transaction

	The conversion rate used to calculate the billing amount from the transaction amount.

	Billing Amount – the amount posted to the cardholder account, expressed in account currency.

	Account balance


3) Provider must be able to make data files available daily at an agreed time.

4) The provider must have a clear and effective process for ESCC to follow if there is a technical issue which results in the data not being pulled across successfully. 

5) ESCC Direct Payments Support Staff must have access to live transaction data of any client account at any time.
6) The solution which allows cards to be ordered must be compatible and able to work within a Citrix environment.

7) The data made available by the card provider should only be data that is new from the last time it was made available. Rather than providing all data every time these files are made available.
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