MySQL Data Types:
See http://www.peachpit.com/articles/article.asp?p=30885&seqNum=7&rl=1
More about MySQL:

(1) To set a field (say it’s called “username”) as a primary key, add “primary key (username)” at the end of the definition of the table (inside the parenthesis) or add “primary key” after the definition of the column . E.g.
create table users (username varchar(30) not null default "abc", password varchar(40) not null, date datetime, primary key (username));
The above way is useful if the primary key is a combination of two or more columns. E.g.

create table users (username varchar(30) not null default "abc", password varchar(40) not null, date datetime, primary key (username, password));
create table users (username varchar(30) default "abc" not null primary key, password varchar(40) not null, date datetime not null);
(2) The primary key must have a value, and duplicates are not allowed.

(3) To drop the primary key:

alter table users drop primary key;

(4) To add a primary key after creating the table:

alter table users add primary key (username);

      But you can do that only if the field you want to have as a primary key has no duplicates already.

(5) To force the value of a column to be not null, add “not null” after the type of column when you declare it.

(6) When a column is specified to be not null and you don’t enter a value for it when you insert the default one for that type will be sued (e.g. 0 for numbers, date consisting of zeros for date, and empty string for strings). If the column is a primary key and you already have a field with the default value, an error will occur.

(7) To have a default value, add “default the_default_value” at the end of the declaration of the column;

(8) If you declare a field to be not null and has a default value, you can switch the “not null” and “default the_default_value”.

(9) For passwords, use sha1() or sha() (an older version of sha1()) to encrypt them. Function sha1() is a PHP and MySQL function and it always returns a string of length 40. It returns the same value every time and that value cannot be decrypted. That’s why make the length of the password field 40 and force the users not to enter long passwords. This function is not good for encrypting stuff that you may need to view (decrypt) later such as credit card numbers.
(10) You can store encrypted passwords in a flat (text) file or in a database, but when you have more than 100 users, store them in a database.

(11) You can make the number types unsigned (that will double their range).

(12) If you set incorrect value for date as a default value, it won’t be accepted. If you enter an unacceptable value for date later, the date with all zeros will be used even if it’s specified to be not null.
(13) Unlike functions and numeric values, and like string values (such as char, varchar, text), values of date and time must be put in quotes (null and not null are not quoted).

(14) You can use function now() for the current date and time.

E.g.

insert into users values("xyz",sha("def"),now());
Note that if you use the above procedure for insertion (i.e. without specifying the names of the columns), the number of values you enter must math the number of columns and the values will be assigned to the columns in order. You can also insert more than one record at once (with or without specifying the names of the columns). E.g.

insert into users values("mno",sha("def"),now()), ("fgh",sha(989),now());

(15) insert into users values("xyz",sha("def"),now());
(16) How to save MySQL query to a file (txt or CSV)

Example: 

 SELECT name, grade  FROM students  INTO OUTFILE '/home/abu-jeib/Temp/info.txt';

OR

SELECT name, grade  FROM students INTO OUTFILE '/home/abu-jeib/Temp/info.txt' FIELDS TERMINATED BY ','  ENCLOSED BY '"' LINES TERMINATED BY '\n';

(17) How to copy a table from one database to another? Suppose you would like to copy table t1 from db1 to db2 and rename it t2, here is how to do that:

use db2;

create table t2 like db1.t1;

insert into t2 select * from db1.t1;
