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DRAFT 
BHARAT SANCHAR NIGAM LIMITED
SECTION-I

Sample Notice 
1 Introduction

1.1. BSNL is a government owned leading telecommunications service provider in India.  It provides services for retail customers and offers business solutions for corporate customers, including voice, data and other value-added telecommunications services both on wire-line and wire-less.  

1.2. BSNL is the only “Complete Telecom Service Provider” in India having the largest network across India and providing all services across fixed, mobile, broadband, next generation IP services for both consumer and enterprise segments with its ubiquitous spread of networks across India.

1.3. On behalf of Chairman and Managing Director Bharat Sanchar Nigam Limited New Delhi, sealed tender is invited under two stage bidding (i.e. Bid opening) system (Techno-commercial bid & financial bid) through the e-Tendering process for Engaging firm to offer Managed IT services on OPEX model for Convergent Real Time Billing and Customer Care system for Wire-line, Wire-less and Enterprise Business, on revenue share basis.
2 BSNL Objectives

2.1 The Indian Telecom Sector is changing rapidly. Commercial pressures on service providers are rising, demanding that they generate innovative and differentiating services. This requires investments to deal with an increasingly complex technological landscape and rising demands from consumers for a wider choice of more advanced services.

2.2 This requires service providers like BSNL to adopt new practices and to re-evaluate their business models to determine what is core and what is peripheral in their business operations. BSNL need to focus more on revenue generating activities and building and maintaining customer relationships. Outsourcing non-core activities may benefit BSNL by allowing them to focus on its core activities. It can also provide access to skills and resources that can help transform their operational performance and bring down their operational costs.

2.3 In India and worldwide, service providers are embracing managed services of its IT infrastructure and outsourced to experienced managed service providers as a differentiator in enabling a service provider respond to market and technology shifts with much greater agility and remain relevant in the crowded industry. Typically, managed services is known to have decreased time-to-market for new end-user services, leading to a faster return on investment
2.4 BSNL’s being a complete Telecom service provider has many strengths that are to be harnessed to its best advantage to defend its market share and propel revenue growth and profitability. 
2.5 To translate goodwill into market share, BSNL need to give focused attention to improve network availability, increased accessibility of products to the customers, launching innovative value added services, and sustained operational focus on customer care, service delivery and service assurance, with the increased uses of IT tools for the same.

2.6 As per the trend in Telecom sector for outsourcing of mission critical and business empowering IT infrastructure BSNL intends to adopt managed services model. Bid proposals are accordingly invited from interested and qualified bidders to offer managed IT services service on revenue share basis, as per the terms and conditions of the tender. 

2.7 Only one Bidder will be chosen to deliver the requirements of this Tender on a Pan India basis. Successful bidder (also referred as Managed Service Provider “MSP”) shall be responsible for all CAPEX and OPEX including Setting up and Operation of Data Centers. BSNL shall provide the covered space for setting up of data centers. Details of roles and responsibility of BSNL and Bidder are in tender document.

2.8 Above shall be achieved with the help of this tender document having two stage bidding systems (Techno-commercial bid & financial bid). BSNL shall open and evaluate the financial bids of Techno-commercially responsive firms, decide the ranking of the bidder, as per the criterion defined in the tender document.

2.9 BSNL has decided to use process of e-tendering for inviting this tender and thus the physical copy of the Tender document would not be sold.

3 Global Tenders 

3.1 Global Tenders are being invited from reputed Indian and global CRM / Billing Bidders and system integrators fulfilling the eligibility requirements.
4 Eligibility Conditions
4.1 The bidder shall either be a company registered and incorporated in India under the Indian Companies Act 1956 or a foreign company (“Bidder”). In case of a foreign company, the Company shall have an Indian registered subsidiary Company under Company act 1956 carrying out telecom/IT related installation, commissioning, warranty, development, delivery of project. 
4.2 Bidder shall be a System Integrator company or OEM (ISV) of CRM & Billing software (with CRM, Billing product eligibility defined in the tender) for telecommunication service providers.

4.3 Bidder shall have a cumulative turnover of INR 10,000 Crore (or equivalent in foreign currency) during last 3 financial years i.e. FY 2010-11, 2011-12, FY 2012-13 with a minimum of INR 2000 Crore each (or equivalent in foreign currency) for these 3 Financial  years. In case of audited financial reports in foreign currency, the exchange rate (of Foreign currency V/s INR) as on last day of financial year of the bidder company shall be applicable. Further, in case of financial year matching with the calendar year, then FY against 2010-11 shall be considered as FY ending on 31-12-10 and so on.  Bidder shall provide Audited and published financial reports of the firm for each of the three financial years (FY 2010-11, 2011-12, FY 2012-13)
4.4 The bidder shall be a Company listed in any of the Stock Exchanges in India or abroad. Certificate from Chartered accountant/auditor with details shall be submitted by the Bidder.
4.5 In case the bidder is not OEM of Billing & CRM software for telecommunication service providers then the bidder shall form consortium with ISV (i.e. OEM) of CRM as well as ISV (i.e. OEM) of Billing, where as responsibility of Consortium Partners other than lead bidder, shall be limited to such Consortium Partner’s share of obligations in the contract.
4.6 Any particular ISV (of CRM & Billing) can participate in maximum of two Bids only. It will be the responsibility of the bidder to ensure this. In case of ISV (of CRM & Billing) participate in multiple bids directly or through a subsidiary or as consortium, all such bids shall be rejected. A MOU is to be executed by the consortium members (on Rs.100 Stamp Paper) as per format in the section 7 (E). Attested copy of the Certificate of Incorporation for Consortium members
4.7 Bidder shall have executed BSS & OSS projects for Telecommunication Service Providers Worldwide with at least 150 million subscribers globally across wire line / wireless telecom networks of which at least 5 million subscribers shall be wire-line subscribers. Client Certificate(s) shall be submitted as per the format attached in Section 10 Annexure 1-A specified in the Tender. 
4.8 The Bidder through its parent company or its subsidiary should have at least 1000 employees in India experienced in IT Projects and operations for telecom service providers as on date of bid submission. A certificate from Chartered accountant/auditor shall be submitted.
4.9 The Bidder shall submit Solvency Certificate from its Banker for a minimum amount of INR 1000 Crore, as part of techno-commercial bid. This certificate can be provided by the Bidder through its banker either domestically or globally.
4.10 The bidder shall be ISO 9001:2008 certified company. Valid certification issued to the Bidder Company shall be submitted by the Bidder.
4.11 The bidder shall be minimum SEI CMM level 3 certified company. Valid certification issued to the Bidder Company shall be submitted by the Bidder.
4.12 The bidder firm shall not be a Licensed Telecom Service Provider to provide Basic Services / Cellular Telephony Services / Internet Services / UASL / NLD / ILD Services anywhere in India. Self-certificate by the bidder shall be submitted signed by the authorized signatory.
4.13 The bidder firm shall not have controlling equity stake or vice versa, in and of any Basic services / Cellular Telephony Services / Internet Services / UASL / NLD / ILD Services operating companies in India. Self-Certificate by the bidder shall be submitted signed by the authorized signatory.
4.14 Para 4.12 and 4.13 above are to be met by consortium partner as well.

4.15 The bidder as well as its consortium partner (if any) shall not stand black listed by central / state governments / PSUs as on date of bid submission. Self-certificate shall be submitted in this regard. Consortium partner shall submit self-certificate separately counter-signed by authorized signatory of the bidder.

Conditions for Consortium Bids

4.16 The Consortium Agreement in the format as in the Section 7 (E) shall be submitted.
4.17 Consortium Agreement between Lead Bidder and Consortium members shall clearly mention their share of obligations in the contract for products and / or services.
4.18 Attested copy of the Certificate of Incorporation for Consortium members shall be submitted.
4.19 In consortium bid, both ISV (of CRM & Billing) and the Lead Bidder shall have to furnish separate Performance Bank Guarantees (PBGs). Either SI or ISV (of CRM & Billing) can be Lead Bidder. In consortium bids, PBG for the Lead Bidder shall be for an amount equal to INR 50 Crore. For consortium partner (CRM & Billing from same consortium partner) shall be for an amount equal to INR 50 Crore. In case the ISV of CRM and Billing are different then each of these ISV shall submit separate PBG of INR 25 Crore each. Lead Bidder shall not submit the PBG on behalf of the consortium partner.  The PBG shall be submitted as per the format Section 7B
4.20 Both “Lead Bidder” and Consortium partner shall provide certification signed by their respective authorized signatory as part of techno-commercial bid that the PBG will be furnished by the respective company separately.

4.21 Lead bidder cannot be a member of consortium in another bid. This shall be ensured by the bidder.

4.22 No change in consortium members i.e. addition or dropping of a member shall be permitted after the submission of the bid
5 E-Tendering Process

5.1 As this Tender Document shall be following the e-Tendering Process, the Bidders may download the Detailed NIT along with Performa for Non-Disclosure Agreement (“NDA”) from the BSNL Web site http:// bsnl.co.in following the “Link for E-tenders by BSNL” in the tender section from ...........to .....................

6 Tender Availability

6.1 Tender Document shall be available for downloading only after the following: 

(i) Payment of Rs 5,00000/-(Rupees Five Lakh Only), which shall be non-refundable in the form of crossed demand draft, drawn on any scheduled bank in New Delhi, in favour of ‘Accounts Officer (Cash), O/o BSNL Corporate Office, New Delhi’; and 

(ii) Bidder is required to register compulsorily on the E-tender portal https://www.tcil-india-electronictender.com . Thereafter, upon payment of Rupees 5,00,000/- towards tender fee and submission of the NDA to AGM(MMY), 2nd Floor, Bharat Sanchar Bhawan, Janpath, New Delhi-1, the prospective Bidder will be authorized by MM cell, BSNL, to access/download the Tender document from the E-tendering portal. 

6.2 The bidders downloading the tender document are required to submit the tender fee of Rs 5,00,000/- amount through DD/ Banker’s cheque along with their tender bid failing which the tender bid shall be left archived unopened/ rejected. 

6.3 The DD/ banker’s cheque shall be drawn from any Nationalized/ Scheduled Bank in favour of AO(Cash), BSNL, C.O. N. Delhi” and payable at New Delhi

6.4 Note:- The  tender  documents  shall  not  be  available  for  download  on its submission / closing date

6.5 Submission of Integrity Pact signed by BSNL and Bidder is mandatory.

7 EMD/Bid Security
7.1 The Bidder shall furnish the bid EMD of Rs 40,00,00,000/- (INR Forty Crore) in one of the following ways:
7.2 Demand Draft/ Banker’s cheque issued by a scheduled, Nationalized Indian bank’s Delhi Branch drawn in favour of A.O. (Cash), BSNL C.O. Payable at Delhi.
7.3 Bank Guarantee from a scheduled Nationalized Indian bank’s Delhi Branch drawn in favour of ‘DGM (MMT), BSNL C.O. New Delhi’ which shall be valid for minimum 180 days from the Tender opening date.

8 Tender Download

8.1 The Tender document for participating in E-tender shall be available for downloading from https://www.tcil-india-electronictender.com after signing NDA in the enclosed format from.............. 2013, 16:00 Hours onwards. 
8.2 Pre-bid conference will be arranged in the BSNL’s premises approximately within 10 days of uploading of the Tender document, details of which will be duly informed.

9 Date & Time of Online Submission of Tender bid:   
9.1 xx/xx/2013 by 11:30 Hours
Note 1:
In case the date of submission (opening) of bid is declared to be a holiday, the date of submission (opening) of bid will get shifted automatically to next working day at the same scheduled time. Any change in bid opening date due to any other unavoidable reason will be intimated to all the Bidders separately.

10 Online Opening of Tender Bids:  
10.1 At 12:00 Hours of this Tender closing date i.e. xx/xx/2013. 
11 Place of opening of Tender bids: 
11.1 BSNL has adopted e-Tendering process which offers a unique facility for ‘Public Online Tender Opening Event (TOE)’. BSNL’s Tender Opening Officers as well as authorized representatives of Bidders can attend the Public Online Tender Opening Event (TOE) from the comfort of their offices. Kindly refer clause 8 of Section 4 Part B of Tender document for further instructions. 

11.2 However, if required, authorized representatives of Bidders can attend the TOE at the Meeting Room, 2nd Floor,   Bharat Sanchar Bhawan, Janpath, New Delhi, where BSNL’s Tender Opening Officers shall be conducting Public Online Tender Opening Event (TOE).

12 Late Submission

12.1 Tender bids received after due time & date shall not be accepted.

13 Accept or Reject Bids

13.1 CMD, BSNL reserves the right to accept or reject any or all Tender bids without assigning any reason. He is not bound to accept the highest bid.
14 Declaration

14.1 The Bidder shall furnish a declaration under his digital signature that no addition / deletion / corrections have been made in the downloaded Tender document being submitted and it is identical to the Tender document appearing on E- Tender Portal (https://www.tcil-india-electronictender.com)

15 In case of any correction/addition/alteration/omission in the Tender document, the Tender bid shall be treated as non responsive and shall be rejected summarily.

16 All documents submitted in the bid offer shall be preferably in English. In case the certificate viz experience, registration etc. is issued in any other language other than English, the Bidder shall attach an English translation of the same duly attested by the Bidder & the translator to be true copy in addition to the relevant certificate.

17 All computer generated documents shall be duly attested/ signed by the issuing organization.









AGM (MMY)
Section- 2 – TENDER INFORMATION

1. Type of Tender: Single stage bidding and Two Stage bid opening-using Two Electronic Envelope System.

Note: The bids will be evaluated techno-commercially and financial bids of techno-commercially compliant Bidders only shall be opened.

2. Bid Validity Period / 
:       150 days from the Tender opening date.         

  
Validity of bid Offer for                

          Acceptance by BSNL

3.  The Tender offer shall contain two envelopes viz. Techno-commercial envelope and financial  envelope which will contain one set of the following documents only :

i. Techno-commercial envelope shall contain Electronic Form-Technical with all relevant bid annexure of following, but not limited to, documents : 

a) Copy of EMD/Bid Security instrument.

b) Copy of proof of payment of Cost of the Tender documents i.e. Tender fee. 

c) Copy of Power of Attorney for signing Tender document.
d) Copy of Power of Attorney for the authorized signatory of each consortium member.
e) Certificate(s) showing fulfilment of the eligibility criteria(s) stated in Clause 8 of the Detailed NIT.

f) Documents stated in clause 10 of Section-4 Part A.

g) Bidder’s Profile & Questionnaire duly filled & signed.

h) Undertaking & declaration in Performa duly filled & signed.

i) Tender documents duly signed for having read it & accepted it.

j) Tender/ Bid form duly filled & signed.

k) Integrity Pact.
l) Bidders are required to submit the EMD instrument, proof of payment of the cost of Tender document, Power of Attorney and Integrity Pact to BSNL offline on/before the due date and time of online opening of the Tender.
ii. Financial envelope shall contain Electronic Form-Financial with: 

i. Tender/ Bid form duly filled & signed.

Electronic Form of Price Schedule (financial bid) with all relevant bid annexure 

SECTION 3 - SCOPE OF WORK
1. Existing Landscape of IT Infrastructure across LOBs: 
1.1. CRM and Customer Interacting Applications:
(i) Fixed Access – Two industry standard CoTs CRMs i.e. Siebel/SAP each serving two zones each and catering to post-paid wire-line and pre-paid broadband. 

(ii) Wireless Post-paid – Customer Interface functionalities are served through multiple applications providing Order management, Self-Care etc. from M/s Comverse.

(iii) Wireless Prepaid – CSSS, DWS, Min-Sat, CCF applications provided by M/s ces & M/s Ericsson exists. Sales part is managed using Sancharsoft, a web based in-house software.

(iv) Enterprise Business – Currently there is no CRM that serves the need of Enterprise business segment.

(v) Leased Circuits - TVARIT is for provisioning of leased lines all over the country.

(vi) Multiple Call centre applications
(vii) Multiple Management Information systems
1.2. BSS / OSS Applications:

(i) Wire line & Broadband: Wire line’s Customer care and Billing System (CDR System) Details of the various products in this are as given below:
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(ii) Wireless - GSM (2G/3G)/CDMA Billing & Commercial IT System:  

GSM based billing system is working predominantly on Comverse’s Kenan system. There are four instances of the system in operation each serving the need of the respective zones. Main products along with versions for GSM products are as given below:

[image: image1.emf]Product*  Version *  

CSG Kenan BP   FX (11.5)  

CSG Kenan OM    

Roaming Module   4.5  

Advanced Rating  - Threshold Module   2.5  

Advanced Rating  -   Rules based rating   2.5  

Invoice Designer Module   3.5  

Operations Center Advanced Feature  -   Log  analyzer    Operations Center Advanced Feature  –   Mobile  Access    Operations Center Advanced Feature  –   Billing  Intelligent Controller    Operations  Center Advanced Feature  –   SNMP  Support   1.5   1.5   1.5   1.5  

Request Handling & Tracking   1.0  

Serviceability   1.0  

Inventory   1.0  

Inventory Replenishment   1.0  

CSG Application Integrator    Kenan std i/f    IPDR (NDM - U v3.1.1) Adaptor for CSG Application  Integra tor    CORBA Adapter for CSG Application Integrator    Adapter Development Kit for CSG Application  Integrator  3.0   3.0   3.0   3.0  

API Transaction Set    User Defined Transactions   2.0   2.0  

CSG Data Mediation    Edit/ Validation for Mediation    Formatting for Mediation     Correlation for Mediation   10.0   10.0   10.0   10.0  

CSG Kenan Revenue Settlements   1.1  

CSG Total Care  -   EBPP, Self care   4.5  
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16.1.13 The Bidder may collect data appropriate for dimensioning the hardware
from the existing processor dwell fime/occupancy/ performance and
storage requirements of the running systems and guarantee that the
hardware sizing would not pose any limitation in realizing the performance
sought.

16.1.14 The following assumptions have been made while estimating the hardware

requirements, however BSNL may change these specification and shall
intimate before final submission date of Tender response
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(iii) Enterprise Billing

Enterprise Customers billing is done out of multiple billing systems across different line of business depending on the services used by the various elements of the enterprise and presently BSNL is not able to present a single bill to corporate/Enterprise customers.

(iv) Leased Line Billing & Commercial IT System: 

The commercial activities of Leased Lines are being presently performed through TVARIT system on pan-India basis. The existing “TVARIT Plus” system is being integrated with Elite core (CRESTEL) system which will perform functions of Billing, Commercial to start with. Presently there is no system for billing leased circuit.

(v) MPLS Billing & Commercial IT System: 
Billing and commercial activity of MPLS circuits is mostly taken care by P3 system (by an instance of Kennan Billing system.

(vi) FTTH billing

Presently being handled by in-house application called AIDOTSOFT

(vii) VSAT Billing & Commercial IT System: 

Separate billing system is supplied.

1.3. Enterprise Resource Planning (ERP) System: 

BSNL is in the process of deploying SAP ERP (Enterprise resource Planning) system on pan India basis with main site at Hyderabad.

1.4. IN serving Prepaid Segments:

Wireless IN

· North & East Zones - Ericsson 

· South Zone - NSN & Huawei 

· West Zone - ALU.

Note: All IN shall get swapped with that of ALU in next 6 months

Fixed line IN

East zone (Kolkata), North zone (Lucknow), West zone (Ahmadabad), South zone (Bangalore and Hyderabad)- from ALU 

1.5. Existing Data Centers:

All the above applications and related infrastructure are housed in 10 DC’s spread across the country. 

(a) Four (4) data centres at Chandigarh, Pune, Hyderabad and Kolkata serve the need of wireless LOB infrastructure including Broadband Retails segment ;

(b) Four (4) data centres Chandigarh, Pune, Trichy and Kolkata serve the need of Wire Line LOB infrastructure and

(c) Two (2) data centres at Bangalore and Pune are for Broadband Enterprise services.

2. Scope of the Tender
2.1. BSNL envisages setting up a Convergent Customer Care and Real Time Billing (CRM/ BSS/OSS) infrastructure. This Tender intends to select a firm to plan, develop, deploy operate and maintain the Convergent Customer Care and Real Time Billing system and IT Governance of this system for all lines of businesses of BSNL. Managed Transformation and Managed Services covers Design, Planning, Supply, Installation, commissioning, integration & Managed operations of IT system  supporting all lines of business (Enterprise, Wireless, Leased Line, IP Services, Next Generation Services, Fixed access including broadband, VSAT, MPLS, IN services, SDP, VAS etc) on percentage of revenue based fee payable to MSP.
2.2. The offered convergent customer care and billing system shall also support all the business processes, service offerings in terms of Wire line, Wireless and Enterprise lines of business existing as on date of bid submission.
2.3. Existing IT inventory / assets are indicated in the tender. During the deployment and migration process, Bidder shall be at liberty to use existing hardware/software rendered spare on “as is whereas basis” with all incremental cost, AMC etc. on part of bidder or deploy the new equipment’s (Hardware and Software) for meeting the business requirements. 
2.3.1. Bidder shall directly interact with the respective OEM’s (Existing IT inventory / assets) of BSNL for finalizing AMC agreements for items which the bidder is proposing to reutilize.
2.4. MSP shall also be permitted to use BSNL existing network (from existing Data Center to Network elements as well as to CSA (CSR) CSC locations) with incremental cost (if any) including replacement/augmentation as well as AMC expenses to be borne by the MSP during the period of contract. Routers/switches etc which are being shared for data center traffic and other BSNL network traffic shall continue to be maintained by BSNL.
2.5. BSNL shall be responsible for the procurement and maintenance of PC’s, UPS, LAN switch and other IT infrastructure in Customer service center (CSC) and field offices.
2.6. The Bidder shall be responsible for the following:
	Scope
	Detail

	Unified Customer Experience (CRM / BSS / OSS) –
	Single integrated front-end  channels  through the offered CRM integrated with existing  and new Billing systems to include all LOB’s 

	Convergence 
	· Enable BSNL to offer subscribers multiple services across LOB’s (LOB convergence). BSNL will be able to bundle services across LOB’s 

· Enable BSNL to launch current and future services through Wallet Management irrespective of payment method (prepaid – postpaid) or LOB

	Operation Support System(OSS)
	· Service & resource Fulfillment (Order & Service Management, Inventory Management, Provisioning & activation)

· Service Assurance (Fault & Performance management)

	End to End Managed Operations of the offered CRM, BSS & OSS supporting all LOB’s
	Managed Operations of the offered solution 

· Service Delivery Management

· Business Process Engineering & Operations

· Application Management 

· IT & Infrastructure Management

	Data Center Consolidation 
	One Bidder for Pan India deployment with one Primary DC & DR and 4 regional data centers (POPs) to reduce latency.

	Pan India Single Instance/distributed Deployment as per business requirement and technical feasibility
	· Centralized CRM functionalities

· Centralized Real time Billing functionalities

· Logical spread of real time functions to cater to the needs of zones and latency

· Centralized Order management, Inventory Management

· Centralized/distributed provisioning & activation

· Assurance system


2.7. Bidder shall deploy one instance of Convergent Customer Care and Real Time Billing solution with its supporting hardware, software, data center infrastructure on a Pan India basis catering to the needs of four zones with Primary and DR data center site. The Bidder shall also be responsible to Manage and Operate this single BSS & OSS stack serving all existing lines of business. Bidder shall be responsible for CAPEX and OPEX for the same. 

2.8. BSNL shall provide covered space free of cost to the bidder for setting up the data centers

2.9. The scope to be delivered by the Bidder in relation to Managed Services include Product Lifecycle Management, Application Management, Application Development, Application Support, Business Process Management, Service and Request Management,  Operations and Maintenance, Production Management, IT and Infrastructure Management, Hardware Management, Data Center Operations, Systems and Database Management, Business Continuity and Disaster Recovery etc.
2.10. This Convergent Customer Care and Real Time Billing System shall support the strategic objective of line of business (LOB) convergence and service convergence (FMC, Post-paid / Prepaid, N-play). The offered solution shall cater to all subscribers and convergent subscribers across all line of business.

2.11. Bidders are required to submit their financial bid as per the proposed OPEX model.  The OPEX model shall involve periodic payments as per agreed payment schedule. The payment shall be settled after due observation of Service level Agreement (SLA) and deduction of penalty, if any, for non-adherence to the SLA

3. Line of Business (LOB) and current services are as below:
3.1. Enterprise LOB

Enterprise Voice - EPABX, Voice VPN, ISDN, Centrex 

Enterprise Mobility - 2G/ 3G Mobile, Blackberry Services 

Enterprise Data Services - Leased Circuit (DLC), MPLS VPN, Internet Leased Line, VSAT, VPN Services, Over BB, CDMA/3G) 

Enterprise Broadband - Wi-Fi, EVDO, DSL Broadband/ FTTH, Broadband 

Other Services (applicable to Enterprise LOB) - EPABX under franchisee scheme, EPABX, CENTREX, Audio/Video Conferencing 

3.2. Mobility

GSM/2GVoice – Postpaid, Prepaid, GSM PCO

GPRS Services 

GSM/3GVoice - Postpaid, Prepaid

3G Data(prepaid/ postpaid), Value Added Services , Blackberry Services 

CDMA Mobile / Fixed - Postpaid, Prepaid

CDMA Data Card – Postpaid, Postpaid

3.3. Wire line

Landline

PCO

IN Services - Universal ITC ,UAN Service, Toll Free Numbers/Services, VPN Services, Tele-voting Services
Other Services – EPABX under franchisee scheme, CENTREX facilities, Audio / Video Conferencing

PRI / BRI / Dial-up Internet

3.4. Broadband (Landline and Mobility)

Landline Broadband -Post Paid / Pre Paid, Value Added Services  

Mobile Broadband(3G) - Postpaid / Prepaid, GSM WiFi
Wi-Max Broadband – Prepaid / Post Paid

Dial Up Internet - DIAS
Fiber Broadband (FTTH)
CDMA Broadband (EVDO) - EVDO Prepaid, EVDO Postpaid , EVDO Router/Wi-Fi
4. Target Convergent Framework architecture

4.1. The Target convergent framework shall be based on CoTS best-of-suite/best-of-breed approach. It shall be in line with TM Forum’s Frameworx which includes Telecom Application Framework (TAM), Business Process framework (e-TOM), Information Framework (SID) & Integration framework & shall follow best practices defined there. The indicative application portfolio is detailed below:
4.2. Customer Relationship Management (CRM) including Centralized Product Catalogue, Service Order Management, CAF management, Self Service, Dealer Management, Sales lead management, Trouble ticketing customer care, Partner relationship management etc

i. Convergent Billing 

ii. Financials/Accounting

iii. Real Time Mediation

iv. Order and service management 

v. Provisioning and activation

vi. Inventory management/Asset management 

vii. Network Resource management

viii. Network Discovery & reconciliation

ix. Service Assurance

x. Enterprise application integration 

xi. Enterprise Reporting tool 

xii. Revenue Assurance, Fraud Management,

xiii. Call Center infrastructure IVRS, CTI, ACD, IP-EPABX etc

xiv. Other applications such as Campaign Management, Loyalty Management, Data warehouse, 

xv. Identity Management/Access management 

xvi. Enterprise management 

xvii. Service & Resource management, 

xviii. Portfolio Management Tools etc.

xix. Enterprise Unified portal
xx. Application Performance Management for monitoring applications, servers, OS and Database in order to ensure high performance and better response time to end users.
5. Phases and Delivery Timeframes : It is proposed to deliver the scope of the Tender in 3 phases to align with business priorities of BSNL, availability of existing IT system, and expiry of existing contracts etc, as below:
5.1. Phase 1 – Deployment of Customer Care and Billing for Enterprise business and  CRM for Wireless lines of business
Objective 

a) Address the immediate CRM needs of Enterprise (including Leased line) and Wireless business (both prepaid and postpaid) 

b) Delivery of Convergent Billing for Enterprise.

5.1.1. Timeframe of Phase 1:18 months from the date of WO (Work Order) including migration
5.1.2. Indicative Scope

i. Pan India deployment of CRM to cover Enterprise Business, wireless business
ii. Delivery of Convergent Billing for Enterprise.

iii. Delivery of an Order & Service management system & Integration framework for Enterprise including Leased Line business

iv. EAI Implementation

v. Enterprise Billing being done from current P3 system of BSNL to move to new Billing platform. 

vi. Integrate the new stack with Wireless IT stack including Fulfillment system & Mediation system.
vii. Integrate the new stack with CDR system (existing Wire-line OSS&BSS) IT stack including order management, Fulfillment systems & Mediation system  (to facilitate order to activate, trouble to resolve etc processes w.r.t. enterprise customer)

viii. Integrate with other IT stacks as required to run current business processes.
ix. Migrate all Enterprise / Leased Line subscribers from various CRM’s and other Customer care front end’s to the unified CRM system

x. Migrate all Enterprise / Leased Line subscribers from various billing systems to the convergent billing system

5.2. Phase 2: Delivering Postpaid billing of Wireless and CRM & Post-paid billing for two zones of Wire-line 

Objective: 

a. Delivery of Postpaid billing of Wireless line of business and two zones (South + East) of Wire-line business from new Billing platform.
b. Extend new CRM to two zones of Fixed line subscribers (Wire-line & Broadband) for retail customer

c. Move billing functions from Fixed Access IN to new Billing system

5.2.1. Time Frame: 36 months from the date of from the date of WO (Work Order) including migration
5.2.2. Indicative Scope

a. Extend and consolidate the Convergent Real Time Billing system to support Wireless (postpaid) and two zones of wire-line (South-East). 

b. Migrate all wireless subscribers from existing billing system to the convergent billing system

c. Migrate two zones Wire line & BB retail subscriber from existing billing system to convergent billing system

d. Move Rating / Voucher / Replenishment functions from fixed Access IN to convergent billing system

e. Pre-paid Wireless billing to continue in Existing IN systems

f. Retire Wireless Postpaid billing system

5.3. Phase 3- Extend and Consolidate Deployment of Convergent Customer Care and Billing for Wire line LOB and Pre-paid

Objective:

a) Extend and consolidate the Convergent Billing system to support remaining two zones (North-West) of Wire line and wireless prepaid GSM billing also to move to new platform
b) Delivery of Postpaid- Prepaid Convergence of Wireless Line of Business and also Fixed-Mobile convergence.

5.3.1. Time Frame: 48 months from the date of from the date of WO (Work Order) including migration.
Indicative Scope:

i. Achieving Single Instance of Convergent Billing system across Enterprise / Leased Line / Wireless (prepaid / postpaid), Wire line LOB’s pre-paid & Post paid
ii. Migrate all Wire line subscribers from existing billing systems to the Convergent Billing system

iii. Operational Efficiency as IN clusters are on multiple locations and launch of price plan have high Time to Market 

iv. Move Rating / Voucher / Replenishment functions from IN to convergent billing system

v. Wireless IN to continue function as SCP

vi. Achieve Postpaid / Prepaid Convergence & Bundling and single view of customer and also fixed mobile convergence

vii. Retire Wireless (Pre-paid) +Wire line Postpaid billing system

6. Setting up and operation of New Data Centers (Primary + DR site)  

6.1. Proposed Solution instance shall be one Pan-India and with DR in place. 

6.2. For setting up Data Centers, BSNL shall provide the covered space and Managed Service Provider (MSP) shall set up the complete Civil and Electrical Infrastructure including transformers, DG set, all environmental works, fire detection and fire-fighting etc. BSNL shall provide only electrical connection at its cost. MSP to bear all the OPEX of data center like Electricity charges and diesel expenses etc

6.3. Bidder shall indicate the space required for setting up the proposed data center for Main and DR site, as part of the technical bid.
6.4. Bidder shall setup Primary and DR data center as per tier III standards. Bidder shall get the data centers certified for tier III from the authorized certifying agency.
6.5. MSP shall be permitted to use BSNL existing network (from Data Center to Network elements as well as to CSA locations) with incremental cost as well as AMC expenses to be borne by the MSP during the period of contract.
7. Contract Period: 

7.1. Duration of contract period shall be Ten years (10) from the date of completion of Phase 1. “Year 1” of the contract period shall start from date of commissioning of phase 1. BSNL shall be at its liberty to extend the contract further at negotiated commercials.
7.2. The Agreement shall be in effect commencing on the Effective Date and shall thereafter remain in effect for a period stated in the Tender, unless terminated prior to the end of the Term by written consent of both Parties or otherwise in accordance with the provisions of this Agreement. For the avoidance of doubt, all Orders issued under the Agreement and intended to be valid during the Term (e.g., where the Order does not specifically states otherwise) shall expire (subject to applicable provisions of the Agreement) upon expiration of the Term as aforesaid.

SECTION – 4 PART A
GENERAL INSTRUCTION TO BIDDERS

1. DEFINITIONS:
(a)     "The Purchaser" means the Bharat Sanchar Nigam Ltd. (BSNL), New Delhi

(b) 
"The Bidder" means the individual or firm who participates in this tender and submits its bid.

(c)  
"The Supplier" or “The Bidder” means the individual or firm supplying the goods under the contract.

(d)  
"The Goods" means all the equipment, machinery, and/or other materials which the Supplier is required to supply to the Purchaser under the contract.

(e)   
"The Advance Work Order" or “Letter of Intent” (AWO) means the intention of Purchaser to place the Work Order on the bidder.

(f)    "The “Work Order" (WO) means the order placed by the Purchaser on the Supplier signed by the Purchaser including all attachments and appendices thereto and all documents incorporated by reference therein. The purchase order shall be deemed as "Contract" appearing in the document.

(g)    "The Contract Price" means the price payable to the Supplier under the purchase order for the full and proper performance of its contractual obligations.

 (h)  "Validation" is a process of testing the equipment as per the Generic Requirements in the specifications for use in BSNL network.  Validation is carried out in simulated field environment and includes stability, reliability and environmental tests.

 (i)    "Telecom Service Provider" means any Telecom operator in India, who is licensed by the Department of Telecommunications (DOT), Government of India to provide telecom services to the general public or to the other DOT licensed Telecom operators. "Telecom Service Provider" also refers to any Telecom operator in other countries providing telecom services to general public of that country or to other telecom operators of the same country. 

  (j)   
“Managed Service Provider (MSP)” or “Successful Bidder(s)” means the bidder(s) to who work has been awarded.
2. ELIGIBLITY CONDITIONS
Kindly refer to clause 4 of Section – 1 of this tender document
3. COST OF BIDDING
The bidder shall bear all costs associated with the preparation and submission of the bid. The Purchaser will, in no case, be responsible or liable for these costs, regardless of the conduct or outcome of the bidding process.
4. DOCUMENTS REQUIRED
4.1 The service and setup required from the Bidder, bidding procedures and contract terms and conditions are prescribed in the Bid Documents. The contents of the Bid documents are specified in the covering letter.

4.2 The Bidder is expected to examine all instructions, forms, terms and specifications in the Bid Documents. Failure to furnish all information required as per the Bid Documents or submission of the bids not substantially responsive to the Bid Documents in every respect will be at the Bidder’s risk and may result in rejection of the bid.
5. CLARIFICATION OF BID DOCUMENTS
5.1 A prospective Bidder, requiring any clarification on the Bid Documents shall submit his queries through the BSNL in writing and by Email to the BSNL’s mailing address indicated in the invitation of Bid. BSNL shall respond in writing to any request for the clarification of the Bid Documents, which it receives not later than 21 days prior to the date of opening of the Tender i.e. not later than XX/XX/2013 This date shall prevail over dates for submitting queries appearing anywhere on E-Tender portal. Copies of the query (without identifying the source) and clarifications by the BSNL shall be uploaded as Clarifications to the concerned Tender on BSNL C.O. website & on ETS portal, as addenda, for all the prospective Bidders who have downloaded the official copy of Tender documents from ETS portal.

5.2 Any clarification issued by BSNL in response to query raised by prospective Bidders shall form an integral part of bid documents and it shall amount to an amendment of relevant clauses of the bid documents. 

5.3 The format in which the clarifications are to be sent via FAX / E-mail (in MS-Excel sheets only) is




	S. No.
	Section
	Clause No.
	Ref Page No in Bid
	Brief Description of the clause
	Query/ Comments of Bidder

	
	
	
	
	
	


6. AMENDMENT OF BID DOCUMENTS
6.1 The Purchaser may, for any reason, whether at its own initiative or in response to a clarification requested by a prospective bidder, may modify bid documents by amendments prior to the date of submission of Bids with due notification to prospective bidders.
6.2 The amendments shall be notified in writing by FAX or Email or by Addendum through e-tendering portal ( for tenders invited through e-tendering process)to all prospective bidders on the address intimated at the time of purchase of the bid document from the purchaser and these amendments will be binding on them.
6.3 In order to afford prospective bidders a reasonable time to take the amendment into account in preparing their bids, the purchaser may, at its discretion, extend the deadline for the submission of bids suitably.
7. DOCUMENTS COMPRISING THE BID
The bid prepared by the bidder shall ensure availability of the following components:
(a) 
Documentary evidence establishing that the bidder is eligible to bid and is qualified to perform the contract if its bid is accepted in accordance with the clause 2 & 10.
(b)
Bid Security furnished in accordance with clause 12.

(c) 
A Clause by Clause compliance as per clause 11.2 (c)
(d) 
A Bid form and price schedule completed in accordance with clause 8 & 9.
8. BID FORM
8.1 The Bidder shall complete the bid form and appropriate price schedule furnished in the bid document.
9.     FINANCIAL PROPOSAL 
9.1 The Firm shall submit the financial bid as per format in Section 9-Part II. 

9.2 The approved % of revenue based fee shall remain fixed during period of contract and shall not be subjected to variation.

9.3 The Financial offer should be strictly in the format as at Section 9 (II) and any variation may render the offer invalid.

9.4 The revenue share % should be limited to 4 decimal points only. Any figure after 4 decimal points shall be ignored for all purpose. 

9.5 In case of variation between rate mentioned in figures & words, the amount in words shall prevail.

10. DOCUMENTS
ESTABLISHING
BIDDER’S
ELIGIBILITY AND QUALIFICATION
10.1 The bidder shall furnish, as part of the bid documents establishing the bidder's eligibility, the following documents or whichever is required as per terms and conditions of Bid Documents.
a) Documents to establish the eligibility and qualification of bidder as specified in Section-I and Section-4 Part B.
b) Power of Attorney as per clause 14.3 (a) and (d) and authorization for executing the power of Attorney as per clause 14.3 (b) or (c).
c) Undertaking duly signed by bidder and its technology provider stating that both of them shall be liable for due performance of the contract jointly and severally, if applicable. In case the bidder and its technology provider are same then an undertaking shall be submitted by bidder.
d) Agreement  between   the   bidder   and   the technology provider (if applicable).
e) Certificates from all Directors of the bidder stating that none of their near relatives are working in BSNL in accordance with clause 34.
f) Certificate of incorporation.
g) Article or Memorandum of Association or partnership deed or proprietorship deed as the case may be.
h) List of all Directors including their name(s), Director Identification Number(s) (DIN) and address (es) along with contact telephone numbers of office and residence.
i) Registration certificate from State Director of Industries or from Secretariat for Industrial Assistance (SIA), Ministry of Industries, Government of India, if applicable
j) Approval from Reserve Bank of India/ SIA in case of foreign collaboration, if applicable
10.2 Documentary evidence for financial and technical capability
a)
The bidder shall furnish audited Annual Report and /or a certificate from its bankers to assess its solvency/financial capability.

b) 
The bidder shall furnish documentary evidence about technical and production capability necessary to perform the contract.

10.3 In order to enable the Purchaser to assess the proven-ness of the system offered, the bidder shall provide documentary evidence regarding the system being offered by him.
10.4 A signed undertaking from Authorized Signatory of the bidder that shall certify that all components/ parts/ assembly/ software/Hardware used in the system shall be original, new components/ parts/ assembly/ software and that no refurbished/ duplicate/ second hand components/ parts/ assembly/ software are being used or shall be used.
10.5 For supply of any software i.e. operating system or any applications software the bidder should submit a Certificate Of Authenticity (COA), signed by Authorized Signatory stating that all Software supplied are authentic and legal copy is/ are being supplied.
10.6 Documentary evidence/ Declaration to the effect that the type of software to be utilized in the system/ equipment i.e. Packaged/ Canned OR Customized shall be furnished by the bidder. In case of Packaged/ Canned, the portion of value which represents consideration paid or payable for transfer of right to use such goods subject to provisions laid down in Central Excise/Custom Notifications”.
10.7 The bidder shall furnish, as part of his bid, documents establishing the conformity of his bid to the Bid Documents of all goods and services which he proposes to supply under the contract.
10.8 The documentary evidences of the “goods and services” conformity to the Bid Documents, may be, in the form of literature, drawings, data etc., and the bidder shall furnish:
(a)
A detailed description of goods with essential technical and performance characteristics;

and

(c) 
A clause-by-clause compliance on the purchaser’s Technical Specifications and  Commercial  Conditions  demonstrating substantial responsiveness  to the  Technical  Specifications(Section-3)  and  Commercial  Conditions.  In case  of  deviations,  a  statement  of  the  deviations  and  exception  to  the provision of the Technical  Specifications and Commercial Conditions shall be given by the bidder. A bid without clause-by-clause compliance of the Technical Specifications (Section-3), Commercial Conditions (Section-5Part A) and Special Conditions (Section -5partB) shall not be considered.
10.9 For the purpose of compliance to be furnished pursuant to the above clause, the bidder shall note that the standards for the workmanship, material and equipment and reference to the brand names or catalogue number, designated by the Purchaser in its Technical specifications are intended to be descriptive only and not restrictive.
11. BID SECURITY / EMD
The bidder shall furnish, as part of its bid, a bid security as mentioned in Section-1 (DNIT).

11.1 The bid security is required to protect the purchaser against the risk of bidder's conduct, which would warrant the forfeiture of bid security pursuant to Para 12.6.
11.2 A bid not secured in accordance with Para 12.1 & 12.2 shall be rejected by the Purchaser being non-responsive at the bid opening stage and archived unopened on e-tender portal for e-tenders and returned to the bidder unopened(for manual bidding process)
11.3 The bid security of the unsuccessful bidder will be discharged/ returned as promptly as possible and within 30 days of finalization of the tender or expiry of the period of the bid validity period prescribed by the purchaser pursuant to clause 13.
11.4 The successful bidder's bid security will be discharged upon  the bidder's   acceptance of the advance purchase order satisfactorily in accordance with clause 27 and furnishing the performance security, except in case of L-1 bidder, whose EMBG/EMD shall be released only after the finalization of ordering of complete tendered quantity in pursuance to clause no. 24.4 & 27.3 of this section..
11.5 The bid security may be forfeited:
a)
If the bidder withdraws or amends its bid or impairs or derogates from the bid in any respect during the period of bid validity specified by the bidder in the bid form or extended subsequently; or

 b) 
In the case of successful bidder, if the bidder fails to sign the contract in accordance with clause 28;

(c) In case of consortium, the front bidder shall submit an irrevocable undertaking in non-judicial    stamp paper of appropriate value duly signed by it and its technology/ consortium partner stating that both of them i.e. the front bidder and its technology/ consortium partner shall be liable for due performance of the contract jointly and severally, failing which both of them shall be liable to be barred from participating in future tenders/Tenders/ RFPs of BSNL for a period of two years.
12. PERIOD OF VALIDITY OF BIDS
12.1 Bid shall remain valid for period specified in clause 2 of Tender information (Section 2) from the date of opening of bids prescribed by the BSNL.  A bid valid for a shorter period shall be rejected by the BSNL being non-responsive.

12.2 In exceptional circumstances, the leaser may request the consent of the Bidder for an extension to the period of bid validity. The request and the response thereto shall be made in writing. The bid security provided under clause 11 shall also be suitably extended. The Bidder may refuse the request without forfeiting his bid security. A Bidder accepting the request and granting extension will not be permitted to modify his bid.
13. FORMATAND SIGNING OF BID
13.1 The bidder shall submit his bid, online, complying all eligibility conditions, other terms and conditions of tender document to be read along with the clarifications and amendments issued in this respect. All the documents must be authenticated, using Digital Signature, by the authorized person. The letter of authorization shall be indicated by written power-of-attorney accompanying the bid.
Note:-The Purchaser may ask the bidder(s) to supply, besides original bid, additional copy of bids as required by him.

13.2 The bid shall contain no interlineations, erasures or overwriting except as            necessary to correct errors made by the bidder in which case such corrections shall be signed by the person or persons signing the bid. All pages of the original bid, except for un-amended printed literatures, shall be digitally signed by the person or persons signing the bid.
13.3 Power of Attorney
(a) 
The power of Attorney should be submitted and executed on the non-judicial stamp paper of appropriate value as prevailing in the concerned states(s) and the same be attested by a Notary public or registered before Sub-registrar of the state(s) concerned. 

(b)
The power of Attorney be executed by a person who has been authorized by the Board of Directors of the bidder in this regard, on behalf of the Company/ institution/ Body corporate.

(c)
In case of the bidder being a firm, the said Power of Attorney should be executed by all the partner(s) in favour of the said Attorney.

(d) 
Attestation of the specimen signatures of such authorized signatory of the bid by the Company’s/ firm’s bankers shall be furnished. Name, designation, Phone number, mobile number, email address and postal address of the authorized signatory shall be provided.
14. SEALING AND MARKING OF BIDS:
14.1 The bid should be submitted online using Two Envelope methodology. The first   envelope- Technical part shall  consist  the  eligibility  requirements, technical specification and compliance to all terms and conditions of the bid document including clarifications addendums. The second envelope-financial part shall contain price schedule.
14.2 Venue of  Tender Opening: Specified in Clause 9 of Detailed Notice Inviting Tender (Section-1)
15. SUBMISSION OFBIDS
15.1 Bids must be submitted  Online  by the bidder as per instructions in section-4 part B not later than the specified date & time indicated in the covering letter.
15.2 The Purchaser may, at its discretion, extend this deadline for the submission of bids by amending the Bid Documents in accordance with clause 6 in which case all rights and obligations of the purchaser and bidders previously subject to the deadline will thereafter be subjected to the deadline as extended.

15.3 The  bidder  shall  submit  his  bid  offer  against  a  set  of  bid  documents purchased by him for all or some of the systems/equipment/packages as per requirement  of  the  Bid  Documents. 
He  may  include  alternate  offer,  if permissible as per the bid. However not more than one independent and complete offer shall be permitted from the bidder.
16. LATE BIDS
16.1 No bid shall be accepted online by the Electronic Tender System (ETS) after the specified deadline for submission of bids prescribed by the purchaser pursuant to clause 16.
17. MODIFICATION AND WITHDRAWAL OF BIDS
17.1 The bidder may modify, revise or withdraw his bid after submission prior to the deadline prescribed for submission of bid.

17.2 The bidder’s modification, revision or withdrawal shall have to be online and digitally authenticated as per clause 15.

17.3 Subject to clause 20, no bid shall be allowed for modification subsequent to the deadline for submission of  bids.
18. OPENING OF BIDS BY PURCHASER
18.1 The purchaser shall open bids  online in the presence of bidders or their authorized representatives who chose to attend, at time specified in clause 9 of  DNIT  (Section-1)  on  due  date.  The  bidder’s  representatives,  who  are present, shall sign in an attendance register. Authority letter to this effect shall be submitted by the  bidders before they are allowed to participate in bid opening (A Format is given in Section -7(C)).
18.2 A maximum of two representatives of any bidder shall be authorized and permitted to attend the bid opening.
18.3 The  bidder’s  names,  Bid  prices,  modifications,  bid  withdrawals  and such other details as the purchaser, at its discretion, may consider appropriate will be announced at the time of opening.
18.4 The date fixed for opening of bids, if subsequently declared as holiday by the BSNL, the revised date of schedule will be notified.  However, in absence of such notification,  the bids  will be opened on next  working day,  time and venue remaining unaltered.
19. CLARIFICATION OF BIDS
19.1 To assist in the examination, evaluation and comparison of bids, the purchaser may, at its discretion ask the bidder for the clarification of its bid. The request for the clarification and the response shall be in writing. However, no post bid clarification at the initiative of the bidder shall be entertained.
19.2 If any of the documents, required to be submitted along with the technical bid is found wanting, the offer is liable to be rejected at that stage. However the purchaser at its discretion may call for any clarification regarding the bid document within a stipulated time period. In case of noncompliance to such queries, the bid will be out rightly rejected without entertaining further correspondence in this regard.
20. PRELIMINARY EVALUATION
20.1 In the first stage of evaluation, BSNL (referred as purchaser also) shall evaluate the proposals to determine whether they are complete, whether required bid security has been furnished, whether the documents have been properly signed and whether the proposals are generally in order. 

20.2 BSNL shall determine the substantive responsiveness of each of the technical and commercial proposals to the requirements of the tender document. A substantively responsive proposal is one which conforms to all technical specifications and commercial terms and conditions of the tender document without material deviation/exceptions. The BSNL’s determination of proposal’s responsiveness shall be based on the contents of the proposal itself without recourse to extrinsic evidence.

20.3 A bid, determined as substantially non-responsive will be rejected by the BSNL and shall not subsequent to the bid opening be made responsive by the Bidder by correction of the non-conformity.

20.4 The BSNL may waive any minor infirmity or non-conformity or irregularity in a bid which doesn’t constitute a material deviation, provided such waiver doesn’t prejudice the establishment of techno-commercial parity among the proposals. 

20.5 During the evaluation, BSNL at its discretion may call upon the bidder to give a techno-commercial presentation of its offer, to explain the solution offered its capability to undertake the project and to respond to any question from BSNL.

20.6 The tender will be evaluated as per evaluation criteria defined in the tender document. After evaluation, BSNL shall prepare a list of bidders arranged in decreasing order of their Total Relative Score starting from the highest Total Relative Score (i.e. H1, H2, H3 and so on) for the purpose of awarding work.
20.7 Detailed evaluation criterion is in SECTION – 5 - PART B-2 of the tender document. 

21. CONTACTING THE PURCHASER
21.1 Subject to Clause 20, no bidder shall try to influence the Purchaser on any matter  relating to its bid, from the time of the bid opening till the time the contract is awarded.
21.2 Any effort by a bidder to modify his bid or influence the purchaser in the  purchaser’s  bid  evaluation,  bid  comparison  or  contract  award decision shall result in the rejection of the bid.
22. PLACEMENT OF ORDER
22.1 After evaluation, BSNL shall prepare a list of bidders arranged in decreasing order of their Total Relative Score starting from the highest Total Relative Score (i.e. H1, H2, H3 and so on) for the purpose of awarding work. Work shall be awarded to H1 bidder. 

22.2 In case H1 refuses to accept the work, BSNL shall award work to H2 bidder at the lower of percentage of revenue quoted by H1 or H2 bidder. In case H2 refuses, the work shall be awarded to H3 and so on bidder. 
22.3 In case of refusal by H1 bidder, Bid security of H1 bidder shall be forfeited. However, H2, H3 and so on may refuse to accept the work without the risk forfeiting their bid security.
23. PURCHASER’S RIGHT TO VARY QUANTITIES
23.1 Subscriber base of BSNL various lines of business may vary depending on the market conditions during the period of the contract.

24. PURCHASER’S RIGHT TO ACCEPT ANY BID AND TO REJECT ANY OR ALL BIDS
24.1 The Purchaser reserves the right to accept or reject any bid, and to annul the bidding process and reject all bids, at any time prior to award of contract without assigning any reason whatsoever and without thereby incurring any liability to the affected bidder or bidders on the grounds of purchaser’s action.
25. ISSUE OF ADVANCE Work ORDER (AWO)
25.1 The issue of an Advance Work Order shall constitute the intention of the Purchaser to enter into contract with the bidder.

25.2 The bidder shall within 14 days of issue of the advance purchase order, give his acceptance along with performance security in conformity with Performa enclosed in Section-7 (B) provided with the bid document.

26. SIGNING OF CONTRACT
26.1 The issue of Work order shall constitute the award of contract on the bidder.

26.2 Upon  the  successful  bidder  furnishing  performance  security  pursuant  to clause 27,  the  Purchaser  shall  discharge  the  bid security  in  pursuant  to clause 12.

27. ANNULMENT OF AWARD
27.1 Failure of the successful bidder to comply with the requirement of clause 28 shall  constitute sufficient ground  for the annulment of the award and the forfeiture of the bid  security in which event the Purchaser may make the award to any other bidder at the discretion of the purchaser or call for new bids.

28. QUALITY ASSURANCE REQUIREMENTS
The supplier shall have Quality Management System supported and evidenced by the following:

a) A Quality Policy.

b) A management representative with authority and responsibility for fulfilling QA requirements and for interfacing with purchaser in the matters of Quality. 

c) Procedure for controlling design/ production engineering, materials, choice of components/vendors, manufacturing and packaging process for supplying quality products.

d) System of Inward Good Inspection.

e) System to calibrate and maintain required measuring and test equipment.

f) System for tracing the cause for non-conformance (traceability) and segregating product which don't conform to specifications.

g) Configuration management and change-control mechanism.

h) A quality plan for the product. 

i) Periodical internal quality audits.

j) A 'Quality Manual' detailing the above Or infrastructure assessment certificate and Type Approval Certificate (TAC)/ Technical Specifications Evaluation Certificate (TSEC) issued by "QA Circle" shall be furnished.

29.  REJECTION OF BIDS 
29.1 While all the conditions specified in the Bid documents are critical and are to be complied, special attention of bidder is invited to the following clauses of the bid documents. Non-compliance of any one of which shall result in outright rejection of the bid.
a) Clauses 12.1, 12.3 & 13.1 of Section-4 Part-A:  The bids will be rejected at opening stage if Bid security is not submitted as per Clauses 12.1 & 12.3 and bid  validity  is  less  than  the  period  prescribed  in  Clause  13.1  mentioned above.

b) Clause 2 & 10 of Section-4 Part-A:  If the eligibility condition as per clause 2 of  Section  4  is  not  met  and/or  documents  prescribed  to  establish  the eligibility  as per Clause 10 of section 4 are not enclosed, the bids will be rejected without further evaluation.

c) Clause 11.2 (c) of Section-4 Part-A: If clause-by-clause compliance and deviation statements as prescribed are not given, the bid will be rejected at the stage of primary evaluation.  In case of no deviations, a statement to that effect must be given.

d) Section  5  Part  A-  Commercial  conditions,  Section-5 Part-B  Special Conditions of 
Contract 
& 
Section -3 
Technical Specifications: Compliance  if  given  using  ambiguous  words  like  “Noted”,  “Understood”, “Noted & Understood” shall not be accepted as complied. Mere “Complied” will  also be not  sufficient, reference  to  the enclosed documents showing compliances must be given.
e) Section-9 Part-II Price Schedule:  Prices are not filled in as prescribed in price schedule.

f) Section-4 Part-A clause 9.5 on discount which is reproduced below: “Discount,  if  any,  offered  by  the  bidder  shall  not  be  considered  unless specifically indicated in the price schedule.  Bidders desiring to offer discount shall therefore modify their offer suitably while quoting and shall quote clearly net price taking all such factors like Discount, free supply etc. into account”.

29.2 Before outright rejection of the Bid by Bid-opening team for non-compliance of any of the provisions mentioned in clause 31(a) of Section-4  part A and clause 10.1 (g),12.1 &12.3 of Section-4  Part-A and clause 4 of Section-1, though, the bidder  company is given opportunity to explain their position, however if the person  representing the company is  not satisfied with the decision of the Bid opening  team, he/they can submit the representation to the Bid opening team immediately but in no case after closing of the tender process  with  full  justification  quoting  specifically  the  violation  of  tender condition if any.

29.3 Bid opening team will not return the bids submitted by the bidders on the date of tender opening even if it is liable for rejection and will preserve the bids in sealed cover as submitted by taking the signatures of some of the desirous representatives
of   the   participating   bidder/companies 
present on the occasion.

29.4 The in-charge of  Bid opening team will mention the number of bids with the name of the company found unsuitable for further processing on the date of tender  opening  and  number  of  representations 
received  in  Bid  opening Minutes  and  if  Bid  opening  team  is  satisfied  with  the  argument  of  the bidder/company  mentioned  in  their  representation  and  feel  that  there  is prima-facie fact for consideration, the in-charge of the bid opening team will submit the case for review to competent authority CGM in circles and Director concerned in corporate office as early as possible preferably on next working day  and  decision  to  this  effect  should  be  communicated  to  the  bidder company within a week  positively. Bids found liable for rejection and kept preserved on the date of tender opening will be returned to the bidders after issue of P.O. against the instant tender.
29.5 If the reviewing officer finds it fit to open the bid of the petitioner, this should be done by giving three (working) days notice to all the participating bidders to give opportunity to desirous participants to be present on the occasion.
30. Purchaser’s right to disqualify

Purchaser reserves the right to disqualify the supplier for a suitable period (not less than one year & not more than 2 years) who habitually failed to supply the equipment in time. Further, the suppliers whose equipment does not perform satisfactory in the field in accordance with the specifications may also be disqualified for a suitable period (not less than one year & not more than 2 years)as decided by the purchaser.

31. PURCHASER’S RIGHT TO BAN BUSINESS DEALINGS

Purchaser reserves the right to bar the bidder from participating in future tenders/Tenders/ RFPs of BSNL for a period of two years in case he fails to honour its bid without sufficient grounds.

32. NEAR-RELATIONSHIP CERTIFICATE

32.1 The bidder should give a certificate that none of his/ her near relative, as defined below, is working in the units where he is going to apply for the tender.  In case of proprietorship firm certificate will be given by the proprietor.  For partnership firm certificate will be given by all the partners and in case of limited company by all the Directors of the company excluding Government of India/ Financial institution nominees and independent non-Official part time Directors appointed by Govt. of India or the Governor of the state and full time Directors of PSUs both state and central.  Due to any breach of these conditions by the company or firm or any other person the tender will be cancelled and Bid Security will be forfeited at any stage whenever it is noticed and BSNL will not pay any damage to the company or firm or the concerned person.

32.2 The Company or firm or the person will also be debarred for further participation in the concerned unit.

32.3 The near relatives for this purpose are defined as:-

a) Members of a Hindu undivided family.

b) They are husband and wife.

c) The one is related to the other in the manner as father, mother, son(s) & Son's wife (daughter in law), Daughter(s) and daughter's husband (son in law), brother(s) and brother's wife, sister(s) and sister's husband (brother in law).

32.4 The format of the certificate is given in Section 6 (B).

33. VERIFICATION OF DOCUMENTS AND CERTIFICATES 

The bidder will verify the genuineness and correctness of all documents and certificates, including experience/performance certificates, issued either by the bidder or any other firm / associate before submitting them in the bid. The onus of proving genuineness of the submitted documents would rest with the bidder. 

As per requirement of the tender’s conditions, if any document / paper / certificate submitted by the participant bidder is found to be false / fabricated / tempered / manipulated at any stage during bid evaluation or award of contract, then the bid security (EMBG) of the bidder would be forfeited and the bidder would be disqualified from the tender. Action would also be taken for banning of business dealing with the defaulting firm. In case contract has already awarded to the bidder, then PBG would be forfeited and the contract would be rescind / annulled and BSNL would be at liberty to procure the ordered goods and services from any other source at the risk and cost of the defaulting bidder. Action would also be taken for banning business dealing with the defaulting firm.

Note for MM Cell :To obviate any possibility of doubt and dispute and maintain veracity of the documents / papers / certificates, the documents conforming to eligibility part will be submitted by the participant bidder duly authenticated  by the authorized signatory along with EMBG (bid security) of requisite amount and will be checked at the time of tender opening. The documents / papers to be submitted in respective bid part will be explicitly mentioned in clause- 2 & 10 of Section-4 Part A. This bid part already signed by the authorized representative of the bidder company during bid submission) will be signed by the in charge of the tender opening team and will be kept preserved along with the bid submitted online. In case of any dispute these papers will be treated as authentic one.

34. Security Clause as per latest guidelines and requirement

34.1 Mandatory Licensing requirements with regards to security related concerns issued by the Government of India from time-to-time shall be strictly followed and appropriate clauses shall be added in all bid documents. Necessary guidelines in this regard shall be issued separately.

SECTION–4 PARTB
SPECIAL INSTRUCTIONS TO BIDDERS FOR E-TENDERING

General

The Special Instructions (for e-Tendering) supplement ‘Instruction to Bidders’, as given in these Tender Documents. Submission of Online Bids is mandatory for this Tender.

E-Tendering is a new methodology for conducting Public Procurement in a transparent and secured manner. Suppliers/ Vendors will be the biggest beneficiaries of this new system of procurement.  For conducting electronic tendering, BSNL has decided to use the portal (https://www.tcil-india-electronictender.com) through TCIL, a Government of India Undertaking. 

 Benefits to Suppliers are outlined on the Home-page of the portal.

Instructions

1. Tender Bidding Methodology:  

Sealed Bid System – ‘Two Stage - Two Envelopes’.(Financial & Technical bid shall be submitted at the same time)

2. Broad outline of activities from Bidders prospective:

1. Procure a Digital Signing Certificate (DSC)

2. Register on Electronic Tendering System® (ETS) 

3. Create Users and assign roles on ETS

4. View Notice Inviting Tender (NIT) on ETS

5. Download Official Copy of Tender Documents from ETS

6. Clarification to Tender Documents on ETS

· Query to BSNL (Optional) 

· View response to queries posted by BSNL as addenda.

7. Bid-Submission on ETS

8. Attend Public Online Tender Opening Event (TOE) on ETS


– Opening of Technical-Part

9. Post-TOE Clarification on ETS (Optional)


– Respond to BSNL’s Post-TOE queries

10. Attend Public Online Tender Opening Event (TOE) on ETS

· Opening of Financial-Part 


(Only for Technical Responsive Bidders)

For participating in this tender online, the following instructions are to be read carefully. These instructions are supplemented with more detailed guidelines on the relevant screens of the ETS.

3. Digital Certificates

For integrity of data and its authenticity/ non-repudiation of electronic records, and be compliant with IT Act 2000, it is necessary for each user to have a Digital Certificate (DC). also referred to as Digital Signature Certificate (DSC), of Class 2 or above, issued by a Certifying Authority (CA) licensed by Controller of Certifying Authorities (CCA) [refer http://www.cca.gov.in].

4. Registration

To use the ElectronicTender® portal (https://www.tcil-india-electronictender.com). Vendor need to register on the portal. Registration of each organization is to be done by one of its senior persons who will be the main person coordinating for the e-tendering activities. In ETS terminology, this person will be referred to as the Super User (SU) of that organization. For further details, please visit the website/portal, and click on the ‘Supplier Organization’ link under ‘Registration’ (on the Home Page), and follow further instructions as given on the site. Pay Annual Registration Fee as applicable.

Note: After successful submission of Registration details and Annual Registration Fee (as applicable). Please contact TCIL/ ETS Helpdesk (as given below), to get your registration accepted/activated.

	TCIL Helpdesk

	TCIL’s Contact Person
	Mr. Manish Tiwari

	Telephone/ Mobile
	011-26202624

 [between 9:30 hours to 18:00 hours on working days]

	E-mail  ID
	manish.tiwari@tcil-india.com

[Please mark CC: support@electronictender.com]


	ETS Helpdesk

	TCIL’s Contact Person
	Mr. Rakesh Ranjan

	Telephone/ Mobile
	M -8527311567

 [between 9:30 hours to 18:00 hours on working days]

	E-mail  ID
	support@electronictender.com]


	BSNL Contact-1

	BSNL’s Contact Person
	Mr. Sanjay Vatsa, Dy. Mgr.(MMY)

	Telephone/ Mobile
	011-23717844 

[between 9:30 hours to 18:00 hours on working days]

	E-mail  ID
	srvatsabsnl@gmail.com




	BSNL Contact-2

	BSNL’s Contact Person
	Mr. Manoj Jain ,Dy. Mgr.(MMX)

	Telephone/ Mobile
	011-23037172
[between 9:30 hours to 18:00 hours on working days]

	E-mail  ID
	manoj_jain@bsnl.co.in



5. Some Bidding related Information for this Tender (Sealed Bid)

The entire bid-submission would be online on ETS. Broad outline of submissions are as follows:

· Submission of Bid Security/ Earnest Money Deposit (EMD) 

· Submission of digitally signed copy of Tender Documents/ Addendum

· Two Envelopes

· Techno-commercial -Part  

· Financial-Part 

6. Offline Submissions:

The bidder is requested to submit the following documents offline to DM (MMT), BSNL Corporate Office, 2nd Floor, Bharat Sanchar Bhawan, Janpath, New Delhi – 110001 on or before the date & time of submission of bids specified in covering letter of this tender document, in a Sealed Envelope. The envelope shall bear (the project name), the tender number and the words ‘DO NOT OPEN BEFORE’ (due date & time).   

1. EMD-Bid Security (Original copy). 

2. DD/ Bankers cheque of Rs. 10,000/- drawn in favour of AO(Cash), BSNL CO, New Delhi, payable at New Delhi  against payment of tender document fee.
3. Power of attorney in accordance with clause 14.4 of Section-IV Part A.

Note: The Bidder has to upload the Scanned copy of all above said original documents as Bid-Annexures during Online Bid-Submission also.

7. Special Note on Security of Bids

Security related functionality has been rigorously implemented in ETS in a multi-dimensional manner. Starting with 'Acceptance of Registration by the Service Provider', provision for security has been made at various stages in Electronic Tender's software. Specifically for Bid Submission, some security related aspects are outlined below: 

As part of the Electronic Encrypter™ functionality, the contents of both the ‘Electronic Forms’ and the ‘Main-Bid’ are securely encrypted using a Pass-Phrase created by the Bidder himself. Unlike a ‘password’, a Pass-Phrase can be a multi-word sentence with spaces between words (e.g I love this World). A Pass-Phrase is easier to remember, and more difficult to break. It is recommended that a separate Pass-Phrase be created for each Bid-Part. This method of bid-encryption does not have the security and data-integrity related vulnerabilities which are inherent in e-tendering systems which use Public-Key of the specified officer of a Buyer organization for bid-encryption. Bid-encryption in ETS is such that the Bids cannot be decrypted before the Public Online Tender Opening Event (TOE), even if there is connivance between the concerned tender-opening officers of the Buyer organization and the personnel of e-tendering service provider. 

Typically, ‘Pass-Phrase’ of the Bid-Part to be opened during a particular Public Online Tender Opening Event (TOE) is furnished online by each bidder during the TOE itself, when demanded by the concerned Tender Opening Officer. 

There is an additional protection with SSL Encryption during transit from the client-end computer of a Supplier organization to the e-tendering server/ portal.

8. Public Online Tender Opening Event (TOE)  

ETS offers a unique facility for ‘Public Online Tender Opening Event (TOE)’. Tender Opening Officers as well as authorized representatives of bidders can attend the Public Online Tender Opening Event (TOE) from the comfort of their offices. For this purpose, representatives of bidders (i.e. Supplier organization) dully authorized are requested to carry a Laptop and Wireless Connectivity to Internet.

Every legal requirement for a transparent and secure ‘Public Online Tender Opening Event (TOE)’ has been implemented on ETS. 

As soon as a Bid is decrypted with the corresponding ‘Pass-Phrase’ as submitted online by the bidder himself (during the TOE itself), salient points of the Bids are simultaneously made available for downloading by all participating bidders. The tedium of taking notes during a manual ‘Tender Opening Event’ is therefore replaced with this superior and convenient form of ‘Public Online Tender Opening Event (TOE)’. 

ETS has a unique facility of ‘Online Comparison Chart’ which is dynamically updated as each online bid is opened. The format of the chart is based on inputs provided by the Buyer for each Tender. The information in the Comparison Chart is based on the data submitted by the Bidders in electronic forms. A detailed Technical and/ or Financial Comparison Chart enhances Transparency. Detailed instructions are given on relevant screens. 

ETS has a unique facility of a detailed report titled ‘Minutes of Online Tender Opening Event (TOE)’ covering all important activities of ‘Online Tender Opening Event (TOE)’. This is available to all participating bidders for ‘Viewing/ Downloading’. 

There are many more facilities and features on ETS. For a particular tender, the screens viewed by a Supplier will depend upon the options selected by the concerned Buyer.  

9. Other Instructions

For further instructions, the vendor should visit the home-page of the portal (https://www.tcil-india-electronictender.com), and go to the User-Guidance Center
The help information provided through ‘ETS User-Guidance Center’ is available in three categories – Users intending to Register / First-Time Users, Logged-in users of Buyer organizations, and Logged-in users of Supplier organizations. Various links are provided under each of the three categories.

Important Note: It is strongly recommended that all authorized users of Supplier organizations should thoroughly peruse the information provided under the relevant links, and take appropriate action. This will prevent hiccups, and minimize teething problems during the use of ETS. 

The following ‘FOUR KEY INSTRUCTIONS for BIDDERS’ must be assiduously adhered to: 

1. Obtain individual Digital Signing Certificate (DSC or DC) well in advance of your first tender submission deadline on ETS.

2. Register your organization on ETS well in advance of your first tender submission deadline on ETS

3. Get your organization’s concerned executives trained on ETS well in advance of your first tender submission deadline on ETS

4. Submit your bids well in advance of tender submission deadline on ETS (There could be last minute problems due to internet timeout, breakdown, et al) 

While the first three instructions mentioned above are especially relevant to first-time users of ETS, the fourth instruction is relevant at all times.


10.  Minimum Requirements at Bidders end

· Computer System with good configuration (Min P IV, 1 GB RAM, Windows XP)

· Broadband connectivity. 

· Microsoft Internet Explorer 6.0 or above

· Digital Certificate(s) for users.
11. Vendors Training Program 

One day training (10:00 to 17:00) would be provided. Training is optional. 

Vendors are requested to carry a Laptop and Wireless Connectivity to Internet.

	Scheduled Date
	Date of uploading of Tender document + 7 days

	Venue
	Meeting Room, 2nd Floor, BSNL Corporate Office,

Bharat Sanchar Bhawan, 

Janpath, New Delhi – 110001

	Vendors Training Charges

(Per Participant) per training day 
	Rs. 2,500/- 

(plus Service Tax @ 10.3 %)

	Mode of Payment of Fees
	DD payable to M/s TCIL, New Delhi at New Delhi


SECTION-5 PART A
GENERAL (COMMERCIAL) CONDITIONS OF CONTRACT

1. APPLICATION

The general condition shall apply in contracts made by the purchaser for the procurement of goods.

2. STANDARDS

The goods supplied under this contract shall conform to the standards prescribed in the Technical Specifications mentioned in Section-3.

3. PATENT RIGHTS

The supplier shall indemnify the purchaser against all third-party claims of infringement of patent, trademark or industrial design rights arising from use of the goods or any part thereof in Indian Telecom Network.
4. PERFORMANCE SECURITY (Performance Bank Guarantee PBG)
4.1 Successful bidder shall furnish performance security to BSNL for an amount equal to INR 100 Crore within 14 days from the date of issue of Advance Work Order by the Purchaser.
4.23 In consortium bid, both ISV (of CRM & Billing) and the Lead Bidder shall have to furnish separate Performance Bank Guarantees (PBGs). Either SI or ISV (of CRM & Billing) can be Lead Bidder. In consortium bids, PBG for the Lead Bidder shall be for an amount equal to INR 50 Crore. For consortium partner (CRM and Billing from same consortium partner) shall be for an amount equal to INR 50 Crore. In case the ISV of CRM and Billing are different then each of these ISV shall submit separate PBG of INR 25 Crore each. Lead Bidder shall not submit the PBG on behalf of the consortium partner.  

4.2 Both “Lead Bidder” and consortium partner shall provide certification signed by their respective authorized signatory that the PBG will be furnished by the respective company separately.

4.3 The  proceeds  of  the  performance  security  shall  be  payable  to  the Purchaser  as  compensation  for  any  loss  resulting  from  the  supplier’s failure to complete its obligations under the contract.
4.4 The performance security Bond shall be in the form of Bank Guarantee issued by a scheduled Bank and in the form provided in ‘Section-7 (B)’ of this Bid Document.
4.5 The performance security Bond will be discharged by the Purchaser after completion   of   the   supplier’s   performance   obligations   including   warranty and AMC obligations under the contract.
4.6 The validity of the Performance Bank Guarantee shall be twelve (12) years.
5. INSPECTION AND TESTS
5.1 The Purchaser or its representative shall have the right to inspect and test the goods and services as per prescribed test schedules for their conformity to the specifications.  
5.2 Detailed functional testing and acceptance criterion is in Section 5-B of the tender document.
6. DELIVERY of SERVICES AND DOCUMENTS
6.1 Delivery of the services and documents shall be made by the MSP in accordance with the terms specified by the purchaser in its schedule of requirements  and  special  conditions of contracts.

6.2 The delivery of the goods services and documents for various phases shall be completed as per the timelines defined in Section -3 of the tender document.

6.3 The extension of delivery period against the purchase order, if any, should be granted subject to the condition that BSNL shall have the absolute right to revise the price(s) and also to levy penalty for the delayed supplies.

7. INCIDENTAL SERVICES

Intentionally left Blank
8. PAYMENT TERMS
8.1 Payment of specified percentage of the price as stated in clause 6 of Section -2 (Tender Information) shall be made on receipt of goods by consignee. For claiming this payment the following documents are to be submitted to the paying authority.

(a) Invoice clearly indicating break up details of composite price i.e. Basic, E.D., Sales Tax, any other Duties and Taxes, Freight/Packing Charges, Service Tax etc.

(b) Acknowledged Delivery Challan in original.

(c) Excise gate pass / invoice or equivalent document, if applicable.

(d) Inspection Certificate of QA(Payable copy in original)

(e) The sea freight receipt as per the rates approved by the Ministry of Water and Surface Transport, if applicable.

(f) Proof of payment of Octroi/ entry tax etc., if applicable.

Note :-
 If the supplier fails to furnish necessary supporting documents i.e. excise/Customs invoices etc. in respect of the Duties/taxes which are CENVAT-able, the amount pertaining to such Duties/Taxes will be deducted from the payment due to the firm.

8.2 In those cases where supply of the equipments shortages/damages are intimated  to  the  supplier  in  writing,  the  appropriate  payment  shall  be released only after the cases are settled in accordance with the provision of the P.O.
8.3 (i)  Form C and also a certificate stating that the tendered item (stores) are meant  for  the use of BSNL shall be provided by the purchaser on the request of the bidder as and when asked for.
(ii) No payment will be made for goods rejected at the site on testing.
8.4 The bidder has to give the mandate for receiving the payment costing Rs.5 lacs and above electronically and the charges, if any, levied by bank has to be borne by  the   bidder/contractor/supplier.  The  bidder  company  are required to give the following information for this purpose :–
(i)  Beneficiary Bank Name:
(ii) Beneficiary Branch Name:
(iii) IFSC Code of beneficiary Branch: (iv) Beneficiary account No.
(v)  Branch Serial No. (MICR No.) :
9. PRICES
9.1 Price charged by the supplier for goods delivered and services performed under the contract shall not be higher than the prices quoted by the supplier in his Bid.

9.2 (a) Prices will be fixed at the time of issue of purchase order as per taxes and statutory duties applicable as per the tender. 
(b) In case of reduction of taxes and other statutory duties during the scheduled delivery period,  purchaser  shall  take  the  benefit  of decrease in these taxes/duties for the supplies made from the date of enactment of revised duties/taxes.
(c) In case of increase in duties/taxes during the scheduled delivery period, the purchaser shall revise the prices as per new duties/taxes for the supplies, to be made during the remaining delivery period as per terms and conditions of the purchase order.
9.3 Any increase in taxes and other statutory duties/levies after the expiry of   the delivery date shall be to the supplier’s account. However, benefit of any decrease in  these  taxes/duties  shall  be passed on to the Purchaser by the supplier.
9.4 Application of taxes and the tax payment responsibilities of both parties shall be based on the Agreement signed with the successful bidder.
10.   CHANGES IN PURCHASE ORDERS
10.1 The purchaser may, at any time, by a written order given to a supplier, make changes within the  general scope of the contract in any one or more of the following:
(a) 
drawings, designs or specifications, where Goods to be supplied under the contract are to be specifically manufactured for the Purchaser;
(b) 
the method of transportation or packing; 

(c)
the place of delivery; or

(d) 
the services to be provided by the supplier.

10.2 If any such change causes an increase or decrease in the cost of, or the time required for the execution of the contract an equitable adjustment shall be made in the contract price or delivery schedule, or both, and the contract shall accordingly be amended. Any proposal by the supplier for adjustment under this clause must be made within thirty days from the date of the receipt of the change in order.
11. SUBCONTRACTS
11.1 The  Supplier  shall  notify  the  Purchaser  in  writing  of  all  subcontracts awarded  under  this  contract  if  not  already  specified  in  his  bid.  Such notification, in his original bid or later shall not relieve the supplier from any liability or obligation under the Contract.
12. DELAYS IN THE SUPPLIER’S PERFORMANCE
12.1 Delivery of the Goods and performance of the services shall be made by the   Supplier in accordance  with  the  time  schedule  specified  by  the purchaser in its purchase order.  In case the supply is not completed in the stipulated delivery period, as indicated in the Purchase Order, purchaser reserves the right either to short close /cancel this purchase order and/or recover liquidated damage charges.   The cancellation/short closing of the order shall be at the risk and responsibility of the supplier and purchaser reserves the right to purchase balance unsupplied item at the risk and cost of the defaulting vendors.
12.2 Delay by the Supplier in the performance of its delivery obligations shall render the Supplier liable to any or all of the following sanctions: 

(a) forfeiture of its performance security, 

(b) imposition of liquidated damages, and/ or 

(c) Short closure of the contract in part or full and/ or termination of the contract for default.

12.3 If at any time during the performance of the contract, the supplier encounters condition impending timely delivery of the goods and performance of service, the supplier shall:

(a) Promptly notify to the Purchaser in writing the fact of the delay, its likely duration and its cause(s). As soon as practicable after receipt of the supplier's notice, the purchaser shall evaluate the situation and may at its discretion extend the period for performance of the contract (by not more than 20 weeks or as per provisions of clause 13.2 Section-5A as per provision given below :

(b) The vendor has to submit their request for extension along with the undertaking as per clause 21 Section-5A (Fall Clause). Liquidated damages will apply. 
(c) In case extension is being granted beyond 20 weeks then the vendor shall submit additional BG while seeking extension. For piecemeal items the amount of additional BG shall be 5% of the value of balance quantity of items to be supplied for which extension in delivery period has been sought. In case of infrastructure/turnkey projects other than as stated above, 1% of the total project value shall be the value for additional BG. The additional BG shall be valid for six months beyond extension of delivery period sought and shall be discharged after the full ordered quantity has been supplied to the ultimate consignee within the last extended delivery period on submission of inspection certificate from QA and consignee receipt without prejudice to the other remedies available to the purchaser. 

(d) If the vendor fails to deliver the full ordered quantity even during extended delivery period then the PO shall be short-closed and the Performance Bank Guarantee as well as additional BG shall be forfeited.

(e) Format of (i) letters conveying conditions of DP extension and (ii) DP extension letter are in appendix.  

12.4 If the supplies are not completed in the extended delivery period, the purchase order shall be short-closed and both the Performance securities shall be forfeited.

13. LIQUIDATED DAMAGES
13.1 The date of delivery of the stores/services stipulated in the tender should be deemed to be the essence of the contract and delivery must be completed no later than the dates specified therein. Extension will not be given except in exceptional circumstances. Should, however, deliveries be made   after   expiry  of   the   contracted   delivery  period,   without   prior concurrence of the purchaser and be accepted by the consignee, such delivery  will not deprive the purchaser of his right to recover liquidated damage under clause 13.2 below. 
13.2 If the MSP fails to deliver the store and services or any part thereof within the period prescribed and agreed for delivery of services during various phases as defined in Section-3 of tender document, the BSNL without prejudice to other remedies available to the BSNL shall be entitled to recover,  as  agreed  liquidated  damages  for  breach  of  contract,  a  sum equivalent to 5 lakh INR for each week of delay or part thereof for a period up to 10 (TEN) weeks, and thereafter at the rate of 10 lakh INR for another TEN weeks of delay in each of the three phases separately.
13.3 DP extension beyond 20 weeks would not be generally allowed. The extension  beyond   20   weeks   may  be   decided  in  most  exceptional circumstances on case to case basis, by the CGM concerned in case of tenders  floated by Circles and by the Functional Director concerned in case tenders floated by Corporate Office, stating reasons and justifications for grant of extension of delivery period beyond 20 weeks.
13.4 In the case of  package supply/turnkey projects when the delayed portion of the supply materially hampers installation and commissioning of the systems, LD charges shall be levied as above
13.5 Quantum of liquidated  damages  assessed  and  levied  by  the purchaser and decision of the purchaser thereon shall be final and binding on the supplier, further the same shall not be challenged by the supplier either before Arbitration tribunal or before the court. The same shall stand specifically excluded from the purview of the arbitration clause, as such shall not be preferable to arbitration. However, when supply is made to the ultimate  consignee  within  21  days  of  QA  clearance  in  the  extended delivery period and the goods were dispatched within this delivery period, the consignee may accept the stores and in such cases the LD shall be levied up to the date of dispatch after QA clearance only.
13.6 The total value of the liquidated damages as per above sub-clauses shall be limited to a maximum of 1.5 Crores i.e. in every phase. This upper ceiling of LD is separate for each of three phases and shall be handled independently.
14. FORCE MAJEURE
If, at any time, during the continuance of this contract, the performance in whole  or  in part by either party of any obligation under this contract is prevented or delayed by reasons of  any war or hostility, acts of the public enemy, civil  commotion, sabotage , fires, floods, explosions, epidemics, quarantine restrictions, strikes, lockouts or act of God (hereinafter referred to as events)  provided notice of happenings of any such eventuality is given  by  either  party  to  the  other  within  21  days  from  the  date  of occurrence thereof, neither party shall by reason of such event be entitled to  terminate  this  contract  nor  shall  either  party  have  any  claim  for damages  against   other in respect of such non-performance or delay in performance, and  deliveries under the contract shall be resumed as soon as practicable after such an event come to an end or cease to exist, and the decision of the Purchaser as to whether the deliveries have been so resumed  or   not  shall  be  final  and  conclusive. Further  that  if  the performance  in  whole  or  part  of  any  obligation  under  this  contract  is prevented or delayed by reasons of any such event for a period exceeding 60 days, either party may, at its option, terminate the contract. Provided,  also that if the contract is  terminated  under  this  clause,  the Purchaser shall be at liberty to take over from the Supplier at a price to be fixed by the purchaser, which shall be final, all unused, undamaged and acceptable  materials,  bought  out  components  and  stores  in course  of manufacture which  may be in possession of the   Supplier at the time of such termination or such  portion thereof as the purchaser may deem fit, except such materials, bought out components and stores as the Supplier may with the concurrence of the purchaser elect to retain.

15. TERMINATION FOR DEFAULT
15.1 The Purchaser may, without prejudice to any other remedy for breach of contract, by written notice of default, sent to the supplier, terminate this contract in whole or in part.
a)  if  the  supplier  fails  to  deliver  any  or  all  of  the  goods  within  the  time period(s) specified in the contract, or any extension thereof granted by the purchaser pursuant to clause12;
b)  if the supplier fails to perform any other obligation(s) under the  Contract;
and
c)  if the supplier, in either of the above circumstances, does not remedy his failure within  a  period of 15 days (or such longer period as the purchaser may  authorize  in  writing)  after  receipt  of  the  default  notice  from  the purchaser.

15.2 In the event the purchaser terminates  the contract  in whole or in part pursuant to para 15.1 the purchaser may procure, upon such terms and in such manner as it deems appropriate, goods similar to those undelivered and the supplier shall be  liable to the Purchaser for any excess cost for such similar goods. However the supplier shall continue the performance of the contract to the extent not terminated.
16. TERMINATION FOR INSOLVENCY

16.1 The Purchaser may at any time terminate the Contract by giving written notice to the Supplier, without compensation to the supplier.  If the supplier becomes  bankrupt  or otherwise insolvent as declared by the competent court provided that such termination will not prejudice or affect any right of action  or  remedy  which  has  accrued  or  will  accrue  thereafter  to  the purchaser.

17. ARBITRATION
17.1 In the  event  of  any  question,  dispute  or  difference  arising  under  this agreement  or  in  connection  there-with  (except  as  to  the  matters,  the decision to which is specifically provided under this agreement), the same shall be referred to the sole arbitration of the CMD, BSNL or in case his designation is changed  or his office is abolished, then in such cases to the sole  arbitration  of  the  officer  for  the  time  being  entrusted  (whether  in addition to his own duties or otherwise)  with the functions of the CMD, BSNL  or  by  whatever  designation  such  an   officer  may  be  called (hereinafter referred to as the said officer), and if the  CMD or the said officer is unable or unwilling to act as such, then to the sole arbitration of some  other  person  appointed  by  the  CMD  or  the  said  officer.  The agreement  to  appoint  an  arbitrator  will  be  in  accordance  with  the Arbitration and Conciliation Act 1996.   There will be no objection  to any such  appointment  on  the  ground  that  the  arbitrator  is  a  Government Servant or  that  he has to deal with the matter to which the agreement relates or that in the course of his duties as a Government Servant he has expressed his views on all or any of the matters in dispute. The award of the  arbitrator  shall  be  final  and   binding  on  both  the  parties  to  the agreement.  In  the  event  of  such  an  arbitrator  to  whom  the  matter  is originally referred, being transferred or vacating his office or being unable to act for any reason whatsoever, the CMD, BSNL or the said officer shall appoint another person to act as an arbitrator in accordance with terms of the agreement and the person so appointed shall be entitled to proceed from the stage at which it was left out by his predecessors.
17.2 The arbitrator may from time to time with the consent of both the parties enlarge the time frame for making and publishing the award. Subject to the aforesaid, Arbitration and Conciliation Act, 1996 and the rules made there under, any modification thereof for the time being in force shall be deemed to apply to the arbitration proceeding under this clause.
17.3 The venue of the arbitration proceeding shall be the office of the CMD, BSNL, New Delhi or such other places as the arbitrator may decide.
18. SET OFF
18.1 Any sum of  money due and payable to the supplier (including security deposit refundable to him) under this contract may be appropriated by the purchaser or  the  BSNL or any other person(s) contracting through the BSNL and set off the same against any claim of the Purchaser or BSNL or such other person or person(s) for payment of a sum of money arising out of this contract or under any other contract made by the supplier with  the Purchaser or BSNL or such other person(s) contracting through the BSNL.
19. INTIMATION OF SUPPLY STATUS 

19.1 The bidders, who are given Purchase Orders, must give the details of the supplies  made against all the Purchase Orders every month on the first working day of  the following month to MM and the concerned Planning Branches of BSNL (Corporate Office).

20. DETAILS OF THE PRODUCT 

20.1 The bidder  should  furnish the  name  of  his  collaborator  (if  applicable), brand name, model no. and type of the products offered in this tender. The technical literatures of the products should also be submitted.  No change in either technology or product shall be permitted after opening of bids.

21. FALL CLAUSE
21.1 The prices once fixed will remain valid during the scheduled delivery period except for the provisions in clause 9.1 of Section-5A. Further, if at any time during the contract

(a) It comes to the notice of purchaser regarding reduction of price for the same or similar equipment/ service;

And / or

(b) The prices received in a new tender for the same or similar equipment/ service are less than the prices chargeable under the contract.

21.2 The purchaser, for the purpose of delivery period extension, if any, will determine and intimate the new price, taking into account various related aspects such as quantity, geographical location etc., and the date of its effect for the balance quantity/ service to the vendor.  In case the vendor does not accept the new price to be made applicable during the extended delivery period and the date of its effect, the purchaser shall have the right to terminate the contract without accepting any further supplies. This termination of the contract shall be at the risk and responsibility of the supplier and the purchaser reserves the right to purchase the balance unsupplied quantity/ service at the risk and cost of the defaulting vendor besides considering the forfeiture of its performance security.

21.3 The vendor while applying for extension of time for delivery of equipment/services, if any, shall have to provide an undertaking as "We have not reduced the sale price, and/ or offered to sell the same or similar equipment/ service to any person/ organization including Department of central/state Government or any central/ state PSU at a price lower than the price chargeable under the contract for scheduled delivery period."

21.4 In case under taking as in Clause 21.3 is not applicable, the vendor will give the details of prices, the name(s) of purchaser, quantity etc. to the purchaser, while applying extension of delivery period.

22. COURT JURISDICTION
22.1 Any dispute arising out of the tender/ bid document/ evaluation of bids/ issue of APO shall be subject to the jurisdiction of the competent court at the place from where the NIT/ tender has been issued.

22.2 Where a contractor has not agreed to arbitration, the dispute/ claims arising out of the Contract/ PO entered with him shall be subject to the jurisdiction of the competent Court at the place from where Contract/ PO has been issued. Accordingly, a stipulation shall be made in the contract as under.

‘This Contract/PO is subject to jurisdiction of Court at New Delhi only”
****
SECTION-5 PART B
SPECIAL CONDITIONS OF CONTRACT

1. The special terms  and conditions  of  the contract shall supplement the ‘Instructions to the Bidders’ (Section –4 part A) and "General Conditions of the Contract"   (Section-5  Part  A)  and  wherever  there  is  a  conflict,  the provisions herein shall prevail over those in Section-4 A and Section-5 Part A and elsewhere in the document.
2. All sub sections in Section-5 PART – B i.e. SECTION – 5 PART B-1 to SECTION – 5 PART B-44, and all  Annexures shall constitute the special terms and conditions of the contract.
SECTION – 5 PART B-1
General Specifications
1. BSNL Organizational Set-up:

1.1. Bharat Sanchar Nigam Limited (BSNL) is the leading telecommunication provider in India having countrywide presence with over 90+ million wireless subscribers and 30+ million wire line telephone subscribers and offer hosts of other services like Wire line, CDMA mobile, GSM Mobile, Internet Broadband, Carrier service, MPLS-VPN, VSAT, VoIP services, IN Services, Data communication, National long distance, International Long Distance, Leased Line, etc. 
1.2. For the purpose of operations and revenue BSNL is divided into circles and each circle is further subdivided into SSAs (Secondary Switching Area). 
1.3. While circles are typically same as States, SSAs are same as districts in most of the cases. For the purpose of charging SSA boundary is normally co-terminus with LDCA (Long Distance Charging Area). Each LDCA is further divided into number of SDCA (Short Distance Charging Area).
1.4. Each SSA is like a separate profit center. Typically each SSA is responsible for providing service to the customers and subsequent customer support of that area. Customer touch points are Customer support centers located in various SDCAs, which are responsible for Service registration and related commercial formalities followed with collection of payments against demand notes and bills. 
1.5. Back Office operations are offered through commercial offices, accounts offices, operational & maintenance units. Commercial offices are responsible for different kind of service request. 
1.6. There are well laid out accounting practices which ensures that a proper record is maintained both at the commercial and accounts office for the customer.

2. Tender Outline
2.1. This Tender will outline high level business and service requirements by functional area rather than define a specific set of solutions. Bidders will be responsible for designing and deploying complete turnkey solutions to the business requirements. Turnkey solutions are expected to include all hardware, software, infrastructure and professional services required for implementation and ongoing operations.

3. Technology Refreshxe "3.6  TECHNOLOGY INFRASTRUCTURE REFRESH"
3.1. The Bidder will be expected to refresh (replace and upgrade) the offered technology infrastructure on an on-going basis to avoid technological obsolescence. This includes application and infrastructure equipment as well as other information technology equipment.

4. Performance Measurements
4.1. Bidder performance incentives for outstanding performance and penalties for failure to meet Tender requirements will be as per business outcome measures stated in this Tender as the basis for performance metrics wherever possible
5. Scalable

5.1. Bidder shall ensure horizontal and vertical scalability of the offered solution and maintains fit to evolving platform, in order to support dynamic growth of BSNL.
6. Transparency and Governance
6.1. Bidder shall ensure compliance to BSNL requirements and commitments made through Governance and reports (including SLA results and the provision of minutes from governance forums), inspection and audit, system availability analysis, post-incident summary (i.e. a root cause analysis), production operation and risk management.
7. Disengagement procedure
7.1. Bidder shall agree to Disengagement procedures in accordance with the terms and conditions in the tender to ensure that on expiry or termination of the Agreement, BSNL shall be at liberty to decide whether to continue to obtain Managed Services from the Bidder; bring Managed Services back in-house or obtain replacement services from another Managed Services Provider.

8. Revenue based fee arrangement

8.1. Payment to MSP is as per the approved % of revenue based fee arrangement as defined in this Tender.
9. Managing business Requirements / needs

9.1. The evolution of BSNL services shall be ensured by the Bidder by introducing new features and functionality to the Managed Software.

9.2. Bidder will facilitate service evolution to meet BSNL’s business objectives and to provide BSNL’s anticipated customer experience outcomes. 

9.3. The Tender is not prescriptive as to the manner of delivery of Managed Services by Bidder, as the Managed Services are to be provided using the Managed Software to the stated Service Levels and otherwise, in accordance with this Agreement. 
10. Application Framework guidelines

10.1. Bidder shall ensure and provide an Application Framework that provides the bridge between Business Process Framework and Information Framework that includes CRM, BSS and OSS applications and services.
10.2. The Application Framework proposed by the Bidder will enable a higher degree of automation that reduce human errors and improve operational efficiency.

10.3. The Bidder shall indicate the systems that they supply and the systems that they partner with other companies to deliver. It may be used to show both current and future portfolios.

10.4. The offered portfolio shall cover all vertical process areas: Customer Relationship Management, Fulfillment, Assurance, & Billing (FAB), and Operational Support Readiness (OSR) functions along with the layering Information Framework domains of Market/Sales, Product, Customer, Service, Resource, Partner, and Enterprise and other business applications as per TAM framework. 

10.5. To achieve long term benefits, the underpinning architecture must be enterprise wide that gives BSNL strategic agility and adapt quickly to new business models, new technologies, and new partnering agreements.  

10.6. Bidder shall develop, document, communicate and implement Application development methodologies, processes and procedures in accordance to acceptable standards.
10.7. Bidder shall develop and maintain applications architecture by apply appropriate Application architecture design.
10.8. Bidder shall ensure that hardware, storage etc offered are based on Industry standard and belonging to reputed OEM’s. Bidder shall not offer proprietary infrastructure and infrastructure that come bundled and cannot be decoupled from the overlay software components.

11. Service delivery Framework guidelines

11.1. System shall enable reduction of cycle time to translate ideas to market offerings. System shall enable to compete and to bring to market new services and products based on applications, services and products offered.

11.2. System shall support efficient lifecycle management of services based on combination of existing and new services with the ability to provide differentiated services.
11.3. System shall be capable of interworking with the current infrastructure of BSNL and shall enable integration with such infrastructure. System shall provide an evolutionary path for BSNL infrastructure from the current infrastructure to an infrastructure designed for future needs. 
11.4. The Service Delivery Framework must rely on widely available open and standard technologies as used across the widest possible set of industries.

11.5. System shall support automation of business processes. System shall support flexibility in adaptation to changes imposed by regulation authorities.

11.6. System shall specify a service level capability to abstract monitoring of resources in a Service Provider environment.
DRAFT

SECTION – 5 - PART B-2
Tender Evaluation
1. Objective

1.1 The objective of this section is to define the evaluation methodology that will be employed by BSNL to facilitate the selection of the successful Bidder. 

1.2 Evaluation criteria proposed to be adopted will be Quality cum Cost Based System (QCBS).
2. Evaluation process

2.1 BSNL shall evaluate first the Technical Bids. Based on the outcome of Technical evaluation. For the techno-commercial responsive bids Financial bids shall be opened.   

2.2 Evaluation criteria for the final selection of the bidder shall be Quality cum Cost Based System (QCBS) where Technical Bid Score will get a weightage of 70 and Commercial Bid Score a weightage of 30.

3. Evaluation of Eligibility Criteria

3.1 Bids submitted by all the bidders would be evaluated for eligibility as per the Eligibility criteria mentioned in this section. Bids not complying with the eligibility criteria will be rejected and will not be considered for further evaluation. 

3.2 Successful bids out of this stage would be considered for techno-commercial evaluation. 

3.3 Bidders must submit the documentary evidence in support of meeting eligibility criteria. 

4. Evaluation of Technical Bids

4.1 The technical bids will be evaluated for determining the continued eligibility of the Bidder for Project and compliance of the bids with the necessary technical requirements and scope of work of this tender. 

4.2 BSNL may seek specific clarifications from the Bidder(s) during the techno-commercial evaluation stage. All the clarifications received within the stipulated time shall be considered for evaluation and shall form part of the proposal.  

5. Evaluation of Bidder Credentials

5.1 The Bidder credentials will be evaluated for determining the credentials of the Bidder as an organization and also the ability to deliver the required services as envisaged in this Tender. 

6. Technical Bid Evaluation

6.1 The technical bid will be analyzed and evaluated, based on which the Relative Technical Score (RTS) shall be assigned to each bid.

6.2 Relative Technical Score (RS Tech) for each Bidder will be calculated as follows based on above parameters: 

RS Tech = T / T high * 100 Where, RS Tech = Relative score obtained by the bidder T = Technical score obtained by bidder, T high = Highest Technical score secured among the bidders. 

6.3 Technical Bids receiving a RTS greater than or equal to a score of cut-off marks of 70, will be eligible for consideration in the subsequent round of finance bid evaluation.
6.4 If less than 3 bidders qualify as per above criteria, BSNL reserves the right to short list top 3 bidders. 

7. Evaluation of financial Bids

7.1 In this phase, the financial Bids of the Bidders, who are found technically qualified in previous phase, shall be taken for financial evaluation. 

7.2 The financial bids of the Bidders shall be evaluated based on the revenue share % quoted by bidders.
7.3 Relative financial Score (RSCom) for each Bidder will be calculated as follows: 

RS Com = C Low / C * 100 Where, RS Com = Relative score for financial Bid of the Bidder C = Financial bid % value of the bidder, C Low = Lowest Financial bid % value out of all the financial bids opened 
8. Final Selection of the Eligible Bidder

8.1 Total Relative Score (RS) obtained by each Bidder shall be calculated as follows: 

RS = RS Tech * 0.7 + RS Com * 0.3 

8.2 The bidder with maximum Relative Score (RS) thus obtained shall  be declared as successful bidder. 

9. EVALUATION PROCEDURE
9.1 The evaluation process of the Bid consists of three parts:

i. The Check of Eligilbity criterion (Preliminary Qualification)  

ii. Techno-commercial Evaluation of the Bid; followed by

iii. The Financial Evaluation of the Bid.

9.2 The term "Techno-commercial Evaluation" refers to the non-financial part of the evaluation of the Bid.

10. Eligibility Conditions Compliance Evaluation

As per documentary evidence submitted by the bidder as per eligibility criterion defined in the Section-1 of tender document. 
11. Bidder Credentials
11.1. Financial Strength of the Bidder (Foreign currency shall be converted to INR at an exchange rate on last day of respective financial year under consideration.)
	
	Evaluation Criteria
	Maximum Score
	Detailed Point System
	Supporting Documents

	Eligibility Criteria
	Cumulative Annual Revenue of the Bidder for the last three (3)  audited financial years (2010-2011, 2011-2012, 2012-2013)
	5
	<=INR 15,000 Crore
	Greater than INR 15,000 Crore and up to INR 25,000  Crore
	Greater than INR 25,000 Crore and up to INR 35,000 Crore  
	>INR 35,000 Crore
	Audited and published financial reports of the firm for each of the three financial years signed by authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	
	Total Cash Balance of the Company as per the latest financial audited report (2012-13)
	5
	<= INR 1500 Crore
	Greater INR 1500 Crore and up to INR 3000 Crore
	Greater than INR 3000 Crore and up to INR 5000 Crore
	>INR 5000 Crore
	Certificate signed by the statutory auditor of the company with details

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	


11.2. Organizational Strength of the Bidder

	
	Evaluation Criteria
	Maximum Score
	Detailed Point System
	Supporting Documents

	
	The number of years the Bidder’s company been in existence
	5
	<= 5 years
	Greater than 5 years and up to 15 years
	Greater than 16 years and up to 25 years
	>25 years
	Certificate of Incorporation signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(25% of maximum score)
	(50% of maximum score)
	(75% of maximum score)
	(100% of maximum score)
	

	Eligibility Criteria
	The number of employees the Bidder have through its parent company or its subsidiary in India experienced in IT Projects and operations for telecom service providers as on date of bid submission.
	5
	0-1000

	1001-2000


	2001-3000


	>3000


	Certificate from Chartered accountant/auditor shall be submitted

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	


11.3. Deployment Leadership of the Bidder

	
	Evaluation Criteria
	Maximum Score
	Detailed Point System
	Supporting Documents

	Eligibility Criteria
	Support at least 150 million subscribers globally across wire line / wireless telecom networks of which at least 5 million subscribers shall be wire-line subscribers.
	5
	150 million subscribers
	Greater than 150 and up to 200 million subscribers
	Greater than 200 and up to 250 million subscribers
	>250 million
	Client certification(s) in the prescribed format attached as Section 10 Annexure 1-A to the tender document

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	
	Number of active Telecom clients installations that the bidder was responsible for the overall implementation of CRM system  (doesn't necessarily have to be the offered CRM). (Only active deployments will be considered)
	5
	<=10 installations
	Greater than 10 and up to 20 installations
	Greater than 20 and up to 30 installations
	>30 installations
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-A with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(25% of maximum score)
	(50% of maximum score)
	(75% of maximum score)
	(100% of maximum score)
	

	
	Number of active Telecom clients installations that the bidder was responsible for the overall implementation of the Billing system (doesn't necessarily have to be the offered Billing). (Only active deployments will be considered)
	5
	<=10 installations
	Greater than 10 and up to 20 installations
	Greater than 20 and up to 30 installations
	>30 installations
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-B with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(25% of maximum score)
	(50% of maximum score)
	(75% of maximum score)
	(100% of maximum score)
	

	
	How many new Telecom BSS (CRM and Billing) projects have been contracted by the Bidder after 01-04-10 (doesn't necessarily have to be the offered solution for CRM and / or Billing)
	5
	<=1 contract 
	Greater than 1 and up to 3 contracts
	Greater than 3 and up to 5 contracts
	>5 contracts
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-C with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(25% of maximum score)
	(50% of maximum score)
	(75% of maximum score)
	(100% of maximum score)
	


11.4. Quality Certifications of the Bidder

	
	Evaluation Criteria
	Maximum Score
	Detailed Point System
	Supporting Documents

	Eligibility Criteria
	Is the Bidder certified on SEI-CMMI
	5
	SEI-CMMI3
	SEI-CMMI4
	SEI-CMMI5
	Certification to be provided by the Bidder (signed by the authorized signatory)

	
	Percentage of Maximum scores eligible for each slab
	
	(50% of maximum score)
	(75% of maximum score)
	(100% of maximum score)
	

	
	Is the Bidder certified on ISO/IEC 20000 (IT service Management)
	3
	No
	Yes
	Certification to be provided by the Bidder (signed by the authorized signatory)

	
	Percentage of Maximum scores eligible for each slab
	
	(0% of maximum score)
	(100% of maximum score)
	

	
	Is the Bidder Certified on ISO 27001 (Information security Management)
	3
	No
	Yes
	Certification to be provided by the Bidder (signed by the authorized signatory)

	
	Percentage of Maximum scores eligible for each slab
	
	(0% of maximum score)
	(100% of maximum score)
	

	
	Is the Bidder certified on BS 25999 (Business Continuity management certification)
	3
	No
	Yes
	Certification to be provided by the Bidder (signed by the authorized signatory)

	
	Percentage of Maximum scores eligible for each slab
	
	(0% of maximum score)
	(100% of maximum score)
	


12 CRM software OEM capabilities

12.1 Organizational Credentials

	
	Evaluation Criteria
	Maximum Score
	Detailed Point System
	Supporting Documents

	
	How long has quoted CRM product been in the market
	5
	<=5 years
	Greater than 5 and up to 10 years
	Greater than 10 and up to 15 years
	>15 years
	Certificate of Incorporation of ISV firm signed by the country head of ISV and counter signed by the authorized signatory of bidder.

	
	Percentage of Maximum scores eligible for each slab
	
	(25% of maximum score)
	(50% of maximum score)
	(75% of maximum score)
	(100% of maximum score)
	

	
	Number of Telecom customers worldwide where the ISV’s quoted CRM solution (generic, any version) is in active production deployment 
	5
	<=5 customers
	Greater than 5 and up to 15 customers
	Greater than 15 and up to 20 customers
	> 20 customers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-D with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product Eligibility Criteria
	How many of your active CRM installations serve the customer care needs of wireless line of business of telecommunication service providers
	5
	<=10 customers
	Greater than 10 and up to 20 customers
	Greater than 20 and up to 30 customers
	> 30 customers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-E with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product Eligibility Criteria
	How many of your active CRM installations serve the customer care needs of wire-line line of business of telecommunication service providers
	5
	<=5 customers
	Greater than 5 and up to 10 customers
	Greater than 10 and up to 15 customers
	> 15 customers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-F with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product Eligibility Criteria
	What is the maximum number of named users supported by a single active installation of the offered CRM in a  telecommunication service provider environment
	5
	<=7000 users
	Greater than 7000 and up to 10000 users
	Greater than 10000 and up to 12000 users
	> 12000 users
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-G with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	


13 Billing software OEM capabilitieS

13.1 Organizational Credentials

	
	Evaluation Criteria
	Maximum Score
	Detailed Point System
	Supporting Documents

	
	How long has Billing ISV been in the business of providing Billing system serving the needs of telecommunication service providers
	4
	<=5 years
	Greater than 5 and up to 15 years
	Greater than 15 and up to 25 years
	>25 years
	Certificate of Incorporation of ISV firm signed by the country head of ISV and counter signed by the authorized signatory of bidder.

	
	Percentage of Maximum scores eligible for each slab
	
	(25% of maximum score)
	(50% of maximum score)
	(75% of maximum score)
	(100% of maximum score)
	

	
	Number of Telecom customers worldwide where the ISV’s Billing solution is in active production deployment serving the billing 
	3
	<=20 customers
	Greater than 21 and up to 40 customers
	Greater than 41 and up to 60 customers
	> 60 customers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-H with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product eligibility criteria
	How many of your active Billing system installations serve the  billing and rating needs of wireless line of business of telecommunication service providers
	3
	<=10 customers
	Greater than 11 and up to 20 customers
	Greater than 21 and up to 30 customers
	> 30 customers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-I with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product Eligibility Criteria
	How many of your active Billing system installations serve the billing and rating needs of wire-line line of business of telecommunication service providers
	3
	<=5 customers
	Greater than 5 and up to 10 customers
	Greater than 10 and up to 15 customers
	> 15 customers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-J with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product Eligibility Criteria
	What is the maximum number of wireless subscribers supported by a single active installation of the offered Billing system in a  telecommunication service provider environment 
	3
	<=20 million subscribers
	Greater than 20 and up to 30 million subscribers
	Greater than 30 and up to 40 million subscribers
	> 40 million subscribers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-K with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product Eligibility Criteria
	What is the maximum number of Wire-line subscribers supported by a single active installation of the offered Billing system in a  telecommunication service provider environment 
	3
	<=10 million subscribers
	Greater than 10 and up to 15 million subscribers
	Greater than 16 and up to 20 million subscribers
	> 20 million subscribers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-L with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product Eligibility Criteria
	What is the maximum number of Convergent  subscribers (convergent prepaid and postpaid subscribers) supported by a single installation of the offered Billing system in a  telecommunication service provider environment 
	3
	<=5 million subscribers
	greater than 5 and up to 10 million subscribers
	greater than 10 and up to 15 million subscribers
	> 15 million subscribers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-M with contact details signed by the authorized signatory 

NOTE: Prepaid subscribers billed on IN platform shall not be considered.

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	
	What is the maximum number of subscribers (wireless, Wire line, Broadband, Enterprise etc covering all lines of business) supported by a single installation of the offered Billing system in a  telecommunication service provider environment 
	3
	<=20 million
	Greater than 20 and up to 40 million subscribers
	Greater than 40 and up to 60 million subscribers
	> 60 million subscribers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-N with contact details signed by the authorized signatory 
NOTE: Prepaid subscribers billed on IN platform shall not be considered

	
	Percentage of Maximum scores eligible for each slab
	
	(25% of maximum score)
	(50% of maximum score)
	(75% of maximum score)
	(100% of maximum score)
	


14 Other Product Eligibility

	NO
	Evaluation Criteria
	Maximum Score
	Detailed Point System
	Supporting Documents

	Product eligibility (Mediation)
	No. of Live Sites (Minimum)
	5
	2
	3-5
	6-8
	>8
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-O with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product eligibility (Mediation)
	No of Wire line subscribers supported at one site
	5
	<=10 million subscribers
	greater than 10 and up to 15 million subscribers
	greater than 15 and up to 20 million subscribers
	> 20 million subscribers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-O with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product eligibility (Mediation)
	No of Wireless subscribers supported at one site
	5
	<=15 million subscribers
	Greater than 15 and up to 20 million subscribers
	Greater than 20 and up to 25 million subscribers
	> 25 million subscribers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-O with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product eligibility (Service Provisioning)
	No. of activations / provisioning per day
	5
	60,000
	60,001-70,000
	70,001-80,000
	>80,000
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-P with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product eligibility (Inventory Management)
	No of Inventory transactions per hour
	5
	60,000
	60,001-70,000
	70,001-80,000
	>80,000
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-Q with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product eligibility (IOBAS)
	No of wire line/wireless or both subscribers supported
	5
	<=15 million subscribers
	Greater than 15 and up to 20 million subscribers
	Greater than 20 and up to 25 million subscribers
	> 25 million subscribers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-R with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product eligibility (Fraud Management)
	No of wire line/wireless or both subscribers supported
	5
	<=10 million subscribers
	Greater than 10 and up to 20 million subscribers
	Greater than 20 and up to 25 million subscribers
	> 25 million subscribers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-S with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	

	Product eligibility (Revenue Assurance)
	No of wire line/wireless or both subscribers supported
	5
	<=10 million subscribers
	Greater than 10 and up to 20 million subscribers
	Greater than 20 and up to 25 million subscribers
	> 25 million subscribers
	List of all telecom clients in the prescribed format attached as Section 10 Annexure II-T with contact details signed by the authorized signatory

	
	Percentage of Maximum scores eligible for each slab
	
	(55% of maximum score)
	(70% of maximum score)
	(85% of maximum score)
	(100% of maximum score)
	


15 Vendor Presentations

15.1 Bidder and ISV Capability Demonstration
	NO
	Evaluation Criteria
	Maximum Score
	Detailed Point System
	Supporting Documents

	
	Bidder shall present their offered solution, proposal, credentials etc. (This shall be elaborated by BSNL) 
	5
	-NA-
	Evaluation of by BSNL

	
	The offered CRM and BSS vendors shall present their ISV credentials, offered solution, proposal, Usability/Ease of Use, User Interface/Visuals, Flexibility, Extensibility, Customizability etc. (This shall be elaborated by BSNL) 
	5
	-NA-
	Evaluation of by BSNL


NOTE: The total score of each Bidder will be normalized as per below. This normalized score of the Bidder (T) shall be used be calculate RT Tech of the Bidder as stated above in this section
Bidder’s score (Normalized) = (Total Bidder score / Total of Maximum score) * 100
SECTION – 5 - PART B-3
Pricing and Commercial terms

1. General

1.1 The bid shall be submitted in the format prescribed in the tender. The Bid price form templates shall NOT be modified, and no other templates shall be used.

1.2 Revenue share to be paid to bidder shall be quoted by the bidder. Sharable revenue has been defined in this section.

1.3 BSNL will make payments in INR.
1.4 All offered solution by the Bidder along with Upgrades, updates and technology refresh shall be made available for BSNL throughout the Contract period in the finalized revenue share payable to bidder (MSP). 
1.5 MSP shall raise a CENVATABLE invoice on BSNL periodically for its revenue share along with applicable service tax

2. Sharable Revenue 

2.1 BSNL Shareable Revenue shall be revenue billed from the data center being managed by MSP. Sharable revenue means revenue billed utilizing the Managed Solution from MSP. This shall include telecommunications services (voice and non-voice), including interconnection and international roaming and similar services and other future revenue streams billed utilizing the Managed Solution, including all such revenue pertaining to the foregoing that results from any Natural Growth. This is applicable for wire-line, wire-less and Enterprise lines of businesses included in the scope of this Tender and other services / businesses that may be billed utilizing the Managed Solution offered by the successful bidder and shall be the gross revenue (excluding service tax) before any adjustments, deductions such as fees and taxes etc are applied. This shall not include revenue derived by BSNL from non-telecom related businesses

3. Set up Fees

3.1 Pursuant to the Agreement, BSNL shall pay a fixed amount of set up fee in Phase 1 of the project as milestone based payment installments as described below: 
i. Initial Mobilization fee payable as on Effective Date of the PO: This shall be INR 10 Crore. Against this payment, a bank guarantee of 100% amount i.e. INR 10 Crore valid for 3 years shall be provided by the Bidder.

ii. Delivery: On delivery of Hardware and Software License for phase 1, INR 20 Crore shall be paid to the bidder. Against this payment, a bank guarantee of 100% amount i.e. INR 20 Crore valid for 3 years shall be provided by the Bidder. 

iii. System ready for migration – After declaring system ready for migration, INR 20 Crore shall be paid to the bidder.  Against this payment, a bank guarantee of 100% amount i.e. INR 20 Crore valid for 2 years shall be provided by the Bidder.

3.2 After migration of customers and starting billing from Managed services system in new datacenter, Percentage of Revenue based Fees will be paid to the Bidder pursuant to the Agreement, as per the billed amount from new system.
4. Calculation of Percentage of Revenue based fee

4.1 The Fees will be calculated in Indian Rupee (INR) and paid in INR
5. Bidder Quote of Percentage of Revenue

5.1 Bidder shall refer to the “Bid Price Form” provided in the Tender for submission of the quote of Percentage of Revenue by the Bidder. The sample format of the form is given here. 

5.2 The Shareable Revenue is defined above.

	S. No.
	Item
	% of Billed Revenue (in %) up to four decimal places* 
	% of Billed Revenue (in %) expressed in words

	1
	% of Billed Revenue payable to MSP
	“X”
	


1. * The revenue share % shall be limited to four decimal points only. Any figure after four decimal points shall be ignored for all purpose. 
2. In case of variation between revenue share % mentioned in figures & words, the Revenue share % mentioned in words shall prevail.
3. % of billed revenue based fee payable to MSP (i.e. X) shall be applicable for various years as below:

	S. No.
	Year
	% Revenue share to FSP

	1
	Year 1
	X

	2
	Year 2
	X2=0.95*X1

	3
	Year 3
	X3=0.95*X2

	4
	Year 4
	X4=0.95*X3

	5
	Year 5
	X5=0.95*X4

	6
	Year 6
	X6=0.95*X5

	7
	Year 7
	X7=0.95*X6

	8
	Year 8
	X8=0.95*X7

	9
	Year 9
	X9=0.95*X8

	10
	Year 10
	X10=0.95*X9


Note: “Year 1” shall start from the date of commissioning of Phase-1.
6. Handling Revenue Growth Variations in BSNL Revenue YOY

6.1 After completion of all the 3 phases and migration of complete subscriber base to new MSP platform, revenue growth variations shall be linked to the payable percentage revenue based fee.  The Percentage of Revenue shall be calculated based on a stepped down/stepped up pricing mechanism for each tier of increase/decrease in revenue. The Revenue Percentage is to be determined in accordance with the following Table, applied to each financial year commencing 1 April. The table below summarizes the principle

	Shareable revenue
	% Reduction in Revenue Percentage

	INR 20,000 Cr to INR 35000 Crore
	No change in “X” applicable for the year (As in para 5 above)

	INR 35000 Cr to INR 40000 Crore
	0.9*X {as applicable for the year (As in para 5 above)}

	Above INR 40000 Crore
	0.8*X {as applicable for the year (As in Para 5 above)}

	<INR 20000 Crore
	1.1*X {as applicable for the year (As in Para 5 above)}


7. Other Charges - Taxes

7.1 Taxes: Fees are exclusive of all current and future taxes, including without limitation, sales, use, value-added, withholding or other taxes or levies on transactions made under this Agreement.  If any taxes, exclusive of taxes imposed upon Bidder's net income, are found to be applicable, the appropriate amount of tax shall be invoiced to and paid by Bidder.  If a certificate of exemption or similar document is required to exempt Bidder from sales or other tax liability, Bidder shall obtain and furnish to BSNL evidence of such exemption with the Order.

7.2 Bidder’s responsibilities in connection with taxes arising under or in connection with this Agreement include the following obligations:

7.3 Income Taxes.  Bidder shall be responsible for the incomes taxes owed by the Bidder and BSNL shall be responsible for the income taxes that it owes to the authorities

7.4 Withholding.  Any withholding tax or other tax of any kind that Bidder is required by applicable law to withhold and pay on behalf of Bidder with respect to amounts payable to Bidder under this Agreement shall be deducted from said amount prior to remittance to Bidder.  BSNL shall provide to Bidder reasonable assistance, which shall include the provision of documentation as required by revenue authorities, to enable Bidder to claim exemption from or obtain a repayment of such withheld taxes and shall, upon request, provide Bidder with a copy of the withholding tax certificate.

7.5 Tax Filings.  Bidder warrants and covenants that it shall file appropriate tax returns, and pay applicable taxes owed arising from or related to the provision of the Services in all applicable jurisdictions.

7.6 The parties shall use their best efforts and co-operate fully in order to optimize any tax implications, if any, provided that BSNL shall not assume any taxes imposed on Bidder. Bidder shall execute and provide to the applicable tax authority the reasonable documents and information as may be required from time to time to obtain applicable certificates and/or approvals to avail of the benefits under the various tax treaties that Republic of the India has with various countries.
7.7 The bidder will provide relevant taxes related invoices, and standard documentation set forth in the agreement.
7.8 In the event of any inquiry from the tax authorities, the bidder will assist and provide such additional relevant documentation pertaining to taxes on the services fees as may be reasonably required. 

8. Withholding tax on payments

8.1 Payments that are payable may be subject to WHT.

8.2 In such case, the appropriate amount of tax shall be remitted by BSNL to the relevant tax authorities.

8.3 BSNL shall provide Bidder an original copy of an official withholding tax slip (receipt) evidencing that the applicable taxes have been paid and reported to the relevant tax authorities.

9. Other tax payments
9.1 All other taxes not mentioned above arising in connection with the performance of this agreement shall be discussed in good faith to determine the manner in which such taxes shall be borne.
10. Request for Disengagement Assistance

10.1 During the Term, BSNL may by written notice, request Disengagement Assistance from Bidder in accordance with the Disengagement Plan for a period as stated in the Agreement commencing on the requested date for Disengagement Assistance and expiring on the earlier of the agreed period or at the end of the Term of the Agreement (Term Disengagement Period).

11. Upon expiry or termination of the Agreement

11.1 In respect of any expiry of the Agreement or termination of the Agreement for cause by BSNL (excluding termination for convenience),Bidder will continue to provide Disengagement Assistance if requested by BSNL for a further period as stated in the Agreement commencing immediately after the date of expiry or termination of this Agreement as aforesaid (Post Term Disengagement Period). 

11.2 In respect of any termination of the Agreement for convenience, Bidder will continue to provide Disengagement Assistance if requested by BSNL for a further period as stated in the Agreement commencing immediately after the date of termination of this Agreement

12. Termination by Bidder

12.1 In respect of any termination of the Agreement for cause by Bidder, Disengagement Assistance will have to be provided by the Bidder on mutually agreed terms.
SECTION – 5 - PART B-4
Data center Setup

1. General

1.1 Bidder shall be responsible for setting up of new data center(s) to host the hardware and software required for all applications enumerated in this tender.
1.2 Bidder shall setup Primary and DR data center as per tier III standards. Bidder shall get the data centers certified for tier III from the authorized certifying agency.
1.3 For setting up Data Centers, BSNL shall provide the covered space only and Managed Service Provider (MSP) set up the complete Civil and Electrical Infrastructure including transformers, DG set, all environmental works, fire detection and fire-fighting etc. BSNL shall apply and take (augment) electrical connection at BSNL cost from Electricity board. MSP to bear all the OPEX of data center like regular Electricity charges on monthly basis as per the commercial rates of Electricity Board and diesel expenses etc.  

1.4 Successful bidder shall have to submit draft layout showing actual partition, location of the server room, workstation hall, active backup space, printer room, dispatch room, storage of tapes, UPS room, Network Operation Center, Security Monitoring room

1.5 The total electrical power requirement data center wise shall be specified in the bid by the bidder. A detailed calculation sheet shall be provided in the techno commercial bid taking into account all components of DC i.e. Servers, network, IVRS, Air-conditioning etc.

1.6 The Network Operation Center (NOC) and Server room shall preferably be located nearby.

1.7 The gigabit enabled structured cabling as per TEC GR No. SLC-01/02 Sep 2005 for Ethernet Switch establishing Local Area Network within the Data centre to connect all kind of hardware resources shall be done in accordance with design finalized by SI and approved by BSNL.

1.8 All Gigabit connectivity between different Data Center equipment shall be on optical / electrical interface. 

1.9 All LAN cabling shall meet the TEC GR no. GR/SLC-01/02 Sep 2005 structured cabling.

2. Power Supply Requirement

2.1 All the servers and other critical equipment shall have load sharing, hot swappable and redundant power supplies

2.2 The UPS system shall be in an N+N configuration. There shall be dual & completely independent electrical cabling from the N+N UPS system. Power to the electrical load (Output of UPS) shall be fed through two set of separate bus bars and entire cabling shall be based on dual power methodology.  For the purpose of redundancy in power system, the N+N UPS system shall work in load sharing mode.

2.3 Bidder shall be responsible for the purchase of generators and fuel for stand up power supply in case the main power supply is not available.

2.4 Bidder shall be responsible for sizing of the generators and the fuel requirements, storage tanks etc. Generator shall be provided in N+1 configuration.

2.5 The power supply requirements shall be as follows:

a. The capacity of N+N UPS (to be provided by the Bidder) shall be calculated as 125% of rated load of all components of this project. Bidder shall distribute the whole load (including 25% extra) in N (N=>3) equal capacity UPS, in an N+N configuration. UPS shall be SNMP v2/v3 compliant and shall be managed from central EMS. UPS shall be provided as per TEC GR No. GR/UPS-01/03. May 2006, with amendments or latest GR on the date of bid submission, if any.
3. Data center operations

3.1 Bidder shall have to undertake Operation of the entire Data Center activities during the complete Implementation phase until the end of the Term of the contract.
3.2 Bidder shall have to prepare a detailed Data Center Operating procedure document during the POC stage. This document shall lay down the activities, procedures and processes required to manage individual data centers. This shall contain all the activities to be followed to efficiently manage the Data center right from the scratch to the point of delivery to the customers.

3.3 Well documented system & data base administration and security policy shall be prepared for smooth functioning of Data center.

3.4 Data Centers running same stack of software shall maintain exactly similar version of software in production environment.

4. Operational manpower

4.1 Each Data Center will operate on 24x7 basis 

4.2 Bidder shall propose an optimum staffing plan so as to meet the BSNL’s requirements along with the bid.

4.3 Detailed role and responsibility of operational staff shall have to be indicated by the bidder along with the bid, however BSNL reserves the right to get the plans of bidder modified depending upon exact requirement.

5. BSNL’s Responsibility

(a) Provision of space for Data center

(b) Provision of three phase feeder power line (dual)

(c) PCs required for CSRs/field staff at respective SSA, CSC’s and field units

(d) Bandwidth for network connectivity and MPLS ports

6. Bidder Responsibility

(a) All Civil and Electrical infrastructure for data center 

(b) Raised flooring, False Ceiling and other modifications if required

(c) Data center network, security, surveillance etc set up

(d) Air-conditioning of the Data Center

(e) Fire-detection and Fire-fighting system

(f) Requisite furniture for the Data Center
(g) Backup power generation. Bidder shall be responsible for DG set installation and other infrastructure for backup power equipment’s / resources needed for Data Centers including fuel, manpower and maintenance.
SECTION - 5 PART B-5
Scope of Applications
1. Overview

1.1. This section defines the scope of applications which require Transformation using TMF’s Telecom Application Map (TAM) as framework for the applications. The Transformation will impact applications in all of TAM’s application domains. 

1.2. The Transformation includes the following application domains:

i. Market/Sales Domain

ii. Product Management Domain

iii. Customer Management Domain

iv. Service Management Domains

v. Resource Management Domain

vi. Supplier/Partner Domain

vii. Enterprise Domain

1.3. In addition to the applications, the Transformation will include the Integration Infrastructure. 

2. Domains of transformation

The following sections will describe the scope of Transformation per TAM level-2 application domain. Each section specifies the applications requiring Transformation per domain. Dashed lines within the diagrams indicate the scope of applications requiring Transformation per domain. 

2.1. Market/Sales Domain

The Transformation will include the following applications within the Market/Sales Domain:

i. Campaign Management

ii. Mass Market Sales Management

iii. Sales Portals

iv. Corporate Sales Management

v. Compensations & Results

vi. Channel Sales Management

2.2. Product Management Domain

The Transformation will include the following applications within the Product Management Domain:

i. Product/Service Catalog Management

ii. Product Lifecycle Management

2.3. Customer Management Domain

The Transformation will include the entire Customer Management Domain:

i. Customer Information Management

ii. Transactional Document Production

iii. Case Management

iv. Customer Order Management

v. Customer Self-Management

vi. Customer Contact Management, Retention & Loyalty

vii. Customer Service Representative

viii. Customer Quality of Service & Service Level Agreement Management

ix. Product/Service Rating

x. Customer Problem Management

xi. Receivables Management

xii. Billing Inquiry, Dispute & Adjustment Management

xiii. Bill/Format Render

xiv. Online Charging

xv. Billing Account Management

xvi. Collection Management

xvii. Bill Calculation

2.4. Service Management Domains

The Transformation will include the following applications within the Service Management Domain:

i. Service Inventory Management

ii. Service Order Management

2.5. Resource Management Domain

The Transformation will include the following applications within the Resource Management Domain:

i. Resource Lifecycle Management

ii. Resource Order Management

iii. Resource Process Management

iv. Billing Data Mediation

v. Real-time Billing Mediation

2.6. Supplier/Partner Domain

The Transformation will include the following applications within the Supplier/Partner Domain:

i. Partner Management

ii. Wholesale / Interconnect Billing

2.7. Enterprise Domain

The Transformation will include the following applications within the Enterprise Domain:

i. Revenue Assurance Management

ii. Fraud Management

2.8. Other Applications

Other applications to be delivered by the Bidder have been further detailed in the tender.

SECTION – 5 PART B-6
Business Process Management

1. General

1.1 To support BSNL in adapting to the commercially available (off-the-shelf) processes, Bidder shall provide business transformation services. The Bidder shall use a proven approach to support BSNL to adapt to the new business processes. 

1.2 The Bidder shall describe the standard approach for business transformation. Bidder shall also outline the business transformation services and the same shall be included in the bid proposal. 

1.3 Bidder shall indicate the activities and deliverables in the high level approach. Bidder shall also indicate a timeline representation of the high level steps for business transformation including dependencies and key milestones.

2. Scope and deliverables

The scope of the business transformation services shall include:

2.1. Business Process Management including design of business processes based on commercially available, off-the-shelf processes – including definition of KPIs 

2.2. System implementation including, but not limited to, program management, project management, requirements management, design authority, system design, system development, testing, system and data migration, change management, infrastructure management and implementation. 

2.3. Business impact assessment and Business Change management including communication, training, and documentation (i.e. Policy & Procedure) 

2.4. Bidder shall indicate deliverables based on the scope described.

3. Business Process Management

3.1. Bidder shall outline approach of end to end business process management approach from initiation/discovery to benefits realization management. 

3.2. The Bidder shall provide business processes as part of the proposed Managed Transformation for convergent customer care and Real Time Billing system. 

3.3. The business processes shall be configurable, flexible and adaptable to BSNL’s specific business requirements. 

3.4. Bidder shall provide your business process framework and explain how the business process map relates to the eTOM framework.
3.5. The Bidder shall be responsible for customizing business processes. All customizations shall be agnostic to the deployed software release and software upgrades and shall not affect the functioning of the business processes. 
3.6. The Bidder shall provide detailed plan to migrate from current processes to the desired processes in line with BSNL’s business objectives.

SECTION – 5 PART B-7
Delivery and Transformation
1. Overview

1.1 The Bidder shall establish a project organization accountable for and responsible for execution of the complete scope of supply, covering all aspects of the tasks in the project, including, but not limited to, design, implementation, test, deployment and migration into a Convergent Customer Care and Real Time Billing Solution.

1.2 Bidder shall, unless otherwise specifically stated, bear the responsibility for providing all design, engineering, implementation, labor, materials, equipment, software, services, tools and instruments, documentation, information, unloading, installation, commissioning, inspection, testing, delivery, training and maintenance and operations with respect to the infrastructure under the Scope of the Tender.

1.3 The project management shall cover all management, administration and necessary facilities for performing the scope of work including QA management, risk management, project control management, procurement management, installation and commissioning management, and management of testing, including management of all Subcontractors.
1.4 The Bidder shall document standards, methods and tools that shall be utilized to provide general strategy, management, monitoring and control of all aspects of the projects.
1.5 The Bidder shall comply to a multi-level governance program / project structure, key stakeholders, communication plan, subcontractor management and risk management plan. The governance structure shall cover Bidder, BSNL and all third parties.

2. Program and Project Management

2.1 Bidder shall propose a project management methodology that shall cover all management, administration and necessary facilities for performing the scope of work.
2.2 The Bidder shall take ownership for all project management responsibilities manage projects on a Full Turnkey basis. The Bidder shall describe the approach used for delivery of projects including describing the Bidders responsibilities. Bidder shall describe the methods and tools to manage risks and issues in the project.

2.3 The Bidder shall include in this response, planning relating to the human resources to be allocated to the project.

2.4 Bidder shall describe in detail the deliverable and configuration management controls and processes including inspection reports and sign off used by the Bidder.

3. Standards and methods

3.1. The Bidder shall document the standards, methods and tools that shall be utilized to provide general strategy, management, monitoring and control of all aspects of the projects
4. Planning

4.1. The Bidder shall suggest a detailed project implementation plan. This project implementation plan shall include time schedules and main milestones for all implementation phases of the project. 
5. Personnel Resources

5.1. Bidder shall always ensure sufficient numbers of suitably qualified people and the necessary tools and aids to carry out the agreed task. Bidder shall continually evaluate the requirement for capacity and competence in relation to planned activities and deliverables on part of the bidder.

6. Changes of project personnel

6.1. Proposed changes in Bidders’ key personnel shall be communicated in advance.

6.2. Bidder shall in writing intimate to the Purchaser of any replacement of Key Project Members in the project. Such replacement shall not be without reasonable cause. 

7. Sub-contractors

7.1. Bidder shall have full responsibility for the parts of the deliverables carried out by Subcontractors. 
8. Requirement Management

8.1. It is mandatory for requirement Management and shall be implemented by the Bidder as part of its responsibility to delivery industry standard and accepted practices.
8.2. All the deliverables (from the Scope and Design stages) shall be finalized in consultation with the bidder, as part of the comprehensive Governance mechanisms.
8.3. Bidder shall conduct Readiness Reviews:

a) Scope Readiness Review

b) Design Readiness Review

c) Functional Reviews

8.4. Bidder shall be responsible to implement methodology, tools and procedures for Requirements Management Audit.
9. Implementation Management

9.1. Bidder shall detail the implementation methodology to be employed by Bidder considering the scope and complexity of this Tender 

9.2. Bidder shall:

a. Implement all Applications developed or modified by the Bidder or a Bidder subcontractor in a manner that minimizes disruption to BSNL’s Business.

b. Develop implementation and transition strategies and plans

c. Develop data migration strategies and plans
d. Develop and document a contingency plan for each implementation
e. Develop, document, and report risk and impact analyses.

f. Conduct pre-implementation readiness reviews.

g. Prepare documentation and orientation training for Infrastructure personnel, Service Desk personnel, and any other pertinent personnel delivering Services to the Authorized User.

h. Provide support for the implementation of Application Software and offered infrastructure
i. Conduct and document post implementation analysis 

j. Define and document the data backup and restoration requirements for the Disaster Recovery Plan for all implementations.

k. Integrate and execute quality management, improved productivity and operations, and support management into the implementation plan

10. Infrastructure Management
10.1. Bidder shall be responsible for setting up and operating data center.

10.2.  Bidder shall provide software and hardware installation and configuration for the Solution. System implementation includes System Integration, User Acceptance, Training, Migration, Pre-production and Production.

10.3. Bidder shall provide detailed documentation describing the Solution including software and hardware addressing sizing, performance and redundancy requirements.

10.4. Bidder shall be responsible for hardware acquisition, installation and maintenance for the Solution.

10.5. Bidder shall be responsible for storage management (allocation, backups, restores, archiving). Bidder shall be responsible for planning and testing disaster recovery.

10.6. Bidder shall be responsible for network performance monitoring.
11. Migration and transformation
11.1. Bidder shall indicate architectural transformation strategy and plan to transform from the existing architecture to the new architecture including business process transformations changes.

11.2. Bidder shall indicate the approach to ensure service uniformity across existing and new convergent system. Bidder shall describe the mechanism and effort needed to ensure this requirement can be met.

11.3. Bidder shall indicate migration process for online subscribers from existing IN.
11.4. Bidder shall indicate the migration preparation and methodology. Bidder shall indicate migration process for offline subscribers from existing billing.  Bidder shall Develop and implement Data Migration Testing and Reporting Strategy for migration activities. Bidder shall indicate defect management and resolution for data migration against the agreed migration design.
11.5. Bidder shall indicate business continuity activities for deployment.

11.6. Bidder shall provide a Release Management Plan for management of software changes in environments
12. Training and Education
12.1. Bidder shall:

a) Develop training material (including any online help that may be required) as per industry standards for BSNL review and approval.

b) Work with other suppliers of training programs to evaluate training material.

c) Recommend the training roll-out strategy
d) Deliver train-the-trainer sessions to BSNL. 

13. Application Management
13.1. The Bidder shall be responsible for managing applications and infrastructure in their Lifecycle, including the design, testing, and improvement of Applications that are part of the operational services. Bidder shall:
a) Install, upgrade, and change all Software and Infrastructure as required.
b) Coordinate testing, installation, customization, and support of Software / Infrastructure as required.
c) Support all offered Software and Infrastructure.
d) Support Software / Infrastructure at prescribed release levels 
14. Application Design/Build Services

14.1. Bidder shall describe the process and the methodology for managing BSNL requirements and their appropriate solution. Bidder shall execute detailed gap analysis by comparing the BSNL's list of requirements, item by item, with the functionality that is provided by the baseline solution and provide a preliminary solution. 

14.2. Bidder shall be responsible for Integration Management to ensure all existing and new integration points have been accounted for in the specifications. Bidder shall analyze the functional requirements against the performance requirements (capacities, processing rates, scalability, operability, etc).

14.3. Bidder shall adhere to industry approved Software development methodologies and programming standards. Bidder shall create Application designs in compliance with industry standards and methodologies.
14.4. Bidder shall perform Applications development, Change Management in compliance with industry standards and methodology.

14.5. Bidder shall Co-ordinate implementation and Application acceptance. Bidder shall perform quality assurance reviews on Applications developed, implemented, or maintained. Bidder shall develop and conduct required user and Service Desk training.
15. Enhancements

Bidder shall:

15.1. Perform all minor enhancements to the Application / Infrastructure portfolio. This includes any Change that modifies or adds functionality to an existing Application / Infrastructure, including:

a. Changes required for BSNL's compliance with Laws and audit requirements

b. Business requirements

c. Industry-required and Government Authority-required Changes
15.2. Perform all Ad Hoc requests that may be initiated by Authorized Users or may take the form of special business requests. 
15.3. Recommend and perform modifications within or across national boundaries to maintain compliance with local, regional, national, and international Laws applicable to BSNL’s Business.
15.4. Perform such modifications within acceptable timeframes as required by Law or Government Authority or otherwise established by the Parties for compliance.
15.5. Support any regulatory reviews, audits, compliance assessments, and data-gathering exercises.

16. Production Control and Scheduling

16.1. Bidder shall integrate each Authorized User department’s self-determined and controlled production schedule with the Application / Infrastructure production and control scheduling functions for BSNL Application / Infrastructures Services.

16.2. Support the 24x7x365 production-processing schedule (except during scheduled maintenance hours) as required by BSNL.

16.3. Monitor and manage production schedules.

17. Operations Support

Bidder shall:

17.1. Implement and monitor an effective and efficient Maintenance and Support operations environment in compliance with industry standards and methodology.

17.2. Support production staffs with scheduling, back-out recovery, job balancing, and production output monitoring for completion and correctness, and monitor exception logs.

17.3. Create and maintain reasonable documentation for all Application / Infrastructures and Authorized User procedures that affect operations.

17.4. Prioritize Application / Infrastructure Software operations during a crisis in accordance with applicable Business Continuity Plans.

18. Release Control

Bidder shall:

18.1. Perform all functions required to maintain the current Application / Infrastructure Environment and assume full responsibility for Release management for the Application / Infrastructures.
18.2. Perform all Application / Infrastructure modifications, testing, and acceptance testing needed to maintain the degree of currency.

18.3. Monitor the Release schedule as required by the Change Management and Release and Deployment Management processes.

19. Security Management
19.1. On an ongoing basis, Bidder shall verify that only authorized Bidder agents are granted access to the BSNL Production Environment in accordance with the Security Policy.

19.2.  Implement all security requests and password reset requests associated with Application / Infrastructure subject to BSNL approval on all data or information requests as envisaged in this Tender
20. Interface Management
Bidder shall:

20.1. Document all interfaces to new and existing Systems, including: 

a. Provide and document interfaces to Third Party Software

b. Temporary or transitional interfaces between Systems

20.2. Develop and publish technology and data standards in compliance with industry standards and methodology.
20.3. Support the integration of existing and new Application / Infrastructure with Bidder, BSNL, or other Third-Party-provided Application / Infrastructure
20.4. Execute processes and procedures for System integration testing
21. Service Continuity Management
Bidder shall: 

21.1. Provide Disaster Recovery and IT Service Continuity Management support 

21.2. Develop new and maintain/upgrade and execute procedures to support Disaster Recovery for mission-critical Application / Infrastructures

21.3. Continuously review, refine and document the retention policies and practices to comply with outside regulators. Record retention is critical for compliance audits, including those conducted by outside regulators

21.4. Develop and maintain business and data recovery plans as Application / Infrastructures are developed.

21.5. Implement the Disaster Recovery Plan upon the occurrence of a disaster.

22. Incident Management
22.1. Bidder shall describe their capabilities and tools for Incident Management. 
22.2. Perform Application / Infrastructures tuning, code restructuring, and other efforts to improve the efficiency and reliability of programs and to minimize ongoing maintenance requirements.

22.3. Provide and utilize tools and techniques to identify areas where preventive maintenance might be performed to improve Application / Infrastructure efficiency, in terms of both the performance and any related maintenance and support effort. 

22.4. The Bidder is required to provide Applications-specific Level Help Desk support for the Application Scope including:

a. Examine and resolve user Incidents and Problems.

b. Developing and delivering production Software corrective patches.

c. Having accountability for Bidder-maintained software, and Bidder 3rd party Software

22.5. The Bidder is required to set up a detailed and adaptable incident management process with identified stakeholders and communication rules between all involved
22.6. The centralization of all incident related information (Tracking ID, date and time when it was raised, time of closure, description, status, forecasted resolution time, real resolution time etc… ).

22.7. The Bidder is responsible for defining an incident escalation process needs within the incident management process. The Bidder will be responsible for the overall escalation process.

22.8. In the event of an incident, the Bidder shall restore service as quickly as possible with minimal Business impact, and in compliance with Service Levels.

22.9. Record detailed audit information of all activity that creates, changes, or deletes data and user access to Systems that contain BSNL Data.

23. Problem Management
23.1. The Bidder shall be responsible for problem management requirements including:

a. Implementing a problem management process.

b. Setting up a detailed and adaptable problem management process with identified stakeholders and communication rules between all involved participants for each support level.

c. Ensuring smoothness of interfaces between the partner’s problem management process and other involved parties (BSNL, 3rd party software Bidder) in the problem management processes.

d. Ensuring proper integration of the Bidder’s incident management and problem management processes.

e. Establishing and maintaining a knowledge database to minimize repetition of problems that already occurred.

24. Levels 1and 2 Support
Bidder shall:

24.1. Provide training to Service Desk personnel who provide Level 1 and Level 2 Support before any new Application / Infrastructure or functionality is installed into production.

24.2. Provide and maintain Systems and/or Authorized User documentation for Bidder-developed, enhanced, or maintained Application / Infrastructures such that: 

a. The Service Desk for all Services will be able to resolve most Level 1and Level 2 Support for Application / Infrastructures without requiring a transfer to specialized Application / Infrastructure support.

b. Provide the Service Desks with a continuously updated list of specialized Application / Infrastructures support and/or “on call” personnel who are responsible for Level 3 Support, including contact phone numbers.  The list should also include escalation procedures and contacts.
25. Level 3 Support

Bidder shall:

25.1. Provide Level 3 Support for all Application / Infrastructure

25.2. Provide clearly defined points of contact to receive and appropriately respond to notice of Incidents from Level 1 or Level 2 Support personnel including escalation procedures and contacts.

25.3. Advice the Level 1 or Level 2 Support personnel, and/or an Authorized User, of the estimated time required for resolving the Incident after being notified. This resolution time will be consistent with BSNL’s Service Levels.

25.4. Provide timely, ongoing status updates to the Level 1 or Level 2 Support personnel, and/or an Authorized User, during Incident resolution.

25.5. Provide support, advice, and assistance to Authorized Users in a manner

25.6. Document, as appropriate and as part of its Service Desk support, initial requests for on-demand services from Authorized Users.

26. Quality Assurance

Bidder shall:

26.1. Develop and document quality assurance processes and procedures for the delivery of Maintenance / Support Services 
26.2. Comply with quality assurance procedures.

26.3. Set baselines for quality measurement in all environments.

26.4. Implement and manage quality assurance processes and procedures for the delivery of Services
26.5. Perform ongoing quality assurance reviews
27. Refresh and Technical Currency

27.1. Bidder shall upgrade and replace Equipment and Software (Refresh) as required throughout the Term and any Termination Assistance Period and the requirements of the Agreement for purposes that include meeting BSNL’s Business requirements; preventing technological obsolescence or failure; and accommodating volume changes, the ability to increase efficiency, the ability to lower costs, and/or the need to maintain the required Third-Party Bidder support.

27.2. Deploy Equipment and Software associated with any Refresh in accordance with the Agreement
27.3. Provide Refresh within the timeframes and other requirements associated with Refresh, as well as the financial responsibility for the underlying Assets.
SECTION – 5 - PART B-8
Testing (General and Acceptance Testing)
1. General

1.1 Bidder shall detail the testing methodology employed by the Bidder and its conformance to quality and industry standards
1.2 All Unit Test, Sub-system Test (each module test), and System Test and Data Conversion Test for the Solution will be managed and performed by the Bidder

1.3 System Integration, Performance, and Acceptance Testing for the Solution will be managed and performed and / or coordinated by the Bidder.

1.4 The Bidder shall supply the required items of tools, simulators, and/or test equipment for the testing for the Solution, including the list and their purpose.

1.5 Bidder will have the following testing responsibilities for all test phases:

a. Create the test environments which meet the specifications of the test plans

b. Ensure that sufficient and approved test data is populated in the test database(s)

c. Provide adequate technical and other staff dedicated to testing support and problem resolution while testing activities are in progress

d. Support the operation of the test system and deliver system output to BSNL as requested

e. Prepare and submit test plans and procedures that will include all of the various tests required for the implementation of the proposed architecture

f. Execute test cases

g. Manage and resolve defects

h. Provide test reports

1.6 Written confirmation of the results of each test phase including a recommendation to proceed shall be provided by the Bidder to BSNL for its consideration and concurrence where needed / applicable.
1.7 Office of CGM IT Project Circle Pune shall be overall in-charge from BSNL side for all type of testing process including User Acceptance Testing of complete IT infrastructure, IT system, Software system and networking system set up by the Managed Service Provider.
2. Application Testing Services

2.1 Perform test services for Applications / infrastructure developed or modified by the Bidder.

2.2 Supply (where applicable), support, maintain and operate testing facilities for integration, beta, stress, regression testing, etc. 

2.3 Develop and maintain test data and repositories, including the definition, testing and ongoing improvement 

2.4 Develop test plans and provide support for functional, System, performance, load, stress, integration and regression test plans, and schedules.  

2.5 Maintain currency for tests plans and test execution.

2.6 Record and report test results 

2.7 Conduct the necessary tests from the following listed tests prior to introducing and releasing a Change into Production Environment.

a. Functional

b. System

c. Performance

d. Operational

e. Integration

f. Regression

g. Usability

2.8 Perform Unit tests before subsystem/component tests

2.9 Full regression tests shall be designed when the unit has significantly changed

2.10 Provide an accurate traceability mechanism and detailed reports on traceability and coverage
2.11 If there are financial impacts due to the introduction of the change, the Bidder will perform financial reconciliation testing in order to demonstrate equivalent and predictable results.

2.12 All tests shall be designed to cover the total solution including the operational software programs

2.13 The Bidder shall ensure these tests will trace entire scenarios across a typical lifecycle of a customer using the full end-to-end solution.

2.14 The Bidder shall use simulators, traffic generators, live equipment or a combination to achieve the necessary traffic loads to prove complete compliance with the specification.

2.15 The Bidder shall ensure the availability of the interface lines, to integrate the various systems, and to verify the inter-working between these entities.

2.16 The Bidder shall focus on measuring the Solution’s response to load testing, stress testing, endurance, and latency.

2.17 Performance testing for any data migration required from the legacy system to the Solution environment shall be conducted by the Bidder.
2.18 The Bidder shall ensure that the overall solution comply with BSNL IT security requirements.
2.19 The Bidder shall ensure, all servers are tested for vulnerabilities and IT software checked for latest security patches. Among the tasks that must be carried out are: 

a. Vulnerability scanning; 

b. Penetration testing; 

c. Application and OS configuration review
2.20 The Bidder shall ensure high availability of the infrastructure, proving non-stop operation with no single point of failure.
2.21 Infrastructure test will include but not limited to:

a. Power supply test

b. Data connection test

3. User Acceptance Testing

3.1 Office of CGM IT Project Circle Pune shall be overall in-charge of User Acceptance Testing of complete IT infrastructure, IT system, Software system and networking system set up by the Managed Service Provider. 

3.2 Bidder shall: 

a. Perform, or where performed by BSNL, assist BSNL in performing, and document user acceptance testing services for Applications developed implemented or modified by the Bidder 

b. Assist with the development of user acceptance test plans and acceptance criteria for approval by BSNL. 

c. Assist BSNL to develop and document test cases for user acceptance testing.

d. Assist BSNL to coordinate user acceptance testing, including identification and support for all Authorized Users participating in the testing.
e. Assist BSNL to record and, at a BSNL specified interval, report user acceptance testing results.
f. Bidder shall perform the Acceptance Testing operation, including project management; test planning, design and execution. all process are designed a to fully address the business requirements and  match our customer’s needs
g. Prior to BSNL UAT, the Bidder will certify that it has completed internal testing on the entire solution and that all software delivered for UAT shall be free of defects and pass the same tests when administered by BSNL staff.
h. The Bidder is required to perform the tests for the system to demonstrate the Acceptance Test Procedure KPIs.
i. The acceptance test scenarios shall aim to simulate the real live processes. A major part of this complexity will be derived from the data. Therefore, the AT should be executed with production data, not synthetic data.
j. Bidder shall ensure all important aspects are ready for the UAT execution stage. This shall be done according to a checklist with pre-defined quality gates.  This checklist will be finalized in consultation with BSNL during the AT-Plan phase.
k. Manage and control the changes in the contents of the environments: The tested software, interfaces, reference data, and business data.
l. The Test Execution phase shall contain few rounds, depending on the system scope. Each round may have a different scope. Test Scenarios are to be executed in parallel on multiple UAT environments, in order to be efficient and monitor progress in several areas. 
m. The entire Acceptance Test scope shall include new functionality, regression, defects, interfaces, business processes, and non-functional testing. 

i. Components/Applications

ii. New Functionality

iii. New features/CRs

iv. Regression

v. Fixed Defects

vi. External Interfaces

vii. Business Processes

3.3 Ensure the quality of the system received to acceptance test and the level of readiness to start effective AT execution.

SECTION – 5 - PART B-9
Managed Operations
1. General

1.1. The Bidder shall be responsible for the supplying the Operational Services to BSNL in accordance with the Requirements envisaged in this Tender. The Bidder will be fully responsible for providing the Operational Services during the Contract Term and for the performance of the technical support of the whole and each part of the offered Solution / Infrastructure 

1.2. The Bidder shall provide sufficient qualified personal on site to support the operations of the Solution.

2. Overall Administration and operations Management

The Bidders responsibilities include but not limited to:
a) Administration and monitoring contract compliance against SLAs. Providing required reporting as specified in the SLA. Producing reports to report progress against SLAs. Performing regular review of compliance against SLAs

b) Managing support services for the Solution

c) Developing Plan of support and operational activities

d) Maintaining an inventory of application software and databases for the Solution

e) Maintaining an inventory of hardware, systems software & equipment for the Solution

f) Hardware/software ownership and maintenance contracts

g) Implementing Quality Management procedures. Implementing continuous improvement program 

h) Coordinating and overseeing daily activities

3. Application Currency Management

The Bidder shall be responsible for ensuring application currency including:

a) Reviewing Bidder software upgrades to determine applicability

b) Evaluating impact on upgrades to development & production  environments

c) Monitoring release status - determine business requirement for execution

d) Implementing and test all software upgrades

e) Making needed coding modifications to software

f) Performing user acceptance testing

g) Training users on upgrades

h) Performing routine third party Bidder subscription updates
4. System Management

The Bidder shall perform system management activities including:

a) Monitoring IT Systems, Infrastructure and Business services so that no Event is lost, forgotten or ignored.

b) Measuring performance against Service Levels 

c) Providing management information on aspects of Service quality 

d) Tracking and managing all events arising in BSNL’s production, pre-production, test and development environments, including applications, network, midrange and distributed environments.
5. Production Job Scheduling

5.1. The Bidder shall be responsible for Production Job Scheduling including:

Reviewing and verifying production job schedule, Distributing production job schedule as per agreed timelines. 
5.2. Scheduling and Managing Production Jobs includes :

a) Initiating jobs according to job schedule

b) Executing failure procedures

c) Scheduling ad hoc jobs and tasks

d) Monitoring job completion or failure

e) Notifying appropriate groups of failed jobs

f) Assessing impact of failed jobs

g) Recovering/rolling back from failed jobs

h) Identifying jobs to be cancelled/terminated

i) Terminating/cancelling jobs

j) Verifying results for completion and accuracy
k) Report SLA compliance and variances as per agreed guidelines and timelines

6. Production Monitoring

The Bidder shall be responsible for Production Job Scheduling including:

a) Reviewing and verifying application monitoring requirements

b) Reviewing and verifying database monitoring requirements

c) Review and verifying operating system monitoring requirements

d) Review and verifying network monitoring requirements

e) Installing, configuring, and tuning monitoring tools

f) Reviewing and verifying manual monitoring checklists

g) Monitoring system using systems management tools 

h) Monitoring system using pre-defined checklists

i) Monitoring network performance up to demarcation point

j) Monitoring log events

k) Analyzing traffic patterns (Network)

l) Creating and disseminating reports on application and infrastructure utilization, capacity and performance

m) Reporting SLA compliance and variances as per agreed guidelines and timelines

7. Application Performance Tuning

The Bidder shall have responsibility for:

a) Reviewing and verifying application performance requirements

b) Reviewing and verifying database performance requirements

c) Reviewing and verifying operating system performance requirements

d) Reviewing and verifying network performance requirements

e) Providing application performance analysis

f) Determining optimal performance settings for each application and infrastructure to meet SLA requirements

g) Monitoring performance adjustments for their effectiveness

h) Tracking results of tuning actions

i) Managing workload balancing

j) Controlling work process environment

k) Supporting application and development teams in resolution of application performance problems

l) Supporting periodic reviews related to the support of the Solution

m) Creating and disseminating reports on application and infrastructure performance

n) Reporting SLA compliance and variances as per agreed guidelines and timelines

8. Performance and Capacity Planning
8.1. The Bidder shall perform the Performance and Capacity Planning activities including:

a) Reviewing and verifying capacity requirements for the Solution to ensure business needs and specifications are met satisfactorily and SLA compliance is achieved

b) Reviewing and verifying hardware sizing based on projected business

c) Monitoring end-to-end system performance and identify issues

d) Monitoring system capacity

e) Forecasting  resource requirements

f) Analyzing  and report resource usage trends

g) Analyzing workload capacity

h) Identifying threats to SLAs

i) Coordinating capacity requirements based upon SLAs

j) Creating and disseminating reports on application and infrastructure performance

k) Reporting SLA compliance and variances as per agreed guidelines and timelines

9. Hardware Maintenance

9.1. The Bidder shall be responsible for ensuring Hardware is maintained and perform the following activities including:

a) Identifying potential failures

b) Reviewing and verifying hardware maintenance strategy in accordance with manufacturers' guidelines

c) Reviewing hardware maintenance plans 

d) Scheduling hardware maintenance

e) Testing components that have received maintenance

f) Tracking scheduled maintenance of components

g) Tracking spare parts requirements/availability

9.2. Server Console/Hardware Monitoring

a) Monitoring console for event notification

b) Detecting events, Logging events

c) Determining devices or components affected by an event

d) Determining which users are affected by an event

e) Defining work-around if possible

f) Performing fault diagnosis and testing

g) Escalating support according to defined escalation processes for fault correction

h) Correcting fault

i) Testing system after correction

10. OS Performance and Tuning

a) Monitoring resource utilization & performance to ensure adequacy of resources

b) Determining optimal performance settings for OS parameters, Configuring OS tunable parameters 

c) Monitoring performance adjustments for their effectiveness

d) Tracking results of tuning actions

e) Implementing and maintaining system software products

f) Implementing maintaining operations architecture tools (system monitoring, scheduling, etc.)
11. Database Management

a) Planning database extensions

b) Performing database extensions

c) Managing usage, Managing file sizes

d) Performing database profile modifications as required 

e) Performing database reorganizations

f) Performing database archive

g) Resolving problems

h) Performing database imports/exports

i) Performing in-scope database upgrades

j) Integrating third party database applications

12. Disk Storage Management

a) Maintaining Storage Architecture Strategy

b) Monitoring and control storage performance

c) Determining dataset and volume placement

d) Implementing disk storage changes - physical

e) Implementing disk storage changes - software

f) Analyzing and making recommendations for resource efficiency
13. High Availability / Hardware Contingency Planning

a) Identifying business availability requirements

b) Reviewing and assessing hardware contingency strategy based on availability requirements

c) Determining backup/recovery strategy based on availability requirements

d) Performing risk assessment of existing strategies

e) Reviewing contingency plans with management

f) Installing and configuring other Contingency software/hardware

g) Periodically testing other Contingency software/hardware

14. Disaster Recovery

a) Developing and maintaining the overall disaster recovery plan (including hot-site evaluation and selection, if desired)

b) Support BSNL in disaster recovery planning efforts (e.g. strategy, approach, alternatives, etc.)

c) Providing standard operational documentation required for the disaster recovery plan

d) Developing specific disaster recovery documentation and recovery procedures

e) Coordinating annual disaster recovery testing

f) Recovering system data and reinstall in event of disaster

15. Data archiving process

a) Determine DB storage space

b) Review with key users the need to archive data and which data

c) Prepare storage devices

d) Run archive programs in PRD

e) Analyze results of programs executed in batch

f) Re-organize freed space in the DB
16. Backup/Restore Management

a) Developing and maintaining backup/restore strategy and processes

b) Preparing system for backup processes

c) Performing complete and/or incremental backups

d) Monitoring backup processes

e) Notifying backup has failed

f) Labeling backup media

g) Maintaining backup library

h) Coordinating off-site storage functions

i) Periodically verifying backup media integrity

j) Preparing system for restoration processes

k) Restoring single or multiple objects from the backup media

l) Restoring complete or incremental backup

m) Monitoring restoration processes

n) Performing activities to rolling forward from the archive logs after a restore (i.e., update with current information

i. Notifying restoration has been completed

ii. Cleaning up instances (e.g. failed updates, existing locks etc.)

iii. Validating integrity and consistency of restored information

iv. Refreshing instances (via restore/rename) upon project request

v. Testing central/remote backup/restore procedures periodically including random restore tests

vi. Performing routine backup hardware maintenance

vii. Synchronizing backups and restores

viii. Determining compliance w/retention periods, security, tax regulations, etc.

ix. Managing physical tapes (usage, ship/receive off-site, etc.)
17. System Start up/Shutdown

a) Performing scheduled startup/shutdown of OS, Hardware, and other software 

b) Restarting the Hardware/OS after Failure

c) Monitoring the success/failure of the startup/shutdown processes - Scheduled

d) Monitoring the success/failure of the startup/shutdown processes - Non-Scheduled

e) Coordinating recovery of data and processes to a known, consistent state after failure
18. Security Management

a) Reviewing and verifying security requirements

b) Implementing logical security controls

c) Implementing physical security controls

d) Creating new OS users as necessary

e) Maintaining passwords of shared users

f) Maintaining user profiles

g) Maintaining groups of users

h) Maintaining supervisor profiles

i) Maintaining resource profiles

j) Monitoring security plan for its effectiveness

k) Testing security plans periodically
19. Network/WAN Management – Operations

a) Managing compliance to standards

b) Reviewing network security for compliance to standards

c) Estimating and supplying the necessary bandwidth

d) Maintaining and periodically testing redundant connections

e) Managing carrier/Bidder
f) Procuring, implementing and maintaining networking equipment and software

g) Gathering and reporting metrics

h) Escalating problems according to defined escalation process

i) Implementing and maintaining logical and physical security controls (router level, firewalls etc.)

j) Testing security plans periodically

k) Monitoring security plan for its effectiveness

l) Approving data, system and modem access

m) Implementing access requests

n) Resolving data network problems

o) Monitoring network traffic

p) Monitoring logical and physical connections

q) Providing capacity planning and traffic analysis
20. Business Process Operations
20.1. Bidder shall manage and perform the necessary IT activities for the business operations of the Solution including:

a. production management

b. day-to-day operations

20.2. creation of daily, weekly, and special schedules based on the business scheduling information and the system maintenance activities

20.3. Provide support for the users at the call centres (mainly Customer Service Reps – CSRs) and additional CRM clients such as dealers and shops.

20.4. Implement processes to monitor and improve the overall customer experience. This includes  improving better response time as part of customer queries,  or optimizing the order fall-out  process or improving the overall provisioning success.
20.5. Establish and put in practice processes to monitor and report on customer provisioning activities

20.6. Monitor the status of customer orders and provide management reports

20.7. Establish and put in practice processes to handle and monitor records and files manipulation (i.e. in collect and out collect handling, records correlation) 

20.8. Perform pre-cycle preparation, which includes coordinating sample accounts, determining readiness based on issues found in previous cycles, and creating billing cycle folders and tracking tools

20.9. Perform Bill Runs on a daily/weekly/monthly basis, depending on the number of bill cycles defined for the system. The following services are managed and coordinated:

a. Cycle approval

b. Billing QA activities

c. Error handling

d. Cycle statistics and trending

e. Coordination of printing

20.10. Perform billing audits, which includes financial trending and analysing and investigating exceptions.

20.11. Perform billing approval and confirmation, which includes coordinating audit completions and cycle approvals with internal and customer teams and reporting and tracking approvals, confirmations, and fulfilment activities

20.12. Ensure that the invoices are accurate in every way 

20.13. Perform Bill to Bill comparison

20.14. Perform detailed invoice validation, consisting of rating, display and overall formatting for each bill cycle.  This includes verbiage, spelling of FYI messages, balancing of minutes, free minutes, charges, display of calls

20.15. Execute and monitor A/R and collection jobs, balance of all payments, regardless of the payment method, and ensures that all trouble tickets regarding AR, Collection and GL issues are resolved according to their priority levels:

a. GL Balancing

b. Cash Balancing 

c. Error Handling

20.16. Implement processes and apply best practices to improve the effectiveness and efficiency of existing operations in areas such business risks, software performance, error handling, service time-to-market, and quality

20.17. Optimize and manage the  planning, fulfillment, and assurance processes around operational support systems

20.18. Monitor and report on revenue assurance performance as determined by assessing defined KPIs measured against revenue assurance control points

20.19. Perform root cause analysis of revenue assurance problems and take corrective actions for Services.

20.20. Enhance revenue assurance supporting tools and processes to improve revenue assurance infrastructure 

20.21. Optimize, enhance and manage the product life cycle from offer creation, offer rationalization to offer maintenance

20.22. Troubleshoot any application issues 

SECTION – 5 - PART B-10
Disaster Recovery
1. General

1.1. This Schedule outlines the Bidder’s responsibilities in respect of a Disaster (as defined in clause below). Bidder will develop a Disaster Recovery Plan (DR Plan) and shall initiate disaster recovery (if need arises) in accordance with this Schedule.

1.2. The purpose of the DR Plan is to ensure the Bidder’s ability to provide the Managed Services to BSNL after a Disaster has been declared.

1.3. Bidder shall ensure that the recovery process will begin immediately after a Disaster has been declared.  This will enable continuity of Bidder’s ability to provide the Managed Services using an alternate Data Centre (DR site)

1.4. The DR Plan shall cover the complete range of activities to be executed from the start of the Disaster to the stage where the Alternate Data Centre and environment is activated, operating and providing the Managed Services (i.e. the alternate environment servers as the production environment for the Managed Services) and ensure all critical services to serve the end customer is least impacted.
1.5. BSNL shall provide at its cost all necessary network connectivity from the primary data centre to Alternate Data Centre, and to and from the call center or any other location from which BSNL expects to have system connectivity in case of a Disaster.
1.6. In the event of a Disaster at the Primary Data Centre, the recovery teams will be moved to the Alternate Data Centre.

1.7. All Data Centers will be dual homed to MPLS network with required Bandwidth connectivity to two different points of presence. Bidder shall provide all the equipment such as Routers/ modems/etc needed at the Data center for MPLS connectivity. Additional bandwidth can be provided if requested for.

1.8. It shall be possible to monitor the health of disaster recovery system from main system and vice-versa continuously or under operator command through EMS.

1.9. The Bidder must provide a detailed proposal in the technical bid to achieve the DR objectives keeping in consideration the best practices followed in the similar environment.

1.10. The Bidder shall consider the following key factors while designing DR solution:
a. Suitable optimization of resources required.

b. Minimization of the duration of a serious disruption to business operations.

c. Effective co-ordination of recovery tasks.

d. Reduction of the complexity of the recovery strategy.

2. Definition of Disaster: A Disaster is any untoward event or occurrence, at and from the Primary Data Centre, such that the applicable portions of the Platform affecting the Managed Solution and delivery of Managed Services are needed to be  ‘failed over’ to the Alternate Data Centre.
3. Disaster preparedness and recovery: In case of a disaster the DR site shall be taking over the load of the primary site, the Alternate DR site shall run on a 100% efficiency. Necessary services namely CDR collection, rating and customer services shall be up and running within the prescribed time frames from the time of occurrence of the disaster. 

4. Data loss (Recovery Point Objective) : In no circumstances there shall be a data loss except in case of a disaster, where the permissible period of Data loss is 2 hours.

5. DR Requirements

5.1. No degradation of performance for the applications failing over to the DR site shall be permitted. Accordingly Hardware at DR site for all applications  shall be 100%. DR setup shall cover unplanned as well as planned outages at reduced performance level as defined.

5.2. DR site shall have 100% storage capacity to take care of the complete requirement of storage. In case of any natural or manmade DR instance, all critical functionality related to all applications shall switch over to the designated DR site.  

5.3. In no case, it is recommended to utilize the redundant HA servers and other processing headroom provided on different servers for the purpose of DR.

5.4. Enough precautions shall have to be taken to remove all single point of failure.  In spite of all that the Bidder shall also define different disaster like situation when impact on business is considerable because complete disruption of one or more element of DC resulting into disruption of different services, considering correction time, recovery time, business impact etc. restoration action has to be planned and documented during the Project execution phase.

5.5. The Bidder shall demonstrate its DR preparedness in following disaster scenarios if requested by BSNL:
5.5.1. A system / hardware failure at the primary site resulting in the system’s/hardware’s unavailability.

5.5.2. Core equipment/ components failing at the primary data centre resulting in the several systems of the primary site being affected/ unavailable.

5.5.3. Non-availability of the primary site as a result of a disaster restricted to that part of the city.

5.5.4. Non-availability of the primary site due to disaster situation in the city where the primary data centre is located.

5.6. The disaster scenario shall specify the contingency arrangements for people and shall consider situations such as:

5.6.1. Non-availability of Data Centre operations team.

5.6.2. Non-availability of the key decision makers at the Primary site beyond a significant time during a disaster.

5.7. Actions to initiate Switchover to DR site and Switchback from DR to production site shall be initiated manually.

5.8. Data replication from online storage of primary site to online storage of disaster recovery site shall be in asynchronous mode.

5.9. All the Databases DR servers should be in Standby mode and archive logs will be applied to those standby Databases on regular intervals. Whenever there will be any disaster situation, the Standby mode will be changed to open mode.

5.10. Periodic backups of the Database data as per backup policy and Non-Database data (System data, Application data, Business data) etc. are taken on tapes and kept in fire-safe storage outside the Data Centre.

5.11. Bidder shall document different unplanned outage scenario application and database wise with probable solution to overcome the problem.

5.12. Recovery Time Objective (RTO) : Servers earmarked to take the load of DR site shall be pre or post configured as per well documented DR plan prepared by the Bidder in all respect for quickest possible switch over which is maximum 48 Hours.
6. Development of disaster recovery plan
6.1. On the Effective Date, on each anniversary of the Effective Date and on BSNL’s written request at any time during the Term, the Bidder must develop a comprehensive disaster recovery plan in respect of all or any part of the Services.

6.2. The Bidder must develop and submit the disaster recovery plan to BSNL within such period as agreed with BSNL after the Effective Date, each anniversary of the Effective Date or the date of BSNL’s written request for such plans and procedures (as applicable). The draft disaster recovery plan must:

a) identify those parts or aspects of the Services that are susceptible to various disaster scenarios;

b) describe different levels of recovery;

c) describe how to minimize the duration of service disruption and disruptions to systems and business operations, including;

d) indicate the relevant Bidder Personnel that will be deployed, and the manner in which they will be deployed, by the Bidder to ensure that the systems and business operations are restored as soon as possible after the service disruption and/or disruptions to systems and business operations occur;

e) work-around, fall-back and any other relevant plans (such as traffic diversion plans, re-routing plans, etc.) that the Bidder will be able to implement to minimize the effect of the service disruption and/or disruptions to systems and business operations while the relevant Hardware and/or Software is being repaired;

f) alternative systems and platforms to which the Bidder will be able to divert critical data and traffic to mitigate the effect of the service disruption and/or disruptions to systems and business operations while the relevant Hardware and/or Software is being repaired;

g) a service restoration plan including details of whether the service restoration plan will result in full restoration or partial restoration and, if only partial restoration, the percentage restoration that will be achieved; and

h) the Bidder’s methods to prevent loss of any charging, recharge or billing information (including subscriber account balance values) in respect of any BSNL subscriber, such as back-up storage;

i) describe how to reduce the complexity of the recovery effort; and

j) propose, and describe how to implement, a disaster recovery solution.

6.3. BSNL may provide the Bidder with certain BSNL additional requirements for the draft disaster recovery plan; and/or require the Bidder to propose appropriate additional content for the draft disaster recovery plan.

7. Disaster Recovery approach
7.1. Bidder will install, maintain and update the DR Managed Solution so that the DR Managed Solution is installed and operational at the Alternate Data Centre throughout the Term in the same manner as the Primary Data Centre to the extent that the Platform as installed at the Alternate Data Centre will allow:
a. New software releases, builds, and hot fixes will be applied in to the DR Managed Solution replicating the production environment Managed Solution, and software forming part of the DR Managed Solution updated following capacity expansions of the Platform as installed at the Alternate Data Centre.

b. In order to synchronize the production configuration with the DR configurations, all configurations and software changes (new releases, builds and hot fixes) and 3rd party software upgrades made to the production environment must follow formal change control procedure.  This synchronization includes non-database operation files, being flat files required for continuance of operations, such as acquisition and formatting files and invoice images.

c. After a Disaster, Bidder’s support for the DR Managed Solution will be the same as for support of the production environment.

d. Disaster Recovery drill (to be conducted annually in accordance with Schedule  (Service Level Agreement) and other provisions of this Agreement) will be simulated without impacting production, in order to verify DR readiness.

8. DR ongoing activities

8.1. Contribute appropriate information and data to BSNL’s DR plan

8.2. Provide Operational services for Managed Software including:

a. Monitor configuration changes from production to DR environment

b. Ongoing data and file replication/transfer to keep DR in working condition.  Monitor Databases containing online transactions are replicated in real time from production to the DR site to avoid any loss of transaction

c. Implement all Managed Software changes to DR

d. Apply necessary patches or software update/upgrade to ensure consistency between Production and DR environments

e. Ensure compliance with BSNL’s IT security requirements

9. Disaster event occurrence
9.1 Emergency Operations Concept - In the event of a Disaster, the recovery activities will be undertaken from Bidder Alternate Data Centre – the Bidder’ Plan management and the recovery teams (Infra, Operations, Help Desk, Testing and so forth) will fail over to the Bidder’ facility and work from there.
9.2 Managed Solution Recovery Log Maintenance - Bidder will document the progress of the entire recovery process of the Managed Solution, along with any issues that are encountered and their corresponding resolutions.

10. Recovery process stages
10.1 Stage 1 – Preparations for Moving to Alternate Data Centre:  This stage includes the preliminary tasks that must be performed when personnel are notified of potential disaster recovery activation.  Examples would include staff and Bidder notifications, damage assessment, collection of documentation, assessing and obtaining backups, resource inventories and distribution (hardware and software, PCs, phones, supplies), staffing, and so forth.
10.2 Stage 2 – Moving Operations to Alternate Data Centre:  This stage includes the detailed tasks required to physically and logically move operations to the Alternate Data Centre. Examples would include hardware and software installations, transportation of backup tapes, purchase of necessary resources, arrangements for Bidder support, restoration documentation and schedules, staffing, and so forth.
10.3 Stages 3 and 4 – Running Operations at Alternate Data Centre:  These stages include tasks needed to meet SLA % Capacity, execute billing cycles, and sustain operations at an alternative facility. Examples would include setting staff schedules (as well as other schedules for Bidders, backups, and so forth), status and reporting procedures.  

11. Storage Requirements with respect to DR
11.1 Storage system based remote mirroring for DR over long distances over IP network shall be done. Any hardware required for providing replication shall have to be provided by the Bidder. There shall not be any limitation on remote mirroring of number of applications i.e. software licensing shall be such that any addition of application is taken care of.
11.2 Replication to another storage system at the DR site shall be in asynchronous mode. 
11.3 It shall be possible to update the secondary by the Primary on line or at configurable intervals in steps of at least 15 minutes.  The replication solution shall be designed to have negligible impact on the server & storage resources of the production environment.
11.4 During regular updates, only incremental data pertaining to the previous interval shall be transferred.  

SECTION – 5 - PART B-11
Change Management
1. General

1.1. All “Business as Usual” change requests are included in the scope and quoted revenue share, unless otherwise specifically stated.
1.2. Change Management Procedures shall draw a distinction between:

a) Business as Usual Activities in relation to the Managed Solution and provision of the Managed Services, which are not chargeable and generally will not require a full implementation assessment, and

b) Other activities in relation to the Managed Software, which may be chargeable and usually will involve addition of new lines of business, new software applications outside the scope of the Tender.
1.3. Change request shall be submitted to the Change Control Board for guidance while considering Change Requests for implementation.
2. Change Request Management Policy

2.1. Configuration, change, and release management shall be a set of related processes that will achieve the following objectives:

a. Maintain a detailed record of each systems configuration -   This means tracking down to the patch and revision level of individual software and hardware modules, components and subsystems.

b. Control changes to systems - This includes a formal process for change requests, assessment, approval, implementation, test and release.

c. Ensure an audit trail - This includes change requests, approvals, test results, installation/deployment dates, and post installation quality assurance tests to support the systems operational baseline configuration documentation.

d. Facilitate life cycle management and operational consistency - This is verified by auditing installed systems against baseline configuration documentation.

2.2. All Change Request shall be approved by the Change Management Board. The key responsibilities for Change Request approvals, release content approval, and review versions life cycle progress from design through development, testing, training and installation are

a. Receive descriptive, administrative and analytical information about proposed changes

b. Review the impact assessment of the change

c. Approve or reject any change requests

d. Set priorities for approved changes

e. Communicate the direction, scope and constraints of future releases

f. Approve release content

g. Schedule releases 

h. Monitor release implementation

i. Resolve or escalate issues

2.3. Bidder shall describe in detail the Change Management Methodology (CMG) to implemented by the Bidder. The Bidder is required to put in place CR and Version management processes, tools and necessary resources to team up with BSNL, to achieve the successful implementation and operability of the change, as a single change or as a whole version.

3. Classification of Change Requests

3.1. Bidder shall provide various classifications for change requests that will be initiated during the tenure of the contract.
3.2. Bidder will provide details of the different categories of change requests (minor / medium / major etc) and will also define the effort required for each of the categories.
3.3. The Change requests shall be classified into two basic categories. 
i. BSNL Initiated and
ii. Bidder Initiated

3.4. It shall be further classified into the following categories

3.4.1. Functional improvement. An improvement in the way an information system operates.  End user change requests for functional improvements are typically to correct a misalignment between how an information system supports their work and the supporting business processes. Bidder and IT initiated functional improvements usually focus on functional improvements related to technology.
3.4.2. Additional capacity: More of a specific resource, such as shared disk space, capacity management etc.

3.4.3. Additional services: Additional required features.

3.4.4. Technical fixes: Initiated to correct deficiencies or inefficiencies in products, systems, subsystems and components.  A technical fix from an end users point of view falls under the purview of problem and incident management.  Examples of technical fixes include improved shell scripts, patches, maintenance releases, etc.

3.4.5. Enhancements: Added features, such as the latest version of an application, improved user interface, additional functions, etc.

3.4.6. New requirements: Any system, subsystem or component needed to fulfill a new requirement. 

3.4.7. Change Requests shall further be classified based on whether it is:
a. Revenue Impacting

b. Business Impacting

c. Operations Impacting

d. Performance Impacting

e. Maintenance related

f. Trouble Tickets etc

4. Change Control Board

4.1. The Bidder and BSNL shall institute a Change Control Board with participation from both side. 
4.2. The Change Control manager and BSNL representatives will have regularly scheduled meetings so that all parties meet and agree to any change of scope and prioritize CRs into a CR Priority List.  There will be defined cut off dates for consideration of a CR for a given release.  This list will be presented to the CCB for approval to proceed.

4.3. Change Control Board shall meet periodically (monthly, or as needed)

4.4. Bidder and BSNL shall ensure that new tasks and other requested changes are justified, and the deliverables affected are identified.
4.5. CCB will prioritize the change requests into a scheduled release or reject the change request based on system impact and business justification.

4.6. Bidder shall obtain authorization of the Change Control Board to proceed with the new tasks/ changes and assigning them to appropriate individuals to action

4.7. CCB will set the timeline for the additional steps in the change request process, including Response to Requests (RTRs) delivery and RTRs Approval deadlines.

4.8. CCB is responsible for insuring that the change request template is completed as required.

4.9. CCB will determine if the CR is “above the line” meaning it has sufficient priority to be given consideration based upon the number of CRs with higher priority that are outstanding.

5. Change Control Procedure

5.1. Bidder is required to describe the proposed blended structure, roles and processes and tools for CR and Version management.

5.2. Bidder shall provide on-site business analysts to collect and document requirements, design and document business processes and perform high level functional design

5.3. Bidder shall plan, coordinate, monitor, and control all changes relating to the Solution, including any installation or alteration to BSNL applications managed by Bidder that adds to, deletes from, or modifies the BSNL applications.
5.4. Bidder will employ automated procedures for change coordination, review and reporting.
5.5. Bidder will implement measures to minimize the business impact and risk to BSNL of any change activity.  

5.6. The Bidder will also be responsible for Coordinating, controlling, and managing the changes in BSNL's IT environment pertaining to the Services, including:

a. changes to individual components 

b. coordination of changes across all impacted or related components

c. coordination of changes with elements outside of the In-Scope Applications

d. Bidder shall establish a process that will minimize risk, cost and business disruption to BSNL.
5.7. Bidder shall make all changes in accordance with Change Control procedures approved by BSNL and providing information regarding any changes performed without proper authorization or contrary to Change Management policies and procedures.

5.8. Bidder shall be responsible for collecting data on every change attempted, recorded in the tracking tool by establishing and maintaining a Change Requests log.
5.9. For each change request, the Bidder shall:

a. Create functional requirement in per-defined format

b. Create a change control record

c. Provide an estimate of complexity, feasibility, and development time

d. Obtain BSNL agreement of the functional requirement

e. Perform Services as required to design, document, develop, configure, test and implement the Change.

f. The Bidder’s team will work with BSNL to write Functional Specifications for those CRs above the line.

g. Monitor the progress and cost of the changes

h. Regularly review all new CRs and allocate for further analysis

i. Requirement for new task/ enhancement identified and documented on a Change Request (CR) form. 

j. Forward to Change Control Board (CCB) for prioritization and approval

k. Where estimations or impact on timescales exceeds pre-defined limit, refer to Change Control Board for approval.

l. The CCB shall also determine the release propagation path for the CRs developed. A review of the impact of these changes taking place at the core functionality will be conducted

m. CCB shall give priority to particularly urgent changes that need to be ‘fast-tracked’

n. Identify deliverables involved, estimate time, cost etc

o. Approve CR or reject or put on hold.

p. Where approved, identify resource(s) responsible for producing deliverable(s), sign-off resource(s) and due date for each deliverable

q. Carry out work approved in CR, capture actual time spent against new task on timesheet, and report completion

6. Release Management

6.1. Bidder shall establish and maintain Release Management procedures.

6.2. The Bidder shall describe the proposed processes and tools for Release Management.
6.3. The Bidders shall oversee the successful roll-out of new and changed Configuration Items, including Software, Hardware and associated documentation, which will be tested and implemented into production

6.4. Formulating the Release package, which may consist of a single Release Unit or a collection of Release Units
6.5. The Bidder will follow the release management process so that any change to the Solution is controlled, tested, traceable, authorized, and implemented in a structured manner.

6.6. Provide proper testing and test results for all Releases going into the managed environments.
6.7. Provide support for a period of time directly after the deployment of a new or changed component to include a review the KPIs, monitoring Thresholds, and provision of additional resources for Incident and Problem Management.

6.8. Based upon CR type (major, maintenance, trouble ticket etc), priority, the time estimates, and the capacity available for development in the various areas of the system, CRs are targeted for a given release.

SECTION – 5 - PART B-12
Governance
1. General

1.1. The section sets forth the guidelines for the governance structures and regulations that shall be designed, delivered and followed by BSNL and MSP during the term of the Agreement.

1.2. The establishment of an effective and efficient governance mechanism is used to control and direct the Managed Service operation ensuring proper multidirectional flow of information between BSNL and MSP, and 3rd party partners (to the extent required), in relation to the provision of the Managed Services. 

1.3. The governance mechanism is intended to ensure that the optimal methods are used for communication and mutual decision-making processes throughout the Term and provide for clear escalation as required for the parties to effectively operate.

1.4. Communication between BSNL and the Bidder will take place within the framework of the Governance Model structure indicated in succeeding Para (s).
2. Governance Model Objectives

2.1 Assure that the customer’s business objectives are achieved
2.2 Assure the seamless delivery of quality services to BSNL business units
2.3 Mitigate business risks as they pertain to Bidder’s delivery of services
2.4 Establish and maintain a strong partnership relationship

3. Governance Model Components

Bidder shall ensure that the managed services governance model is comprised of the following three components:

3.1 Governance Structures: The organizational structure and set of teams steering and controlling the managed services, including the main channels and protocols for communication between the parties and between different geographic locations

3.2 Governance Processes: The set of processes, methods and procedures needed to manage the day-to-day ongoing relationship
3.3 Governance Tools: A set of tools and reports that empower BSNL with control capabilities over the services it has transferred to the Bidder

4. Governance Structure

4.1. The Bidder shall implement a governance structure for the control of the Convergent Customer Care & Real Time Billing Managed Transformation & Services which will include: Strategic, Tactical and Operation requirements.

4.2. The Governance structure will include the following as general guidelines:

4.2.1. Strategic Level
a. providing executive governance of all operational, tactical and commercial issues

4.2.2. Tactical Level providing:

a. Management Oversight

b. Project Management 

c. BSNL’s Business Project Management 

d. Contract and SLA Management

e. Escalation Management

f. Operational Management 

g. Technology Management

4.2.3. Operational Level providing:

a. Project Management Office

b. Service Delivery Management

c. Change Control Management.
4.3. The governance structure shall include responsibilities for:  decision making, prioritization, approvals, program governance, operational governance, financial, issue and risk control, change management commercial management, and contract and SLA management.

4.4. The Bidder shall describe the proposed organizational structure for governance, including the main channels and protocols for communication, escalations and issues resolution.

4.5. The Bidder shall indicates their compliance with the proposed governance structure addressing:

a. Each component of the structure

b. Roles and responsibilities of participants

c. Committees and forums

d. Key communication

e. Reporting

4.6. The Bidder and BSNL shall take action for implementing all forums and committees with relation to delivery of services.
5. Executive Steering Committee

5.1. An Executive Steering Committee for overseeing the management of the Managed Services shall be set up. The Executive Steering committee will be responsible for:

a. Outlining strategic directions from a business perspective

b. Ensuring that the strategic objectives of the relationship are being met

c. Resolving high-priority and escalated issues 

d. Directing and prioritizing activities on the Tactical and Operational levels

5.2. Approving and Governing:

a. Management reports

b. Transition Plan, progress, and achievement of Critical Deliverables and key activities

c. Service Level reports and modifications

d. Continual Service Improvement and Quality Assurance measures

e. Auditing results


f. Financial issues and performance

g. Risk identification, monitoring, management and control activities

h. Security issues and Incidents

i. Regulatory and compliance issues

j. IT Service Continuity strategy, capability, plans, tests and remediation actions
k. Approving major Change Orders, prior to execution by the parties; and 

l. Resolving escalated disputes

5.3. The Executive Steering Committee will comprise senior representatives from the Bidder and BSNL. BSNL shall lead the Executive Steering Committee and provide representatives as required.
5.4. Bidder’s representatives shall cover the full accountability of the program and including customer executive, operations executive, and program executive.

5.5. The Executive Steering Committee will meet at least quarterly, or as and when need.
5.6. The decisions taken by Executive Steering Committee shall be final and non-challengeable. 

5.7. The Bidder shall be responsible for providing agenda for all governance meetings:
a. The Bidder shall produce reports for the Executive Steering Committee including

b. Monthly status reporting

c. Operational reports on a quarterly basis

d. Service Levels results: achievements and exceptions

e. Change Management reports

f. Issues and risks reports

g. Other information as required to support the governance of the program

6. Management Committee

6.1. A Management Committee shall be set up for the governance and control of projects during the delivery of Services.  The Management Committee will be responsible for:

a. Approvals of project plans

b. Monitor and review performance of the Services against objectives including reviewing quality against the agreed KPIs 

c. Reviewing and making decisions on risk and issue items

d. Examining program change request and resource requirements

e. Handling program escalations and in turn promptly executing further levels of escalation to the Executive Steering Committee

6.2. The Management Committee will comprise senior representatives from the Bidder and BSNL. The Bidder shall nominate representative in the Management Committee including:

a. Program Director

b. Account Executive

c. Program and Project Managers (as required)

d. PMO Manager

6.3. The Management Committee will meet at least monthly, or more frequently as required to govern delivery of the Services.

6.4. The Bidder shall be responsible for providing agenda for all Management Committee meetings.

6.5. The Bidder shall produce reports for the Management Committee including

a. Status reporting

b. Change Management reports

c. Issues and risks reports

d. Other information as required to support the delivery or projects

7. Project Management Forum

7.1. The Project Management Forum shall be established to control project activity during the course of the Term.

7.2. The Project Management Forum shall have the following responsibilities:

a. Review project plans and updates

b. Review project management reports

c. Manage and resolve cross-program issues, risks and dependencies

d. Review and endorse impacts of change request

e. Review and approve deliverables


7.3. Attendees of the Project Management Forum shall include Project Managers from BSNL and MSP involved in delivery of Services. 

7.4. The Bidder will prepare the following deliverables for the Project Management Forum:

a. Project plans

b. Status of project activities

c. Milestone report including status against milestones

d. Project issues and risks

e. Items for escalation

f. Change Request logs

g. Completed deliverables

h. Achieved service levels 

i. Report of dependencies across projects

7.5. The Project Management Forum will meet on a weekly basis for the purpose of managing projects required for the implementation of the Solution.

8. Business  Management Forum

8.1. The Business Management Forum delivers demands and recommendations from BSNL’s business perspective including:

a. Requirements prioritization

b. Business resourcing

c. Operational decisions

8.2. The Bidder shall provide suitably qualified personnel to participate in the Business Management Forum when requested to provide input or supported to Business decisions on items such as:

a. Business needs

b. Requirements

c. Design document

d. Change impact analysis

e. Business change management

f. Testing

g. Deployment

h. Business Operations

8.3. The Business Management Forum will meet at least monthly or as required.

8.4. The Business Management Forum will be chaired by the nominated BSNL manager.

8.5. The Bidder shall provide Change management reports will be provided on a weekly basis or as required by BSNL. The reports shall include:

a. Draft Change Orders; 

b. List of draft Change Orders under consideration or in process prior to execution 

c. Report of all impact assessments

d. Approved change plan.

9. Commercial Management Committee

9.1. The Bidder shall participate in a Commercial Management Committee for the governance and oversight of contractual compliance and Service Level Agreements. 

9.2. The objectives of the Commercial Management Committee include:

a. Tracking the fulfillment of Bidder’s contractual commitments and deliverables;

b. Evaluating the appropriateness of the SLAs and propose changes to the Executive Steering Committee; 

c. Reviewing previous month’s KPIs, report gaps and establishing corrective action plans; and where deemed critical, escalate to Executive Steering Committee for decisions; 

d. Monitoring performance, identify potential risks; 

e. Making recommendations for change to the Executive Steering Committee for ratification; 

f. Resolving or escalate Disputes; and

g. Recommending for Approval proposed contract variations, including Change Orders, prior to approval and execution by the parties

9.3. The Bidder shall produce reports for the Commercial Management Committee including

a. List and details of escalated issues

b. Requests for changes in the Agreement

c. Monthly SLA Report 

d. Monthly Risk Report 

e. List of action items 

f. Minutes of meeting

g. Settle calculation of quarterly invoices; and

h. monthly progress report to Executive Steering Committee

9.4. The Bidder shall provide the representative in the Commercial Management Committee including:

a. Customer Executive

b. Operations Executive

9.5. The Commercial Management Committee will convene on a quarterly basis or more frequently if required.

10. Change Control Board

10.1. Change Control Board - This will have the responsibility for operational changes to the production environment and should include representatives of BSNL and MSP as well as major suppliers.

10.2. The Bidder shall participate in an Change Control Board which will be established by BSNL to :

10.2.1. Receive descriptive, administrative and analytical information about the proposed change;

10.2.2. Review Impact Assessment of the Change Request;

10.2.3. Consider any Change Requests and use of Development Allowances, where applicable;

10.2.4. Set priorities for approved Change Orders;

10.2.5. Approve release content (including defects, security patches, operational changes in configuration and processes);

10.2.6. Manage and resolve cross-program issues, risks and dependencies;

10.2.7. Resolve issues as required to approve Changes Orders; or if not, escalate to the Escalation Management Forum and/or the Executive Steering Committee, as appropriate based on classification as a minor or major Change Order;

10.2.8. Monitor and review Change Order progress against plan, milestone achievement and checkpoint review for entry-exit criteria to the extent applicable;

10.3. BSNL shall share enterprise plan to allow Bidder to be able to align Managed Services activities/Change Requests to BSNL’s overall enterprise program management, allowing the parties the tracking of interdependencies and provide coordination between Managed Services activities/Change Requests and activities outside of Managed Services scope including risk/issues management

10.4. The members of the Change Control Board shall include:

10.5. BSNL representatives:

a. Engineering Lead

b. Architecture Lead

c. Development Manager

10.6. Bidder shall providing representatives:

a. Operations Manager

b. Account Manager

c. Other SMEs as required 

10.7. The Bidder shall lead the Change Control Board.

10.8. The following Deliverables will be provided by the Supplier unless otherwise noted:

a. Draft Change Orders; 

b. CR planning report;

c. Change Impact Assessment Report (BSNL with Supplier’s assistance for changes done within the scope of Supplier applications);

d. Review the latest operational results; 

e. Plan the next operational schedule;

f. Discuss and resolve critical operational issues; 

g. Approve special operational events and schedules between all parties; 

h. Approved change plan (BSNL); and

i. Minutes of Meeting.

10.9. The Change Control Board will meet at least quarterly, or ad-hoc as per each party’s requirement.

11. SLA Board

11.1. The SLA Board is a permanent review forum that ensures that services and delivery are backed by appropriate SLA metrics and reporting. 

11.2. The purpose of the group is to: 

a. Evaluate the appropriateness of the SLAs

b. Monitor performance

c. Agree/decide upon corrective actions where targets are not being met 

d. Make recommendations for changes to the Steering Committee for ratification

e. Resolve or escalate disputes

f. Recommended Frequency of meetings shall be monthly plus ad-hoc as required
12. Quality Assurance Board

12.1. The QA Board is a review forum that is responsible for ensuring that the services provided meet the required quality standards typically determined and led by the Bidder’s internal quality division. 

a. The purpose of the group is to:

b. Continuously review the Quality Plan implemented by Bidder

c. Monitor adherence to quality metrics

d. Agree on corrective actions where targets are not being met

e. Resolve or escalate quality disputes

Recommended Frequency of meetings: Monthly
13. Production Forum

13.1. The Production Forum is a working forum responsible for reviewing the progress of the deliverables and for placing a week-to-week focus on the key areas required to be delivered by the various teams that impact production (such as software versions, patches, database corrections, policy table updates, etc.). Following are the Production Forum’s main activities:

a. Review the progress of the deliverables

b. Communicate the direction, scope and constraints of the work, as required, to and from the involved team members

c. Provide guidance and allocate priorities to resources

d. Resolve issues escalated/received  from production

e. Drill down and try to resolve any areas of major risk or exceptional performance, that have been identified by the SLA board

f. Ensure that the quality of the deliverables produced is in line with Bidder quality standards and that they satisfy the customer’s expectations

Frequency of meetings: Weekly
14. Technology and Architecture Management Forum

14.1. The Technology and Architecture Forum is responsible for approving the technology planning for application, platform components, Define Platform Components and 3rd party software and tools. This includes:

a. Managing technology strategy; 

b. Establishing technology policy and setting architecture standards;

c. Reviewing and approval of changes to the IT environment;

d. Ensuring the integration of the various IT platforms; 

e. Reviewing the currency of software and hardware; and

f. Innovation Management

14.2. The Bidder will be responsible for the following:

a. Providing information about implementing new technologies;

b. Providing information about market development and trends;

c. Providing information about information technology best industry practice;

d. Providing support for developing process improvements;

e. Providing support to ensure economically efficient deployment and utilization of information technology resources, including human resources such as third party consultants;

f. Providing support to BSNL in provision and preparation of demonstration and test equipment and test environments, including access to demo labs or temporally handover of test equipment (sales support).  Supplier will also support BSNL with manpower to provide test data and test scenarios to BSNL; and

g. Providing support of exchange of experiences between BSNL and other customers.

14.3. The Technology and Architecture Forum will meet on a monthly basis or as required during the course of the Term.

14.4. The members of the Technology and Architecture Forum shall including:

14.5. BSNL representatives including:

a. Engineering Lead

b. Architecture Lead

c. Development Manager

d. Supplier representatives including:

e. Chief Architect

f. Integration Manager

g. Operations Manager

h. Other SMEs as required 

15. Project Management Office

15.1. The Bidder will establish and manage a “Project Management Office” (PMO) which will:

a. Be the single point of contact for BSNL;

b. Monitoring the quality of the Services provided by the Supplier;

c. Managing the Supplier’s project management at a working level;

d. Making decisions when there are differences of opinion between the Provider’s assigned project managers;

e. Managing the project issues;

f. Managing the project risks;

g. Managing the project change requests; 

h. Consolidating progress information and critical issues and risks into a report;

i. Consolidating service level achievements into a report; and

15.2. The  PMO will provide a weekly progress report, including:

a. critical issues;

b. risks;

c. service level achievements;

d. project status.

e. Preparing for the project steering committee meetings;

16. Problem Resolution

16.1. Bidder shall be responsible for Problem Resolution by solving problems in response to one or more incidents, identifying and solving them before incidents recur through proactive actions, such as conducting “lessons learned” and “root cause” analyses. At a minimum the following guidelines will be implemented by the Bidder:
a. Identify types of issues that may arise and classify them

b. Identify entity to address each issue

c. Define priority level definitions (1 = critical, etc.)

d. Define minimum and maximum required timing for producing a solution for each type of issue

e. Define when to escalate for each type

f. Define escalation path for each type

g. Define a communication process, e.g., means, format and timing of status reporting

h. Define corrective action procedure

i. Define preventive action procedure
17. Escalation Procedure

17.1. Bidder shall implement an Escalation Process that involves the escalation of service delivery issues through an escalation path

a. Take all issue types defined above and assign the an automatic initial priority level (1 = critical, etc)

b. Define minimum and maximum required timing for producing a solution for each type

c. Define when to escalate for each type

d. Define escalation path (who) for each type
18. Risk Management Procedure

18.1. Bidder shall be responsible for implementing Risk Management processes concerned with identifying, analyzing, and responding to risks associated with the managed services partnership.

a. Establish functions: Audit Committee, Internal Audit, Corporate Controlling and Risk Management officer

b. Evaluate risk profiles from the perspectives of: reputation, transaction, operation and security

c. Perform Risk Assessment (identification, assessment and analysis)

d. Develop internal control framework and risk management strategies (preventive or corrective plans, escalation, reporting and maintain)

e. Develop internal audit plan (annual) and agree on risk reporting information
19. Service Request Management Procedure

19.1. Bidder shall institute a service request procedure where the Customer requests the service provider to supply a deliverable that is out of the agreed scope, such as a query, a report, information pertaining to a customer or an application, etc. Managing the flow of service requests requires the creation of a service demand forecast (on a periodic basis) and negotiating adjustment terms for this forecast.  A pre-defined number of service requests are considered part of the regular terms of the contract, and are defined in the “Envelope Parameters” list.

a. Define types of service requests and classify them (information request and special reports, etc.)

b. Asses the average time needed to fulfill each request type

c. Define which function/role/person is capable of and will handle each type of request

d. Establish an initial amount of each type of request that will be offered the customer in the envelope parameters list
20. Contract Procedures

20.1. The purpose of Contract Management is to manage the relationship with Bidder to ensure that the highest standards of performance are adhered to and to provide maximum value to the BSNL business.

a. Administer the requirements of the Customer-Provider agreement and authorizes all formal changes or exceptions to the Agreement

b. Authorizes all work efforts that result in expenditures

c. Assures billing accuracy, financial compliance and that the financials are auditable

d. Establishes service level measurements for all key operational processes

e. Assures overall adherence to the terms of the contract

f. Serves as the single point of contact for all contract management functions

g. Reviewing Service Level results and metrics as defined in the contract.

h. Participating with the appropriate teams in the Service Level analysis of the results thereof and create and execute required action plans.
21. Performance Procedure

Service Level Tracking

21.1. Service Level Tracking determines performance measures and metrics and monitors their execution against agreed service levels and the predefined project milestones. Service level tracking is discussed in detail in the section “Service Level Guidelines”

21.2. Service Level Reporting

Service Level Reporting involves the generation of: 

i. SLA reports according to contractual commitments

ii. Service level tracking is discussed in detail in the section “Service Level Guidelines”
22. Periodic Reports

22.1. For each report the following must be established:

i. Tool to be used for reporting

ii. The precise content of the report

iii. Inputs and outputs

iv. The target audience (who receives it)

v. Frequency of report generation (daily, weekly, monthly, other)
22.2. A predefined list of reports may include:

i. Weekly Transition Progress Report

ii. Periodic Risk mitigation Report

iii. Periodic report of Help Desk calls their resolution time and solution, according to priority level

iv. Periodic SLA reports

v. Status/Progress reports for projects in process (project plan vs. actual)

vi. Program/Project Variance analysis

vii. Financial reports for projects in process (project plan vs. actual)

viii. HR and Staffing reports for projects in process

ix. Ongoing production reports / exception reports 

x. Approved Scope changes and CR reports (vs. CR requests)

xi. A quantitative performance figure for each KPI, per measurement period
23. Issue Escalation Procedure

23.1. Either Party may decide that escalation is desirable when resolution of an issue appears unachievable at the current management level.  The Party desiring escalation will provide written notice of its intention to the relevant employees of the other Party who are currently involved in the dispute.  At either Party’s request, the employees of each Party who are currently engaged in attempting to resolve the issue shall meet again (in person or by teleconference) to attempt resolution of the issue.

23.2. If the issue cannot be resolved at such then-current management level after good faith resolution attempts by both Parties, then either Party may escalate the issue to the Escalation Management Forum upon written notice to the Escalation Management Forum and to the employees of the other Party who were theretofore involved in the attempted resolution of the issue.

23.3. If the issue cannot be resolved at such then-current management level after good faith resolution attempts by both Parties, then either Party may escalate the issue to the BSNL Management organization upon written notice.

23.4. For each level of escalation, the Parties will jointly develop and submit to their next level of management a short briefing document that describes the issue to be resolved and its relevant impact, as well as the positions of both Parties. 

23.5. The Parties will schedule a meeting or teleconference for the appropriate forums to discuss the issue at a mutually-agreeable time and location.

23.6. Issues escalated pursuant to the foregoing Issue Escalation Procedures steps shall be escalated to each Party’s respective management levels in the following order of priority.

23.7. Contract and SLA Forum or the Escalation Management Forum, as appropriate.  If unresolved at one or both of these levels, escalate to the Executive Steering Committee.

23.8. If unresolved by the Executive Steering Committee, the issue will escalate to the Chairman & Managing Director of BSNL and the Group President, Global Strategic Sourcing of the Provider Group. 

23.9. If the matter remains unresolved after escalation under the foregoing Issue Escalation Procedure, the matter shall be resolved in accordance with Dispute Resolution and arbitration of the Agreement, which will again involve escalation to senior executives.

24. Urgent Production Issues

24.1. Urgent production issues may be immediately escalated at the request of either party.

24.2. By way of illustrative example, an Incident with a Severity 1 impact will require relevant Provider’s Subject Matter Experts (SMEs) to log in to the system within 30 minutes; if there is no rectification within one (1) hour from the first occurrence of the incident, the respective General Manager of each party may be notified for them to endeavor to agree the next appropriate remedial action.
SECTION – 5 - PART B-13
Quality Assurance
1. Overview

1.1. Quality Policy shall be implemented to meet BSNL requirements. The Quality System places special emphasis on: 

a. Defining program methodologies and standards 

b. Enhancing processes in accordance with the principles of continuous process improvements

c. Defining tools that support and enhance the quality of products and services (including all outsourcing services and activities)

d. Defining measurements and internal auditing procedures

e. Defining Quality Management activities

1.2. Quality Assurance will include all required work procedures and instructions, and will be constantly updated based on Lessons Learned findings to achieve the highest efficiency. 

1.3. Quality Policy shall promote the adoption of an integrated process approach to effectively deliver managed services to meet the business and BSNL requirements.

1.4. Following are key foundations of policy regarding Quality Assurance and Audit activities: 

a. Quality Assurance functions will be performed at all levels by trained personnel. 

b. All units will develop and implement annual quality improvement plans.

1.5. Quality Assurance personnel will have direct, independent lines of communication to senior management. They will be free to escalate concerns to senior management regarding any disagreement as to the acceptability of a given work product.

1.6. Internal Quality Reviews (IQR) and health Check (HC) will be performed to verify adherence to the Methodology.

1.7. Trained personnel, who are functionally independent of the area being audited, will conduct the IQRs/HCs.

1.8. Quality Policy shall be fully documented quality control system that includes a quality manual, along with written procedures and detailed work instructions.

2. Quality assurance Credentials

2.1. Provide an overview of Bidder’s  quality policy and objectives

a. Describe  Bidder’s quality manual and quality organization

b. Describe frequency and process of internal auditing for compliance to quality standards, including identification of corrective actions with timely follow-up

3. Quality Assurance

3.1 Quality Assurance team will function as a separate independent entity in the organization in order to promote its involvement in each of the program’s components and to position itself in such a way to be able to implement Quality Policy and constantly improve and audit as many activities as possible. 
3.2 Bidder shall establish personnel qualification and requalification requirements for all applicable processes. Qualification requirements shall address employee education, experience, training, and demonstration of skills. 
SECTION – 5 - PART B-14
Service Level Management
1. General

1.1. MSP shall establish and deliver Service Level Agreements (SLAs) / performance reporting between its Managed IT service organization and BSNL.

1.2. The methodology set out shall support the Service Level Management cycle of agreeing, monitoring, reporting, and improving the delivery of the Services to BSNL.

2. Service Level Framework
2.1. Service Level performance shall be measured and reported by MSP over a stated period of time. 

2.2. MSP shall ensure that measurement methodologies are automated (wherever feasible) and objective and that they are designed to operate without need for interpretation or intervention.

2.3. Service Level performance shall be measured and the penalties (if any) shall be levied on a monthly basis unless otherwise specified.
2.4. A failure by MSP to measure Service Level performance for a Critical Service Level, in accordance with the Measurement Methodology shall be an Expected Service Level Default, and continue to be an Expected Service Level Default each month until MSP measures the Service Level performance in accordance with the Measurement Methodology.
2.5. Measurement Methodologies for new Service Levels and changes to Measurement Methodologies for existing Service Levels shall be implemented in accordance with the Agreement.

2.6. If, after the implementation of the Measurement Methodology for a Service Level, MSP desires to change the Measurement Methodology for such Service Level, then MSP must give ninety (90) days’ notice to BSNL and demonstrate and explain to BSNL’s reasonable satisfaction the nature, equity, and appropriateness of such proposed change(s) to such Measurement Methodology.

2.7. Following BSNL’s consent, the Parties shall adjust the Expected Service Level and Minimum Service Level if necessary to account for any increased or decreased sensitivity in the new Measurement Methodology. Service Level performance may not decrease as a result of such change. 

2.8. Proposed changes must be fully documented and such proposed changes shall not result in an increase in the charges payable to the MSP.

2.9. Six (6) months following the Service Level Effective Date, and every twelve (12) months thereafter, BSNL in consultation with MSP shall review the Measurement Methodologies for existing Service Levels and assess whether any changes in the Measurement Methodologies for the existing Service Levels are required to collect and accurately reflect MSP performance and related data prospectively, for those existing Service Levels.

2.10. Detailed performance information used to calculate each Service Level will be maintained by MSP for up to three months, summary or aggregate data will be maintained indefinitely. 

2.11. MSP shall provide, or provide access to, such performance information to allow BSNL to verify the accuracy of reported Service Level measurements.

3. Reporting

3.1. MSP shall provide to BSNL, as part of MSP’s monthly performance reports, a set of reports to verify MSP's performance and compliance with the Service Levels and Critical Deliverables, in a form and structure acceptable to BSNL.

3.2. MSP shall provide detailed supporting information for each Service Level performance report to BSNL, in a form and structure acceptable to BSNL.

3.3. BSNL may access such information online and in real-time, where technically feasible, at any time during the Term and Termination Assistance period, in a form and structure acceptable to BSNL. 

3.4. MSP shall provide draft Service Level posting on or before the tenth (10th) business day of the month following the completion of any Measurement Period, and shall provide the completed Service Level posting on or before the fifteenth (15th) business day of the month following the completion of any Measurement Period.

3.5. No post-reporting adjustment shall be made to any Service Level performance data or supporting information without BSNL’s approval

3.6. MSP shall maintain a log of all such Service Level change requests, including the nature of the Service Level change, BSNL approval/approver, and Service Level change date.

3.7. MSP shall investigate and correct all Critical Priority Incidents and Problems, regardless of whether or not such Incidents and Problems constitute Service Level Defaults
4. Changes to service levels

4.1. Annual Review: MSP and BSNL shall set a mutually agreed date to conduct an annual review of MSP performance with respect to the Service Levels. At a minimum, the review will include a comprehensive review of the previous 12 months’ performance

5. Exceptions

5.1. If any events or periods that are measured as part of a Service Level are not successfully achieved in accordance with the relevant performance standard specified in the Service Level, and MSP demonstrates that such failure is directly caused by any of the following, then such events or periods shall be disregarded for the purpose of calculating the relevant Service Level (and shall be excluded from both the numerator and the denominator for the purposes of calculating whether the Service Level has been achieved):

a. During scheduled maintenance activities (i.e. build, releases, scheduled maintenance).
b. With respect to major initial and new system/product implementation (e.g. Phase 1, 2, 3) an exception will be granted for applicable Critical Service Levels for the first 7 Days post full implementation.

6. Hours of Support

6.1. The Systems are supported 24x7x365 with the exception of agreed to maintenance windows.

7. Maintenance windows
7.1. The following maintenance windows will be agreed upon for the purposes of carrying out regular Change Management Procedures associated with Release management and maintenance of the Systems. 

	Monday through Sunday
	12am -  5am


8. Degradation in Performance, Faults, Resolution Time and Penalties

8.1. During the term of the contract period, the entire system shall support the performance parameters and % availability as defined in tender document. In case there is degradation in performance or % non-availability is higher than specified or delay in restoration of faults beyond the prescribed limits will result in Penalties.

8.2. Penalties will be imposed based on three parameters:

(a) Availability related SLA breach:-
1.
Complete non-availability of a sub-system (Hardware/ Software).
2.
Partial availability of a sub-system.
(b) Non-compliance to the performance related SLA.





(c) Delays in resolving incidents reported by BSNL through dockets.
8.3. In case a sub-system is completely non-available then the severity level shall be defined as per the system non-availability calculated over a period of one month.
8.4. In case a sub-system is partially unavailable then penalties in such cases shall be imposed as indicated below:

a. In case a sub-system is partially available, then the severity level A shall be taken in the incident management process. The partial unavailability shall be recorded through docket in the system and the parameters like customers effected etc, shall also be recorded in the docket in the severity A in the incident management process. 

b. Parameters, which are directly related to subscribers, considered for ascertaining the severity level will be, Subscriber Billing, Billing functionality (tariff plan, discount, ) ,Subscriber Bill Printing, CDR Rating, CDR Collection, CRM, Service request, Service Provisioning, IVRS/CTI/ACD access.
8.5. Delay will be counted in steps of one hour where applicable. More than half hour of delay will be treated as one hour delay.

8.6. In case of any fault, not mentioned in the table below, affects the functionality of the Data Center in any way shall be treated as per the severity level defined by the Governance mechanism along with the resolution time.

8.7. The time for restoration of fault will be counted from the time of reporting to the help desk and obtaining the fault ticket number from them.

9. System Level SLA - System Availability and System Performance Parameters
	System availability
	Metric (Uptime)
	Penalty Code (A/B/C)

	UPS 
	100%
	A

	Mediation 
	99.5 %
	A

	Billing
	99.5%
	A

	CRM 
	99.5 %
	A

	EAI 
	99.5 %
	A

	Service Provisioning 
	100 %
	A

	Prepaid Systems

a. Service Availability – Call

b. Service Availability – SMS

c. service availability – data

d. service Availability – USSD

e. service Availability – Recharge

f. Service Availability – IVR

g. Voucher Generation & Loading Capacity


	100%
	A

	EMS 

	99%
	C

	Network Elements within Data Center premises (Routers, modems, RAS, LAN switch, etc.)
	99.5 %
	B

	Hardware
	99.9%
	A

	Disaster Recovery Solution
	100%
	A

	Storage SAN Solution 
	99.9 %
	A

	Tape library 
	99 %
	B

	Web Infrastructure 
	99.5%
	B

	Security 
	99.5%
	A

	Backup Infrastructure 
	99.5 %
	A

	Other items 
	95 %
	C


9.1. The Uptime would be measured as detailed below:

{[(Actual Uptime + Scheduled Downtime) / Scheduled Hours] x 100}

The above percentage will be calculated monthly.

9.2. "Actual Uptime" means, of the Scheduled Hours, the aggregate number of hours in any month during which each Machine / application, is actually available for use.

9.3. Scheduled Downtime" means the aggregate number of hours in any month during which each Machine / application, is down during Scheduled Hours, due to preventive maintenance, scheduled outages, However for any scheduled and planned outages, the SI will take prior approval from BSNL.

9.4. "Scheduled Hours" means the measurement period in a 24 x 7 manner i.e. equivalent number of hours in month excluding the scheduled downtime associated.
9.5. Systems/ sub-systems for which the availability is 99% shall not be down for more than 12 hours in a month.

9.6. Systems/ sub-systems for which the availability is 98% shall not be down for more than 24 hours in a month.
9.7. Systems/ sub-systems for which the availability is 95% shall not be down for more than 48 hours in a month.

9.8. The desired system availability over a defined period shall be ensured. Scheduled backup and other recovery functions must be clearly identified by the vendor with business impact explanations enclosure.
9.9. In case a sub-system is completely non-available then the severity level shall be defined as per the system non-availability calculated over a period of three months. The penalties in such cases shall be imposed as indicated below:
	Performance requirement
	Range of non-availability
	Penalty

	Metric Uptime - 100% availability 
	a. 99% to 100% in steps of 0.1%
	Penalty based on the Penalty code as per the above table corresponding to system applied for each 0.1% degradation.

	
	b. Less than 99%
	1.5 times the Penalty based on the Penalty code corresponding to the system shall be applied per each step of 0.1% degradation. This will be calculated incrementally after penalty for point (a) above is calculated.

	Metric Uptime – 99.5% availability 
	a. 99.5% to 98% in steps of 0.1%
	Penalty based on the Penalty code as per the above table corresponding to system applied for each 0.1% degradation.

	
	b. Less than 98%
	1.5 times the Penalty based on the Penalty code corresponding to the system shall be applied per each step of 0.1% degradation. This will be calculated incrementally after penalty for point (a) above is calculated.

	Metric Uptime - 99% availability 
	a. 99% to 97% in steps of 0.1%
	Penalty based on the Penalty code as per the above table corresponding to system applied for each 0.1% degradation.

	
	b. Less than 97%
	1.5 times the Penalty based on the Penalty code corresponding to the system shall be applied per each step of 0.1% degradation. This will be calculated incrementally after penalty for point (a) above is calculated.

	Metric Uptime < 97% availability 
	a. 97% to 94% in steps of 0.1%
	Penalty based on the Penalty code as per the above table corresponding to system applied for each 0.1% degradation.

	
	b. Less than 94%
	1.5 times the Penalty based on the Penalty code corresponding to the system shall be applied per each step of 0.1% degradation. This will be calculated incrementally after penalty for point (a) above is calculated.


10. Incident Management - Hardware and Software Defect related Priority Levels:
10.1. Priority 1 / Critical / Serious / Outage: Critical business impact /Application / Infrastructure inoperable making it unable to use the program resulting in a critical impact on operations. No workaround is available. This condition requires immediate resolution. Issue has crippling effect on the customer’s business that will be classified as Priority 1 will be 
(a) Critical system crash or completely disrupt service 

(b) Significant performance degradation 

(c) Security violation

(d) A main system function supporting a business critical process has failed, and the System functionality is limited such that critical business processes are paralyzed
(e) System  crashes repeatedly under normal use
(f) System hangs (stuck) - System not operative, or there is unreasonable wait times for resources or response as if the System is hanging
10.2. Priority 2 / Major / Substantial: Significant business impact, this indicates the program is usable but more effort and time are required from customer to accomplish the process. Application / Infrastructure usable but malfunctioning. Workaround available. Issues classified as Priority 2 are 
(a) Severe operational error 

(b) Some performance degradation 

(c) Loss of functionality with existing workaround

(d) The System is impaired, however the System is operative with a non-critical malfunction
10.3. Priority 3 / Minor: Direct BSNL-impacting issues where greater than 10% of CSRs or end users are being commercially hindered from completing tasks, sales or service processes required for day to day operations where a reasonable workaround is not available. Application / Infrastructure usable but is not performing to specification. There is little or no business impact. The System is operative with  limitation on minor functions
	
	ACKNOWLEDGEMENT THAT DEFECT WAS RAISED
	RESTORATION FIX (WITH WORKAROUND)
	DELIVERY MECHANISM

	Priority 1
	Two hours from the time defect was logged
	One business day for 80% of the problems, 100% within 3 elapsed working days
	Hot fix  on an exceptional basis

	Priority 2
	Two hours from the time defect was logged
	Two business days for 80% of the problems, 100% within 5 elapsed working days
	Scheduled Release or Hot fix on an exceptional basis



	Priority 3
	One business day from the time defect was logged
	Four business days for 20% of the problems

Five business

days for 60% of the problems

The last 20% within agreed Plan fix date until  Production
	Hot fix or part of Scheduled Release


10.4. Parameters, which are directly related to subscribers, considered for ascertaining the severity level will be, Subscriber Billing, Billing functionality (tariff plan, discount) ,Subscriber Bill Printing, CDR Rating, CDR Collection, CRM, Service request, Service Provisioning, IVRS/CTI/ACD access.
10.5. Parameters not directly related to subscriber, but affecting the subscribers will be CSR access, Storage data, Tape library access, Degradation in performance levels.
11. Service Level SLA – Performance:
	S. No
	KPI Metric
	Domain
	Explanation
	Business
Effect
	KPI Target / SLA
	Severity

	1
	Percentage of incoming customer queries relating to billing
	Billing Quality
	Measures customer experience of billing transparency. The measure assesses number of queries received on billing to total no of queries for a particular period.
	Customer Experience
	<3%
	B

	2
	Bills adjusted per thousand
	Billing Quality
	For every 1000 bills, how many bills got the adjustments on them after customer inquiry.
	Customer Experience
	
<0.1%
	A

	3
	payments updation to customer account
	Billing
	Difference of time from the payments made to the time by which payment is applied on the billing records.
	Operational Efficiency
	<8 hrs
	B

	4
	Target time to make unbilled usage data available in CRM
	CRM
	Time by which customer usage records/data will be visible in CRM after being processed by billing system
	Operational Efficiency
	< 3 hrs
	B

	5
	Collections efficiency against credit terms
	Billing Quality
	Measures efficiency of dunning processes, payment system and accuracy of billing system
	Operational Efficiency
	> 90% in 30 days, > 95% 60 days, >99% in 90 days
	A

	6
	Days from billing cutoff to distribution of invoices 
	Billing
	Measures effectiveness of billing-disbursement process 
	Operational Efficiency 
	<3 days in including ps file generation and bill printing
	B

	 7
	Retail customer invoices processed/generated per hour  
	Billing
	Average Billing Throughput = Total bills processed ( Generated + Failed ) in a month / Duration of Billing process execution in hours for entire month
	revenue and margins
	Minimum 0.3 Million 
	A

	 8
	NO of bills in error, pending to be generated
	Billing
	All bill time errors due to plan mapping issues, customer data issues, usage issues etc.
	revenue and margins
	20 Errors/Lakh(All to be cleared within 24 hrs)
	B

	 9
	Enterprise customer  (voice /data /leased line etc) invoices processed/generated per hour  
	Billing
	Average Billing Throughput = Total bills processed ( Generated + Failed ) in a month / Duration of Billing process execution in hours for entire month
	revenue and margins
	Minimum 0.1 Million 
	A

	 10
	Percentage of IPDR/CDR/Event Records in error
	Mediation
	Rating throughput per second will be calculated as (Total CDRs and IPDRs rated / Duration of Rating process execution). Minimum ten samples of Data will be provided. 
	operational efficiency
	< 0.01 %
	A

	 11
	Error Event Record Clearance (EDR) Clearance
	Mediation
	 
	 
	100 % clearance within 12 hrs
	A

	 12
	No of duplicate CDR`s sent to Billing Application
	 
	 
	 
	NIL
	B

	 13
	time taken by mediation to process CDR/IPDRs generated by network element and send to billing (FOR POST PAID)
	Mediation
	start time will be Measured from the time file is created in the switch to the time file is sent to the downstream (Billing system)
	operational efficiency
	< 2 hr
	A

	 14
	Time taken from the payment entered in system to the time the service is reconnected
	Billing
	start time will be Measured from the time payment is received in the payment channel to the time when customer gets reconnected on the network
	operational efficiency
	< 3minutes
	A

	 15
	CDR/IPDR in error due to system configuration errors 
	Billing
	event records in error in the rating and billing engine due to wrong configurations done at mediation or rating/charging or billing system
	operational efficiency
	<0.1% for ageing more than 3 days, NIL for ageing more than seven days
	B

	 16
	New Bill format design in production environment from handing over concept
	Billing
	 
	 
	< 2 days
	B

	 17
	Percentage of MIS/business reports(including accounting reports like SLR etc) that are generated / refreshed as per agreed schedule
	Reports
	data in reports needs to timely refreshed, the percentage of reports that are not refreshed in time will be calculated
	operational efficiency
	>99%
	B

	 18
	Time taken for execution of IOBAS Invoice generation 
	IOBAS
	IOBAS invoice generation time for all operators configured in the system
	Operational Efficiency
	<40 hrs
	A

	 19
	time taken to test and thereupon configure new tariff plans in the production system 
	Billing
	time taken for configuration of new tariff plans after confirmation of feasibility
	revenue and margins
	< 1 working day
	A

	 20
	percentage of order fallouts in the system
	CRM
	percentage of orders that failed to get completed in any of the downstream system after the order initiation from CRM / selfcare
	revenue and margins
	< 1%
	C

	 21
	Response time of CSR terminals
	CRM
	Time to be sampled at multiple locations for measuring login time a
	operational efficiency
	<5 seconds
	B

	 22
	Miscellaneous query response time per customer account
	CRM
	Time to be sampled at multiple locations for measuring customer query time
	operational efficiency
	<10 seconds
	C

	 23
	Online Bill presentment from time of bill generation
	CRM
	time to be measured for ensuring timely availability of bill info on portal etc
	operational efficiency
	< 1hr
	C


12. Penalties

12.1. The penalties mentioned are applicable for two categories namely System Availability and Hardware / Software Defect priority levels as mentioned in section 10 and section 11 of this section
	Penalty Code / Severity “A”
	1. 0.2% of the weighted service charge for every 0.1% drop in availability 

2. 0.2% of the weighted service charge for every 1% drop in performance level. 

3. 0.2% of the weighted service charge for every 4 hr delay in incident resolution beyond agreed duration 

	Penalty Code “B”
	1. 0.15 % of the weighted service charge for every 0.1% drop in availability 

2. 0.15% of the weighted  service charge for every 1% drop in performance level 

3. 0.15% of the weighted service charge for every 4 hr delay in incident resolution beyond agreed duration 

	Penalty Code “C”
	1. 0.1% of the weighted service charge for every 0.1% drop in availability 

2. 0.1% of the weighted service charge for every 1% drop in performance level 

3. 0.1% of the weighted service charge for every 4 hr delay in incident resolution beyond agreed duration 


13. Weighed Service Charge and Service Level Penalties 
13.1. The three broad parameters for measurements in service level framework & their weightage are below:
a. Availability-40%
b. Performance-30%
c. Incident Management-30%
13.2. The ceiling on the penalties shall be 10% of the payable monthly service charge (on the revenue share basis).
13.3. The calculation for the penalties is as below:
14. Service Level Penalties
	Parameter
	Formulae
	Remarks

	Availability SLAs
	(0.4*0.1*Service Charge)*(Calculated penalty % as per SLA)


	Here (0.4*0.1*Service Charge) is weighted service charge for availability

	SLA Performance
	(0.3*0.1*Service Charge)*(Calculated penalty % as per SLA)
	Here (0.3*0.1*Service Charge) is weighted service charge for performance

	Incident Management
	(0.3*0.1*Service Charge)*(Calculated penalty % as per SLA)
	Here (0.3*0.1*Service Charge) is weighted service charge for incident management


14.1 In the event of a Service Level Default, Bidder shall provide to BSNL Service Level Credits as defined below (the “Service Level Credits”):

14.2 Upon the occurrence of a Service Level Default, a Service Level Credit shall be due from Bidder.

14.3 A Service Level Default shall occur when performance for a specific Service Level fails to meet the applicable Minimum Service Level Target

14.4 For each Service Level Default, Bidder shall apply a Service Level Credit to BSNL. Such Service Level Credit shall be computed in accordance with the following formula:


Service Level Credit = A   x   B   x   C Where:

A = The At-Risk Fees - Represents the amount invoiced on a monthly basis to BSNL.
B = The At-Risk Percent - The maximum credit that can be applied in a month and the maximum Bonus that can be accrued per year. Set at X percent (X%) of the monthly services fee.

C = The Service Level Credit Allocation Percentage for the Critical Service Level for which the Service Level Default occurred as shown in the table above
For example, assume that Bidder fails to meet the Minimum Service Level Target for a Critical Service Level. Assume Bidder’s At-Risk Fees for the month in which the Service Level Default occurred was INR 1,000,000 and that the At-Risk Percent was 5%.

Additionally, assume that the Service Level Credit Allocation Percentage is ten percent (10%).  The Service Level Credit due to BSNL for such Service Level Default would be computed as follows:

A = The At-Risk Fees. (INR 1,000,000)

Multiplied by

B = The At-Risk Percent.  (5%)

Multiplied by

C = The Service Level Credit Allocation Percentage for the Critical Service Level for which the Service Level Default occurred

= Five hundred rupees (INR 500) (the amount of the Service Level Credit)

14.5 The at-risk percentage for service level defaults will be 5% of the monthly invoiced amount (At risk fees)
14.6 If more than one Service Level Default has occurred in a single month, the sum of the corresponding Service Level Credits shall be credited to BSNL.
14.7 The amount of Service Level Credits credited to BSNL with respect to all Service Level Defaults occurring in a single month shall not exceed, in total, the At-Risk Amount, except as otherwise noted in this section.
14.8 The total amount of Service Level Credits – which Bidder shall be obliged to credit to BSNL, with respect to Service Level Defaults occurring during each contract year shall be reflected on the first invoice of the new contract year, and in the case of the final invoice during a contract term, that final invoice. Bidder will submit monthly a running line item list of each Service Level Credit or Earn back that has occurred during the contract year. 
15. Cumulative Maximum Penalty

15.1. The Cumulative Maximum Penalty for the bidder shall be the cumulative amount of 
(a) any Credits due for any System Level Defaults (section 10 and section 11) that occur in the same Measurement Period 

(b) any Credits due for any Service Level Defaults (section 13, section 14, section 15) that occur in the same Measurement Period

15.2. The maximum cumulative applicable penalty across all categories of penalties for a monthly measurement period shall be 12% of the invoiced amount for the month in which the SLA measurement was done.
16. Service Level SLA - SLA’s for other applications (need to define specific SLA’s for other applications such as EAI, Web GUI, Fraud management, Revenue Assurance, IOBAS etc)
17. Service Level SLA - Screen Response Times (Need to define what screen pop up means)
	Application Category
	Metric
	Expected SLA
	Penalty Calculation

	CRM
	< 2 seconds
	98% success with respect to all screen pop up’s measured in a month
	Daily sample measurement

	Web GUI
	
	
	

	Others……..
	
	
	


SECTION – 5 - PART B-15
Data Security and Privacy
1. General

1.1 The Data Privacy and Security Policy describes the rights and responsibilities of BSNL and Bidder for the period during which the Bidder provides the Managed Services under the Agreement

2. Policy
2.1 Information Resources shall include hardware, software and other materials such as: computers, computer peripherals, computer communications networks, computer systems, applications and software, web sites, data stores, information processing systems, public telephone network elements, and their support systems.  Information Resources may be Confidential Information, to the extent covered by the definition set forth in the Agreement.

2.2 Bidder shall protect the confidentiality of all BSNL Confidential Information that is stored, accessed, processed or transmitted (or otherwise available for same) on the Information Resources which are in the scope of this Tender.  Bidder has the specific obligations with regard to the protection of Information Resources and Confidential Information

2.3 This policy shall govern the protection of Information Resources and proprietary and Confidential Information in circumstances including, but not limited to:

a. Bidder’s access to, and use of, BSNL’s Confidential Information;

b. Bidder’s return and disposal of BSNL’s Confidential Information;

c. Bidder’s access to, use, and return or disposal of BSNL Equipment, BSNL Owned Software, BSNL Third Party Software and BSNL Data; and

d. access to, and use of, the telecommunications network and network components owned, leased, licensed and/or operated by BSNL and its subcontractors, including, but not limited to, any points of presence, any network element(s), or off premises extension to the BSNL Network, e.g., an extranet connection.

2.4 Bidder shall avoid unauthorized disclosure of BSNL Confidential Information
2.5 Bidder shall not delete, destroy, and shall avoid unauthorized disclosure of the BSNL Confidential for the Term of the Agreement from the Effective Date of the Agreement

2.6 Bidder shall only utilize BSNL Information Resources for their intended purposes, including, but not limited to, accessing, transmitting and storing information related to the operation of the business and the Agreement.

3. Usernames and Passwords

3.1 Bidder shall ensure that the Bidder provided Systems that may be used in support of provision of the Managed Services to BSNL have login procedures that are designed and implemented with a mechanism that will thwart the use of repeated login attempts to guess or otherwise determine a valid login identification and authentication combination by reinitiating the login process after a maximum of no more than 5 successive unsuccessful attempts.  After such successive unsuccessful attempts, the account will be locked up and will be automatically released after 30 minutes.

3.2 Bidder is responsible for all usernames and passwords assigned to each Bidder user, which shall be protected at all times. 

4. Reporting

4.1 Report potentially compromised usernames and passwords as soon as Bidder is aware. This includes any Bidder-owned devices that are unaccounted for that may contain BSNL information 

4.2 Report any known or suspected unauthorized access, unauthorized use, misuse, unauthorized disclosure, destruction, theft, vandalism, unauthorized modification, or unauthorized transfer of BSNL Data in Bidder’ possession or control.

5. BSNL Confidential Information

5.1 Secure and protect BSNL Confidential Information in accordance with the requirements

5.2 Ensure that computer storage devices containing BSNL Confidential Information or BSNL Personal Data are not disposed of or otherwise presented to Third Parties unless all BSNL Confidential Information and BSNL Personal Data has been completely obliterated.  This includes media used to transmit data and to create backups.
5.3 Ensure that individual access and accountability controls are in place for the Bidder’s Personnel who will access a BSNL Information Resource including resources owned and operated by or for Bidder that may contain BSNL Confidential Information.  Accountability/audit records shall be kept for a period of no less than ninety (90) days.

5.4 Upon completion of the Managed Services, the BSNL Personal Data residing on Bidder Equipment (that does not form part of the Bidder System) shall be retained, destroyed or returned in accordance with the applicable Bidder security policies.

6. Prohibited Material

6.1 Accessing, transmitting, or storing prohibited material through the BSNL Network or at a BSNL Site (i.e. pornography, racialist, conducting gambling, etc.) by Bidder Personnel is strictly prohibited and may, subject to the dispute resolution as described in the Agreement, result in suspension or termination of access to the BSNL Network for Bidder. 

7. Security programs and audits

7.1 Internal Security Policy - Bidder currently has, or agrees to implement, an internal security policy governing the protection of its own information resources and the resources of others under its control.  A copy of Bidder’s security policy shall be made available upon request.

7.2 ISO/IEC and PCI Compliance - Bidder currently has, or agrees to implement subject to the Change Management Procedures, a robust information security program that complies with the International Organization for Standardization and the International Electro technical Commission (ISO/IEC) for the Code of Practice for Information Security Management System (ISO 27001:2005(E) or its current standard.

8. Security changes and updates

8.1 Provider shall implement applicable security changes, patches and upgrades in systems, applications and software. Security changes, patches and upgrades correcting significant or immediate security issues shall be implemented.

SECTION – 5 - PART B-16
Disengagement Services

1. General
1.1 The Bidder will assist BSNL in the development of a Disengagement Assistance Plan for the transition of the Managed Services from Bidder to BSNL and/or its sub-contractor(s) describing services that Bidder will provide as part of such transition out (Disengagement Services).
1.2 At a minimum, such Disengagement Services will include preparing that portion of the Disengagement Assistance Plan detailing Bidder’s then-current responsibilities, including schedules and resource commitments.
1.3 Such Disengagement Services will include asset transfer, resources planning and other planning necessary to effect the transition
1.4 The Bidder must do all things reasonably necessary to effect the orderly disengagement of the operation of the Managed Solution and of the Managed Services in accordance with the terms of the Agreement that will be signed between BSNL and the successful bidder
1.5 Bidder must cooperate with BSNL to facilitate minimum disruption to the availability and technical support of the Managed Solution on the Platform.  Activities that may be required to achieve this objective include without limitation:
a. provide detailed briefings to relevant BSNL Personnel or the relevant staff of its sub-contractor about capacity planning including but not limited to trends, predictions, patterns of activity and usage including peaks and spikes and future development needs (if any);

b. create relevant security permissions and accounts for BSNL Personnel or its sub-contractor and the revocation of security permissions and accounts for Bidder Personnel;

c. provide library of project management information as part of the Operations Manual;

d. make  final updates or revisions to the Operations Manual;

e. train BSNL Personnel or it sub-contractor in the use of the Operations Manual and provision of the Managed Services (on a ‘train the trainer basis’);

f. co-operate with and assist BSNL Personnel or its sub-contractor; and

g. monitor the relevant Managed Services service continuity and disaster recovery services and assist in proper information transfer at the end of the Managed Services

h. provide BSNL with any relevant information regarding the Managed Services that is necessary to implement this Schedule and necessary for BSNL or the incoming third party contractor to assume responsibility for continued performance of the Services;

i. facilitate the transfer of relevant application knowledge and experience pertinent to the performance of the Managed Services
j. provide access to any existing employees or contractors employed or engaged by the Bidder with detailed knowledge of the Managed Solution and the Managed Services;

k. transfer responsibility for any offsite data and document storage to BSNL in a reasonable fashion; 

l. return to BSNL all BSNL data files and other BSNL Confidential Information; 

m. provide to BSNL access to all backup media that contains BSNL data or information specific to  BSNL;

n. return to BSNL any remaining property of BSNL in its possession or under its control including any remaining reports, BSNL Confidential Information, and any other relevant BSNL information or assets
2. Disengagement Assistance Plan
2.1 Within six (6) months from the Effective Date, Bidder will prepare and then maintain a Disengagement Assistance Plan reflecting the Managed Services then in scope

2.2 Bidder will review the Disengagement Assistance Plan in consultation with BSNL once every twelve (12) months and Bidder will update the Disengagement Assistance Plan on bi annual basis so as to ensure the documentation is always up to date.  Changes and amendments are to reflect the then-current Managed Services so that the Disengagement Assistance Plan is kept current.

2.3 Upon the occurrence of a Disengagement Event, Bidder will update the Disengagement Assistance Plan in accordance with the principles below and having regard to the actual circumstances of the termination and the requested period for provision of Disengagement Services.  The plan will then be the Actual Disengagement Assistance Plan.

2.4 Bidder will continue delivering the Disengagement Services until the end of the agreed period for provision of Disengagement Services as set out in the Actual Disengagement Assistance Plan.

3. Disengagement Scope

3.1 Disengagement Services shall include:

a. operational transfer;

b. Asset Transfer;

c. human resource re-allocation in accordance with this Schedule; and

d. relevant knowledge transfer to BSNL from the Bidder

3.2 Commencing on and from a date prior to the agreed Handover Date, BSNL Operational Organization will work alongside the Bidder to become familiar with the daily activities in managing the Managed Solution and providing the Managed Services.

3.3 BSNL Operational Organization will then take over formal responsibilities for the management of the Managed Solution on and from the agreed Handover Date, unless BSNL requests to extend the period during which Disengagement Services are required, in accordance with provisions of this Schedule.
3.4 During the Disengagement Period, Bidder shall do all things reasonably necessary and as reasonably requested by BSNL to facilitate the Managed Solution continued operation without significant interruption or significant adverse effect following termination or expiry and to facilitate the transfer of responsibility for, and conduct of the Managed Services to BSNL or a sub-contractor of BSNL (should BSNL so elect).

4. Assets

4.1 BSNL will pay for the transfer of the Managed Third Party Agreements listed in the MSA Third Party Contracts Register to the extent that Bidder is allowed to transfer such Managed Third Party Agreements to BSNL and pay any costs to replace such licenses as are not able to transfer.

4.2 Upon BSNL’s request (which may be made in relation to particular contracts), contracts between Bidder and subcontractors to Bidder are to be assigned to BSNL to the extent reasonably commercially practicable.

4.3 Any goods or services acquired by the Bidder in BSNL’s name must be assigned or transferred to BSNL at the Bidder’s cost when given written notice to do so by BSNL.

4.4 Any goods or services acquired by the Bidder in its own name are retained by the Bidder but may be provided to BSNL at cost if the parties agree in writing, unless such assets are part of the bill of materials that the Bidder has acquired for this Tender as requested in the Tender

5. Transition-out Notice

5.1 BSNL may assume responsibility, or engage a third party to assume responsibility, for some or all of the Services at any time by giving the Bidder prior Written notice (Transition-out Notice).

5.2 BSNL must give the Bidder the Transition-out Period, commencing from the date of the Transition-out Notice, to complete the Transition-out.

5.3 Immediately on receipt of the Transition-out Notice, the Bidder must implement the Transition-out Plan.

5.4 BSNL may suspend or cancel the execution of a Transition-out Plan at any time during the Transition-out Period by providing written notice to the Bidder. Such suspension or cancellation will be at no cost or expense to BSNL.

6. Transition-out Period

6.1 The Bidder must provide services throughout the Transition-out Period:

a. in accordance with the Transition-out Plan;

b. to ensure continuity of the Services that are being transferred to BSNL is maintained for the duration of the Transition-out Period and such Services

c. continue to meet the Service Levels for the relevant Services and any other standards specified in this Agreement;

d. to ensure the orderly hand over of the transferred Services to BSNL or to a third party service provider nominated by BSNL;
e. to ensure an accurate audit of inventory of assets and to verify transfer of assets; and
f. to ensure Knowledge Transfer occurs,

6.2 Bidder must ensure continuity of all Services for which the Bidder remains responsible (being the relevant Services which are not being transferred to BSNL during a particular Transition-out Period) in accordance with the Service Levels and the terms of the Agreement. BSNL and Bidder will mutually agree to acceptable commercial terms that BSNL will pay the Bidder for:

a. the Services provided by the Bidder up to the date of the transfer of such Services to BSNL (or a third party); and

b. any remaining Services that are not being transferred to BSNL (or a third party) during the Transition-out Period, in accordance with the applicable Purchase Order

6.3 The Bidder must provide the Transition-out Services and fulfill the Bidder’s obligations at no additional cost or expense to BSNL.

7. Notice of Step-in

7.1 Notice of Step-In will be issued by BSNL if the Bidder:

a. does not perform the Services;

b. defaults in the performance of the Services; or
c.   does not otherwise comply with a Service Level and does not cure that default or non-performance within an agreed time frame after the date on which BSNL provides the Bidder with Written notice identifying the default or nonperformance and requesting that it be cured 

8. Step In Mechanism
8.1 BSNL may take control of the Services as follows:
a. provide the Services to itself; or

b. engage a third party to provide the Services, and, in doing so, may take any action as is reasonably necessary to restore and provide the Services to itself or enable a third party to provide the Services to BSNL.

9. Step-in Plan and co-operation

9.1 The Bidder must implement and comply with any Step-in Plan delivered by BSNL to the Bidder including complying with any timelines, schedules, milestones and deliverables specified in the Step-in Plan.

a. On and to the extent of BSNL’s request, the Bidder must at no cost or expense to BSNL: 

b. restore or perform the Services in respect of which BSNL has taken control (Notice of Step-in) as soon as possible; and

c. fully co-operate with BSNL and any third party

9.2 During BSNL’s control over the Services, the Bidder must ensure that all of the Bidder’s subcontractors act in accordance with any direction of BSNL, including providing services to BSNL and any third party as if BSNL, or that third party, was the Bidder.

9.3 BSNL may suspend or cancel the execution of a Step-in Plan at any time by providing Written notice to the Bidder. Such suspension or cancellation will be at no cost or expense to BSNL.

SECTION – 5 - PART B-17
Continued Innovation

a) Long-range Planning
1.1 Assist in developing and updating the long-range, comprehensive plan for BSNL’s information technology (IT) Systems, processes, technical architecture and standards (Long-Range IT Plan). While BSNL will be primarily responsible for this plan, the Bidder will serve as a key collaborator. The Long-Range IT Plan will be developed on an annual basis, and will include a rolling three (3) year projection of anticipated Changes (subject to BSNL Business and planning requirements). 
1.2 Help to understand, develop, and confirm the future Business and IT requirements.
1.3 Assist in projecting future volume, technology, and geographic changes that could impact Systems and technical architecture, including any outputs from the Capacity Management, Availability Management and Demand Management Processes.
1.4 Identify candidates and requirements for the deployment of new technology or the automation of tasks associated with the Services and/or BSNL’s Business processes and Business Services.
1.5 Proactively submit proposals regarding new technology and automation to BSNL for its review and approval.
1.6 Support BSNL in the discussion and presentation of potential new technology product and service offerings to Authorized Users.
1.7 Proactively identify strategies and approaches for future IT service delivery that the Bidder believes will provide BSNL with competitive advantages and that may result in increased efficiency, effectiveness, performance, or cost savings.
1.8 Help to identify the projects to be performed, to define associated high-level schedules, and to perform cost benefit analyses.
1.9 Help to specify the Equipment and Software architecture and standards, and participate in continuously keeping BSNL’s technical architecture current.
1.10 Provide access to specialists within the Bidder’s organization, as needed, to assist BSNL in developing and updating the Long-Range IT Plan.
1.11 Identify industry and technological trends that may impact BSNL’s plan.
1.12 Identify and track regulatory issues/changes that may impact BSNL’s plan.

b) Innovation
2.1 Bidder shall describe their innovation methodology and process and how it will benefit BSNL
2.2 Deliver at least 4 Innovation proposals per year :
2.3 Include in each Innovation proposal a description of the Innovation, the Business benefits, the cost, the method and the implementation plan. 
2.4 Align activities to BSNL’s Innovation Roadmap projects, analysis, priorities, and the contribution of content to support the drivers and Business needs represented by the Innovation Roadmap. 
2.5 Include in the Innovation plan a description of the activities the Bidder will undertake in order to deliver the Innovation proposals. 
SECTION – 5 - PART B-18
Eligibility Criteria for various Software(s)

1. Product Eligibility Criteria: Various applications proposed by MSP shall meet the following eligibility criterion:
	Product
	No. of Live Sites (Minimum)
	Criteria
	Eligibility Parameter (per site) – Wire line
	Eligibility Parameter (per site) – Wireless
	Documents to be submitted

	Mediation
	Two
	Volume of CDR/EDR
	8 million Subscribers handling minimum 2 Billion CDRs/ month


	More than 10 million Wireless Subscribers handling minimum 3 Billion CDRs/ Month


	Client Certificate in the prescribed format attached as Section 10 Annexure III-A 

	Billing


	Two
	Subscriber base
	8 million wire line subscribers


	10 million wireless Subscribers


	Client Certificate in the prescribed format attached as Section 10 Annexure III-B

	
	One
	Subscriber base
	20 Million Real Time wireless Postpaid/ Prepaid supported by convergent billing platform


	Client Certificate in the prescribed format attached as Section 10 Annexure III-B
NOTE: Prepaid subscribers billed on IN platform shall not be considered

	CRM
	Two
	CSR
	5000 “Named User” in telecommunication service provider environment 

(Wireless and wire line separately or combined)
	Client Certificate in the prescribed format attached as Section 10 Annexure III-C

	EAI
	Two
	Subscriber Base
	Working as an integration tool for Telco’s/Enterprise with > 5 million subscribers
	Client Certificate in the prescribed format attached as Section 10 Annexure III-D

	Service Provisioning
	Two
	Activation/ Provisioning
	50000 activation/ provisions per day
	Client Certificate in the prescribed format attached as Section 10 Annexure III-E

	Inventory Management
	Two
	Subscribers base
	Inventory transactions of minimum 50000 per hour
	Client Certificate in the prescribed format attached as Section 10 Annexure III-F

	IOBAS (Inter operator billing)
	Two
	Subscriber base
	10 million wire line/wireless or both subscribers


	Client Certificate in the prescribed format attached as Section 10 Annexure III-G

	Fraud Management System
	Two
	Subscriber base
	4 million wire line/wireless or both subscribers
	Client Certificate in the prescribed format attached as Section 10 Annexure III-H

	Revenue Assurance
	Two
	Subscriber base
	4 million wire line/wireless or both subscribers
	Client Certificate in the prescribed format attached as Section 10 Annexure III-I


SECTION – 5 - PART B-19
General Software Specifications

1. General

1.1 Software applications shall be near linear scalable with multi-layered and multi-tiers, distributed, component-based architecture for reusability and scalability with full support to clustered, failover and load balancing architecture. Scalability to the required throughputs shall be done through configuration only.

1.2 Provision shall exist for on-line and batch method of feeding all types of data in each application. Generally batch mode of feeding data shall be file based unless otherwise specified.

1.3 The Bidder shall furnish the documentary proof of having tie-up with original software vendors with agreement for extending unequivocal support and customization as per the tender requirement.

1.4 The Bidder shall ensure the software support available for critical faults 24 hours a day, 7 day a week & 365 days a year for all software.

1.5 Bidder shall ensure that patches, updates and upgrades are regularly loaded on to the system as and when available. Patches, updates and upgrades shall have to be provided as part of the scope of the Bidder. For all practical purposes, a “Patch” will be defined as minor modifications to the Licensed Product made by the Product Vendor during the performance of error correction services and an “Update” shall mean a release of the Licensed Product which contains mainly error corrections and may contain some minor functionality enhancements. “Upgrade” of the software product shall mean a new release of the Licensed Product that involves the addition and / or enhanced functionality and might involve migration from the lower version to the higher version. Any replacement of hardware, if required for support of patches, updates and upgrades shall be carried out free of cost.

1.6 All operational and Maintenance activities shall be done through GUI/tested back end upload tools.

1.7 All the software system shall have easy integration capability by supporting industry standard open transport technologies and middleware product.

1.8 The software systems shall offer the capability to import and export information to/from external files or system.

1.9 Software System shall support clear demarcation for the core layer and the customization layer. All future versions shall have backward compatibility to ensure safe upgrades.

1.10 All the software customization required to meet the business needs of BSNL, for the system supplied shall be done by the vendor till the contract period.

1.11 It shall be possible to configure various parameters as per business needs on a template to be provided and supported by all software solutions for majority of the requirements.

1.12 The Software Systems shall be able to scale both vertically and horizontally in order to utilize in-box capability of Servers (hardware) and if required by deploying additional Servers.

1.13 Bidder shall provide operational and monitoring tools for each and every software & hardware system.

1.14 Mechanism to ensure overall application data integrity shall be seamlessly implemented across all the system.

1.15 It shall be possible to simultaneously add, update, delete, etc the relevant information in multiple applications maintaining separate databases and tables.

1.16 2-6 months live database shall be required for various applications with the provision of near on-line and archiving the database for the period beyond that.

1.17 If any functionality specified in the software specifications requires any specific hardware not covered under Schedule of Requirement, same shall have to be included by the bidder under the head “Any other item” in the Schedule of requirement along with the details of such requirement.

1.18 For all the applications bidder shall have arrangement with the original software solution provider (OSSP) for maintenance and upgrade to meet the obligations under this tender.

1.19 Software version of the equipment being supplied shall be latest & must be indicated. 

1.20 All the modules and sub modules of all the software shall be described in brief.

1.21 Bidder shall have to implement the latest Software Updates, normal Upgrades and /or Patches from time to time at no extra cost to the Purchaser along with associated hardware and memory upgrade necessary for maintaining the software, at each site for the entire period of the contract. It shall be the responsibility of Bidder to get necessary acceptance testing of the system done by BSNL for affected functionality of all systems after every implementation of Software Updates, Upgrades and Patches.

1.22 Bidder shall clearly specify (Application wise) the list of bundled software such as RDBMS etc., for which otherwise separate licenses would have been required. It shall be the responsibility of the bidder to indemnify BSNL against litigation arising out with the original software solution provider. In support of this requirement a certificate taken from OSSP who offers their application bundled with other application (RDBMS etc) shall have to be submitted for each such application along with the bid.

1.23 All software licenses shall be in the name of BSNL. Certified and licensed copies in the name of BSNL of the application software, RDBMS and any other software required as applicable with back up copy shall be supplied.

1.24 All software licenses should be on perpetual basis.

1.25 Bidder has to calculate the total licensing requirement of different software including RDBMS, OS etc as per the present volumetric given in the tender document and the same shall be specified along with basis for the licensing.

1.26 License is chargeable by vendors in different ways, some based on number of servers on which the application is hosted, some on number of CPUs on the server on which the application has been hosted, some on number of users, some on combination of number of adapter so on. 

NOTE: When transitioning the system to BSNL at the end of the contract period, details of such charging methodology shall have to be furnished by the bidder in the software costs. The details shall include the unit price of various component based on which the comprehensive license cost has been calculated, and it shall form the part of price bid. The licensing basis, which the bidder has indicated in the price schedule, will only be considered for payment purpose on pro-rata basis.

1.27 Bidder is permitted to use the freeware which are supported in case the same are pre-integrated in the application software. Bidder shall submit certificate in this regard from OEM about continued support and to certify that the freeware will meet all the requirements as laid out in the tender document. Bidder will also take care of bugs, security loopholes, patches, etc.
SECTION – 5 - PART B-20
Customer Relationship Management (CRM)
1. Introduction

1.1 This document highlights the major features of a Customer Relationship Management solution required to be integrated with the convergent billing solution for BSNL. The requirements specified in this document describe practices and procedures that are being planned to be implemented in BSNL. 

1.2 The CRM system shall enable BSNL to operate in a dynamic and competitive environment and respond rapidly to change. The system shall enable complete business flows that are applicable to the telecommunications industry. It shall be possible to configure various applications in such a way that the complete process flows can be enabled, enforced (if necessary), monitored and measured. In general, the following broad flows must be addressed by the system: 

a) Order capture to Activation and Fulfillment request to Billing

b) Customer Call to Problem Resolution

c) Customer bill enquiry, dispute creation till resolution

2. Architecture

2.1 CRM solution shall provide a single unifying platform and repository for all proposed components. 

2.2 CRM system needs to be assessed through call Center, Retail outlets (BSNL branches). Support on other sales channels like self-service, dealer.

2.3 It shall provide distributed database capability, allowing multiple sites to synchronize subsets of user’s application business data. It shall be possible to define rules to selectively transfer business data/form between multiple application servers.

2.4 It shall support LDAP or Active directory authentication capability, should support SSO

2.5 It shall provide distributed ticketing capability with ensured data integrity.

2.6 It shall support Web Service capability to extend the reach to other applications

2.7 It shall provide the ability to have multiple applications accessing the same database server for high availability and load balancing.

2.8 It shall provide the ability to be deployed on clustered environments

2.9 CRM solution should be operable in SOA architecture/environment

2.10 Bidder should share solution details explaining the software redundancy in the architecture for continued service availability.
3. Integration Capabilities

3.1 The system shall provide Integration tools, including adaptors and object interfaces.
3.2 The Solution shall support integration: 

a) With MS applications such as Word, Outlook, Exchange, Scheduler, etc.

b) With SMTP, POP3

c) With data mining tools.

d) With IVR and CTI technologies for supporting incoming call, chat, customers click to call, mail, SMS, etc 
e) With Resource Management systems.

f) With Workforce Management tools.

g) Inventory management System

h) With industry standard GIS applications

i) With industry standard Provisioning systems.

j) With Order Management systems.

k) With all customer related sub-systems.

l) Knowledge management system

m) Payment gateway

3.3 The Solution capable to integrate with a CTI solution, and implements the industry best practices

3.4 The Solution shall support Web Services Messaging.

3.5 The Solution shall support interaction with external Web Services

3.6 The Solution shall support secure(SSL/TLS) Web Services

3.7 The Solution shall support authenticated (Basic Authentication, Certificate Authentication, etc.) 

4. Web Service
4.1 The Solution shall support Hosted Web Services as well as interaction with external Web Services

4.2 The Solution shall support publishing additional Web Services configuration, to expose further functionality beyond your standard installation

4.3 The Solution shall support the capability to reprocesses / resend messages/transactions based on business needs

5. CRM & Billing Integration

5.1 The Solution shall support Out of box integration between the CRM component and the Billing component

5.2 The Solution shall allow access of billing information within the CRM GUI.

5.3 The Solution shall allow integration to the Billing system, meaning that the agent shall have a consolidated billing desktop application. Where all agent facing billing functionalities like enquiries, adjustments, disputes, etc; are supported within CRM application. There shall be no need to launch the Billing application from the CRM system

5.4 The Solution shall at least support the following agent facing functionalities in CRM application:

a) Support for prepaid and post-paid subscriptions and services

b) Display of customer current billing information and status

c) Definition of billing hierarchy and relevant billing information

d) Definition of billable services, billable charges and their relationship with billing entities

e) Change payment method for post-paid invoice

f) Add new customer (customer account, pay channels, billing arrangements, handset, phone number, pricing package, etc)

g) Add new subscription to existing customer (accounts, pay channels, billing arrangements, handset, phone number, pricing package)

h) Update subscription information (change of ownership, user, location, billing structure, acquisition, etc.)

i) Activate subscriber

j) Cancel subscriber

k) Suspend subscriber

l) Restore subscriber from suspension

m) Change billing arrangement information

n) Change Account Information

o) Change Payment Method

p) Change in Subscriber’s Offers (pricing package)

q) Change Name and Address

r) Change Subscriber General Information

s) Move Subscriber in the Hierarchy

t) Change Customer Type

5.5 The Solution shall support at least the following activities regarding Billing inquiries and adjustments through the CRM GUI:

a) Manage bill adjustments

b) View bill images – from a Billing archive system

c) View billed charges or Prepaid usage

d) View pending (unbilled) summary of charges

e) Request bill reprint/resend

f) Request statements

g) Bill Disputes 

5.6 The Solution shall support at least the following activities regarding payments and recharges through the CRM GUI:

a) Post a payment and Top up 

b) Display of Payment or top-up History 

5.7 In case the various functionalities indicated above are not met by the CRM/ OM module, the same shall have to be made available through Billing/ OM module.

5.8 CRM system should supports view, modification of Customer hierarchy for corporate customers. Allocation of users at different hierarchy levels to manage the accounts and perform activities like selection of summary or detail invoices, etc.

5.9 CRM system should support viewing of summary and/or detail invoices, for residential as well as corporate user.

5.10 CRM should support viewing of invoices online available within in system, for residential as well as corporate user.

5.11 CRM system should support viewing and analysis of unbilled event (voice, sms, data, content, etc) detail, for residential as well as corporate user.

5.12 The Bidder shall describe how CRM supports line item usage adjustments (e.g. selecting an event and adjusting off that specific event)

5.13 CRM supports selection of bill delivery method

5.14 CRM supports non line item usage adjustments

5.15 CRM supports non line item monetary adjustments

5.16 CRM supports usage credits

5.17 CRM supports monetary credits

5.18 CRM supports proration of early termination fees.

5.19 CRM supports waiving of early termination fees.

5.20 CRM Solution supports adjustments in minutes for billed calls

5.21 CRM system’s ability to perform adjustments in currency for billed calls

5.22 The Bidder shall describe the system’s ability to perform adjustments in minutes for unbilled calls or usage

5.23 The Bidder shall describe the system’s ability to perform adjustments in currency for unbilled calls

5.24 The Bidder shall describe how CRM supports reason codes for adjustments/credits

5.25 CRM should have web commerce module that is compliant with PCI standards for payments so that customer payment processes over web are fully secure. 
5.26 The Bidder shall describe how CRM can support multiple payment / top-up options
5.27 The Bidder shall describe how CRM would allow the company to notify a customer when a credit/debit card being used as a recurring payment method is set to expire

5.28 The Bidder shall describe how CRM can notify a user that an account is in need of payment prior to creating additional orders or adding additional services

5.29 The Bidder shall describe how CRM supports a financial history on the account including payments, returned payments, adjustments, credits, reasons/amounts for those transactions, etc

5.30 The Bidder shall describe how CRM would support removing or waiving a returned payment fee

5.31 The Bidder shall describe how CRM supports deposits

5.32 The Bidder shall describe how CRM supports deposit refunds

5.33 The Bidder shall describe how CRM shows a user when a deposit will be refunded

5.34 The Bidder shall describe how CRM supports One Time Charges (e.g. activation fees, early termination fees, etc)

5.35 The Bidder shall describe how CRM supports waiving or "adjusting off" One Time Charges (e.g. activation fees, early termination fees, etc)

5.36 The Bidder shall describe the collections functionality of CRM

5.37 The Bidder shall describe in detail (from a UI, web service/API, self-service perspective) how CRM supports complex customer hierarchies and what type of functionality is available.

5.38 The Bidder shall describe how CRM supports recharge for prepaid accounts

5.39 The Bidder shall describe how CRM supports billing disputes and at what level they are supported (e.g. bill level, line item level, etc)

5.40 Information requests – Important financial details on customer screen. Financial details (outstanding invoices after due date, overpayments), request statement , Paper/Paperless bill, etc
5.41 The Bidder shall describe your capabilities to manage/maintain customer data such as profile data, services and billing information, payment history, account aging data, orders and order data.

5.42 The Bidder shall describe your solution’s ability to support flexible account structures such as national enterprise accounts which must be managed and serviced by multiple levels of corporate hierarchy and billed by potentially different financial hierarchies, or simple accounts consisting of one to five customers or services billed to the same individual. 

5.43 The Bidder shall describe the Solution’s capabilities with respect to hierarchical grouping for enterprise and residential customers. Indicate how the solution manages add, change and delete actions over multiple related accounts, such as the change of a service which must be applied to all subscribers within an account; or the change of a service which applies only to a limited number of subscribers within an account.

5.44 collection details: collection status, debt amount, debt age
5.45 Ability to display amount that can be carried to next bill and ability to display accumulate amount that customer can use on this cycle

5.46 The Bidder shall describe ability to provide a reprint of the invoice

5.47 The Bidder shall indicate how the Solution supports enable the matching of accounts into a single customer view.

5.48 The Bidder shall indicate how the Solution manages and maintains payment profiles. How does the Solution ensure the right payment is being applied to the correct customer?

6. Work Flow and Process Management

6.1 The Solution shall be completely integrated with a robust workflow engine, which can provide support for controlling complex business processes across multiple applications for residential and enterprise customers This shall be an inbuilt feature of the system. 

6.2 The Solution shall provide the following features:

a) A single mechanism for defining, executing, and monitoring business processes.

b) Exception handling, order fallouts, and error conditions.

c) Parallel, serial, and conditional tasks. It shall be possible to define sub-processes.

d) Automatic creation of internal workflow tasks to manage exceptions and manual tasks, where required.

e) Automatic interaction with external systems.

f) Automatic management of returned data from external systems.

g) The provision of a mechanism to predict (forecast) function/process start and end time/date.

h) All workflow tasks managed by a single owner.

i) Automatic dispatch of workflow tasks to user groups, based on task attributes.

j) Escalation of workflow tasks.

k) Activities triggered by time or event.

l) Workload monitoring and reporting on delayed tasks.

m) Scheduling of work assignments by time (hour), day, etc.

n) Auto-notification when commitments and assignments are due.

o) The Solution shall provide the ability to:

p) define basic to complex workflow from processes.

q) create and set workgroups for assignment of cases by skill sets.

r) assign individuals to workgroups.

s) report on workgroup activities.

t) link tasks to create a process for achieving a desired result, such as provisioning.

u) set business rules that can be applied to all tasks within all workflows.

v) track work assignments within a workflow and report on status.

6.3 The system shall have a common workflow model and common UI (User Interface) for the various applications (for example, service, sales). 

6.4 It shall be possible to view any Workflow object’s associated activities.

6.5 The system shall provide a flexible, GUI-based module to define business rules, notifications, and escalations. 

6.6 The system shall enable business rules to be easily changed.

6.7 In order to ensure that corrective action is taken at the earliest opportunity, when interruptions occur to provisioning, jeopardy and auto-escalation activities, the system shall support the activation of alerts.

6.8 The system shall provide management reporting on delayed tasks according to definable parameters, such as order status, customer type, etc.

6.9 The system shall enable the display of task queues and task/process timings to aid tracking and reporting to customer, e.g., for posting out dialer boxes, engineer appointments, etc.

6.10 The system shall be able to route objects created via Web or email to the appropriate workgroup, based on skills and availability of agents.

6.11 It shall be possible for a user/administrator to customize its workflow to:

6.12 Provide the ability for via point-and-click capabilities

6.13 Provide the ability for a user/administrator to customize its GUI using a point-and-click interface to add and change forms, objects, and fields in forms

6.14 Provide the ability to deploy the application to web without additional programming/ scripting

6.15 Workflow must be able to perform notification via email, pager, SMS and the have provision to interface with other communication modes. The solution shall provision the administrator to create new or modify existing workflow by using actions like set fields, push fields, SQL query etc.

6.16 Provide the ability to develop workflow for Window and Web screen manipulations. Same workflow could be executed for both Window and Web client.

6.17 Provide the ability to develop time driven workflow to perform data manipulations.

6.18 Document Management Systems(DMS) which supports attachment fields which allow softcopy supporting and regulatory documents be attached and associated with specific records. Softcopy of documents viz. signature scan, application form scan, MOUs, Agreements, SLA, etc. Also workflow for routing of documents for approvals at various levels in the organization should be possible. Currently CAF(Customer Application Form) scanning and thereupon flow in the system during customer acquisition process is the typical flow in all telecom operators and similar functionality needs to be delivered here. 
6.19 Provide security right up to form, fields, workflow level

6.20 Provide option for approval engine so that any customized applications developed could incorporate the hierarchy, role based, level based, ad-hoc approval structure. Include notification and escalation capability if approval is not performed.

6.21 It shall provide predefined reports for the proposed components. Include flexibilities that to create and enhance the existing proposed components or any new business applications developed.

6.22 Search Capability-The entire database shall be able to be searched and return records containing the search criteria. The search capability could be performed on the proposed components and any new applications developed.

6.23 Ensure a common set of business rules are applied, both individualized and personalized, to all touch points / channels to ensure consistency of customer interaction. 

6.24 Ability to identify and recognize customers when an inbound interaction is initiated (e.g. IVR entry, stored Email address, etc)

6.25 Ability to deliver personalized messages consistently across all interaction points (e.g. call center scripting, insertion into statements/ advertisements, internet and retail shops)

6.26 Ensure that all channels have access to the same customer data and that data updates are available to other channels instantaneously 

6.27 Register customer inbound contact information (when, what, which channel, etc.)at all channels in a centralized data store. Update Customer history accordingly

6.28 Register customer outbound contact information (when, what, which channel, etc.)at all channels in a centralized data store. Update Customer history accordingly

6.29 Possibility for the customer to initiate a contact/transaction in a channel and to continue/complete the transaction in another channel (multi-channel management case management)

6.30 Possibility for the customer to give feedbacks and recommendations

6.31 Capture and maintain customer preferences for receipt of marketing campaigns from the organization and their business partners (e.g. which campaign can be sent, by which org, when & over which medium)

6.32 Ability to store explicit consent from customer for use of data, date of given consent. Be able to segment consent according preferred contact channel (SMS, e-mail, BI, call etc.)

6.33 Allow the customers to specify their preferred mediums for outbound communication and provide ability to be changed by customer himself. Additionally ensure that outbound interactions are consistent with this 

6.34 Access/save and maintain documents (mail, email, fax, etc) and attachments that have been sent to or received by the customer 

6.35 Automated way to send documents (including offers, contracts, etc.) through a selected channel (Fax server, eMail, Mail) by simple selecting the desired channel.

6.36 Support attachment fields which allow softcopy supporting and regulatory documents be attached and associated with specific records

6.37 "Routing & Handling of Inbound Email: Automatic mapping of incoming emails to known customer / prospect."

6.38 Context recognition of incoming email (type of request, communication thread, etc.)"

6.39 Assign priority and perform skill based routing according to various criteria (context, custom. value, custom. segment, churn risk, role, business customer, administrator, etc.).

6.40 Spam filtering and case closure on spam
6.41 priority differentiation (when waiting in a queue for CSR) according to various criteria (customer value, customer segment, churn risk, etc.) "

6.42 Ability to dispatch manually emails to specified agent queues "

6.43 Automated word scanning mechanism, "case create" based on certain fixed text in the email and following skill-based routing of emails to specified queues

6.44 "Outbound Email : Automatic assignment of reference numbers and signatures"

6.45 System supported email response functionality (predefined text modules)

6.46 Integration with CTI systems: Priority differentiation (when waiting in a queue for CSR) according to various criteria (custom. value, custom. segment, churn risk, etc.) 

7. Integration with CTI systems

7.1 Skill based routing according to various criteria (custom. value, custom. segment, churn risk, role - e.g. business customer administrator-, etc.). Calls should be forwarded to a designated team (that is best skilled for interacting with the customer).

7.2 Provide flexibility in defining and modifying routing and queue prioritization rules and in including new routing parameters

7.3 Maintain secondary (fixed line) number to avoid manual input of mobile number for (business customer) administrators when calling from fixed line.

7.4 Controlling the phone (taking a call, changing status, hang up) via CTI application

8. Call Outbound/ CTI :

8.1 Support Dialing via the screen

8.2 Integrate with Marketing Applications over standard protocols / API
8.3 Automatic statistics and reports for success rate /how many customers have activated the presented offer/ per agent, per day, per campaign 

9. IVR Integration :

9.1 Display summary of previous IVR interactions to CSR when call gets transmitted

9.2 Provide all necessary data to IVR in order to execute IVR processes (Identification of customer segment, billing information, service activation, sending of fax, etc.)

10. Fax Inbound / Outbound:

10.1 Automatic mapping of incoming Faxes to known customer / prospect - based on one central fax server

10.2 Assign priority and perform skill based routing according to various criteria (context, custom. value, custom. segment, churn risk, role - e.g. business customer or business administrator, etc.).

10.3 Ability to compose and send an electronic document(from DMS or 3rd party system) to customer through the fax server 

10.4 Centralized DMS to manage scanned documents/letters (letters, contracts, ID-Cards)

10.5 Ability to compose and initiate the mailing of an electronic document(from DMS or 3rd party system) to customer 

10.6 Ensure that all mailings also from 3rd party systems are registered in centralized data store and Customer history is updated accordingly

10.7 Support of Barcodes / Glyphs

11. SMS Inbound / Outbound:

11.1 Automatic generation of Outbound SMS at defined Workflow Gates (status information, completion information, etc.)

11.2 Usage of SMS for automated business process workflows(Service activation, Yes/NO answers, generate Billing information initiated by inbound SMS, ...)

11.3 Support composition of outbound MMS (with attachments of multimedia content, i.e. picture of personal account manager or promoted mobile) 

11.4 Ability to compose and send a SMS/MMS message to customer out of CRM system
11.5 Generate orders in the system based on the SMS content received from customers. 
12. Access to all web self-care functionalities with the same authentication credentials (single sign on)

12.1 Automated verification of customer entered data at the point of entry to maintain the standard of data quality across self-service and self-care transactions. 

12.2 Possibility to present customer specific and profile specific information to the customer (marketing messages, offers, information, news, etc.)

12.3 Provide general information and customer specific information, such as; current product / service portfolio, offers, selling, data management, case status information, interaction history, etc.

12.4 Identify customer automatically or manually via CLI, password, PIN or Personal ID or other specific ID on all channels

12.5 Restrict subscriber specific information (depending on present activity) according to level of authentication

12.6 Modification of Password shall be possible via all channels based on provided ID

12.7 Integrate process to handle lost passwords (or other ID)

12.8 Provide the usage of different Passwords for each MSISDN within one contract/account

12.9 Switching to other MSISDNs shall be easily possible within one contact (parallel working on different MSISDNs)

12.10 After CTI identification or manual customer search available current data according to the data model (name, forename, date of birth etc.) are displayed

12.11 Show various information on Company / Legal Person (size, branch, number. of employees, company network structure, etc.) for Business Customers

12.12 Display responsible Organizational Contact (i.e. Account Manager, Associated CSR etc.)

12.13 Provide information about contract owner, address and legal state 

12.14 Provide link to scanned contract documents

12.15 Show all contacts over all channels and all (current & previous) customer's products / services with filtering options (time, services, etc.)

12.16 Show all subscriptions in customer's history

12.17 Show comprehensive contact data with regards to the customer / account.

12.18 Show all customer's complaints

12.19 Show provision of information about products, tariffs, placed orders, voice / data usage

12.20 Provide easy accessible archive for outdated data

12.21 Show history of all accepted and rejected offers/ promotions/

12.22 Ability to provide scripting to assist in CSR conversation, navigation as well as to cross / up-sell

12.23 Describe how the administration of scripts are handled in the system

12.24 Ability to use scripts to capture information within the CRM system, against a CRM Object, i.e. customer / interaction / Case

12.25 Ability to create scripts to handle multiple request types/ campaigns

12.26 Ability to have scripts driven by customer responses to queries or questions (Question sequence changes dynamically based on customer responses)

13. Customer Service

13.1 Automatically generate notifications based on user-defined business rules, for example, automatically sending an email to the customer when a trouble ticket is closed. 

13.2 Create escalation actions triggered after a period of inactivity, i.e., a case has not been closed within a certain timeframe.

13.3 Support parent/child correlation between related trouble tickets and tasks.

13.4 Allow the status of child trouble tickets to be automatically updated when the parent trouble ticket is updated.

13.5 Allow the child trouble tickets to be automatically closed when the parent trouble ticket is closed.

13.6 Include central problem or knowledge management that allows call center agents and customers (over the Web) to research inquiries.

13.7 Provide the agents with advanced search tools for researching the central problem and knowledge management data. This shall include user-definable queries, search by key words and phrases.

13.8 Include email response management for inbound and outbound email requests and answers.

13.9 Make available all Trouble Management functionality across all products and services, with full history permanently retained by the customer record.

13.10 Allow several employees to work collaboratively to resolve a customer problem (dividing the trouble ticket into sub-tickets that can be separately handled).

13.11 Be able to automatically create sub-tickets based on predefined templates.

13.12 Describe the process and time frame for capturing complaints in the system. (The time frame for inputting complaints into the system must be very short of the tune of say 60 seconds.)

13.13 Support attachments for any file type to the opened trouble ticket.

13.14 Allow the definition of standard problem codes and the required response time.

13.15 Automatically send complaints to the appropriate person/group that deals with particular issues according to the standard problem code.

13.16 Provide Call Center and outlet staff with a guide to potential resolutions for different types of complaints, including a troubleshooting guide to provide immediate answers to various complaints.

13.17 Provide Call Center and outlet staff with a guide to what resolutions other sites have found particularly successful for certain types of complaints.

13.18 Provide a history of a customer's previous complaints so that CSRs are aware if a certain resolution has already been tried and have a greater understanding of the customer's individual situation.

13.19 Allow for each team member to see the complaints assigned to them and to record their actions and the status of the complaint.

13.20 Monitor/track progress of complaint solving and workflow for trouble ticketing such as activities with time flags and reminders (e.g., commitments).

13.21 Track progress of fault report and resolution.

13.22 Link high-value customers to enhanced levels of service, i.e., priority call routing.

13.23 Handle inbound and outbound contact via:

a) Telephone

b) Email

c) SMS

d) Fax

e) Web self-care

f) Letter

13.24 Perform security verifications on customers before releasing any information.

13.25 Enable customers to use an SMS service to receive requested details of current balance, credit limit, etc.

13.26 Shall see call data for resolution of queries and disputes.

13.27 Shall present all user-specified customer details on an initial customer overview screen.

13.28 Enable the CSR to amend customer details within user-defined criteria and authorization level.

13.29 Shall have an alert/flash for the CSR regarding significant customer data, e.g., birthday, etc.

13.30 Shall select main topics via menus/tabs on a customer overview screen with the ability to drill down to more detailed information, such as status of order, status of repair, etc.

13.31 Shall show both inbound and outbound contact by any channel in sequence in the customer history screen available to the CSR.

13.32 Create, read, and edit information on date of next communication or follow-up, following the voluntary termination of service.

13.33 Make available the same screens and system function shall be available to CSRs, Sales representatives, Staff in retail outlets, etc.

13.34 Allow agents to quickly mail, email or fax literature requests to prospects, and track inventory as it is used.

13.35 To support user-defined scripting to aid negotiations with customers.

13.36 To save any partially input data and transfer a call to a supervisor who shall be able to view an up-to-date record of activities.

13.37 To display to the CSRs a subset of the total products and services available, according to what is appropriate for that customer (eligibility rules).

13.38 To display to the CSRs a subset of the total tariff plans available according to what is appropriate for that customer (eligibility rules).

13.39 To display to the CSRs a subset of the total discount plans available according to what is appropriate for that customer (eligibility rules).

13.40 To alert CSRs with details of network faults and resolution times.

13.41 To alert the CSR to other application failures (e.g., a failed bill run that means a customer's bill shall be delivered late).

13.42 To alert CSR that the customer's promotion period is about to end.

13.43 To automatically capture every activity code, e.g., billing enquiry, change of address, etc. and record it in customer history.

13.44 To create individual customer contact history in a corporate account.

13.45 To record staff identification numbers in the customer history alongside the appropriate activity code.

13.46 To set CSR levels of authorization to waive any user-defined charges when a customer is dissatisfied, or when the company has made an error in calculating charges and these are to appear as a credit on the bill.

13.47 To choose the relevant action code through the presentation of a 'drop-down' menu or similar means.

13.48 To capture fault notification from customer by any contact channel, and to record the customer identification number and action code.

13.49 To prioritize a resolution in the case of a high-value customer with a fault.

13.50 To provide fault reports based on user-definable criteria.

13.51 The system shall enable a CSR (where authorized) to offer customers certain terms/products and services.

13.52 The system shall enable every action for or on behalf of a customer to be automatically system-stamped.

13.53 The system shall enable an administrator to set up a general fault alert message for distribution to all system users (including Web-based users).

13.54 The system shall be able to manage Field Operations such as Dispatching Field Engineers to customer sites, track field schedules, log parts used, log time and expenses, and more.

13.55 The system shall be able to provide a solutions database. User shall be able to create a solution database containing information that other support users and end users can access for potential solutions to their problems or questions. It shall be possible to propose new solution and to include the same after approval.

13.56 It shall be possible to track duplicate cases. It shall be possible for the user to associate multiple instances to a single problem and tie the resolution of multiple cases to the resolution of one case.

13.57 The system will check for tickets status and perform escalation and notify the management or next level of support staff based on predefined Service Level Agreement (SLA) which will include (but not limited to) criteria like service application, severity and customer.

13.58 System shall support bulletin board functionality that allows support technicians and managers to post and review messages about critical issues.

13.59 To capture order/service requirements through all contact channels.

13.60 To automatically display correct terms/penalties when a customer wishes to change service/tariff. Alerts or pop-up messages shall be configurable for this purpose.

13.61 To prevent orders if a customer is bound by contractual terms / service package forbidding a user-defined change.

13.62 The ability for Case/Service Request Management Capabilities

13.63 The ability for the agents and supervisors to view all queue activity on their desktop.

13.64 The ability to identify the best or alternate resources to assign to a case based on skills required and equipment type, case type, and symptom type.

13.65 Ability to enter equipment configuration or access it from stored records into the Installed Base.

13.66 The ability to capture in unlimited free text, information relating to problem descriptions and special situations/instructions.

13.67 Automatic assignment of case number with the ability to cross reference to a customer’s case number.

13.68 Have ability to access case history and/or history of cases by customer, service site location and equipment.

13.69 The ability to support multiple levels of urgency/severity codes

13.70 The ability to use call scripts for call takers to use when logging cases. The call scripts should be dependent on the case type

13.71 Ability to define data fields on a case creation or maintenance screen as being required, optional, displayed or suppressed by case type or other case parameters.

13.72 Ability to re-open a case (with security) and add additional information to the original case with audit trail.

13.73 Associate a new case with an already reported case.

13.74 Be able to segregate notes and other text as internal access/use only so that sensitive text can be kept from customers.

13.75 The ability to attach text, Service Notes, diagrams, layouts and graphic files to a new or existing case.

13.76 Ability to associate and track cases with accounts. 

13.77 Ability to view historical cases for auditing purposes.

13.78 Ability to view open cases by customer.

13.79 The system shall have the ability to trigger a workflow so that the case information is passed on to a specific group.

13.80 Ability to queue cases for a group, individual support person, remote qualified resource.

13.81 The ability for tool to auto-assign cases to agents based upon multiple parameters (case type, account type).

13.82 The ability for agents to receive and/or pick cases from a work list (queue) and assign to themselves.

13.83 The ability for agents to view and sort all cases assigned to them by priority and date received (work list).

13.84 The ability for supervisors/management to view all cases assigned to team (queue or agents).

13.85 The ability to view all history for a case (date opened, originator, assigned to date, date closed).

13.86 The ability to confirm level and type of service delivery based on SLA or warranty of the entitlement.

13.87 Support Agents and customers will be frequently accessing the knowledge database for support. The rating of the knowledge management content is required so as to ensure that the most often read and used information is brought up in the search output with adequate information on frequency of use and effectiveness. The KM database which is rarely used or stale should go into archive state after a pre-configured period. 
13.88 The ability to view, add and assign tasks and sub cases to a case.

13.89 The ability to do key word search as close as possible to natural language through Service Management system and Knowledge Management system to find related information. Also when the support agent is typing in text for a ticket / support requirement , the system should automatically search for support from KM contextually related to the query / text being keyed-in. A knowledge database with knowledge of typical telecom/IT terms like GSM , handset, Wifi, Wimax , EVDO etc with correlation build among these keywords so as to give faster support on the keyword search and related topics , is required. 
13.90 The ability to track all solutions, bug fixes, workarounds given to the customer.

13.91 The system shall have the ability to create customized rules.

13.92 Ability to track labor/expenses/time/material for all on-site activities.

13.93 Ability to stop/extend clock time for response because of site reasons, e.g. customer wants technician to come later, or equipment is not ready when qualified resources goes to the site

13.94 Ability to create and maintain notes and text associated with the case (remote and internal users).

13.95 Internet Self Help Service capability
13.96 Ability for customer to display a list of their installed equipment at their location level.

13.97 Ability for customers to display cases. Display a list of their service cases and their statuses. Check service order status, obtain service order tracking information.

13.98 Ability to access the Knowledge Management tool for self-diagnosis. This tool should be accessible across the service channels like web / Call –center / Customer Service Center and other social network integrations. 
13.99 The Bidder shall describe how the Solution provides a facility to view and/or print and/or email a contact’s entire case history regardless of status (open or closed). The Bidder shall describe the information that is displayed in the case history on-line and when printed and/or emailed.

13.100 The Bidder shall indicate whether the system support the entry of international addresses, phone numbers, etc

13.101 THE Bidder shall indicate whether the system supports automatic case assignment based on predefined criteria.

13.102 The Bidders shall describe the features for creation/maintenance of users, workgroups, workflow, processes, case types, etc.)

13.103 The Bidder shall describe the system functionality to do a “mass close or bulk close” if the CSR wanted to close multiple open cases at once. 

13.104 The Solution shall support multiple teams within the Service Center.

13.105 The Solution shall enable multiple queues for a single team. 

13.106 The Solution shall handle a case with multiple requests that need to be handled by multiple groups.
14. CRM for Field Support / Franchisee / Dealer / Distributor Network 

14.1 This module should facilitate the dealer / distribution network to effectively utilize the features / functions of CRM , for a faster generation and completion of commercial orders in the system

14.2 The field support team should also be able to use this module for resolving the complaints (technical/billing etc) for a faster resolution of customer issues. 

14.3 The module should be portable on hand-held devices on platforms like android , windows etc.

14.4 This module should be all the data visibility that is there in the main CRM system so as to respond to customer queries in an effective manner

14.5 The inventory visibility through this module is an important requirement for effective order management.

15. Sales & Ordering

15.1 The system shall manage leads, including lead generation, qualification, definition of optimal sales strategies, and analysis of business performance.

15.2 The system shall feed sales leads to appropriate business teams or individuals (field or telesales).

15.3 To track marketing programs.

15.4 To link opportunities with marketing programs so that the ROI of marketing programs can be measured accurately and future marketing programs planned with these inputs.

16. Lead/Opportunity Management

16.1 It shall be possible to define and enforce a structured sales methodology as part of the sales process wherever applicable such as high value sales, corporate sales, sale of complex data services etc.

16.2 The system shall provide opportunity management functionality that supports product configurations, proposals, and team selling across multiple distribution channels.

16.3 The system shall quickly change terms of contract to take into account market conditions or other user-definable criteria.

16.4 System shall be able:

a) To create, view, and edit opportunities and associate them to a customer account.

b) To track and manage opportunities throughout the opportunity lifecycle.

c) To create, read, and edit lists of sales efforts by lead.

d) To record, view, and edit the type of business activity (product opportunity) for a corporate customer or prospect

e) To create, read, and edit the metric on the "likelihood of close of sale".

f) To create, read, and edit information on required changes to a proposal.

g) To enable the user to select, read, and edit terms of payment information by customer/sale.

h) The Bidder shall describe how the system addresses opportunity management processes.

i) The Bidder shall describe the visualization tools provided

j) The Bidder shall describe how the Solution supports the system address quoting processes

k) Quotes – management of offers given to customers:

l) Sales rep, customer, quote type, status, and other attributes.

m) Quotes versions and revisions – a copy of current quote for its adjustment."

16.5 Product availability for use in quotes and agreements should be channel specific – channels should be able to see and use only subset of all products. Some products will be available to more channels.

16.6 Price lists – they will be used only when quotes (offers) will be generated, for subsidy calculation etc.

16.7 Sales management functionality shall have the ability:

16.8 To assign sales targets to customer and products and track sales rep performance based on actual versus targets.

16.9 To create, read, and edit information on which sales rep is responsible for which account.

16.10 To manage requests for literature/documentation so that reps can access information in a timely manner.

16.11 To create detailed sale rep profiling reports by role so that performance can be tracked and commissions distributed as necessary.

16.12 To create reports detailing sales rep performance so that sales contests and incentives for internal sales staff can be designed.

16.13 To create and submit forecasts in terms of win probabilities, product category wise as well as value wise to aid better control and monitoring of the corporate sales process and also to help in network planning and purchase planning

16.14 To record, view, and edit business customers’ dedicated telecommunication budgets.

16.15 To allow all service personnel to monitor information on proposals and possible sales.

16.16 To have auto-filling of mandatory fields from existing customer information records.

16.17 In case of complex services (like data, Centrex) etc that may be sold to corporates, the system shall allow contract management tools.

16.18 It shall enable specification of the Service Level Agreements and other conditions that are part of the contract.

16.19 The contract shall be part of the sale and subsequently when service requests are created for this customer, the system shall help ensuring that contractual obligations are fulfilled.

16.20 Reporting on contract adherence shall also be enabled.

16.21 The system shall enable field Sales Representatives to copy the system to a laptop computer so that they can review customer details and enter and activate customer orders while in conference.

16.22 The system shall enable the field Sales Rep to synchronize with the main system.

17. Sales data Management/ Administration

17.1 Everybody has access to basic information about all companies – especially, who is responsible for that company or whether it is free for acquisition

17.2 Everybody has access to details of companies assigned to him/her

17.3 Everybody has access to details of his/her business data (opportunities, activities, quotes)"

17.4 Data Validations - an administrator should be able to set up data validation rules - data validation consists of required data formats, filling of some data attributes (mandatory fields) based on value of other attributes (types, sales cycles, statuses)

17.5 Data management – will enable business administrators do operations that ordinary users cannot do (deletions, updates, all data access, exports, setting up of status models.

17.6 Support of GUI administration and changes specific to the respective channel.

17.7 Some channels also require having the GUI unchangeable by end users, so that they will always find the same information on the same place

17.8 Data export should be exported into a standard format – at least CSV format. For standard users their data visibility should be applied. Import and export should be possible for standard users

17.9 Solution should support partner management – both for their own self-administration and for partner performance reporting and support of cooperation.

17.10 Different roles should have different GUI – every channel and segment may need different data to be seen and possible to update in the application

17.11 Orders – service activations: manual data retyping based on data inserted into products. 
17.12 Data access should be manageable to the detail of attributes (one role and channel have access to data stored in an attribute, others have not, or just read only...)

17.13 Support of data access according to position hierarchies – manager will have access to data of his/her subordinates

17.14 System should support outbound email / fax SMS / mail communication. This communication should be stored within contact history.

17.15 Reminders and notification – possibility of reminders for planned activities is required

17.16 Approvals and Escalations – this should support design of approval flows and their execution. It means approval request generation and tracking of approval acceptance or rejection. Approval generation means there must be an engine with rules that define who should approve the case according to some data (type, number of SIMs, segment, agreement value) etc. Approval tracking means people, who approve sales matters, should have access to SFA, or an integration to/from another tool is required (a web page, Outlook).

17.17 Escalations – as part of business automation, there must be an engine, that provides support for escalations – event driven (some change of data, user action) or time driven (data has certain value for a given time)

17.18 Notification via selected communication channel (email, SMS) is required – e.g. sales rep is notified in case his/her customer changes dramatically invoice value etc.

18. Marketing and Analytics

18.1 The Marketing Management application shall provide Campaign Management, Budgeting, Segmentation, List Management, Promotion Management, and Deliverable Management, Direct and Indirect Fulfillment and Multi-Channel Execution features.

18.2 Market and Customer Analysis function shall have the ability:

18.3 To analyze and segment customer/prospect data at the Contact, Company, and Opportunity level

18.4 To load leads in bulk, and can these leads be segmented (e.g. by size) and distributed to appropriate associates using workflow rules?

18.5 To support the calculation of historical lifetime stakeholder monetary value

18.6 Dealers could be also used for up-selling and cross-selling – complete system solution should be prepared for this option

18.7 CRM application offer marketing campaign workflow functionality that completes a sequence of tasks related to marketing campaigns (e.g. send e-mail, set call reminder, send reminder e-mail

18.8 mass e-mail campaigns be executed from the proposed application, to include customized HTML messages that merge in data from CRM software and include multiple attachments

18.9 the application to offer Event management functionality inclusive of invitation and attendance tracking, and follow-up across multiple client entities and Contacts

18.10 To view and estimate the list of additional services the customer may buy (based on the behavior of other similar accounts.

18.11 To conduct behavioral segmentation utilizing customer usage patterns and behaviors.

18.12 To view historical volume and revenue data by customer, product, and geographic region.

18.13 To analyze historical volume and revenue data by customer, product, geographic region and map trends.

18.14 To view the average bill settlement date by customer.

18.15 To view the revenue generated, by customer type.

18.16 To perform analyses that identify market trends .

18.17 To view growth and decline data for all major services by minutes, revenue, and customers.

18.18 To 'calculate' and view profitability information for customers and products.

18.19 To conduct demographic segmentation utilizing internal/third party data (e.g., census, surveys, etc.).

18.20 To conduct vertical segmentation for business customers (e.g., petroleum, banking, tourism, etc.).

18.21 To view the average minutes of use and the average number of calls per customer for all major services.

18.22 To view the average number of calls per customer for all major services.

18.23 To view a customer's contribution to the sales ratio for a profitability analysis.

18.24 To view customer listings ranked by usage and revenue for all services (including mobile and Internet).

18.25 To view a customer's payment patterns for up to 12 months of historical data Views include payment patterns divided into buckets by the time of payment, by when they get billed, and whether they pay the bill in full.

18.26 To view customer credit ratings.

18.27 To match customer profiles with potential product needs.

18.28 To view a customer's services (including revenue generated for each service by the customer).

18.29 To view the total revenue generated by product.

18.30 To view product listings for corporate customers.

18.31 To view the number of customers (per customer package) for all (major) Product packages.

18.32 To view actual growth and decline data by service and customer segments.

18.33 To view a customer's service usage patterns and service volume.

19. Customer Retention and Churn Prediction

19.1 To segment customers in relation to propensity to churn based on:

a) KPI rating

b) Reduced usage

c) User-definable periods prior to the end of their promotion

d) Geographical area

e) Industry type (corporate customers)

19.2 To contact (by any outbound contact method) any segment of customers with a propensity to churn, and offer enhanced user-definable terms.

19.3 To capture a reason code where a customer churns (whether or not they have been previously offered enhanced terms in a campaign to encourage them to stay).

19.4 The system shall have the ability for a CSR to offer pre-defined enhanced terms to an inbound customer (who is in an eligible segment) that is indicating propensity to churn.

19.5 To create, read, and edit lists of potential counter-offers and alternative solutions to ‘win back’ a customer.

19.6 To view and estimate the customer's likelihood to churn (based on the behavior of other similar accounts).

19.7 To perform customers churn analysis.

19.8 To provide overall reports on churn success/failure and other user-definable criteria in order to refine future churn strategy.

20. Campaign Planning and Execution

20.1 To view the percent of targeted customers that can be reached by a given channel.
20.2 To create a sales and marketing budget and track performance against budget.
20.3 To create a Key Performance Indicator (KPI) for corporate and residential customers to aid segmentation for marketing campaigns, based on one or all of the following criteria:

a) Usage

b) Type of contact, for example: SMS, letter, etc.

c) Buying habits (by services and usage)

d) Any data captured as part of the registration process

e) Regularity of contact by any means

f) Customer/prospect contact history

g) Propensity to buy on an ongoing basis

h) Socio-economic group

i) Number and type of complaints

j) Any date recorded in the database (e.g. from system action codes and data collected from customer)

20.4 To measure/report the success of KPI weightings in terms of churn figures.

20.5 To apply a marketing code with a brief description that relates to a specific campaign to a customer/prospect history profile in date sequence.

21. Campaign Analysis

21.1 To measure the effectiveness of promotions or incentives.

21.2 To improve marketing communications (appropriately targeted advertising and collateral) by measuring the effectiveness of previous campaigns.

a) To retrieve historical information about promotions and incentives offered to customers.

b) To report on the results of each marketing campaign on at least following aspects:

i. Number of New subscribers added

ii. New subs migrated from one package to another

iii. Impact on revenue customer wise and total

iv. New/ migrated customer profile

21.3 To compare results from current campaigns with previous ones.

21.4 To compare and contrast usage and buying patterns based on:

a) KPI rating

b) Market segment

c) User-definable periods (from/to date)

d) Other user-definable criteria

22. Outbound Marketing

22.1 To perform outbound marketing calls assisted by predefined scripting/screen pop-up functionality (proactively calling prospects and customers using intelligent dialing capability of IVRS, to inform them of promotions and incentives, including descriptions, timeframes, and pricing.

22.2 To provide telemarketers with an easy-to-use (e.g., step-by-step, utilizing scripts, etc.) tool to facilitate on-the-job training.

22.3 To produce scripts to help CSRs up-sell/cross-sell a suite of products. It shall be possible to create scripts for use by tele-marketers easily with minimal programming. The results of the survey shall be easily analysable at a consolidated as well as detailed level. It shall be possible to trigger off transaction creations like request for addition of VAS to an existing connection using the script. Such transaction creation shall be facilitated by API s into the main transaction processing application.

22.4 The system shall have the ability:

a) To view call completion rates for both domestic and international calls.

b) To view credits and adjustments for a given billing cycle.

c) To view the location of sites for corporate customers.

d) To view minutes of use and number of calls for all major services, categorized by domestic and international calls.

e) To record, view, and edit the service purchasing timeframe for a given product.

f) To view a number of various corporate products and services sold and installed within a given period.

g) To view service volumes at each site location of a corporate customer.

h) To view usage and revenue generated by location and district for major services.

i) To view the traffic flow in and out of a line.

j) To apply one or many segment types to a customer.

k) To import customer lists from other systems/third parties and to search the current customer database for matches. Where a match is found, it shall then be able to apply a designated segment code.

l) To compare propensity to purchase of a user-definable segment against an existing customer base over any user-definable period (from/to date).

m) To provide graphical and statistical reports on questionnaire responses by user-definable criteria.

n) To capture complimentary feedback from customers via any contact channel.

o) To identify customers due for contract renewal within a user-definable period prior to contract expiry for marketing purposes.

p) To present user-definable scripts to the CSR to assist with negotiations.

q) The system shall route low value customers to user-defined contract terms that reflect their value to the business.

r) To design sales promotions and incentives for prospects/customers (that is, identify the correct list of targets).

s) To assign sales targets to appropriate sales channels, e.g., account managers, sales managers, CSRs, etc.

23. Customer Satisfaction

The system shall have the ability:

23.1 To create, read, and edit information on customer satisfaction (surveys, focus groups, informal meeting feedback, etc.)
23.2 It shall be possible to create surveys easily with minimal programming and deploy surveys on the web or be used by call center agents in the form of a script. The results of the survey shall be easily analyzable at a consolidated as well as detailed level.

24. Order Management (OM) - Order Entry/Replacement

24.1 This functional area must be able to receive service requests from the Order Entry system. This process behaves as an entry point for service requests into the application and notifies the Order Management functional area of new or changed service requests. Order Entry shall be able to receive different types of orders (Installation, Fault, and Maintenance).

24.2 Integrated Order Entry solution - The system shall include an integrated order entry process for various types of products, services, places of installation, geographic area and clients.

24.3 Multi-channel - The Order Entry process shall be prepared to receive order feeds from a number of different channels, such as Customer Care applications, back-end offices, POS, third party dealers, Internet, extranet, intranet, proposal generator(utility software running on standalone basis), and other legacy systems (OM-BP implemented in GSM network).

24.4 The Order Entry process shall be integrated with the CRM. 

24.5 Integration with BSS - The Order Entry process shall be integrated with other BSS systems (Billing).

24.6 Default Standard Order configuration - The ability to include standard default telecom orders already configured for easier implementation.

24.7 Complex Product Configuration: In case of complex products the system shall provide a sophisticated product configuration tool that contain the following capabilities:

24.8 Rules that exclude certain invalid combinations of options (e.g. caller id facility on a phone set without a visual display unit)

24.9 Rules that enforce mandatory combination of options where applicable.

24.10 Availability checks that are performed and results displayed for individual components. These components can be both physical (e.g. a phone set) and logical (number inventory, service availability in an area).

24.11 Order creation and history information - The Order Entry process shall contain functionality to maintain information and history of orders.

24.12 Restrictions by customer type - Ability to assign restrictions based on business rules by customer type, to control the products/services ordered by each customer type (e.g., residential customers are only allowed to purchase specific kinds of products).

24.13 Order priority - Ability for the service representative to assign and display a priority level, indicating the level of care that needs to be given to the order.

24.14 Edition of an Order and its impacts - Ability to retrieve and edit a pending order.
24.15 The system shall support in-flight change
24.16 The application should support defining the point of no return (PONR) in case of in-flight order changes

24.17 The application must have capabilities of decomposing Customer orders and managing converged orders without having the need to touch the lower OSS layers in case of commercial offerings thus allowing the operator to decouple the OSS & BSS layers.

24.18 Customer dates - Ability to capture the customer’s desired date for installation, appointment date, testing and service initiation.

24.19 Manual override of contract requirements - Ability to indicate manually whether or not to send a contract associated with an order (ability to override the default sending).

24.20 Order status - Ability to select or update the status of an order (e.g., on hold).

24.21 Handling of temporary services - Ability to capture and handle the start and end dates for temporary services, and respectively, send the dates to provisioning to activate and deactivate the service. This enables the CSR to handle only one order instead of having to create an order for installation, and then an order for deactivation.

24.22 Synchronization of order dates - Ability to allow independent due dates for a move order with a telephone number change (disconnection date of the old address shall not be linked automatically to the connection date at the new address).

24.23 Multiple addresses for one order - Ability to capture multiple addresses for an order (e.g., installation address, document address).

24.24 Billing accounts, billing required information - Ability to capture billing account and billing information required to bill the product or service.

24.25 Order identification - The system shall generate a unique internal order ID. It shall also be able to reference an internal order ID with several external order IDs.

24.26 Order search criteria - Ability to search and retrieve orders by multiple criteria (e.g., order reference number, project reference number, name).

24.27 Data access for products and services - Ability to access the Product Catalogue.

24.28 Provide information with order status - Provide CSRs or other entities with information regarding the order status. This may be through the OM GUI or through other applications such as CRM.

24.29 Order tracking - Ability to track all information within an order at all task levels. This may occur using a GUI interface or an external system.

24.30 Order monitoring - Ability to monitor orders by different types of information. This may be geographical information, order type, resources allocated, etc.

24.31 Ability for orders or order components to have dependencies - It may occur that an order or a component of an order can be installed only after the completion of a previous linked order or a component of an order.

24.32 Time stamps for all activities - All activities within an order must have a start and completion timestamp.

24.33 Order cancellation, rejection and amendment - The system shall provide the capability to cancel the entire order, a line item on an order. Also, the system shall provide functionality for handling rejected orders and order amendment.

24.34 Release resources when cancelling an order – The system shall provide the capability to release any assignments or reservations when cancelling an order/order item. Release of inventory only after configurable quarantine period.

24.35 Notify downstream systems of order cancellation – The system shall provide the capability to notify all relevant downstream systems to release resources and undo updates of cancelled orders/order items.

24.36 Order cancellation rule definition – The system shall provide the capability to configure rules around order cancellation, e.g., a completed order cannot be cancelled.

24.37 View orders for amendment - Ability to view all rejected orders for amendment by priority or state.

24.38 View orders rejected by downstream systems - Ability to view order status based on rejections by downstream systems (e.g., switch)

24.39 Searching for rejected orders by criteria - Ability to sort the rejections by multiple variables (e.g., representative, age, order type, product/service, customer, due date, market segment, priority, etc).

24.40 Group rejected orders by rejection type - Ability to group rejected orders automatically by rejection type.

24.41 Rejected order distribution - Ability to distribute rejected orders to different correction groups based on the type of order, the source of the order, the location of the customer, etc.

24.42 Rejected order notification - Ability to automatically notify the person responsible for that stage in the workflow of the rejection based on business rules (e.g., for a VIP customer, triggers an individual or group who shall notify the customer of the rejection).

24.43 Rejected order status - Ability to see the status of order-related rejections.

24.44 Update order status due to rejection - Ability to link the rejection to the order and update the order status (e.g., put an order on hold).

24.45 Managing multiple order amendment - Ability to recycle in batch multiple orders after correction for a particular rejection. With this functionality, OM is able to correct all the orders for which the same rejection occurred (e.g., product-related rejections).

24.46 Internal product catalogue – OM shall include an internal Product Catalogue, flexible enough to define products and services with their hierarchy of associated options, dependencies and particular features.

24.47 Integration with an external legacy system - Ability to interface with a product catalogue residing in an external system.

24.48 Software must have capability to integrate with external product catalogues – The system must access information online and in batch mode.

24.49 Products reuse components - Ability to reuse components and products in multiple commercial packages.

25. Inbound Order channels

25.1 The Bidder shall describe how the Solution supports integration to POS devices.

25.2 The Bidder shall indicate which types of devices are supported.

25.3 Direct Field Sales – the Bidder shall describe how is this channel supported by the vendor in both a connected and disconnected mode

25.4 The Bidder shall describe how inbound fax orders automatically captured by the vendor? What technologies are used to achieve Fax Orders (e.g. OCR, Bar Code, etc.)
25.5 Call Center - How is this channel supported by the vendor or offered by a third party? What integrations are provided to other systems? What's delivered natively?

25.6 Mobile Device - How is this channel supported by the vendor or offered by a third party? What integrations are provided to other systems? What's delivered natively?

25.7 Kiosk technologies and web support - How is this channel supported by the vendor or offered by a third party? What integrations are provided to other systems? What's delivered natively?

25.8 Support for integration frameworks for machine—to—machine orders
25.9 How is tiering supported (e.g. Platinum, Gold, Silver)? Does tiering support separate partner views into product catalogs, pricing, differential experiences?

25.10 What programs are provided to enable partners in a self-service fashion? Can partners earn credits/points towards additional services?

25.11 How is cooperative buying group tiering supported?

25.12 How is self-service supported for cooperative buying groups?

25.13 Does the application natively deliver multiple UI paradigms that meet the different needs of channels? If not, what partnerships are utilized or what level of customization is required?

25.14 Is the application smart enough to recognize and display channel-specific as well as non-channel specific content?

25.15 Can the application display both internally and externally stored content? 

25.16 How is sensitive data (e.g. credit card, social, pricing terms, contracts, etc.) protected and made available to the right users?

25.17 The Bidder shall indicate how the Solution addresses order capture processes

25.18 The Bidder shall indicate how the Solution supports order processes for both product and services

25.19 The Bidder shall indicate how the Solution supports order bundling and related pricing.

25.20 The Bidder shall indicate how the Solution provides real — time order and quote visibility across different channels.

25.21 The Bidder shall indicate how the Solution shall integrate routing and tracking from multiple channels.

25.22 The Solution shall support dynamic rules-based sourcing based on pre-configured rules by product, service, customer, geography, division, etc.

25.23 The Bidder shall indicate how the Solution supports scheduling processes.

25.24 The Bidder shall indicate how the Solution supports complex fulfillment processes.

26. Distribution and logistics

26.1 The Bidder shall indicate how the Solution supports complex fulfillment processes.
26.2 The Bidder shall indicate how the Solution supports complex distribution processes.

27. Administration

27.1 The Solution shall manage the administration of roles, users, groups, resources, and applications.

28. Configuration

28.1 The Solution shall support visual configuration of business processes and state transition.
28.2 The Solution shall support configuration of product data
28.3 The Solution shall provide configuration of pricing

29. General

29.1 What level of actionable insight and drillable displays can be delivered?

29.2 How easy is data imported into and exported from the system?

29.3 What databases does the application support (e.g. such as Oracle, DB2, SQL Server)?

29.4 How does the application support simultaneous access to heterogeneous data servers?

29.5 Is the MDM strategy metadata based and message centric?

29.6 How well does the MDM offering integrate with external master data repositories for entities such as customers, items, suppliers, contracts, and price?

29.7 How extensible the data model is?

29.8 How extensive are the vendor provided EAI features in supporting heterogeneity of applications and the integration of that information?

29.9 How well does the data and infrastructure address scalability?

29.10 What percentage of the current application is completely delivered through end-to-end web services from a web services repository?

29.11 How does the application support preventative maintenance processes?

29.12 Does the application support billing suppliers for faulty components or subcontractors for poor performance?

30. Service Level Agreement

30.1 Service Level Agreement – The system shall be able to capture and control of Service Level Agreements (SLAs).

30.2 Service Level Agreement control types - SLAs apply to service installation, service maintenance and service repair. Therefore the SLAs must be taken into account in all types of work orders (Installation, Fault and Maintenance).

30.3 Service Level Agreements at different levels - SLAs may be at the client level, the product/service level or the contract level.

30.4 SLA repository - SLA information may reside in OM or in an external system. 

30.5 Segmentation of Service Level Agreements - Ability to view, choose from an inventory list, introduce and/or apply a standard or customized product Service Level Agreement (SLA), based on segments and customer type.

30.6 Allow multiple service levels to be defined for help desk, change tickets or user-developed applications

30.7 Provide response, resolution service level tracking at customer SLA and/or internal operation SLA level

31. Workflow Engine

31.1 Workflow engine - Business rules to handle and route orders to the appropriate destinations within OM, and set the appropriate statuses for orders when rejections and manual handling are required.

31.2 Workflow state / stage definition - The system must enable quick definition of changes and creation of new states and stages. This must be done through parameters without any hard-coded information.

31.3 Order routing – The system shall be able to route the order to the appropriate destination, and to recognize, apply and define business rules for distribution.

31.4 Generation of routing steps - Ability to generate routing steps based on business rules containing appropriate locations, timing and information requirements for routing. Not all downstream systems/services need to be aware of the entire order.

31.5 Ability to route orders to Work Force Management systems - Ability to route a service order to a Work Force Management system to plan, schedule and form the most appropriate team for installation of the customer's request. The Work Force Management system shall notify OM when the work order is complete.

31.6 Interface with provisioning platforms Workflow engine shall have to interface with the provisioning platforms following the order, thus installing the necessary features and line classes, modifying them or taking them away. Also, it shall be possible to interface both online and through batch processes.

31.7 Routing of orders to fulfillment - The OM shall send the necessary information for fulfillment to the order fulfillment component.

31.8 Ability to route to a fault management system - All information on installed services and products is sent to the fault management system. This system is the primary source for information on customer installation and services if fault handling was required.

31.9 Ability to interface with a commissioning / payment systems - Normally performed once the order is closed following the installation of the requested product/service.

31.10 Information capture - Ability to easily define the rules for extracting information from the various OM systems and external systems.

31.11 Re-routing of orders - Ability to re-route the order or create an alternative workflow based on information of up- and downstream systems.

31.12 Routing to external vendors - Ability to route orders to external vendors who provide products or services in an automated manner.

31.13 Escalation of orders - Mechanism based on a set of business rules to escalate orders in terms of workgroups, priority, etc.

31.14 Support of order life-cycle in differing transition states - Ability to flag the order to the appropriate office for manual intervention (e.g., incomplete information).

32. Fulfillment

32.1 The fulfillment of an order includes all the functionality associated with service provisioning, inventory management and work force management, necessary to complete the order.

32.2 Create a fulfillment order and send it to the appropriate entity/person (internal or external) 

32.3 Ability to create a fulfillment order for an order and send it to the appropriate persons / entities.

33. Service Provisioning

33.1 Integration with provisioning platforms - Ability to interface with the provisioning platform when the order fulfillment implies the provision of a service.

33.2 Notify customer and CSR if service provisioning problems occur - If provisioning is temporarily technically impossible or if a number is not available, the system shall automatically generate and send out a notification letter to the customer as well as notifying the CSR.

33.3 Provisioning completion status - Ability to receive a return status from the provisioning platform that the provision has been successfully completed.

33.4 Manage Complex Provisioning Rules: The system will manage complex provisioning rules such as pre-requisites, dependencies, sequential or parallel fulfillment tasks etc that may pertain to a single order line (e.g. availability check before scheduling a customer site visit for POTS) or multiple order lines.

34. Work Force Management

34.1 Ability to manage resource assignment and scheduling for service requests that requires the intervention of internal or outsourced resources.

34.2 Manage resources at different levels of detail 

34.3 For the internal workforce, the assignment of a work order may depend on the person executing the order. For the outsourcing companies, this may depend on the company, team level or personnel level.

34.4 Different types of criteria for assignment shall be supported, such as type of work order, location and workload. 

34.5 The functionality for assigning resources to the various activities for an order, based on different criteria, as well as scheduling, shall be automated, with the possibility of manual intervention in the process.

34.6 Providing the CSR with information regarding schedule availability 

34.7 Ability for the CSR to receive real time order information from Workforce Management regarding availability to schedule appointment dates.

34.8 Providing the CSR with information of work order activity start and completion dates 

34.9 Ability to view the start date of the work and the completion date of the different activities of a work order, so that the CSR can inform the customer if requested, based on status information provided by Workforce Management.

34.10 Order status from downstream systems 

34.11 Ability for the Work Force Management system to receive the status of the order from appropriate downstream systems whenever there is a change in the status of the order due to reasons out of the control of the Work Force Management system

34.12 Ability to manually initiate a transfer of control of a partial order or an order on hold from one person to another.

34.13 Delegation of an order to another responsibility level, another department or a third party entity 

34.14 Ability to delegate an order to a different level of responsibility inside the same responsibility group, a different group of responsibility or even to a third party entity. After the completion of part or all of the activities required for the order, the result confirmation and completion status shall return to the first responsible group that shall decide whether the order has been completed.

34.15 Ability to send a communication for orders put on hold to specific teams.

35. Inventory Management

35.1 The inventory Management system shall maintain exchange and network related components/data required for provisioning and FRS activities. The data that has to be maintained shall include the following but not limited to :

a) Telephone numbers and the status such as allotted, free etc.

b) Equipment no.

c) MDF particulars like vertical/tag number

d) Pillar in , pillar out details

e) DP details, etc

f) IMEI no.

g) Telephone number/MSISDN
h) ESN no. 

i) IMSI no.
j) PUK

k) Static IP

l) CPE (customer premises equipment)/modem details
m) Inventory related to VAS services

35.2 The inventory management system shall be updated by the provisioning system and FRS module.

35.3 Capture / export inventory data - Ability to retrieve inventory data from legacy systems and to export information to external systems.

35.4 Equipment installation location - Association of equipment with locations, circuits and carrier systems.

35.5 Assigning equipment to an order - Ability to assign a component or components to an order. This assignation can be automatic or manual, and shall be based on business rules or network management rules.

35.6 Able to store hardware and software information

35.7 Able to schedule regular maintenance schedule for the assets.

35.8 Able to manage inventory as individual or bulk items, set re-order levels and amounts and keep a history of transactions.

35.9 Able to provide ability to account for assets and components in inventory and facilitates maintaining appropriate levels of stock.

35.10 Able to return associated component to inventory

35.11 Provide a master repository of information about each asset.

35.12 Able to keep track of the asset unique ID, Asset Category, Location Info

35.13 Able to update assets; view changes, additions, and deletions for assets; and list components for existing assets.

35.14 Provide a master repository of information about each component.

35.15 Able to keep track of the asset unique ID, Asset Category, Location Info

35.16 Able to update components; view changes, additions, and deletions for assets; and list components for existing assets.

35.17 Able to link components to main assets or leave them in inventory.

35.18 Provide a general tab that stores specific information about the device depending on the device type.

36. Complaint Handling System

36.1 All Trouble Management functionality shall be available across all products and services, with full history permanently retained by customer record.

36.2 Ability to input complaints into the system in as short a time as possible (i.e. while customer is talking to Customer Care Officer [CCO]).

36.3 Ability to record complaints with customer information in retail outlets (branches).

36.4 Ability to record complaints with customer information in Call Center.

36.5 Ability to define standard problem codes and a required response time.

36.6 Automatically send complaints to the appropriate section that deals with particular issues according to the standard problem code – i.e. assign actions and times to the team/section accountable.

36.7 Provide Call Center and outlet staff with a guide to potential resolutions for different types of complaints - troubleshooting guide to answer complaints immediately if possible.

36.8 Provide Call Center and outlet staff with a guide to what resolutions other branches have found particularly successful for certain types of complaints.

36.9 Ability to provide a history of a customer's previous complaints so those customers care staff is aware if a certain resolution has already been tried before and to be more aware of the customer's individual situation.

36.10 Ability to have a section leader assigns the complaint issues to individual staff working within the section.

36.11 Ability for each team member to see the complaints assigned to them and to record their actions and the status of the complaint.

36.12 Ability to monitor/track progress of complaint solving - workflow for trouble ticketing such as activities with time flags and reminders.

36.13 All complaints and their resolution status shall be able to be reviewed in a single screen (with drill down for further information if necessary).

36.14 Ability for system to automatically alert Managers if there are a large number of occurrences of a particular complaint/fault report across the branches in a user definable period.

36.15 Ability for system to alert and print reports for section Managers regarding all pending trouble tickets (complaints and faults) that have been waiting for resolution for a user-definable period (to ensure escalation of problem).

36.16 Ability to track progress of fault report and resolution.

37. Fault Reporting System

37.1 The Complaint Handling System shall handle faults reporting. A “Fault” means a problem reported to and recorded by the fault service center. 

37.2 The Fault reporting functionality shall be integrated with the Plant Management System and Payment Accounting for credits. 

37.3 The module shall allow the users to enter telephone service fault and complaint information into the System as well as monitoring and scheduling the repair of the recorded complaints and faults.

37.4 The Complaint Handling System shall provide for the entry, reporting and monitoring of fault information. All dates and times concerning the following steps involved shall be recorded:

a. Reporting

b. line testing

c. work assignment

d. repair

e. closure


37.5 Enquiries on Faults recorded and in progress shall be available according to flexible selection criteria. Enquiries shall include:

f. Open Faults,

g. Emergency Circuit / VIP Open Faults,

h. Faults exceeding thresholds,

i. Faults on new connections,

j. Repeat Faults,

k. Major Breakdowns / Group Faults,

l. Faults on Public Telephones.

37.6 The Faults shall be input in real time. Faults shall be stored in a waiting list sorted according to the priority of the fault and age of the fault report.

37.7 Faults which remain open longer than configurable thresholds shall be escalated in priority and flagged for special attention, using a similar process as described for service order processing and performance management.

37.8 During Fault recording, the System shall notify the operator if the Fault is on an “emergency” circuit, or if the subscriber is a “VIP” customer.

37.9 The operator shall be notified if the Fault is on a newly connected line or a repetition within a configurable timeframe.

37.10 The System shall allow the automatic staging of faults from one department to the next. When a fault report is moved from one stage to the next the System shall record the date and time and user id for the closing of the stage. 

37.11 The System shall schedule the fault to a repair team. 

37.12 The System shall provide flexible schedule management catering for 24-hour fault repair team operation, overtime, reassignment of work and rescheduling of fault appointments.

37.13 The System shall be able to enter a comment or remark for a fault report. The System shall allow the entry of free format text for a comment, up to 250 characters. 

37.14 The comment will automatically print on the Fault work order. Fault work orders shall be able to be displayed on the user terminal and optionally printed.

37.15 An additional free format text “memo” of unlimited length shall be provided to allow comments and suggestions relating to the fault to be entered. Each addition to the memo shall be automatically date and time stamped with the operator’s user id. The memo shall be displayable at any time, with the option to print a hard copy if required.

37.16 The System shall provide the ability to group faults together where the common cause is the same network component. For example, the System shall be able to identify faults reported for the same network element e.g. primary cable has been cut. The System shall be able identify and manage these faults collectively, i.e. clear all faults for this network element rather than close each fault individually.

37.17 Faults on network equipment (e.g. cross connection cabinet damaged by a car accident) shall be recorded against the actual network equipment name stored in the Plant Management System. A summary fault record will also be raised against the customer.

37.18 When a collective fault has been reported as cleared, the System shall initiate a line test of each affected line automatically. For example, each line in a cut cable shall be tested, or each line in a damaged cabinet, to ensure that all fault conditions have been cleared. The System shall maintain the bulk line test results for on-line display and analysis, with the option to print a report.

37.19 The System shall be able to initiate a line test from a terminal. It is expected that a separate, specialist line test system will be used for line testing, and that an interface between this system and the line test system will be supplied. The System shall be able to store the last ten line test results for the customer. Each line test result shall be date and time stamped. Detailed results and measurements must be stored, as well as a diagnosis of the fault.

37.20 The latest line test results shall print on the Fault work order in full. The System shall also allow the inquiry and printing of the line test information and history.

37.21 In addition, the line test System shall provide facilities for “Routine Testing” of lines to enable preventative maintenance and pre-emptive fault repair. Detailed interactive line testing functions shall also be available. 

37.22 The System shall provide the ability to store and inquire upon fault history. The System shall allow inquiries by:

m. customer,

n. telephone number,

o. type of fault,

p. stage of the fault,

q. network equipment,

r. network equipment type.

37.23 Depending on the fault clearance code the System shall generate adjustments and calculate the rebate amount for the “out of service” period if it exceeds a defined threshold parameter.

37.24 In the case where the fault is due to the customer’s action, the System shall generate debit adjustments (where the operator can override the adjustment amount). For example, if the fault is due to customer damage of the premises wiring, a charge may be added to the subscribers account for the repair of the service.

37.25 This process requires strict auditing procedures and mechanisms i.e. shall only be initiated upon operator instruction. All adjustments shall be processed via the dispute and Accounts Receivable adjustment processes.

37.26 Comprehensive, flexible statistics shall be maintained to allow reporting according to BSNL requirements. As a minimum this shall include but not limited to:

s. Number of faults reported.

t. Clearance of Faults.

u. Amount of time fault at each stage in the repair process.

v. Recurring faults.

w. Faults on new installations.

x. Summary and details reports.

y. Faults by Equipment Type and location.

z. Faults reported per Region/Province/Exchange/Area.

aa. Overall country wide fault statistics.

37.27 All reports shall be available for on-line display with the option to print a hardcopy.

37.28 Present Business Requirements: The complaint handling system shall be able to MAP itself on to the Fault Repair System (FRS) presently in vogue in BSNL. BSNL centric specific requirements of Fault Repair System (FRS) are given below:

37.29 The system shall have an interface with IVRS, Call center, Billing system, Cable record management system, etc. Following procedure is followed for handling a complaint: 

37.30 A complaint docket is opened for each complaint having a unique serial number. The date and time of opening the docket is entered.

37.31 Complaint number is given to the subscriber for later reference.

37.32 The complaint docket is moved to initial testing position. Here the reported telephone is tested and the nature of fault detected is entered into the docket.

37.33 The users of the FRS System are-

ab. Subscribers

ac. Fault Booking position operator

ad. Initial Test position

ae. Subscriber Fault Control position

af. Final Test position

ag. Supervisor

37.34 Transfer of complaint dockets to initial testing positions according to priority.

37.35 Facility to place dockets "under suspension "at initial testing stage due to any technical reason and later on calling them for further processing.

37.36 Facility to take bulk entry of complaints in batch mode (to enable overnight complaints or pending complaints due to system failure to be entered when the system is up).

37.37 Status and periodical reports on pending complaints/faults/suspended complaints either on screen or on a printer.

37.38 Provisioning for over-riding priority shall be provided for important numbers, as well as, for complaints tagged for "immediate attention" at the time of booking.

37.39 Same docket number shall be maintained for a particular complaint throughout the operation.

37.40 Information on the fault that was cleared last time shall appear at the bottom of the docket. This information shall be helpful in testing the line intelligently and guiding/directing faultsman effectively.

37.41 A complaint received on a service on which two or more faults have been cleared during the preceding 30 days, shall be highlighted as "REPEAT" fault on the complaint booking itself. This message shall be made available throughout the process so that all concerned can devote a special care for such cases.

37.42 Provision for Batch Fault Booking during the period when the system goes down shall be available. 

37.43 The system shall be able to weed out non-genuine complaints based Under Temporary Disconnection due to Non-payment (TDNP) and Safe-custody etc.

37.44 The system shall be able to cater the needs for multi-exchanges environment through a centralized working.

37.45 It shall be possible for entry of all effected services individually due to cable breakdowns, exchange equipment breakdown with tag “Under Cable breakdown”, “Under equipment breakdown” respectively. After clearance of breakdowns, all services affected by that breakdown item shall move in a queue at the initial test position.

37.46 Facility shall be provided by the system to generate a list of those services, which remained faulty for abnormal duration & are fit for consideration for rebate etc. The system shall be able to move such list to account module on line

37.47 FRS shall have provisioning of off-line module for processing of complaints / faults in case of system failures etc.

37.48 The system shall generate a log for all the alterations/deletions on daily basis with a facility to take a print out.

38. Enterprise Customer support on Customer Management system - Prospect Opportunity management

38.1 Single Integrated Sales to Quote to Order management system. Describe the integration points and how data integrity managed during these stages.

38.2 Ability to define and maintain different stages of a sales cycle. Ability to accommodate variations in sales methodology based on geography, product offerings or customer segments

38.3 Ability to maintain a list of key dates for each stage of the sales cycle

38.4 Ability to record and review all aspects of a sales opportunity within the sales cycle

38.5 Ability to store following details pertaining to opportunities (but not limited to) : Opportunity Name, Stage, Size, Account ID, Location, Key Contacts for the opportunity and their role in the opportunity (Key influencer, stakeholder, key decision maker), Win Probability, Competition against the opportunity, Likely closure date, Quotes, Interaction History, Opportunity Creator

38.6 Aggregate set of tasks that need to be performed to close the opportunity

38.7 Ability to store task name, priority task, date, assignee details pertaining to opportunities

38.8 Ability to view tasks open beyond the specified closure date

38.9 Support auto escalation in case the opportunity does not get closed before closure date

38.10 Ability to support workflow for price approval of opportunity

38.11 The system should provide an interface for quotation

38.12 Consolidated price for the opportunity

38.13 Line item wise price for the opportunity

38.14 Ability to store multiple prices against an opportunity but only one active price. The Account Managers should be able to view the active price only. Only restricted users capable of modifying price.

38.15 Ability to support client information flags highlighting important client issues visible to users at the opportunity level

38.16 Ability to identify lead or prospect sources

38.17 Advanced lead management capabilities, including manual lead creation; wizard for importing leads; wizard for creating HTML to set up lead capture on Web site; supports lead assignment regardless of creation method; supports splitting leads at time of import to give high-performing reps or reps with empty lead queues a greater percentage of the leads

38.18 Supports converting leads to opportunities by storing leads on separate tab to avoid cluttering the accounts and opportunity databases, including tool or button for converting a lead to an opportunity; system supports mass lead reassignment.

38.19 Ability to record multiple sources per lead or prospect

38.20 Ability to sort lead or prospects by type of opportunity

38.21 Ability to rate leads, prospects or opportunities as part of the qualification process

38.22 Ability to approve or reject opportunities before distribution to the field

38.23 Ability to modify contacts associated with an opportunity

38.24 Provide automatic de-duplication of new lead or prospects

38.25 Ability to attach files against an lead, opportunity and quote

38.26 Ability to download sales prospects, opportunities to field sales reps and channel partners

38.27 Ability to route opportunities based on source e.g. campaign, purchased list etc.

38.28 Automatically assign opportunities based on pre-defined criteria to sales personnel

38.29 Provide automated distribution of lead or prospects through rule based territory definitions

38.30 Identify and assign the primary sales representative to an opportunity

38.31 Ability to link and view opportunities being pursued simultaneously by all sales channels per prospect/customer

38.32 Ability to record a history of all sales actions for each opportunity

38.33 Provide automatic fulfillment triggers based on completion of specific activities in the opportunity management process

38.34 Ability to integrate opportunity activities in a calendaring and scheduling system.

38.35 Ability to link incoming lead or prospects to a marketing campaign

38.36 Ability to link incoming lead or prospects to a product line, customer segment

38.37 Ability to link lead or prospects to a concurrent or existing opportunity

38.38 Online view of activity history for an opportunity

38.39 Ability to reassign an opportunity from one sales rep to another

38.40 Ability to define triggers for contact or follow-up activity on a prospect

38.41 Ability to record preferences (e.g. right time to call etc.) for prospects

38.42 Ability to track revenue from prospects who have converted into customers for a defined time period

38.43 Ability to create multiple tasks and attach to lead, opportunity and quote and track individual tasks independently. Task can be for approval or for feasibility etc.

38.44 Ability to validate and score leads through logical rules to score and bucket leads.

38.45 Supports multiple approaches to assigning and routing leads, distribute leads, ensure lead acceptance, and handle leads that are not accepted within user-defined thresholds

38.46 Ability to manage leads with partner organizations

38.47 Ability to define and execute campaign based on multiple parameters like channel of execution, account details and likely success of campaign

38.48 Ability to define campaign based on product offerings

38.49 Ability to support campaign creation based on customer segment

38.50 Ability to convert sales leads to opportunities, track sales opportunities, including features like competitive information and win/loss reasons

38.51 Ability to define forecast based on multiple parameters / levels and track the performance of the same

38.52 Ability to track the changes done to the forecast records and have ability to provide alerts in case the forecast is not met or variations is more than the predefined limit

38.53 Ability to forecast and manage the sales pipeline with options to provide roll-up at multiple levels (for e.g. by circle, by product etc.)

38.54 Ability to define quota for sales team and track the performance of the same

38.55 Qualifying opportunities using both subjective and objective scores on multiple parameters

38.56 Ability to set-up pre-defined workflow and task / activity plan creation to complete the opportunity qualification 

38.57 Credit rating and management process for the opportunity. For e.g. availability of Credit Rating form, entire workflow for credit rating and approval

38.58 Opportunity approval mechanism at multiple levels with tracking and auditing functionality 

38.59 Ability to capture non-standard requirements at opportunity level and also support customized process (for e.g. RFI and RFP)

38.60 Ability to have different sales processes based on customer segments. For e.g. National Accounts, Regional Accounts, etc.

38.61 Ability to capture detailed information on win / loss opportunity and trigger post mortem analysis based on predefined criteria

38.62 Support for managing sales teams and territories through sophisticated team and territory management, including territory assignment to groups outside organizational hierarchy; all groups automatically carry over to forecasts and reports; supports automatic territory grouping by characteristics, such as industry or product line; allows users to manage territories, including territory realignment

38.63 Support for tracking deals, including deal details; competitor information; and automatic tracking of changes to a deal, including changes to deal size, product mix, and expected close dates

39. Order capture and management

39.1 Ability to generate quote(s) for a customer and an opportunity 

39.2 Ability to maintain quote templates 

39.3 Ability to store multiple versions of quotes

39.4 Copy selected lines from quote

39.5 Ability to add Text or comments for a quote and for a quote line item

39.6 Ability to link a quote to a contact, account or opportunity and sales rep

39.7 Ability to create quotes as per the account agreement 

39.8 Describe automated, one click Order creation from quotes after customer acceptance, by avoiding data duplication and data reenter

39.9 ability to submit order from quote from different channels like mobile phones, tablets, etc

39.10 Ability to initiate automatic multiple orders through simple order generation process (multi-line).

39.11 Ability to speed new order entry for existing customer. Describe how system doesn’t need reentering of customer data and how key information gets populated in system

39.12 Ability to search for contacts, accounts, or leads and effectively manage sales activities.

39.13 Ability to effectively manage communications like email, fax, calls

39.14 Ability to effectively manage salesperson calendars

39.15 Support account management functionalities such as - account hierarchy, capturing of account details, assign account team members with different responsibilities, capture of competitor information at account level

39.16 Ability to capture various contacts for the account/opportunity, their respective roles in the account/opportunity, contact mapping and contact hierarchy

39.17 Ability to capture relevant information about B2B customers

39.18 Ability to offer sales through multiple options such as - channel partners for SMB accounts, Systems Implementation (SI) partners for specific deals, wholesale partner for M2M offerings/deals, revenue sharing partners, Over The Top (OTP) players etc. in addition to regular direct sales team

39.19 Ability to create product configuration and validation rules for accurate quote and product offering including capturing of non-standard quote requirements

39.20 Ability to create product bundles, offer plan and develop validation rules 

39.21 Ability to track exception to the standard pricing or discount and audit trail the changes done to the quote 

39.22 Ability to create duplicate quotes or create different scenarios for same opportunity

39.23 Ability to apply discounting rules based on various parameters for e.g. volume, percentage or absolute number etc. including multi-level approval mechanism 

39.24 Activity plan/ task list creation for the quote, including activities like feasibility check, detailed technical design, blocking of capacity etc.

39.25 Ability to include team members with different responsibilities for the quote

39.26 Ability to update the forecast based on the quote status 

39.27 Ability to create pre-defined proposal templates and mail merge capability for developing standard response

39.28 Ability to have detailed workflow for the contract approval and tracking of the same

39.29 Ability to capture detailed Line item level SLA and Contractual terms for the quote/opportunity 

39.30 Ability to associate documents (proposal, contract) with opportunity/order

39.31 Ability to have predefined notification for the expiring contracts 

39.32 Ability to support the contract renewal process

39.33 Ability to integrate with document management systems for document versioning and configuration management

39.34 Ability to support the contract cancellation, contract termination process 

39.35 Ability to have visibility of key account information to field sales representative 

39.36 Ability to capture or update opportunity information using handheld / mobile devices or in disconnected manner

39.37 Ability to retrieve information about existing customer orders, quotes etc.

40. Order Management

40.1 Capability for new order and change order capture and validate before submission for implementation

40.2 Ability to support different types of orders like New, modify, update, cancel, partial activation of the order & starting of billing

40.3 Ability to handle end-to-end order management right from order capture to order fulfillment

40.4 Ability to track the status of order / order line items and update customer as needed over preferred communication channels

40.5 Ability to provide the expected date for service to be ready for order line items based on multiple pre-defined criteria

40.6 Visibility of customer assets for each order line item (e.g. circuit ID)

40.7 Ability to capture different types of charges such as – one-time installation charges, recurring / non-recurring charges etc.

40.8 Integration of order management across web, retail and care channels to enable consistent experience across products and systems. This includes activation and deactivation options between web and retail touch points

40.9 Customized ordering and fulfillment functions made available to enterprise customers through touch points

40.10 Integration with campaign and offer presentment for closed-loop marketing measurement

40.11 Online visibility of order status for customer, sales and service channel during order processing. Online order capture and related validation support.

40.12 Store customer preference for payment options for orders (including all forms of valid electronic payment and e-cash)

40.13 Fulfillment options automatically determined across enterprise touch points based on value

40.14 Ability to assign product / service to the customer after order fulfillment

40.15 Ability to attach Product Bundle to the customer (to specify installation of VAS, Bill Plan, Discounts as part of a bundle to a customer)

40.16 Ability to activate workflow for Customer Activation

40.17 Ability to perform credit rating before activation of a new customer

40.18 Ability to temporarily activate new customer services which are defined as credit check not required, till credit rating is completed

40.19 Provision for revocation of the temporary activation in case the customer fails to achieve the required credit score

40.20 Provision for customer class assignment at time of activation and alter the same based upon usage and age on network.

40.21 Provision for Batch Activation/Deactivation for all type of provisioning.

40.22 Bulk data, Order details loading through soft copy

40.23 Self-activation and Provisioning through web & audit trail of the same.

40.24 Provision for capture of service activation/deactivation requests for the activation/de-activation of a service for a customer

40.25 Provision for closure of activation/de-activation requests after the new customer/service is activated/terminated

40.26 Provision for generation of Work Orders from activation/de-activation for the manual tasks assignment and tracking of the same

40.27 Provision for closure of Work Orders after the relevant activity is completed

40.28 Provision for tracking all manual and automatic activities

40.29 Ability for customers to add, change or remove service through alternate sales channels such as an IVR, web-site, e-mail or fax with proper security screening.

40.30 Ability to provide access to the Product Profile to select appropriate products and services for the customer and to advise on costs, packages, bundles etc.

40.31 Ability to receive Service Order status information from Service Provisioning.

40.32 Ability to close orders directly from CRM (e.g. Order was raised in error)

40.33 Ability to record security deposit at time of sale.

40.34 Ability to initiate, remove or modify pending orders.

40.35 Ability to track the reasons for customer cancellations of services or products.

40.36 Access to order management system to be made available over the web to channel partners (sub-dealers)

40.37 Ability to capture and monitor turnaround times

40.38 Ability to Decompose the order so that the provisioning systems can accept the orders

40.39 Ability to provide workflows to handle all Order Types like New, Disconnection, Suspend etc

40.40 Light weight change order to track changes directly done by channels

40.41 Unlimited number of flexible attributes to capture information relevant to order based on type, sub-type etc.

40.42 Capture order on the customer as well as subscriber level

40.43 A batch process should be provided in order to enable creating bulk service requests in the CRM database. 

40.44 CRM to expose a service for order capture/update from external systems

40.45 Ability to quickly identify open / closed requests for the customer and link to new request if required. 

40.46 Ability to confirm to customer on the provisioning / activation of services/offers taken by customer in real-time

40.47 Describe how system supports concept of Central product catalog to manage offers during different stages like sales, order, assigned products for enterprise users 

40.48 Ability to accept feed of eligibility and compatibility rules from central product repository.

40.49 Interface to be made available for self-service channels to source product data and rules feed from CRM

40.50 The system should be able to present to the CSR the applicable rate plans and/or features based on a given handset model/type

40.51 Would like to get to features based on devices - warning message for a rate plan that contains a feature that the phone can't support

40.52 Add business rules to restrict adding mandatory features in CRM for product/services thus reducing conflicts 

40.53 System to ensure that compatibility exists between services, handset, accessories etc

40.54 Support handset bundles

40.55 Generic Business rules evaluation engine with scripting language support for rule definitions

40.56 Robust Rules evaluation engine for eligibility and compatibility

40.57 Help features and options for each configurable product highlighting features and options available in the product. (Eg- CUG)

40.58 The system should provide for an indicative base price depending upon the product configuration selected by the user

40.59 The system should be capable to enforce business rules that disallow selection of certain products/ product families.

40.60 Ability to establish business rules that allow for displaying of complimentary product items to facilitate cross selling

40.61 System should get the updated information from the Product Catalogue, which is expected to capture product structure, entities and product validation rules

40.62 Ability to be able to integrate with centralized product repository to get feed for product data and eligibility and compatibility rules

40.63 Be able to accept incremental product data feed from central product repository and store as per product data model defined and synchronize data with central product repository

40.64 Ability to support single CRM, Sales, Product Configuration and ordering system for all customer types like enterprise all sales channels like CSR, web ,etc. and all LOBs.

40.65 System to support configurable definition of products, tariff plans, promotions, VAS services etc. managed in single application 

40.66 Products to be organized by line of business and drill downs to be made available. Ability to provide Product and pricing Model to mimic the sales view of the products

40.67 Configurable UI , product configuration , product connections screens on all sales channels 

40.68 User interface for the user to easily modify/delete components of the configured product

40.69 Provision to select components from LOVs for product configuration

40.70 Ability to support configurable business process for all sales channels and products 

40.71 The system should be capable to enforce business rules that require bundling of certain products

40.72 Ability to support Product Configuration with customer friendly description and channel specific description 
(e.g. short description for sms, ussd etc.)

40.73 Ability to support product pricing and list pricing 

40.74 System generated options for product selection

40.75 Allow entry of user defined configuration characteristics eg-Number of MISDNs, Primary Contact Person etc.

40.76 Ability to support standard MNP procedures - Port In, Port Out, 

40.77 Reporting for MNP Subs

40.78 MNP Subscriber profiling

40.79 Porting Lifecycle & Status

40.80 Porting Number Validation

40.81 Porting Information Entry Interface and Security Rules

40.82 Ability to support Win back

40.83 Sales Quota Management

40.84 Ability to assign quotas to sales personnel 

40.85 Ability to support multiple quotas

40.86 Maintain sales quotas by team

40.87 Maintain sales quotas by territories

40.88 Analyze and report on performance of sales rep / team against quota and link conclusions to incentive management programs

40.89 Ability to link sales quota with overall pipeline information

40.90 Ability for robust territory assignment and management functionality specially for SME customer base

40.91 Ability to define and track territory performance parameters

40.92 Ability to re-align territories based on changes in the sales organization or for any other changes like changes in the market

40.93 Robust audit trail functionalities to manage and report the changes done in the territory 

41. Payment management

41.1 Each Role to have a configurable amount of authorization for Adjustments, waiver for the day and for one transaction. Any amount higher than this should automatically trigger an approval workflow.

41.2 Ability to accept payment from all modes cash, Check, Credit card, Debit card, ITZ cash card etc.

41.3 Denomination screen to accepting cash payments and auto calculate balance amount

41.4 Entity based reporting for all payments processed

41.5 Robust mechanism for posting payment to Billing and financial system, with retry facility

41.6 Integration with third party payment gateway eg bill desk, payment gateway

41.7 batch for loading Payment and adjustment

41.8 Perform adjustment on the Account level as well as subscriber level. Adjustment can be on a charge, on an invoice amount or on the account

41.9 Ability to store Standing Instructions for the customer payment (credit card no., exp date etc – limitations if any on maximum no’s of card details that can be stored in CRM)

42. Proactive care

42.1 The solution shall use a real-time customer context map to understand the correct timing and likely outcome of proactive recommendations.

42.2 Customer recommendations shall be driven by an always up to date, real time context map of that specific customer’s facts and derived concepts

42.3 The solution shall be able to detect patterns in the customer's behavior to anticipate their action, such as a worsening payer patter to anticipate missing a bill payment

42.4 The solution shall be able to anticipate that the customer will dispute bill overage, and automatically resolve the issue based on corporate policies. For example, reverse the overage charge for a high value customer and send a notification for a non-high value customer

42.5 The solution shall provide a configurable library of call reasons, e.g. billing related, device related, network related, etc.

42.6 The solution shall prevent the system to send the right offer – but at the wrong time

42.7 The customer context map, decision & recommendation rules, and recommendation policies shall be pre-configured for the telecommunication industry

42.8 The customer events and context map pre-defined with the solution specifically for the telecommunications industry shall be listed

42.9 The solution shall be able to pull in sources in real-time from other systems, including CRM, billing credit score, market segment, in order to manage the real time context map of the customer, against which recommendations can be targeted

42.10 The solution shall create recommendations for a "segment of one" rather than a broad, segment based recommendation

42.11 The solution shall be able to execute the recommendations across multiple channels such as self-service and contact centers

42.12 System shall be able to capture and store detailed subscriber events chronologically as received from CSP CRM Systems.

42.13 System shall be able to capture and store detailed subscriber events chronologically as received from CSP Billing Systems.

42.14 System shall be able to capture and store detailed subscriber events chronologically as received from CSP Ordering Systems.

42.15 System shall be able to extract subscriber self-service interaction content and/or analytics from CSP systems such as (but not limited to),

· IVR Interaction & Choice interaction, 

· Webpage Interaction (Click Thru)

42.16 The solution shall be able to ingest events into a common structure based on pre-defined mapping

42.17 The solution shall update the subscriber context in real-time based on the ingested events

42.18 System should be able to maintain subscriber context (with a chronological map of past events), accurately assimilate new subscriber events, and update in real-time subscriber service concepts (high level business concepts) to enable a comprehensive, chronologically updated profile per each subscriber

42.19 System should have deep integration with the business policy engine to ensure in-context invocation (with all subscriber associated data) and real-time execution of Rules (Concepts, Observations).

42.20 After events are ingested into the subscriber context map, system should be able to compute high level concepts based on the assimilated events, in real-time

42.21 System should be able to draw new/updated observations for the subscriber based on the assimilated event/s, re-computed concepts, and associated rules

42.22 System should enable rapid deployment of tracking new events (e.g. expanding scope of event assimilation into other areas like Retail, Ordering), with minimum downtime

42.23 System shall enable business analysts to manage, monitor, and configure the full set of business policies (active and inactive) and associated data in the system through a “business user” interface, so that any operational change against any of the policies can be easily implemented with minimal need for coding or downtime

42.24 System shall enable real-time Rule creation (including Condition statements & associated success/ failure Actions) through cloning existing Rules

42.25 System shall provide a highly available & scalable Rules engine which can assimilate new Rules (in real-time), associate input data for those rules, and churn out actions without significant impact on performance

42.26 For each configured Policy targeting a recommendation or resolution, system should allow for notification & policy computation against specific ‘Trigger Events’ (driven by associated change in subscriber attributes)

42.27 The system should be able to identify associated Recommendation/Action: System should be able to identify the associated action that needs to be taken (such as notification only, notification + action, action only), based on the identified known issue / recommendation opportunity for the subscriber

42.28 System should be able to invoke in-context (with all associated subscriber data), relevant pre-configured policies from the set of possible pre-defined policies, based on the observation made (by the customer's change in experience, attributes)

42.29 Based on computation of the business policy, system should be able to identify if the subscriber is affected by any known issue / has an opportunity for an recommendation

42.30 The solution shall be able to pre-emptively detect and fix the customer issue to shed the call from the contact center

42.31 If the customer has just discovered the problem, the  solution shall be able to deflect their potential contact center call through self-service guidance

42.32 If the customer ends up calling the contact center, The solution shall be able to guide the agent by presenting the "top reason for customer's call", as well as guide the agent to fix the issue

42.33 The solution shall provide a single workbench for business analysts to configure rules and policies for managing proactive care and recommendations

42.34 For a subscriber affected by a given known issue, system should be able to identify the subscriber’s likelihood to escalate in response to a particular proactive recommendation (proactive backfire)

42.35 System shall continuously run behavioral interpretation of historical actions (escalations) of subscribers to maintain an up to date escalation profile of subscribers

42.36 The real time context map shall enable personalization of notifications.  System shall enable subscriber centric / personalized notifications, by embedding subscriber details from the real-time context map directly into the notifications

42.37 Self Service Touch Point Presence: System should support self service capabilities across the following  areas

· Tablet Touch Point

· Device Touch Point

· Web Touch Point

SECTION – 5 - PART B-21
Billing

1. Introduction

1.1 Real Time Convergent Billing shall be the key and important module of overall BSNL BSS framework. Convergent Charging system shall cater to all the Billing requirements of BSNL, foremost of which is timely issue of accurate bills to the subscriber, at all billing touch points viz. Retail Billing (Prepaid and Postpaid) , Wholesale and third Party Billing, and Content Billing, Corporate / Enterprise Billing, Dealers and agents’ Commissions etc. The System shall be convergent and shall cater to the needs of real time charging and billing for services including but not limited to Wireless (GSM + 3G + WLL + CDMA), IP Networks, GPRS, Data, Content and Enterprise services in such a way to ensure quick realization of revenue.  Closely associated with the real time convergent charging system is Billing and Financials subsystem. By ‘Billing and Financials’ it is meant that the system should have facility to raise invoices for subscribers, capture the payment against the invoices raised, marking the bills for dispute, cancellation & write off of bill, maintenance of individual ledger accounts of the subscribers and taking various reports required for Telecom Revenue and  for providing various reports which enable the units to pass Journal entries as per the accounting heads issued by the Corporate Accounts section of the BSNL. The system should also provide for capturing the various deposits collected and accounting for the same like account finalization, adjustments of deposits against bills outstanding and refund of deposits, calculation of interest on deposits, cross verification of deposits collected for one service with another and the facility to set of deposit collected for one service with another etc.  It is suggested the Bidders should have a thorough understanding of the various reports that are generated by the present day Real-time Prepaid Charging, Postpaid Billing systems now deployed in the field and all the reports being generated therein should also be generated in the new system.

2. General Specifications

The Convergent Charging and Billing system shall support the following business processes within the core system for Enterprise, retail and reseller (example MVNO) customers.

2.1 Creation and maintenance of tariff plans as per BSNL’s requirements.

2.2 Management of customer and service data required for billing.

2.3 Ordering of services and activation of billing
2.4 Management of chargeable event: activity utilizing telecommunications network resources and related services for:

a) user to user communication (e.g. a single call, a data communication session or a short message); or

b) user to network communication (e.g. service profile administration); or

c) inter-network communication (e.g. transferring calls, signalling, or short messages); or

d) mobility (e.g. roaming or inter-system handover); and

e) that the network operator may want to charge for.

2.5 Workflow creation and order provisioning 

2.6 Real time and Offline Usage event guiding and rating (of any type of usage event).

2.7 Real time-In Memory Balance, Customer Profile and Rating logic Management

2.8 The System shall have the ability to organise a mix of product categories, for example bundle plans, service plans, bill plans, promotion plans, value-added services (VAS), contracts, tariff rebate contracts, promotion contracts, usage discounts, bill plan discounts, vas discounts, waiver discounts, bonus discounts and tariff rebate discounts.

2.9 The System shall have the ability to change existing products with effective start and end date time. For example, change subscription rate, usage rate, discount qualifying criteria, discount target charge type, discount rate, bill description, screen description, surcharge rate.

2.10 The System shall have the ability to support definition and management of commercial bundling of different services and bill customers with a single price.

2.11 Bill calculation, formatting and dispatch.

2.12 Support for General ledger subsystem and integration with external financial GL entity.

2.13 Maintenance of deposit accounts of subscriber, along with adjustments, interest calculation, ability to transfer balances from deposit heads to amount outstanding and deposit collected for one service with another service etc. The system shall also have the ability to calculate security deposit to be collected based on previous calling patterns & account for the security deposits and all other types of deposits and reports pertaining to the same.

2.14 Adjustments like bill cancellation, discounts, rebates and other credits and reports pertaining to the same.

2.15 Payment noting.

2.16 A/R management and open-item balance management.

2.17 Collections/dunning.

2.18 Journal calculation and posting.

2.19 A portal for communication amongst the field units & data centers and shall be medium through which reports etc can be downloaded by the field units

2.20 The software should take care of all cases of cheque bounce; whether the cheque is collected on-line or off-line through other agencies like Post Offices.

2.21 There should be utilities for authorized officers to enable or disable certain facilities e.g., the AO in a circle’s should be able to extend the pay by date for a single or for multiple bills with valid reasons recorded

2.22 There should be provision for initialization of sub ledgers.  This initialization process should take the closing balance of the sub ledger from the old system and take it as an opening balance in the new system.  This is true for all sub ledgers required by BSNL for revenue deposits, taxes, surcharge etc.  It should be possible to initialize sub ledgers circle wise.

2.23 It should be possible to generate a daily list from the system at different levels like Zone-wise, Circle-wise.  The daily list is a record which gives the amount received for each on-line counter for all types of payment modes i.e. cash, draft, cheque and others.  The system should provide a utility to the AO of each circle to tally the money received from each cash counter with the amounts in the data base and then close the transactions for the day for further processing by the system for accounting purposes.

2.24 It should be possible to stagger the pay by dates for different group of customers for different exchange areas.

2.25 The system shall provide integrated ordering and billing & accounting functions so as to minimize service delivery time and improve billing & accounting processes.

2.26 Initial products and services to be supported shall be at least :

a) Enterprise:

i. Billing Corporate User Group - GSM, 3G-Mobile Broadband

ii. National Long Distance, NPLC 

iii. International Long Distance, IPLC

iv. ISDN,  and IP-MPLS Services

v. IN services like Free phone, VCC, ACC, Premium rate services, etc.
vi. Centrex

vii. PBX & PABX

viii. Leased lines 

ix. E1/ ISDN-PRI 
b) Wireless Services: GSM – (Pre-Paid and Post-Paid)

i. CDMA – Pre-Paid and Post-Paid
ii. Roaming 

iii. Mobile Broadband and GPRS/EDGE/3G
iv. WAP on Mobile including applications like - mobile banking, weather update, news update, Stock update, Travel guide, etc. 

v. Content and VAS Charging

c) Data Services:

i. Data calls

ii. IP Services

iii. Content Delivery

iv. Internet services (including VoIP)

v. Fax over IP (FoIP)

vi. E-mail services

vii. Video on Demand (VoD)

viii. Video & audio conferencing

ix. Internet Roaming

d) Other Services:

i. Unified Messaging Service

ii. Short Messaging Service

iii. Voice Mail Service

iv. VSAT

v. IVR based customer service

vi. Virtual Private Network (VPN)

3. Miscellaneous requirements:

3.1 Ability to bundle services and the associated default products into one unit so as to make it easy for the CSR to associate it to the Subscription / Customer

3.2 Ability to support Number Portability within circle and across circles.
3.3 There shall not be any limitation on specifying the number and types of categories for any type of service. 

3.4 Ability to define products and services via the following attributes:

a) Name

b) Bundling or packaging (ability to combine any combination of services)

c) Traffic types (e.g. IDD, Data, etc)

d) Charges & prices (e.g. one time, periodic  fee, annual charges, insurance charges, usage, events)

e) Discounts / Credits

3.5 The system shall support definition of the following entities for charging and bundling of services:

a) recurring charges of any frequency

b) non-recurring charges

c) usage charges

d) products which can combine any or all of these charges

e) discounts or unit credit promotions that can apply on any or all of these charges

f) grouping of products and discounts into  higher-level entities, such as components

g) grouping of components into higher-level entities to create packages or bundles

3.6 It shall be possible to group similar products into distinct categories  for reporting, financial and discounting purposes. Group based on usage charge; group on customer category like residential, corporate, etc

3.7 It shall further be possible to group product lines into product groups. 

4. Subscriber Management

4.1 The system shall provide customer and account management. The customer care functions shall be integrated with the ordering and billing processes so as to provide a single view of the customer and the customer’s: 

a) services and products

b) pending orders

c) network activation status

d) Current and past bills

e) unbilled usage

f) collection status

g) payment history

h) aging of outstanding amounts

i) Credit rating and VIP class of customer  

4.2 The customer care, ordering and billing information shall be managed through the same, consistent user interface. 

4.3 The user interface shall be easy-to-use, and customizable to different CSR groups.  It shall be possible to change the screen flow of the user interface to support different CSR groups and roles.

4.4 The user interface shall be graphical (GUI) and shall conform to the latest technology. It shall be technically possible to use the same GUIs across multiple desktop environments and operating systems.

4.5 The billing system shall allow changes to customer account (e.g. create/ modify/ terminate/ re-activate), to be handled by users (CSRs) depending upon authority levels. 

4.6 Subscribers shall be easily segmented into various categories as defined by BSNL.  The billing system shall treat various customer categories differently as defined by BSNL’s business rules.  

4.7 Customer details shall include but not limited to the following data elements. It shall be possible to extend the customer data object to support additional fields as per BSNL’s requirements.  

4.8 Record notes against customer account and to maintain account history.

4.9 The billing system shall be able to use / update common data stored in the server. 

4.10 CSRs shall be able to associate products/services with a customer, i.e. add or remove products and/or services and packages.

5. Subscriber Hierarchies:

5.1 Add/remove Subscribers to Subscriber hierarchies to represent an organizational structure of a company and/or household. 

5.2 Provide multiple billing points in a subscriber hierarchy with charges for individual accounts able to be “rolled up” and invoiced as if they were a single account. There shall not be any limit of levels within the subscriber hierarchy.

5.3 Grouping and sub grouping of subscribers shall be supported. It shall be also possible for CSRs to group customers (or their services) who are not in a hierarchy.

5.4 The system shall allow Transfer subscriber from one level of hierarchy to another level of hierarchy within the same hierarchy. 

5.5 The system shall support unlimited levels of account hierarchy

5.6 While transferring the subscriber from one level of hierarchy to another, appropriate accounting information shall also be transferred

5.7 Subscriber’s address, personal and contact information from parent level shall be defaulted to the subscriber level, with a provision to modify this information if required

5.8 It shall be possible to transfer services involving other modules like CRM, Provisioning, etc; from one customer to another customer, with concurrent support for ordering processes and network activation.   

5.9 A graphical representation of the hierarchy shall be made available for easy viewing and manipulation through ‘drag & drop’ interface, such as creating a new sub-account under the hierarchy.

5.10 To maintain tight control of financial liability, any unbilled usages under non-invoice child node shall be included in account balance for the parent invoice node.

5.11 CSR Access: The billing system shall provide a secure, authority based access  to the CSRs to:

a) Change account details such as the billing date or method of payment. 

b) Request a copy of a previous or current bill statement.

c) Request a final bill. 

d) Regenerate a past invoice in a different format

5.12 Billing system in conjunction with Web Self Care system shall support Web Self Care features given to individual subscriber

5.13 Customization of the customer information:

5.14 The system shall provide an integrated view of all customers with services across all networks, including ordering, billing and relevant customer care data, within a single data schema. 

5.15 The system shall allow an authorized user to customize the customer management environment. This shall include:

a) Addition of new fields to any form/screen/GUI

b) Remove or grey out fields which are not required

c) Add/maintain field security to existing and new fields

d) Define/maintain field validation rules

e) Define default values for fields

f) Define fields to be displayed/hidden based on another fields value

g) Define format for a field e.g. field characteristics (width, # of characters), drop down list or manually entered, type of data able to be entered (date, numerical etc), mandatory/optional field etc.

5.16 Full historical records of all entities within the database shall be maintained with a defined date range. Authorized users shall be able to enquire on historical records.

5.17 Provide mechanism to supply a quote for products and services of interest to a customer.

5.18 The system shall support Head Quarter grouping of Accounts for discounts. (Grouping to provide corporate discounts) Such headquarter grouping shall be supported through the CSR GUIs, rather than through back-end configuration. It shall be possible for authorized CSRs to add accounts into Head Quarter groups and assign suitable discounts to such groups    

5.19 The system shall enable the recording, viewing, and editing of the number of physical locations and overall size (e.g., number of employees) of a given business customer like a corporate customer having multiple offices

5.20 The system shall enable the recording, viewing, and editing of company profile information, as well as the editing of company-specific industry information.

5.21 The system shall support creation, reading, and editing of lists of influential contacts within customer organizations.

5.22 Record, view, and edit business customers’ business alliances, past and present. It shall be possible to model the network of relations that a customer has with other customers for example, employee of, business partner of, supplier for etc. It shall be possible to use this information while creating campaigns or during other transactions for cross and up selling. This data shall be archived so that the history of such relationships is not lost as the relationships themselves start changing.

5.23 Create, read, and edit information on best time and method for contacting customers.

5.24 Create, read, and edit information on the level of technical understanding of key customer representatives. 

5.25 Create, read, and edit working hours for the customer’s main representative.

5.26 Record, view, and edit the preferred method of contact for all customer accounts.

5.27 Record, view, and edit categories of business, such as Insurance, Financial, Banking, Energy, etc., for corporate customers, prospects, and competitors.

5.28 View generic data of corporate customers.

5.29 Create, read, and edit information on changes and business opportunities within a customer's Accounts. It will be possible to perform customer registration using the GUI.

5.30 Customer Management will allow setting-up the following entities: 

a) Entities that are the root of organizational structures 

b) Financial liability entities – those entities that carry a balance and are responsible for paying all the charges for the offers assigned to that customer 

c) Entities that receive invoices or bills

d) Entities that represent payment methods for a set of services (prepaid/post-paid)

e) Logical entities in the customer structure that represent nodes in the organizational structure.

f) Entities that receive services (subscribers)

5.31 The system will support the creation of customer hierarchies based on organizational units.

5.32 The system will support the creation of hybrid customer hierarchies where prepaid / post-paid is only a method of payment.

5.33 Customer Management will support creating / changing/removing agreements of an organizational unit.

5.34 It will be possible to define a pending subscriber together with its services and resources.

5.35 The system will be able to define a subscriber’s charge distribution to separate pay channels. By separate pay channels it is meant that segregation of payment charges/dues on the basis of rental, usage, taxes etc.

5.36 Assigning Charges, tariff & discounts, billing cycles, credit limit:

5.37 Ability to assign charges and discounts based on the services and features provided to the subscriber / Customer.

5.38 Ability to select and assign a billing cycle to the subscriber from amongst the list of the billing cycles.

5.39 Ability to assign credit limit at the customer account level

5.40 Ability to support future dated activations 

5.41 Ability to change the name, address and other demographic information in respect of a customer / subscriber

5.42 Ability to flag customers for specialized treatment / services. A parameterized field shall be available to define customer’s VIP Class or Code.

5.43 Ability to change bill plan of a subscriber as of a given date. No restriction in changing bill plan terms of time of change.

5.44 Temporary Disconnection:

5.45 Ability to temporarily disconnect a service with a provision to record the reason and date of disconnect. Disconnection shall happen instantaneously.

5.46 The disconnection process shall either be automatic or shall be done manually by the authorized user. 

5.47 Future-dated disconnections shall be supported.

5.48 During a suspension of service, it shall be possible to:

a) apply an alternate recurring charge or contract for the period of the suspension

b) suspend application of time-based contracts and automatically resume application of such contracts on resumption of service. For eg this scenario will come into if the service of a particular customer is deactivated but the contract is active. There can be a different recurring charge for this period

5.49 Reconnect Number:

a) Ability to reconnect a temporarily disconnected service with provision to record reason and date of reconnect. Reconnection shall happen immediately. Same day disconnection and reconnection shall be possible.

5.50 Suspend an Account / Service:

a) Ability to suspend an account or service. This shall not continue billing monthly recurring charges. However, it shall be possible to apply an alternate recurring charge or contract for the period of the suspension

5.51 During a suspension of service, it shall be possible to:

a) apply an alternate recurring charge or contract for the period of the suspension

b) suspend application of time-based contracts and automatically resume application of such contracts on resumption of service.

5.52 Un-suspend an Account / Service:

a) Ability to un-suspend a previously suspended account or service. 

b) Future dated suspension and un-suspension shall be supported

5.53 Change Telephone Number:

a) Ability to provide a different telephone number for the same subscriber, with minimum disruption to the service to the subscriber 

5.54 Change Bill Cycle:

a) Ability to support changing the bill cycle, bill date and/ or bill period. All the charges need to be appropriately pro-rated and billed to the customer/subscriber

5.55 Change Service profile:

a) Ability to add / update / delete features to the existing services. Ability to add / update / delete services to the existing customers/subscribers

b) Automatic generation of order workflow for execution and propagation of changes to network mediation and inventory systems.

5.56 Re-installation:

a) Ability to re-create previously permanently disconnected customer within the defined aging period (e.g. 120 days) by manual/ automatic processes governed and to be governed by a set of rules.
5.57 Permanent Disconnection:

a) Conversion from one service type to another (like wire line to fixed WLL or post-paid mobile or pre-paid broadband) Necessary workflow and process definition shall be made available in Order Management also. 

5.58 Future Dated activities: The following activities will also be supported for future dates:

a) Movement of the service user between organizational units

b) Change method of payment for a service from prepaid to post-paid 
c) Change method of payment for a service from post-paid to prepaid 
d) Updating general information of the services user

e) Updating additional devices of the services user

f) Updating organizational unit information

g) Adding or disconnecting organizational units

h) Updating customer or organizational unit hierarchy information

i) Assigning agreements and offers to a user or organizational unit

j) De-assigning agreements and offers from a user or organizational unit

k) Modifying the addresses and names of the various entities

l) Perform various queries of the data maintained by Customer Management, including the user information, organizational structure, usage of the services, invoices, etc.

m) Present information of invoice details through the GUI.

n) Present information regarding call usage details through the GUI.

o) Present information regarding the unbilled charges and usage charges through the GUI.

p) Present dispute history through the GUI.

q) Store information about user resources and equipment (e.g., phone numbers/MSISDN, User Names, Domains, SIM cards, IMSI and IMEI).

r) Support an automatic audit trail for all activities (i.e., new information, maintenance activities).

s) The same platform will manage both prepaid and post-paid services.

t) Include user-friendly tools for managing customer hierarchies. 

u) Support the change of organizational unit information.

v) Shall add/remove an organizational unit to/from a hierarchy.

w) Support moving an organizational unit within the same hierarchy or to a different hierarchy structure.

x) Shall create an agreement and attach it to an organizational structure. (ie if a Corporate/ business  customer signs an agreement, all the employees under the hierarchy should be governed by this agreement)

y) Support the addition and removal of an agreement’s offers.

z) Shall attach or change offer packages to any organizational unit or subscriber.

aa) It will be possible to suspend/restore/disconnect an offer from any organizational unit or subscriber.

ab) Customer Management will perform various queries of the data maintained by Customer Management, including the user information, organizational structure, usage of the services, invoices, etc.

ac) For residential and enterprise account , Display of account overview and detailed asset, such as the corporate group code, number of devices, company name and segment

6. Online Charging and Real time Balance Management System

6.1 The Online Charging System (OCS) shall support mechanisms for:
a) online bearer charging towards access / core network entities (e.g. SGSN, PCEF, WLAN). Online charging interfaces to be supported are Ro and CAP;

b) online charging of applications/services that are provided to subscribers via service nodes (outside the core network) e.g. MMS and LCS. The online charging interface to be supported is Ro;

c) IMS online charging. Online charging interface to be supported is Ro;

d) account balance management towards external account management servers e.g. recharge server, hot billing server;

e) generation of Charging Data Records (CDRs) and their transfer to the operator's post-processing system.

6.2 To support these requirements, the functions listed below are necessary in the OCS:

a) rating (before and/or after service consumption):

i. unit determination: calculation and reservation of a number of session-related non-monetary units (service units, data volume, time and events);

ii. price determination: calculation of monetary units (price) for a given number of non-monetary units;

iii. tariff determination: determination of tariff information based on the subscribers contractual terms and service being requested (e.g. information for AoC);

iv. get/set counters applicable for rating (alternatively these counters can be here or in the subscriber account balance management; for further details refer to subclause 5.2.2).
b) subscriber account balance management:
i. check account balance;

ii. account balance update (credit/debit);

iii. account balance reservation;

iv. get/set counters;

v. get/set expiry date of the (prepaid) account (optional).

c) charging transaction control:
i. perform charging control on request basis for bearer and events/services;

ii. immediate charging and charging with reservation;

iii. generation of charging information/CDR per charging transaction.

d) Advice of charge support (defined in TS 32.280 [40]):
i. receive tariff information from external system;

ii. provide Advice of Charge information (tariff and/or cost).

6.3 To support the correlation requirements, the functions listed below are possible in the OCS:

a) correlation function:

i. context handling of bearer, service and IMS charging events related to a given subscriber;

ii. generation of a combined multiple event and session requests to the rating function.

7. Architectural concept - Architecture reference model for online charging

Figure below  shows the OCS in the framework of the overall charging architecture as defined in 3GPP TS 32.240
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7.1 The system shall support unified/ convergent rating for different services as indicated. 

7.2 The rater will provide a robust, real-time response, based on in-memory database technology.

7.3 A single rater will rate all types of services including voice, content and IP events.

7.4 Guiding to service will be performed according to any data item specified in the input event record.

8. Basic unit of Rating:

8.1 The rating engine will be able to price IP EDRs

8.2 Rating of duration will be based on any and unlimited UOMs (Unit Of Measurement). E.g. minutes, seconds, KB, MB, events. The default UOM for duration and volume shall be configurable.

a) Content based 

b) Event based

c) Data based 

d) Package / Component based

8.3 The system shall support three categories of unit types which are used during rating and billing :

a) raw units

b) rating units

c) billing units

8.4 The system shall support configurable conversion between raw, rating and billing units. 

9. Rating parameters:

9.1 The system shall support a key-based rating logic which allows :

a) The rater to be capable of rating an event record on the basis of any combination of the event record attributes and customer attributes. For example, a combination of the promised QoS and the actual QoS.

b) The rater to be able to provide multiple attribute rating, that is, it will be able to use any event attribute and any customer attribute in the rating algorithm. Ability to vary rates based on a combination of the rating key values

9.2 The rater to be able to support distributing rated events to separate invoices on the basis of any event parameter or combination of parameters. Relevant event parameters include the following:

a) Service type, which means that, for example, the employer may agree to pay for voice calls while an employee will be responsible for events of all other service types, including data calls

b) Caller location, which means that, for example, all of an employee’s calls that were performed while the employee is at work are paid for by the employer

c) Event b-number/URL: The employer may specify a list of telephone numbers and/or URLs, all calls to which he will pay for. Calls to all other numbers/URLs will be the employee’s responsibility

d) Event time: The employer may agree to pay all of the employee’s calls from 9 AM to 5 PM on weekdays, with all remaining calls being the employee’s own responsibility

9.3 The Bidder shall also offer a rule-based rating engine which shall allow definition of rating rules through expressions without any hard coding.

9.4 The system shall support rating with different rates for all the combinations of one or more of the following subscriber or call attributes, which shall be configurable. The following rating keys shall be supported by the system:

a) Customer Rate Class

b) Equip or Service Type

c) Equip or Service Class

d) Class of Service

e) Bill Class or Quality of Service

f) Zones 

g) Day of call

h) Rate Period (eg. Time of call, day of week)

i) Distance based Rating

j) Charge on the basis of units, items or events

k) Radio Technology Type

l) Accumulated Units (Origin or Target)

m) Component (or group of products)

n) Service Provider

o) Product 

p) Currency

10. Granularity of Rating

10.1 The system shall support multiple granularity of rating units at different levels, starting from one second or less

a) Different granularity for different portions of a session duration 

b) Different granularity for different types of events 

c) Different granularity for different rate plans 

d) Different customer groups

10.2 Different channel used (On the type of communication channel used (voice or data), e.g. charge 50% less if the line is being used to access Internet)

10.3 Modes of Rating - The system shall support real-time/online and offline mode of rating.

10.4 Selectable usage domains/types for the free minutes of usage:

a) Ability to select usage domains/types for the allocation of free units

b) Ability to target free units to specific usage types

11. Tiered rating:

11.1 The system shall support splitting the entire call duration into multiple slabs of different time duration and rating them at different rates.

11.2 User Configurable Period Sets/ Day sets and :

a) The system shall support different time bands for a day, day of the week, specific date etc. and the calls made at these bands shall be charged with rates defined for these bands.

11.3 In the case of calls traversing multiple time bands, the system shall support system variable options such as:

a) Rating the entire duration at the rate applicable to the time band when the call started  

b) Rating at different rates applicable to each of the time bands the call traversed i.e., the call shall be automatically split and each segment of the EDR (Voice, Messaging, Data) shall be rated at the applicable rate period in real time.

12. Stepped and Tiered Rating:

12.1 The system shall support stepped and tiered rating e.g. stepped - first 10 seconds at one rate, the next 30 seconds at a different rate with a maximum rate limit. 

12.2 System to allow stepped rates in conjunction with day element breakdown

12.3 Stepped rates and tiered plans be applied to data type calls 

13. Re-Rating:

13.1 A re-rating mechanism will support re-rating for postpaid events

13.2 The re-rating process will run on-going and re-rate any usage which needs to be re-rated immediately.

13.3 The re-rating will be performed concurrent with regular rating even for the same customer

13.4 The rater will be available all time including when the system is updated with SP, patches etc.

13.5 Re-rating shall take into consideration any usage credits that might have been considered during the rating process.

14. Free units, minutes or Free data volume:

14.1 The system shall support calculating free minutes or free data volume for a subscriber during:

a) rating process/ rate level discounts

14.2 The rater should support calculation of discounts at the time of the event consumption, as follows

a) A cross-product discount (voice and IP)

b) Discount when QoS is breached

c) during billing process/ end of cycle discounts

14.3 The system will be able to manage free ‘units’ or balances, such as those that are: 

a) Carried forward to the next month

b) Dumped or lost if not consumed

c) Pro-rated

14.4 The system shall allow configurable options to define when the free units shall be applied.

14.5 Defining an initial period of any call that can be given free of charge. Calls lasting to this and less than this period will be free of charge 

14.6 The system shall support the following types of free units:

a) free units of any type (duration-based, packets, bytes, events etc)

b) free units for a configurable period of time (eg. 3 months, 6 months)

c) cycle-independent units credits (eg. 300 minutes free over 3 months)

d) Rollover unit credits (free units are rolled over to next bill cycle in case they are not consumed.

e) The rollover free units shall support

f) the maximum number of bill cycles or days the units shall be rolled over in case they are not used

g) the maximum amount that shall be rolled over

h) first-in-first-out (FIFO) consumption of rolled over free units

i) last-in-first-out (LIFO) consumption of rolled over free units

j) All calls of a particular type will not be charged until the total duration reaches a configurable threshold.

15. Contracts:

15.1 The system shall support Contracts configuration by which the Discounts and Unit Credits can be provisioned to the customer and be valid for a pre-defined duration.   

15.2 The contracts shall also support penalty charges in case the customer terminates before the contract end date.

15.3 The system shall provide an option to waive the penalty charges. 

16. Connection charge:  

16.1 The system shall support defining a minimum charge for connection. Calls will be charged at this fixed minimum rate plus rates applicable to different slabs for the entire duration. 

16.2 Happy hours, Weekdays, Holidays, Special days rating:  

16.3 The system shall support  rating with different rates for the following: 

a) A certain period during the day defined as ‘Happy hours’; the bill shall insert configurable message for these calls

b) Calls on Weekends or other holidays or festival days 

17. Rating plan versions:

17.1 The system shall support versioning of rating plans and shall apply the version that was in effect at the time of usage .The rating plans shall be easily configurable.

18. Aggregate rating:

18.1 The system shall  support  aggregate rating of all the calls for a particular period 

18.2 The bundling unit could be the total duration or the total number of calls.

18.3 Volume or the number of thresholds shall be configurable and different rates shall apply.

18.4 In the case of duration based aggregating,  calls crossing  the thresholds shall be split and rated at respective rates 

19. Cross-Bundled rating:

19.1 The system shall support bundling usage across different categories. 
19.2 Duration or number calls across different service types are bundled and accordingly different rates are determined for each service type 
19.3 Duration or number of calls of one service type shall determine the rate of calls of a different service type. E.g. total local usage determining STD usage
19.4 Duration or number of calls of all of selected subscribers in a group are considered for determining the individual call rate 

20. Reverse charging & Toll Free Number:

20.1 The system shall support charging the called party. All calls for a particular number shall be chargeable to the account of the called customer. E.g. toll free calls  

21. Special Calls, Frequent numbers, Friends and Family:

21.1 The system shall support different rates based on the number called.

21.2 For numbers designated as special numbers or frequently called numbers different rates shall be applied.

21.3 Numbers designated as to Friends and Family are rated at different rates.

22. Call Forwarding group:
22.1 The system shall support call forwarding to a configurable set of numbers.
22.2 The rating shall be done differently for the original and subsequent legs of the call each based on the forwarding number.

23. Dropped Calls credit:

23.1 The system shall support providing credits to dropped calls in voice as well as data services. 

23.2 Dropped calls shall be identified from:

a) Dropped call indicator flag in the call record or 

b) The number dialed immediately after the call termination (within a specified period of time) being the same as the previous one

c) The credit given could be in the form of a fixed amount or duration for the next call

23.3 It shall be possible to  rate the dropped call at  

a) Zero rate

b) Partial rate

c) Full rate without credit for dropped call

23.4 A rate decided by the characteristics of the call like data speed, transfer mode etc.  

23.5 Bill presentation of dropped calls shall indicate the original and credited amount separately 

24. Zero Duration Calls:

24.1 The system shall support rating of calls with zero duration.  

24.2 The rating/non rating of ZERO duration calls will be applied at the following level 

a) By country

b) By date range

c) By product/service

d) By direction

25. Short Message Services:


25.1 The system shall support rating Short Message Services. The rates could depend upon:

a) Delivered or non delivered messages

b) Origination from the home system or from a visited system (roaming subscriber originating an SMS )

c) Destination of delivery (HPLMN, PSTN,  VPLMN)

d) Who to charge (sender or receiver)

e) Type of message ( Notification etc)

f) Priority

26. Data Services

26.1 The system shall support rating Data Services  based on the following, in addition to those attributes listed for voice

a) Transmission mode 

b) Data transfer speed, Committed Information Rate, Peak Information Rate, QoS, SLA

c) Transmission Capacity

26.2 The system shall provide flexibility in rating allowing multiple discounts and using multiple factors for rating like usage duration, usage time of the day

27. CUG (Closed User Group):

27.1 Ability to support differential rating for CUG
27.2 Splitting and Rating:  Ability to split the CDR record generated by the NE into multiple records of same type and rating each record differently. Ability to generate multiple charges from a single CDR guided to different multiple accounts.

28. Incoming Call Rating:

28.1 Ability to support rating of incoming calls. 

28.2 Operator Assisted Call Rating:

28.3 Ability to support rating of operator assisted calls. 

29. Pre-rated Calls:

29.1 Ability to support pre-rated calls. 

30. Standard Minute Based Rating:

30.1 Ability to support standard minute based rating. The standard minute shall be definable

31. Long Duration Call Rating:

31.1 It shall be possible to configure a period to identify long duration call. System shall support long duration call processing where only initial segments of calls have the following rating rules applied

a) Surcharges

b) Call attempt fees (ie. Fees based on number of times a call attempt is made resulting in network usage)

31.2 System shall support maximum and minimum value for rating purposes in: 

a) network-based duration ( ie Duration to be counted from the time subscriber starts using the network, eg., right from on hook to off hook or starts dialing.)

b) conversation-based duration

c) time-based units

d) data-based units

31.3 System to support minimum monetary charge based on 

a) conversation based duration time based units

b) conversation based duration data based units

32. Rounding:

32.1 Ability to round up or round down: a parameter to be used for rounding the call duration or data volume up to a whole number of time or volume units, if it comes from a switch in smaller units.

32.2 Ability in providing flexibility to rounding decimal levels. 

32.3 Validation: System shall validate for duplicate Call detail records loaded in same batch or different batches

33. Error Usage Correction:

33.1 The system shall track the calls rejected and the resulting revenue loss and shall allow for recycling them after user correction

33.2 The system shall also allow for bulk correction of errored calls of same error code across multiple files to avoid file-based error correction. 

33.3 A GUI shall be provided for easier error management such that investigation and testing of corrected errors could be performed prior to performing bulk error correction.

33.4 Besides tracking rejected calls, the system shall also have capabilities to actively monitor data anomalies after successful rating (including billing) to identify possible rating errors through a financial dashboard.  Thus, immediate trend analysis could be performed by business users.

33.5 Shall support exception reporting

33.6 To assist the above active monitor, the system shall provide data aggregates to minimally support the following:

a) Business metrics like Minutes of Use (MoU) and revenue run rate reporting

b) Network element problem identification through aggregating events and errored events by event source and periods of time within a day

c) Charge problem identification caused by missing or additional charges associated with events

34. Rate/ Tariff Plans

34.1 Tariff creation shall have a date range for future tariff use Tariff creation shall have a date range for limited period charges. Tariffs shall be able to be constructed using high level tools having menu driven GUI’s

34.2 It shall be possible to apply Tariff and product structures flexibly without major software engineering effort.

34.3 Tariff and products shall be able to take effect immediately without recompilation

34.4 It shall support definition of a master tariff plan from which subordinate plans may inherit characteristics

34.5 A single tariff plan environment supporting rating of events for retail, dealers and resellers customers

34.6 Ability to create a sales promotion tariff plan that supersedes the normal tariff for a specific period of time.

34.7 Ability to assign a unique tariff to each customer or same tariff to a group of customers.

34.8 Products shall be able to be flexibly constructed through the use of re-usable building blocks, such as tariffs or associated equipment.

34.9 Outbound calls and notification (e.g. SMS) to be based on Inter carrier rates plus a percentage. 

34.10 A tariff must be capable of applying a flat charge, as well as a timed charge on an event.

34.11 A period shall be definable by BSNL for the period of the flat charge  

34.12 Ability to rate based on content as defined by BSNL

34.13 Ability to rate based on customer specific data within customer information

34.14 Ability to add new criteria (columns) to rate tables.

34.15 Ability to rate in real time as the billing events are received

34.16 Scalable multi-processing SW architecture so new rating engines shall be activated as required. (ie multiple instances of rating processes)

34.17 Ability to change rate plans with immediate effect i.e. 00:00 Hours of the day

34.18 Ability for BSNL to easily modify its own rate plans and modify the rate plan table structure if required.

34.19 Special pricing shall be available based on dates to support holiday rates. 

34.20 Different rates shall be available based on the time of the event. (peak/ off-peak rates) 

34.21 Minimum pricing rules shall be available. 

34.22 Charging based on mileage steps is required. (similar to bonus points)

34.23 Charges for content shall encompass:

a) A charge for access to the content provider (flat charge)

b) A charge for the content provided by the other content provider

c) A charge for access to the content provided by BSNL.

d) The ability to charge based on packet size (content size).

34.24 Sources of data for rating shall include:

a) Event data records

b) Pre-billed records of services from other service providers for re-billing

c) New billing record types as defined by BSNL

34.25 The rating engine shall be able to identify duplicate files.   

34.26 The ability to fix erroneous event detail records and reprocess events in error automatically and via user interaction shall be available.  

34.27 The rating engine shall be capable of parallel rating (ability to apply any number of charges from the same event) to any number of accounts.  

34.28 The ability to guide charges based on more than one guide point shall be available. 

34.29 The rater shall be capable of applying different tariffs over the course of one event (e.g. recognizing a change between peak/off-peak rates in the course of one event when the call spans two time zone tariffs.) 

34.30 Ability to re-rate events, such as previously rated events from a prepaid system.

34.31 A system for real-time alarm checking and triggering shall be available to assist in efficient usage processing (e.g. SMS, e-mail updates based on credit limit thresholds being exceeded). 

34.32 QoS evaluation functionality shall be available where based on the QoS parameters supplied in an event feed; a framework is used to evaluate the level of QoS per event. It shall be possible to grant rebates, if any, as per the QOS parameters.

34.33 Call records to be protected from modification, deletion or addition by all users except designated system administrators.

34.34 Processing and rating to be automated with cumulative exception reports created for access by the system administrator.

34.35 Facility to exist whereby calls shall be rated in differing increments for example in packet size, cost or time, e.g. 20 paisa, 15 seconds, 10 hours, 1024 bytes etc.

34.36 Calls to be rated with differing minimum charges either in cost or time, e.g. 20 paisa, 15 seconds, 10 hours etc.

35. Toll free numbers:

35.1 System shall support rating of toll free numbers

36. Authorization:

36.1 The system supports different authorization modes – multiple quota reservation, full balance reservation and direct debit/credit without reservation.

36.2 The functionality will follow Online Charging (OLC) architecture in compliance with the relevant 3GPP Charging standards such as 3GPP TS 32.240, TS32.296 and TS 32.299.

36.3 The system is able to support the authorization by quotas. The multi-event sessions that affect the same balance will be handled concurrently. For example, the customer consumes voice services concurrent with data services. The reservation mechanism will insure that the balance will not exceed the defined minimum.

37. Real Time Event Processing:

37.1 Unit-based mode of session-based authorization, multiple quota reservations and final charging of used units at the end of session [Voice services]

37.2 Unit-based mode of session-based authorization, multiple quota reservations, partial charging per quota, accumulation of units and charges, and final charging of accumulated usage. The balance value is updated at the end of session [Data services]

37.3 Unit-based mode of session-based authorization, multiple quota reservations, partial charging per quota, balance update, adding record to usage and final charging of last quota only [Data services]

37.4 Unit-based mode of event authorization performing a balance authorization check, and returning the rated amount without quota reservation

37.5 Unit-based mode of authorization within reservation of full amount of available balance and final charging at the end of session

37.6 Unit-based mode of event authorization and direct debit/credit in a single transaction [SMS, MMS, VAS]

37.7 Amount-based mode of event authorization and direct debit/credit in a single transaction [Content, VAS]

37.8 Amount-based mode of session-based authorization, amount reservation and charging [Content, VAS]

37.9 The flexible system supporting the offline mode of  processing for offline services and failed/recycled erred/UDR CDRs:

37.10 unit-based mode of direct debit/credit 

37.11 amount-based mode of direct debit/credit

37.12 The ability to support Real Time Get Tariff event that identifies subscriber, service, charging unit and returns tariff per unit

37.13 The ability to support a detection of duplicate debit transactions received from Network Element or found in CDR file

37.14 The ability to perform partial charging if the requested debit amount of offline CDR is larger than actual balance. 

37.15 The unapplied amount notification indicating a loss of revenue is generated.

37.16 The balance management should be flexible and based on monetary amount only.

37.17 The ability to support multiple balance currencies. The currency declares on balance level. The balance currency is s same as currency of rating.

37.18 The ability to support multiple balances per prepaid subscriber (e.g. per service)

37.19 The ability to support multiple prepaid subscribers per balance (e.g. for a family, small business)

37.20 The system will support consumption and reservation of both allowances (free units) and prepaid balance on the same call. For example, if the customer has 10 min free and balance of INR 100, the system will reserve the free minutes first and when depleted, reserve the charge from the balance.

37.21 The ability to define the lower balance limit (positive or negative) to be applied when computing the actual balance. Ensure that the balance does not go upper/below a predefined limit.  The system should allows to configure different minimum per service and balance type

37.22 The ability to report on remaining balance amount when balance is closed (when subscriber is cancelled, migrated to postpaid or closes one of his Prepaid Pay Channel).

37.23 The ability to support balance queries and balance adjustments

37.24 The ability to support multiple business entities (brands) and to declare polities, notifications, reference and application data separately per each business entity.

37.25 The ability to trigger the actions (barring, un-barring, messages, etc) and notifications for external components if a threshold balance amount is exceeded.

37.26 The ability to send message notifications to be triggered if a threshold balance amount is exceeded.

37.27 The ability to check a value of balance amount on authorization and reservation request. If the actual balance is equal to or less than the low balance limit, the Low Balance Indicator or/and treatment flag are returned in the response message to Network Element.

37.28 The ability to respond the Last Reservation indicator on the reservation accept to Network Element. Indicates that the next reservation request will be denied on zero (reverse rating mode) or insufficient balance.

37.29 The ability to generate the closed account notifications (SMS message, file record) when late events are tried to be charged on closed balance.

37.30 The ability to provide scalable and comprehensive real time balance management functionality for prepaid services including balance authorization and allocation during the call and balance update on event completion.

37.31 The ability to provide scalable and comprehensive real time balance management functionality for prepaid services including balance authorization and allocation during the call and balance update on event completion.

37.32 The event processing should be in real time only, supporting the prepaid event authorization using the same event rating and processing as that used for charging of prepaid and postpaid services. 

37.33 The ability to perform comprehensive event analysis to identify the following:

a) a direction of call/message

b) international event - a call/message to international number (outgoing) and from international number (incoming)

c) event inside operator network and cross-operator event

d) call location and call destination

37.34 The ability to normalize timestamp values using time zone parameter to support period-sensitive functionality (Peak/Off-Peak rating)

37.35 The ability to use different resource type (PTN, MSISDN, MIN, IMSI, SIM #, email-based) to identify the event owner (subscriber)

37.36 The ability to handle report points for auditing counting and to provide the following reports:

a) a daily audit balancing report 

b) a daily exception report

c) that include all balancing counters per exception type, date/time, source ID, token ID, and balancing type

37.37 The ability to generate the performance summarizing and exception daily reports through operation management system

37.38 The ability to monitor Online Charging system performance through operation management system for monitoring of all processes, daemons and their statuses using a Graphical User Interface

38. Bill On Demand

38.1 System shall also support the following non cyclic billing scenarios:

a) It shall allow users to perform billing independently of the billing cycle. This shall enable CSRs to invoice customers for all open charges at any point, without having to wait until the end of the normal billing cycle.

b) System shall provide the functionality to allow users to create bills and invoice customers automatically at time of request for service provisioning  

c) Billing System shall allow users to charge and bill subscribers in advance for a number of cycles. 

39. Corporate Billing:

39.1 Billing module shall support both business and consumer oriented accounts within a single application across multiple billing systems and multiple services and it shall support the following account hierarchy:

a) Multiple levels of account hierarchies.

b) Ability to design any level within the hierarchy as a billable entity.

c) Ability to assign responsibility for charges to various level of account structure.

d) Discounting packages across various components to the account hierarchy.

e) Designation of billing hierarchies to reflect organizational structures of the company, such as subsidiaries, departmental arrangements or geographical boundaries.

f) The system shall provide child-parent relationship in detail with the target account. 

g) Billing system shall provide the functionality to organize the subscribers in billing hierarchies. Billing hierarchies may have subscriber accounts that are self-paying or subordinate (non-paying), where all charges of such accounts shall be billed to the parent account. 

39.2 System shall preserve the detail of the sponsored accounts in the account hierarchies. It shall provide functionality so that a sponsored customer can determine from the bill what charges were sponsored, and the sponsor can see the amounts incurred from each sponsored account.  System shall provide the following functionalities in case of sponsored billing:

a) Sponsorship of all activity up to a specified amount/ time limit. For example, a sponsoring company pays for all charges incurred by an employee up to a specific limit per month. The employee pays any charges above the per-month limit. 

b) Sponsorship on a per-service basis. For example, a subscriber pays for Internet access, and the subscriber's grandmother pays for a gaming service as a gift. 

c) Partial sponsorship for a single service. For example, a company pays an employee's monthly fee for Internet access, which includes twenty five free hours per month. The employee pays an hourly rate for any usage over twenty five hours per month. 

d) Credit to sponsoring or sponsored account for sponsored usage. For example, a sponsoring company pays an employee's monthly fee for Internet access. For every hour the employee uses, the sponsoring company receives a credit against its cost of providing the monthly service.

40. Content Billing

40.1 System shall provide BSNL subscribers to access services provided by external content providers and be able to handle the revenue sharing with the content provider through Billing system. It shall allow feeds from multiple systems such as:

a) Retail Billing 

b) Usage mediation platform

c) Content gateways

d) Payment gateways

40.2 It shall support establishment of agreements and contracts with content partners. The contracts shall support rule-based rating and revenue sharing schemes. 

40.3 System shall allow content providers who do not have their own customer care and billing system to leverage the content settlement billing system hosted by BSNL. It shall provide the following capabilities:

40.4 Ability to respond rapidly to changing market dynamics with the fast introduction of multiple services-each with appropriate pricing plans and business models for any target market 

40.5 Integration with financial systems to allow instant general ledger updates and the ability to track earned and unearned revenue at any time

40.6 Instant access to current account information, including aggregated content distribution information, current billing details, revenue collection and settlement, customer care, and reporting

40.7 Elimination of revenue leakage through transaction authorization

40.8 Usage-based billing that shall maintain an auditable log for invoicing, remittances, customer self-care, and dispute resolution

40.9 Revenue sharing of not just usage transactions, but also recurring and non-recurring charges

41. Roaming

41.1 To manage roaming agreements, Billing System shall address the following types of usage events:

a. Outcollects-Usage events initiated by different operator's subscribers, passed to Billing System by the local switch.

b. Incollects and outcollects shall be rated and converted into a standard usage record format by Billing System before being handed off to the destination carrier or clearinghouse. If no incollects or outcollects have been processed during specific interval, Billing System shall generate standard notification files in place of usage files.

41.2 Billing System shall support incollects and outcollects using the standard TAP3 or other latest variations of TAP file formats.

41.3 Exchanging Individual TAP Files: It shall be possible to configure GSM roaming usage processing to exchange individual TAP files with specific roaming partners, or to exchange composite TAP files with roaming clearinghouses.

41.4 TAPIN Collection/ Rating Process and TAPOUT file generation/ distribution process

41.5 Ability to schedule or run the TAPIN/TAPOUT process either of the following:

a) Operator wise

b) Group of operators

c) All operators ( Default )

41.6 The system shall automatically check for the contiguous sequence numbers for each operator and if there is any discrepancy, the TAPIN processing for that operator shall be skipped and the errors to be logged in the log and control file

41.7 It shall be possible to rate & account the following for two GSM networks having a bilateral agreement:

a) Short Message Service Centre (SMSC) roaming usage

b) Intelligent Network (IN) features while roaming

41.8 Air and toll charges to separate TAP records to 

a) Provides extra location information for satellite operators to identify the type of network originating the charge (network types)

b) Provides Calling Line ID Restriction (CLIR)

c) Any other service used by a roaming subscriber

41.9 In case earlier TAP or any other formats are required for CDR transfer, the same shall have to be provided by the Bidder without any charges.

42. Taxation:

42.1 Tax Determination: Ability to determine the tax associated to each billed item, according to the following rules :

a) Customer related attributes of the account level that can have billing responsibility. Customer tax identifier shall be assigned to a specific field in customer account table (e.g. tax exemption, central tax, state tax, sales tax, service tax, value added tax, MODVAT, etc.)

b) Product and Service characteristics - Product and service can be a priceable item or any miscellaneous billed credit or debit. Each charge shall have a tax identifier assigned to a specific tax field in the products/ services related table.

c) Ability to support different tax packages, tax point (dates) and tax values coexist in the bill

d) Ability to apply tax from multiple jurisdictions viz. country, state, city, etc. against all items for which a customer is billed.

e) Splitting the revenue in terms of recurring and non-recurring charges and applying taxes differently on the two parts as per the tax jurisdiction.

42.2 Billing system shall be flexible enough to adapt to any change in Tax Regime from time to time.

43. Tax exemption:

43.1 Ability to support tax exemption based on a 'Tax Exempt' flag. The tax exemption shall be done either at the customer or at the product level.

44. Tax details and Bill presentation:

44.1 Ability to generate all tax details for both A/R processing and also for the bill presentation purposes

45. Tax reconciliation:

45.1 Ability to provide taxes with respect to all charge types.

46. Reference data:

46.1 System shall maintain reference data for different Tax types, Tax amounts and other tax related attributed and shall be administered through a menu.

47. Invoicing

47.1 The billing system shall allow users to configure multiple bill periods (billing frequencies) and bill dates in line with the requirements of BSNL without any limitations.

47.2 The billing system shall also be able to add/change and terminate bill cycles and schedules. Recurring charges shall be appropriately and flexibly prorated.

47.3 Shall have a GUI based flexible invoice format that would allow different invoice formats for different types of customers.

47.4 The invoice format will include the following items (at a minimum):

a) Invoice or statement level billing detail specified at the customer level.

b) Regulatory Taxation Display 

c) Summary of Charges 

47.5 Payment Details Section as configured by BSNL

47.6 Event Details which can be displayed or not based on BSNL's business requirements.

47.7 Definable display of summarized information, or Line by line details, depending on event type shall be available. 

47.8 Support invoice reporting options, customer selectable 

47.9 Calculate and charge interest on outstanding account balances 

47.10 Billing Address and Mailing Address captured at customer level. 

47.11 All non-invoice child customers in a hierarchy shall be able to be included in parent invoice. 

47.12 Subscription charges shall be optionally detailed on subscribers' invoices, even if there is zero charge. 

47.13 Invoice Messaging shall be available to pass on messages to the customer.  Customer criteria, such as any customer detail information or billing usage information shall be used at bill production time to selectively decide which messages shall be put on bills. BSNL shall be able to add/change or delete invoice messages.

47.14 Invoice messages shall be able to be sent to all customers or to only a sub-section of customers. 

47.15 Invoice messages shall be able to be tailored based on :

a) Invoice Schedule

b) Customer

c) Differing Messages for Statements versus Invoices

d) Global Invoice Messages

e) Client-defined marketing message priorities (e.g. customer type-specific messages could override global messages, if required)

f) Regulatory messages 

g) Final Bill messages

h) Past Due messages

i) Service Specific messages

47.16 The Invoice template shall be easily modified to allow additions/changes to the invoice layout.  The following items shall be able to be changed easily without customization:

a) Adding company logo to front page. 

b) Changing text in each section. 

c) Invoice text for each tariff, discount, recurring charge, etc. 

d) Client contact details. 

e) Rearrangement of invoice sections. 

f) Specification of invoice section where particular messages are to be displayed. 

g) Ability to include products and charges from different services into a common invoice.

h) Ability to produce graphs which can be put on bills.

i) All detailed billing data shall be available to CSRs when investigating billing disputes.  This includes detailed bill information when a summary bill has been issued to a customer. 

j) The exact bill image shall be available to CSRs to assist is handling customer questions/concerns. 

k) The billing system shall have the capability to distribute invoices via e-mail. 

l) Subscribers shall be able to view invoice images/details via the Web. The format shall be provided in both HTML and XML.

48. Invoicing General Conditions:

48.1 Overall, the chosen system must support the following conditions :

a) One bill shall be produced for all of a customer's services, or for a subset of them. 

b) One bill shall be produced for each or every level in the account hierarchy for a specific product or service.

c) Bill cycle can include any predefined group of customers and any ad-hoc bills.

d) Individual customers can be moved from one cycle to another cycle at any time (including in mid-cycle), with full prorating of current and future charges from original cycle dates to new cycle.

e) Full bill details shall be available, including full listing of all usage costs, non-usage charges (recurring and one-time), payments, adjustments, discounts given, etc.

49. Billing Process:

49.1 Ability to designate multiple billing cycles, including parallel cycles on same day,

49.2 Ability to produce an Ad hoc bill (Bill on Demand),

49.3 Ability to view all credit and debit transactions,

49.4 Ability to support a variety of bill formats,

49.5 Ability to export/import bills, to/from other systems,

49.6 Consolidate bill

49.7 Show multiple wireless and ISP (in future) services on one bill,

49.8 Offer cross-service discounting

49.9 Track history of customer's bill, (show bill images on-line for user-definable historical period)

49.10 Ability to Include third party debit/credit transactions on the bill 

50. Bill Cycles:

50.1 It shall be possible to assign Bill Cycles through CRM 

a) Ability to support parallel / over lapping bill cycles  ( for different services) 

b) Ability to assign bill cycles based on

c) Customer type

d) Customer geographical location

e) Other defined Customer characteristic(s)

f) Dates

g) Other definable values

50.2 Ability to change the bill cycle/ bill date and bill period (billing frequency) for a customer.

50.3 The system shall have ability to run concurrent and multiple bill cycles on a same day

50.4 The system shall have ability support to define multiple bill cycles

50.5 The system shall have ability to defer bill cycle dates

50.6 The system shall have ability to rollback the bill generation for a bill cycle/ bill date completely. 

51. Bill Periods:

51.1 Ability to support flexible bill period
51.2 The proposed system shall  support billing with the following scheduling:

a) Weekly, 

b) Fortnightly,

c) Monthly,

d) Bi-Monthly,

e) Quarterly

f) Annually

51.3 Upon customer request

51.4 Ability to support alternate bill periods for products as against the customer (account)

52. Cut-off point for a bill cycle:

52.2 System shall support a clear cut-off timing for the charges computation for a given bill cycle/ bill date.

52.3 Bill Cycle Load balancing (Ability to support billing cycle load balancing)

52.4 The proposed system shall automatically balance new customers between the cycles to create a balanced cycle load, including parallel cycles.

52.5 Tracking Bill Cycle run: For tracking of cycle execution the proposed system shall support :

a) Creation of test bills

b) Stopping bill cycle runs

c) Rerunning from beginning or from selected steps

52.6 Scheduling & Monitoring of Bill cycle runs:

52.7 Ability to designate special days (e.g. week end, holidays) as cycle or non-cycle run days,  with approximation of bill cycle run time, 

52.8 Ability to interrupt a billing cycle run in mid-process, and subsequently restart at leave-off point.

52.9 Ability to view detailed contents of all bill cycles online, with number of contracts/customers in each cycle, types of contracts, etc…

53. Bill Cycle Assignment:

53.1 Ability to assign a customer to a billing cycle both automatically (system-based) and manually. If system does it automatically, then there shall be a provision to override that assignment

54. Bill Data:

54.1 BSNL collects high levels of customer information from all of its transactions, and expects to show details of this information on its billing statements, subject to customer request. As such, the chosen system must show details of all services offered by BSNL, as well as customer-specific data such as accounts receivables data.

a) Include all types of Customer Traffic 

b) Include all types of one-time debit/credit transactions

c) Include payments information

d) Include third party credit/debit transactions

e) Include all types of recurring debit/credit transactions (e.g., monthly subscription charges).

f) Include Late Payment Charges

55. Detailed Bill:

55.1 Ability to globally define in the system:

a) Itemization.

b) Sort definition

c) Level of sub-totals

55.2 Ability to choose bill details based on customer request:

a) Itemization.

b) Sort definition

c) Level of sub-totals

55.3 Bill generation:

a) Generate a first bill.

b) Generate a final bill.

c) Generate bill at any time upon request.

55.4 Generate Ad Hoc bill according to:

a) Customer or account Thresholds

b) Predefined dates

c) Credit limits

d) Combination of the above

55.5 Ability to generate supplementary bill based on manual inputs. (Opening meter reading and closing meter reading, rental inputs)

55.6 Ability to suppress bill generation

55.7 Ability to Hold the bills from dispatching (Post bill run)

56. Bill Images:

56.1 Ability to produce Bill images in the format same as that of hard copy of the bill which is sent to the customer

56.2 Ability to store bill images on external imaging system, with easy retrieval and viewing online

56.3 There shall be a search facility provided to locate a particular string on the bill image

57. Bill formats:

57.4 The system shall be flexible to allow user to change the bill formats dynamically. The bill formats shall be configurable.

57.5 Ability to create multiple bill formats according to: 

a) Customer category

b) Hierarchy

c) Departments

d) Service type

e) Special promotions

57.6 Ability to support multiple page format per bill

57.7 Ability to print on page 'reverse side'; i.e., double-sided bill

57.8 A summary of usage and other charges for each of the selected bill plans shall be provided. This helps customers appreciate the value derived by opting for a bill plan 

57.9 Different levels of aggregation of charges shall be possible e.g. at the subscriber level, at the hierarchy level etc.

57.10 The tax component in the charges or adjustments- credits or debits- shall be stated separately 

57.11 The bill shall specify the period for which the bill has been calculated  

57.12 Where rounding is applied e.g. the bill shall clearly specify the rounding method and the level at which rounding takes place e.g. duration of individual calls

57.13 Late payment charges shall be specified separately

58. Language:

58.1 The system shall provide for different languages (listed in the schedule VIII of the constitution of India) in which the bill needs to be printed. This is a critical requirement in areas where literacy levels are low or confined . The system should be able to print the bills in two language one in national language and the other in the regional language of the circle concerned. 

59. Bill batches:

59.1 Ability to generate bulk bills based on Customer Number or some demographic details of a customer like account numbers, pin code, etc... 

59.2 Ability to merge batch files for printing. There shall be a provision to change the number of files to be merged

59.3 Bill re-print(s):

59.4 Ability to re-print bills on customer request as of the original bill format.

59.5 Ability to charge for the re-print. This charge shall be automatically attached to the customer

60. Bill messages:

60.1 Ability to attach bill messages by Customer category, Service type, Customer ID

60.2 And Payment method

60.3 There shall be a provision to insert appropriate messages in the bill e.g..

60.4 Explanatory message in the first bill about the structure and contents

60.5 Explanatory message of a billing plan or discount when this appears in the bill for the first time

60.6 Explanatory message for the adjustments that are shown in the bill

60.7 Business promotion, cross-selling messages to eligible groups of customers
61. Bar coding:
61.1 The system shall support user configurable bar-coding of invoices
61.2 All information that need to be included in the bar code shall be provided in the bill print file

61.3 The bar code information could include the following:

a) Account Name/organization name

b) Account Id 

c) Account number at the paying bank 

d) Invoice number

e) Invoice amount

f) Invoice date 

62. Bill print sequencing and grouping:

62.1 The system shall support user contact information in fields that can be sorted in a user-defined sequence. This sorting can be done before printing to print all bills in a category as a group (e.g. bills going to the same area, bills going to the same corporate customer, etc.) 

62.2 The system shall group all bills that are to be delivered by different modes

a) By post if the amount is less than a specified limit

b) By courier if the amount is greater than a specified limit

62.3 The system shall support re-printing any bill in the cases of bill loss etc. 

62.4 The system shall support defining bill delivery agencies, tracking the bills allocated to them and their feedback and follow up on non-deliverable bills.

62.5 The system shall also support maintaining proof of delivery status received from the delivery agencies

62.6 Ability to group all charges of a defined usage type into a separate group, e.g. all local calls into a local calls section

62.7 Ability to print on page 'reverse side'; i.e., double-sided bill

62.8 Export one/many bills according to:

a) Bill ID

b) Bill Cycle

c) Customer category (including Service Provider)

d) Date

e) Service type  

f) Combination

62.9 Issue  bills to the following media:

a) Paper,

b) CD,

c) File, 

d) E-mail (Hyperlink / Html format / PDF)

62.10 Enable sending of bills to external printing facility. Separate the bill files sent to external systems by:

a) Customer category

b) Cycle

c) Number of pages

d) Combination

62.11 Ability to support printing some inserts with the bill. This might vary from customer group wise.

63. Bill Copies

63.1 Ability to send original bill and bill copy to different customer address,

63.2 Produce "Copy identical to Original" upon request,

63.3 Ability to support number of bill copies based on pre-defined request by customer.

63.4 Ability to print the following details:

a) Bill sequence number,

b) Customer name and address

c) Date of all calls/events,

d) Billing date,

e) Customer number,

f) Payment method,

g) Re-rated transactions,

h) Outstanding balances due (past due amounts),

i) Payments made in advance,

j) Discounts,

k) Comparable savings,(other Tariff plans/ Operator services, etc)

l) Deposits taken,

m) Bill Messages

n) Loyalty Points

63.5 Reference data administration:

a) Bill media

b) Bill delivery agencies 

c) Bar code inputs

d) Bill sort order

e) Bill delivery modes

f) Delivery mode threshold

64. Formats and Structure of Print Files

64.1 The structure of the file provided by the system will have the following:

a) The data that gets repeated while printing. (E.g.: Invoice number amount etc getting repeated in the counterfoil ) 

b) Calculated fields. (E.g.: the Printing program may populate some sub totals based on information in position specific data, or tagged fields.)

c) Information fields (Account data etc)

64.2 The following inputs will be mutually decided and agreed upon.

a) Number of lines per page.

b) Tags/ markers to suppress itemization, Summary pages etc.

c) Position specific data will have to be agreed upon.

64.3 The System shall provide the following output formats :

a) PDF's

b) Post Script. ( PS )

c) Tagged Data

d) RTF.

65. Generation of Print Files

65.1 The system shall support generation of print files in the following formats:

a) 1 file for complete bill cycle

b) One file is generated for the complete bill cycle, within the file the actual Bills can be sorted either on Account No, Invoice number or some other unique key.

c) Based on the Billing Address information against the account 1 file can be generated per ZIP code. 

d) Within each file the Bills shall be sorted on Account number, Invoice number or a unique identifier.

e) 1 file per bill.

f) Each invoice is generated in a separate file.

66. Merge and Sort

66.1 There will be a facility to merge the Bill's into a single Bill file and sort them based on specific criteria when required.

67. Marketing inserts

67.1 The system provides methods to insert marketing information in the following ways:

a) Before / At printing stage.

b) If Tagged data is used the printing program can be made to read tagged specific data and add inserts based on the information attached with that tag. E.g.: if Invoice amount if > 2000 - Insert specific message.

67.2 The Solution shall enable data to be sent to the printing system externally to get included into the Invoice. E.g.: We can provide an excel sheet with Account Numbers of all subscribers whose Birthday is within that particular bill cycles and the message to be included.

68. Suppression

68.1 System supports generation of invoices, which shall not be printed.  E.g. In the case of Employee accounts.

68.2 System shall support holding some invoices due to errors etc, i.e. not printing these invoices if required.

68.3 This can be achieved based on information sent in the printable file itself from the system. E.g. In case of Employee accounts, we can attach a specific character against the Zip code based on which the print program can be structure to recognize the same and Ignore the Bills.

68.4 Information can also be sent externally to the Print Bidder the exclude particular Invoice from printing

69. Dispatch information

69.2 To assist the dispatch process the system will generate MIS reports per bill cycle which server the reconciliation process.

69.3 These reports contain the following - Account number, Invoice number, Invoice data, Invoice Amount, Address

69.4 The system shall generate an adhoc report to account for the numbers of invoices, invoice numbers and account numbers transferred to the Print Bidder in each Print file. A counter report can also be generated at the printer end to facilitate the reconciliation process.

70. Re - printing of Bills

70.1 The system shall store the non-printable format of the invoice, sorted for a set number of bill cycles. 

70.2 On request, it shall be possible to run a specific program to generate the printable format and pass it on to the print Bidder.

70.3 Dunning letter 

70.4 The system supports configuration of dunning rules.

70.5 Generate Dunning letter in a printable format.

71. Ad hoc Billing:

71.1 The system shall also support ad hoc billing, e.g. 

71.2 Customer wishing to disconnect and close the account 

71.3 After settling a dispute by giving adjustments the customer requires an instant bill revised to the effect

71.4 Ability to do Bill Sampling (Sample bills shall be generated and be checked for correctness. This action would not update the databases) :

71.5 Define the amount of bills  to be included in the sampling process

71.6 Define the service types to be included in the sampling process

71.7 Define the customer categories to be included in the sampling process

71.8 Choose specific customers to be included in the sampling process

71.9 Define the mandatory credit/debit transactions to be included in the sampling process

71.10 Define the threshold bill amount to be included in the sampling process

71.11 Define the raw transactions (calls) to be included in the sampling process

71.12 With any combination of the above criteria, bills shall be generated and be checked for their correctness 

71.13 Bill reprocessing: It should be possible to do all pre-bill checks before a final bill or invoice is prepared by the system. Any no. of re processing or reversions should be possible at all stages of bill processing at the pre-bill stage.  Once the bill is finally generated, there should not be any facility by which any user can reverse the bill generation.  Modifications in the generated bills must be done only by authorized officers through available utilities like cancellations, adjustments, installments etc.

71.14 The system shall support reprocessing the bill  for single or a number of accounts e.g. Replacing an incorrectly assigned billing plan with the right one and re rating for the period

72. Open Item Accounting

72.1 The billing system shall support the concept of open items. It shall be possible to group charges into open items which are then referenced through the various financial processes. The system shall allow Account Receivables to be tracked at multiple levels, namely :

a) Customer account

b) Invoice

c) Product or charge 

72.2 Open item accounting shall be supported through the entire financial process, including payments, collections, treatment and journal posting. 

72.3 Open items shall be configurable as per user requirements.  

72.4 The open item concept shall be supported in all the key functions such as 

a) charge re-distribution between accounts

b) bill calculation

c) bill formatting

d) payments processing

e) collections / treatment

f) journalizing to the GL

72.5 Through this concept of open items, the system shall keep track of balances at multiple levels:

a) account level

b) product level

c) group of products level

72.6 Open items and their priorities shall be configurable. (For eg In case there is a part payment then as a business rule we may pay government dues and taxes at priority then we take the usage charge, so on and so forth)

72.7 It shall be possible to assign priorities to open items and use these in allocation of partial payments to multiple services.

72.8 It shall be possible to link customer accounts and services to open items and create balances dynamically.  (ie Once linking is done, the balances have to be assigned dynamically to open items) These balances could be either prepaid or postpaid in nature.

72.9 The system shall support convergence of payment options.

73. Discounts

73.1 Discounting Plans: Different methods of discounting shall be available. Discounts on usage duration shall be targeted by:

a) Early payment.

b) Historical Cumulative Trends in Usage (for example discount if usage increasing over each of the last three months.)

c) Discounts based on cross product usage

d) Discounts based on other subscribers usage within the same customer hierarchy

e) Discounts based on per service level or per branch of hierarchy level.

f) Market

g) Customer Type

h) Type of Event

i) Service

73.2 The discount functionality shall have the flexibility of applying to a customer in a hierarchy, or to be expanded over multiple customers as part of a hierarchy. 

73.3 Cross product discounting shall be available where discounts can be applied to one product based on another product's criteria.  The discount shall be available in the form of percentage or fixed price.  Criteria for the discount allocation shall include monetary amount or duration of events. 

73.4 All discounts shall have an associated date range to indicate that the discount is only available for a set period of time (promotional discounts). 

73.5 Flexible rounding rules in tariffs are required.  The method of rounding shall be capable of rounding up or down.  The value that triggers the rounding shall be definable as well as the digit that is rounded. 

73.6 Calculate discount according to the following parameters:

a) Service,

b) Call type,

c) Originating number,

d) Country,

e) Group of countries,

f) Most dialed B-numbers (B-party),

g) Minutes,

h) Time of day,

i) Day of week / month,

j) Month of year,

k) Special dates,

l) Two in one (like two minutes in the price of one),

m) Customer characteristic (e.g., ID, segment group, type),

n) Call duration,

o) Call longer than…,

p) Event (e.g., registration),

q) Volume (Tier, step, Threshold),

r) Money,

s) Minutes,

t) Calls,

u) Credit Units,

v) Period,

w) Calls to/from a particular area

x) Free minutes during a period

y) Group calls for CUG, e.g. Centrex 

73.7 The system shall support the following discount types :

a) Flat / bulk 

b) Tapered  

c) Gross / Net

d) Discounts sequence / order. (eg. For giving volume discount, clubbing discounts, etc.)

e) Head Quarter Discounting

f) Tie Codes based

g) Ability to support discount plan matrix, base on volume & services

73.8 Discount is given in terms of: 

a) Minutes

b) Calls,

c) Money (different currencies),

d) Bonus points,

e) Percentage,

f) Combination of the above

74. Pro-rating Discounts:

74.1 Ability to pro-rate discounts, if there is a need to bill for the partial period

74.2 Ability to carry forward the unutilized calls discount to the next billing period or to a defined set of time e.g. 3 months max 

74.3 Discounts prioritization:

a) prioritize plans,

b) accumulate plans (discount on discount with limitations), (For eg. A destination discount is given to a customer and then a volume discount is given. if the total destination discount is more than the threshold then  volume discount may not be given)

c) automatic plan utilization according to min/max sum (like utilizing the plan that provides maximum credit points / discounts)

74.4 Ability to provide cross product discounting 

75. Best Bill Plan:

75.1 Ability to compare the bill value with respect to multiple bill plans and come out with best bill plan for a given subscriber/customer based on Report generated on request.

75.2 A trend analysis report shall be available for the CSR to interact with the customers and to suggest alternative plans that will bring more value for the customer's money on request.

75.3 Bill shall present usage Bill Plan wise also, to allow customers realize the value derived by using a particular bill plan based on Report generated on request

75.4 System shall be able to generate bill at any level of hierarchy and the payment responsibility shall be at the bill generation level.

75.5 But, it shall also be able to aggregate the bill amount at any level of the hierarchy based on the situation

75.6 The system shall separately print the tax amount for the adjustments also.

75.7 The bill shall clearly state the bill period or the usage period for which the current bill is being issued

75.8 Currently the bill gives the actual duration of usage, while the charges are based on pulses, which are derived after rounding the actual duration. In addition to the actual minutes, the billing minutes shall be provided 

75.9 The system shall support the appropriate allotment of free minutes to all the eligible subscribers coming under an account, instead of allotting all the free minutes to the first subscriber that is being taken for billing.

75.10 Ability to support future dated changes

75.11 Ability to provide all bills (at least last 6 ) online to resolve customer queries easily

75.12 Currently all the adjustments are available on the same screen, but it is required that all the details of the adjustments shall also be presented e.g. credit, debit invoice, remarks etc

75.13 The system shall allow discounted rates to be applied to all customers on special occasions like festivals etc.

75.14 The system shall support bill plans with special rates for committed usage

75.15 The system shall support usage for a maximum ceiling and automatic disconnect beyond the threshold

75.16 The system shall support bar-coding of outgoing documents - invoice or mailer

75.17 The system shall support any number of bill plans as required by BSNL

75.18 The system shall support break up of discount amounts to each call that qualified for the discount

75.19 The system shall support correct distribution of free minutes to all the subscribers in the same level of a hierarchy. 

75.20 The system shall support different sequences of bill printing for the purposes of delivery grouping

75.21 Ability to generate late payment charges automatically based on percentage or fixed amount. 

76. Payments

76.1 The system shall support both balance-brought forward and open item accounting. 
76.2 The billing system shall support a number of payment types in order to provide the customer with many payment options. The payment options listed shall be supported by the billing system :

a) Cash

b) Cheque

c) Credit Card

77. Electronic clearing system

77.1 Internet banking

77.2 The billing system shall support payments against specific charges or open items. It shall be possible to :

a) allocate partial payments to specific charges/open items 

b) define the priority in which partial payments apply to different charges

c) perform collections and dunning at account and invoice levels

d) Performa journalizing of transactions by open items 

77.3 Different methods of payment registration shall be available to support individual or batch payment entry. The system should able to update payment through soft media too.

77.4 A facility shall exist to reject or offset payments. (ie Offsetting the payment against the credit available in previous month)

77.5 Ability to collect customer deposits. Deposits shall have interest calculated whilst held by the Service Provider. Categories-Interest/non-interest bearing, refundable/nr, adjustable/ and the system should be able to adjust the interest against the existing outstanding.  The interest calculated should be stored separately in the system and should be used for accounting module too.

77.6 Different types of adjustments (and re-adjustments) shall be available to the CSR to debit/credit a customer's account.  Different levels of CSR's shall have different thresholds of adjustments they are entitled to give.  Examples of adjustment types available are :

a) Debit and Credit Notes

b) Usage Adjustments (taxed)

c) Specific Charge Adjustments (taxed)

d) Miscellaneous Adjustments (untaxed)

e) Authority Levels for individual adjustment amounts

f) Transfer Deposit Account amounts to Invoice Account and vice versa

g) Refund deposit

h) Write Off Adjustments

i) Non Sufficient Funds Adjustments (payment rejection)

77.7 Subscribers shall be able to view adjustment details and view/process payments via the web. 

77.8 Support an interface to a payment switch for the purposes of making online payments (from a debit account or credit card). Store the received authorization number. 

77.9 Support an interface to a payment switch for the purposes of making direct entry (batch) payments. Store the received authorization number. 

77.10 Support an interface to a payment switch for the purposes of making payments using online Bill Payment  and Pre-Authorized payments (e.g. Direct Debit and Credit Card)

77.11 Model the tariff structure for payment transactions, including flexible methods for calculating taxes. 

77.12 Ability to support the following method of payments:

a) Direct debit,

b) Credit card,

c) Cash payment,

d) Cheques,

e) Demand Draft

77.13 Validate payment details:

a) Payment due date depends on customer type (VIP,staggered due dates for different set of customers based on exchange level  etc.),

b) Reminder issued based on customer type,

c) Credit Card number,

d) Bank number & Branch number,

e) Black list updates, e.g. Non Paying / Fraud Customers

f) Payment type (Lockbox, ATM, CCC, Internet)

g) Payment mode (Cash, Checks, DD, Credit Card) 

h) Payment date

i) Customer Account number

j) Bill number

k) Partial payments:

l) Cover oldest bill amount

m) Payment against Specific Invoice / Multiple selected invoices

78. Payment Proof:

78.1 Demographic details of the Receipt generated to the customer at the time of Payment at the POS location shall be captured in the billing system e.g. Receipt. No, Receipt Date, Amount etc.

79. Audit Trail:

79.1 Audit trail possibilities.
79.2 The system shall support the immediate posting of payment details from remote offices. The system shall generate receipts for payments.
79.3 Multiple levels of customer hierarchy and the flexibility to produce bill at any level and give the payment responsibility to that level

80. Payment Rejections:

80.1 Handle payment rejection of any payment methods

80.2 Handle many to many Payments against bill:

80.3 More than one payment to one Bill,

80.4 Partial payment to many Bill,

80.5 One payment for multiple Bills,

80.6 Ability to support manually assignment of payment against Bills

81. Lock Box payments:

81.1 Ability to post lockbox payments automatically

82. Internet Payments:

82.1 Ability to support web based payments

83. Credit Card Transactions:

83.1 Ability to do online authentication and payment approvals for Credit Card payments

84. Direct Debits:

84.1 Ability to post Direct debit postings automatically 

85. Batch payments:

85.1 Ability to make batch payments in bulk and there shall be a group total matching with the total cash/checks posted 

86. Voluntary payments:

86.1 Ability to support voluntary payments

87. Payments by Date (Due Date):

87.1 System shall allow for giving discounts to customers who make payments within the due date.

88. Cheque Bounce:

88.1 Whenever the check gets bounced, the bounce check penalty shall be automatically charged to the customer. However, there shall be an overriding facility.

88.2 The reasons for the check bounce case also need to be captured

88.3 System shall reverse the payment. While reversing, the system shall check for the payment id and account number combination. 

89. Aging of Debt in case of bounce check:

89.1 In case of bounce check, the debt shall be aged from the original payment due date

89.2 Payment modifications / deletions/ transfers

89.3 Ability to modify / delete / transfer payment through GUI. However, access to this shall be restricted to only one access group.

90. Receipt Generation:

90.1 Ability to generate a Receipt containing details of the payment done and the balance due 

90.2 Ability to automatically print receipt once a payment is posted

90.3 Ability to reprint a receipt storing the reprint reason details

90.4 Ability to restrict system access only to accounts  pertaining  to his region for a Dealer

90.5 Ability to Query for and get the details of Account Balance for a valid account number 

90.6 Ability to print receipt for Dealer.

90.7 Ability to generate a voucher for payments received both at BSNL Premise and Dealer Franchise

90.8 Ability to print receipts on Pre-formatted, pre-printed Stationary

90.9 Ability to do cash tally for a CSR denomination wise with the total amount received per the day and only then allow voucher to be generated

91. Bank Reconciliation:

91.1 Ability to generate the Statement of Account after getting Reconciliation statement from the bank where voucher is submitted. If check bounces triggering a payment reversal to reverse the payment 

91.2 While generating voucher, Bank reconciliation statement, to include

a) Bank

b) Branch

c) Bank Account

d) Bounced check reasons

e) Voucher type

f) Location and

g) Center

91.3 Ability to generate the following  reports 

a) Unvouchered payments report

b) Cash Tally Report

c) Voucher details report

d) Bounced check/DD Report

e) Bank Reconciliation report

f) Check/DD yet to be reconciled report

g) Bar code facility for inventory and inventory management for Dealer Franchisees

h) Reference data administration

91.4 The following details shall be configurable:

a) Payment types ( Lock Box , Direct Debit )

b) Payment modes (Cash, Check, Demand Draft)

c) Credit Card types

d) Bank Names 

91.5 Refunds

a) Ability to list all the subscribers qualified for credit balance refunds

b) There shall be a provision to approve all the refunds crossing the defined threshold. Approval authority shall be restricted to only one access group.

c) Approval levels shall be supported for refunds. Amounts for each level shall be configurable

d) Automatic adjustment of Deposits with the outstanding:

e) Ability to adjust the security deposits with the outstanding after the final bill and print the bill accordingly. 

92. Credit balance transfer :

92.1 Ability to transfer the credit balance from one service to another 

92.2 Ability to refund the credit balance through a check and the check details shall be captured

92.3 Ability to transfer credit balance (for a pre-paid scenario) between distinct customer accounts. These operations shall produce a system generated journal including at least the following information:

a) Original Account ID

b) Target Account ID

c) Amount

d) Date

e) Operator ID/CSR ID

f) Remarks

93. Balance Evaluation:

93.1 Deactivated accounts / services with a credit balance are eligible for refunds. The system shall provide a way to ensure that a refund is provided only if the customer has a credit balance. The credit balance must be determined by the sum of all open amounts after adjusting the security deposit

93.2 Online Maintenance:

a) The system shall provide tools to enquiry the list and produce reports. It shall be possible to define an amount and produce the following two reports.

b) All subscribers with refund request less than the input amount

c) All subscribers with refund request more than the input amount 

93.3 Export the eligible accounts:

93.4 Ability to export the eligible accounts for refund to an external accounting package to produce a refund entry.

93.5 The system shall produce a report with all accounts refunded.

a) Refunds shall be treated separately on the bill and screen as well and it shall not be treated as adjustments

93.6 Reference data administration

a) Threshold limit for refund

b) Threshold limit for refunding without approval

93.7 Reports:

a) Ability to list all customers eligible for Refund (driver can be all the permanently disconnected customers)

b) List all eligible accounts for credit balance refund

93.8 Collections:

a. The system shall support a configurable collections process that includes the following sub-processes :

a) treatment of customers into collection processes

b) enqueueing collection events for customers

c) "cure" of customers from collections

d) re-treatment and shuffling of collection actions

e) payment notifications and curing of customers

f) promise-to-pay functions

g) write-off operations

93.9 Ability to configure and operate different collection processes as described above, without need for customization.

93.10 Ability to store multiple comments at each step of the collection process. This is to enable the collection agents to record their follow up with the customers. It shall be possible to have a classification for this kind of comments. 

93.11 Ability to attach collection plan to the customer account at the time of activation and there shall be a provision to change the collection plan at a later point of time.

94. Collection Actions :

94.1 The system shall support the following three types of collection events :

a) automatic events

b) manual events

c) API-driven events that interface with external systems or other processes 

94.2 The billing system shall support set up of collection scenarios each of which have a configurable set of collection events. Collection scenarios and events shall be configurable and shall model the business processes followed by BSNL.

94.3 The entry of a customer account into a collection scenario shall be parameterized on the basis of :

a) customer category

b) payment mode

c) outstanding amount

d) currency of outstanding amount

e) Importance level (VIP class) of customer

f) Credit rating of the customer

g) Open item id of the charges

94.4 The system shall support multiple levels at which collections processes can be tracked and done :

a) account level

b) account invoice level

c) open item level

94.5 Ability to interact with external systems like Auto Dialer for Telecalling, Printer for Reminder letter/TD letter/PD letter and switch for OCB/TD/PD

94.6 The following collection events shall be configurable :

a) TD - Temporary Deactivation

b) PD - Permanent Deactivation

c) OCB - Outgoing Call Barring

94.7 Ability to define entry and exit criteria in terms of outstanding amount, customer type and credit limit 

94.8 Ability to suppress some actions of a given collection process to a specific customer like suppressing Reminder letter for a customer 

94.9 The system shall support shuffling of collection scenarios whereby the scenario assigned to the customer can be automatically changed due to changes to the contributing parameters. For example, if the customer's outstanding balance is reduced due a payment, the customer could be shuffled to a less severe collection event sequence.  

94.10 The system shall support the concept of "promise to pay" both from a front-end UI perspective, as well as from a back-end process perspective. Customers, who promise to pay within a certain timeframe, shall be "suspended" from collection event actions till after the "promise to pay" date. 

94.11 Ability to define collection agents and assign the customer accounts for collections. These collection referrals shall also be a part of the process defined above. Assignment of customers to collection agencies shall be done by supervisor. However, the system shall support assignment based on geography

95. Collection Agency Monitoring:

95.1 System shall support development of a separate module through which collection agency allocation, performance monitoring and rewards are managed, including :

a) Total collection amount

b) Collections within specified period

95.2 Ability to configure different rules to define the agent performance and associate the compensation with each rule.

95.3 Commission calculation for agencies

95.4 For a given period, system shall be able to compute the amount that need to be paid to each agent based on the measured performance  

95.5 This module could be external to the core billing and collection processes.

95.6 Ability to suspend collections treatment for individual accounts or batches of accounts at any moment of the collections process

95.7 Ability to provide the functionality to 'approve' collections actions. Approved flag enables BSNL to define collection actions that can only be taken after online approval. For instance, a Permanent disconnection shall only be performed after getting it approved. Such approvals shall be supported for manual collection events. 

96. Collections History:

96.1 Ability to record, update and retrieve the collections history for any customer account. At least the following information need to be presented in the Collections History screen:

a) Indicator of on-time payments (Payments Vs Due dates) for the last 12 months

b) History of the collection plan changes  and dates for the customer account

c) Comments logged by collection agencies

96.2 Counters for :

a) 'In Collections' flag

b) promises to pay / kept broken functionality to be provided thru CRM to update the Billing records of the customer  

c) OCB applied

d) TD applied

e) PD applied

96.3 Access control: 

a) Ability to restrict the access to the collections system only to authorized users.

b) There shall be a separate access group having rights 

96.4 Auditing Control:

a) Ability to provide clear audit trails of all collection activity performed against customer accounts. At least the following information is required:

b) Track the person or system entity (like process ) that has taken the action

c) Track the action type, such as the assignment, removal or other modifications

d) Track data and time of first and last modification

e) Reports of changes for a period by user id, supervisor, customer group and other attributes

96.5 The system shall support configuration of write-off events and GUI-based options to manually write-off bad debts Manually assign Bad debts as 'write off' 

96.6 It shall be possible to reverse write-offs through special payment operations which can be journalized uniquely. Reverse a write off to 'Bad debt'

96.7 Once manually assigned bad debts as write-offs, it shall be approved by supervisor. Work flow for approval on write-offs shall be supported

96.8 Collections shall be linked with credit limit, on upgrading or downgrading a customer, it shall revise his/her credit limit accordingly.

96.9 Credit history of the customer shall be maintained

96.10 Reference data administration:

a. Ability to configure different collection processes having different combination and sequence of collection scenarios, events and actions based on customer category,  payment mode, outstanding balance, VIP class, credit rating etc.

96.11 Defining Entry and Exit criteria for collections shall be possible

96.12 Collection Agencies, users and groups

96.13 Bad Debt types

96.14 Write-off reasons

97. Journals:

97.1 The system shall support a configurable and comprehensive journalizing process that enables all transactions in the billing system to be posted to the respective ledger accounts of the accounting module in the system. The accounting module should be closely coupled with the billing system and the accounting module should be capable of mapping the BSNL accounting codes.

97.2 Posting of information to accounting module of the system from the billing system shall be ensured. The accounting module should be based on double entry system. 

98. Posting to G/L:

98.1 The system shall support the ability to post financial transactions as per the GAAP standards along with the requirement of Indian Accounting Standards. There shall be a seamless integration between Billing system and Financial Accounting system.

99. Payments posting:

99.1 Payments need to be aggregated under different groups (like payment types, payment modes) and these details need to be posted daily.

100. Revenue posting:

100.1 Revenue aggregated under different groups like Monthly Rentals, Usage Charges, One-off charges, Adjustments. These details need to be captured immediately after the bill run and then post them into Financial Accounting System.

100.2 The billing system shall support mapping of the following transaction types to heads of account in the financial accounting system which is to be provided in the system :

a) Adjustments

b) Payments, Refunds, Deposits

c) Recurring Charges

d) Usage Charges

e) Discounts and Unit Credits

f) Non-recurring charges

g) Taxes Billed / on unbilled adjustments/written off

h) Write-off's

i) Unit credits booked separately from discounts

j) Errored usage written off or pending correction

k) Interest on deposits

l) Taxes billed and paid

m) Unguided lockbox payments awaiting investigation

n) Floating Currency Exchange gain/loss

o) Non-account currency payments

p) Fixed Currency Exchange gain/loss

q) Prepayments

r) Free Usage

100.3 The journalizing process shall support the following journal keys :

a) Service Provider

b) Customer Category

c) Jurisdiction

d) Market or Geography 

e) Currency 

f) Adjustment Category

g) Fraud Indicator

h) Tax type

i) Product 

j) Open-Item Id

k) Adjustment reason, payment type, charge type, discount type, unit credit type etc.

100.4 It shall be possible to map transactions by values of any of these keys and post information to the GL.  

100.5 The billing system shall support configurable feed file formats for posting to the GL system. Each of the three main sections - header, detail and footer - shall be configurable. It shall be possible to selectively retrieve data from the database and include these in the feed file. 

100.6 The journalizing process shall recognize generic types of journal transactions like Billed and earned transactions, Payments, Accruals and accrual reversals, etc.

100.7 The system shall support various types of accruals such as billed but unearned, earned but unbilled, etc. Accrual entries shall be automatically reversed in the next journal posting period.

101. Revenue grouping:

101.1 It shall be possible to group the revenue on the basis of :

a. revenue receiving cost center

b. owning cost center


c. when posting the feed file to the financial accounting system.  

101.2 The system shall be able to take care of more than one changes of tariff within a billing cycle

101.3 The system shall be able to take care of Free calls, Credit Calls and Debit Calls for different class of subscribers whenever the charges calculations are being made.

101.4 Facility shall exist in the system for changing the Billing Schedule to suit the stations requirements (Weekly / Monthly / Bimonthly).  The schedules shall be able to modifications through a table driven parameters.

101.5 Provision shall exist in the system for issuing Split bills on the Disputed bills

101.6 While designing and implementing the software, due care shall be taken for later integration of the software with other Telecom Applications.

102. Account Receivables

102.1 The payments, receivables and journalizing functions shall be a part of the core billing system. The proposed billing system shall ensure that these functions are pre-integrated with the billing processes and do not require use of third-party systems or customization. The following business functions shall be supported by the billing and accounting module/s of the system as per detailed specifications below :

a) Payment Entry (Online and Batch)

b) Deposit Management

c) Credits, Adjustments and Refunds 

d) Collections (Dunning, Scenario-based collections and write-off)

e) Aging Analysis

f) A/R and Balance Management

g) Journal Creation and Posting to General Ledger

102.2 Ability to support open item invoicing and payments. The system shall allow A/R to be tracked at multiple levels, namely :

a) customer account

b) invoice

c) product or charge 

102.3 Open item accounting shall be supported through the entire financial process, including payments, collections, treatment and journal posting. 

102.4 Open items shall be configurable as per user requirements.  

102.5 Ability to send and receive batch financial transactions files in multiple formats to multiple banks/financial institutions. It is preferable that the system has been implemented to support Indian financial institution formats in the past.  

102.6 It shall be possible to define different authorization levels for different user groups for adjustments, credits and refunds. The system shall automatically escalate credit entries which are beyond the authorization limits of a user into an approval queue. An approvals GUI shall be available for authorized users to review the queued items and clear or reject them.  

102.7 Access to the application shall be strictly based on the Username/password authentication only.

102.8 There shall be provision of over-riding the options defined as per Levels (Supervisor/Manager).

103. General Ledger

103.1 All Transactions shall be posted in Ledger under appropriate head (Debit/Credit).

103.2 All Transactions shall be maintained for Account/Product Level.

103.3 There shall be provision of key-in currency conversion rates.

103.4 The system shall automatically calculate and post exchange gains/losses resulting from multi-currency transactions.

103.5 Ability to convert External Currency into Indian Currency as per the conversion rates

103.6 Taxes shall be applied as Indian Taxation Law.

103.7 Every transaction shall be completed after the tax computation.

103.8 The system shall provide details with respect to taxes, charged/levied under different elements viz: on activation, airtime etc, type of tax i.e. sale tax, service tax etc and taxes collected through payment received / Adjustment done for the purpose of tax reconciliation and payment to Government of the dues.

103.9 Provision of Reconciliation with various external applications shall be achievable.

103.10 Details of each transaction shall be done at each & every sub-ledger under Debit/Credit heads. The system shall support credit/debit entries for the following transaction types, without any customization :

a) Adjustments

b) Payments, Refunds, Deposits

c) Recurring Charges

d) Usage Charges

e) Discounts and Unit Credits

f) Non-recurring charges

g) Taxes Billed / on unbilled adjustments/written off

h) Write-off's

i) Unit credits booked separately from discounts

j) Errored usage written off or pending correction

k) Interest on deposits

l) Taxes billed and paid

m) Unguided lockbox payments awaiting investigation

n) Floating Currency Exchange gain/loss

o) Non-account currency payments

p) Fixed Currency Exchange gain/loss

q) Prepayments

r) Free Usage

103.11 The system shall store data and a detailed level so as to facilitate reporting tools being used to generate various types of financial reports, including :

a) Monthly billed revenue

b) Payment Reconciliation

c) Taxes Collected

d) Accounts Receivable Trial Balance

e) Credit Balance  

f) Aging Analysis Report etc.

103.12 Reporting Tool (as selected by BSNL) shall be able to generate reports accessing detailed information in the billing database, namely : 

a) Account #

b) Subscriber #

c) Product #

d) Date of Transaction

e) Amount

103.13 There shall be provision of presenting the Pre-Bill Information at Account/Product Level. (Information like unbilled transactions, total usage charge as on date, etc)

103.14 The system shall provide a configuration option for defining the format in which journal entries are to be posted to the GL. The GL posting format shall be user-definable and shall minimize customization work or coding effort.  

103.15 There shall be provision for sub-ledger for service tax, sales tax, surcharge, ABF and various types of deposits.

103.16 Credit broad sheet for various types of credits.

104. Reports

104.1 The billing system shall store information at a granular level and enable reporting through its own reporting engine or through a third-party reporting engine.

104.2 The billing system shall provide two categories of reports :

a) User Reports (for business functions)

b) System Reports (to monitor the system processes)

104.3 For the user reports, a screen shall be available where the user can select report parameters and schedule report generation.

104.4 Reports shall be available in hard and soft copy.

104.5 Enquiry and reports should also be linked with roles and grants so that the reports can be seen only by authorized users.

104.6 The system should provide a report generation utility with unlimited user license so that BSNL can generate and run any kind of reports it requires from to time.

104.7 A variety of reports shall be available for:

a) Billing Reconciliation 

b) Finance Reporting (Adjustments/Payments/GL/Aged Debtors) 

c) Event Error Reports 

d) Activity reports for number of subscribers, types of subscribers and subscribers over time. 

e) Indication of subscribers that have been inactive for a period (e.g. 3 months). 

f) Reports of users (CSRs) and their security privileges. 

g) Allow customer s to download softcopy usage data for analysis. ( through webself care)

h) Provide statements on demand for unbilled usage.

i) Pending Adjustment Approvals list

j) Call Details – Billed

k) Call Details – Unbilled

l) DEL Details

m) Hold / Suppress bill report

n) Usage – Credit limit Report

o) Account Aging Report

p) Number Inventory Report

q) Connection / Disconnection report

r) Package wise Aging Report

s) Revenue Report for Bill Run

t) Customer Accounts Details

u) Friends and Families Package report (For eg. how many subscribers used the package; total hit because of discount, etc)

v) Error Usage Report

w) Other Report

104.8 Bidder shall provide Billing Related Reports required as per present Business process of BSNL

104.9 MIS Related Reports required as per present Business process of BSNL

104.10 Financial

a) Opening Balance of Sundry Debtors. (Total outstanding at the beginning of a financial year or a month)

b) Additions during the month. (This shall be supported by a suitable statement of breakup of the amounts)

c) Total of 1+2 (Total outstanding at the beginning of a financial year or a month + addition of outstanding during that month).

d) Amount collected (during a month)

e) Amount Adjusted

f) Amount cancelled

g) Amount written off

h) Amount under dispute

i) Net Balance- Closing balance

j) Balance outstanding for more than 6 months

k) Balance outstanding for more than 3 months

l) Collection efficiency (Month wise collection efficiency (collections vis-à-vis outstanding))

m) First month

n) Second month

o) Third month

p) Fourth month

q) Fifth month

r) Sixth month

104.11 Connections summary:

a) Number of connections working at the beginning of the month.

b) Number of connections working at the end of the month

c) Average number of connections as on the last day of the month. 

d) Amount billed up to the previous month

e) Amount billed during the month

f) Cumulative amount billed up to the month

g) Average amount billed up to month

h) Average revenue per connection

i) Comparison of the above figures with corresponding month of previous year and immediate previous month.

j) Similar reports in respect of tax shall also be provided.

104.12 Payment related Reports required as per present Business process of BSNL including:

a) Details of entire payments, exchange wise, account head wise

b) Details of excess payment received in a period

c) Details of short payments detected in a period

d) Details of other payments received in a period

e) Details of payments of deposits during a period, exchange wise

f) Details of payments received in a day

g) Details of payments received on demand notes during a period

h) Details of payments received during a period, collection center wise

i) Details of Post Office collection summary

j) Details of mismatches between Post Office daily list and Summary

k) Details of cases entails for disconnection

l) Details of cases reconnected, exchange wise

m) Details of outstanding bills, service wise, in a period, exchange wise

n) Details of outstanding bills, class of subscriber wise, exchange wise

o) Analysis of outstanding dues, age wise, exchange wise

p) Details of disputed bills, age wise, exchange wise

q) Details of outstanding bills, rural/urban wise

r) Details of bills cancelled in a period

s) Details adjustments made during a period

t) Details of rebate given for OYT in a period

u) Details of cheques dishonored cases during a period

v) Details of unadjusted credits during a period

w) Account Head wise details of all deposits

x) Details of accrued income, service wise, for a specific period. (For eg. To arrive at total accrued income for a financial year you take the uncollected rentals and call charges of March month though they will be collected in next financial year.)

y) Details of amounts written off during a period

105. Queries and MIS report

105.1 It shall be possible to create/furnish different MIS information for the Management for appraisal. These MIS reports shall be either of routine nature or of exceptional nature on which immediate action shall be required.

105.2 The system shall provide unlimited enquiry capabilities to selected users of the system. These enquiries shall include enquiry on advice notes, bills, customer record, deposits, demand notes, wait list, working line request, payments etc. All the enquiries shall be able to take unlimited combinations of parameters and display maximum information on the screen. These enquiries screens shall form the front end of Customer Service Center, and of an operator at the call center and also to all the officers of the Organization.

105.3 The System shall be able to generate the following types of Financial Reports

105.4 It shall be able to present total billed amount based on different user defined parameters such as Rental, Local call charges, STD charges, ISD charges, Rural/Urban/Tribal area wise and “calls to a particular area or code”, “period”, “calls from a particular area”, “calls from a particular exchange level”, and “calls in different pulse rate”.

105.5 All reports shall also be possible to view and print in graphical forms such as Bar Chart, Pie Diagram etc.

105.6 The system shall implement reports for metered call units as well as call charges.

105.7 The system shall also support reports on usage pattern of “Supplementary Services” and “Intelligent Network” services, in case CDR files contain these records. (Like Centrex, group dialing etc,)

105.8 The Tariff Plan-wise revenue.

105.9 The report to indicate usage of different services during a period.

105.10 Fall/increase in revenue, service wise, exchange wise

105.11 Per line revenue per month/year, service wise, exchange wise, class wise, demographic region wise

105.12 Likely forecast of revenue, tariff plans wise, for a service during a future period based on current usage pattern.

105.13 Comparison of per line revenue with previous periods.

105.14 The Payments Report including information about invoices, payments and outstanding payments (customer-wise) during a period. 

105.15 Optimal tariff for a particular subscriber based on his calling pattern.

105.16 The Discounts Report to obtain and analyze information on discounts included in invoices (customer-wise and total)

105.17 The Error Calls Statistics Report for obtaining and analyzing information on non-rated calls of customers.

105.18 The Activated/Deactivated Customers Report for information about customers activated/ deactivated within a time period.

105.19 The Customer Tariff Plan Analysis presenting changes to customer tariff plans during a time period, to help in assessing the demand for each tariff plan. It shall indicate the following for each tariff-plan:

105.20 the number of customers opting for a tariff plan during a period.

105.21 total number of customers changed to a new tariff plan with particulars of number of customers for each changed tariff-plan (dispersion)

105.22 The peak/off-peak time traffic distribution report for finding and analyzing information about traffic distribution.

105.23 All the reports shall be customizable. This above list is only indicative and not exhaustive.

106. Security/ Audit

106.1 Each user will require a user name and password to logon to the system.  Information recorded in the system for each user shall include :

a) Username and password

b) Security profile to define access privileges to data, menu items and forms

c) Security profile to define access to content specific data, such as allowing a CSR access to only a specific group of accounts.

d) Personal information – full name, email address and contact telephone number

106.2 A facility shall be available to audit the transactions made by a user of the billing system. 

106.3 Adjustment limits shall be available for each operator to control the maximum adjustment that can be granted to a customer by a CSR. 

106.4 A set of workgroups shall be available to provide to members of certain groups access to different areas and tasks of the billing system, i.e. only billing operations staff shall be able to run rating and bill schedules. 

106.5 Data shall contain audit information including the date/time of record creation and last modification. 

106.6 Web security shall be available through SSL encryption. 

107. Technology and Architecture

107.1 The integrated customer care, ordering , convergent charging, billing  and accounting system/s shall be modular.

107.2 The system shall support a multi-tier (more than 2) architecture that includes abstraction of functions into the following layers :

a) data layer

b) application logic layer

c) API and connectivity layer, with business logic

d) Object layer through which customize front-end GUIs and maintain presentation logic

107.3 Front-end GUI which is customizable and portable to many operating systems 

107.4 The convergent charging and billing platform shall support open and well-published APIs that provide access to the entire database. APIs shall be available for all key functions and it shall not be necessary for BSNL to request the Bidder for new APIs subsequent to deployment.

107.5 The APIs shall be built on open standards such as Web services, Java and XML. 

107.6 The system shall have embedded transaction management capability to ensure efficient connection of front-end requests to the back-end database. The system shall use popular transaction control systems for this purpose. 

107.7 The API layer shall support the following, in addition to the product-related APIs :

a) business logic

b) constraints and filters

107.8 The system shall support APIs for access to both dynamic data as well as configuration or reference data. Access to configuration data shall be controlled through the security rules supported in the system.

107.9 The system shall support logical and physical segmentation of the customer data into multiple customer databases. The criteria for customer database segmentation shall be based on : 

a) Customer geography or location (north, east, west, south or state , Circle, city wise)

b) Customer category (eg. Business, residential)

107.10 The billing system shall support a multi-server architecture, through which it shall be possible to run different customer databases on the same or different physical servers, in a distributed environment. 

107.11 It shall be possible run real time rating, billing, payment, collections and journalizing processes in parallel across the different customer databases. 

107.12 The system shall support multi-tier multi-server architecture, whereby the application layer is separated from multiple customer databases and run on independent hardware servers or domains.

107.13 The Billing system shall support Oracle and other popular databases.

107.14 The system shall support at least one of the following operating systems :

a) LINUX

b) HP-UX

c) IBM AIX

107.15 The front-end GUI environments shall allow the application to be ported on to many front-end operating systems such as Windows 2000, Windows 7/8, and Linux OS. 

107.16 The system shall support easy interface/adaptor development to third-party middleware platforms such as WebMethods, TIBCO, Weblogic and Websphere, Vitria, etc.

107.17 The front-end GUI shall be completely customisable, with minimum development effort.  The architecture shall support: 

a) customizing of the screen flow

b) customizing the look-and-feel of the GUI

c) custom fields and panels/screens/tabs

d) re-locating of fields on a screen

e) custom labels

f) customisable size of the screen and fields

g) customisable validation and access features

107.18 The system shall support in in-built security server which allows configuration of the security-related aspects of the system deployment.

107.19 The system needs to support creation of user profiles and/or roles as well as the user groups. It shall be possible to allow access to screens, functions, data etc. based on the profile of the user accessing the system. For example, only billing operations staff shall be able to run rating and bill schedules. 

107.20 The system shall support logical segmentation of the billing and ordering data, based on user groups. For example, it shall be possible to CSRs in different regions to view and update only the customer data related to their regions or customer segments. Such access controls shall be configurable without need for coding or back-end command settings.

107.21 A facility shall be available to audit each transactions made by a user of the billing system. Data shall contain audit information including the date/time of record creation and last modification. 

107.22 The authentication function shall support popular frameworks and enable easy integration to authorization platforms such as LDAP servers, Kerberos and NT Domain

107.23 System shall support Identity Management through a third party system.

107.24 The auditing functions shall support tracking of :

a) Logins (successful/unsuccessful)

b) Authorization requests

107.25 In addition, it shall be possible to configure :

a) Custom defined audit rules

b) Configurable logging options

107.26 The system shall support encryption as per the following standards : 

107.27 SSL 3.0/TLS 1.0 (shall be used for web-based self-care access)

107.28 HTTPS

108. CRM Integration

108.1 It shall be possible run real time rating, billing, payment, collections and journalizing processes in parallel across the different customer databases. 

108.2 The billing application or Bidder shall be in a position to offer a ready-to-use adaptor for CRM systems. 

108.3 Tight integration between the Billing Application and a CRM application is envisaged. 

109. Online Charging Front End (OCFE)

109.1 Online Charging Front End is the application that provides real-time network interface to Convergent Charging Platform for interfacing with multi-technology and multi-Bidder Network Elements like MSC, HLR, DSLAM, GGSN, SMSC, USSD GW on multiple network side protocols like INAP, CAMEL, MAP, RADIUS, SMPP etc. and provides a uniform open Diameter for Credit Control, DCCA interface towards 3GPP based Online Charging Function of Convergent Charging.

109.2 Integration between the OCFE and OCS should use Diameter Charging Control Application (DCCA) to provide an extendable industry standard interface and flexibility for service delivery solutions.

109.3 Online Charging Function can act as real time protocol mediation and service control function.

109.4 The OCFE DCCA(Diameter for Credit Control Applications) client should implement a “smart” Charging Trigger Function (CTF) that is capable of holding concurrent DCCA sessions with multiple OCS servers, and can broker charging sessions. The rules for triggering charging over the DCCA session is configurable based on service instance parameters. Explain the CTF architecture.

109.5 The OCFE should implement a high availability charging interface.

109.6 The proposed solution has to support real-time charging of data (e.g. SMS, WAP, GPRS, VoIP, PoC/PTT, IPTV), using leading credit control protocols and charging standards including Diameter

109.7 The proposed solution offers an Authentication & Authorization (AA) real-time interface.

109.8 The proposed solution offers an Immediate Event Charging (IEC) real-time interface.

109.9 The proposed solution offers an Event Charging with Unit Reservation (ECUR) real-time interface.

109.10 The proposed solution offers a Session Charging with Unit Reservation (SCUR) real-time interface.

109.11 The proposed solution allows flexible configuration of the real-time charging reserved quotas.

109.12 The proposed solution supports dynamic quota reservation, where the size of the reserved quotas changes as the consumed balance reaches its limit.

109.13 The proposed solution supports any number of reservation requests during an open session.

109.14 The proposed solution reserves real-time charging quotas for a configurable time period and releases these quotas if no charging request or additional reservation Request is received for the session within the defined period.

109.15 The proposed solution should support charging based on external event supplied by external system (e.g. content providers) or service integrator. For example: ring-tone/wallpaper/game download, use of service, banking services. Premium SMS, internal transaction use, data rating, VAS use, etc.

109.16 The proposed solution should support charging data based on URL address.

109.17 The proposed solution should support charging SMS on the MO or/and MT legs

109.18 The Online Charging Front end must support the following real time network interaction for Session/ Events/ Call services.

a) MTP, ITU-T, Q.701-705

b) TCAP, ITU-T Q.771-775
c) SCCP, ITU-T Q.711-716


d) INAP, ETSI CS1,ETS 300 374

e) INAP, ETSI CAP (CAMEL) Phase 1 and 2, GSM 09.78

f) GSM MAP (GSM 09.02 Phases 1 and 2) for SMS

g) SMPP 3.4 and SMPP 5.0

h) USSD Phase 1 and Phase 2  

i) Charging data description for the IP Multimedia Subsystem (IMS), 3GPP TS 32.225

j) DIAMETER Credit-Control Application (IETF), RFC 4006, 3GPP TS 32.299

k) DIAMETER base Protocol (IETF), RFC 3588, 

l) OSA/Parlay, 3GPP TS 29.198-12

m) RADIUS

109.19 The proposed solution must incorporate a session/call control capability via a standard Service Control Function (SCF) based on Online Charging Front end.

109.20 The OCFE must support number translation.

109.21 The OCFE must be able to control calls where each leg may be on a different signalling network, e.g. one leg may be CAMEL trigger and the other leg may use SIP.

109.22 The OCFE has to support CAMEL based roaming (CAMEL Phase 1, CAMEL Phase 2, CAMEL Phase 3 and CAMEL Phase 4).

109.23 The OCFE should be able to provide service logic for handling SMS and USSD via MAP Phase 1 MAP Phase 2, MAP Phase 3.

109.24 The supplier must guarantee compliancy with JSR240 / JAIN SLEE standard 1.1.

109.25 The offered system shall be able to interface the SMSC as an alternative notification channel via SMPP, UCP or CIMD2 protocol.

109.26 The OCFE shall support User Initiated USSD sessions, Network Initiated USSD sessions and Interactive USSD sessions.

109.27 USSD should be integrated with OCFE for parsing of USSD requests and performing active operations (add service, delete service, change service parameters, send settings etc).

109.28 USSD Phase 1 and Phase 2 must be supported.

109.29 USSD “push” should be supported to allow user notification, for example to send a message after a call for balance or status notification.

109.30 Applications may send the USSD response text, or it may be generated by the service platform, depending upon configurable service logic.

109.31 It should be possible to charge for any USSD service based on configurable service logic.

109.32 The solution must include a Service Creation Environment (SCE) with a flexible graphical interface that requires no code to be written (drag and drop functionality) for the creation of new Service Logic Programs (SLP)

109.33 If code must be written for an SLP the coding language, framework, and software life cycle should be described.

109.34 A visual debug environment must be available to step through each logic component of a complex SLP.

109.35 The same debug environment must be available to diagnose run time problems, even in the production environment.

109.36 The SCE building blocks must allow the designer to manipulate low level protocol components to handle network transaction control as well as service application integration in any order, as desired by the service logic.

109.37 The service logic must allow for asynchronous processing by arming events before continuing with main logic then handling interrupts when they occur.

109.38 The service logic must be able to expose an SLP as a Web Service for reuse by any external application.

109.39 Every SLP transaction must produce an Event Detail Record (EDR).

109.40 The proposed OCFE must incorporate a Service Capability Interaction Manager (SCIM/Service Broker). Describe the role the SCIM plays in the service architecture of the SCP solution.

109.41 The SCIM solution must support IMS interfaces and applications.

109.42 The SCIM solution must support non-IMS SIP based (HTTP) or SS7 based legacy interfaces and applications. 

109.43 The SCIM solution must support routing and load balancing between homogenous Application Servers.

109.44 The SCIM solution must provide blended services by leveraging the functionality of predefined “blocks” and/or atomic applications.

109.45 SCIM solution must support multiple application sessions simultaneously from the same user.

110. Prepaid Recharge and Voucher Management

110.1 The ability to invoke Payment Gateway API for synchronous payment authorization in credit card or direct debit recharges

110.2 The ability to invoke Voucher Management API for voucher authentication and redemption in voucher recharge

110.3 The ability support the following recharge channels:

a) ATM 

b) CSR 

c) Web/WAP self service 

d) IVR

e) SMS

f) USSD

g) POS / Dealer

h) Automatic Recurring recharge

i) Automatic recharge in low balance

110.4 The ability to cancel a recharge (any method)

110.5 The ability to reduce one time charge and recurring charge from available balance

110.6 The ability to cover debts in recharge (unapplied amount, installment; debt amount will be reduced from recharge amount)

110.7 The ability to split a single recharge between multiple balances by percentage or by amount

110.8 The recharge functionality may handle the recharge according to policies, as follows:

a) Allow a Regular bonus per the amount recharged

b) Will set balance expiry dates

c) Will set minimum and maximum recharge thresholds

d) Will use notifications/barring activities (Send SMS, Bar service, Cancel subscriber)

e) Will allow multiple additional bonuses

f) For example:

i. Get 10% off for Content purchases during weekends for every recharge of $30 during next 2 month.

ii. Get 20% off for local voice calls within a week for recharge accumulation of $50 during promotional period.

110.9 The ability to maintain balance expiration date, update expiration date in recharge and trigger actions before, in or after expiration date (for example, SMS, service baring or subscriber cancellation)

110.10 The ability for CSR-s to adjust balance expiration date

110.11 The ability to provide the following reports:

a) Successful recharges 

b) Failed recharges

c) Cancelled recharges

110.12 The ability to provide the following online query information through any recharge/query channel:

a) Successful recharges history

b) Failed recharges history

c) The balance amount and balance expiration date

110.13 The supplied system will provide a voucher management administration GUI tool.

110.14 The ability to generate voucher orders and send them to manufacturer

110.15 The ability to receive externally ordered OLCs and load them to VM database

110.16 The ability to manage an overall lifecycle of a prepaid voucher, including the following activities:

a) Activation 

b) Deactivation

c) Locking

d) Expiration

110.17 The ability to generate and maintain random and encrypted voucher PINs

110.18 The ability to use any standard algorithm for PIN encryption, such as 3DES

110.19 Reports/queries will be supported:

a) Vouchers status

b) Vouchers expiration

c) Voucher details and history

d) Manufacturer details

e) Loading statistics

110.20 The ability to activate single voucher or batch of vouchers (dealer activation)

110.21 The ability to expire non-activated vouchers after configurable duration It shall be possible for the system to maintain recharge pins against the particular operating circle where they will be applicable.

110.22 It shall be possible for the system to rollback pin generation in case the operator needs to do it.

110.23 The system should allow the operator to define voucher types on the following criteria:

a) Denomination (rupees, dollars etc)

b) value (199,299,399 etc)

c) content (ringtone voucher)

d) Validity

111. Resource management

111.1 Resource Management should enable the user to configure the resource types, their life cycle, their relevant category types and their attributes. It should also enable definition of all package types, the resource types that comprise each package, and mapping between the package life cycle and the package components’ life cycle.

111.2 Resource Management should provide tools for configuring and managing resources.

111.3 The solution should include definitions for generic resource types such as:

a) MSISDNs

b) SIMs/IMSIs/ USIMs

c) PSTN Number

d) User names

e) External IP addresses

f) Internal IP addresses

g) MAC Address

111.4 Resource Management should be flexible enough to define unknown future resources.

111.5 For each resource type, the solution should be able to    configure attributes such as:

a) Resource Value Pattern (display and database)

b) Resource Minimum and Maximum Length 

c) Resource Life Cycle

d) Additional attributes such as the personal unlocking keys, PUK1 and PUK2, for SIM cards.

111.6 Resource Management should provide support for different types of resource grouping (pooling) including the following:

a) Number pools need to be associated with dealers.

b) Number pools may need to be associated with products.

111.7 Resource Management should support resource categorizing by rules and attaching policies per resource category. For example MSISDNs are divided into groups by HLR, and a treatment policy is attached to each group.

111.8 Resource Management should support packaging of several resource types together. For example, username + MSISDN + IMEI. The Resource Management should support life cycle policy for such a package.

111.9 Resource Management should provide a variety of queries such as resource lists, package list, next available resource, pool summary, etc.

111.10 The system should support gold and silver numbers.

111.11 It should be possible to reserve resource(s).

111.12 Resource Management should provide an easy and user-friendly administration tool, which has flexible screen generation based on the resource configuration.

111.13 Resource Management should provide an easy and user-friendly administration tool, which has flexible screen generation based on the resource configuration.

111.14 It should be possible to read files with sufficient information for SIM handling into the database in order to have the ability to perform mass load of SIM details.

111.15 The system should distribute the KI (Individual Subscriber Authentication Key) and other necessary parameters to the AUC (Authentication Control database). The process needs to occur automatically together with the loading of resource information into the system.

111.16 The system should store information about the status of each SIM card.

111.17 The system should be able to receive the SIM card information by EDI.

111.18 In case of SIM card replacement, the system should preserve the action reason with both the old and new SIM card.

111.19 The system should automatically activate predefined services at the moment of SIM card activation.

111.20 Resource Management should support a single SIM inventory for both postpaid and prepaid subscribers. For example, a subscriber migration from prepaid to postpaid (and vice versa) should not involve a SIM change.

111.21 Resource Management should support a single SIM inventory for both postpaid and prepaid subscribers. For example, a subscriber migration from prepaid to postpaid (and vice versa) should not involve a SIM change.

111.22 Resource Management should support an easy way for SIM status change, from quarantine to available

111.23 Resource management should be able to provide different grouping to different kind of customers.

111.24 The system should have the ability to re-cycle any resource according to predefined rules.   For the same type of resource multiple rules need to be allowed.

111.25 The Resource Management should include queries regarding the history of any resource.

112. Enterprise Product Management

112.1 The Product Catalog (PC) will be central repository to manage product definition, provisioning and billing for any line of business (i.e. wireless, video, content, wire-line, and broadband) and payment method (i.e. prepaid and postpaid). It will define templates that determine how a service is provisioned, charged and rated (which parameters, rating logic, event structures and so on).

112.2 The Product Catalog will define all the rating plans necessary to support all the services, including prepaid and postpaid:

a) Recurring charges

b) Additional one-time charges

c) Discounts

d) Penalties

e) Usage

f) Rates

g) Benefits

h) Equipment rental monthly fee

i) Deposits which may or may not be deductible for subsequent charges

j) Flexible recurring and one-off charges based on certain parameters like distance for leased circuit or QoS  for VPN

112.3 When configurable thresholds are reached, the following functionality is performed:

· Allowance of free units

· Flexible accumulations - allows to configure any accumulation required. E.g. total no of events and charges to specific number at peak-time.

· Credit alerts

112.4 Shall have Ability to create different views of data entities (products, components, offers, prices, etc.) for different operating units and user groups that are performing product modeling.

112.5 The Product Catalog will provide flexibility of pricing schemes. This flexibility includes the ability to configure time-dependent rating parameters in advance, such as calendar days and clock time, at the offer level

112.6 The Product Catalog will provide a user-friendly GUI tool that will allow Marketing to flexibly define the following pricing items:

· Event attributes

· Customer rating attributes

· Advanced rating algorithms

112.7 Shall have Ability to provide Multilanguage Support both for specific catalog information, and for the entire catalog UI

112.8 The Product Catalog should support discounts, benefits and allowances (free units) for prepaid and postpaid services at the subscriber or customer levels. Customer level allowances can be shared by all descendant subscribers.

112.9 The Product Catalog should support discounts, benefits and allowances for voice/data services.

112.10 The Product Catalog should support flexible definitions of future services. New service definition will include the definition of the event structure, building rating plans using any unit of measurement, and building packages and offers aimed at different customer groups, without replicating or copying services.

112.11 The Product Catalog should support building new services based on the definitions of existing services.

112.12 The Product Catalog should support all service definitions and all event structures.

112.13 The Product Catalog should support new services that include dynamic parameters.

112.14 The Product Catalog should support the hierarchical definition of pricing items and reusability of these items in different packages and offers.

112.15 The Product Catalog will include algorithms that can be modified by a configurable marketing policy, including the ability to add an additional calculation to an algorithm.

112.16 It will be possible to use the same offer in any payment channel (prepaid/postpaid) without duplicating it, i.e., prepaid will be only a payment method.

112.17 Users of the system will be able to modify the rating tariff model.

112.18 It will be possible for a usage tariff to have a minimum charge.

112.19 The minimum charge will be created and attached to any level of the account hierarchy.

112.20 It will be possible to create bundled product packages with or without CPEs in the system.

112.21 It will be possible to introduce new/change products and delete existing products.

112.22 The Product Catalog should provide a versioning mechanism for all pricing and product information.

112.23 The Product Catalog will contain generic reference tables. These tables will enable types with long lists of values to be managed and will allow the list of values to be imported from external systems

112.24 The Product Catalog will include an event dispatcher mechanism that should support the definition of the dispatching target through the GUI. Targets should include the billing system, fraud systems, data warehouse and settlement system.

112.25 The dispatcher should support the definition of the external record to be sent to the downstream system. Dispatching channels should include files and message queue.

112.26 The Product Catalog should support the implementation of a spending limit mechanism – budget control.

112.27 The Product Catalog should support the multi-currency concept. Two types of currencies can be defined:

a. Offer currency – to create offers in different currencies. A customer will have only one offer currency

b. Billing currency – to provide invoices and maintain the balance in the customer’s preferred currency. A customer can choose billing currency different from his offer currency

112.28 The Product Catalog should support Multi-Market. This will allow setting up of several markets like different MVNOs or affiliates with different offers and policies under one data center

112.29 The Product Catalog should support the following rating schemes:

a) Flat/Stepped/Tiered rate per Unit of Measure (minute, second, Kb)

b) Flat/Stepped/Tiered rate per transaction

c) Peak/Off-peak/weekend rates.

d) Rate based on time of the day or day of the week.

e) Location based rating


f) Special rates such as Friends and Family, VPN or CUG

g) Free usage in a call if duration/charge of the call is greater than a certain threshold. Or alternatively if the carrier of the call is carrier X

h) Rates for international calls based on the destination country

i) Charge based on B number - When sending an SMS to a pre-defined number (for example with request for weather information - VAS), the SMS is charged with a special rate

j) Distribute calls (from the same MSISDN) to different accounts based on the number dialed or on the time of day (business hours calls paid by corporate, while non-business hours calls paid by employee)

k) Apply mark-up on a rate

l) Charge an event based on several dimensions i.e. duration and volume

112.30 It will be possible to create a product with the following stepped rating criteria:

a. Step 1 - charged at INR X for first min.

b. Step 2 – charged per minute at rate INR Y

c. Step 3 – charged per second at rate INR Z

112.31 The Product Catalog will allow the user to define the contributing and eligible elements of the discount based on any accumulation. Some examples are:

112.32 Contributing elements: Accumulates the amount (dollars or quantity) across or within products that contribute to the qualification of the account for a discount or promotion. Contributing amounts can be from the current and/or previous cycles.

· Eligible elements: Accumulates the amount (dollars or quantity) across or within products that is eligible to receive the discount or promotion credit. Eligible amounts can be from the current and/or previous cycles.

112.33 The Product Catalog should support the definitions of cross-product discounts in exact amount and percentage in real-time or during the billing run.

112.34 The Product Catalog should support the definitions of the exemplary discounts below:

a. Get a discount on SMS charges in the next bill, if the current total bill amount is more than the previous bill amount by a certain amount.

b. If the call usage is up to certain amount on a particular date, then get a special rate on the intranet usage rate during the next week.

c. Call two minutes to get four minutes free. Example: the rating of the first two minutes is INR X/min, from the third to the sixth --> INR 0/min. after the seventh --> INR X/min.

d. Call over 5 minutes can get discount. Example: Per call in 5 minutes-->INR X/min. Over 5 minutes-->INR Y/min.

112.35 The Product Catalog should support the definition of allowances consumption policies as follows:

a. Non-Rolling

b. Carry over to next cycle with no limitation

c. Carry over to next cycle, but for no more than X cycles

d. Carry over only INR X or X% from the remaining allowance

112.36 The Product Catalog should support the definition of allowances recharge policies as follows:

a. One time recharge at the beginning of the service

b. Recurring recharge at the beginning of each cycle

c. One time recharge upon reaching a certain threshold

112.37 The Product Catalog should support the definitions of one-time charges and recurring charges

112.38 The Product Catalog should support collaboration of multiple parties and have the version control for changes.

112.39 Shall have Ability to reuse elements by referencing between elements.

112.40 Shall have Ability to duplicate elements based on existing elements.

112.41 Shall have Ability to support Entity Inheritance in the catalog

112.42 Shall have Ability to easily define Hierarchical objects

112.43 "Version control to increase product administration throughput and fine tune deployment units

112.44 Shall have Control of global Versions, and control of Element versioning. "

112.45 Shall have Ability to allow users to work seamlessly in parallel on the catalog, while keeping data integrity.

112.46 Clear operations area demarcations within the application for technical users and business users

112.47 Clear operations area demarcations within the application for the different disciplines such as BSS/OSS based, Line Of Business based etc. 

112.48 Shall have Ability to write new queries on the catalog data via configuration (not via SQL) 

112.49 Shall have Ability to execute queries by the business users, including queries that require input parameters

112.50 Shall have Ability to capture result on the UI, and to export the results to XML and excel

112.51 Shall have Ability to identify catalog elements used by other elements

112.52 Shall have Ability to write new Validations to be executed when catalog data is entered.

112.53 Shall have Ability of the system to validate catalog data and provide appropriate validation messages.

112.54 Shall have  ability to Visualize product catalog data in a graphical mode that shows data relations and enables simplified navigation and browsing

112.55 Shall have Ability to define Business rules within the catalog. Including the ability to check rule syntax and to check the rules against a Rule-Engine on-line

112.56 "Support of a business rule UI, allowing defining business rules in an intuitive and user-friendly human-language-like editor. Allowing business users to maintain rules"

112.57 Extend data model via Meta Model by configuration

112.58 Extend Catalog UI via configuration

112.59 Shall have Ability to define different views of the Catalog via configuration.

112.60 Shall have Ability to generate documentation in HTML and XMI. In order to enable users to understand the data model structure and how to work with it, by providing automated documentation

112.61 Shall have Ability to act as a master and push data to external systems 

112.62 Shall have Ability to function as master and slave for product data in SOA architecture

112.63 Shall have Ability to update/expose new web services via configuration

112.64 Shall have Ability to update/expose new EJB services via configuration

112.65 The Bidder should have capability to provide a information model compatible with TMF-SID

112.66 The Bidder should have capability to provide a model based on best practices in Telco

112.67 Should support Out-of-the-box integration with common BSS applications 

112.68 Should support Out-of-the-box integration with common OSS applications 

112.69 Should have Reporting support including building reports, Custom reports

112.70 Should have Ability to hyperlink from one of the results in the report to the actual catalog element

112.71 Should have Monitoring capabilities in the tool

112.72 Should Support bulk/cascaded updates of product data

112.73 Should Support bulk data loads for initial product setup and ongoing maintenance

112.74 Should have Ability to control User/Role Authentication schemes

112.75 Should have Ability to assign  the various Catalog functionality to User/Role authorization schemes

112.76 Should have Ability to track auditing information from a point of view of a specific Element, and from a more global point of view

113. MVNO and Multi Market/ Multi-Affiliate capabilities

113.1 The system should be able to support multiple MNOs and MVNOs on a single platform instance. Each one will be a logical separated Business Entity.

113.2 The system supports definition of hierarchies of business entities such as markets and sub-markets with at least 3 levels

113.3 The system has to provide means to classify the customers of the different MVNOs.

113.4 Consequently it must be possible to identify the MVNO of the subscriber uniquely in every relevant business process (e.g. charging, bill handling, reporting, …)

113.5 The MNO operating staff has to be able to identify to which MVNO a specific customer, product and/or tariffs belongs. The naming convention has to support that the MVNO can be clearly identified at every time.

113.6 The access to data has to be ruled by a security mechanism to provide access only for the operating staff from the MNO/MVNE. The MVNO should not be able to get information that allows him to draw conclusions about the business of the other MVNOs.

113.7 The system has to provide the flexibility to provide dedicated products for each MVNO. The products of the MVNO have to be independent from the MNOs offering. The naming convention for products and tariffs has to support that the MVNO can be clearly identified at every time.

113.8 In case of hierarchies of business entities products defined in higher level will be available for all business entities below.

113.9 The system has to be able to create standard reports on MVNO customers. This has to provide special reports for the MVNO as well as enhanced reports for hosting MNO.

113.10 The system should use the individual brand name belonging to the MNO or MVNO in all customer communication and messaging towards the customer (e.g. per SMS, USSD). The multiple brand support has to include the individual brand name in output data of the bill run.

113.11 The system should allow a dedicated bill cycles per MVNO.

113.12 The system should allow to process customer information from multiple operators (MNO/MVNO) in the same bill cycle.

113.13 The system has to be able to initiate individual marketing messages per MVNO on printed documents as well as in other customer communication (e.g. per SMS, USSD). The billing system has to identify the message ID and send it together with other information to the communication system (SMSC, USSD-platform, bill rendering platform). The individual text for the messages should be hold in the communication system.

113.14 The system has to be able to feed the bill production and rendering system in a way that the documents can be created per MNO/MVNO to allow a mailing per MVNO (e.g. if mailing is done by the MVNO themselves).

113.15 The system has to be able to feed the bill production and rendering system in a way that the documents can be created in one production run for multiple MNOs/MVNOs to allow a single mailing for all MVNO.

113.16 The system has to provide special accounts for partner like MNVO, Service Provides, Dealers, etc. These accounts have to be usable for charging or crediting the partners.

113.17 The system has to be able to create charges and / or credits for the MVNO on a per event bases (e.g. based on CDR). In addition the system has to be able to generate one-time fees and recurring fees that will be assigned to the partners account. This mechanism has to allow multiple charges/credits for multiple parties who get a share of the profit (MNO, MVNO, Content Service Provider, Dealer, etc.).

113.18 The system has to create financial reports and journals per MVNO.

113.19 The system has to create tax reports per MVNO.

113.20 The system has to enable a billing and invoicing of the MVNO for provided services by the MVNE. This will be used if the MVNO handles the payment collection towards his end customers as well as the selling of prepaid vouchers.

SECTION – 5 - PART B-22
Provisioning system

General

The main purpose of Provisioning System is to enable process activation of new subscribers and services in the communications networks along with managing and maintaining an accurate Network Inventory of the underlying network and ensuring data integrity through network discovery and reconciliation. The OSS system/s should also enable BSNL to carry out accurate Network Planning. 

The OSS system/s should consist of the following functional modules 

i. Service Order Management Component

ii. Service Inventory Management Component 

iii. Service Activation & Provisioning component 

iv. Network Inventory Manager component

Service Activation & Provisioning

i. The system shall provide a uniform interface to the service order management application, allowing it to issue service requests for specific subscribers. 

ii. The Service Activation component should be capable of activation for:

a. Wireless Mobile Services

b. Wire line Services

c. Residential Broadband services 

d. IP/MPLS VPN , Ethernet and similar IP based services. 

iii. The system shall also provide a uniform interface to manage the provisioned services.

iv. All service provisioning requests made from client applications such as Service Order Management component made for a specific subscriber shall result in the service being activated on the network elements 

v. A batch interface shall also be supported for service provisioning requests.

vi. The system shall satisfy requests from the order management system to provision services, such as but not limited to following

vii. Creation of subscriber and authentication

viii. Assignment of supplementary /value added services such as:

a. Voice Mail 

b. Prepaid

c. Call Processing Features such as call holding, call waiting, call forwarding, call identification etc.

d. ISD/STD

e. Temporary deactivation of services

f. Activation of new services

g. Deactivation of assigned services

h. Shifting of service from one customer to another (for wire line)

i. Deletion of subscriber

j. Change of number

k. Change of Originating Equipment number for wire line

l. Centrex

m. ISDN

n. Call Hunting

o. Provision of E1R2/E1PRI

p. DID

q. Leased Lines

ix. The service request shall result in the activation of the service after assigning the required resources on the network element, if any. The result of the service request shall be made available to the requesting Service Order Management Application. Bidder has to deliver the inventory management system along with Order Management module.

x. The proposed system needs to interface with network elements (including concentrators) belonging to different vendors, supporting different interfaces in the future also. 

xi. The System shall log service provisioning information such as:

a. Date of Request

b. Time of Request

c. Type of Request

d. Status of Request

e. Subscriber Id

xii. The system shall assign processing priorities to provisioning requests based on origin and / or destination. 

xiii. The system shall support the priority of a request specified by the service order management system while sending the request.

xiv. A confirmation of action or error message shall be sent back to the originating system after processing a service –provisioning request. If there is any delay in the processing, the same shall be informed to the originating system.

xv. System shall be able to operate in centralized or de-centralized mode, i.e the provisioning shall be performed from a central location under Centralized mode requirement and if necessary the provisioning for a particular region / location can also be performed by any user from that particular region / location.

xvi. The mediation provisioning system shall be highly configurable to introduce or change any syntax of communication with network elements

xvii. The system shall support the time component along with any of the dates so that it shall make possible the activation of a service at a particular time and date.

xviii. There shall be a front end to monitor the status of the requests and any errors in processing.

xix. It shall have ability to interface with Facilities Management System if required

xx. There shall be a GUI to add, modify or delete MML commands for the various services and features requested by order management system.

xxi. There shall be a GUI to allow users to provision services/features on the switch

xxii. It Shall provide necessary data for reconciliation between order management, billing and switch

xxiii. All the activities happening through the system shall be tracked and a history shall be maintained.

xxiv. Reports

a. Cycle time of completed activations

b. Failures within a given period of time

Service Inventory Management

i. The Service Inventory Manager should be the single source of truth for all BSNL customer services. As an order is processed Service Order Management component should trigger the creation of a service instance hierarchy in Service Inventory Manager and update the instance during the progress of an order. 

ii. Service Inventory Manager should provide a single access point for service inventory. It links the customer ordered product to the network services and resources that are allocated to fulfill that order. 

iii. Every single Service Instance should have an ID. 

iv. The Service Inventory Manager should support Service Instance Lifecycle and Versioning. It should provide the capability to maintain a historical view of the service instance. 

v. It should allow BSNL to see the past, present, and future configuration of services. 

vi. The service Inventory Management component should provide Open API / SOA Interface. The API provides support for industry standards such as web services and EJB interfaces.

vii. The API should support a wide range of service inventory operations for fulfillment and assurance purposes and caters for both synchronous and asynchronous integrations.

viii. It should provide a web service interface so that it can be easily de-coupled and integrated with third-party OSS systems.

ix. The Service Inventory Management component should support Service Associations. The component should provide the foundation to associate services in a parent-child and peer-to-peer relationship. 

x. The Service Inventory Management component should support Operational Separation.

xi. It should enforce operational separation restricting access to service instances based on the user’s role and market type of the service. 

xii. It should also have the capability to restrict access to the associated services of a certain service instance.

xiii. The Service Inventory Management component should support Multi-level Hierarchy.

xiv. It should support N-levels of hierarchy for services and sub-services. All levels of the hierarchy include support for versioning, operational separation and other features available to the root-level service.

xv. The Service Inventory Component should support External System Search.

xvi. It should allow searching for a service based on all service parameters. 

xvii. The service Inventory component should support associations for the following:

a. Telephone Numbers 

b. IMSI

c. MSISDN

d. ESN number 

e. CPE 

f. VRF and IP Address

xviii. The inventory management system shall be updated by the Service Order Management component on an order by order basis

xix. The main functionality shall include:

a. Capture / export inventory data - Ability to retrieve inventory data from legacy systems and to export information to external systems.

b. Equipment installation location - Association of equipment with locations, circuits and carrier systems.

c. Assigning equipment and Numbers to an order - Ability to assign a component or components to an order. This assignation can be automatic or manual, and shall be based on business rules or network management rules.

Network Inventory Management

i. The vendor must provide a mapping of its Inventory data model or Inventory Objects to the TMF SID parameters. Please provide the document as an appendix to the compliance statement. 
ii. The Solution shall support multiple vendors, multiple technologies and multiple equipment types.

iii. The Solution shall be capable to fulfill design and assign functions.

iv. The Solution shall capture hierarchical views of network equipment (e.g.: bay, shelf, slot, port, etc.). To reduce the training requirements and implementation costs these views should be standardized across all technologies supported and across all the vendors’ customers.

v. The Solution shall be able to define and design virtual circuit and bandwidth allocation including all sub rate channels.

vi. The Solution shall support and capture any pre-wiring of physical links between ports.

vii. The Solution shall define and design virtual element connectivity within each network element and between network elements.

viii. The Solution shall capture the logical connectivity links between network elements and their configuration details.

ix. The Solution shall capture capacity of the circuits for capacity management purposes.

x. The Solution shall be flexible enough to capture additional features and attributes related to the network inventory components. This flexibility shall be accomplished via a point and-click interface.

xi. The Solution shall have the ability to visualize both parent and child circuits of the parent.

xii. The Solution shall allow users to navigate easily between the graphical circuit layout and detailed information,.  An example would be to navigate from a location, to a device elevation, to a card, to the ports on that card.  From a port the user could find the related circuit(s) and display the relevant circuit layout.

xiii. The Solution shall allow the design of future circuit configurations prior to actual installation of facilities.

xiv. The Solution shall track leased facilities and their relationships to the end-to-end circuit.

xv. The Solution shall allow the engineer to search and view the Network Inventory. This shall include the ability to search operator specific extensions.

xvi. The Solution shall prevent duplicate assignments of resources.

xvii. The Solution shall track equipment by manufacturer, part number, model serial number, asset number, barcode number, project or any other descriptive element.

xviii. The Solution shall support creating new vendor, status, equipment, bandwidths and card types easily through a point-and-click interface.

xix. The Solution shall have the ability to categorize the inventory by operator-defined categories.

xx. The Solution shall track the history of all objects, which includes all transactions associated to each objects.

xxi. The Solution shall maintain a comprehensive, extensible, template driven model of physical network inventory.

xxii. The Solution shall support the building of new inventory instances through a set of predefined templates (e.g. locations, equipment, cards, and connections).

xxiii. The Solution shall allow the creation and modification of builds through a simple, mouse-driven, graphical interface

xxiv. The Solution shall support automatic generation of specific naming conventions

xxv. Application must have the ability to track the actual changeable parts / cards/ logical modules inventory located in equipment.

xxvi. The Solution shall provide the ability to support life cycle information - supporting past, present and future views of the networks providing information for capacity planning and the ability to rollback to known working equipment or connectivity in the event of failure.

xxvii. The Solution must be able capture equipment configuration information – definitions of equipment (shelves, slots, cards and ports), connections (fibre, leased lines, etc), and the hierarchies within these types of equipment and connections.

xxviii. The Solution must have ability to model the compatibility rules for cards allowed in device, shelf, slot or card types.

xxix. The Solution must be able to capture location information – where network elements (latitude and longitude) are located in the network topology.

xxx. The Solution must be capable of modeling a location hierarchy.  For example, country, region, city, site and room.

xxxi. The Solution must have ability to add new equipment and card types through the configuration of new templates using a graphical tool.

xxxii. The Solution shall have ability to automate: Device creation and deletion, Inserting cards in a device slot, Creating a link between two devices.

xxxiii. The Solution shall support vendor-specific features must be modeled from simple port-only devices, through to complex devices requiring a multiple rack, shelf and slot configuration. These processes must be put together in a simple and understandable manner, allowing quick, easy and consistent repetition of the task.

xxxiv. The Solution shall be capable of supporting customer-defined equipment naming conventions, applying customer-defined rules and constraints were necessary.

xxxv. The Solution must have ability to associate colors, icons or other easily recognizable symbols to reflect object states.  These colors or symbols must be configurable by personnel with no development skill. 

xxxvi. The Solution must provide the ability to easily define multiple object states.

xxxvii. The Solution must be able to model the status attribute, status value and color.

xxxviii. The Solution must have ability to model device templates to allow pre-populated devices to be added in a single, repeatable process.

xxxix. The Solution must have ability to model location templates to allow a combination of pre-populated devices to be added to a new or existing site in a single, repeatable process.

xl. The Solution shall be able to hold the relationships between physical and logical resources and specific customer services (e.g. allow a user to identify which equipment or links are related to a selected service).

xli. The Solution shall maintain a comprehensive, extensible, metadata driven model of physical network inventory.

xlii. The Solution shall be able to model enumerations that can be assigned to object attributes.

xliii. The Solution shall be able to model device hierarchy - rack, shelf, slot, card and port.

xliv. The Solution shall be able to model the cross connection types.

xlv. The Solution shall provide tools to automate the following:

a. Device creation and deletion

b. Inserting cards in a device slot

c. Creating a link between two devices

xlvi. The Solution shall provide schematic representation of the equipment metadata.

xlvii. The Solution shall be able to model link template to allow automatic connection of multiple links between devices for high volume services.

xlviii. The Solution shall be able to model cross connection template to be used within a device.

xlix. The Solution shall be flexible enough to support multiple physical connections on a single port.

l. The Solution shall provide the ability to model different physical mediums.  This shall include but not be restricted to copper, fiber, leased line, microwave and radio.

li. The Solution must be capable of relating electronic documentation with any network object (for example, an equipment manual).  The documentation must be viewed from within the product.

lii. The Solution shall be capable of modeling new/emerging technologies.

liii. The Solution shall be capable of modeling and displaying the relationship between the customer services and the relevant subscribers and their details.

liv. The Solution shall be able to model the relationship between any inventory objects and the cardinality.

lv. The Solution shall be able to model the relationship between services and applications.

lvi. The Solution shall be able to model parameters including the type, default value, constraints, validation and other business rules. Must support composite parameters.

lvii. The Solution shall be able to model parameter templates for a collection of parameters.

lviii. The Solution shall be able to model IP equipment configuration

lix. The Solution shall be able to create, modify and remove devices including type, sub-type, containers, shelf population, card population, device name and status.

lx. The Solution shall be able to create, modify and remove cards including the addition or removal of cards from a warehouse and a defined location or device.
lxi. The Solution shall be able to create, modify and remove links including the addition or removal of links between defined devices or locations of any type, and the division of existing links by the inserting a new device.
lxii. The Solution shall be able to create, modify and remove ports allowing aggregation of ports on the same card or device.
lxiii. The Solution shall be able to create, modify and remove circuits including resolved sequential link/circuit trail, sequential circuit path, parallel circuit path/trail, unresolved circuit, protection circuit or data circuit; division of existing circuit; division of existing circuits at a device which they currently transit; copying of a circuit.
lxiv. The Solution shall be capable of modeling protection circuits.
lxv. The Solution shall provide the necessary circuit models to build a thorough and complete representation of the circuit carrying capability of the network.
lxvi. The Solution shall be able to enable a search for any object using any value of any attribute of that device.
lxvii. The Solution shall be able to allow a user to assemble complex searches comprising of multiple criteria’s and re-usable database queries through a GUI.
lxviii. The Solution shall be able to enable the creation of a link between two devices based on a pre-defined template.
lxix. The Solution shall be able to create, modify and remove cross-connections allowing the manipulation of cross connects between ports individually or on a bulk basis.

lxx. The Solution shall be able to create, modify and remove topologies and the addition of objects to existing topologies.
lxxi. The Solution shall be capable of modeling a location hierarchy (e.g. country, region, city, site and room).
lxxii. The Solution shall be capable of creating, modifying, removing with type, attributes and position within the location hierarchy (for example, site, city, country and region).
lxxiii. The Solution shall be able to create, modify and remove subscribers (customers) and to support associating subscribers with groups or membership.  An example would be where individual employees are associated to the company for which they work.
lxxiv. The Solution shall be able to create, modify and remove documentation allocating any given devices and external documentation.
lxxv. The Solution shall  support the creation, modification and removal of projects that 

lxxvi. Capture records of related inventory (design and assign) changes

lxxvii. Capture records of related change implementation (workforce or activation jobs, for example).
lxxviii. The Solution shall be able to create, modify and remove users and groups, and group membership.
lxxix. The Solution shall be able to create, modify and remove roles including the association of roles to users for system privileges at various levels of granularity.
lxxx. The Solution shall be able to bulk create objects (e.g. circuits, links, devices etc.) based on the profile of another object.
lxxxi. The Solution shall be able to bulk update an attributes across objects. That is the ability to query on a set of data and specify a common attribute to be updated (e.g. - updating the address field for all equipment at an exchange).
lxxxii. The Solution shall be able to create, modify and remove logical groupings of IT objects.  An example of a logical grouping would be a group of closely related applications, or a collection of computing devices that collectively support an application.
lxxxiii. The Solution shall be able to create, modify and remove applications including the application, its resource capacity, and relationships with other applications, devices, logical environments.
lxxxiv. The Solution shall be able to create, modify and remove redundancy groups including the redundancy group and its member objects.
lxxxv. The Solution shall be able to create, modify and remove parameter sets including the ability to create a parameter set according to the predefined dictionary and templates, to associate an inventory object, to set the parameter values, and to set the version.
lxxxvi. The Solution shall be able to bulk copy parameter sets including parameter set versions and to set parameter values on multiple target objects.
lxxxvii. The Solution shall log all inventory object creation/modification/deletion operations, and allow users to perform rollback based on these log records.
lxxxviii. The Solution shall be capable of defining Class of Service partition to represent segments of a data circuit's bandwidth.
lxxxix. The Solution shall be capable of managing overbooking of capacity in data networks.
xc. The Solution shall be able to support flexible bandwidth allocation in data network including bandwidth in percentage value, and constraint based bandwidth allocation, e.g. minimum and maximum bandwidth allocation.
xci. The Solution shall be able to support traffic mapping based on the Class of Service definitions for the bearer and overlying circuits.
xcii. The Solution shall be able to accommodate multi user sites and track the site share process.
xciii. The Solution shall record the network at the various stages of the planning and implementation cycle. This shall include design, as built and as inspected network information.
xciv. The Solution shall be able to reconcile network data and verify if the asset data is in sync with the physical network equipment.
xcv. The Solution shall be able to import data from variety of element managers and compare it against the Inventory data.
xcvi. The Solution shall be able to a import variety of data sources and compare it against the Inventory.
xcvii. The Solution shall have a manual data loading feature, to be utilized to upload data in the event that it is unable to talk to an Element manager.
xcviii. The Solution shall be able to set Filters for known discrepancies to be ignored
xcix. The Solution shall be able to provide comprehensive reports on all the discrepancies.
c. The Solution shall have procedures and processes for users to maintain the inventory alignment after the reconciliation.
ci. The Solution shall support transmission information to be available via a schematics view.
cii. The Solution shall be able to create and maintain MPLS L3 VPN and L2 VPN network information, planning, design, status and so on.
ciii. The Solution shall provide the ability to create/ add/modify/delete physical objects for network inventory which includes:

a. Devices    

b. Shelf    

c. Slot    

d. Card    

e. Port    

f. Links    

g. Locations    

h. Cloud  
civ. The Solution shall maintain a comprehensive, extensible, template-driven model of logical inventory (e.g. circuits, numbers and logical topologies).
cv. The Solution shall provide the ability to create/add/modify/delete logical objects for networks inventory which includes:

a. Circuits    

b. Topologies    

c. Numbers    

d. Projects    

e. Documents  
cvi. The Solution shall provide the ability to create/add/modify/delete inventory database extension objects, as required. 
cvii. The network inventory solution shall provide the ability to create/add/modify/delete service layer objects for networks inventory which includes:

a. Services

b. Subscribers
cviii. The Solution shall be able to track and maintain the following:

a. Port level information for all identified Assets

b. Cross Connect Information for all equipment at Port level

c. Time slot level information for certain equipment’s,

d. Physical Address stored as attribute for all Equipment’s.

e. Address stored as attribute for all Customer Premises Equipment’s.
cix. The concept of capacity management is central to the requirements.  Capacity translates into a Telco’s ability to deliver service and the solution's ability to accurately maintain a capacity model underpins its ability to streamline and automate the provisioning process.
cx. Network inventory models should be highly consistent across all the vendors customers to maximize out of the box capabilities and minimize cost of ownership
cxi. The Solution shall provide out of the box integration adapters that provide standard presentations of the relationships between network resources for input to Assurance (root cause analysis).
cxii. The Solution shall provide out of the box integration adapters that provide standard presentations of the relationship between network resources and customer’s services for input to Assurance (impact analysis).
cxiii. It shall be possible to represent the same inventory objects in different contexts at the same time to support planning activities. For example, it should be possible to represent a future connection to a network port even if that same port is already being used for a different purpose in the present.
cxiv. The Solution shall have the ability to automatically generate a ranked list of primary and protection routes between two given points, allowing the provisioner to select the appropriate protection route based on the technologies involved and associated business rules.

cxv. The Solution shall provide OOB report to display any subscribers and services, and the network resources, physical and logical, consumed by that service.

cxvi. The Solution shall provide a GUI driven mechanism for creating network build templates to enable rolling out repeatable designs.

cxvii. The Solution shall provide network build templates which might span several locations and include circuit hierarchies associated with the build template elements

cxviii. The Solution shall allow visualization of build templates graphically. The presentation shall show the equipment and connectivity used in the build template.

cxix. The Solution shall provide network build templates which might be composed of elements of replication (e.g. a complete new PoP or eNodeB) and/or elements for mapping (e.g. a new backhaul connection to be mapped to an existing edge network port).

cxx. The Solution shall provide a mechanism for storing build templates so that the contained equipment and connectivity can be distinguished from actual resources in the network (“Planning Office”)

cxxi. The Solution shall support lifecycle management for network build templates.

cxxii. The Solution shall support a mechanism to roll out new resources in the network using a build template.

SECTION – 5 - PART B-23
Data Mediation

General

The Data Mediation System (comprising of Collection, Mediation & Distribution Modules) collects raw network usage data and transforms it into rich, billable business information. It is flexible enough to accept any event/record format that the network may generate and is able to achieve this so that the Mediation system can handle present and future Network Elements both and make it “future proof”, resulting in significantly reduced time to market for new product and service offerings.

The functionality of Data Mediation System shall be to collect, process and distribute Call Detail Records (CDRs) in a compatible format to downstream applications including but not limited to Customer Care and Billing and other downstream applications. It shall not be possible to edit the master data collected from network elements within the Data Mediation system (The Mediation System must maintain the master data in “as received” status and must prevent any attempt to edit or modify it). The Mediation System shall be able to support the features enumerated in this specification under various clauses. 

The system event collection should support event collection from multiple network elements, as follows:

i. Next Generation networks, such as SGSN, GGSN, and CG

ii. Content servers, such as WAP, Web, VAS, and mail servers

iii. IP devices, such as RADIUS and routers (Netflow, SNMP)

iv. Voice networks, such as PSTN, 2G, 3G, and VoIP 

v. Broadband networks, such as DSL, Frame Relay, ATM

vi. The system should support collection by a variety of generic transport protocols such as FTP, FTAM, NFS (over TCP-IP, X.25 and LAN/Ethernet).

System Capacity and Performance

i. The system shall be able to handle the processing requirements, without degradation in performance, as mentioned in technical document and there shall not be any limitations with respect to subscriber base. It shall be able to perform archive and retrieval operations without significant performance degradation to online activities 

Scalability

i. Mediation systems shall be capable of polling information from multiple numbers of network elements on a centralized basis.

ii. It shall be possible to enhance the capability of mediation system to support more network Elements, downstream applications and a larger throughput of CDRs by addition of relevant interface software and necessary Hardware.

iii. It shall have the capability to process every single record consistently according to the rules set by the user.

Availability

i. The system shall have an availability and service level as defined in this Functional and Technical Requirement document.

Interface and Protocol Requirements w.r.t. collection & distribution

i. FTP (File Transfer Protocol)

ii. AFT (Automatic File Transfer)

iii. FTAM (File Transfer and Access Management)

iv. AMATPS (Automatic Message Accounting Teleprocessing System)

v. AMADNS (Automatic Message Accounting Data Networking System)

vi. TCP-IP (Transmission Control Protocol/ Internet Protocol)

vii. Fully Redundant Magnetic Tape Emulation System/Interface equipment to support X.25/Ethernet connectivity to BSNL switches which do not have ports available.

viii. X.25 – XFER, AMATPS

ix. IP     - UDP, AMADNS, ,NFS,NDM, TCP/IP

x. NGN –, RADIUS,LDAP,SNMP,NETFLOW, DIAMETER

xi. MTP

xii. FTAM, FTPVMS, SBSFTP

xiii. FTP

xiv. 802.3 LAN interface operating at 10/100 Mbps (distribution)

xv. Secure FTP

xvi. The Mediation System shall provide all the interfaces presently in use in the BSNL network. In general the above interfaces/ protocols for collection as well as distribution of data as applicable with minimum data rate of 64 kbps shall also be supported:

xvii. The offered system shall support GUIs and also have a Web-based user interface. The software design shall be such that, it is user friendly and allows for quick menu/ screen access and data entry.

xviii. Physical delivery of interface and protocol support shall be as per present requirement based on Network elements available in BSNL’s network only.  However system shall have capability to support all interface and protocols mentioned above in addition to any new standard or proprietary. 

Collection

i. The collection Module shall be able to inter-work with various wireless, Intelligent Network (IN), IP network elements (GPRS/VoIP) and with other mediation systems supplied by various vendors and able to collect CDRs of any format including but not limited to ASN.1, ASCII, Binary, Hexadecimal, TAP1, TAP2, TAP3, etc as per requirement of BSNL from a single system. However, mediation to mediation collection shall be required in case of Billing for services like broadband, content based services, leased line services etc.

ii. The system shall have the capability to receive traffic from a switch without any intermediary device. Data Collection Module shall support multiple instances of continuous, simultaneous and independent collection of usage record data from multiple network elements of different types from a centralized location. 

iii. The collection Module shall support various protocols including but not limited to following list for collection of CDRs:

iv. The operator configurable collection Module shall be able to collect network data, individually or concurrently in: - 

v. Real-Time for continuous collection of primary (transmitted for the first time) data including alternate routes in the event of failure of the primary route.

vi. Non-Real-Time for scheduled polling of primary data

vii. Non-Real-Time for Demand Polling of primary or secondary (previously transmitted) data

viii. Push/ Passive mode initiated by network element (active mode for NE)

ix. Collection Module shall Support Batch Transfer of files using Floppy Disk, Optical Disk, magnetic tape, etc.

x. Collection Module shall support deletion of files once the files are collected after a pre-defined programmable time after maintaining proper log. 

xi. Collection Module shall support new network element interface protocols (i.e. the application & lower level protocols) for collection when introduced in the network.

xii. The sequence number validation shall be supported during collection so that no files are lost or duplicated.

xiii. Collection Module shall support feature of duplicate file detection to ensure that a specific file name has not been previously collected. 

xiv. The Collection module of the Mediation System shall have proper Audit trails for keeping a track of the CDRs.

xv. The Collection Module shall ensure data integrity & reliability of data being transferred.

xvi. It shall be possible to maintain individual identity of CDRs collected from single source as well as multiple sources. 

xvii. Collection process shall be activated based on time, event and both. For example collection starts immediately after an event, such as usage, is over. 

xviii. Collection system shall raise an alarm and request for retransmission if an input file is deemed incomplete or corrupted.

xix. The system should support enhancement processing after collection. This involves passing the data between the processing and business logic modules including parsing, formatting; correlation; validation; aggregation; de-duplication; cloning; splitting; reference data management

xx. The assembly of event records is governed by flexible, user-defined rules and plug-ins. It uses predefined aggregation information to determine which records can be merged. The assembly should enable a variable amount of assembly levels, for both partial and previously-merged records, and apply different aggregation factors to each level. Assembly can be performed online. Online refers to in-memory assembly, where the system keeps all the events in memory until all correlation steps are completed. The amount of time the events are kept in memory is configurable. Assembly can also be performed in offline mode. Offline assembly is performed when the time difference between the arrival of events is larger than that configured. In this case, the Assembly process runs over a database, in configurable time frames.

xxi. Mediation shall support both sender and receiver initiated session

Processing

i. Mediation Module shall have a set of standard processing tools as part of its core functionality. It shall be possible to integrate additional processing modules as customized tools. It shall have individual processing rules for each network element type and data format. The Mediation module shall support the following processing functions:

Format Translation (Decode/Encode)

i. Mediation Module shall have a flexible format translator to translate any usage data input formats into a format like ASN.1, Binary, ASCII, BCD, HEX, or any other required by downstream applications & vice-versa. The system should provide flexible rule-based support for processing events, including support of a range of standard industry formats, such as ASN1, IPDR, XML, TAP3 (in-collect/out-collect)(3.2, 3.4, 3.11 and 3.12), CIBER,   SNMP, and composite CDRs provided by IN Service Control Points and other external sources.

ii. User shall be able to manage the changes due to introduction of new network element of any type or downstream application or both. (Flexibility).

iii. Support format builder to enable the user to create customized mapping definitions for conversion of CDRs external format to internal format and vice-versa.

iv. Format conversion shall conform to the ASN.1 (Abstract Syntax Notation. One) format (1508824 and ITU-T X.208).

v. It shall be possible to process the CDR according to any rule that is possible to define. (Rules defined by user). The system should provide configurable support for the aggregation and assembly of event records where multiple EDRs of different types (data, voice and VAS) are generated, such as for long calls and multiple sources. These event records from different sources should be assembled into one event record that represents a single billable session.

vi. It shall be possible to read in multiple files and process the data as a single stream of data, then output the CDRs into one or multiple output file(s).

vii. The Module shall provide user definable, configurable and table driven rules for discarding CDR records. CDR record discard may be performed according to values of any field in the CDR.

viii. Mediation rules shall be specified using a fourth generation scripting language (4GL).  The user shall be allowed to create and modify these rules in real time using the application GUI.  4GL shall include many pre-defined functions that can be used when specifying the mediation rules.

ix. Mediation shall provide a GUI screen that allows the user to select the mediation processing to be assigned to each input and output data stream, as well as the order in which the mediation processing is applied. 

x. The Module shall provide the ability to map across Record Levels and the ability to go back and update the File Header after processing the file.

xi. The Module shall support deleting Empty Files/Blocks.

Selection

i. Selection module shall stream CDRs to a file for further distribution to an external, internal or post processing system. The system should include the capability of separate guiding to the customer in order to determine the invoice and balance (prepaid/post-paid) to which the rated event should be charged. Guiding to customer should be performed according to any user identification parameter that identifies the customer, such as telephone number, username and email address.

ii. Selection module shall filter CDRs to a file for further distribution to an external, internal or post processing system.

iii. The selection feature shall use comparison operators and regular expressions to filter the collected CDRs.

iv. It shall be possible for the user to edit existing selection criteria or create new criteria for selection of CDRs in the user interface (GUI) or with the help of very flexible and powerful scripting.

v. It shall be possible to verify the filter criteria prior to transferring the filtered data to a downstream application using Test Tools.

vi. Validation

vii. Mediation module shall provide a Validation check by specifying the criteria to ascertain that data records (CDRs) meet the defined logic so that invalid data records can be filtered out.

viii. User shall be able to define the actions to be taken for the records that do not meet the specified validation criteria. It shall be possible to either remove the record from the valid data stream and send it to a file for further analysis and error corrections - either for single error records or for batches or to leave the record in the stream and just log a message or repair the invalid fields using user-defined rules. Alternately, it shall be possible to raise an alarm.

ix. It shall have the capability to perform format validation and pre-defined validation criteria or both.

x. It shall be possible to run several validation processes in parallel. 

xi. Any modification to the validation rules shall be dynamic and shall be possible to be deployed at any time without impact on the operation. 

xii. Mediation module shall have provision for separate file logs for the CDRs that do not meet validation criteria defined by the user.

xiii. It shall be possible to Edit the existing validation criteria or to create new criteria using a GUI (Graphic User Interface). 

xiv. It shall be possible for the user to carry out further handling of the invalid records that has been saved in the user-configured directory in a separate file.

xv. User shall be able to validate individual fields or combination of fields within a record.

xvi. Mediation Module shall have the facility to ensure a sequential processing order of files and CDRs, if the Network Element generates sequence number in the CDR.

xvii. It shall have sequential processing of CDRs to know if any CDRs is missing or duplicated in the stream of CDR.

xviii. It shall be able to specify the number of error records and report, which are accepted before aborting the processing of CDRs.

xix. It shall remove all CDR records, which have error, and save these in a specified directory.

xx. Mediation module shall support the Header/Trailer Validation feature to check whether particular fields of a CDR file Header/Trailer are within the defined logic or range of values.

xxi. It shall be possible to generate a new Header/Trailer or modify the contents of an existing CDR file Header/Trailer.

xxii. It shall be possible to extract information from any CDR in a file, which can be used in the Header/Trailer generation.

xxiii. Mediation shall be capable to automatically correcting the error records based on user definable rules.

Edit / Bulk Edit

i. It shall not be possible to edit the master data collected from network elements within the Data Mediation system. All this data shall be stored in its original format. Processing of the master data shall result in the generation of derived file. However, it shall not be possible to modify the pricing parameters viz. calling no., called destination, duration of the call, etc. of CDRs even in the derived files. Mediation shall have user definable retention period for master and derived files. 

Merge

ii. It shall be possible to merge a number of CDRs files from a single source or multiple sources into a larger output file. The criteria for merging the files either from a single source or many sources shall be defined by the user. 

ID generation

iii. It shall be possible for the Mediation Module to generate & insert Unique ID in the CDRs, which may be required/used by the down-stream application.  Field width of unique ID shall be decided based on retention period of CDRs.

Duplicate CDR Detection

i. Detect duplicate CDR files and also to ensure that no CDRs are duplicated in the CDR stream.

ii. Check duplicate CDRs within the file and between multiple files. In addition, in the mediation system, it shall be possible to define the age of call for duplicate detection.

iii. Define the criteria of detecting duplicate CDRs with the help of GUI.

iv. Either filter out the duplicate data or direct it to a separate file in a user-defined directory or direct it to a separate downstream system or mark that event as duplicate and continue processing.

v. Create a log of the event and generate an alarm when a duplicate CDR stream is detected.

vi. Generate alarm when Number of duplicate CDRs found in a CDR stream exceeds user specified value.

Time gap detection

i. Mediation Module shall be able to support time gap detection functionality to ensure that there is acceptable time gap between two CDRs.

ii. Time Gap detection functionality shall be able to check the minimum as well as maximum acceptable time gap between consequent CDRs.

iii. It shall also be possible to check Time gap between the last CDR of one file and the first CDR of the next file.

Flexible Processing

i. Mediation Module shall support flexible processing to apply user-defined processing in the Mediation System. The flexible-processing feature shall allow the user to modify field values, access database or perform more complex format conversions.

Assignment/Manipulation

ii. Mediation Module shall support assignment functionality to change the order of the CDR fields, to remove fields in the CDR and to change the data represented in the CDR. Assignment functionality shall also support arithmetic operations and conversion of format flexibly. 

Database Lookup

i. Mediation Module shall have the facility to:

a. Support database look-up functionality for searching internal or external databases. Such searches shall be criteria based.

b. Validate or assign new information to existing fields in the CDR with the database look up functionality by predefining the values in Reference tables.

c. Retrieve values to assign these values to the new fields in the CDR.

d. Support the following modes of retrieval of information from the database:

e. Memory based table

f. Disk based table

g. Batch lookup.

Consolidation

i. Mediation System shall have the facility to:

a. Handle partial CDRs generated by the Network Element for consolidation of CDRs.

b. Merge the CDRs that belong to the same chargeable call into one CDR.

c. Define criteria for identifying the CDRs by the user that belong to the same chargeable call.

d. Define the merger of different fields before the consolidated CDRs are dispatched to post processing system.

e. Consolidate CDRs from different sources, which may use different formats (Multi vendor/Multi exchange) based on common matching criterion.

f. Encode consolidated CDRs into the external format required by the downstream applications.

Correlation

i. It shall be possible for the user to define criteria to match together and combine related records into a single billable event.

ii. It shall also be possible to correlate data generated from GPRS, IP, content billing or Voice over IP or Specialized Internet Services, Wireless calls with handoffs, Long duration calls. etc. Feeds in terms of GPRS, IP, Content etc services shall be taken from the mediation system of these services and correlation shall be done for the usage events.

iii. It shall be possible to correlate records from different network elements so that several CDRs from the same event may be combined into a single billable event. If an event is routed through several network elements it may be necessary to correlate the data from each network element.

iv. It shall be possible to correlate records across time if it is not possible for the system to successfully correlate certain records during user specified time.

v. It shall be possible for the user to define the rules for determining the correlation key (a field or combination of fields that can be used to match it to other related records) for the incomplete record.

Error Management/ Correction

i. Mediation module shall support several different error statutes with each status shall be having a user-defined severity level and processing instructions.

ii. It shall support both system-definition and user definition of error status and error reason code, which shall be unique to a process.

iii. It shall have the capability to reprocess all error records with error reason code, each time a process is run.

iv. It shall continue and process all other fields in a record if a field level operation fails on a field in a record. All multiple field errors within a record shall be recorded for processing.

v. All errors found for each record shall be stored as part of records along with error reason and error severity, and operation/process.

vi. It shall permit the user to view, correct, reprocess and delete the records in error status.

vii. It shall permit the user to group errors containing same errors within and across files for bulk processing and correction.

viii. It shall not prevent continued processing of the correct records present within a file - in the presence of errors within a file.

ix. It shall allow user to search and retrieve a record in error based on contents of any field or combinations of fields and shall allow scrolling through the list of error records and to review or correct them, if the search criterion results in multiple records.

x. For each record retrieved the device shall indicate error-status, reasons, severity and full record in the format applicable at the start of the process, which resulted in the error condition. It shall also be able to display all errors for a record if a single record is having multiple errors.

xi. It shall maintain a transaction history of each modification, deletion or release activity and permit the user to view all changes made to a record in error.

xii. It shall permit the automatic reprocessing of certain error types for user-defined number of tries, after which these shall be made available for manual processing.

xiii. It shall permit the ageing of the records against a user-defined schedule after which record shall be automatically removed from the system.

xiv. It shall mark all records and keep a count of errored records for auditing and reporting purpose.

xv. It shall indicate number of repair attempts per record.

xvi. It shall report current errored records and aged errored records.

xvii. Mediation System shall have flexibility in handling errors, like detection of duplicate CDR. 

xviii. Flexible error handling functionality shall support the following ways of handling an error:

xix. Abort on processing; when user defined maximum number of incorrect CDRs have been reached. The incorrect CDR file shall be processed immediately after all rectified files are processed when the job is restarted.

xx. Discard the CDR file and abort on processing.

xxi. Mediation System shall be able to discard the file and write the incorrect discarded file to an error directory and shall be able to continue with the next file.

xxii. The billing mediation system shall provide user configurable and table driven rules for the validation of the event record data. In general this feature shall provide the ability to:

xxiii. Check if particular fields within event records are valid or within a range of values, in order to filter out those records that do not meet the validation criteria.

xxiv. Reject corrupted and invalid data.

xxv. Generate log files for the event records that do not meet the criteria, and indicate the reason for rejection and record number.

xxvi. Add or modify criteria for event record processing without major system changes.

xxvii. Provide tools or utilities for reprocessing of rejected data.

xxviii. All rejected data shall be stored. It shall be possible to edit the rejected data in either single or batch mode. A complete on-line audit trail shall be available for all event record processing.

Alarm Generation

i. The system shall provide the capability for generating several levels of alarm notifications. The alarms shall be collected in a central system, which can be easily interfaced to other systems. The alarm interface shall support several types of notification method including File-based interface, TCP/IP Socket-based interface, SMTP (email) interface, SNMP traps, Unix System Log, and to remote printer.

ii. It shall record all alarms in a log.

iii. It shall differentiate alarms by error code, severity and logged date/time.

iv. Alarm severity level shall be user defined.

v. It shall be possible to present the alarms through GUI and to perform following tasks through GUI:

vi. Maintenance of alarm types & assignments

vii. Review of alarms

viii. Clearing of alarms within the log

ix. All systems/devices shall use same alarm system

x. It shall be possible to create and modify alarm text.

xi. Security access to the alarm function shall allow the standard functionality required for the system.

xii. It shall present currently active alarms and aged alarms (until they are cleared) along with status and severity. It shall also allow printing of reports of current and historical alarms.

xiii. It shall be possible to make alarm status and information available to an external alarm system.

xiv. Detailed reporting of alarms will be keyed by selecting a single line alarm entry from the high-level display screen.

xv. Display of currently active severe alarms shall be highlighted and rolled to the top of the high-level display screen.

xvi. Alarms shall generally be reported on files or logical groupings of data as they process.

xvii. Alarm detection entries shall be created for each alarm type if triggered.

xviii. Alarm detection shall be configurable and be switched on or off as needed

xix. Alarm detection shall be applied to all functional processes.

xx. Support for User Configurable Threshold & Alerts

Performance degradation warning

i. Notifications may be required for partial failure or performance degradation of the system, failure of data collection from the network elements and data distribution to the client applications, Rejected service orders, Failure of essential system processes, Complete rejection of a CDR record file.

Scheduling

i. Mediation System shall have a highly flexible scheduler, allowing the user to configure and specify when Mediation System will do system functions (collection, processing and distribution). It shall support user-configurable job scheduling, both time and event driven based. It shall have custom developed mediation modules, using Application Program Interface with the help of developer’s kit. It shall serve as central control point, responsible for starting and maintaining jobs, handling requests from the user interface.

ii. Following types of Scheduling shall be supported:

a. Periodic Scheduling- Mediation System shall support, periodic scheduling (weekly, daily or at an absolute time).

b. It shall be possible to combine multiple schedule configurations to define a running schedule that specifies when a group within a job will be triggered.

c. It shall be possible to periodically repeat schedules according to the setting of a repeat interval parameter.

d. It shall be possible to define absolute date and time specification, which designates one schedule trigger only to occur at the specified time.

e. File close scheduling: Following types of file closing scheduling shall be supported:

f. Based on the number of files queued up from the previous group in the job chain.

g. Based on the number of bytes queued up from the previous group in the job chain.

h. External Request Scheduling-Scheduling function shall support scheduling based on the external request.

Distribution

i. Mediation System shall have the facility to:

ii. Transfer multiple streams of CDR files (or records) to any number of Bill Systems and other Downstream Applications using following transfer protocols:

a. FTP over TCP/IP running on IP compliant LAN/WAN

b. CONNECT Direct over TCP/IP

c. ODBC

d. TCP/IP socket based transmission

e. Secure FTP

iii. These transfer protocols shall be supported over the network such as Ethernet, WAN, X.25 network etc.

iv. The device shall support a data stream distribution profile for each downstream recipient of data and the profile shall contain information including but not limited to Next Transmission Date, Next Transmission Frequency, Delivery Time, File Destination, File Name, Delivery Method, Login, Password, Number of Retransmissions, Transmission Protocol, etc. It shall be possible for the user to establish, view & modify the distribution profiles through GUI. 

v. For each downstream application, the user shall be able to define which network element’s data is to be assigned for distribution to that application.

vi. It shall be possible to track distribution status of individual files and it shall not be possible to de-allocate the data files until they have been transmitted to all the assigned destinations.

vii. The system shall send a single file/ record to multiple destinations. Audit counts & controls must always be maintained.

viii. The system shall support the generation of an output file directly on the destination system without the overhead of creating a local file copy.

ix. The system shall support recipient-specific data selection/exclusion rules & expressions based file formats. 

x. The system shall utilize the scripting language to support the selection/exclusion of records. Examples of such rules include but are not limited to (rules can be used in combination): exclude calls of less than a user-specified duration, include calls for a user-specified distributor, summarize records based on user defined criteria

xi. The creation, management and use of the scripts for distribution follow the same model used as part of mediation processing and is completely user-configurable.

xii. The system shall be able to format records such as 

a. direct mapping of a field into a specified position in a specific format,

b. Converting the data in the field, 

c. Concatenating data from two or more fields into a single field, 

d. Splitting data from two or more fields into a single field, 

e. Changing a field definition, 

f. Deriving data from two or more fields in the record, 

g. Adding data from internal or external tables or files, 

h. Replacing data with data from internal or external files

i. Ability to transfer of files to Disk with optional capabilities to transfer files to Magnetic Tape Drive and optical read/write disk drive.

j. Ability to transfer of files to another Mediation System.

k. Ability to Set/change the name of the files to be distributed by the user. The functionality shall support many name components to choose from including but not limited to qualifier, source, source file, separator between the name parts and type of data.

l. Alert a post processing system before or after distribution of CDR files.

Monitoring

i. Mediation System shall facilitate monitoring of active jobs. It shall be possible to monitor the following information about the active job:

a. Job Name

b. Group type

c. Job and group identifiers

d. The data file currently being processed by the group

e. The source name of the collection group

f. The destination name for the distribution group

g. The date and time of the monitored activity

Logs

i. Mediation device shall provide information in the form of following logs:

Audit log

i. Audit log shall store information with respect to CDRs and any other data acquired by the Mediation system for a particular function. It shall maintain historical information about the processing of received CDR files.

Event log

i. Event log shall contain information related to job handling and events from the Mediation System background processes. It shall be able to display logs of processes including but not limited to occurrence of an event, status of job of a particular event, user associated with the event and date & time of the logged event.

User log

i. Mediation System shall have the capability to log user actions and entities related to these actions. The user log function shall assist the system administrator to detect the security violations by any user.

Error and Information Log

i. Error and Information log shall keep the information regarding any error conditions that occurred on the system, as well as information regarding routine activities.

Command log

i. Command log shall provide the details of all user commands entered along with the time and the user id of the person who entered them.

Data Collection log

i. Data collection log shall contain an entry for each file received. The entry shall include the file name, the Network Element from which it was received, the size of the file and the time it was received.

Data Transmission log

i. Data transmission log shall contain an entry for each file transmitted. The entry shall include but shall not be limited to the file name, the Billing Entity it was transmitted to, the size of the file, the name of the file on the Billing Entity, and the time it was transmitted.

Tape Log

i. Tape log shall contain an entry for each file written to tape. The entry shall include file name, the size of the file, the name of the file on the tape and the time it was written.

Disk Cleanup Log

ii. Disk cleanup log shall provide an entry for each file that is removed from disk by the de-allocation process. The entry shall include the name and size of the file, and the date and time of its creation.

Application Log

iii. Application Log shall contain messages generated by the Mediation Application Modules, such as Filter, Search and Format.

Management

i. The data mediation system shall have following management function:

a. Application, database, restoration and backup procedures.

b. Ability to store data in compressed mode.

c. Ability to define user’s profile & privileges for each Mediation system function.

d. Function where system or database administrator shall only have the authority to change the user’s privileges.

e. Support for hot-billing on the existing Network Elements which provides this facility to speed up collection, processing for distribution of CDRs, to the billing system immediately after termination of calls.

Elimination/Filtering

i. The system shall accept user configurable and table driven rules for the extraction/elimination of CDRs or specific CDR fields per destination route. Elimination/Extraction may include uncompleted and abandoned calls, Calls below a specified minimum duration, A party number, B party number, Tele-service type, IMEI & Cell site( CDMA), CDR record flat, etc.

ii. It shall be possible for the user to verify filter criteria prior to transferring the filtered data to a downstream application so as to confirm that the filter is working as intended.

iii. It shall be possible to filter the CDR records for an individual or a group of customers based on configurable criteria.  This shall be necessary to offer Corporate Bill by segregating all CDR records from incoming CDR stream for different set of groups and sending the same to one of the convergent Billing for corporate billing.  There shall not be any limitation on number of individual or Corporate customers for filtering purpose.

iv. An audit trail shall be available for all CDR elimination’s

Statistics and Reporting

i. The system shall have exhaustive built in statistical and reporting capabilities with option for on-screen viewing, printing and shall have relevant software for generation of custom reports by the users. It shall have a friendly GUI so that adhocreports, and MIS graphics can be generated easily. The system shall be capable of producing reports including but not limited to: 

ii. Number of CDR files collected per day from each network element.

iii. Number of CDR records delivered to downstream systems. 

iv. Number of service orders per network element including an indication of their progress. This pertains to provisioning of new subscribers in mediation system.

v. There shall be a mechanism to export report data to an external ad-hoc reporting tool.

vi. It shall be possible to generate various administrative reports, Rule set reports, collection and transmission reports, verification & processing reports, Record processing accounting report (to provide details of mediation modules) etc apart from system log on errors, commands & events. 

vii. Apart from the above auditing reports, it shall be possible to define information to be collected that is as per the user requirement (tailor-made reports)

Data Partitioning

i. The system shall be capable to partition the data received from the switch into different streams based on user-defined criteria. It may be based on the type of the generating Network Elements or CDR record flag.

Administration & Maintenance

i. The system shall facilitate the administration and maintenance of multiple instances of the Mediation system by providing a consolidated view of state information and alarms from multiple systems

ii. The system shall allow for centralized user administration so that DM(data Mediation) user logins across multiple systems can be maintained from a single location.

iii. The system shall summarize the status of Sources and Destinations (Active, Inactive, Abnormal and Suspended).  The System Summary Status shall be updated dynamically.

iv. In addition to monitoring the system shall provide a means to allow corrective actions and provisioning from the web based interface i.e. Data entry in mediation system wrt addition/deletion/updation of new services.

Security

i. The system shall allow administrator to restrict physical/logical access to the system. The administrator shall also be able to restrict access for authorized users to only those information resources necessary to fulfill their assigned job functions

ii. The system shall allow administrator to Maintain integrity of the system data, Monitor system activity, Identify and respond to unauthorized accesses or intrusions.

iii. The System shall generate Warning messages and display proprietary notices on login.

iv. The System must support Automatic password aging for user logins.

v. Mediation administrator shall be able to trace input commands entered through the command line user interface. Log files shall contain audit records tagged with the user ID of the user that executed the command.

vi. All data files are owned by Mediation application to assure data integrity from co-resident applications.

SECTION – 5 - PART B-24
Enterprise Application Integration (EAI)

General

i. An Enterprise Application Integration (EAI) product is required to automate business processes for service management, assurance and fulfillment across the various BSS/OSS applications. The point-to-point links between various BSS/OSS applications for inter-application integration. EAI solution shall provide an architecture that supports business process and data integration for publish/subscribe & request/response scenarios and to enable business processes to be independent of the specific BSS/OSS applications.

ii. Such architecture is desired to provide enough flexibility to phase out a BSS/OSS application or integrate a new application with minimal integration effort. The bidder shall be responsible to define the Business processes as part of the System Requirement Study and implement these processes across the BSS/OSS applications. The EAI solution shall have the following components:

iii. Core offering shall comprise of transport & transformation layer and shall have facility to develop Process workflows to coordinate the actions of, and data movement between, all applications involved in a given business process.

iv. Connectors to connect to various applications i.e. CRM, Billing, Provisioning etc as per BSNL’s processes.

v. Adapters / Connectors to connect to legacy applications and technologies such as JDBC, COM, LDAP, TEXT, XML, Web services etc.

vi. The EAI solution shall meet BSNL’s future requirements for Business Integration and shall have capabilities for:

a. Modeling business processes.

b. Connecting to customers and trading partners.

c. Monitoring business processes end to end.

d. Manage business effectiveness and improve the processes for which the metrics shall be designed by the bidder.

Architecture Requirement

i. The EAI solution shall be sized to meet the current requirements and provide a comprehensive suite of software components for integrating disparate enterprise applications that include packaged applications as well as in-house, custom, and legacy applications.

ii. The underlying messaging shall provide a robust platform for EAI, B2B, business process management, web services and wireless implementations.

iii. The EAL solution messaging infrastructure shall support routing of messages based on message content. The messaging infrastructure shall support both synchronous and asynchronous communications

iv. The messaging infrastructure shall support self-describing data formats, XML descriptions of the messages

v. Configuration data shall be held in an common repository

vi. The interaction between various applications shall take place through a repository of business objects, which adhere to industry standards.

vii. The EAI solution shall have a GUI based modeling tool that shall allow selecting these Business Objects to design business workflows and graphically represent the flow of work across people and application systems.

viii. The Business Objects shall define business and integration processes across boundaries of the BSS/OSS solution in the form of an Event, Request or a Response.

ix. Event – As a result of the occurrence of an operation within an application that caused a change of data would lead to an event business object.

x. Connectors/applications send event business objects to Process workflows.

xi. Request – When a business process requires the application to perform a task, Request business objects are sent from Process workflows to Connectors/ applications.

xii. Response – When the processing of a request has got completed, response Business objects are sent from connectors/applications to Process workflows.

xiii. The integration logic shall be provided in an application independent manner (ie usage of generic business objects at the integration hub, thus leading to application independence), with the transport layer providing guaranteed/assured message delivery, high performance and scalability to meet current and future needs.

xiv. Application specific logic is isolated to the appropriate Adapter whose responsibility is limited to event notification, data input/output and object transformation to/from the Business Object repository. Application Adapters will connect the following but not limited to, packaged applications to the EAI Server.

a. CRM, ERP and Financials

b. Billing/ Mediation

c. Data Warehouse

d. Provisioning

e. Internal applications

f. Internet applications

xv. The EAI solution shall track the business events while they execute in the connected software systems to ensure the completion of the business process.

xvi. Key performance indicators or business measures, which are assigned during modeling, shall be viewed in real time. It shall also allow controlling operating results of key business processes through role based user interfaces and by generating alerts for unfavorable conditions.

xvii. The repository for business objects shall also provide facility to have Application Specific Business Objects so that the information available in the Business Object is understood by the application. The Application Specific Business Objects has according to the application’s interface requirements.

xviii. The technical information about various business objects available in the EAI product shall be provided along with the technical bid.

xix. Bidder shall also furnish the list of BSS/OSS applications for which Application Specific Business Objects are available out of box. The technical information about the same shall be furnished along with the bid document.

Process Workflows

i. The EAI solution shall have easy to use business process modeling tool, which allows the user to build Business Processes. The EAI Tool shall support the building of following but not limited to business processes. Pre-built process workflow complying Tele management Forum’s eTom standard shall be preferable to cut short implementation effort and time.

ii. Product Development and Retirement - This shall manage the creation of services, allowing the quick introduction (or retirement) of telecommunications services. This means that new services or changes in service levels can be introduced rapidly.

iii. Customer Order Handling - This shall manage customer information and order information, which streamlines telecommunications order-handling activities.

iv. Customer care can then use the managed information to process the order and authenticate and set up the requested service, thus minimizing the time and effort to perform the order handling.

v. Customer Service Configuration and Activation - This shall manage the configuration details for activating a telecommunications service. Based on the service order, it enables the setup and activation of various services and processes the order after testing the delivery of the service.

vi. Resource Provisioning and Allocation - This shall manage the setup of work orders for telecommunications fieldwork and service installation. It shall streamline the process, reducing lag time between the steps of taking a service order and setting up fieldwork.

vii. Customer Billing Management - This shall manage telecommunications customer billing accounts. When someone reports a billing problem, it shall allow the company to manage the billing accounts in question and resolve the problem.

viii. When a service is provisioned, it shall allow for the activation of the billing account for the billing cycle.

ix. Customer Problem Handling - This shall manage all problem resolution, including problems with telecommunications orders, service and billing. It shall allow tracking resolution or progress in solving customer problems for improved customer satisfaction.

x. These Process workflows shall have facility to be customized to fit BSNL’s specific requirements through the use of EAI product’s graphical modeling tools.

Connector/Adapter Architecture

i. Connectors are the main interface between Process workflows residing in the Hub/Bus, and the target end-point applications. Connectors allow applications to participate in an integrated business process solution.

ii. Connectors shall have two functional responsibilities:

a. To serve as a “connection intermediary” between the Hub/Bus and the target application. The connector shall be responsible for bridging the protocols from each side of the interface – MQ, RMI / IIOP, HTTP/S messages to and from the Hub/Bus and function / procedure calls to and from the target application.

b. To serve as a “translation intermediary” between the target application and the Hub/Bus. The connector is responsible for bridging the data formats from each side of the interface – business objects in XML to and from the Hub/Bus, and data item parameters to and from the target application.

iii. A large number of ‘off the shelf’ adapters shall be available. Standard adapters shall be available to connect to standard technologies and legacy applications.

iv. The EAI tool shall also provide software development kit and toolset for developing custom application interfaces or modifying existing interfaces

v. Adapter shall be able to reference common business objects and naming standard via a shared repository.

vi. For the new versions of the application, the EAI vendor shall ensure that the adaptor for the new release is available within 3 months of the major release of the application.

Connectivity Services

i. Connectivity between the Hub/Bus and the application end-points is provided by the numerous protocols supported by EAI. Following protocols shall be supported.

ii. Messaging and Queuing via JMS

iii. Hypertext Transfer Protocol (HTTP / HTTPS) – for applications that are located in geographically dispersed locations across an Internet connection.

iv. RMI / IIOP – for remote conversations between a connector controller at the integration hub/Bus, and its corresponding connector agent at the application endpoint.

v. FTP – for the bulk transfer of data files across locations; typically ideal for batch interfaces.

vi. SMTP – for email interfaces.

vii. Other externally callable services shall be exposed as APIs in a variety of languages via COM, CORBA, Web Services (SOAP) Event handling shall be extensible to following standards (Java, .NET and XML).

Transaction Management

i. The Process workflow shall be a controlled processing allowing rollback and isolation checking of transactions, if required. If an error occurs during execution of the Process workflow, EAI solution shall roll back the scenario.

ii. The EAI tool shall provide high reliability and support for long-lived processes that cross multiple applications by providing compensating transaction rollback and recovery. These compensating transactions may span multiple applications.

iii. The solution shall support distributed transaction management (coordinating transactions across one or more resource managers either on a single machine or multiple machines within the network, ensuring that all resources for a transaction are either updated or rolled back).

iv. The solution shall support XA-compliant transaction control.

v. The solution shall support long-running transactions spanning hours, days or even weeks with full ACID transactional control and 2-phase commit of all changes to process state data.

Security

i. The solution shall support message-level encryption with SSL. Standard encryption algorithm (including RC2, RC4, DES, 3DES and AES) shall be supported.

ii. The solution shall provide highly granular run time authentication and authorization.

iii. The solution shall support Web Services Security standard.

iv. The EAI solution shall allow user id and password information to be authenticated from LDAP.

v. The EAI solution shall offer reliable transport over the Internet, SSL-based security, and shall be firewall friendly.

vi. The tool shall provide facility to connect to various directory services through a JNDI interface, which covers the majority of directory services, including LDAP, Microsoft’s Active Directory etc.

Scalability

i. EAI server shall support federation and clustering for load balancing.

ii. The reliable messaging transport shall be able to support high volumes of messages.

iii. The business process engine shall support a distributed architecture for processes, concurrent processing and multi-threading

iv. The adapters shall support multi-threading and also be able to run in parallel mode (multiple spawned processes to support single threaded application APIs)

v. EAI platform shall be linearly scaling.

vi. EAI solution shall support vertical scalability through dedication of resources by function.

Business Process Modeling

i. The Integration platform shall have good modeling capabilities. It shall be possible to model business processes within and across the organization, including people, partners and organizations.

ii. EAI tool shall support a range of options for process definition:

iii. Processes shall be able to be built from scratch using a GUI interface

iv. It shall be possible to store the process definitions on the file system, if this is used for version control and documentation in a team development environment, or on the analysts’ workstation if they are using standalone installations.

v. The modeling tool shall have capabilities of Process Simulation. It shall help in process analysis and comparison of “as is” and “to be” processes on metrics such as cost, time etc.

Process Monitoring

The EAI monitor component shall

i. Provide extensive, business oriented reporting capability with process analysis reports. It shall provide GUI for definition of reports on current and historical process data.

ii. Support for real-time metric reporting capabilities, including data flow through the solution including identifying “hot spots”.

iii. Support for event-driven alerts/notifications

iv. The solution shall provide a console rendering graphical views of process definitions as well as current state of instantiated processes.

v. The management solution shall be able to integrate with other system management tools (i.e., Tivoli, BMC, HP Openview, SNMP, log-based, etc.).

Performance and Scalability

i. The EAI solution shall be scalable to support the future requirements of BSNL.

ii. BSNL may opt to introduce, phase out new / existing systems. The proposed EAI solution shall also support future expansions.

iii. The workflow system of EAI shall support multiple simultaneous instances of executing business processes.

iv. Load Balancing and Fault Tolerance: The EAI infrastructure shall support Load balancing and high availability configurations.

SECTION – 5 - PART B-25
Service Partner Billing, Settlement and Accounting System
(SPBAS)
General

This application can be part of Billing application also. The objective of Service Partner Billing and Accounting System is to: 

i. Manage the contract between service partners through its entire lifecycle

ii. Process service transactions based on the contractual terms and conditions and derive partner’s share in the BSNL’s retail revenue

iii. Produce an invoice for the share of revenue

iv. Introduce adjustments into the settlement to awards bonuses, impose penalties, or make amendments to revenue share

v. Produce customized reports as per the user requirement. 

vi. Assist management in strategic decision making through integration with de facto Analytical Systems

vii. Improve Partner relationship and experience through operational visibility and electronic communication via Partner Self-service

Operational Requirements

i. The system shall be capable of performing Service Partner settlement and accounting, for Content/ VAS and other 3rd-party services, as per industry standard practices. The system should support determination of revenue share for various types of services imparted to the BSNL’s customers by the telecom as well as non-telecom partners.

ii. The main functions of SPBAS shall be:

a. To calculate the settlement amounts between various service providers based on Event Detail Records (EDRs) generated by various types of service gateways (content gateway, media gateway, service delivery platforms, etc.).

b. To generate billing and invoicing based on the customers’ transactions processed and the contractual revenue share defined thereof.

c. To Provide a Graphical User Interface for all user-defined reference data related to Service Partner agreements, in order to define and manage the data through it evolution

d. To validate, filter, rate and store all EDRs for a service partner during a user defined billing period for further retrieval for viewing and printing

iii. The Billing system shall support centralized databases for the purpose of Service Partner Billing for BSNL (if distributed, then administration and control should be centralized)

iv. The Revenue Share system shall be able to uniquely maintain and identify agreement details for eg. Billing cycle, billing format, revenue share for EDR types, rating criteria based on service category, etc. for each of the partners such as CPCs (Content Publishing Companies), CDPPs (Content Delivery Platform Providers), CAGs (Content Aggregators), VASPs (Value-added Service Providers). System shall also have the flexibility to treat above as separate business units based on their nature of business.

v. Customer transactions related to various service partners shall be identified by partner identity and/or service identity in the EDR

vi. It shall be possible to rate EDRs with as well as without any ‘Customer Identification’ for service partner billing.

vii. The system shall perform syntax and semantic checks. EDRs having errors shall be stored and identified separately with relevant error indicators. The system should allow, at a later stage, to correct and reprocess the error records in order to avoid revenue leakage and fraudulent activities.

viii. The input information for processing shall be provided by a suitable Mediation System in the form of standard formatted Event Detailed Records (EDRs), which have been verified and accepted by the Mediation System for some pre-determined checks and verifications (like duplicate EDRs to be filtered out, ensuring that the EDR is for service partner billing only, etc.) shall be forwarded by the Mediation System to the SPBAS for further processing.

ix. The stored reference data for unlimited number of partner agreements must be modifiable – preferably through a GUI,

x. The process of modification must be such that the changes can be done directly through the online interface or offline in an MS Excel (for example) and   ported on to a live system with the least intervention.

xi. Security controls like authorization for permissible modifications to be made to the reference data only through BSNL authorized personnel using passwords at different levels must be provided. Additionally System shall facilitate creation of various User Groups having access to defined ‘Security Objects’ to grant or prevent access to certain application windows.

xii. An audit trail must be provided for recording all the relevant changes made in the reference data. Audit trail shall include but shall not be limited to: 

a. Date and Time Stamping

b. User Identity

c. Before and After Image of the Change

xiii. As the reference data can be voluminous, a batch tool/ utility to facilitate the updating and changing of large amount reference data shall be available

xiv. The checks are to be performed to ensure that EDRs contain all required relevant data. This is essential before any further processing of EDRs is undertaken. Only the validated (approved and accepted) EDRs shall be forwarded for further processing. It should be possible to modify the validation rules as and when the business requirements/ contractual conditions are modified.

xv. Those EDRs, which are not accepted for onward processing, must be separated and tagged as ‘Error EDRs for further action. System must provide an Error Summary Report (both on-line and in printed format) which could be examined by error type (eg. Rate not found, Invalid date etc.) and also by error value. Facility to Drill down to individual EDRs in errors would be required.

xvi. The approved and accepted EDRs shall be subjected – using the reference data, with the means of a ‘Pricing Engine’ within the software, to provide the output result in the form of ‘Priced EDRs’ and the same shall be stored under the control of the system

xvii. The provision has to be made to edit and correct the ‘Error EDRs’ and it shall be possible to re-input edited and corrected EDRs for full cycle of processing once again. The systems shall also allow for bulk correction of error calls of same error type.

xviii. Provision has to be made for re-pricing of the EDRs, which have already been priced under revised business conditions. This provision shall be available not only within the retention period for the EDRs stored but also for the EDRs to be extracted from the warehoused EDRs also.

xix. System shall provide for storage of priced EDRs for 90 days or more (based on business need for reconciliation) to be known as ‘Retention Period’.

xx. Provision for making and handling inquiries on Priced EDRs, reference data and any other information within the SPBAS shall be available to the user/operator through an online GUI interface. Additionally system shall have a facility to group/summarize the priced EDR information based on ‘User Defined Field’ on the EDR.

xxi. The software shall produce customized summary reports. The reports may be based on different business requirements including but not limited to pseudo invoices, Summary by Partner, Service Category, Services/Products, Content Quality (genre, format bit rate, popularity, etc.), Service Delivery SLA compliance, Slabs or Tiers, administrative unit wise (SSA, Circle, etc.).

xxii. In addition to the summary reports, the SPBAS must be capable of providing information for other optional downstream products and applications like:

a. Export of summary data and files as per requirements of Financial Management System

b. Service Profitability Analysis System (Business Intelligence)

c. Reconciliation Systems

d. Non-Event Billing Systems

e. Retail Billing System

f. Fraud Management System

User Interface

i. The users of SPBAS shall be able to access the application from the dedicated terminals as well as the web interface also. A separate web portal shall be developed by the Bidder to enable the users of various levels to access the EDR Collection status, Mediation status, downloading the Invoices, OG statements and many other reports. It shall be able to implement the complete error escalation workflow prescribed by BSNL.

ii. A separate user interface shall also be provided for the service partners to access respective revenue share details as well as invoice statements.

Services

i. The SPBAS shall be able to accept and process different types of EDRs coming from different services including but not limited to:

a. Mobile Telephony GSM & CDMA

b. GPRS

c. Data Sessions

d. Short Messaging Service (SMS)

e. Internet services (excluding VoIP)

f. Intelligent Network Services

g. Content Delivery Services

h. Value-added Services

i. Logistics Services (delivery of on-premise equipment, etc.)

Rating

i. SPBAS shall be able to provide different types of rating requirements based on normal industry practices and depending on different business conditions and regulatory norms, from time to time. The SPBAS shall be capable to accepting different ratings. It shall be possible to use same rating engine for content transactions, video streaming, SMS-based VAS, delivery tracking service transactions, and other services

ii. A separate user interface shall also be provided for the service partners to access respective revenue share details as well as invoice statements.

iii. It shall support rating with different rates for all the combinations of one or more of the following attributes, which shall be configurable:

a. Media Gateway

b. Service Order/ Request Timestamp

c. Mode of Service Delivery

d. Customer Identification

e. Service units (Sessions, Downloads, Service Orders, etc.)

f. Start time of Day Breakdown “Peak, Standard, Economy, etc.’

g. Partner/ Service Provider

h. Service Category (Basic, Concessional, Premium)

i. Content

j. Volume

k. Bandwidth

l. QoS for Data Services

m. All the above combination of parameters to be rated with Units instead of values.

iv. All the above combination of parameters to be rated with Data Packets/ Sessions/ Orders instead of with values.

v. System shall be able to do the pricing based on tiered/stepped rates and in conjunction with breakdown of transaction elements.

vi. System shall support both direct and cascade billing as well as statement in different currencies.

vii. System shall support EDR re-rating and adjustment allocation.

viii. System shall be capable of having a maximum or minimum value for revenue share purpose

ix. System shall be capable of rating up to the 5th decimal place.

x. System shall be capable of re-rating the Priced calls at either of EDR or summary levels for rate changes and there must an auditable trail and records of changes carried out by the system.

xi. System shall be capable of rating based on gateway-based charging.

xii. It shall be possible to apply a special rate for a corporate customer

xiii. It shall be possible to Roll-back EDR files completely, removing all charges.

xiv. Depending on the service delivery mode, all the partners involved therein (content publisher, content aggregator, platform provider, logistics provider, etc.) should be provided revenue share based on a single service transaction. The system should provide mechanism to develop and maintain revenue share schemes to share revenue between all the involved partners.

Billing & Accounting

i. Apart from basic function of generating the billable amount, under the billing system:

ii. The Solution shall be possible to select the periodicity/frequency of generating billing summaries/ bills (monthly, weekly, by specific dates, etc.) with flexibility of having different block periods for different partners, in different currencies, showing different discounts.

iii. SPBAS shall be able to generate summaries by revenue amount slab for different carrier.

iv. SPBAS shall have the capability to handle late arrival EDRs after a specific billing period is closed so that the amount associated with those EDRs can be accounted for (provision for suppl. Bill)

v. Invoices are required to be produced periodically (e.g. monthly) in a standard format and will be produced per service and operator for individual units

vi. The invoice generated will include; the service types, no. of  aggregated transactions, quantity, amount and total amount for each combination of service, service class, currency and tariff class rated during a specified period. Final format will be decided by BSNL and the format will be subject to modifications from time to time depending on the requirements.

vii. It shall be possible to produce preliminary statement before final statement for verification of information.

viii. The system shall have the capability that, on production of final statement, General Ledger and the Operator Ledger are updated. 

ix. It shall be possible to enter statement number series in the initial set up.

x. It shall be possible to have one number series for outgoing statements, one number series of incoming statements and one for adjustments.

xi. It shall have the facility to store information about the home operator and all operators with whom settlement is performed.

xii. It shall be possible to keep traffic account balance in the local currency on each partner account.

xiii. It shall be possible to display on screen the detailed statement information and also for both outgoing and incoming statements.

xiv. The statement shall comprise of the currency used for each transaction, the amount in that currency and the corresponding amount in the local currency.

xv. It shall be possible to adjust operator accounts using an on-line routine, on both at detailed and aggregated level.

xvi. It shall only be possible to make adjustment against final statement.  The adjustments made shall appear on the next statement with a reference to the number of the statement adjusted.

xvii. It shall be possible to keep a log of all adjustments.

General Ledger Interface

i. The general ledger interface shall provide support for coding the financial transactions produced in the service delivery system, according to the general ledger requirements.

ii. It shall be possible to create routines of the following types in the statement production and Partner ledger module:

a. Service Revenue Share statements

b. Adjustments Statements

c. It shall be possible to produce general ledger report on request.

iii. General Ledger report shall have API for providing the general ledger transactions.

Partner Reconciliation

i. It shall be possible to have multiple reconciliation agreements with each Partner.

ii. It shall be possible to flexibly configure the Aggregation level for reconciliation.

iii. It shall have the ability to build new rules for comparison based on the specification (standards) being followed or the agreement with the service partners.

iv. It shall be possible to build rules for generating reports for discussing and resolving identified discrepancies.

v. It shall be possible to introduce Adjustments based on the pattern of adjustments agreed earlier.

vi. It shall be possible to update the General Ledger as per the latest situation of Reconciliation so that amounts in various stages of reconciliation can be tracked.

vii. System shall:

a. Support configuration of complex settlement agreements

b. Keep track of all settlements made between operators

c. Keep track of payments made and match them with the invoices

d. Track outstanding against any particular partner and compute penalties for past dues, if any.

e. Ability to reconcile service providers’ statements / bills against information in the SPBAS

f. Ability to produce reports on variances based on reconciliation; Variance tolerance limits to be configurable

Bonuses and Rewards

i. The SPBAS shall have arrangements for providing bonuses and rewards on billed traffic based on various factors such as commitment of traffic – either total or during a specific period of the day on a specific day, or total revenue or by product/service or by a destination/location, or by direction. And the bonus arrangements with partners could be based on business agreements for different periods of calendar time – e.g. the billing cycle may be monthly, but BSNL may have an agreement with a carrier for usage over a quarter or half year period.

ii. The SPBAS shall be capable of generating bonuses from the summary statements generated for any of these conditions of criterion.

a. The system shall support the following bonus types :

b. Flat / bulk 

c. Tapered  

iii. Ability to support bonus plan matrix, based on volume & services.

iv. This bonus application will be performed at the closure of a billing period within the application

Accounts and Payments

i. There shall be a Provision to pass adjustments like debit or credit notes.

ii. A detailed audit trail shall be maintained in respect of changes/ modifications made to either the system or any parameters having financial implications.

Reports

i. Periodic or Hot Reports for all transactions for each gateway for any particular period(s) after evaluating each transaction.

ii. Periodic or Hot Reports on accounts settlement with service partners (Gross debits, credits, and the net amount receivable/payable) for any particular period.

iii. Details of cancellations of amounts due from other service partners at any time, with age analysis – partner wise.

iv. Details of adjustments in respect of any partner during any period.

v. Provision for charging Interest (Simple or Compound), or flat Late Payment Surcharge from other service partners for delay in payment of net dues, and periodic or instant accounting reports thereon.

vi. Provision for application of Service Tax/Sales Tax/any other levy, as required by law, at any point of time, on the amounts, payable to service providers; and accounting reports thereon.

vii. Reports on volume of traffic for a particular period.

viii. Service Partner wise and SSA /Circle/Country-wise exception reports on the number of EDRs received for valuation, number of EDRs valued (and total value) number of error EDRs with details for a particular period.

ix. Reports on the reconciliation of EDRs both incoming and outgoing generated at each gateway with the electronic details furnished to partners for any particular periods.

x. All reports on billing & accounting aspects must be made available by the SPBAS individually Gateway, SSA, Circle and all-India levels, to facilitate proper Internal Check, meet the demands of External Auditors and to simultaneously act as a deterrent to Revenue Frauds and Leakages. 

Taxation

i. Ability to support different tax packages and tax values coexist in the bill

ii. Ability to support tax exemption based on a ‘Tax Exempt’ flag

iii. Ability to generate all tax details for both A/R processing and also for the bill presentation purposes

iv. Ability to provide taxes with respect to all charge types.

v. Reference data administration

a. Tax types

b. Tax amounts 

System Operation

The SPBAS shall be able to provide for the user/operator to:

i. Monitor routine operations under processing.

ii. Maintain routine housekeeping requirements and records on periodic basis as spelled out by the management.

iii. Control the operations under processing in the System.

iv. Able to query the processing under the system.

v. Make the necessary changes as required in the processing based on business demands – with an audit trail of the changes incorporated.

vi. Provide for adequate security controls to enable only authorized personnel to make the process changes only.

vii. Check the number of EDRs processed vis-à-vis number of EDRs received from the mediation system and to ensure that each EDR is priced and billed correctly.

General System Features

The Service Partner System shall have following attributes:

i. Proven, Robust and Scalable.-specify in sp. Conditions

ii. Shall have been benchmarked for more than 200 million EDRs/day operations.

iii. Performance Guarantee

iv. Minimal Customization

v. Ongoing Product development and Focus – Product roadmap

The Service Partner system shall have menu driven Archive and Restore facility.

The Service Partner system shall have comprehensive Error management capability including following:

i. Descriptive Error codes

ii. Analysis of error records

iii. Presentation of detailed error reports

iv. Editing capability

v. Audit trail of changes and corrections

vi. Mass change/correction capability

vii. Bulk Authorization 

The Service Partner system shall have a facility to set aside the transactions for which no tariff has been finalized. Once the rates are negotiated and captured into the system, the user shall be able to submit these un-priced EDRs for rating.

Online Help

The Service Partner system shall provide extensive online Help.

Interfaces

i. System shall be able to receive EDR files from more than one Media Gateway.

ii. Reference data shall be able to be received automatically from more than one system

iii. Output interfaces shall be available to financial systems (General ledger, Accounts receivable, Accounts payable).

iv. System shall support output files in either ASCII, or HTML formats in the form of flat files for financial system.

v. An output interface shall be available/ configurable to a management information system (data warehouse).

SECTION – 5 - PART B-26
Inter operator billing and Account system (IOBAS)
General

The objective of Inter-operator Billing and Accounting System is to: 

i. Manage the contract between operators through its entire lifecycle

ii. Process inter-operator calls based on the contractual terms and conditions

iii. Produce an invoice for the calls delivered by/ from another operator.

iv. Validate/ check the invoices received from other operators for the calls handled by the system.

v. Produce a summarized statement (a net settlement between the two operators).

vi. Introduce adjustments into the settlement as an outcome of dunning process

vii. Produce customized reports as per the user requirement. 

viii. Assist management in strategic decision making through integration with de facto Analytical Systems

ix. Improve Partner relationship and experience through operational visibility and electronic communication via Partner Self-service

Operational Requirements

i. The system shall be capable of performing Inter-Operator settlement and accounting, both in case of domestic and international calls for wire-line, wireless and VoIP operations as per industry standard practices like ITU recommended settlement practices, Bilaterally agreed settlement practices, Regulator recommended settlement practices, etc. The system should also support settlement and accounting for national ported numbers and should accommodate various pricing components involved with the porting resolution and redirection.

ii. The main functions of IOBAS shall be:

a. To calculate the settlement amounts between various network operators/service providers based on CDRs at a Point of Interconnect (POI). The POI is identified by a ‘trunk group identity’ in a CDR. The point of Interconnection can be a Local Switch or NLD Switch or  MSC of GSM Network or an ILD Switch. In case of VoIP services, the point of interconnection can be a media gateway/ softswitch as well.

b. To generate billing and invoicing based on the calls processed and the rate defined thereof

iii. To Provide a Graphical User Interface for all user-defined reference data related to Interconnect agreements, in order to define and manage the data through it evolution

iv. To validate, filter, rate and store all CDRs/ IPDRs for an operator during a user defined billing period for further retrieval for viewing and printing.

v. The Billing system shall support centralized databases for the purpose of Inter-Operator Billing for BSNL (if distributed, then administration and control should be centralized)

vi. The Interconnect system shall be able to uniquely maintain and identify agreement details for eg. Billing cycle, billing format, rates for CDR types, etc. for each of the operators such as FSPs (Fixed Service Providers-Basic & WLL-fixed and Mobile), CMTO (Cellular Mobile Telephone Operators), NLDOs (National Long Distance Operators), ILDOs (International Long Distance Operators), ISPs etc. System shall also have flexibility to treat above as separate business units based on their nature of business.

vii. Calls to various operators shall be identified by ‘trunk group’ identity and/or ‘called number’ in the CDR/ IPDR.

viii. It shall be possible to rate CDRs with as well as without any ‘Calling number information’ for inter-operator billing.

ix. The system shall perform syntax and semantic checks. CDRs having errors shall be stored and identified separately with relevant error indicators. The system should allow, at a later stage, to correct and reprocess the error records in order to avoid revenue leakage and fraudulent activities.

x. It shall be possible to map ‘Carrier Selection Code’ contained either in ‘Called Party Number’ or in any other field in CDR, to various long distance operators.

xi. ‘Carrier Selection Code’ will consist of two-digit Carrier Access Code (CAC) (e.g. ‘10’) followed by two/three digit Carrier Identification Code (CIC). Trunk prefix for national call is ‘0’ and international calls is ‘00’.

xii. The input information for processing shall be provided by a suitable Mediation System in the form of standard formatted Call Detailed Records (CDRs)/ Internet-protocol Detailed Records (IPDRs), which have been verified and accepted by the Mediation System for some pre-determined checks and verifications (like duplicate CDRs/ IPDRs to be filtered out, ensuring that the CDR/ IPDR is for inter-connect billing only, etc.) shall be forwarded by the Mediation System to the IOBAS for further processing.

xiii. Reference/Master Data related to Interconnect agreement/s shall be stored in the IOBAS containing information about Network Operator, Carrier, Switches, Trunks/ Routes, Point of Interconnect, interconnect agreement conditions including  chargeable rate for various call types,  services, products, rating rules, day types, Peak, off-peak, etc. It is essential that:

xiv. The stored reference data for unlimited number of interconnect agreements for both national and international traffic must be modifiable – preferably through a GUI,

xv. The process of modification must be such that the changes can be done directly through the online interface or offline in an MS Excel (for example) and   ported on to a live system with the least intervention.

xvi. Security controls like authorization for permissible modifications to be made to the reference data only through BSNL authorized personnel using passwords at different levels must be provided. Additionally System shall facilitate creation of various User Groups having access to defined ‘Security Objects’ to grant or prevent access to certain application windows.

xvii. An audit trail must be provided for recording all the relevant changes made in the reference data. Audit trail shall include but shall not be limited to:

a. Date and Time Stamping

b. User Identity

c. Before and After Image of the Change

xviii. As the reference data can be voluminous, a batch tool/ utility to facilitate the updating and changing of large amount reference data shall be available.

xix. The checks are to be performed to ensure that CDRs/ IPDRs contain all required relevant data. This is essential before any further processing of CDRs/ IPDRs is undertaken. Only the validated (approved and accepted) CDRs/ IPDRs shall be forwarded for further processing. It should be possible to modify the validation rules as and when the business requirements/ contractual conditions are modified.

xx. Those CDRs/ IPDRs, which are not accepted for onward processing, must be separated and tagged as ‘Error CDRs/ IPDRs’ for further action. System must provide an Error Summary Report (both on-line and in printed format) which could be examined by error type (eg. Rate not found, Invalid date etc.) and also by error value. Facility to Drill down to individual CDR/ IPDRs in errors would be required.

xxi. The approved and accepted CDRs/ IPDRs shall be subjected – using the reference data, with the means of a ‘Pricing Engine’ within the software, to provide the output result in the form of ‘Priced CDRs’ and the same shall be stored under the control of the system.

xxii. The provision has to be made to edit and correct the ‘Error CDRs/ IPDRs’ and it shall be possible to re-input edited and corrected CDRs/ IPDRs for full cycle of processing once again. The systems shall also allow for bulk correction of error calls of same error type.

xxiii. Provision has to be made for re-pricing of the CDRs/IPDRs, which have already been priced under revised business conditions. This provision shall be available not only within the retention period for the CDRs/ IPDRs stored but also for the CDRs/ IPDRs to be extracted from the warehoused CDRs/ IPDRs also.

xxiv. System shall provide for storage of priced CDRs/ IPDRs for 90 days or more (based on business need for reconciliation) to be known as ‘Retention Period’.

xxv. Provision for making and handling inquiries on Priced CDRs, reference data and any other information within the IOBAS shall be available to the user/operator through an online GUI interface. Additionally system shall have a facility to group/summarize the priced CDR information based on ‘User Defined Field’ on the CDR.

xxvi. It is essential that the IOBAS shall have the capability to drill down the Priced CDRs from daily summary level to individual CDR level.

xxvii. The software shall produce customized summary reports. The reports may be based on different business requirements including but not limited to pseudo invoices, Summary by Carrier, Route, Services/Products, Slabs or Tiers, .administrative unit wise (SSA, Circle, etc.)

xxviii. In addition to the summary reports, the IOBAS must be capable of providing information for other optional downstream products and applications like:

a. Export of summary data and files as per requirements of Financial Management System

b. Least Cost Routing Analysis System

c. Reconciliation Systems

d. Non-Event Billing Systems

e. Retail Billing System

f. Fraud Management System

User Interface

i. The users of IOBAS shall be able to access the application from the dedicated terminals as well as the web interface also. A separate web portal shall be developed by the Bidder to enable the users of various levels to access the CDR Collection status, Mediation status, downloading the Invoices, OG statements and many other reports. It shall be able to implement the complete error escalation workflow prescribed by BSNL. 

Services

The IOBAS shall be able to accept and process different types of CDRs/ IPDRs coming from different services including but not limited to:

i. Basic Telephony (PSTN)

ii. Mobile Telephony GSM & CDMA

iii. WLL Fixed

iv. National Long Distance and Roaming

v. International Long Distance and Roaming

vi. GPRS

vii. Data calls

viii. Short Messaging Service (SMS)

ix. Free phone and premium rate services

x. Prepaid cards

xi. Calling cards

xii. Internet services (including VoIP)

xiii. Features such as call forwarding and multiple party conference calls (3 or n way calling)

xiv. Radio Paging

xv. Indirect Access

xvi. Virtual Private Networks (VPN)

xvii. Callback

xviii. Zero Duration Calls

xix. Intelligent Network Services

xx. Standard or Reverse Charging (CPP)

xxi. Transit Calls 

xxii. Hubbing and Refile

xxiii. International Resale

National Mobile Number (MNP) portability

i. The IOBAS should support National Mobile Number (MNP) portability. The service charging should be impacted by whether or not a number was originally acquired by BSL or was ported from another operator.

Rating

i. IOBAS shall be able to provide different types of rating requirements based on normal industry practices and depending on different business conditions and regulatory norms, from time to time. The IOBAS shall be capable to accepting different ratings. It shall be possible to use same rating engine for voice CDRs, data IPDRs and SMS and other services

ii. It shall support rating with different rates for all the combinations of one or more of the following attributes, which shall be configurable:

a. POI

b. Duration of call

c. Destination Number

d. Origination Number

e. Unique Trunk Used

f. Call units

g. Start time of Day Breakdown “Peak, Standard, Economy, etc.’

h. Conversation based duration

i. Network based duration

j. Carrier

k. Direction

l. Call type (Local, 95, STD, ISD)

m. Content

n. Volume

o. Bandwidth

p. QoS for Data Services

q. Porting Service Provider

iii. All the above combination of parameters to be rated with Units instead of values.

iv. All the above combination of parameters to be rated with Metered Pulses/ Data Packets instead of with values.

v. All the above combination of parameters to be rated by Network based duration/ volume instead of conversation based duration/ session-based volume and vice-versa.

vi. All the above combination of parameters to be rated by network based duration/ volume, conversation based duration/ session based volume.

vii. System must be able to take care of “Summer time savings” in clock changes.

viii. System shall be able to rate a call by Seconds, tenths of a second, Hundredths of a second, Minutes, Units of data, Units of time, Zero Duration (by country, by PTT (Public Telephone and Telegraph), by Date range, by product/services and by direction).

ix. System shall be able to take cognizance of and rate calls with a “Set Up charge/ monthly/ annual rental, etc.”

x. System shall be able to do the pricing based on tiered/stepped rates and in conjunction with breakdown of daytime elements.

xi. System shall support both direct and cascade billing as well as statement in different currencies.

xii. System shall support CDR re-rating and adjustment allocation.

xiii. System shall be able to handle BSNL’s requirement of rating a call, which covers two or more stepped/tiered rate time zones, for voice or data calls. Standard System functionality shall support inter-alia following Rating Criteria:

a. A Call, which covers two or more rate time bands (e.g. Peak and Off-peak)

b. Stepped Rating within a Charge type

c. Call Attempt Charge

d. Flat Rate

e. Minimum Charge

f. Zero Duration

g. Minimum Time

h. Maximum Charge

i. Positive/Negative Rates

j. Time Zones/Charge Bands

k. Units

l. Pulse rating

m. Multiple Currencies with European Union Euro Support

n. Precision (Accurate to Hundredths of a second) Rating

o. Surcharge

Call Count (Call start and apportioned)

i. System shall be capable of having a maximum or minimum value for rating purposes in either network based, or duration of conversation based or unit based calls.

ii. System shall be capable of rating up to the 5th decimal place.

iii. System shall be capable of handling “long duration” calls of up to (10000-0.01) Hours and still rate it for surcharges, and call attempt fees.

iv. For transit calls, the System shall be capable of rating each of the incoming and outgoing legs separately.

v. System shall be capable of re-rating the Priced calls at either of CDR or summary levels for rate changes and there must an auditable trail and records of changes carried out by the system.

vi. System shall be capable of supporting 2-way payment rating based on BSNL/Other Carrier’s needs to split a call beyond monetary value slab/s.

vii. System shall be capable of supporting and creating the revenue share of the rated calls for a third party like ISP provider.

viii. System shall be capable of rating based on Element based charging.

ix. It shall be possible to apply a special rate for a corporate customer that uses both its network and an interconnect partner’s.

x. It shall be possible to Roll-back CDR files completely, removing all charges.

xi. Number portability once implemented,   shall be supported by the system for interconnect settlements.

xii. It shall have the ability to apply different rating schemes for different carriers.

xiii. The system shall be able to distinguish between incoming, outgoing, incoming transit, outgoing transit, incoming and outgoing ported calls.

Billing & Accounting

i. Apart from basic function of generating the billable amount, under the billing system

ii. It shall be possible to select the periodicity/frequency of generating billing summaries/ bills (monthly, weekly, by specific dates, etc.) with flexibility of having different block periods for different carriers, in different currencies, showing different discounts.

iii. IOBAS shall be able to generate summaries by revenue amount slab for different carrier.

iv. IOBAS shall have the capability to handle late arrival CDRs after a specific billing period is closed so that the amount associated with those CDRs can be accounted for. (provision for suppl. Bill)

v. Invoices are required to be produced periodically (e.g. monthly) in a standard format and will be produced per service and operator for individual units (SSA, POIs, circles, organization as a whole, etc.)

vi. The invoice generated will include; the call types, no. of  aggregated calls, quantity, amount and total amount for each combination of service, service class, currency and tariff class rated during a specified period. Final format will be decided by BSNL and the format will be subject to modifications from time to time depending on the requirements.

vii. It shall be possible to produce preliminary statement before final statement for verification of information.

viii. The system shall have the capability that, on production of final statement, General Ledger and the Operator Ledger are updated.

ix. It shall be possible to enter statement number series in the initial set up.

x. It shall be possible to have one number series for outgoing statements, one number series of incoming statements and one for adjustments.

xi. It shall have the facility to store information about the home operator and all operators with whom settlement is performed.

xii. It shall be possible to keep traffic account balance in the local currency on each operator account.

xiii. It shall be possible to display on screen the detailed statement information and also for both outgoing and incoming statements.

xiv. The statement shall comprise of the currency used for each transaction, the amount in that currency and the corresponding amount in the local currency.

xv. It shall be possible to adjust operator accounts using an on-line routine, on both at detailed and aggregated level.

xvi. It shall only be possible to make adjustment against final statement.  The adjustments made shall appear on the next statement with a reference to the number of the statement adjusted.

xvii. It shall be possible to keep a log of all adjustments.

General Ledger Interface

i. The general ledger interface shall provide support for coding the financial transactions produced in the interconnect system, according to the general ledger requirements.

ii. It shall be possible to create routines of the following types in the statement production and Operator ledger module:

a. Incoming statements

b. Outgoing Statements

c. Statement adjusted.

iii. It shall be possible to code the above-mentioned transactions based on

a. Route in

b. Route out

c. Operator

iv. It shall be possible to produce general ledger report on request.

v. General Ledger report shall have API for providing the general ledger transactions.

Partner Reconciliation

i. It shall be possible to have multiple reconciliation agreements with each Operator.

ii. It shall be possible to flexibly configure the Aggregation level for reconciliation.

iii. It shall have the ability to build new rules for comparison based on the specification (standards) being followed or the agreement with the interconnect operator.

iv. It shall be possible to build rules for generating reports for discussing and resolving identified discrepancies.

v. It shall be possible to introduce Adjustments based on the pattern of adjustments agreed earlier.

vi. It shall be possible to update the General Ledger as per the latest situation of Reconciliation so that amounts in various stages of reconciliation can be tracked.

vii. System shall:

viii. Support configuration of complex settlement agreements

ix. Keep track of all settlements made between operators

x. Keep track of payments made and match them with the invoices

xi. Track outstanding against any particular operator and compute penalties for past dues, if any.

xii. Support netting off between operators

xiii. Ability to reconcile service providers statements / bills against information in the IOBAS

xiv. Ability to produce reports on variances based on reconciliation; Variance tolerance limits to be configurable

Discounting

The IOBAS shall have arrangements for providing discounts on billed amounts based on various factors such as commitment of traffic time – either total or during a specific period of the day on a specific day, or total revenue or by product/service or by a destination/location, or by direction. And the discount arrangements with other carriers could be based on business agreements for different periods of calendar time – e.g. the billing cycle may be monthly, but BSNL may have an agreement with a carrier for usage over a quarter or half year period.

The IOBAS shall be capable of generating discounts from the summary statements generated for any of these conditions of criterion.

IOBAS shall be able to calculate discount according to the following parameters:

i. Service,

ii. Call type,

iii. Originating number,

iv. Country,

v. Group of countries,

vi. Direction,

vii. Minutes,

viii. Time of day (Peak, Standard, Cheap),

ix. Day of week / month or date range,

x. Month of year,

xi. Special dates,

xii. Two in one (like two minutes in the price of one),

xiii. Customer characteristic (e.g., ID, segment group, type),

xiv. Call duration,

xv. Call longer than…,

xvi. Event (e.g., registration),

xvii. Product, 

xviii. Units value (Data, Duration),

xix. Volume (Tier, step, Threshold),

xx. Money,

xxi. Minutes,

xxii. Calls,

xxiii. Credit Units,

xxiv. Period

The system shall support the following discount types :

i. Flat / bulk 

ii. Bulk discounts at CDR level

iii. Tapered  

iv. Gross / Net

v. Discounts sequence / order

Ability to support discount plan matrix, base on volume & services.

Discount is  given in terms of   

i. Minutes,

ii. Volume

iii. Calls,

iv. Money (different currencies),

v. Bonus points,

vi. Percentage,

vii. Combination of the above

This discounting will be performed at the closure of a billing period within the application.

The application shall support discounting at various levels starting with Account up to CDR level

Accounts and Payments

i. There shall be a Provision to cancel any transaction, both incoming and outgoing.

ii. There shall be a Provision to pass adjustments like debit or credit notes.

iii. There shall be a Provision to raise disputes on invoices sent to OLOs. Disputes may be allowed to be settled by passing adjustments.

iv. A detailed audit trail shall be maintained in respect of changes/ modifications made to either the system or any parameters having financial implications

Reports

i. Periodic or Hot Reports for all incoming calls at each POI, payable by other service providers, for any particular period(s) after evaluating each call as per SLA depending  on  duration  and  distance  for  which   the  calls  are  carried through BSNL’s network-Access Code wise.

ii. Periodic or Hot Reports on outgoing calls at each POI, payable to other service providers, for any particular period, after evaluating each call as per SLA depending on duration and distance for which the calls are carried through Other Networks- Access Code wise.

iii. Periodic or Hot Reports on accounts settlement with other service providers (Gross debits, credits, and the net amount receivable/payable) for any particular period-Access Code wise.

iv. Details of adjustments in respect of any operator during any period.

v. Provision for charging Interest (Simple or Compound), or flat Late Payment Surcharge from other service providers for delay in payment of net dues, and periodic or instant accounting reports thereon – Access Code wise.

vi. Provision for application of Service Tax/Sales Tax/any other levy, as required by law, at any point of time, on the amounts, receivable from other service providers or payable to other service providers; and accounting reports thereon-Access Code wise.

vii. Reports on volume of traffic both incoming and outgoing POI wise and Access Code wise for any given period.

viii. Reports on volume of traffic for incoming calls Station/SSA/Circle wise for a particular period for calls not terminating within the local exchange area in which POI is situated- Access Code wise.

ix. Reports on volume of traffic for outgoing calls Station wise for a particular period for calls not terminating within the local exchange area in which POI is situated-Access Code Wise.

x. Analysis of both incoming and outgoing calls (by number/duration/value) over specified period-both Service wise (viz. Basic to Mobile, Mobile to Basic, Mobile to Mobile, etc.) and for each Service, Operator-wise.

xi. Where a single Operator provides multiple services, Service Wise reports giving details & analysis of incoming & outgoing calls (number/duration/value) over specified period(s).

xii. Service Provider wise and SSA /Circle/Country-wise exception reports on the number of CDRs received for valuation, number of CDRs valued (and total value) number of error CDRs with details for a particular period.

xiii. Periodic or Hot Reports on final CDRs generated at each POI for all incoming calls to BSNL’s network from Other Networks- Access Code wise for specified periods, and their consolidations.

xiv. Periodic or Hot Reports on Final CDRs generated at each POI for all outgoing calls from BSNL’s network to Other Networks-Access Code wise for specified periods and their consolidations.

xv. Reports on the reconciliation of CDRs both incoming and outgoing generated at each POI with the electronic details furnished by OLO for any particular periods.

xvi. For incoming calls not terminating within the local exchange area in which POI is situated (i.e. Inter-Circle or Intra-Circle), report on the proportionate value of the calls, to be apportioned amongst the SSAs/Circles through which the calls pass within the BSNL network, for a particular period.

xvii. All reports on billing & accounting aspects must be made available by the IOBAS individually at POI, SSA, Circle and all-India levels, to facilitate proper Internal Check, meet the demands of External Auditors and to simultaneously act as a deterrent to Revenue Frauds and Leakages. 

xviii. The following types of reports shall also be generated by the system:

a. Outgoing Traffic by Route

b. Outgoing Traffic by Destination

c. Incoming Traffic by Route

d. Incoming Traffic by Destination 

e. Report on all Agreement and Relevant rates

f. Carrier Declaration Statements

g. Detailed Internal Statements

xix. Enterprise Reporting and Business Intelligence

a. Reporting Dashboard

b. Cross Functional Module Reports

c. Automated report delivery and publishing

d. User defined Ad-Hoc reports

e. Generation of analytical reports for decision support as per compliance matrix

f. Graphical interface for creation of adhoc reports, slice/dice of the presented data etc.

g. Export / Import options to / from other MS tools

Taxation

i. Ability to support different tax packages and tax values coexist in the bill

ii. Ability to support tax exemption based on a ‘Tax Exempt’ flag

iii. Ability to generate all tax details for both A/R processing and also for the bill presentation purposes

iv. Ability to provide taxes with respect to all charge types.

v. Reference data administration

vi. Tax types

vii. Tax amounts 

System Operation

The IOBAS shall be able to provide for the user/operator to:

i. Monitor routine operations under processing.

ii. Maintain routine housekeeping requirements and records on periodic basis as spelled out by the management.

iii. Control the operations under processing in the System.

iv. Able to query the processing under the system.

v. Make the necessary changes as required in the processing based on business demands – with an audit trail of the changes incorporated.

vi. Provide for adequate security controls to enable only authorized personnel to make the process changes only.

vii. Check the number of CDRs processed vis-à-vis number of CDRs received from the mediation system and to ensure that each CDR is priced and billed correctly.

General System Features

The Interconnect System shall have following attributes:

i. Proven, Robust and Scalable.-specify in sp. Conditions

ii. Shall have been benchmarked for more than 200 million CDRs/day operations.

iii. Performance Guarantee

iv. Minimal Customization

v. Ongoing Product development and Focus – Product roadmap

vi. The Interconnect system shall have menu driven Archive and Restore facility.

vii. The Interconnect system shall have comprehensive Error management capability including following:

a. Descriptive Error codes

b. Analysis of error records

c. Presentation of detailed error reports

d. Editing capability

e. Audit trail of changes and corrections

f. Mass change/correction capability

g. Bulk Authorization 

viii. The Interconnect system shall have a facility to set aside the traffic for which no tariff has been finalized. Once the rates are negotiated and captured into the system, the user shall be able to submit these un-priced CDRs for rating.

ix. The Interconnect system shall provide extensive online Help.

Interfaces

i. System shall be able to receive CDR files from more than one network element.

ii. Reference data shall be able to be received automatically from more than one system

iii. Output interfaces shall be available to financial systems (General ledger, Accounts receivable, Accounts payable).

iv. System shall support output files in either ASCII, or HTML formats in the form of flat files for financial system.

v. An output interface shall be available/ configurable to a management information system (data warehouse).

SECTION – 5 - PART B-27
Revenue Assurance

The RA system shall integrate with the Switches (NEs) to collect the Customer configuration and switch configuration data. It shall collect the CDR from the Mediation and other systems for computing and counter checking. It shall collect the CDR from the mediation, rating, provisioning and billing systems to provide different revenue leakages / exceptions which can lead BSNL to take necessary corrective actions.

Specifications
i. Revenue Assurance shall provide a subscribers billing verification method to check the usage of a subscriber against the billed usage. It shall collect, collate and reconcile subscriber usage data across billing, mediation, rating and other related applications.

ii. It shall have the capability to use the data which is collected over interfaces from network switches to ensure that all billable units of the subscribers is actually billed. 

iii. It shall be able to compare with respect to normal pattern the overall revenue generated in various slabs, and individual customers generated revenue, variations in the revenue generated and any changes in the revenue pattern or any unusual dip.   It shall be possible to display all these observations graphically and communicate the results to concerned departments for taking necessary actions like churn prevention etc. It shall also have reporting and aggregates to support business metrics like MoUs, revenue run rate,  errored but rated events, revenue leakage for business user management by using dynamic graphs with drill down capabilities.

iv. Revenue Assurance system shall have an interface with the fraud management system. 

v. RAMS should provide mediation capabilities that the RA team can use on their desktop to test new business rules on data before applying the rules to the production system. RAMS should have drag and drop capabilities to change business rules.

vi. Revenue Assurance system shall interface with Billing & Accounting modules to extract the following information & act upon it as per BSNL policies:

vii. Details of payments made by customers in various forms & time of payment including payment through ECS & cash transactions at BSNL payment counters (CSRs).

viii. Receipt of cheque& clearance from bank

ix. Non-payment of customer accounts after due date or extended due date, etc.

x. It shall interact with various modules of CC&BS like Billing, Mediation (Pre-rating etc), provisioning etc for counter checking of inbuilt revenue assurance features of these modules like credit limit exceeding of an individual subscriber & related provisioning command etc. 

xi. It shall check for the following in mediation system:

xii. CDR parsing failures

xiii. Call value, count, types, duration, specified destinations / numbers 

xiv. New fields in the CDR format which makes either mediation or billing to reject CDRs

xv. Complex new calls scenarios getting rejected in mediation

xvi. Subscriber number is on the switch but not in mediation

xvii. Check on the missing CDR files from switch

xviii. Reconciliation of Usage Volume and Minutes of Usage with switch

xix. Check that none of the record collected by the Mediation server is left unbilled. There shall be a mechanism to monitor the number of CDRs fed to the Mediation server, number of Retail CDRs forwarded by Mediation server to the Billing System, number of errored CDRs, number of rated CDRs and number of billed CDRs for each subscriber. 

xx. The RA system shall collect subscriber data and switch configuration data from network switches and compare the same with the data in the billing and other application. This shall be done in order to prevent internal frauds.

xxi. It shall have facility to provide functionality that can be easily configured. 

xxii. It shall ensure that all errored CDRs of a billing period are definitely rated and billed during the same billing period or during the next billing period after necessary correction.

xxiii. It shall have the facility to take data taken from the BSNL billing and customer care applications & shall check the following :  

xxiv. Check on the configuration data of billing system 

xxv. Subscriber number in billing but not in mediation and vice versa

xxvi. Verification of rated usage records in billing 

xxvii. Network level problem detection through aggregation/correlation of events. 

xxviii. Reconciliation   of the services used by a customer with the customer services billed 

xxix. Pre-Invoice Reconciliation 

xxx. Reconciliation of Usage Volume etc with the mediation 

xxxi. Perform root cause analysis through drill down investigation  

xxxii. It shall have data management facilities relating to summarization, purging and reorganization in order to maintain the efficiency and performance levels of the system. 


xxxiii. It shall be able to prioritize the data analysis trends over time and ensure filtering criteria for high risks.

xxxiv. It shall have extensive, flexible and configurable process scheduler so that any type of process can be scheduled. It shall support date range processes. 

xxxv. It shall allow the authorized system administrator to monitor scheduled processes with respect to their status, expected completion time, current status in terms of records processed etc.

xxxvi. It shall be able to get information about   payment received through various channels like banks, credit card, Internet, SMS, ATM etc. and generate necessary report as well. 

xxxvii. It shall have business tools to monitor & report business processes, switch configuration errors, CSR /data entry errors, soft switch configuration and updates, inaccurate customer data, order acceptance and provisioning error, equipment outage, data record creating and processing delays due to other systems failure. 

xxxviii. It shall support efficient event reprocessing either at individual level or multiple event files.

xxxix. It shall have functionality to identify and aggregate events rated incorrectly with in the current billing cycle, for correction before the creating a customer invoice. 

xl. It shall provide for statistical data like mean, standard deviation, percentile values etc in the reports. 

xli. It shall enable the user to compile, analyze and predict customer, product and business trends in a graphical and tabular format.

xlii. RAMS should have its reporting and investigative functionality accessible via a Web Browser.

SECTION – 5 - PART B-28
Fraud Management

This document specifies the Generic Requirements of Fraud Management System (FMS) for use in the networks of BSNL. The FMS solution shall meet the functional requirements of TEC GR no. GR/FMS- 01/02 Mar 2004. This document shall be read in conjunction with the above mentioned TEC GR in order to understand the requirements of Fraud management System of the proposed Customer Care and Convergent Billing solution.

The FMS shall effectively detect, analyze and control various possible frauds presently identified in fixed networks and in mobile networks (CDMA & GSM) of BSNL. It shall also be able to detect and prevent frauds likely to arise in future on account of introduction of new services.

The Bidder shall ensure the efficiency of the FMS in terms of minimum detection efficiency as mentioned in performance criteria. 

The Bidder shall supply all the hardware and software as per the requirements of this document.

Technical (External) Frauds

i. Calling Card Fraud: Unauthorized use of customer’s calling card number.  Once a calling card is stolen or its unique serial no. is copied, it can be resold to enterprises/individuals which in turn will use or resell.

ii. GSM SIM Stuffing: Use multiple SIM Cards on the same   equipment (IMEI) within a short time duration.

iii. PABX Fraud:  PABXs with  Direct Inwards System Access , permits employees to route national and  international calls unauthorized, through the PABX with the cost of these calls being billed to the owner of the PABX. 

iv. Access to this service requires the use of a PIN, however, this can be abused and may result in unauthorized calls. Most PABX’s have maintenance access codes. If this access code is compromised the fraudster will have total control of the system.

Technical (Internal) Frauds

Prepaid Fraud 

i. Fraudulent recharging and manipulation of available credit limit.

ii. Change of applicable tariff plan

iii. HRN (Hidden Recharge Number: Used for recharging the talk time in Pre-paid scenario) data manipulation & leakage by simultaneous top-ups. 

iv. Conversion of prepaid CDR into postpaid CDR etc.

v. Deliberate incorrect application of payments, credits etc. in the system by either the compromised employees or third parties gaining unauthorized access to concerned systems (Both prepaid & postpaid).

Functional Requirements

i. As part of its detection function, Fraud Management System shall build usage profiles and track current usage both at the service and customer level, and at the individual number level (for services with multiple numbers). 

ii. Fraud Management System shall be able to detect anomalies in the data feeds from different sources (like Billing, CRM) and automatically generate alarms. Fraud Management System then shall analyze these alarms and identify likely fraudulent behavior. 

iii. The system used shall be generic in nature, futuristic, modular in design, scalable, open architecture and accessible to future changes.

iv. The FMS shall use a hybrid of detection techniques for fraud detection and analysis.

v. The FMS shall be capable of   detecting fraud in wireline as well as wireless networks (CDMA, 2.5G, EDGE and 3G environments) & operate on the same platform. FMS shall have the capability to detect fraud in postpaid, prepaid and roaming service of GSM services offered by BSNL.  

vi. The FMS shall be completely configurable in order to adapt to the challenging and continuously changing scenario of telecom frauds. Capability for detection of new frauds and the insertion of new detection rules shall not require a software upgrade or the use of external routines but building up the capability shall be possible by using a web-based GUI. The following changes/addition  shall be possible in the FMS:

vii. Parameter changes concerning business policies and rules.

viii. Addition and configuration of new switches in the network or switch upgradation.

ix. Acceptance of new data feeds/configuration change of existing data feeds  for fraud detection, analysis and alarm generation  etc  without the requirement of customization in the software 

x. It shall be possible to use compound detection rules. The system shall be capable of combining usage patterns & data from different data feeds to set threshold limits and shall generate alarms automatically when these thresholds are crossed. Different data feeds like customer personal information, Billing information, customers credit information, customers rate plan etc shall be looked into on standalone basis or in combination of all or few of data feeds.

xi. FMS shall be provided with a utility for view and analysis of all stored CDR

xii. FMS shall support the facility of adapting any rule to fit any parameter provided in the CDR, by way of filter on that CDR field or any other way.

xiii. System shall have utility, which logs all actions in FMS for audit trail.   

xiv. FMS shall be able to interpret, filter and store all network protocols used   in the network.

xv. FMS shall provide a flexible rating engine to support value-based analysis.

xvi. FMS shall be able to analyze complete as well as incomplete CDRs.

xvii. FMS shall run on a industry standard Server on an industry standard operating system.

xviii. It shall be possible to attach time tag to any command to be executed.

xix. It shall be possible to execute commands from a remote location after fulfilling security requirements. Access to the system shall be controlled through multilevel password as per the policy of BSNL.

xx. The software shall support extensive archiving of command/response logs for extraction and evaluation at later time/date. It shall also have the capability to store user transactions for at least 6 months periods.

xxi. The FMS software shall have necessary security and system administration facilities for creating/deleting users  with proper password management 

xxii. It shall be proven, robust and scalable to adjust to any hardware addition/deletion with software configuration or any other means

Fraud Detection Techniques
i. Overlapping Calls Check: Detection of calls which overlapped based on beginning and final ending messages for each entity. Complete calls which overlap can be an indication of cloning or stolen calling/prepaid card access.

ii. Screening Lists:

a. The screening list shall be editable in following ways :

b. New user/system generated lists shall be added and become functional along with existing lists.

c. Modification of existing lists shall be possible.

d. Suspension and activation of a set of lists shall be possible.

e. Logging of actions involved with modification, addition/Deletion of lists etc.

Profile Comparison
The system shall maintain subscriber profile based on threshold levels as mentioned in TEC GR. It shall build customer profiles based on, but not limited to, the following parameter list:

i. Customer account level

ii. Service/ level

iii. Identifying hot addresses and hot countries

iv. Dealers/agents codes etc.

Detection and Analysis
i. FMS shall include a Behavioral module for creating/updating user profiles. It shall continuously change the subscriber profiles automatically to reflect the gradual changes in behavior that characterize normal calling of an individual subscriber.  Such user profiles shall be made for each subscriber in the zone. Any deviation from normal calling pattern shall give rise to alarms or alerts for further processing by the FMS.

ii. Behavioral module shall have an adapt-to-feedback facility. Alerts for events that, upon investigation, are found to be fraudulent are fed back into the FMS. This shall allow it to learn & change subscriber profiles from the outcome of investigations conducted by the fraud team. 

iii. FMS shall indicate the fraud probability/score with every alarm generated and provide details of subscriber generating alarm such as payment records, credit limits etc. along with the alarms for suitable analysis by a fraud analyst. It shall also list the detail of the similar alarm events.

iv. FMS shall have the facility to categorize subscribers and filter alarms based on various categories /conditions and route it to different fraud analyst based on skill set etc.

v. Application information for any new telephone/mobile connection shall be screened by FMS for risk profile of the customer and credit worthiness with the help of neural technologies, fuzzy logic, Artificial Intelligence, any other technology etc. Also FMS shall be capable of screening all the new applications for subscription by matching each application(all fields) against a known fraudulent database, to prevent fraudsters joining the network or coming back to the network by changing the name, rearranging the first name and second name, expanding the initials, changing the house number, lane number etc. 

vi. FMS shall have the capability to detect and handle IP based frauds. IP based frauds shall be detected through IPDRs( IP Data Records) captured from network elements which include the Signal Gateway (SGW), Media Gateway (MGW), Call Feature Service (CFS), Authentication Authorization and Accounting Server (AAA) and Edge Switched Services Router (ESSR ) etc.

vii. FMS shall capture important events related to individual subscribers called Event Data Records (EDRs) rather than only CDRs for effective fraud detection.  An EDR is defined as a data record containing a set of fields containing the information associated with an event at a specific place and time. Other non-CDR, types of EDR include: Change of address/payment method, Recharge of pre-paid phone, Authentication failures, etc.  In addition, FMS shall be able to analyze EDRs in the context of additional customer data (e.g. billing and payments, services permitted to subscriber, general customer information such as put-into-service date/account type/credit class, etc.).   

viii. Screening lists shall include:

a. Periodically Calling Nos.: A subscriber shifting between his two or more residences or offices.

b. Subscribers under shifting, safe custody etc

ix. The criteria for fraud detection threshold settings shall be user programmable & based on analysis of CDRs for a certain period and shall be settable for group(s) of subscribers.

Fraud Control & Counter Measures

i. Based on final analysis, the FMS shall be able to sound alert messages to the system administrator and all concerned for taking necessary action. FMS shall be able to instruct the concerned Network element to terminate the call and investigate further.

ii. It shall be also possible to automatically block any subscriber provisioning command if not found commensurate with advice note or subscriber attributes.

Performance:

i. FMS availability shall be 99.9%.

ii. Actual Fraud detection rate shall not be less than 50% of actual frauds alarms (tickets) generated.

iii. FMS GUI response time for previous records queries shall not exceed 10 seconds. Any other general query shall not take more than 5 seconds time.

iv. FMS shall be able to take input from any number of data feeds to meet the current & future requirements.

v. Fraud detection capability shall be near real time. The FMS shall be capable to support real time fraud detection based on SS7 inputs with software configuration in future.

vi. Various subscriber and switch control related commands shall be stored at central site and available in GUI as library.

System Architecture

FMS shall function only in Centralized FMS configuration. Standalone FMS configuration is irrelevant as per the FMS requirements of BSNL as mentioned in TEC GR. For detection of real time frauds FMS shall be capable to support interface with remote site equipment.

Remote site Equipment Function ( capability for future): 

i. To allow non-intrusive , high impedance connection  to SS7 links

ii. Collect all SS7 messages from SS7 links

iii. Communicate decoded and time stamped SS7 messages to central site to provide necessary processing power 

Central Site Equipment Function ( capability for future):

i. To collect, process and display information from all SS7 links in the BSNL network

ii. To provide entire FMS functionality mentioned in this document

Note: Each trunk route at L I & L II TAXs has to be tapped for SS7 signals.

Interface Requirements

It shall meet all requirements as per chapter 6 of TEC GR no. GR/FMC- 01/02 Mar 2004. in addition to requirements mentioned below.

As the new systems are added, the following shall be addressed:

i. Minimizing the number of system interfaces, 

ii. Provide standardized application interfaces,

iii. Efficient  reuse of existing application functionality and data, and optimize its process of handling connectivity

The System shall have the flexibility to collect network and customers   information from multiple  sources and formats that include, but are not limited, to the following:

i. Information from prepaid card switches,

ii. Information from all mediation devices,

iii. GPRS charging Gateway,

iv. GSM Roaming TAP2 and TAP3 files,

v. SS7 information(optional),

vi. R2 information,

vii. EIR and HLR,

viii. IN Platform,

ix. Prepaid Systems,

x. Short Message Service Data Stream ,etc

The system shall be capable for interpreting, storing and filtering all Network protocols used in the network.

The system shall provide flexible and configurable interfaces with the following systems/functions to provide further detailed fraud detection and prevention:

i. Customer Relationship Management System

ii. Payments and Credit (Including Bank Interfaces)

iii. Mediation System

iv. Inventory management System

v. Legal / Law Enforcement Agencies

vi. Network Surveillance Signaling  and Verification Systems

vii. Alarms / Element management sub systems

viii. Revenue Assurance System etc.

Integration Requirements

i. The Fraud Management system shall have the ability to integrate with  other applications as mentioned in chapter 6 of TEC GR no, G/FMC- 01/02 Mar 2004.  through File exchange, Database sharing, API’s (Application Program Interfaces)  etc. for accessibility from external applications, Technology enablers- enabling  technologies such as   CORBA,  XML, J2EE, JMS, JDBC etc.  

ii. FMS shall also integrate with Enterprise Application Integration (EAI) Platform. Off-the-shelf integration (EAI/ Middleware) adapters shall be available.

iii. The tasks and activities required to implement the integration shall require close to zero custom development, ensuring system congruency, performance and reliability.

iv. The FMS shall also retrieve the following information from billing system, based on   which the fraud detection shall be done :

v. Bill payment records including late payments

vi. Non-payment or payment due 

vii. Subscriber demographic information such as name, address, reference, date of birth, passport number, PAN number, etc.

Reporting Requirements

i. The system shall be able to provide flexible and customizable reports. It shall be possible to create new custom reports using a web-based GUI. The system shall be able to provide at least the following type of reports:

ii. Provide and report on hourly, daily, weekly, monthly, quarterly and yearly key performance metrics regarding overall fraud by category, fraud analyst performance, team performance, and corporate performance

iii. Provide the ability for team leaders and fraud manager to analyze (real-time and historic) fraud analyst performance.

iv. Provide High Usage Report; This report enables the user to print/fax/e-mail high usage (voice/data calls) of inbound roamer exceeding the threshold set by Roaming Operators

v. All reporting parameters shall be stored in a log file.

vi. It shall have a friendly GUI interface, capable of an agile navigation with functions of filter, sort, find, save, new, copy, paste, cut, spelling, undo, help, drag and drop, help online, icon buttons, colour codes, tabs, warning messages.

vii. It shall be able to report all known types of fraud and shall be capable of generating reports for the zone. The FMS system shall allow the system administrator to direct the FMS system reports to the associated BSNL Management personnel.

viii. FMS shall support periodic and ad-hoc reporting.

ix. FMS shall provide a powerful graphic analyzer tool, which include data analysis, trends and statistics tools, such as: frequency graphs, time series, traffic against profiles graphs (like radar), world map with all the traffic drawn with lines from one origin point to “n” destination points, top-ten destinations.

x. FMS shall be able to generate reports for various processes.  It shall also allow to export the reports into MS Excel/Word format for further analysis

SECTION – 5 - PART B-29
Enterprise Management System

Introduction

i. Enterprise Management System (EMS) is required to manage Servers, Desktops, Database and Enterprise Event Correlation in each zone. EMS shall be deployed separately for each zone and within each zone; the deployment would be at the zonal data center to manage Hardware, Software, network and other components at Data Center location, Aggregation Locations and Downstream Locations of respective region. 

ii. The zonal data center would have the EMS server with central management console. In order to build redundancy in the EMS architecture, there shall be multiple gateway servers in the data center to manage the servers, and desktops at point of presence locations and exchange level locations. 

iii. Enterprise Management Solution shall enable to manage all IT resources with a single solution that encompasses the heterogeneous networks, operating system, applications, and database and storage systems. EMS Shall provide reports on availability and performance data for critical infrastructure.

iv. The EMS application shall include the various operating systems and telecom applications deployed in the data center.

v. EMS shall have modules to provide the following:

a. Server management

b. Event Management

c. Desktop management

d. Database Management

e. Network Management

vi. The EMS Solution shall be modular and have the capability to get integrated with other EMS Modules provided by the vendor 

vii. The modules/products shall be from a single product family/suite so as to ensure the integration and high level of data exchange between various layers.

viii. The products provided under Infrastructure Management – EMS, Security and Storage shall integrate for providing holistic management of Infrastructure components supporting business

ix. It shall be able to provide centralized management of the resources as well as centralized management through single consoles with centralized escalation, reporting and control if required. Consoles shall be able to handle event management as well. 

x. The EMS shall have Web Interface to Manage and Monitor the Infrastructure.

xi. All the URL for EMS management shall be customized to access for a common page for management (i.e.  a Management Portal, which allows integration of all EMS applications into a single portal. This Portal in turn provides service status and restricted views.)

General Features of Enterprise Management System

i. EMS shall deliver comprehensive and integrated management capabilities, which include Performance and availability of servers, web servers, web applications, network, desktop and storage management and security.

ii. EMS shall correlate events across the enterprise spectrum of infrastructure components that support events from Network Hardware, Multi-platform Servers, database and software – making it ideal solution for managing service levels.

iii. EMS architecture shall be object oriented, open, distributed, scalable, Multi-platform supported and open to 3rd party integration.

iv. EMS shall offer functions such as inventory, software distribution, network discovery and monitoring, server management, mail and database management etc.

v. EMS shall have a very lightweight agent component preferably less than 1MB on the system and shall be common Agent for core EMS modules like Software Delivery, Asset Management, Health Monitoring, and Remote control etc. and thus conserving resources of the managed system.

vi. EMS shall be capable of bandwidth throttling for the optimum use of network bandwidth for managing infrastructure.

vii. EMS shall, for its purpose, have a single management console for managing the infrastructure and must use TCP/IP for Server, Application, desktop, Managements.

viii. EMS shall support popular databases like Oracle, DB2, MS SQL etc.The system shall be able to share the same database and the data between the different functional modules of the system.

ix. EMS product shall provide management of all system using intelligent single agent technology with secured and reliable communication between managed and managing systems irrespective of OS like Unix, Linux, Windows NT / 2000 Server, Solaris, IBM AIX, HPUX etc.

x. EMS shall support multiple levels of administrative delegation. The framework shall be able to define multiple levels of administrative domains and regions so that each administrator is assigned certain resources for which they are responsible for managing the application from the business perspective.

xi. Communication between the managed server and the target-managed system across the network shall be secured, reliable and encrypted protocol such as TCP/IP. It shall have a multiple tier and scalable architecture and allow a single lightweight agent. The agents technology shall used widely accepted standard such as TCP/IP, SNMP and UDP. 
xii. EMS shall be capable of quickly identifying the impact of infrastructure failures, Identify the root cause of the problem, and manage IT infrastructure.

xiii. EMS system shall be able to generate Web based real-time reporting and historical reporting of elements in the infrastructure.

xiv. Each of the Option within EMS shall integrate with consolidated Web View enabling complete management of infrastructure elements under EMS.

Event Management

i.  Event Management module helps in capturing of all events that are being generated across the complete IT Infrastructure. It correlates them and automates suitable action as defined.

ii. It shall process and correlate events from various systems, application and network components and automatically initiate corrective action.

iii. It shall provide an event console for the entire distributed environment for event monitoring.

iv. It provides event correlation ability across any resources in any management domain to determine the root cause of problem.

v. It shall have an easy-to use graphical builder to help build and adapt rules and automation.

vi. It shall be able to act on events using either automatic or operation –initiated response.

vii. It shall be capable of integrating events to automatically create trouble tickets in helpdesk system for better and in time problem resolution.

Server Management

i. This module is primarily used to ensure that the performance of heterogeneous operating system server are being monitored on a 24X7 basis and in case of any problem, suitable preventive and corrective actions can be taken out.

ii. It shall ensure the availability of the system resources and service independent of the machine location, collect performance data for capacity planning and alert generation of potential problems.

iii. It shall be able to take automatic corrective actions.

iv. The monitors provided with the module shall include but not limited to: Processor utilization, Disk monitors / File System monitors etc.

v. It shall provide efficient, centralized management of distributed, host and Web-based systems. It shall enable to proactively and automatically detect, correct and avert problems before they affect application and system availability.

vi. The system shall be able to provide online and historical graphs and reports of system health. It shall have Web-based health console display, robust and flexible graphing capabilities for multiple metrics simultaneously, to provide comparison and trend analysis.

vii. Application Management: The EMS system shall be able to manage and monitor application eg. Databases like Oracle, DB2 and Mails like Lotus Notes.

viii. Application Management: The EMS Shall Monitor Application using TCP/IP and not through SNMP.

Desktop management

i. The software delivery and distribution shall be effective, reliable, scalable and secured for software delivery and distribution. The tool shall have the capability for distribution of packages based on inter-dependencies i.e. install in a particular order. It shall leverage information stored for intelligent software distribution – example identify systems satisfying certain prerequisites and ensuring delivery of the right system. It shall tightly integrate with the asset management software. 

ii. It shall support silent background installation.

iii. It shall deploy software to any number of desktop systems (new and existing) from a central point / base location. However, architecture shall provide middle level gateway to avoid multiple copies to be sent across WAN links.

iv. Software Delivery shall provide increased flexibility to define and initiate update by push and pulls interfaces and shall support Multicast distribution.

v. Software delivery shall provide automated patch management and Anti-virus Signature delivery capability to all the desktops and servers across locations.

vi. The Asset management shall combine advanced hardware and software scanning technology with efficient and open database design, and provide comprehensive information needed to manage IT asset.

vii. Asset management shall be able to discover the hardware and the software configurations. 

viii. Remote control shall allow monitoring and control of PCs and Servers anywhere on the network from one central location for Linux, Windows 2000/2003 and XP target platforms supporting TCP/IP, HTTP and ISDN connections.

ix. Remote control shall have policy-based Remote Control authorization and set centrally defined, managed and stored policies to manage IT resources.

x. Remote control administrator shall have following roles: CONTROL: Take control of the remote machine; execute commands and applications (Active State).MONITOR: View the display of the remote workstation and monitor activities (Monitor State). PROB: Execute Diagnostic command, such as scripts or batch files, on the remote workstation. REBOOT: Reboot the workstations. CHAT: Start a chat session with the target. DIAGNOSIS: Execute diagnostic pack on the target. FILE TRANSFER:  Send and/or Receive Files/Directories to and from the target.

xi. The EMS shall provide WEB based interface for the Desktop management

Database Management

i. The database monitoring shall provide capabilities to monitor multiple types of database software, including IBM DB2, IBM Informix, Oracle and Microsoft SQL Server. It shall provide a consistent management and use TCP/IP for management 
and reporting and not by using SNMP Protocol.

ii. Its architecture shall provide administrative console well integrated as part of main 
EMS console.

iii. It shall provide Proactive Analysis Components which includes database monitoring components for monitoring multiple metrics that monitor and report system health based on predefined settings. This Predefined Settings shall be customizable.

iv. Database management module shall have out-of the box preconfigured monitoring components that shall provide quick time to value.

v. It shall provide reports on key metrics even with 24 hours’ worth of data. These reports include:Percent Buffer Pool Hit Ratio, Number of Applications Currently Connected, Percent    Connections Used, Percent Used in Primary Log and Deadlocks Delta Informix—Health Check, Thread Activity, Disk Utilization and Logical Log Oracle—Buffer Cache Hit Ratio, Table space Usage, Deadlocks, RDBMS Availability and Dispatcher Contention

Performance Management:  

i. The SYSTEM shall support tasks related to accounting management like Tariff profile, Metering table for a route, time depending charging etc. The Billing information like CDRs shall be directly transported from the Network Element to the Billing System.

ii. Performance management shall enable to create and initiate performance measurements in the network elements, collect and format network performance data and output standard and customized reports for network planning and dimensioning.

iii. It shall supply flexible output formats and interfaces to supply data to upstream systems for network management or data warehouse applications.

iv. Performance management shall support the measurement for performances indices for different Network Elements as per standard report or in adhoc report for some or all services in SYSTEM domain.

v. The system shall be able to create measurement types, i.e. specify which counters to read. The system shall be able to create periodical measurement, i.e. reading of counters at defined intervals and shall be able to send measurement results to a configurable IP address.

vi. The SYSTEM shall support scheduling of the Performance measurement, collection, storage and transfer of the performance statistics. It shall also support presentation of the performance statistics in graphical and text mode as and when requested and at repeated interval automatically.

vii. Performance Management of IP / MPLS network/ Interface.

viii. It shall be possible to activate/deactivate, modify the performance monitoring of the network/interface for collection of various statistics.

Security Management:

i. The network and the network management system shall be protected against intentional or accidental abuse, unauthorized access and loss of communication.

ii. Network management security features shall include operator authentication, command, menu restriction and operator privileges. The SYSTEM shall support four level passwords.

iii. SYSTEM shall allow the System administrator to define the level of access to the network capabilities or features for each assigned password. The SYSTEM shall block the access to the operator in case of unauthorized commands being tried for five consecutive times. The SYSTEM shall also not allow the entry into the SYSTEM in case wrong password is provided more than three consecutive times during the login.

iv. The supervisor shall be able to monitor and log all operator activities in the SYSTEM and Local Management Terminal.

v. The dynamic password facility shall be provided in which the Operator may change his password at any time.

vi. The SYSTEM shall have the feature of idle time disconnection which shall be configurable.

vii. The man-machine communication programs shall have the facility of restricting the use of certain commands or procedures to certain passwords and terminals.

viii. Diagnostics:

ix. Diagnostics shall be possible to run on all the cards/subsystem/system after taking it out of service.

x. Diagnostics shall be possible on all the common control elements active or standby after taking it out of service.

xi. It shall preferably be possible to diagnose to single PCB level in at least 95% of the type of PCBs.

xii. Detailed diagnostics report shall be stored, displayed & printed. The detail shall contain date, time, card no & nature of fault.

xiii. Port loop testing shall be possible through command.

Software Management: 

xiv. It shall be possible to carry out the following tasks under the software management function:

xv. Loading of new system software.

xvi. Manage different versions of software

xvii. Shall have the capability of managing multiple versions of software for individual elements.

xviii. Installation of software patches.

xix. Examine contents of all system memory and disk memory.

xx. At the time of downloading the software, the message shall be displayed that the software has been downloaded successfully or failed and at what stage.

xxi. The SYSTEM shall support FTP for downloading of Software, configuration, patches etc to the network Element.

Statistical Information

i. The SYSTEM shall be able to extract statistical information regarding SYSTEM domain. It shall support the activation/deactivation, collection, storage and presentation of statistics for all the Network Element of SYSTEM domain.

ii. It shall provide the consolidated report for performance and Operator initiated measurement for the busy hour or for any hour or for programmed duration for the network element, Domain and Network. Time granularity of the report shall be at 15 minutes interval or any multiple thereof.

iii. The SYSTEM shall enable viewing of the availability of the network elements as part of the network and also as individual elements. It shall be possible to drill down to subsystem of a network element from network map being displayed at the SYSTEM.

iv. The traffic measurement shall also include the performance of the core network with statistical information like packets sent, packets received, packets rejected due to an error, time delay for a packet to be sent across the network, jitter, delay experienced by RTP streams etc.

v. The traffic measurement shall also include the commands for viewing the performance of Media Gateway, Signaling Gateway, MSC server, SGSN etc for processing of calls on the basis of E. 164 Number & IP Address, signaling Links, incoming and outgoing junctions etc.

vi. It shall be possible to analyze the unsuccessful calls handled by the MSC server or SGSN so as to find out the exact cause of the call failure, whether the call has failed in the MPLS network or the call has failed due to congestion in the Core Network or RAN component or the call has failed on the PSTN network interface etc.

vii. The SYSTEM shall support functions relating to the traffic and charging administration. These are required, for instance, when changes in tariff of concessional period have to made. 

viii. The SYSTEM shall enable operations like changing the system configuration, reconfiguration of input and output device, loading a new software package, etc. Both automatic and manual reconfiguration capabilities shall be available.

ix. In the addition to the day-to-day administration of the system, there shall be the requirement to introduce new services, which shall also not cause any interruption to service.

x. All commands which are executed over Network program or data shall be logged in a file (read only) and it shall be possible to retrieve the same on demand whenever required, using Man-Machine Commands. The file usage of upto 50%, 75% and 90% shall generate alarms of suitable category prompting the operator to initiate the backup operation.

xi. It shall be possible through a single MML Command to obtain a list and the total number of equipment of a particular domain in a state (e.g. in-service, blocked etc).

xii. It shall be possible to read or modify the data related to a group of trunks by a single command.

xiii. It shall be possible to store at least the last 20 commands on the screen and by scrolling and editing any command shall be re-executable.

xiv. It shall be possible to store all the performance and traffic statistics for a month. It shall also be possible to generate daily, weekly, monthly reports for the individual element as wall as complete domain. The report generation shall be supported for text and graphic reports.

SECTION – 5 - PART B-30
Identity Management

General

i. Identity Management shall allow for centralized provisioning of users at the regional data center, thereby allowing users to get access to resources like operating system- AIX, Solaris, HPUX, Windows, RDBMS- Oracle, DB2 , Directory Servers (LDAP), BSS/OSS applications, IN and VAS elements etc. It shall integrate with the Access Management System. Bidder shall calculate the user count based on number of concurrent users which will access the different systems of data center. 

ii. Identity Management software shall include user provisioning for Access Management and OS and Database Software for provisioning.

iii. Identity Management system shall seamlessly integrate with the Access Management, LDAP Server, Operating System and Database Software for provisioning.

iv. The Identity management for user provisioning shall have a workflow for automating approvals for user access management, self-registration and self-care functionality for reducing the administrative load and manual intervention.

v. The Identity Management Solution for Provisioning shall have the following functionality -

a. Connectors to Access Controlled Systems

b. Password Management

c. Access Rights Accountability

d. Access Request Approval and Process Automation

e. Access Request Audit Trails

f. Distributed Administration

g. User Administration Policy Automation

h. Self -Regulating User Administration across Departments

vi. Connectors to Access Controlled Systems shall include the following:

vii. It shall provide connectors for all target BSS/OSS systems that need to be managed.

viii. There shall be a connector development tool to extend support to additional target systems.

ix. Connector communications shall be bi-directional to efficiently receive changes from the managing system and to report changes made to the local resource.

x. Connector communications shall be secured with encryption/authentication.

xi. Connectors shall protect authentication credentials used to log into administrative privileges on managed systems.

xii. Password Management shall provide the following:

a. User self-service through the Web without logging onto the network.

b. Challenge-Response system to authenticate a user with a forgotten password by using shared secrets.

c. Ability to implement password formation rules to enforce password strength across the organization.

d. Ability to synchronize passwords for multiple systems to the same value to reduce the number of different passwords to be remembered by the user.

e. Delivery of password-change success/failure status to requestor.

f. Ability to securely deliver passwords to users for new accounts.

xiii. Access Rights Accountability shall provide the following:

xiv. Flexible mechanisms to connect to multiple data stores containing accurate information on valid users.

xv. Ability to load identity store information on a scheduled bulk basis.

xvi. Ability to detect and respond to identity store changes in near real time.

xvii. Ability to retrieve account information from target managed resources on a scheduled basis, both in bulk or in filtered subsets to preserve network bandwidth for various operating systems including different flavors of UNIX.

xviii. Ability to detect and report in near real time local administrator account maintenance (creation, deletion, changes) made directly on local resources.

xix. Ability to compare local administrator changes against a system-of-record of account states to determine if changes comply with approved authorities and policies.

xx. Ability to notify designated personnel of access-rights changes made outside the provisioning solution.

xxi. Ability to compare account user IDs with valid users to identify accounts without owners (orphans).

xxii. Ability to automatically suspend or delete a detected orphan account.

xxiii. Ability to automatically suspend or roll back a reconfigured account that violates policy.

xxiv. Ability to examine reports on orphan accounts.

xxv. Ability to readily view the accounts associated with a user or a resource.

xxvi. Ability to assign discovered orphan accounts to a valid user.

Access Rights Accountability 
i. Web-based mechanism for requesting access to a system.

ii. Automatic approval routing to the persons appropriate to the system access requested and organizational structure.

iii. Review the approval mechanisms 

iv. Ability to use defined organizational information to dynamically determine routing of approvals.

v. Ability to delegate approval authority to another person.

vi. Ability to escalate a request to an alternative approver if the allotted time elapses.

vii. Ability for different personnel to view different levels of information based on their job duties.

viii. Ability to request information from approval participants to define account-specific information during the process.

ix. Ability to determine service instances where a physical account shall be created.

x. Ability for the system to change account information in the managed resources of your specific organization.

xi. Ability to request information from specific participants in the workflow process.

xii. Ability to request information from external functions, applications or data stores during the process.

xiii. Ability to easily create/design/modify a workflow via a graphical “drag and drop” interface.

Access Request Audit Trails

i. Time-stamped records of every access change request, approval/denial, justification and change to a managed resource.

ii. Time-stamped record of every administrative and policy-driven change to access rights.

iii. Time-stamped record of any encountered orphan accounts and bypasses of administrative systems.

iv. Convenient, flexible means of running reports that show audit trails for users, systems, administrators and time periods.

v. Audit trail that is maintained in a tamper-proof environment.

Distributed Administration capabilities

i. Ability to define organizational structures based on the access-granting authorities of an organization.

ii. Ability to delegate each administrative task with fine-grained control (e.g., approval authority, user creation, workflow definition).

iii. Ability to delegate administrative tasks to “n ”-levels of depth.

iv. Ability to access all delegated capabilities over the Web. 

v. Ability to create private, filtered views of information about users and available resources.

vi. Ability to incorporate Web access control products to include the provisioning solution within the Web single sign-on environment.

vii. Ability to incorporate custom user authentication approaches commensurate with internal security policies.

viii. Ability to distribute provisioning components securely over WAN and Internet environments, including crossing firewalls.

User Administration Policy Automation

i. Ability to associate access-rights definition with a role within the organization.

ii. Ability to assign users to one or more roles.

iii. Ability to implicitly define subsets of access to be unavailable to a role.

iv. Ability to explicitly assign users individual access rights.

v. Ability to dynamically and automatically change access rights based on changes in user roles.

vi. Ability to define implicit access rights available to users in a role upon their request and approval.

vii. Ability to use defined organizational information to dynamically determine routing of approvals.

viii. Ability to detect, evaluate and respond to user authority changes made directly to a managed resource.

ix. Ability to report on roles, rights associated with roles, and users associated with roles.

x. Ability to set designated times for changes in access rights or policies.

xi. Ability to create unique user IDs consistent with policies and not in current use or previous use by the organization.

xii. Ability to create user authorizations extending an existing account.

xiii. Support for mandatory and optional entitlements (optional entitlements are not automatically provisioned but may be requested by a user in the group).

xiv. Ability to create a single account with multiple authorities governed by different policies.

xv. Ability to create user IDs using a set of consistent algorithms defined by the organization.

Self -Regulating User Administration across Departments

i. Secure environment for transmitting access changes across the Internet.

ii. Protection of private user information through secure facilities and sound processes.

iii. Reports of user rights into external systems, sponsors of users and audit trails of access rights changes.

SECTION – 5 - PART B-31
Access Management

Functional Requirements

i. These Access Management requirements will primarily be for Authentication, Authorization, Access and single sign-on for web based applications for users based on their roles to access application resources, IN, VAS and content hosted on the streaming solution and the Service Delivery Platform.

ii. Access Management shall provide a centralized Authentication, authorization and Access and Single Sign-On for users requesting for accessing various applications as per their roles and policy.

iii. Access management software shall be integrated with Identity management Server for user Provisioning.

iv. Access management solution shall take care of signing the user for all required applications by providing a method requiring a single set of authentication credentials (rather than one set for each application). 

v. Access management shall have mechanism for Authentication and Authorization of users based on their roles to access hardware and application resources in the data center. The authentication shall be based on a PKI mechanism as well as username & password in an encrypted manner.

vi. The Access Management shall be provided for not only the users accessing the applications from PCs but also from other devices such as PDAs, Mobile phones etc.

vii. The Access management shall have X.500 and LDAP compliant directory system for storing user data and other attributes.

viii. The solution shall adhere to standards for ease-of-integration with existing systems and future IT investments. Native support for known industry standards, such as aznAPI, JAAS, J2EE, LDAP, PKIX, x.509v3, Triple-DES encryption, SSL and WAP is necessary.

ix. The solution shall be highly scalable to adapt to growth in users, applications and access methods.

x. The solution shall support multiple methods of authentication, including:

a. Secure ID token and PIN functionality

b. Certificates with certificate revocation list (CRL) checking

c. Custom HTTP header

d. Wireless devices

e. Pluggable authentication for unique authentication requirements, such as biometrics

f. Single sign-on (SSO) capabilities for both single domain and cross domain

g. Federated identity capability. It should support SAML protocol

h. Automatic assignment of unique universal identifiers to users, avoiding error-prone manual settings.

xi. The solution shall support the following authorization features:

a. Encryption of all transmitted data

b. Authentication and authorization in pure Java 2, JAAS and J2EE environments

c.   Unauthenticated users and role-based authorization

d. Control of access to dynamic Web content

e. Time-based, day-of-week-based, location-based and group-based authorization

f.    Ability to create rule for access management without writing codes. 

g. Granularity, enabling a single template to assign different permissions to different users and groups
h. Automatic replication of policy changes to security enforcement points

i. Dynamic roles

xii. The solution shall be able to secure any Web server running on any platform.

xiii. The solution shall enable components to run on all major operating systems, including Microsoft Windows NT, Microsoft Windows2000, IBM AIX, Sun Solaris, HP-UX and Linux.

xiv. The solution shall provide comprehensive security for key Web products, including portal, customer relationship management, enterprise resource planning etc.

xv. Integration and certification with security products (e.g., PKI, firewalls, identity management and risk management) from the same and different vendors, in order to easily construct an end-to-end security solution.

xvi. Integration with industry-leading Web application servers, such as WebSphere Application Server and BEA WebLogic Server.

xvii. Support for the latest Web standards, such as Transport Layer Security (TLS), SOAP transactions and Web Services Security.

xviii. The solution should provide a GUI interface for management.

AAA Server

i. The AAA server provides Authentication, Authorization and Accounting services for network users dialing into the network from various nodes via the Remote Access Servers. 

ii. The AAA server shall support standard RADIUS features. It shall be able to interoperate with any RADIUS compliant clients.

iii. It shall support an internal embedded database as well as support common RDBMS through ODBC (Open Database Connectivity) 

iv. It shall have support for LDAP (Lightweight Directory Access Protocol).

v. The AAA server shall support extension points for integration with third party products using custom scripts or programming language like C/C++.

vi. The AAA server shall be capable of tracking user sessions and enforcing session limits on a per-user or per-group basis.

vii. The AAA server shall support interactive configuration. It shall also be possible to automate configuration and integrate with the NMS/OSS system deployed in the network.

viii. The AAA server shall support allocation of IP addresses to users from a shared pool.

ix. The AAA server shall support high availability architecture. AAA servers shall be deployed in N+1 redundant mode such that if the primary AAA server fails, the client shall switch over to the secondary server. The primary server shall automatically replicate its configuration to the secondary server to maintain synchronization of data.

x. The AAA server shall be capable of creating and storing accounting records in a single file or multiple files.

xi. The AAA server shall maintain log files for all processes. It shall support audit log of all configuration changes and logging of files to a syslog server.

Secured ID token system

i. Authentication should support a PASSCODE (combination of a 4 – 9 digit numeric/alphanumeric PIN and a pseudorandom token no.) using AES algorithm.

ii. The hardware token should be tamper proof and not have any changeable parts. 

iii. The solution should offer multiple form factors for One Time passwords including hardware, software tokens (web browser toolbar/application/mobile phones/ Windows Mobile/Blackberry/JAVA ME/ Symbian OS etc) and USB tokens with OTP and digital certificate support.

iv. BSNL would decide the usage of the form factors as derived by business requirements. System shall provide One Time Passwords for lost tokens and not static passwords.

v. System shall Support for a multi-tier architecture comprising end user authenticator, target application / device Agent and an Authentication Server.  It shall support for a multiple failover servers and scale up to multiple replica servers.

vi. It shall support for encrypted communication between the components including the primary and failover servers with the encryption key to change every few minutes.

vii. It shall support Multi-platform support for the authentication server (Like Windows 2000/2003, Solaris 8 & 9, HP Unix 11i, AIX 5 etc.)

viii. Authentication Server should be able to synchronize data with system such as Active Directory / Sun One Server and Novell eDirectory

ix. It shall support to define access based on time of day, day of week or by group or user-defined access.
SECTION – 5 - PART B-32
Enterprise Reporting , Business Intelligence and

Data Warehousing
Specifications

i. The specifications listed below layout the requirements of a web portal required for reporting needs of BSNL middle level & top management for this project. The users shall be able to login and access the portal based on their privileges. The web based reporting software shall have following features:

a. It shall be able to pull and analyze data (across the business verticals of wireline , wireless and enterprise ) from multiple data sources especially data centers covered in this project. These databases may not have same data structure hence an ETL tool shall be used to do reporting as required in this tender.

b. There shall be drill down capability in each presented report. The level of drill down shall be finalized in the SRS phase.

c. It shall have inbuilt capacity to build graphs, charts of parameters in the reports on the fly.

d. It shall be possible to download reports for power users and optionally for normal users depending upon the policy.

e. The estimated named users of the Web Portal shall be 30000 with concurrent being approx 5000.

f. Online help feature to get the desired functionality

g. Advanced and single point Manageability and administration features including Manageability of Users, Folders, Servers, Objects, User Groups, Server Groups, Authorization and Settings. 

h. Users shall be able to see only those reports for which they are authorized to view/download. They shall also be able to navigate the folder based tree structure for easy access of reports.

ii. Each user shall be able to get scheduled reports on his chosen single (not multiple) e-mail ID.

a. Ad Hoc Reporting

b. Alert notifications

c. Time Triggered Scheduling

d. Event Triggered Scheduling

e. Fail over, Load Balancing and Clustering

f. Object and Folder level Security

g. Support for full inheritance and 3rd party security systems including LDAP and NT.

h. Interactive DHTML Viewing

i. Change Control

j. Multiple Export format support including PDF, MS XL, MS Word, RTF and HTML

k. WAP and XML Support

l. JAVA, .NET and COM Compatibility

m. Objective model programmable administrative control mechanism.

n. Report Streaming

o. Parameterized reporting and sorting

p. Caching

q. Cross Platform Deployment

r. Support for SAP, BAAN, Siebel, Oracle

iii. The report design software shall have following features:

a. Multiple report types including Mailing Labels, Cross Tabs, Drill Down, OLAP, Conditional and Top N reports

b. DHTML, ActiveX and Java report viewers

c. Parameter prompts via web

d. Local printing and export from viewer

e. Support for Vector based Images

f. OLE 2.0 Support

g. Formula expert, customs functions and display string formatting

h. Support for MS Mail, MS Exchange, Lotus cc Mail, Lotus Notes, MS Smart Tags

i. Report parts for wireless and portal integration

j. Active Data Driver support (ADO, RDO, CDO) for runtime data sources

k. Unlimited SQL commands

l. Support for ACT, Pervasive, FoxPro 2.6, MS Access, MS Outlook, Paradox 3.5 - 4.5 (Native) 3.5 to 7.0 (BDE) & File system

m. The software shall have support for the following:

n. Native Client Server Network Data Access

o. Multi Threaded DB Access ( OLE DB and native drivers)

p. Oracle 7.x, 8.x, 9i, 10g

q. IBM DB2, DB2/2, DB2/400, DB2/600

r. Informix

s. Lotus notes & Domino 4.5 and Above, R5

t. MS IIS, SMS, SQL server, NT Event logs

u. Sybase SQL Server

v. IBM DB2 OLAP 7.1

w. MS OLAP ( Analysis 2000)

x. MS SQL Server 7 OLAP services

y. MS FoxPro and Visual Foxpro

z. ASCII

aa. Dbase

ab. Unicode Support

ac. Access to ADO.NET

ad. Access to COM Data providers

ae. Access to Javabeans

iv. Web portals shall necessarily have the OLAP functionality built in the system to meet the performance requirement of the web portals as mentioned below at clause 4.

v. It shall restrict vague queries in the reporting software. Policies in this regard shall be user configurable by the administrator.

vi. ETL (Extract, transform & load) Tool: The bidder shall quote an ETL tool for integration with the Enterprise reporting software. This ETL tool shall help the reporting software in extracting information from different databases for the purpose of reporting. Some of the requirement from ETL tool for reporting is as mentioned below:

vii. ETL for extraction of data from multiple data sources, formatting & reports on web 

viii. Application should support extraction, transform, and load data directly into a web Reports Server or any other application.

ix. System should directly access operational data stores.

x. System should transparently drill and join data as per business output requirements through the reporting tool.

xi. Application should allow aggregating, joining, merging, and applying selection criteria to information from data sources.

xii. Application should simplify data movement from any application to Reports server using automatically generated and managed FTP scripts or most native transport protocols.

xiii. System should transform data from raw forms into XML file formats, as XML allows tagging data -- whether for format, content or both.

xiv. Application should simplify loading of data into a target database through the automatic invocation of bulk loaders or row-at-a-time inserts.

xv. Application should Execute, schedule, review, manage, audit, and create dependencies among ETL requests.

xvi. The dependencies among ETL processes can be one of the following: an ETL job get executed when a previous job get process successfully, on failure, on warning and based on the certain event like appearing of a file, or when ALL or ANY of previous jobs get processed.

xvii. ETL process must be able to perform start-end loop condition

xviii. When ETL job fails, it must be able to notify by sending email

xix. if more than one ETL processes running and one of ETL job fails, it must be able to stop all running ETL processes OR capable to alerting a job when fails

xx. Application should have a change-data-capture capability which enables to load only changed records into the data source, dramatically reducing the time needed to refresh data and making it easy to achieve a near-real-time data for Reports & Analytics.

xxi. Application should access, cleanse, integrate, transform, and deliver enterprise data through a single information integration platform

xxii. Application should support speed deployment and to manage change using intuitive and collaborative development environment.

xxiii. Application should be able to Understand and enhance information to support business analysis, operations and transactions.

xxiv. Application should support multi processor infrastructure for scalability.  Not only multiprocessors (SMP) The product must also support "multi servers "  CPUs (Massively Parallel Processing) environment or Grid environment

xxv. Application should support Scheduled Data Extraction at periodic intervals of hourly, daily, weekly, or monthly or can be instantly executed at any time depending on the load of the source database and amount of data to be extracted.

xxvi. Application should support for an offline report server.

xxvii. Application should support Extraction of data from disparate data sources.

xxviii. Application should be able to handle voluminous data with Multi-processor and MultiServer CPUs (MPP) Environment

xxix. ETL product must be able to process Gigabyte to Terabyte of data not only stored in RDBMS but in FLAT FILE

xxx. ETL must be able to process data in parallel with true scalability & increasing performance by increasing server machine (CPU & memory)

xxxi. ETL product must be able to process directly from FLAT FILE without the need to store FLAT FILE data onto RDBMS and process from the RDBMS

xxxii. ETL product must be able to perform Join, MERGE, Lookup directly from FLAT FILE as well RDBMS

xxxiii. The system should support Failsafe environment, ensuring extraction process continues undeterred.

xxxiv. Application should maintain process logs, configurable from least (key/main) event logging to detailed logging, and provide the information to identify errors.

xxxv. Application should store the log information in a standard format and should support generation of reconciliation reports using the log information.

xxxvi. The Application should be a platform independent able to work on Unix, AIX, Linux or Windows

xxxvii. Application should support custom updation allowing updating/deleting/inserting information to the same or disparate data sources thus giving a jumpstart to other applications in using the extracted information for further processing.

xxxviii. Application should support Security & Authentication.

xxxix. Application should support Unicode

xl. The System should support SOA and Event oriented Architecture. This capability also implies that existing ETL job (transformation rules) is maintained without redesign.

xli. With SOA, the product must be able to receive at 3 modes of services calls ie. WebServices, JMS as well as EJB BEAN

xlii. The SOA must also have a capability to provide load balancing of ETL process.

xliii. The ETL product must also be able to generate full ETL design documentation on-the-fly and presented in HTML format with hyper-link features.

xliv. The ETL product must be able to invoke WebServices call.

OLAP:  

i. The bidders shall provide OLAP online Analytical processing server along with OLAP software. The features of the OLAP requirement are as below:

a. Usage of  MQTs ( Materialized Query Tables) for data aggregation.

b. Data base optimizer shall be able to rewrite incoming queries using MQTs.

c. Shall provide the facilitate for the creation, manipulation, import & export of cube models, cubes and other metadata objects.

d. It shall provide both SQL and XML based APIs.

e. It shall provide GUI for managing and deploying multi-dimensional data.

f. Should have write Back feature in the OLAP subsystem.

g. OLAP Should support Block storage and Aggregate storage type.

h. Solution shall provide for Pivot and cross-tab tables support

i. Solution shall  support a multi-pass query in which an initial query obtains a subset of data that is fed to a second and more complex queries
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Help Desk Management

Introduction
i. Helpdesk Solution is a incident logging and tracking system. It shall provide multi-purpose support tools that can be used across the BSNL organization to manage processes such as technical helpdesks, customer services, asset tracking and facilities management for complete OSS and BSS including IN & VAS elements.

Functional Requirements

ii. Helpdesk shall integrate with BSNL web portal, messaging system and order management system.

iii. System shall provide distributed database capability, allowing multiple sites to synchronize subsets of users' data. It shall be possible to define rules selectively transfer business data between these servers. Integrity of the database shall be ensured when deployed in distributed environment. The capability specified in the clause shall be available, however Help Desk deployment shall be based on centralized database.

iv. System shall have LDAP support.      

v. System shall have web interface for CSRs, customers and other administrators which shall support all the helpdesk functionalities including analysis and reporting  

vi. System shall be ITIL compliant. Verifiable proof that the helpdesk is ITIL compliant shall be submitted. 

vii. System shall manage the relationships between user problems and network and services events. EMS shall ensure that   duplicate events are not submitted to the helpdesk system so that duplicate tickets are not generated. 

viii. System shall integrate with EMS and NMS. Integration with the EMS shall be bi-directional so that both the systems are synchronized at all times

ix. EMS shall be able to automatically open a ticket based on rules in the helpdesk system, and upon the ticket creation, the helpdesk system shall automatically send back the trouble ticket ID number to the EMS.

x. Integration between B&CCS and other BSS components must not create another interim physical database for storing or processing any transactions or data except maintaining the state of the information as per the business logic

xi. Single customer care view must manage business logic independent of downstream application logic

xii. It shall cater for overall system monitoring with patch management and server monitoring capability to the administrator.

xiii. It shall provide workflow and business process orchestration and automation

xiv. Help Desk Management System shall provide the interface to backend systems for the customer care agents.

xv. It shall provide single sign-on feature and shall store single sign on credentials. 

xvi. It shall provide integrated authentication and authorization for agent roles and applications by means of Enterprise Single Sign-On and the Active Directory® directory service.

xvii. System shall have smart client technology for CSR Desktops however the same system shall provide the web based self care functionality for the subscribers.

xviii. The system must support access to data through increasing diversity of channels using a common business logic layer in a SOA Compliant architecture.

xix. Helpdesk Management System shall also provide integrated messaging module for CSRs and Administration staff viz. email and presence. 

xx. Trouble ticketing system shall interface with SLA and Performance management systems to account for the period of network or service unavailability.

xxi. It should be possible to design Web-capable forms and distribute them on corporate intranets, extranets, or the Internet. Users can fill out forms in a browser with no download or client components needed.

xxii. Native support for Web services and customer-defined XML schemas should makes it easy to integrate form data with many back-end systems using Web services.

xxiii. Store and manage any type of object, including documents, workflow maps, reports, URLs, queries, images, forms.

xxiv. Solution should provide Secure Sockets Layer (SSL) content encryption to support for external access.

xxv. Help Desk Management System shall provide search engine capability to search the entire organization from a single place using full text, Boolean searching, and metadata attributes (i.e. author, date created, or any properties in a document profile).

xxvi. System shall provide web conferencing / instant messaging with online presence features between CSRs.

xxvii. It shall provide the functionality to attach linear workflows to user chosen lists and libraries.  These workflows can be attached to creation and change events.  workflow pages shall be built automatically at design time, but shall be customize using Designer tool after they've been generated.

xxviii. It shall provide Excel Services to be integrated with the Portal, allow published spreadsheets to receive request parameters into input ranges and return output range values as results.  

xxix. The solution shall be built on standards like TCP/IP for networking, HTTP and HTTPS for website, WebDav extensions to HTTP for document repository access, XML as a data format, XML Web services for interoperability, ActiveX etc.

xxx. It should provide Real-Time Presence functionality, displaying virtually everywhere a person’s name in the portal, tells you in real time whether a person is online and available for a telephone or audio conference call, instant messaging, or two-way video conversation.

xxxi. Trouble ticketing system shall be able to extract all incidents, resolution progress reports and all affected services via its interface with the inventory system.

xxxii.  Trouble ticket shall be tracked in the helpdesk system till the cause of the outage has been detected, repaired and the   service restored. 

xxxiii. In case the outage is self healing, the event management system shall notify the help desk system and clear the trouble ticket automatically. 

xxxiv. Whenever a problem is reported by a customer a unique trouble ticket ID shall be generated by the system. This shall be intimated to the customer, so that he can track the status on the basis of this ID 

xxxv. It shall be possible for Customers to submit and check the status of reported problems through web interface.

xxxvi. System shall automatically track, log and escalate user interactions and requests. 

xxxvii. System shall include diagnostic technologies that provide online information from a single, integrated knowledge base to ensure, consistent and accurate answers. The knowledge base shall be updateable and shall be created using the problems submitted and their approved solutions. It shall be possible to use this functionality in conjunction with other tools to detect and assist in troubleshooting problems. 

xxxviii. CSRs shall be able to view, change the status of the calls, reassign / transfer the trouble tickets to other CSRs or technical specialist through the web interface.

xxxix. It shall be able to generate various customized Service Level Reports e.g. Open Call Reports, Closed Call Reports, Problem Area / Location specific Reports. 

xl. It shall have the capability for accepting queries through various sources including telephone, email or web interface. 

xli. Shall provide case categorization capabilities for the CSR to quickly and consistently categorize incoming requests and problems etc using category, type, urgency level and item menus etc. 

xlii. Duplicate case tracking. Support staff can associate multiple instances to a single problem and tie the resolution of multiple cases to the resolution of one case. 

xliii. System shall check for tickets status and escalation and notify the management or next level of support staff based on predefined Service Level Agreement (SLA) which shall include criteria like service application, severity and customer etc. 

xliv. It shall be possible for the queries and escalations to be assigned to CSR  groups or CSRs 

xlv. It shall have bulletin board to allow CSRs, Managers and Customers to post and review messages about critical issues. It shall be possible to track the time spent on specific case.

xlvi. CSR shall be able to define an estimated time for resolution of the problem. When this time expires; indication in this regard shall be made available to the CSR. 

xlvii. CSR shall be able to log events and notes. It shall be possible to note the problem in text format. Every entry in the helpdesk shall be definable as a case or trouble ticket. CSRs shall be able to indicate actions taken to resolve the caller's problems by adding events to these cases with optional notes attached. It shall be possible to view the history of the actions taken to rectify the problem along with the identification of the CSR. It shall be possible to show a portion of this information to the customers for the purpose of informing them the status of problem resolution. 

xlviii. It shall be possible to generate work orders for field staff or technicians for fault repair. It shall be possible to identify recurring areas of trouble. 

xlix. The trouble ticketing system shall be able to apply escalation procedures when predefined time to repair is not met. 

l. Trouble ticketing system shall be able to escalate and track problems to the support agencies external to BSNL

li. Trouble ticketing system shall interface with SLA and Performance management systems to account for the period of network or service un​availability. 

lii. Trouble ticketing system shall be able to extract all incidents, resolution progress reports and all affected services via its interface with the inventory system. 

liii. Life cycle of the case or trouble ticket shall include phases like opening, suspension, closing and archiving which shall be tracked by the system. 

liv. Assignment, routing and escalation of trouble ticket shall be both automated and manual and shall be based on pre-defined rules. Rules shall include the case of escalation when estimated time to repair is not met. 

lv. The trouble tickets shall be attached to a work-flow where ever there are multiple steps required for resolution. 

lvi. System shall support the creation of task whenever necessary. CSR shall be able to query all tasks or trouble tickets, which are open against him. 

lvii. System shall support the creation of dependent trouble tickets. System shall support viewing of all open trouble tickets and tasks against a customer when his account is queried. 

lviii. System shall integrate with network inventory for querying configuration and network status information, topology lookup, impact analysis and identification. It shall retrieve physical (location), logical (configuration) and service information. 

lix. System shall correlate network trouble ticket with customer trouble ticket. 

lx. Trouble ticket management shall include functions like initiate, close, action, query, modify etc. 

lxi. It shall be possible to include information about the equipment; circuit built up details etc in the trouble ticket automatically after obtaining the same from inventory. 

lxii. Shall integrate with web-portal for report trouble ticket status 

lxiii. System shall allow CSR to check the network fault status as part of problem investigation. 

lxiv. System shall have provision to receive and send to partner trouble ticket for fault on own network; report a trouble ticket to partner for a fault on partner's. 

lxv. FAX HANDLING: The integration of messages received by fax into the CSR Work queue shall be provided. Sending of fax messages directly from the agent desktop shall be provided. 
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Database Requirements

General

i. For the various applications envisaged in this tender document,  Bidder shall use an RDBMS with necessary components with features as enumerated below:
ii. Work in a distributed mode across multiple servers.

iii. Work in a cluster mode

iv. For multiple standby (backup) systems

v. Feature for graceful switchover and switchback between the primary and the standby databases (without any direct intervention from the database administrators)

vi. Management through Enterprise Management System. 

vii. All the APIs for integration with 3rd Party Applications shall be provided

viii. It shall allow the users to use the standby database for read-only access while the synchronization between the primary and standby systems happen simultaneously

ix. Access to all RDBMS stored procedures shall be available through JDBC, ODBC, C and Active X

x. Detailed documentation shall be provided for Database Management specific to the project and the applications deployed.

xi. GUI based tool shall be provided to manage, test and tune the database.

xii. All the applications implemented shall have provision for optimizing the number of static connections to the database using connection pooling. All the applications implemented shall also optimize the duration of connection to the database by using techniques like session time out.

xiii. The database should be able to support partitioning of tables to support linear data scalability and parallel utility processing.

xiv. BSNL is presently using Oracle as RDBMS in many of its BSS/OSS application running at multi locations.

Any other Item if required

i. The requirement of equipment mentioned in this section of the bid document gives only the minimum set of equipment to be supplied as a mandatory requirement.

ii. The Bidder shall be solely responsible to ensure that any additional item required for achieving the defined and implied performance level for the specified customer base and its growth, and for integration with other software & hardware, is also supplied and is quoted in the Bid Document as additional items. 

iii. In case during the Contract Term it is found that any additional item is required while the same is not quoted by the bidder, the same shall be supplied by the bidder at no extra cost to the Purchaser.

iv. Bidders shall propose phase wise supply schedule for all the items in the bid. Bidder shall also provide the price breakup of the phase wise supply of hardware items as an Annexure to the Price Schedule. 

v. Any item (DB) found short or not quoted but required for successful implementation in terms of specifications and performance requirement has to be supplied free of cost at the earliest, so that committed implementation schedule shall not get affected. In case the implementation schedule is affected, Liquidity charges will be applied.

vi. In case this situation of  any DB found short or not quoted but required to meet the tender conditions, arises during the Contract Term, the supplies, installation and commissioning of the relevant DB shall have to be made free of cost 
vii. The Bidder shall include any other DB item required for installing/commissioning the system & commercial launch of service, which are not appearing in the Section IV, Schedule of Requirement (BOM) and its details should be given in the separate Annexure.

viii. In case it is found that any item, not accounted for in the bid, is needed for successful implementation of the project and achievement of the desired performance of the various parameters, the same shall have to be supplied by the bidder free of cost. 

ix. The Bidder should note that in the specification documents or elsewhere, ability or capability means that such functionality shall have to be delivered during implementation. Some of the service requirements may involve extra implementation efforts in terms of service cost or hardware cost for which there is no special mention in the Schedule of requirement; in such cases clarifications in this regard shall have to be sought by the bidder during the clarification stage of the tender to avoid any ambiguity
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Master Services Agreement Guidelines
1. General

1.1 This section does not constitute the Agreement itself, but provide the broad outline of the key Terms & Conditions that will be elaborated, agreed upon and incorporated in the Agreement to be signed between BSNL and the Bidder. 
1.2 Bidder are requested to provide inputs on the below guidelines and also provide templates of the master services agreement for consideration by BSNL to be incorporated in the Tender.
1.3 Agreement / Purchase Order (PO): BSNL shall sign with the successful Bidder a Master Services Agreement (“MSA”) appended with schedules that shall in detail capture the scope of work envisaged in this Tender that shall be delivered by the successful Bidder and the responsibilities and the obligations of the successful Bidder as expected by BSNL for the entire Term of the Agreement. The Agreement shall become part of the Purchase Order / Works Order issued by BSNL to the successful Bidder.
1.4 Term: - The Agreement shall be in effect commencing on the Effective Date of the Agreement and shall thereafter remain in effect for a period of Ten (10) years from date of completion of Phase 1, unless terminated prior to the end of the Term by written consent of both Parties or otherwise in accordance with the provisions of this Agreement. 

1.5 Extension of Agreement - the Term of this Agreement may be extended for additional periods upon terms and conditions to be agreed between the Parties.

1.6 Indirect Damage Liability: Regardless of the legal or equitable basis of any claim, neither party shall be liable for  any consequential, special, indirect, incidental, damages.

1.7 Direct Damage Liability: Liability will be for direct damages only and the total aggregate liability under the contract will be limited to an agreed upon amount as per tender. 

1.8 Intellectual Property Rights:
The core products supplied by the Bidder are owned by the Bidder and licensed to BSNL. Customizations to the core products developed by Bidder shall be owned by Bidder.
1.9 Products supplied by BSNL are owned by BSNL and the Bidder shall be given the right to use and develop customizations on the same, if BSNL desires. Such customizations are to be owned by BSNL.

1.10 License Grant: The license to be granted to BSNL shall be a perpetual, non-exclusive, irrevocable license to use software products for BSNL’s telecommunications business. 

1.11 Indemnification: Subject to customary exceptions, Bidder shall defend, indemnify and hold BSNL harmless from and against any costs and damages.
1.12 Termination for Cause: As per Tender, BSNL may terminate the contract either part or in whole in the event of a material breach by Bidder, provided Bidder had an opportunity to cure the breach during an agreed upon defined cure period and further provided that there has been a decision by a competent authority (as shall be defined in the contract) that Bidder has indeed committed a material breach. 

1.13 Termination for Convenience: Termination for convenience will be available to BSNL after an agreed upon defined period. 

1.14 Termination for Insolvency: As per Tender
1.15 Force Majeure: As per Tender
1.16 Post Termination Right to Order Licenses and Services: 
Following a lawful termination by BSNL or expiration of this Agreement, Bidder, at BSNL’s option, shall grant to BSNL a perpetual, non-exclusive and non-transferable license to use the Bidder Systems for BSNL’s businesses.  Bidder shall also offer to BSNL the right to order maintenance services (including enhancements and upgrades) and support services with respect to the Bidder Systems.  

1.17 Termination Assistance: At BSNL’s request, Bidder shall provide BSNL with assistance for the transitioning of responsibility for the Bidder’s Systems components to BSNL or another provider that BSNL may choose, in accordance with the Agreement

1.18 Liquidated Damages - For delay in performance, Liquidated damages for delay will be applied on the Bidder and shall be subject to dispute resolution procedures defined in the Agreement. The total amount of LDs shall not exceed an agreed upon cap as per tender
1.19 Warranty: In general, Bidder warrants that the managed services will be provided in a professional and workmanlike manner at least consistent with generally accepted standards in the industry for similar services for communications companies such as BSNL. The detailed Warranties, Representations and Disclaimers will be detailed in the Agreement to be signed between BSNL and the successful Bidder. 
1.20 Dispute Resolution: BSNL and Bidder will use their best efforts to resolve any controversy or claim arising out of or relating to the contract through good faith negotiations, shall be resolved by arbitration process by a competent authority as shall be defined in the Agreement.
1.21 Governing Law: The laws of India will govern the construction and enforcement of all of the rights, duties, and obligations arising under, or relating in any manner to, the subject matter of the contract.
1.22 Non‑Solicitation of Employees: For a timeframe as shall be detailed in the Agreement, each Party shall not, without the other Party’s prior written consent, which may be withheld in such Party's sole discretion, directly or indirectly solicit any employee of such other Party whose duties and responsibilities include participation, directly or indirectly, in the performance of this Agreement
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Roles & Responsibilities

Please note that the Bidder’s responsibility shall be governed by the contents of the Tender and the below given table is only for high level illustrative purposes. 
	Phase
	Function
	Bidder
	BSNL

	General
	Program management
	Owner
	Support

	General
	Project Management 
	Owner
	Support

	General
	Project Governance
	Owner
	Support

	General
	Vendor management
	Owner
	

	General
	Project Reporting
	Owner
	

	General
	SLA Reporting
	Owner
	Support

	Application
	Business Requirement Scoping
	Owner
	Support

	Application
	Functional & Technical Requirements
	Owner
	Support

	Application
	Design specifications
	Owner
	

	Application
	Change Control Board
	Owner
	Support

	Application
	Application Development
	Owner
	

	Application
	System Test
	Owner
	

	Application
	User Acceptance Test
	Owner
	Support

	Application
	Implementation
	Owner
	

	Application
	Post Implementation Support
	Owner
	

	Application
	Security Administration
	Owner
	

	Application
	Application Maintenance
	Owner
	

	Application
	Application Production Support
	Owner
	

	Application
	Application Development
	Owner
	

	Application
	Troubleshooting and Problem Resolution
	Owner
	

	Application
	Management of Upgrades and Fixes
	Owner
	

	Application
	Application Security Management
	Owner
	

	Application
	Backup and Recovery Planning
	Owner
	

	Application
	Disaster Preparedness/Business Continuity Planning
	Owner
	Support

	Application
	Application Database Administration
	Owner
	

	Application
	System Tables Administration
	Owner
	

	Application
	Application Administration and Monitoring
	Owner
	

	Application
	Change Management Administration
	Owner
	

	Application
	Interface to Billing resources
	Owner
	

	Application
	Applications Operations
	Owner
	

	Application
	Performance Monitoring
	Owner
	

	Application
	Batch Job Execution and Maintenance
	Owner
	

	Application
	Application System Documentation
	Owner
	

	Application
	Workflow Administration
	Owner
	

	Application
	Job Schedule creation and maintenance
	Owner
	

	Application
	Special Requests from billing SMEs
	Owner
	

	Application
	Training and Training Materials
	Owner
	

	Application
	Help Desk (Level 1  User Production Support) 
	Owner
	

	Application
	Tables – Business parameter set up
	Owner
	

	Application
	Reports Generation
	Owner
	Support

	Application
	Intake and Prioritization
	Owner
	

	Application
	Quality Management
	Owner
	

	Application
	Document maintenance
	Owner
	

	Application
	Technology Refresh
	Owner
	

	Application
	Incident/Defect Resolution
	Owner
	

	Application
	Release Management
	Owner
	

	Data Center
	Data Center setup
	Owner
	

	Data Center
	Provision of space and power connection
	
	Owner

	Data Center
	Capacity planning
	Owner
	

	Data Center
	Hardware Procurement
	Owner
	

	Data Center
	Software Procurement
	Owner
	

	Data Center
	DC network Procurement
	Owner
	

	Data Center
	Data Center Network Administration
	Owner
	

	Data Center
	System Administration
	Owner
	

	Data Center
	Data Center Operations
	Owner
	

	Data Center
	Tape drive and Tape Library management
	Owner
	

	Data Center
	Database backups
	Owner
	

	Data Center
	Recovery execution
	Owner
	

	Data Center
	Data Management, including offsite storage
	Owner
	

	Data Center
	Monitoring and Management of environment, hardware, OS,  Database, Middleware, and Network
	Owner
	

	Data Center
	Help Desk (Tier 1 Operations)
	Owner
	

	Data Center
	Input / Output Processing
	Owner
	

	Data Center
	Data Base Administration
	Owner
	

	Data Center
	Back-up Specialists
	Owner
	

	Data Center
	Configuration Management
	Owner
	

	Data Center
	Change Management
	Owner
	

	Data Center
	Disaster Recovery
	Owner
	

	Data Center
	Infrastructure Security Management
	Owner
	

	Date Center
	Data Center Security Management
	Owner
	

	
	Network Security Management
	Owner
	

	Date Center
	Facilities Management
	Owner
	

	Migration
	Tables – User
	Owner
	

	Migration
	Mapping – Values
	Owner
	

	Migration
	Mapping – Fields
	Owner
	

	Migration
	Systems
	Owner
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Uninterrupted Power Supply

i. This specification describes a three-phase, on-line continuous operation, solid-state uninterruptible power supply (UPS). The features of the UPS system shall be as below:

General

i. It shall be modular/standalone & online UPS, designed for 24x7 operation. Online UPS means that the input AC power shall be subjected to process of inversion & conversion to supply conditioned & pure sine wave AC supply to the load.

ii. The UPS system shall be wired to supply conditioned and uninterrupted power supply to all the application servers, network equipment’s, storage device, workstations or any other device installed in the data center.

iii. Proper ventilation/cooling arrangements to support continuous operation.

iv. It shall be housed in a self-supporting structure made of steel. It shall house all the components of the UPS. Optionally batteries can be housed separately.

v. UPS shall be as TEC GR no. GR/UPS-01/03 May 2006 and amendments if any. 

vi. Battery backup available shall be for 1 hour for full load. Batteries supplied shall be maintenance free VRLA Batteries and shall be as per TEC GR No. GR/Bat-02/02 Mar 2006 or latest as on date of bid submission, with amendments if any.

vii. It shall condition the power supply by regulating the power factor & harmonics in the input mains power supply.

viii. It shall be 3-phase input & 3-phase output power supply UPS system

ix. It shall have high availability through intelligent precision-charging that maximizes battery performance, life, and reliability.

Input Power Supply:

i. Nominal voltage shall be 415 V AC ( +10% to -15%), 3 Phase & neutral

ii. Minimum 0.98 lagging on 100% load.( Power factor correction equipment can be put in to use, if required)  

iii. Input current harmonic distortion less than 2% max for linear loads & less than 5% max for nonlinear loads.

iv. Input power harmonics shall be less than 5%.

v. Input Frequency: It shall operate satisfactorily at input supply frequency of 50Hz +/- 6% 

Output Power Supply:

i. Nominal output voltage shall be 380/ 400/ 415 V AC , 3 phase and neutral (adjustable steplessly) with ± 1% accuracy.

ii. Output waveform shall be true sine wave.

iii. UPS Output shall be isolated from UPS input through an isolation transformer.

iv. Output Frequency:  UPS shall provide 50 Hz +/- 0.5 Hz free running (battery operation)output .

v. It shall support unbalanced load. Load unbalance of 50% shall not trip the UPS  i.e. if a load on one of the three phases is ‘x’ kVA then a load of x/2 shall not trip the UPS.

vi. It shall be able to supply 150% overload for atleast 60 seconds and shall supply 125% overload for atleast 10 minutes.. This enables the system to handle inrush currents, sudden peak loads and output faults without transitioning to bypass. 

vii. Acoustics noise generated from the operation of the UPS shall be less than 65 dbA typically, measured at 1 meter from the UPS.

viii. The UPS shall operate with an efficiency of more than 90% at 75% of the rated load.

ix. There shall be a provision of static bypass (automatic) with voltage rating of 380/400/415 V AC ,3 phase & neutral +/- 10% . Bypass arrangement shall be through an external static bypass panel to enable delinking any UPS in the network without disturbing the load.

3.0
Architecture

i. Entire UPS system shall be supplied in N+N (N ≥2) configuration based on actual KVA requirements as calculated by the bidder.

ii. If bidder feels that N+N configuration of UPS system shall not meet the 100% availability criterion, they shall quote a higher redundancy configuration.

iii. Total UPS shall be supplied in units of capacity as mentioned in SOR for Primary, Intermediate and DR site. 

Manageability

i. It shall provide for redundant serial ports for manageability by EMS of the data center. UPS shall be SNMP compliant for SNMP trap etc.

ii. It shall have provision for  remote management of the UPS over the network

iii. It shall allow management of  the UPS locally through a text-based display that allows quick diagnosis via stored alarm conditions and events

iv. The UPS shall indicate if the unit is on battery, if the battery is low or if there is an overload condition.

v. The UPS shall monitor the health and status of the external batteries and their expected runtime.

vi. The UPS shall ensure early detection of potential problems by periodic testing of UPS components

vii. It shall prevent unauthorized access to the UPS through a suitably designed rack system.

Protection Requirements

i. Output short circuit protection shall be there with fault isolation capability.

ii. Input phase reversal protection.

iii. Input voltage high/low protection.

iv. Input surge/transient protection

v. Soft start or slow voltage transfer to generator.

vi. Low Battery Voltage Protection to prevent total discharge or damage to the battery, the UPS must stop supplying to connected load when the battery voltage reaches a set minimum voltage level (programmable).
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Dimensioning Details

1.1 System dimensioning for hardware and software will have to be done based on below mentioned  parameters:
1.2 The following assumptions are to be made while estimating the hardware requirements.

	S. No.
	Parameter
	Value

	1.2.1 
	Retention of billed data
	6 months for bill image and four months of billed usage

	1.2.2 
	Retention of unbilled data
	2 months for unbilled usage

	1.2.3 
	Event Records/day/subscriber for mediation
	Voice CDR – 12

	
	
	Data / IPDR - 100

	
	
	SMS - 50

	1.2.4 
	Billable CDRs/day/subscriber
	10

	1.2.5 
	Bill Cycles
	8

	1.2.6 
	CDR split factor
	1.6

	1.2.7 
	CDR Usage size (Bytes)
	250-3000

	1.2.8 
	Rate prepaid CDRs
	No

	1.2.9 
	Treatment of prepaid CDRs
	Stored in the data warehouse (doesn't enter billing system)

	1.2.10 
	Type of accounts
	Mixed

	1.2.11 
	Raw CDRs (Bytes)
	250

	1.2.12 
	% Accounts receiving Detail Bills
	2%

	1.2.13 
	Avg. Non-Detail Pages per Bill
	2

	1.2.14 
	Service requests to  process in a busy Hr 
	50000

	1.2.15 
	SIM inventory management
	200% of total subscribers

	1.2.16 
	Bill processing and formatting window  Available - per bill cycle (hours)
	8

	1.2.17 
	Archiving Monthly (number of days) 
	4

	1.2.18 
	Months to retain billed history  along with itemized bill information
	6

	1.2.19 
	Use Data Compression in customer databases
	Yes

	1.2.20 
	Months to retain bill Images 
	6

	1.2.21 
	Months to retain unbilled CDR 
	2

	1.2.22 
	Months to retain error usage
	6

	1.2.23 
	Incoming CDR error rate
	0.20%

	1.2.24 
	Max Concurrent CSRs (for CSRs)
	                                                                                                           6,000 


Assumptions for Roaming


	1.2.25 
	Out collect records per day; % of total CDR 
	10%

	1.2.26 
	In collect records per day; % of total CDR 
	10%

	1.2.27 
	Roaming hrs to process Out Collect
	2

	1.2.28 
	Retention of data (months)
	6

	1.2.29 
	Roaming hrs to process In collect
	3

	1.2.30 
	Months to retain TAP IN and TAP OUT files on file system
	6


Assumptions for web self Care


	1.2.31 
	% of subscribers using web care
	50%

	1.2.32 
	Average interactive sessions per active subscriber/month
	2

	1.2.33 
	Concurrent users of web self care
	10000


Assumptions for Mediation


	1.2.34 
	Months for Data Retention (raw files)
	3

	1.2.35 
	Processing Window for one day load (hours)
	8

	1.2.36 
	Duplicate Check – Post-Paid calls (months)
	1

	1.2.37 
	Use Data Compression in DM
	Yes

	1.2.38 
	Months for Data Retention (post paid Mediated Output)
	3


Assumptions for help desk:


	1.2.39 
	No. of help desk users (response time <5 sec)
	2500

	1.2.40 
	No of tickets per subs in a month
	                                                                                                                   <1 

	1.2.41 
	Retention of history data in system (years)
	1


Assumptions for Data Warehouse:


	1.2.42 
	Store CDR's for Post Paid + Pre Paid
	Yes

	1.2.43 
	Usage Record size (bytes)
	240

	1.2.44 
	Assuming compression rate - after compression space needed
	40%

	1.2.45 
	months  to retain converted CDR's (post paid+pre-paid)
	13

	1.2.46 
	Store rated CDR's for Post Paid and Pre Paid CDRs from IN
	Yes

	1.2.47 
	Time to restore converted CDRs (post paid as well as pre-paid) for the purpose of lawful agencies
	<2 hrs


Assumptions for GPRS/MMS/3G call in Billing System:


	1.2.48 
	Percentage of total postpaid calls (included in 20 billable CDRs a day)
	25%

	1.2.49 
	Average CDR length (bytes)
	1000


	1.2.50 
	Data Retention for sub-ledger and reports (months)
	12


Assumptions for Interconnect Billing


	1.2.51 
	Interconnect  Storage 
	6 months

	1.2.52 
	Processing hours per day
	6  hrs

	1.2.53 
	Interconnect CDR per day per subscriber entering in to interconnect system
	10

	1.2.54 
	Billable Interconnect CDR per day per subscriber
	5

	1.2.55 
	CDR Processing window for daily CDRs in case of batch processing
	8 hours

	1.2.56 
	IVRS load
	2% of the subscriber base per day

	1.2.57 
	Corporate accounts
	30%

	1.2.58 
	Retail accounts
	70%

	1.2.59 
	Average size of subscriber’s digitized data
	1MB

	1.2.60 
	Maximum processor loading
	80%
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Hardware Specifications

Introduction
i. The architecture and sizing for each software solution based on a set of chosen applications may vary for the same user load and performance level.

ii. This section lists the guidelines that bidders shall follow while selecting the server infrastructure to run their chosen software application stack.

iii. The Bidder shall describe the hardware required to perform in accordance with the dimensioning information provided within this document or subsequent amendments as advised by BSNL.

iv. The performance criteria to be met are specified in this tender document. Bidders shall accordingly size their solutions to meet the required service level. 

v. All individual software applications (all applications on DC Class & Edge class hardware) shall have to be sized accurately to meet the desired service level/ performance criteria at the full load. In this regard Bidder shall furnish the sizing information and an undertaking duly authenticated and signed by respective software vendor.
vi. Bidders whose sizing does not meet the required service level / performance criteria shall be required to provide additional hardware and software resources at no additional cost to meet the desired performance levels.

vii. Bidders are not allowed to quote hybrid type of CPUs/Cores in a single server box. 

viii. BSNL would like to minimize the number of server models in the Datacenter. This is for better management and serviceability. 

ix. BSNL acknowledges that there are two categories of applications which require servers of different architecture.

x. Connection / Presentation Servers – Applications at this stage are multi instance and scale horizontally - e.g. Logical Security Elements, Web Servers, Gateways, and Proxies. (Blade Servers)

xi. Datacenter Class Servers – Database where persistent data is stored and Application Servers where business logic resides within which data is manipulated in response to a client’s request. Here database and application can scale diagonally i.e. scales vertically to an extent and horizontally beyond that. These services can run on a few high end servers having multiple instances of application running. 

High Availability Architecture for Datacenter Servers

i. All applications shall fail over on to High availability Server in separate partitions. In case of failure of any Application or Server, it shall be possible to dynamically move CPU resources from other partitions to the High Availability Partition without re-booting the system or partition.

ii. Capacity of High Availability Server  shall be calculated in a such a way that in case of failure of any single application, it  shall be possible to dynamically allocate same amount of CPU resources (as in production) to the HA partition.

iii. High availability cluster Partitions/Servers shall not be in the same footprint running production applications. High availability must be maintained at logical (applications/softwares) and physical level (systems, network, storage equipment.)

iv. Each partition of the High Availability Server shall have minimum 2 nos. oft Gigabit Ethernet adapters for public interconnect and minimum 2 nos. of Gigabit Ethernet for cluster interconnect. 

Data Centre Servers Server Selection Guidelines

i. Data Center class server shall be 64 Bit multiprocessing UNIX Servers. 

ii. Servers offered shall be with the latest generation and highest clock speed processors at the time of supply. (BSNL will accept faster than those quoted against the tender however the quantity of the processors shall remain the same as that of quoted CPUs. Before placement of order and before acceptance of Supply BSNL reserves the right to verify availability of latest Model/Generation of Processor and fastest clock speed available from the short listed vendor) Offered system / processors shall have a clear road map for next 5 years. Any processor without proper road map in the same technology for next 5 years will be summarily rejected.

Performance

i. Offered Data Centre servers shall be equipped with minimum 64 cores having at least 1.5 GHz Processing speed. This capacity includes 20% Headroom for future Scalability.

Partition

i. These servers shall be capable to support multiple partitions (minimum 8 partitions) and Dynamic movement of CPU compute resources and memory resources from one partition to another when required. This feature shall not require rebooting of server or the partition. The partition shall be hardware/software based and it shall be possible to fully isolate fault from each other. Each partition shall support at least 8 PCI/PCI-X slots. Depending upon on the number of partitions configured on the server, bidder shall provide at least six PCI/PCI-X slots per partition. In case number of partitions is less than eight on a DC class server then the minimum PCI/PCI-X slots configurable per server shall be 64.
Expandability & Scalability

i. "Each server (including N+1 server) shall have at least 20% performance headroom left after configuration, to allow future increase in capacity within the server box. The 20% Headroom capacity (CPU, RAM, Network and Disks) need not be supplied upfront, however the rest of the items or modules of the server box shall have to be supplied for 100% capacity depending upon the number of partitions configured on the server. BSNL reserves the right to request supply/ enablement of spare capacity (CPU and RAM) in parts. For purpose of calculation of 20% headroom ( all servers including N+1, if total server capacity is 5x then, 4x numbers of CPUs shall be configured and 1x shall be the headroom.

ii. It shall be possible to add servers through horizontal scaling and manage them from a single point of control. (Centralized management)

iii. It shall be configured minimum with 4 GB DDR3. It must be DDR3. Memory per core and shall be scalable to minimum 8 GB DDR3 memory per core in the same server. No adjustment for DDR3 RAM is allowed across the different applications to provide 4 GB RAM per core.

External Interfaces

i. Each partition  shall have minimum two numbers of Gigabit Ethernet controllers for public interconnect and minimum two numbers of Gigabit Ethernet controller dedicated for cluster interconnect. The interfaces should not be shared as much as possible to carry public/private traffic and/or heart-beat/cluster traffic.

ii. The Server/Partition shall have at least two numbers of 4 Gbps (8Gbps is latest and widely used) Fiber Channel adapter. Database partitions shall have minimum of 4 fibre channel adapter per partition. If application requires higher I/O throughput the server shall be configured with an appropriate numbers of Fiber Channel adapters. The systems should allow separating backup and data traffic. (Separate fiber cards for backup and data traffic.)

iii. There shall be management feature for configuration and management of all partitions within the server.

iv. Same type of interfaces being used for a dedicated purpose shall be distributed in at least two cards for redundancy (Logical and Physical) purpose. For example if 4 fiber channel adapters are to be provisioned in a partition then two cards shall be supplied with 2 fiber channel adapters per  card.

v. Physical interface such as Ethernet port, X.25 card, Serial Card etc. on Collection Server for Mediation shall have 20% headroom in totality to take care of increase in switches (Network Element).  Similar headroom shall exist in case of Centralized provisioning System.

Internal Disks / CD / DVD

i. Each partition to have Dual Mirrored disk of at least 146 GB capacity. Mirrored disk shall not be connected to the same controller. Mirror capability should be completely on-line.

ii. Each server to have 6X or higher DVD drive

iii. Each server to have 20/40 GB DAT drive

RAS (Reliability – Availability – Serviceability)
i. Each server shall have the following:

a. Hot Swap/ Spare CPU and I/O to provide for online upgrade and online serviceability.

b. Dual redundant power supply with an ability to have dual power grid support.

c. ECC protected Cache and data paths.

Other Software

i. C++ unlimited user license for billing servers only

ii. X.25 application media and hardcopy documentation shall be provided along with system for the Mediation Server.

iii. Full hardcopy documentation for the operating system shall be provided.

Operating System

i. UNIX 95/98 complied for 64-Bit Architecture, with unlimited Systems user license. 

ii. Independent and isolated OS images shall be runs in each partition. 

iii. Support Virtual IP Address to help applications remain available if network adapter connection is lost.

iv. Shall support IP fail over

v. OS shall permit activation of additional processors without requiring a reboot.

vi. Journaling file system and a volume manager shall be provided with each server with features enumerated at Annexure-VI-R-1. File systems should be capable too be extended / resized online.

vii. OS shall support online version upgrades.

viii. OS shall be provided with cluster software.

ix. OS shall be provided with Server Management software.

x. OS to support online server upgrade and serviceability.

xi. OS shall support secure shell

xii. OS shall support IPV6

xiii. OS shall have ability to apply the patches online. 

Connection / Presentation Servers for Edge Applications

i. 32/ 64 Bit processor of 3.2/ 1.6 GHz based with multiprocessing capabilities. All edge servers will have preferably same OS.

ii. Min 2  processors 

iii. Min 4 GB DDR2 ECC SDRAM (DDR3 memory is latest and widely used)

iv. 2 x 146 GB internal SCSI/SATA/FC/SSD Hard Disk

v. N+1 Redundant and Hot Swappable Power Supplies per shelf .The bidder shall supply one spare power supply per shelf of blade servers

vi. Dual Gigabit Ethernet Ports per shelf for public interconnect with 1+1 redundancy

vii. Dual Fibre Channel Ports per shelf for public interconnect to SAN with 1+1 redundancy. 

viii. CD ROM/DVD Drive Remote/ Local

ix. 2 Console Ports Remote /local

x. Redundant Management Module with 1 FE (Field Engineer) port

xi. One spare server in each shelf

xii. One extra shelf (ready for use except for blades ) of similar type per site 

xiii. A set of 8 hot swappable or more such servers to be managed through a single external console in case of Local Management. 

xiv. 42 U OEM Rack (Rack Layout of the entire solution for each of the Data Centre sites shall be submitted with the bid document)

STAND ALONE SERVERS

i. Stand alone server for edge application can be deployed. Each application shall be configured to run on at least two servers. Minimum configuration:

ii. Stand alone rack-mount servers for edge application can be deployed. Each application shall be configured to run on at least two servers. Minimum configuration:

a. 32/ 64-bit, 2 CPUs of 3.2/ 1.5 GHZ or higher clock speed

b. GB ECC RAM per 2 CPU

c. Minimum 2 x 146 GB SCSI/FC/SATA/SSD HDD mirrored with Raid controller with appropriate cache. Mirroring through Software RAID is also permitted.

d. Redundant power supplies

e. CDROM, DVDROM

f. Dual 10/100/1000 Ethernet Ports

g. One remote management module per server

h. Minimum one spare server per 10 stand alone server

i. 42U Rack with appropriate accessories for racking the servers with foldable TFT monitor.

i. Consoles for server shall have following features:

a. PC based Management Consoles for DC class servers and Edge servers are required as per dimensioning details provided under Section VI-I.

b. Full Server Console features (as available in a direct
connected console terminal) including power on and off shall be made available.

c. The Management console will be connected to the servers using
dedicated Ethernet switched network.

Hardware requirements

i. Hardware requirement is categorized in two broad levels for all categories of applications
ii. First category of servers is of Connection or Presentation Servers for Applications which are multi instance and scale horizontally. For such category of applications, Rack mounted Blade Servers/ Rack mounted Stand Alone Servers shall have to be used. These type of servers shall be utilized as:

a. EMS Gateways

b. HTTP servers

c. SMTP servers

d. Print Servers

e. AAA Servers

f. Logical Security Elements

g. Network Device Management Servers

h. DNS Servers

i. Proxies, etc

iii. Second category is of Datacenter class Servers for the purpose of Database where persistent data is stored and Application Servers where business logic resides within which data is manipulated in response to a client’s request. Here database and application can scale diagonally i.e. scales vertically to an extent and horizontally beyond that. These services can run on multiple mid range servers or on a few high end servers having multiple instances of application running. Following applications shall run on these servers:

iv. Billing and Accounting (Including Rating, OM (if part of Billing) and all other related functionalities). 

a. Revenue assurance

b. Mediation

c. Provisioning

d. EAI

e. CRM (Including CHS, WSC, OM (if part of CRM) and all other 
related functionalities)

f. Directory Enquiry

g. EMS

h. IOBAS ( Optional)

i. FMS (Optional)

j. Backup

k. High availability

v. Test, simulation, training and development server can be in DC class or presentation servers depending upon SI’s overall solution architecture and if the sizing by the SSP requires so. These servers should not be mixed with production environment.
vi. Mediation Servers or partitions running Mediation application shall have X.25 adapters with redundant configuration. Exact number of adapters per server shall be decided based on data polling schedule with number of network elements. Bidder shall provide the details along with the bid.  There shall be a scenario where X.25 and other type of connectivity are achieved through separate stand alone server to act as collection server and DC class of Server for further processing. Additional collectors shall be configured at each data center for the failover site to take care of 100% collection requirement in DR scenario.

vii. System Architecture shall be modular in design allowing future expansions.

viii. There shall be no single point of failure in the Hardware design.

ix. Bidder shall provide operational and monitoring tools for each and every hardware system

x. Hardware System shall provide status information of the various processes to an industry standard EMS 

xi. The hardware requirement of the tender is enumerated in specification no. IT/CCB/HW-01 JUNE 2004. 

xii. The schedule of requirement mentions the totals SPECjbb2000 for all applications running on DC class servers. The indicated value of SPECJBB2000 is the minimum specjbb2000 which needs to be given even if the sizing of ISVs taken together is less than the mentioned value. This shall be used by the bidders to arrive at the number of DC class servers required to meet the BSNL’s requirement. 

xiii. Bidder shall arrive at the exact or SPECjbb2000 value, application wise, meeting all performance related parameters enlisted in this document. If there is an extra requirement of total Hardware so calculated, the same shall be quoted by the bidder. 

xiv. Every effort has been taken to specify correct interface for connectivity of Hardware and Software. All equipment and software purchased through this tender shall have to be deployed by the SI. Hence, any issues related with the connectivity, interface, adapter, APIs, etc. have to be looked into in totality and any missing item shall have to be clearly mentioned. Any hardware/ software required in excess of the indicated figures in the Bill of Material shall be accordingly quoted in the financial bid. Details in this regard are also to be furnished in the technical bid. In case the bidder does not quote any additional hardware/ software and the same is be found to be inadequate while meeting the performance parameters, additional hardware/ software shall have to be supplied by the bidder free of cost. 

xv. All Data Center class servers shall be with minimum configurable capacity of 64 cores. Bidder shall configure the cores etc as per the solutions requirement.

xvi. Exact size of HA server shall take into account system availability requirement mentioned in this section.

xvii. Application vendors and hardware vendors shall provide written support stating that their applications shall be supported on the given platform for the next 7 years with effect from the date of project completion, and that upgrades shall be made available on this platform for this period. 

xviii. N+1 server instance of an application shall not be running on the same box where its main server instance is running.

xix. Different blades, for the same application shall be placed in minimum two different shelves

xx. Standalone servers may also be deployed for edge application.

xxi. All the chassis supplied for housing the networking equipment, Servers etc shall be housed in standard OEM racks. 

xxii. All the hardware items (including network equipment) which are supplied by the SI shall be brand new. Bidder shall not supply any Refurbished or second hand item.

xxiii. In case Data Centre class server supports Hot Spare capability, minimum of four de-activated cores shall be provided per Server Box which can be activated in case of failure of any core without the need to reboot the Server. These spare cores shall not consume the 20% headroom. Similar quantity of CPU per Server Box shall also be supplied (Against the supply of server box which support Hot Swap features) as a spare to be kept in Data Centre in order to Hot Swap the CPUs in case of failure of any CPU.

xxiv. Bidder shall ensure that use of soft partition/hard partitions shall not have adverse effect on system's availability and performance as specified in the tender document. In case there is any overhead on computing resource due to soft partition/hard partitions, the bidder shall compensate for the same by providing extra compute resource per partition. 

xxv. No two applications shall run on the same partition in case of main nodes of cluster.

xxvi. Bidder shall configure RAM and software as per the number of cores. In case of processors/CPUs having multiple cores, the RAM and other resources shall be provided per core wise " Bidders are required to provide the price breakup of the Data Center Class Servers in a separate annexure to the price schedule at least in terms of following sub-items: 

a. Server Box

b. Core

c. RAM

d. Power Supply units

e. Other Modules

xxvii. In case of Edge Applications, each application is to be configured in N+1 environment for high availability where N should not be more than 5. 

xxviii. The vendor has to supply N+1 severs for all application running on same OS taken together running on Edge servers i.e. to say for ex. If 23 servers are required for all the applications on same OS then 5 servers shall be provided as fail over taking in to consideration the OS required for different application.

xxix. One spare sever in each self or minimum one spare server per 10 standalone server is to be provided. For calculating the total no. of servers for arriving at the spare server figure of N+1 server is to be counted. 

Disaster Recovery

i. The pairs of Data Centers shall constitute primary site and disaster recovery site (secondary site) for each other. Infrastructure available at secondary site for business continuity in case of full failure of primary site due to disaster or disaster like situation shall be for all the applications. There shall be fool proof arrangement for complete replication of data on secondary site in the form of back up, storage and replication so that there is minimum loss of data. The Disaster recovery functionality shall be taken care of by the Bidder of this tender.

ii. BSNL has accepted a degraded performance level of 50% of the site which is failing over to the DR site. in case of a disaster  . Accordingly bidder shall provision and quote for extra hardware and software including database for the same.  Any additional hardware and/ or software assessed to be required during DR simulated routine testing and not quoted in the bid has to be supplied free of cost.

iii. HA sizing shall be equal or more than the capacity of the two largest application (against each N+1 server-1 & N+1 server-2 have been asked as high availability in schedule of requirement). . Accordingly, Bidder shall have to arrive at the sizing of N+ 1 server.

iv. Two numbers of N+1 servers shall cater to two sets of applications distributed for HA purpose. Therefore, bidder shall ensure while designing high availability that Billing shall form part of one cluster, while CRM and mediation shall form part of another cluster. Under no circumstances N+1 server (fail over server) shall degrade the performance of any of the application.

Development Server

i. There shall be provision in the hardware for separate Development System for each software application so that production system should not get affected in case of application of patches, versions change etc.

ii. The development server shall make provision for all different system software platform used along with all required compliers and libraries. It shall have all application software and utilities along with the provision to customize and test the applications. It shall also have provision for version control and version management. 

Training Server

i. There shall be a provision for Training server for applications like Billing, CRM, Mediation, Provisioning, EAI, etc.

Support centers

ii. In addition to system integrator’s support facility, all the Hardware vendors shall have maintenance support Center facility located near the city where the billing Center is situated on 24 Hours x 365 days basis.

Any other Item if required

The requirement of equipment mentioned in this section of the bid document gives only the minimum set of equipment to be supplied as a mandatory requirement.

i. The Bidder shall be solely responsible to ensure that any additional item required for achieving the defined and implied performance level for the specified customer base and its growth, and for integration with other software & hardware, is also supplied and is quoted in the Bid Document as additional items. The Bidder shall be solely responsible to ensure that any additional item required for achieving the defined and implied performance level for the specified customer base and its growth, and for integration with other software & hardware, is also supplied and is quoted in the Bid Document as additional items

ii. In case during the Contract Term it is found that any additional item is required while the same is not quoted by the bidder, the same shall be supplied by the bidder at no extra cost to the Purchaser.

iii. Bidders shall propose phase wise supply schedule for all the Hardware items in the bid. Bidder shall also provide the price breakup of the phase wise supply of hardware items as an Annexure to the Price Schedule. 

iv. Any item (Hardware) found short or not quoted but required for successful implementation in terms of specifications and performance requirement has to be supplied free of cost at the earliest, so that committed implementation schedule shall not get affected. In case the implementation schedule is affected, Liquidity charges will be applied.

v. In case this situation of  any hardware found short or not quoted but required to meet the tender conditions, arises during the Contract Term, the supplies, installation and commissioning of the relevant hardware and software shall have to be made free of cost 
vi. The Bidder shall include any other hardware/software item required for installing/commissioning the system & commercial launch of service, which are not appearing in the Section IV, Schedule of Requirement (BOM) and its details should be given in the separate Annexure.

vii. In case it is found that any item, not accounted for in the bid, is needed for successful implementation of the project and achievement of the desired performance of the various parameters, the same shall have to be supplied by the bidder free of cost. 

viii. The Bidder should note that in the specification documents or elsewhere, ability or capability means that such functionality shall have to be delivered during implementation. Some of the service requirements may involve extra implementation efforts in terms of service cost or hardware cost for which there is no special mention in the Schedule of requirement; in such cases clarifications in this regard shall have to be sought by the bidder during the clarification stage of the tender to avoid any ambiguity

SECTION – 5 - PART B-40
Network Architecture

General

i. The billing network will consist of network elements to collect the CDR data from the Exchange switches and transport it to the Billing Center for processing.  

ii. The Network solution will utilize the MPLS core network for carrying the data traffic of the Billing network. The network shall be configured as a distinct VPN on the MPLS core network. The bidder shall be responsible for designing and implementing the VPN. The network design including the IP addressing plan and routing design shall be finalized in consultation with BSNL. The network design shall be based on private IP addresses. The actual pool of IP addresses to be used shall be intimated at the time of implementation

iii. A key requirement of the network is to have sufficient redundancy in the network to eliminate any single point of failures. The network is designed to ensure that failure of any single router or WAN link shall not affect the flow of CDR and other data traffic. The network shall run dynamic routing protocols to ensure that alternate paths are available during such failure. It shall not require any manual intervention for re-routing of traffic and there shall be no disruption in service.

iv. The network primarily consists of four layers – (a) Exchange Routers Layer (b) Aggregation Router Layer(c) Edge routers of NIB-2 MPLS network and (c) Data Center. Each of the four components is described in detail below.

v. The Exchange Router is at the lowest layer in the hierarchy of the network. The router connects to the PSTN switch through serial interface running X.25 / RS-232 and/or Ethernet interface.  There shall be two connections – one for CDR collection and another for Service Provisioning.

vi. There shall be two WAN interfaces on the router for network connectivity. The WAN interfaces shall be fractional E1 with G.703 interface. To ensure optimum bandwidth utilization, the link shall be configurable for speeds from 64 kbps to full E1. 

vii. The exchange router collects the CDR traffic in X.25 format and encapsulates the data in TCP/IP. This data is then transported over the NIB-2 MPLS network to the Data Center of that zone. The exchange router, in case of some switches shall collect the CDR traffic in TCP/IP format directly.

viii. To reduce the number of E1 links required between the exchange routers and the NIB-2 Edge Router, all Exchange routers covered under a particular Edge Router shall be connected in a daisy chain fashion as far as possible depending upon physical and technical feasibility and only the two routers at the two end points of the chain shall be connected to the NIB-2 Edge router. Further to maintain high availability, each of these two routers will terminate on separate NIB-2 Edge Routers. This ensures availability of route in case of both (a) Edge router failure and (b) any single WAN link failure.

ix. To the extent possible, each exchange router shall be connected to the nearest/adjoining exchange routers. To reduce delay and convergence time, each daisy chain shall have no more than six Exchange Routers connected.

x. If daisy chain is not feasible, the exchange routers shall be connected in star topology to an Aggregation Router. The aggregation routers shall be dual homed to two nearest edge routers of MPLS node. 

xi. The Exchange Router shall also have Ethernet connectivity for connectivity to a Local Area Network (LAN) for routing LAN traffic from connected devices like PCs.

xii. In case the Edge router does not have the required number of interface ports available for connectivity, a separate Central Router shall be deployed at such nodes. In such cases the connectivity from the Exchange routers/Aggregation routers shall be aggregated to the Central Router and the Central Router shall be unlinked to the NIB-2 Edge Router using serial or Ethernet interfaces.

xiii. The Billing Data center is at the top of the network hierarchy and is the node where the entire traffic from all the exchanges (i.e. Exchange routers) after being transported through the MPLS network, finally terminates. The Billing Center contains all the servers and workstations related to billing, Authentication, Database and Network management. The network components include Backbone Routers, Data Center Router, Ethernet LAN switches, Internet Routers, Network Device Management System (NDMS) etc.  

xiv. The Data Center shall have two Backbone Routers. The Backbone routers provide connectivity from the MPLS network to the Data center. Two backbone routers are provided for redundancy and each Backbone router aggregates the traffic from one of the two Edge Router nearest to the Data Center. The Backbone Router at the back end connects to the Data Center LAN.

xv. The Data Center in each zone will also be connected via the MPLS network to the Disaster Recovery node as described in the earlier section. This is to ensure a no-single-point-of failure topology in the event of a WAN link and/or node failure.   

xvi. The Data Center shall have multiple Data Center Routers. These routers shall be connected to multiple CDR collectors over X.25 serial links. The CDR data transported from all the exchanges in the zone are terminated at these collectors through the Data Center Routers. The CDR collectors transport the billing information over the Ethernet LAN to the related servers. 

xvii. Provisioning, back-office and management traffic are also terminated to the servers in the Data Center. A redundant firewall and Intrusion detection system (IDS) will be deployed for the security of the data center (which is covered in the Security requirement section). The Data Center will also house the DR infrastructure for the peer zone.

xviii. The Data center shall have Internet Routers which will provide connectivity to the Internet. 

Functional Requirements

This section describes the various network components required for the Billing network. The network consists of the following components –

a. Exchange Routers 

b. Ethernet Switches(Managed)

c. Ethernet Extender

d. Ethernet Hub

e. Remote  Routers

f. Remote Access Servers

g. Backbone Routers

h. Data Center Routers

i. Data Center Ethernet Switches(Type I, Type II )

j. Aggregation Routers

k. Central Routers

l. Internet Routers

m. DMS

The following sections provide the specifications of each component.

Exchange Router

i. The Exchange router is the key element in the billing network. It provides the data collection point for the CDRs and other inputs from other transmission devices. 

ii. The specifications of the Exchange routers are given below:

iii. The Exchange Router shall comply with all clauses of section 4 of TEC GR No. GR/TCP-01/02 AUG 2003 for Edge Router. The bidder shall provide a clause-by-clause compliance to the specifications.

iv. The Exchange router shall be of modular architecture to allow capacity expansion through modular interface cards.

v. The Router shall support the following routing protocols.

vi. RIPv2, OSPF, BGP-4 and Intermediate System-to-Intermediate System (IS-IS). 

vii. The router shall support the following X.25 Features:

viii. The router shall support the transport of X.25 packets over an IP backbone infrastructure (XOT) as described in RFC 1613.

ix. The router shall support both local and remote switching of X.25. Local switching refers to switching of X.25 packets between serial interfaces on the same router. Remote switching refers to switching of X.25 packets to be switched through a router to other protocol transport interfaces such as ISDN, Frame Relay, or TCP/IP.

x. The router shall support X.25 Permanent Virtual Circuits (PVC) as well as Switched Virtual Circuits (SVC). The router shall also support the bi-directional conversion of PVC to SVC and SVC to PVC.

xi. The router shall support the following SNMP; MIBs for X.25- SNMP MIB Extension for X.25 LAPB (RFC 1381) and SNMP MIB Extension for the X.25 Packet Layer (RFC 1382).

xii. The router shall be capable of performing X.25 routing based on DNS (Domain Name System). It shall be able to use a centralized DNS database for X.121-to-IP address query and resolution. It shall support multiple DNS server access.

xiii. The Router shall support X.25 Closed user Groups (CUGs) to allow the routers in the network to be segregated into separate sub-networks. It shall be possible to define CUGs and allocate the router to one or more sets of CUGs. The allocation shall be based on following parameters:

xiv. A router may be part of none, one, or several CUGs at the same time. 

xv. Each CUG shall permit traffic between members but shall prohibit connections with non-CUG devices. 

xvi. The CUG configuration shall selectively permit the router to originate traffic to or receive traffic from a router outside the CUG.

xvii. It shall be possible to define conditions that prohibits the router from sending or receiving traffic within the CUG

xviii. In case of X.25 primary link failure, the router shall automatically switch traffic to one or more secondary/backup links. The router shall automatically switch back to the primary link, once the primary interface is restored and remains stable for a specified amount of time.

xix. The router shall support load balancing of X.25 traffic over multiple serial links. It shall uniformly distribute the available traffic across multiple parallel links to the same destination.

xx. The router shall support X.28 PAD emulation.

xxi. The Exchange router shall support Terminal Services capability to allow attached asynchronous devices to be connected to a LAN or WAN using terminal emulation software including telnet and rlogin.

xxii. The exchange router shall support reverse Telnet feature.

xxiii. The Exchange Router shall support the following Security features:

xxiv. Support for a multiple password protected user access levels. It shall be possible to define the access rights including list of permitted commands for each level.

xxv. Data filtering on the basis of source and destination IP address and TCP ports. It shall also be possible to configure filtering on time and day basis to permit or deny specific traffic for specific durations.

xxvi. Stateful firewalling based on network, transport and application layer protocol inspection. Filtering of traffic shall be done on a per-session basis.

xxvii. Intrusion detection capability to detect malicious traffic through deep packet inspection. Intrusion detection for at least 50 signatures shall be supported.

xxviii. Detection and prevention of Denial of Service (DoS) attacks including TCP SYN attacks

xxix. Blocking of malicious Java applet

xxx. Real-time logging of alerts for attacks on a per application basis shall be possible. Also audit trail with detailed information including source and destination IP addresses/ports, time stamps and total bytes transmitted on a per application basis shall be possible.

xxxi. Support for SNMP version 3 for enhanced security features.

xxxii. The Exchange Router shall support the interface types given below. 

xxxiii. 10/100 mbps Ethernet interface.

xxxiv. Serial interface configurable as synchronous and asynchronous modes and capable of speeds up to 128 kbps. It shall support both X.25 and TCP/IP protocols and the following interface types – V.35, RS-232, X.21/V11,V28. Depending on the switch only one of the required cable need to be supplied for each exchange router.

xxxv. Serial interface configurable as synchronous mode and capable of speeds up to 2 mbps. It shall support both X.25 and TCP/IP protocols and the following interface types – V.35 , RS-232, X.21/V11,V28

xxxvi. Fractional E1 with G.703 interface configurable to speeds from 64 kbps to E1.

xxxvii. The exchange router shall operate on -48 volt DC power supply.

Managed Exchange Ethernet Switch

i. The managed Exchange Ethernet Switch provides connectivity for the network elements at the all Exchanges. It provides LAN connectivity for the co-located CSR terminals and the router. The specifications of the managed Exchange Ethernet Switch are given below:

ii. The Exchange Ethernet switch shall comply with all clauses for LAN Switch – Low Range under section 2 of TEC GR No. G/LSW-01/02 OCT 2003. The bidder shall provide a clause-by-clause compliance to the specifications.

iii. The Ethernet Switch shall support the following Security features:

iv. Support for multiple password protected user access levels. It shall be possible to define the access rights including list of permitted commands for each level.

v. IEEE 802.1x port based Authentication to deny unauthorized connectivity and 802.1x Accounting for collecting connectivity information of users including duration of connectivity.

vi. Prevent connection to the Ethernet switch by unauthorized stations by restricting access to each port to a specified list of MAC addresses only. Up to 24 MAC addresses shall be configurable on a per port basis. 

vii. Prevent faulty workstations from flooding the network with unwanted traffic by setting limits to broadcast, multicast and unicast traffic on a per port basis. 

viii. Support for SNMP version 3
ix. The Ethernet Switch shall support the following Quality of Service features:

x. Traffic prioritization by providing multiple queues per port with configurable bandwidth per queue.

xi. Ability to rate limit the bandwidth on each port to minimize congestion. 

xii. Support for a minimum of 32 VLANs compliant with IEEE 802.1q.

xiii. Support for IEEE 802.1s and 802.1w standards.

xiv. The Exchange Ethernet Switch shall be provided with the following interfaces:

xv. 10/100 mbps Ethernet ports.

xvi. The Managed Exchange Ethernet Switch shall operate on -48V DC power supply

Ethernet Extender

i. The Ethernet Extender shall be used to extend the LAN connectivity at the Local exchange to the adjacent stations on copper links (Not E1s but plain copper). It shall connect to the Managed Ethernet Switch at the Local Exchange and to the Ethernet Hub at the adjacent station. The Ethernet Extender shall comply with the following specifications :

WAN Connectivity

i. It shall support 2 wire twisted pair copper of 0.5mm gauge

ii. G.SHDSL standard

iii. Minimum LAN-to-LAN Connectivity distance up to 4 km at 2 Mbps speed and 10 km at 64 Kbps speed with 0.5mm copper and 2 Wire

iv. It shall support RJ11/RJ45 Interface for WAN connectivity.

v. It shall support manual configuration of Transfer Rate with automatic rate adaptation in accordance to noise levels in copper pair

LAN interface

It shall have 10/100 Mbps Ethernet port with IEEE 802.1d support

Configuration and Management

i. SNMPv1/SNMPv2 agent and MIB II functionality

ii. Configuration through Local console (RS-232)

iii. Telnet

iv. Web  (HTTP) based management

v. Firmware upgradeable through TFTP

vi. The Ethernet Extender shall operate on 230 V AC power supply

CSR Ethernet Switch

i. The Ethernet switch shall be used to provide LAN connectivity to CSRs/PCs at the distant locations. It shall be up-linked to the Managed Ethernet Switch at the Local Exchange via Ethernet Extender. The Ethernet Hub shall comply with the following specifications :

ii. Data rates of 10 mbps.

iii. IEEE 802.3 Ethernet standards.

iv. 16 nos. of 10BaseT ports. 

v. Built-in LED indicators for power, alarms, port status and Network status

vi. The CSR ethernet switch shall operate on 230V AC power supply.

vii. At locations where computer/CSR connectivity requirement exceeds six, a managed Ethernet switch shall be provided to provide manageability. The Managed Ethernet Switch shall comply with specifications mentioned at clause 3.2 in this document. 

viii. Note: The responsibility of the Bidder is to provide the connectivity to the remote Ethernet hub/switch. 

ix. Further connectivity to computers to the Ethernet hub/switch is the responsibility of the BSNL.

Remote Router

i. The Remote Router shall be used to extend the LAN connectivity at the Local exchange to the adjacent Customer care Centers adjacent or RLUs via E1. It shall connect to the Exchange Router at the Local Exchange. The Remote Router shall comply with the following specifications :

ii. Support for RIPv2 and OSPF Routing protocols and Network Address translation (NAT).

iii. Support for L2TP protocol.

iv. Support for QoS features including traffic classification, prioritization and rate limiting.

v. Support for all Security features specified under Exchange Router category.

vi. Support for following Ethernet protocols : IEEE 802.3, 802.1D, 802.1q VLAN, 802.1p

vii. Manageability features including support for SNMP, RMON and RADIUS authentication. The Remote router shall be managed by the Networking Device management System (DMS).

viii. Built-in LED indicators for diagnostics and status.

ix. The Remote router shall support the following interfaces:

x. E1 G.703 port 

xi. 10/100 mbps ethernet ports.

xii. The Remote Router shall operate on 230V AC power supply

Remote Access Server (RAS)

i. The Remote Access Server (RAS) provides the network termination point for the remote CSRs in the CDR zone. These CSRs shall access the CDR billing network via analog/digital modem dialup or via ISDN BRI. These calls shall be terminated on the RAS and after authentication through AAA and the CSRs shall be connected over TCP/IP to the Billing center. The RAS is connected to the Firewall in the Data Center through 10/100 mbps Ethernet interface.

ii. The specifications of the Remote Access Server (RAS) are given below: 2.0

iii. The RAS shall comply with all clauses of TEC GR/RAS-02/01.JUL 2003 under the category “Narrowband RAS -for Intranet and other Applications”. The vendor shall provide a clause-by-clause compliance to the specifications.

iv. The RAS shall authenticate all dial-in users through a AAA server installed in the Billing data center.

v. The RAS shall support the interfaces given below:

vi. 10/100 mbps Ethernet interface.

vii. channelized E1/R2 and E1 PRI modes of signaling. (software-selectable)

viii. digital modems

ix. The RAS shall operate on 230V AC power supply.

Backbone Router

i. The Backbone router provides the connectivity from the MPLS network to the Data center. The connectivity is through STM-1 or E3 WAN links from the two nearest MPLS Edge Routers. There shall be two Backbone routers at the Billing Data Center node to provide redundancy. The Backbone Routers is connected through the Firewall to the Data Center LAN. The connectivity to the Firewall is through Gigabit Ethernet ports.

ii. The specifications of the Backbone router are given below: 

iii. The Backbone Router shall comply with all clauses of section 2 of TEC GR No. GR/TCP-01/02 AUG 2003 for Internet Access Router. The bidder shall provide a clause-by-clause compliance to the specifications.

iv. The router shall support the X.25 features specified in the Exchange Router section. And shall also comply with all security features specified under the Exchange Router category

v. The Backbone Router shall support the interface types given below. The exact quantities required of each interface are given in the Schedule of Requirements:

vi. 10/100 mbps Ethernet interface.

vii. Gigabit Ethernet interface 

viii. E1 with G.703 interface configurable for the following modes – clear channel E1 and channelized E1.

ix. E3 interface. 

x. STM-1 POS (Packet over SDH) interface (Optical).

xi. The Backbone Router shall operate on 230V AC power supply

Data Center Routers

i. The specifications of the Data Center router are given below:

ii. The Data Center Router shall comply with all clauses of section 3 of TEC GR No. GR/TCP-01/02 AUG 2003 for INTRANET Router – Low Range. The bidder shall provide a clause-by-clause compliance to the specifications.

iii. The router shall support the X.25 Features specified in the Exchange Routers section. It shall also be possible to convert the X.25 traffic into TCP/IP traffic in the router for direct connectivity to an application on LAN.

iv. DC routers shall also support bi-directional translation between x.25 and TCP/IUP protocols to allow communication between devices running x.25 at one end & TCP/IP at other end.

v. The Data Center Router shall support the interfaces given below. The exact quantities required of each interface are given in the Schedule of Requirements:

vi. 10/100 mbps Ethernet interface.

vii. Gigabit Ethernet interface 

viii. Synchronous Serial interface capable of speeds up to 2 mbps. It shall support both X.25 and TCP/IP protocols and the following interface types – V.35, RS-232, X.21/V11.

ix. The Data Center router shall have sufficient capacity to accommodate the following interfaces in a single chassis – 2 nos. of 10/100 Ethernet, 2 nos. of Gigabit Ethernet, 32 nos. of Synchronous Serial.

x. The Data Center Router shall operate on 230V AC power supply

xi. Data Center Ethernet Switch  Type 1

xii. The Data Center Ethernet Switch Type 1 provides connectivity to the servers, Backbone routers, IDS and other critical devices at the Data Center LAN including connectivity to the multiple CDR Collectors. There shall be two numbers of Data Center Ethernet Switch Type 1 chassis to provide redundancy for LAN connectivity. The specifications of the Data Centre Ethernet Switch Type 1 are given below. 

xiii. The Data Center Ethernet Switch Type 1 shall comply with all clauses for LAN Switch – High Range under section 2 of TEC GR No. G/LSW-01/02 OCT 2003. The bidder shall provide a clause-by-clause compliance to the specifications.

xiv. The Data Center Ethernet Switch Type I shall comply with all security and QoS specifications given under Managed Exchange Ethernet Switch category.

xv. Each Data Center Ethernet Switch Type 1 shall be provided with the following interfaces:

xvi. The necessary number of 10/100 mbps Ethernet and Gigabit Ethernet ports to connect all the servers and other devices in the Data center shall be provided. Each server shall be connected in dual homed fashion to the two Ethernet chassis  .The 10/100 mbps interface & Gig E  interface shall be distributed over minimum two modules of each type in each chassis. 

xvii. The Data Center Ethernet Switch Type 1 shall operate on 230V AC power supply

Data Center Ethernet Switch Type 2

i. The Data Center Ethernet Switch Type 2 provides LAN connectivity to the RAS, AAA, Web Application Servers, etc. The specifications of the Data Center Ethernet Switch Type 2 are given below.

ii. The Data Center Ethernet Switch Type 2 switch shall comply with all clauses for LAN Switch – Low Range under section 2 of TEC GR No. G/LSW-01/02 OCT 2003. The bidder shall provide a clause-by-clause compliance to the specifications.

iii. The Data Center Ethernet Switch Type II shall comply with all security and QoS specifications given under Managed Exchange Ethernet Switch category.

iv. The Data Center Ethernet Switch Type 2 shall be provided with the following interfaces:

v. 10/100 mbps Ethernet ports.

vi. Gigabit Ethernet ports

vii. The Data Center Ethernet Switch Type 2 shall be provided in redundant configuration. Wherever the connecting devices are provided with dual Ethernet ports, they shall be dual homed to the two Ethernet switches Type 2.

viii. The Data Center Ethernet Switch Type 2 shall operate on 230V AC power supply

Workstation Ethernet Switch

i. The Workstation Ethernet Switch provides LAN connectivity to the connected workstations, PCs, etc. at the Data center. The workstation switches shall be uplinked to the Data Center Ethernet Switch Type 1 using Gigabit Ethernet). There shall be multiple Workstation Ethernet Switches in each Data Center depending on the number of workstations. The specifications of the Workstation Ethernet Switch shall be same as Data Center Ethernet Switch Type 2.

ii. The Workstation Ethernet Switch shall operate on 230V AC power supply.

AGGREGATION ROUTER

i. The Aggregation router provides the aggregation point in SSAs where the Exchange Routers are connected in Star topology as described earlier. It terminates the WAN links from the connected Exchange Routers. The Aggregation routers are uplinked to two NIB-2 edge routers using E3.

ii. The specifications of the Aggregation router are given below: 

iii. The Aggregation Router shall comply with all clauses of section 3 of TEC GR No. GR/TCP-01/02 AUG 2003 for Intranet/application Router-Low Range except those clauses modified as given below. The vendor shall provide a clause-by-clause compliance to the specifications.

iv. The Aggregation Router shall have redundant Supervisor/ CPU modules and Power supply units 

v. The router shall support the X.25 features specified in the Exchange Router section.

vi. The Aggregation Router shall comply with all security features specified under the Exchange Router category

vii. The Aggregation Router shall support the following types of interfaces. The exact quantities required of each interface are given in the Schedule of Requirements.  

viii. 10/100 mbps Ethernet 

ix. Synchronous Serial interface capable of speeds up to 2 mbps. It shall support both X.25 and TCP/IP protocols and the following interface types – V.35 , RS-232, X.21

x. E1 with G.703 interface configurable for the following modes – Unchannelised E1 and channelized E1.

xi. E3 interface.

xii. The Aggregation Router shall operate on -48V DC power supply

CENTRAL ROUTER

i. The Central router provides the aggregation point where the Edge router does not have the required number of ports. The Central router will aggregate the links from the Exchange Routers/Aggregation routers and uplink to the Edge router.

ii. The specifications of the Central router are given below: 

iii. The Central Router shall comply with all clauses of section 3 of TEC GR No. GR/TCP-01/02 AUG 2003 for Intranet/application Router-Low Range except those clauses modified as given below. The vendor shall provide a clause-by-clause compliance to the specifications.

iv. The Central Router shall have redundant Supervisor/ CPU modules and Power supply units 

v. The Central Router shall comply with all security features specified under the Exchange Router category The router shall support the X.25 features specified in the Exchange Router section. 

vi. The central Router shall support the following interface types given below. 

vii. 10/100 mbps Ethernet interface

viii. E1 with G.703 interface configurable for the following modes – clear channel E1 and channelised E1.

ix. E3 interface.

x. STM-1 POS (Packet over SDH) interface (Optical).

xi. The Central Router shall operate on -48V DC power supply

Internet Router

i. The Internet router provides Internet connectivity from the Data center. It provides web access to certain applications for customers and other external users. It terminates E1 or E3 WAN links from the Internet. It connects to the Firewall in the Data center through 10/100 mbps Ethernet ports.

ii. The specifications of the Internet Router are given below:

iii. The Internet Router shall comply with all clauses of section 2 of TEC GR No. GR/TCP-01/02 AUG 2003 for Internet Access Router. The bidder shall provide a clause-by-clause compliance to the specifications.

iv. The Internet Router shall comply with all security features specified under the Exchange Router category

v. The Internet Router shall support the interface types given below. The exact quantities required of each interface are given in the Schedule of Requirements:

vi. 10/100 mbps Ethernet interface

vii. E1 with G.703 interface 

viii. E3 interface.

ix. STM-1 POS (Packet over SDH) interface (Optical).

x. The Internet Router shall operate on 230V AC power supply

Network Access Control System (NACS)

The NACS is a centralized system that controls access by administrative users to all network elements in the CDR billing network. It allows policies to be configured for permitting user level and group level access and privileges to read and modify device configurations. This provides a centralized network device access control mechanism and also secures the network from intended and unintended misuse or misconfiguration of network elements resulting in disruption of the network. 

Network Device Management System (DMS)

The CDR Billing network shall be fully managed through a centralized Device Management System (DMS). The DMS will interface the overall Element Management System (EMS) of the CDR Billing and Customer Care Network located at the NOC at the Billing Center. The network DMS shall manage all the networking devices in the network including routers, RAS and LAN switches. The Network DMS shall comply with the following specifications:

SECTION – 5 - PART B-41
Storage specifications
1. There would be two Data Centers: Primary and Disaster Recovery Data Center. These two DC would be in ……………………………………….

1.1. There would be asynchronous data replication across sites for disaster recovery 

1.2. Tier-1 applications need to be provided on Enterprise Storage array and Tier-2 and Tier-3 applications on mid-tier storage array.
1.3. Storage arrays software should have capabilities to automate storage administrators daily jobs based on storage management policies.

2. Constituent of Storage area network 
2.1. Enterprise Storage Array
Tier-1: Applications requiring highest level of performance need to be provisioned on Enterprise Storage Array
1. Billing

2. CRM

3. Mediation

4. Provisioning

5. Interconnect Billing

6. Order Management

7. EAI

2.2. Mid-tier storage array
Tier-2: Applications requiring medium level of performance need to be provisioned on 
1. Accounting 

2. Enterprise reporting

3. Inventory Number Management

4. Fraud Management System

5. Revenue Assurance

6. Data Warehousing

7. Element Management System

8. MIS Reports

Tier-3: Largely batch and archival applications and can be provisioned on Mid-tier storage array.
1. Electronic stapling

2. Bill Images

3. CDR Archival

2.3. Backup to disk, Disk based backup system
2.4. SAN Switches, Backup Software and 
3. Storage Array specifications

3.1. Both Enterprise and Mid-tier storage array should comply to technical specifications mentioned on TEC GR No TEC/GR/I/ESI-001/03/MAR12.

3.2. Both categories of Storage arrays should support unified architecture for both SAN and NAS workloads. The same storage array should support following protocols:

a. Fibre Channel FC

b. FCoE

c. iSCSI

d. NFS

e. CIFS

3.3. Both categories of storage arrays should be manageable using the same management tools. This would simplify data management and reduce TCO (Total cost of ownership).

3.4. The storage array should support the following features:

a. De-Duplication to remove  redundant data 

b. Data compression for data reduction

c. Thin-provisioning for efficient use of storage capacities

d. Secure Multi Tenancy for shared storage infrastructure

e. Space efficient replicas/clones reduced total storage capacity

3.5. These storage efficiency features should be available on both categories of storage arrays

3.6. The storage array should support data tiering on the basis of the usage of the data so that critical and frequently accessed data can be accessed from tier-0 (Solid State disks/flash cache).The storage array should support either static placement of data based on tier of application or data movement across various tiers of data. Various tiers of applications to be deployed based on following criteria:

a. Tier-1 Applications needs to be provisioned on a combination of SAS disks and Solid State disks/Flash to enhance storage performance. The capacity of Solid State disks/Flash configured should be minimum 2% of the total available usable production capacity required for Tier-1 applications. This capacity should exclude capacity required for Point-In-Time copies of production volumes.

b. Tier-2 Applications needs to be provisioned on a combination of SAS disks and Solid State disks/Flash to enhance storage performance. The capacity of Solid State disks/Flash configured should be minimum 1% of the total available usable production capacity required for Tier-2 applications. This capacity should exclude capacity required for Point-In-Time copies of production volumes.

c. Tier-3 Applications needs to be provisioned on a combination of SATA disks and Solid State disks/Flash to enhance storage performance. The capacity of Solid State disks/Flash configured should be minimum 1% of the total available usable production capacity required for Tier-3 applications. This capacity should exclude capacity required for Point-In-Time copies of production volumes.

3.7. Both types of storage arrays should support protection using following mechanism: mirroring / using single parity drive protection in a RAID group / using double parity drive protection in a RAID group. However the required capacity for various application in both type of storage arrays should be configured using double parity drive protection in a RAID group providing highest level of resiliency to BSNL and ensuring that BSNL need not worry about data loss, while lowering data storage acquisition costs
3.8. Both types of storage arrays should support scale-out architecture by supporting multiple nodes/controllers in one clustered system. The entire storage system needs should be managed as one system. The clustered system should be able to handle both NAS and SAN protocols and should support the following additional capabilities:
d. Should support capability to add or remove storage nodes non-disruptively within a storage cluster
e. Should support capability of non-disruptive firmware upgrade 

f. Should support capability to move applications data non-disruptively from one node/controller to another within the same cluster

g. Should support capability of continuous operation during servicing and upgrades

h. Should support capability of including heterogeneous nodes in the same cluster (capability to add different models of nodes/controllers in the same cluster)

i. The entire storage cluster should be managed as one single logical storage array for ease of management  

3.9. Disaster Recovery

3.9.1. The storage array should support data replication for critical data for disaster recovery across primary and disaster recovery data centers

3.9.2. Storage array should support the use of replicated data for DR testing, business intelligence, and development and test—without business interruptions.

3.9.3. Data replication should support built-in compression for optimized network bandwidth requirement

3.9.4. Data replication should be de-duplication aware to transfer storage savings from primary storage array to disaster recovery Storage array

3.9.5. The RPO and RTO requirements for different tiers of applications are given below:

a. Critical applications – These are Tier-1 applications with most aggressive RPO and RTO requirements

i. RPO = 4 hours

ii. RTO = 12 hours

b. Non-critical applications – These are Tier-2 applications with moderate RPO and RTO requirements

i. RPO = 12 hours

ii. RTO = 36 hours

c. Batch applications: These are Tier-3 supporting applications with following RPO and RTO requirements

i. RPO = 48 hours

ii. RTO = 144 hours

3.10. Backup

3.10.1. Both categories of storage arrays should support block-level, incremental disk-to-disk (D2D) backup 

3.10.2. Storage arrays should support efficient data protection by copying only the data blocks that have changed since the last backup

3.10.3. Backup data should be copied to tape library for vaulting

3.10.4. The backup policy should be as per the following guidelines:

	Application Tier / Backup parameters
	Tier-1
	Tier2
	Tier3

	Data Synchronization frequency D2D (hours)
	2
	6
	12

	Incremental Backup to Tape frequency 
	Daily
	Daily
	Daily

	Full data backup to tape frequency 
	Weekly
	Weekly
	Weekly

	Incremental data backup retention (weeks)
	3
	2
	2

	full data backup retention (Weeks)
	4
	4
	4


1. Application aware backup needs to be taken for better and granular restoration capability. These capabilities to be specifically implemented for Oracle data base since most of BSNL applications are using Oracle DB. The Oracle aware DB backup should be fully automated and synchronized with D2D2T policy with following features

a. Backup of archival log based on set policies

b. Capability to automate execution of custom scripts before and after backup and restore
c. Integration to automate D2D replication and tape
3.11. Archival policy for main application is as below:

	S. No
	System Name
	Archival Policy/(Retention Period)

	1
	CRM
	Normal orders - 6 Months old data.
Assurance/Fault Orders - 3 months Old data.

	2
	Provisioning
	Normal orders - 6 Months old
Assurance/Fault Orders - 3 months Old
and 
Dunning Orders 2 months

	3
	EAI / Middleware
	Order instances - One month old (eg :In July purging cycle instances upto May will be purged), Order Reports - 2 Months old (In july Purging cycle data upto APR will be purged)

	4
	Enterprise Reporting
	Archival and Purging done for all the required tables by last 6 months.

	5
	DQ
	Inactive service details (Telephone no.) to be purged after three months

	6
	Billing
	Archival and Purging to be done for 3 months old processed CDRS and IPDRS , eg in the month of October IPDR/CDR data pertaining to June will be archived. Invoice and Payments data will be stored for six months minimum

	7
	Bill Images
	Bill PDFs - 1 Months old, PS files and logs which are 3 month old,HTML-6 months old

	8
	Mediation
	Archival to be done for 3 months old RAW and Processed CDRs and IPDRs . 

	9
	Payment Management System
	Archival to be done for online data which are 6 Months old and offline data which are 12 Months old.

	10
	IOBAS
	Archival to be done for 6 Months old CDR data tables. Frequncy - monthly
Archival of processed files for the data older than 3 months. Frequency - monthly

	11
	RA
	Archival to be done for 2 month old reporting data  and  3 month old extracted data 

	12
	FMS
	Archival to be done for 2 month old reporting data  and  3 month old extracted data 


4. Enterprise Class Storage System

4.1. Enterprise Class Storage System shall be supplied with 600GB or higher SAS Disks, 1024GB or higher Cache and shall  have following feature/components:

4.2. The proposed storage shall  support 200GB SSD or Higher capacity and SATA/NL-SAS disks : 1TB/2TB or higher Capacity

4.3. The supported disks shall be dual ported with minimum 4Gbps or higher full-duplex data transfer capability.

4.4. The Storage shall support RAID 5, RAID 6, RAID10 etc.

4.5. Storage System shall have multiple Global Hot Spares. 2% Global Hot Spare over and above the configured capacity.

4.6. Storage system shall  be configured with atleast 384 Gbps of backend bandwidth using SAS or FC based connectivity and shall  be scalable to 512 Gbps of backend bandwidth and at least 256 Gbps of front end bandwidth scalable to 512 Gbps using 8 Gbps FC connectivity and atleast 160 Gbps scalable to 320 Gbps using 10Gbps Ethernet connectivity.

4.7. The storage system shall have minimum 1024GB or higher Cache. The write cache must be mirrored. 1GB of mirrored system memory / cache for every 2TB of raw capacity

4.8. The storage shall be with No Single Point of Failure (SPOF). All the components shall be redundant and hot swappable including power supply, fans, batteries etc.

4.9. The proposed storage must support non-disruptive replacement of hardware component. The storage must provide non-disruptive firmware/micro code upgrade, device reallocation and configuration changes.

4.10. The storage shall have protection of cache data during a power down either scheduled or unexpected power outage by de-staging the data in cache to Disk.

4.11. The storage shall support data tiering between different storage tiers namely SSD, SAS, and SATA/NL-SAS within and across virtualized storage arrays.

4.12. The storage shall support multiple operating systems such as Windows, Unix, Linux, Solaris etc. 

4.13. The storage shall support clustering solutions such as Microsoft cluster, MS SQL cluster, SUN Solaris cluster, Linux cluster etc.

4.14. The storage shall have integration with major Database like Oracle, MS-SQL, My-SQL, DB2 etc to take application consistent copies when doing replication. Any Licenses for this support must be provided with System.

4.15. Storage Management Features
a) Storage management software shall be browser-based/web enabled accessible over IP

b) Storage management s/w shall have roles based access for user accounts to the storage system.

c) Storage management software shall provide interface/wizards to perform configuration operations like create LUNs present LUNs to host, set LUN attributes etc.

d) Storage management software shall be able to perform and monitor local and remote replication operations. Storage management software shall be able to configure and manage tiering and auto-tiering

e) Storage management software shall be able to monitor alerts

f) Storage management software shall provide real time monitoring and historical analysis of storage performance data such as total IOPS, read%, write %, cache-hit %, throughput, etc. for analyzing performance of the systems.

4.16.  Local copy features

a) Storage system shall  support the creation of a point-in-time copy from the primary / standard volume

b) Storage system shall  support Clone / Business Continuance Volumes implementation of primary usable data

c) It shall  support Instant Split of the point-in-time copy from the primary / standard volume. The storage shall  provide point-in-time copy software for the same. Storage system shall  support at least 8 or more Point in Time copies within the same storage system for a given production volume

d) Data shall  be immediately available to host for production processing, upon issuing restore command, while the restore continues in the background

e) Storage system shall  be able to produce consistent re-startable Point-In-Time copy of production data without having to shutdown the database.
4.17. Remote Replication features

a) The storage shall support both Synchronous and Asynchronous Data Replication to remote site.

b) The replication solution shall support up to 4096 volume pairs for remote replication
c) The replication solution must support three-way remote replication in both Concurrent and Cascaded configuration for zero-data-loss.

5. Mid-Tier Storage System

5.1. Unified Storage System with no single point of failure architecture. The Storage shall have NAS & SAN (Unified) as an integrated offering. The system must support dual-ported 6Gbps SAS Disk Drives & SATA or NL-SAS Disk Drives

5.2. System to have minimum Two controllers, each controller to have 2 nos. of 64 bit Quad -core CPU or higher

5.3. The system shall have a minimum of 128GB ofsystem memory across two controllers. The storage system must keep write cache persistent during fault conditions. Array shall support cache de-stage to disk or battery backed cache in order to avoid any data loss due to abrupt power outage

5.4. Storage System to have minimum 16 X 8Gbps FC Ports per controller, 8 x 1GigE IP Ports for NAS functionality & 8 x 1Gig Ports for ISCSI functionality

5.5. System to support 8Gbps FC, 1GigE IP and iSCSI Ports. System shall have the support for 10GigE IP, iSCSI and FCoE as an upgrade in the future.

5.6. Storage System shall have minimum 2 * 6Gbps SAS backend disk ports per controller

5.7. System shall support 300GB, 600GB & 900GB 10K rpm 6Gbps SAS Disks & 300GB, 600GB15K rpm 6Gbps SAS Disks. System shall also support 1TB & 2TB 7200 rpm SATA II or 7200 rpm NL-SAS (Nearline SAS) Disk Drives. System shall also support Flash/Solid state Drives.

5.8. System shall have the capability to designate global hot spares that can be automatically be used to replace a failed drive anywhere in the system. Storage system shall be configured with required Global Hot-spares shall be 2% over and above the data capacity configured

5.9. System shall be configured with FC, CIFS, NFS &iSCSI Protocols. All the licenses shall be provided.

5.10. Shall support RAID 10, 5, 6

5.11. Easy to use GUI based and web enabled administration interface for configuration, storage management. Storage Management software must include both GUI and CLI tools.  It must be able to centrally manage the vendor’s same class of arrays over the network. It must support web-based management. It must support event auditing for security. Shall be able to support automated email to vendor support centre for proactive maintenance

5.12. Storage system shall be offered with native space saving capabilities for data storage such as compression and de-duplication. 

5.13. Storage management software shall be browser-based/web enabled accessible over IP

5.14. Storage management software shall be able to perform and monitor local and remote replication operations. Storage management software shall be able to configure and manage tiering and auto-tiering

5.15. Storage management software shall provide real time monitoring and historical analysis of storage performance data such as total IOPS, read%, write %, cache-hit %, throughput, etc. for analyzing performance of the systems.
6. SAN Switches

6.1. Director class SAN Switch shall have non-blocking architecture

6.2. Shall be scalable to 384 ports in a single domain with 16Gbps full duplex or to 512 ports in a single domain with 8Gbps full duplex.

6.3. Two nos. of Fiber channel switch shall be provided in high availability mode. Configured Line Cards shall have a maximum oversubscription of 1:1 @8Gbps or 1:1.5 @16Gbps

6.4. Provide the Latency values for Port to Port switching Module wise and across modules. Port to port latency shall be 700 nanosecs in a blade and blade to blade latency shall be less or equal to 2.1 microsecs

6.5. The ports shall operate at 16Gbps and auto-negotiate to 8Gbps/4Gbps / 2Gbps FC speeds. Option to support 10Gbps shall be there.

6.6. All the components shall be hot swappable field replaceable units allowing non disruptive maintenance

6.7. There shall not be any single point of failure in the switch. The SAN switch shall provide Enterprise-class availability features such as Dual-redundant control processors, redundant hot-swappable power and cooling subsystems.

6.8. The switch shall  support different port types such as D_Port (Diagnostic Port), E_Port, EX_Port, F_Port, M_Port (Mirror Port); self-discovery based on switch type (U_Port); optional port type control

6.9. Non disruptive Microcode/ firmware Upgrades and hot code activation.

6.10. Total aggregate chassis BW shall be 8.2 Tbps

6.11. Each port blade  BW shall be 512 Gbps

6.12. The switch shall be rack mountable.

6.13. Shall support features such as Quality of Service (QoS) to help optimize application performance in consolidated, virtual environments. It shall be possible to define high, medium and low priority QOS zones to expedite high-priority traffic.

6.14. Switch shall  support diagnostics features such as port mirroring, Syslog, Online system health, Port-level statistics etc. 

6.15. Support for Encryption & FCIP Blades

6.16. Shall have Management features like  HTTP, SNMP v1/v3 (FE MIB, FC Management MIB), SSH,  Auditing, Syslog,  Advanced Performance Monitoring,  Command Line Interface (CLI), SMI-S compliant, Administrative Domains, 

6.17. SAN switch Shall have Security features like AES-GCM-256 encryption on ISLs, DH-CHAP (between switches and end devices), FCAP switch authentication, FIPS 140-2 L2-compliant,  HTTPS, IPsec, IP filtering, LDAP with IPv6, Port Binding, User-defined Role-Based Access Control (RBAC), Secure Copy (SCP), Secure RPC
SFTP, SSH v2SSL, Switch Binding
6.18. SAN switch Shall have N+N Power Supply configuration, N+1 Blower configuration. 
7. Backup Software

7.1. Shall be available on various OS platforms such as Windows, Linux and UNIX platforms and be capable of supporting backup / restores from various platforms including TRU64 UNIX, HP-UX, IBM AIX, Linux, NetWare. Both Server and Client software shall be capable of running on all these platforms.

7.2. Ability to backup data from one server platform and restore it from another server platform to eliminate dependence on a particular OS machine and for disaster recovery purposes.

7.3. Software shall have full command line support on above mention operating systems.

7.4. The backup software shall be able to encrypt the backed up data using 256-bit AES encryption on the backup client and shall not demand for additional license, any such license if needed shall be quoted for the total number of backup clients asked for.

7.5. Must support wizard-driven configuration and modifications for backups and devices

7.6. The backup software shall support industry standard Common Device Interface for advanced device reporting and handling.

7.7. Shall have cross platform Domain Architecture for User management and shall also have role based User management and access control for multitenant environments.

7.8. Shall have firewall support.

7.9. Must support de-duplicated backup and recovery.

7.10. Shall support backups for clustered servers and support industry popular clusters like Sun cluster, Tru 64, HP service guard, EMC cluster, HACMP  i.e. shall have the ability to backup data from clustered servers from the virtual client, backing up data only once and giving consistent backup in case of failover of nodes.

7.11. Must support backup / recovery of raw SCSI volumes

7.12. The backup software shall support backup and restore of NDMP data to media server attached tape/VTL.

7.13. Shall integrate with third party VTL which has data de-duplication capabilities. The VTL shall preferably be from the same vendor.

7.14. The backup software must provide support for online backup for Databases such as MS SQL, Oracle, Exchange, Lotus, DB2, Informix, Sybase and MySQL with out-of-box agents. Agent/Modules shall be per host and shall not demand for new type of licenses in case of number of CPUs are increased.

7.15. Must support Hardware and storage array based snapshot backup for off host zero downtime and zero load on the primary backup client.

7.16. The backup software shall support data movement directly from the backup client to the disk target without passing through the backup server.
SECTION – 5 - PART B-42
Interactive Voice Response System (IVRS)
Introduction

i. BSNL intends to provide its customers with state of art centralized services through an integrated Interactive voice response system. The information is envisaged to be available to the customer through telephone (IVRS) and call centers agents. 

ii. It is envisaged to have  IVR system installed at  data centers. The idea is to provide  different services from a  common  platform  with minimum possible latency and in  different regional languages.  BSNL will provide the lease lines required between the central PABX & the call center.

iii. The IVRS is envisaged to establish   two way communications on the same channel with customers through recorded synthesized voice in Hindi/English/Regional Language or in combination of languages to give information, reply to queries and provide other services as mentioned in this document.

iv. The IVRS shall interact smoothly with all relevant modules of proposed OSS & BSS. 

v. The following services,  but not limited to , are intended to be provided through IVRS  :

vi. (Exact requirements of services to be delivered shall be frozen during SRS phase)

a. Automatic Bill Enquiry & Payment Reminder Service 

b. Interactive Commercial Inquiry & Special Services Inquiry

c. Interactive  service request And Status Enquiry Service

d. Out bound dialing to Post paid subscriber before Disconnection due to non payment

e. Out bound dialing to prepaid subscriber when Grace periods(GP1,GP2) are approaching in IN system

General Requirements

i. This specification has to be read in conjunction with overall requirements of Billing Center to offer integrated service, seamlessly.

ii. The IVRS shall meet the minimum requirements laid down in TEC GR no.GR/VRS-01/04 April 2003. Functional requirements of all the services mentioned in the TEC GR, are to be met on a centralized platform. There shall be enhancements in the requirements which will be finalized   during the proof of concept stage.                

iii. IVRS processes mentioned in this document are indicative mainly for dimensioning purpose. Actual flow of the IVR process shall be designed based on BSNL’s business process study & requirement analysis during the roll out phase.

iv. Integration of IVRS with different modules of MSP system is required to meet the end to end requirement of a typical Telco’s business process.  The minimum performance requirements expected from the IVRS and various functional modules of MSP system shall decide the data storage, data retrieval methodology and architecture of the IVRS.

v. The SI shall design the overall system to offer optimum architecture which meets the performance as well as scalability requirements.

vi. IVRS shall provide automated access to information and services over the phone. It shall integrate BSNL’s telephone network and Customer Care, Billing System and IN system to let the caller directly access information and services. 

vii. IVRS shall answer inquiries by prompting callers to input data onto the touch-tone keypad, look up the records in a database and speak back information in Hindi/English/Regional language. It shall also be able to ask the caller for information, accept the answers as they are entered on the keypad and store the information in a database.

viii. IVRS shall have the provision to allow subscriber to re-enter the requisite inputs again in case of incorrect entries. In case the entered telephone no. or subscriber does not exist in the database it shall announce the same to the subscriber & give the option to re-enter his option.

ix. Access to above services shall be possible through dialing of a single telephone number or through different telephone numbers or both depending upon the policy decided during finalization of Business Process. After dialing a no. say ‘xxxxxxx’, the IVRS shall welcome the subscriber  by announcing the menu of services offered. 

x. It shall be possible to integrate IVRS  with  the voice recognition system 

xi. It shall be possible to validate users through Telephone Personal Identification Number (TPIN) and extend a particular service/services  based on user validation.

xii. It shall be possible to programmability include or exclude a service  from  the menu under user validation criteria. 

xiii. IVRS shall be modular and scalable in nature for easy expansion without requiring any change in the software.

xiv. It shall be possible to access IVRS through any of the access device such as Landline telephone, Mobile phone (GSM as well as CDMA) 

xv. IVRS shall support various means of Alarm indications in case of system failures, e.g. Functional error,  missing voice message prompt, etc., and shall generate error Logs. It shall have an alarm monitor tool and an alarm filter tool. The IVRS shall also be able to capture the alarms as SNMP traps and shall be able to send these to a NMS system. The system shall support SNMP manageability.                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                         

xvi. IVRS shall be connected to one or more call centers.

xvii. It shall be possible to send & populate agents PC with Screen pop   containing relevant customer data   and the information about the queries he had made on the IVR.

xviii. IVRS shall be capable of integrating with multiple applications (on different Operating Systems) and Databases to cover entire range of possible services which are to be offered through IVRS. Some of the applications required to be integrated shall be CRM (including Fault Management, Help Desk), BILLING, DIRECTORY ENQUIRY, CALL CENTERS etc.

xix. The system shall have self diagnostic capability for diagnosing different problems, related to hardware/ software components of the IVRS. Any hardware component failure shall be indicated by visual/audible alarm. It shall be possible to integrate IVR software to Enterprise Management System.

xx. The IVRS shall be able to disconnect a call if subscriber fails to input any expected entry in 10 seconds or any other programmable time.

xxi. The system shall be capable to dial out with basic call progress, tone detection capability and shall be able to detect Dial Tone , Busy Tone, Ring Back Tone , NU tone etc and take necessary action . 

xxii. It shall be possible to provide local or remote, GUI based man-machine interface for administration, maintenance, configuration, testing and system status display.

xxiii. The system shall be able to sense fax tone on the subscriber line and shall   be able to fax the requested information to him automatically (FAX back and Hot FAX Facility). The system for fax transmission shall be well defined.

xxiv. IVRS shall make the announcements in a clear & easily understood voice format with human like speech.

xxv. It shall be possible to transfer the call to a call center agent, at any time during the call duration. The IVRS shall transfer all details about the calling subscriber and its query to the call center with details of the dialed digits( Customer Entered Digits, CED)

xxvi. It shall be possible to register for activation of additional facilities in a customer account through a T-PIN After the registration/activation the details shall be transferred to the Billing system.

xxvii. The System shall be able to capturing the CLI data & DNI and transfer the same to   CRM or any other relevant application.

xxviii. The IVRS shall be able to program/schedule the process of outward calling. The schedule shall be editable by a system authorized operator. 

xxix. It shall be possible to announce to the subscriber any failed service request due to system failure. It shall also prompt the subscriber suitably.

xxx. The system shall be capable to allow smooth change and addition of technologies, both hardware & software, as they evolve and as per BSNL’s decision to deploy them.

xxxi. IVRS shall be able to get information, text/data, from databases, convert to voice, and speaks it back to the caller In relevant /desired language. Total 10% of IVRS ports shall be able to have this facility in at least Hindi & English.

xxxii. IVRS shall maintain log of all services offered which can be used for audit and analysis purpose.

Automatic Bill Inquiry Service

i. This service is envisaged to reply to subscribers’ bill related inquiries. The IVRS shall be able to communicate with billing module of Data Centre of a particular Zonal Billing Center to answer all the billing queries. 

ii. Dial In:

a.  On inputting the telephone no. for which the service is desired, IVRS  shall be able to announce  details like 

b. Bill no. & amount of last bill paid.

c. Date of last payment

d. The current outstanding

e. Whether the current bill has been dispatched and the date of dispatch etc.

iii. It shall be possible to announce the pending bill details to the subscriber. It shall also be possible to fax duplicate bills against a requested telephone number. It shall also be possible to send a bill summary through SMS/E-mail to the requesting subscriber through the relevant SMS/E-Mail gateways. 

iv. Dial Out (Payment Reminder):

a. The IVRS shall be able to make outbound calls to inform the subscriber of their unpaid bills based on a list generated by billing system. It shall also be able to inform the subscriber of last date of payment & penalties thereafter, etc.

b. It shall provide an option of announcing   the consolidated   bills of a subscriber and announce/fax to the subscriber.

c. It shall be able to interact with the Billing module to correct the entries against subscribers pending bills,if paid already and also amend the reminder list , to delete the numbers which have been successfully dialed.

d. It shall be able to interact with IN system and inform the subscriber to recharge immediately to avoid falling in to GP1&GP2 in local language

v. IVRS shall have the provision to record the following parameters :

a. No reply numbers

b. No. of tries against each no.

c. Engaged telephone nos. (after predefined pattern of tries)

d. Response time of called party

vi. It shall have the facility to mark, display & print telephone nos. for which  :

a. Bills have already been paid

b. VIP nos.

c. Pending Court cases

d. Any other administrative reasons. 

vii. Payment Registration:

a. It shall be possible to register the details of payments made by a subscriber in the billing system to avoid disconnection due to late or last minute payment. Inputs thus taken shall be updated in the billing system on atleast daily basis.

Interactive Commercial Inquiry & Special Services Inquiry

i. As new telephone services get introduced in BSNL service menu, subscriber shall be provided with latest information.  This service is aimed at making available all these information through a common platform. All commercial & special/new service inquiry can be made here.

ii. This service shall be extended through the IVRS and call center. All information shall be stored in the IVRS in a predefined format/audio recording. On keying proper digits these information will be communicated through fax, SMS, E-mail, voice communication (dial out) etc.

iii. This information may be stored in IVRS memory to the extent possible. It shall be possible for IVRS to fetch the commercial information from CRM/Billing  It shall be possible to delete/add any information which in turn can be offered to the subscriber.

iv. The IVRS shall be capable to announce  the methods to activate/use various phone plus services like call forwarding,  alarm etc. offered by BSNL 

v. IVRS shall also be able to fax the required information both through hot fax  and  to a subscriber indicated fax number .

vi. Announcement of newly started services shall also be provided as an option to the subs. It shall be possible to fax, E-mail , SMS the details to the subscriber.

Interactive service request Status  Information Service

i. This facility shall facilitate customers to know the availability status or status of an applied mobile connection, via the IVRS. 

ii. The subscriber shall be able to input his/her registration no. In response IVRS shall announce the latest status of the application. IVRS shall be able to get this information from CRM/OM.

iii. In case the subscriber wants additional facilities on his existing connection, he shall be able to input his option after verification of  of T-PIN as announced by the IVRS. These details shall be transferred to related application (Order management) for provisioning. A reference no. shall be allotted and announced to the subscriber for further reference.

iv. The provisioning details allotted to a particular customer by the concerned CRM module shall be accessible by the IVRS system. The same shall be announced to the customer on enquiry by the customer on entering the registration number allotted earlier

Software Requirements

i. The application software for the IVR system shall be on industry standard operating system un modified UNIX based OS.

ii. The application software shall be such that it is easy to design and implement a new application. It shall come with a complete application designing toolkit with drag and drop  icons of various predefined objects. It shall also have pull-down menus, fill-in-the-blanks data entry, default parameter values, extensive on-line help screens, and other features that make application development both quick and easy.

iii. Software shall be open, modular and structured in nature to support all above services. 

iv. It shall be possible to implement a change in any parameter online without affecting the service. The changed parameters shall get affected immediately.

v. The design of the software shall be such that propagation of software faults is checked. The software shall provide checks to monitor the correct functioning of the IVRS.

vi. The software shall not pose any problem due to changes in date, time etc. caused by events such as change-over of millennium or century etc.

vii. The software shall require minimal customization. The system shall be easy to handle during installation and normal operations as well.

viii. The IVRS software shall have menu driven operation.

ix. The IVRS software shall be ODBC compliant.  Industry standard databases shall be supported.

x. It shall be possible to execute commands from a remote location after   fulfilling security requirements. Access to the system shall be controlled through multilevel password as per the policy of BSNL.

xi. The software shall support extensive archiving of command/response logs for extraction and evaluation at later time/date. It shall also have the capability to store customer transactions for at least two months periods for any application on the IVRS. It shall be possible to select the type of transactions to be recorded based on different criterion as calls between a specific period only etc.

xii. It shall be possible to log all transactions for both system and customer transactions. Logging details shall include operator details, date and time of the event, event etc.

xiii. The IVRS shall have necessary security and system administration facilities for creating/deleting users with proper password management.

xiv. The system shall be fully menu driven with online help and error messages.

Performance Requirements

i. It shall be possible to flexibly fix the number of rings before IVRS responds.

ii. Outward dialing shall be done normally during off peak hours or any other programmable time.

iii. Provisioning of incoming & outgoing junctions shall be possible during busy hours as well as off peak hours.

iv. There shall be 99 % uptime for the IVRS.

Hardware Requirements

i. IVRS shall support the following interfaces : 

ii. E1 interface as per ITU–T Rec G.703 supporting R2MFC (Indian) as per TEC GR No. G/LLT-01 

iii. ISDN & CCS7/SS7 signaling support in IVRS.

iv. VoIP interfaces shall be available for handling IP traffic. Both SIP & H.323 protocol interfaces are required. Minimum 5% of IVRS ports shall be capable to handle VoIP calls.

v. IVR system shall be chassis based with the provision to add number of modular units to increase the E1 termination capability.

vi. It shall have Ethernet interface for connecting to various applications.

vii. Database and application connectivity shall be on open communication protocols. It shall have EAI adaptors for connecting to industry standard EAI.

viii. Transactions with Web server or HTTP(S) interface ,including VXML programming support, shall be available.

ix. The IVRS shall have in general  the following physical and logical components :

x. PSTN/GSM interface : This interface shall interact with the PSTN/GSM where PSTN lines/GSM lines are terminated i.e. customers trying to access the IVRS 

xi. Data interface: This interface shall be able to get the required data which is used to respond to queries of the customers. This interface speaks to the various applications of system.

xii. IVRS Application: This is the main component on which IVRS application runs. This has the requisite software and hardware to enable it to implement the various present and future applications. The IVRS shall run on two fully duplicated modules which are updating the Databases automatically and work in hot standby mode.

xiii. IVRS Database: These intermediates database/databases which is maintained by the IVRS to store the critical data belonging to various applications. This is required to reduce the average call hold time.

xiv. Voice Prompt System: This component is responsible for feeding the announcements and messages to the customers.

xv. The System shall have the capability to test and debug the application without going online or on live operation.

xvi. Single hardware failures shall not effect the functioning of the IVRS. It shall be built on fault tolerant and redundant components.

Load Sizing

Listed below is the general information that shall be used for the sizing of the solution.

	S.N.
	Items
	Dimensioning details

	1.1.1 
	Average Customer call per day 
	2 %

	1.1.2 
	Peak time traffic (between 11am to 1 pm)
	30 % of  per day calling subscribers

	1.1.3 
	Average holding time on IVRS
	120 sec

	1.1.4 
	Response Time
	2 Rings

	1.1.5 
	Calls diverted to Call Center 
	40% of incidental calls on the IVRS during peak hour

	1.1.6 
	Subscribers ( In Millions)
	25

	1.1.7 
	FAX Capability
	16 faxes at any given time 

	1.1.8 
	Minimum IVRS Port requirement (With out FAX ports)
	1800

	Note: 

1. It shall be possible to convert incoming port to outgoing port dynamically or as programmed   (application wise)


Report Generation

i. The IVRS system shall be able to generate various  reports  based on data generated during  its operation like reports on volume of traffic both incoming and outgoing , junction wise.

ii. It shall be possible to send hourly/ daily/ weekly status of complaints   to the concerned Area Manager/General Manger in single or batch mode by fax ,E-mail , SMS(report summary) by Complaint Handling system using computer telephony  integration capability of IVRS.

iii. Service failure report for any and all services.

iv. It shall be possible to format, change & design reports for any and all the services offered by BSNL.

v. It shall support multiple file formats for reporting purposes.

vi. The IVRS  shall be able to generate  reports based on usage statistics and functional status in following ,but not limited to, pattern  :

vii. Channel Wise: Number of calls handled for a particular application/service successfully, no. of repeat requests/complaints, no. of premature disconnected calls, improper dialing etc.

viii. Summary wise: Summary report must specify all above details for a programmable period.

Voice Prompt Mechanism

i. It shall come with bundled voice prompt handling software. This shall be capable of batch recording, creation of new prompts by cut-copy-paste method, DTMF scanning and removal from voice prompts, normalization, multiple source mixing etc
An operator shall be able to directly record & store announcements to  computer’s hard disk with a  single push of button in digitized voice. It shall be possible to load and edit the messages locally either through a connected microphone or by a management console 

ii. IVRS shall be able to record an announcements as standard  sound files vox, mmf, mp3, compressed wav ,wav files etc

iii. The system shall have a dedicated memory/RAM for providing these speech announcements

iv. It shall be able to play recorded announcements through sound card on speakers for playback.

v. The announcements shall be digit by digit with a programmable pause in between.

Call Logger System

i. The Call Logger System should be an IP based system to integrate with other Call Center components such as ACD, PBX & IP Phones.

ii. For IP phone recording, the solution must be able to record IP phones from multiple different locations of the same system to a single recording platform on a central site

iii. All recordings must be tagged with at least the following information out-of-the-box: Date, Time, Duration, Extension Number, CLI, Dialed Number, DNIS, Agent ID, Call ID.

iv. The system should be able to record Audio & Agent Desktop Screens.

v. The system should be capable of doing Bulk recording as well as Rule based (selective) recordings.

vi. The IP recording solution must have ports to record 10% of IP agent calls concurrently. It shall support up to at least 300 concurrent recording channels. 

vii. The Call Logger should have redundant server. In case if primary server fails, the calls should get recorded to the standby/redundant server.

viii. Recordings must be stored as protected file in a standard mountable Network File Storage (NFS) .Recording solution must support standard archive mechanisms such as a DVD+RW drive and SAN. The system should have ability to do Selective Archive of Recorded calls on an Archiving Server to have the optimum storage requirements (removable media or hard disk or SAN).

ix. The hard disk sizing for Archiving Server should be done for 15000 hours min. 

x. The system should have capability to view/play the recorded calls from a PC (equipped with sound card and used centrally by a supervisor). The system should have Audit Trails for better administration.

xi. The recording server must have a web browser interface.

SECTION – 5 - PART B-43
Large Screen Wall

General
i. The large screen display wall shall be located in the operation control room. There shall be two screen walls per data center. Screen walls shall be used for the display of important NMS and other data, graphics from the PCs, Workstation and Video. It shall have the functionality to pre configure and save various display layouts to be accessed at any given point of time with a simple mouse click.

ii. The large screen display wall shall provide real time clear luminous view to share information between users and decision makers.

iii. The operators whose systems are on the same Ethernet shall be able to work on the large screen sitting at their own position with his PC’s keyboard & mouse. 

iv. The large screen display wall shall be able to show the images of the PC monitor, which is connected on the LAN and the windows shall be freely resizable and re positioned on any part of the graphics wall.

v. The large screen display wall shall consist of multiple rear projection modules in multiple rows and columns behaving as single or multiple logical screens. It shall be possible to use any configurable number of visual display units for a display input.

vi. The large screen display wall shall be able to show the applications running on Windows 2000, Windows XP, Windows NT 4, different UNIX flavors supporting X-windows protocol and LINUX OS.

vii. The large screen display wall shall be rugged and industrial nature and shall be able to work in 24/7 environments.

viii. The large screen display wall shall consist of the Visual display unit, control ware and the wall management software as per following requirements:

VISUAL DISPLAY UNIT:

i. It shall have the scalability and upgradeability to be made up of multiple rear projection modules stacked up in rows and columns to achieve a display wall in linear or curved configuration

ii. The minimum diagonal size of each visual display unit/rear projection module shall be 50” with a native resolution of at least 1400 X 1050 pixels and shall offer in excess of 16 million colors.

iii. Projection system shall have the ability to maintain consistent image quality throughout the life of the projector.

iv. The visual display unit/rear projection modules shall have in-built dual lamp system and shall have dual lamps to ensure redundancy at the lamp level.

v. The system shall be capable of automatic detection of lamp failure and automatic lamp switching after lamp failure detection.

vi. The lamp shall be hot swappable.

vii. The brightness uniformity shall not be less than 95% & the contrast ratio shall be minimum 1200:1 

viii. Each of the Rear projection modules shall have an optical dimmer arrangement to adjust the brightness of individual projection module automatically to have a completely uniform graphics wall without compromising the contrast & colors.

ix. The screen shall be high contrast and wide viewing angle. The seam between adjacent screens achieved shall be less than 0.2mm using the stitched screens. The screen surface shall not be reflective. The half gain angle of the screen shall be (45( horizontal as well as vertical. 

x. The input to projection module shall be Digital Visual Interface-D( DVI-D) to have a flicker free image on the large screen display wall.

xi. Each lamp shall be Ultra High Pressure lamp with minimum luminance of 100 cd/sq m. or higher. The life of the lamp shall not be less than 6000 hours.

Display Controller  

i. The Controller shall be in an industrial 19” rack mounted casing based on P IV 2.4 Ghz (or higher) processor.

ii. The minimum random access memory of 1024 MB (standard) expandable upto 2 GB.

iii. The unit shall be equipped with a 48X or better CD ROM.

iv. The hard Disk supplied shall be of more than 60 GB, 7200 rpm.

v. The display controller shall have dual redundant hot swappable power supply.            

vi. It shall have two 10/100/1000 Mbps Ethernet ports for LAN connection.

vii. It shall be supplied with a Keyboard and mouse with 20 m cable extension.

viii. It shall operate on WINDOWS 2K/XP OS.

ix. Dual redundant power supply in the display controller & each shall be hot swappable.

x. It shall give multiple DVI graphics outputs to be connected to the multiple rear projection modules and the no. of such graphics outputs shall be equal to the no. of rear projection modules.

xi. There shall be interfaces to connect to video (VHS / SVHA), RGB and DVI to this controller to show the multiple RGB & Video sources in scalable and moveable windows on the graphics wall.

Software 

i. The software shall be able pre configure various display layouts and access them at any time with a simple mouse click or based on the timer.

ii. The software shall enable the users to see the desktop of the graphics display wall remotely on the any WIN 2K PC connected with the Display Controller over the Ethernet and change the size and position of the various windows being shown.

iii. The software shall enable various operators to access the display wall from the local keyboard and mouse of their WIN NT / 2K workstation connected with the Display Controller on the Ethernet and should support open API.

iv. The software shall copy the screen content of the workstation/PC connected to the Ethernet, on the large screen display wall in scalable and moveable windows in real time environment. 

SECTION – 5 - PART B-44
Security System

1.0
Introduction


i. The growth of the Internet and the move to Web-based computing has brought about new challenges to how Information technology is used by businesses. Central to this deployment of IT is the data center management. With the increase of security incidents against information technology the need to develop an Information Security Management System to ensure the security of the data centers has become imperative. An integrated approach in which security is designed into the management process will help BSNL keep itself robust and ready to handle all security and technology challenges to its Information Technology deployments.

ii. To achieve the security goals for its integrated Customer Care & Convergent Billing System, BSNL aims to deploy a multi-layered detailed security system covering the data center’s physical and logical systems needs. 

Physical Security System

i. There shall be a system to regulate, detect and monitor the entry/exit of personnel and to monitor the movement of authorized personnel inside the Data centre. This shall be possible through the provision of Closed circuit TV and Physical Access Control System (Biometrics Technology). BSNL will provide round the clock physical manning of entry/exit points as per the requirement.

Physical Access Control System (PACS)

iii. Door Controller: It shall be an intelligent door open/close control mechanism on stand alone basis and network mode (software selectable). It shall act upon inputs from biometric scanner attached to it. It shall also be able to accept open commands from a centralized location. All door controllers shall be networked to pass attendance data to a connected database/Server.

iv. Biometric Scanner: It shall be able to read the finger/thumb scan  pass on the result to the door controller or any other authorization unit for validation.

v. Electromagnetic Locks:  It shall be a locking mechanism controlled by the door controller .It shall be fail safe and shall allow doors to be opened freely in case of failure.

vi. Rodent Management System: This shall be a complete solution to prevent entry and free movement of rodents inside the data center.

Specifications of PACS

vii. Biometric Scanner type: Optical Scanner Resolution - minimum 500 dpi or above. Sensors should be optimally designed with SEIR (Surface Enhanced Irregular Reflection), incorporating high resolution and endurance (scratches, chemical corrosion, ESD, physical impacts) and has been certified by International Biometrics Group (IBG)

viii. Support for Card reader: Port Option and interface for card reader. Support for attaching two smart card readers: The Device should support two smart card readers

ix. Ability to store user fingerprint credentials on smart card
Ability to store user fingerprint on Contactless smart card in a secure way thus making it usable for unlimited users as the Fingerprint is now stored on the contactless smart card. When the user puts a smart card on the reader (For Access Control/Attendance In Activity) the recorded fingerprint template is read from the card. The device then scans the actual user fingerprint. The matching result between the two FP templates authenticates the user. This also provides ability to authenticate roaming employees. When the user puts the smart card on the OUT reader (For Access Control/Attendance OUT activity), the employee id should be read from the card and based on this the Door should open/Attendance marked.

x. LCD display:16x4 LCD Display. Should be able to show information like current date and time, verify passed or failed accesses

xi. PC connectivity: Should support advanced and fast TCP/IP LAN networking and plugs directly into network HUB/Switch. Should support connectivity options like RS232, RS 485 etc. 

xii. ID Matching Methods: Identification (1:N) : In this matching technique an user comes to the device an can directly place his finger onto the scanner for authentication, without the need for punching in Employee ID or a password before placing his finger onto the scanner for finger print authentication. Hence in identification process the algorithm shall match the current finger print against all the finger print present within the system. 1:N matching provides convenience and  freedom to the end user from punching his employee Id or carrying any smart card 

xiii. Verification (1:1):  In this matching technique an user comes to the device an first keys in his Emp-ID or password or puts his smart card and then places his finger on the scanner for fingerprint authentication. Hence in verification process the algorithm shall match the current Emp-ID with all the Emp-ID and once the Emp-ID is found then it shall scan the finger and try to match it with the finger print stored in the data base against the matched Emp-ID provided by the user.

xiv. 1:N matching speed of min 100 and up to 300 finger print per sec 

xv. Mode of working: Should be able to work in Standalone and networked mode

xvi. In Standalone mode the device act in an standalone mode and has no communication with the PC /Server, it can add new users delete and modify all by itself.

xvii. In Network Line mode the device is always online with the PC / Server on real time  basis . It shall be remotely managed the device and add, delete modify and synchronize changes from the central PC /Server with the device and visa versa.

xviii. Support for access control: The device should have the capability to send relays to electromagnetic locks for opening of doors on positive finger print verification. The device should be able to perform role based access control according to day ,date, time and person

xix. Personalized messaging system:
You can leave messages for an individual via the admin Interface specifying the date and timings

xx. Buzzer: Availability of buzzer sound to display for pass / fail.

xxi. Central Management of multiple attendance terminals through central console through LAN

xxii. Authentication methods for user can be set at any of the following combinations
. No FP,PW,,ARD,P / PW, P / CARD, PW / CARD, FP & PW, FP & CARD, PW & CARD, FP & PW & CARDwhere FP=Fingerprint, Card= Contact Less Smart Card, PW= Password Authentication

xxiii. Facility to register users from the central location using USB finger print scanner and contact-less smart card writer. The registered users can be pushed to specific attendance terminals.

xxiv. Ability to push/export fingerprint template to selected attendance devices over LAN through central console. This determines the terminals to which the user has access.

xxv. Ability to set 1:N Fingerprint matching security level from level 1 to level 9. Security level in FP matching determines the severity of matching between stored FP template and lively acquired FP. 

xxvi. Ability to store user fingerprint on Contactless smart card in a secure way thus making it usable for unlimited users as the Fingerprint is now stored on the contactless smart card. Whe the user puts a smart card on the reader the recorded fingerprint template is read from the card. The device then scans the actual user fingerprint. The matching result between the two FP templates authenticates the user. This also provides ability to authenticate roaming employees.

xxvii. Employee Masking: Ability to restrict employee access to any/all attendance terminals.

xxviii. Fingerprint auto sensor: Ability to sense fingerprint automatically without pressing any button and fire the fingerprint sensor thus providing employee convenience and faster authentication.

xxix. The logs generated on the device should be pushed to the central remote manager software in real time. In case the central remote manager software is not available the device should keep backup of logs. On availability of Remote manager the logs should be pushed to central server. The backup log capacity of the device should be 20000 logs

xxx. Locks Supported- Strike type, Electromagnetic (EM) type

xxxi. Supports auto door sensor to detect if the door is left open.

xxxii. Visual LED indication to detect authentication Pass, Fail and device network status
xxxiii. Physical Access Control System based on biometric technology shall be sturdy, maintenance free and easy to operate.

xxxiv. There shall be an arrangement to restrict entry to different areas of Data Center through layered check points. S.I. shall elaborate the complete arrangement of PACS vis-à-vis physical layout of Data Center.

xxxv. It shall have secure management capability for console management & security databases with sufficient check points

xxxvi. All mechanical system used shall have minimum wear and tear with very high value of MTBF (more than 10 years) 

xxxvii. PACS shall show default behavior in the event of a disaster eg. all physical entry/exit points to be opened automatically . 

xxxviii. Data base updating, auditing, alarms and reports like access and security breach reports shall be possible in real time.

xxxix. The same PACS shall be used to maintain attendance records. It shall be possible to integrate the system with payroll application.

xl. Supply of photo identity cum smart cards (approx. 500 nos.),during the contract period , shall be made by the S.I. 

xli. The smart cards shall be programmed inside the Data Centre. The program for cards shall be changeable as per the need and requirement of the Data Center. Accordingly provision for hardware and software shall be made in Physical Access Control System.

xlii. There shall be established controls to check for entry and exit of assets through the security parameter. Exit of data in form of papers, USB pen drives,CD, floppy etc. shall be prevented by using proper media destruction mechanism like paper shredder etc.

xliii. The Data Centers shall have a mechanism in place to prevent the entry of rodents from outside. The rodent prevention system shall also stop free movement of rodents inside the data center with an elimination system which kills the rodents.

xliv. Bidders shall provide Electronic Rodent Management System (ERMS) The ERMS shall meet the following specifications:

a.
The ERMS shall be a system of Master Console and Satellites/ Transducers. 

b.
The Master Consoles will be installed in the control room, and the satellites in the problem areas.

c.
Master Console: The Master console shall run on 230 V AC power connection. It shall be connected to all satellite units which shall be minimum 10 in numbers to feed them necessary signals.

d.
Satellites Each shall cover an open area of min. 300 sq ft with average height of the ceiling as 10 ft and shall cover a minimum area of 150 sq ft in case of false ceiling roof. It shall be a 24 V exciter based system.

xlv. e.
Peak frequency responses of each of the satellites shall be one or more of frequency ranges as mentioned below: 

a. 21.6 KHz +/- 3 KHz

b. 31.6 KHz +/- 3 KHz

c. 50.4 KHz +/- 3KHz

d. 60 KHz +/- 3 KHz

xlvi. It shall have uniform pressure output of 80dB to 110 dB with 3600 transmission angle. 

xlvii. Linear propagation of mixed/ variable frequencies detectable at about 40 ft distance from the source (transducer/ satellite). 

xlviii. One system shall consist of one master console and at least 10 satellites.

xlix. The bidder shall supply the most suitable of frequency response systems (as mentioned in clause (e) above) required at BSNL data centers.

Closed Circuit Television system

i. CCTV system shall ensure effective supervision of all important areas and also to create a record for post event analysis. It shall provide on line display of video images on a monitor system of atleast 12 screen of 20’ size. Each screen shall be able to display the name of the area under supervision. 

ii. The CCTV system shall be able to record minimum of two weeks of data on 24 hour basis.

iii. The cameras employed in the CCTV system shall be able to deliver fine quality pictures for display and recording. The cameras shall have minimum 16X optical zoom and minimum 8X electronic zoom giving a minimum of 128X zoom function  with auto focus and high speed 360 degree pan/tilt function.

iv. CCTV system shall have a Digital Multiplex Recorder (DMR)/System based CCTV solution to control the recording operations centrally.

v. DMR shall have the capability to be networked and controlled/upgraded from a remote workstation.

vi. DMR shall have full access and control of cameras connected to it.

vii. DMR shall be able to display user defined cameras in all multi-screen modes and as per selected sequence. It shall be able to play back in full screen, pic in pic or quad multi-screen display.

viii. DMR shall be able to go back to a particular date and time. It shall have all   recording features like pause, FF, rewind etc.

ix. DMR shall be able to hide user defined cameras through a super-user password 

3.0
Logical Security System

i. Logical Security Solution of Data Centre shall protect its individual components and IN & VAS elements from outsider and insider attacks. It shall be built on using external components such as firewall, intrusion detection system, antivirus management system, access control systems etc.

ii. Security Solution should be based on “Defense in Depth (multiple layer of security)” approach to implement effective protection strategy.

iii. Comprehensive end to end security frame work shall ensure that circumvention or failure of one component does not compromise the security of rest of the system.

iv. Any transaction involving an outside entity (e.g. internet access) shall be passed through firewall systems and shall be secured using SSL frame work.

v. Security Solution should have no single point of failure.

vi. Security Solution should take care of Access Control of servers like application servers and database servers.

vii. Security Solution should be capable of providing comprehensive reporting capability of Firewalls, Access Control System, Intrusion Detection systems and anti-virus/vulnerability management system. 

viii. All Security Devices should be capable of operating on Gigabit networks without any security fallback and should be dimensioned to meet performance parameters of CDR based Customer care & Billing system mentioned elsewhere in the tender document.

ix. All communications within the logical security system shall be suitably encrypted to prevent any security breach.

x. The Security Solution should be centrally managed by a Security Device Management System (SDMS) with provision for truly redundant highly available management architectures.

xi. The SDMS shall allow centralized management of components of the security network like Firewalls, Intrusion Detection Systems, Access control systems, Anti-virus system etc. 

xii. The SDMS management shall be GUI base through  a security policy for configuration and up dation of network elements of the logical security system.

xiii. Security solution shall integrate seamlessly with Network Management System controlling the Customer Care & Billing System of BSNL.

Firewall

i. It shall meet the TEC GR no. GR/FWS-01/01 SEP 2006 or the latest available as on date of bid submission. The firewall shall be appliance based and shall facilitate multi-vendor, multi-application environment and shall support third-party products.

ii. The stateful inspection firewall must provide a means to define and modify existing services and state engines.

iii. Minimum number of rules/policies supported by the firewall shall be 70000.

iv. Firewall shall support following performance parameters:

v. Minimum throughput of 5 Gbps. The performance shall be scalable to 2 times (10 Gbps). 

vi. Minimum  20,000 New connections per second scalable to  30,000 new connections

vii. The firewall shall support minimum 1,000,000 concurrent sessions

viii. The required performance of the firewall as described above can be met by providing multiple firewalls. These multiple firewalls shall act as a single unit providing all the functionality & specifications mentioned in this document.

ix. The firewall must have hardware assisted NAT.

x. Virtual firewall must support with minimum of 20 virtual firewall instances.

xi. The firewall shall be deployed as shown in the Data Center Schematic diagram elsewhere. All critical Data Center equipment including servers and LAN devices shall be connected to the “inside” or secure zone of the firewall.  All non-secure and general access servers shall be connected to the de-militarized zone of the firewall.  The “outside” interfaces of the firewall shall be connected to the outside network containing the Backbone and Internet routers.

xii. It shall support account management on the firewall module by integrating with LDAP V3 compliant directories and other authentication systems.

xiii. It shall also support security for UDP communications occurring in the network.

xiv. Firewall shall be supplied in 1+1 redundant configuration. Each firewall units shall support active –active configuration and active-standby mode of configuration for high availability & redundancy. There shall not be a single point failure in the Firewall system. 

xv. Firewall Reporting: The Firewall reporting software should have centralized reporting and log collection features to collect and report on Firewall activity in various formats from a central server. The administrators should be able to generate reports of various configurable parameters remotely

xvi. The Firewall shall be provided with interfaces as mentioned below:

a. Gigabit Ethernet ports.

b. 10/100 mbps Ethernet ports

Network based IDS
i. Network based Intrusion Detection System shall meet TEC GR No. GR/IDS-01/01 FEB.2003. It shall be appliance based NIDS capable of monitoring multiple LAN network segments.

ii. It shall act as a second level defense mechanism after the firewall in the BSNL network.

iii. IDS shall be deployed at strategic locations to provide maximum security as indicated in Data Center Schematic diagram at Annexure VI-T(5). Network traffic flowing into and out of the endpoint shall be monitored for network-based attacks. 

iv. NIDS shall be provisioned to support at least 2 GBPS of traffic monitoring on single IDS without any degradation in performance. The NIDS shall detect unauthorized internal/external intrusion attempts into the data centers and shall be able to apply appropriate policies on the firewall so as to prevent such attacks in real time.

v. It shall be able to covertly monitor and report the activities of an attacker in real time.

vi. It shall enable stealth monitoring and containment plus live attack analysis.

vii. It shall monitor, detect and contain intrusions as they happen.

viii. It shall be able to record sessions and play back for further analysis 

ix. The IDS probes shall be able to monitor and secure all ethernet LAN segments to which it is connected.

x. The IDS shall be capable of detecting threats through stateful pattern recognition and protocol analysis. It shall be able to monitor and detect anomalies in protocols like TCP/IP, UDP, ICMP, FTP, SMTP, HTTP, DNS, NNTP, Telnet etc.

xi. It shall have signature based as well as protocol anomaly detection.

xii. It shall be possible to customize & store signatures to enable the IDS to detect and prevent new types of attacks.  It shall also be possible to automatically update the IDS probes with new signatures files through the Data Center Security Management system(DMS), Secure links etc.

xiii. The IDS shall work through sniffer modules. Sniffer shall be able to automatically respond to detected attacks through (1) termination of the offending sessions, (2) sending alarms, SMS and emails to concerned personnel and the security management console.

xiv. It should be able to handle concurrent sessions up to 1,000,000.

xv. It should provide dual redundant power supply, device failure detection, link loss detection, disk drive (removable), and passive mode failover.

xvi. It shall centrally manage multiple network sensors from single management station

xvii. The NIDS shall be complete in all respects including database signature files and shall be integrated and out of the box without any inter-dependency on any other 3rd party software for its functioning

xviii. NIDS shall provide capability to filter out false positives once they have been identified as such.

xix.  Each IDS probe shall be capable of handling minimum of one gbps of throughput.

xx.  The IDS probe shall have required management interface to meet the requirements of this document.

xxi. Shall log raw data locally for internal forensic analysis of attacks for a period of at least 30 days.

xxii. It shall provide following, but not limited to, alerting mechanisms:

a. E-mail alerts,

b. Real-time alerts,

c. SNMP notifications, etc.

Host-based intrusion detection System (HIDS)

i. Host based Detection System (HIDS) shall provide the third level of protection in the Billing Data Center. It shall provide protection at the server level file systems. Host-based intrusion detection system should reside on all servers. It shall not impact the performance of the operating system (OS). System Integrator shall mention such Servers where Host based Intrusion Detection System shall be installed. 

ii. HIDS shall monitor systems in real time to detect and respond to security breaches and other unauthorized activities. It shall monitor transactions between the OS and other resources including the file system, network, memory and library modules.

iii.  It shall maintain the integrity of the OS by preventing unauthorized changes to executable files, command shell and registry. 

iv.  HIDS shall allow the creation of customizable intrusion detection policies and responses. All operations of the host application shall be checked against the security policies and only valid operations shall be permitted.

v. HIDS shall provide centralized management tools for monitoring and enforcement of network-wide intrusion detection security policies.

vi. HIDS shall integrate with correlation and aggregation tools to simplify overall security management.

vii. All HIDS shall be centrally managed through the SDMS. It shall be possible to create new policies, modify policies or send automated updates to the HIDS host from the management system. The communication between the HIDS and management system shall be through a secure channel with minimum 128 bit encryption.

viii. The HIDS shall interalia protect the host against the following attacks - buffer overflows, Trojan horses, irregular packets, malicious HTML requests, and worms etc.

ix. The HIDS shall log all events for audit and analysis. It shall be able to send alerts to operators through the following mechanisms - GUI web screen, email message and through SNMP traps. 

x. It should be able to manage at least 500 host system sensors from a single manager

xi. It should allow for the creation of logical security domains that can organize groups of similar computers and manage them as single objects.

xii. It should allow for the separation and delegation of security administrative tasks to different, specified individuals through role-based administration

xiii. It should support Windows (All platforms including windows 2003), HP-UX, Red Hat Linux, Sun Solaris and IBM AIX operating systems.

xiv. It should be able to report processes, monitor and block processes.

Protection Policies & Rules : 

i. It shall be able to scan Operating system and application log files, for footprints of malicious behavior. 

ii. The file system shall be monitored to see if sensitive files are being accessed or tampered with.

iii. It shall have provision for addition and automatic/manual updation of existing signatures.

iv. It shall be able to monitor external audit logs generated by applications for security-related events.

v.   HIDS shall monitor the system level changes (Windows Registry in Windows operating    system)for any  attempts to alter or delete it in any form.

vi. It shall be possible to frame rules associated with time window.

vii. It shall be able to create file protection rules. 

viii. It shall be able to protect servers, workstations, applications, file permissions and contents, file size etc.

ix. Multiple policy creation shall be supported. It shall be possible to activate/de activate certain policies. Deployment of the policies shall be dynamically possible.

x. It shall support remote event logging, policy updations and remote upgrades.

Reporting & Actions : 

i. The system shall be able to record all events especially intrusion events. Normal and abnormal events shall be recorded under separate heads.

ii. It shall be able to take administrator defined actions based on events. 

iii. It shall be possible to generate reports based on built in formats or new formats as defined by the administrator/user. Ad-hoc querying shall be supported.

iv. It shall be possible to view IDS activity across multiple consoles .It shall also be possible to view IDS activity as per threat levels.

v. Host based IDS shall support management domains. It shall be able to apply policies to selected domains.

vi. It shall support secured audit log consolidation.

vii. It shall be able to send/receive and execute SNMP traps. 

viii. It shall support event context passing

ix. It shall have security event correlation.

Vulnerability Assessment & Policy Compliance System

i. It shall be a system which operates on manager & client basis. Clients are all the servers/workstations which are to be covered under the Vulnerability assessment & policy compliance. These servers/workstations include DC class servers, Edge servers, standalone servers and workstations in data center and CSR terminals also. Quantities are as mentioned in SoR section V(F). The application will sit upon a central security server. The central security server can have either Windows operating system or a variant of UNIX.

ii. It shall provide host-based risk assessment to identify potential weak points in system security.

iii. It shall verify existing configurations against best practice security such as the ISO 17799 standard, HIPPA, Sans Top 20, and the Center of Internet Security (CIS).

iv. It shall be able to define and enforce the security policies across the network.

v.  It shall provide a “Threat Severity Rating” based on the impact to confidentiality, integrity and availability; server wise and for the whole network.

vi. It shall need little or no knowledge of operating system details or networking technology to obtain status report on all systems in the network, as well as detailed analysis of individual systems.

vii.  It shall assess multiple operating systems, databases, web servers etc for security vulnerabilities

viii. It shall use intelligent agents designed specifically for UNIX, Windows, NetWare, Linux, VMS and IBM iSeries AS/400 as well as for Web and Database applications.

ix. Policy compliance shall cover support for databases like Oracle, IBM DB2 and Microsoft Internet Information Server, Apache Web servers etc.

x. It shall allow management of all systems from a single console. It shall provides a centralized console that allows you to view the security assessment data of up to 10,000 systems from a single location—for a quicker, more thorough analysis. 

xi. It shall provide informative and easy-to-understand audit reports on the current security status of a system. Reports shall be exportable to other reporting mechanisms.

xii.  It shall use secure communications, minimum 128-bit encryption, between clients and agents to prevent unauthorized users sending erroneous information or request.

xiii.  It shall allow silent installation to deploy volume installation across departmentally as well as geographically distributed systems.

xiv. It shall provide access to up-to-date security checks through downloads from the Internet.

xv.  It shall provide the following information on vulnerabilities from the local database: -

xvi. Information on the vulnerability

xvii. Platforms affected

xviii. Severity of the vulnerability

xix. Components affected

xx. Safeguards to reduce risk, etc

xxi. It shall support 24*7 automated scheduling of vulnerability assessment on daily, weekly or monthly basis.

xxii. It shall enable the selection of individual systems or groups of systems to be selectively scanned.

xxiii.  It shall support integration with security management system.

Server Access Control System (SACS) 

i. The SACS is a centralized system that controls access to the servers, file systems and databases in the Billing data Center.

ii. The SACS shall control access to all server system (all industry standard OS) resources including applications, data files, devices, processes/daemons, and audit files.

iii. It shall intercept security-sensitive events in real-time, and evaluate its validity before passing control to the OS.

iv. It shall make no changes to the operating system kernel or binaries. Software must allow for quick uninstall if necessary.

v. It shall be able to prevent hackers with root access from circumventing or shutting down the security engine. Must use separate database for storing all security information.

vi. It shall allow controlling actions and access to resources of all users including privileged accounts such as root / administrator. 

vii. It shall provide the ability to designate specific roles like Administrators, Auditors, and Password Managers etc with appropriate rights. It must also provide the ability to designate specific users as Subordinate or Group Administrators, to manage users and file permissions for their Group

viii. The SACS shall provide complete file protection by intercepting every file access request and deciding if the user is authorized to access the file.

ix. The SACS shall enable administrators to designate critical files that when changed or modified, shall generate a suitable alarm and write an audit record. 

x. It shall support creation of rules for access permissions to various file systems on per user and group profile basis.

xi. Users shall be allowed to access the system resources as per the day and time pre-described in the system.

xii. It shall support management and policy distribution across multiple platforms from a central management console. It must support the deployment of the same policies across multiple servers ensuring consistency of security policies .

xiii. SACS shall support audit trail of all access activities. It shall track user logins, logouts access to resources and track user names from initial authentication to create secure and useful audit trails with full integrity. It shall provide a monitoring mode to record activity of specific users.

xiv. It shall provide simple to use graphical interface to enable complete management of all user, group, resource, audit and policy settings, either centrally for an enterprise or de-centralized to departments or business units.

xv. Host based IDS shall be able to log out a suspect or offending user temporarily and disable the account with suitable alarm for the administrator.

User management
i. The functionality mentioned in this system can be offered through Identity Management system/Access Management system as the case may be.

ii. It shall provide simple to use graphical interface to enable complete management of all user, group, resource, audit and policy settings, either centrally for an enterprise or de-centralized to departments or business units.

iii. It shall   provide the facility to set accounts to expire on specific dates, deactivate accounts on a configurable date or after a configurable amount of inactive time, lock out accounts after multiple failed logins through a daemon, restrict accounts logins during configurable times and days, deny access to accounts based on company holidays.

iv. The user's permissions must always be governed by the original login ID. Taking over the root account should not grant the user any additional privileges.

v. It shall enable the administrators to share subsets of root authority among different administrators based on their functional roles.

vi. It shall be possible to automate the creation of complex security policies with point-and-click options including control over logins, password quality, user and group access, system files, attack prevention, network and environments.

vii. It shall enable fast addition, change, deletion and modifications to users and groups across platforms, including synchronization with native operating system settings.

viii. It shall allow controlling actions and access to resources of all users including privileged accounts such as root / administrator. Must track the "real user" even in case of surrogates.

ix. Some of the requirements stated above may be overlapping with Identity Management System as defined in the Identity Management Specifications. 

Security Device Management System (SDMS)

i. The Security Device Management system shall be provided at the Data Center for centralized management of the Firewall, IDS, HIDS and Anti Virus Management Systems installed in the Data Center. The management system shall provide a GUI based interface for configuration and monitoring of the devices. 

ii. The Security management software shall be capable of configuring the Security devices including the Firewalls and IDS systems installed in the network. It shall centrally maintain a configuration archive for the security devices and manage the software distribution for the devices (wherever applicable).

iii. The management system shall automatically update the security devices without manual intervention whenever there is an update in configurations and/or software upgrade.

iv. The user interface shall be a web based browser with GUI. It shall monitor the security devices and provide a common viewer interface to store and view the reports. The user shall be able to view reports that are real-time as well as historical.

v. It shall be possible to define thresholds and rules for security devices, on violation of which triggers and notifications shall be generated.

vi. It shall have capability to identify security attacks through correlation of multiple events. The correlation rules shall be user configurable based on following parameters – time, event type, IP address source/ destination and device type.

vii. The system shall send notifications and take automatic predefined actions to critical events.

viii. The system shall have extensive reporting tools like :

ix. A web based tool for creating template based, flexible security reports.

x. Generation of reports according to a pre-set schedule as well as on demand including other parameters like type of threat, source of threat etc.

xi. Generate reports which are sortable on the basis of selectable parameters including event type, time, signature type and IP address.

xii. The security DMS shall have a Change Management process. Any security configuration change shall be submitted through a workflow process where a policy setting will go through create, submit, approve/review stages before activation.

xiii. It shall not allow the network or data center systems to launch any type of attack on self or other networks.

xiv.  The security DMS shall support audit trail providing details of device modifications. The audit report shall include device name, time of modification, responsible person and reason for modifications.

xv. The Security Management system shall support the client server model. The client to server communications shall be secure with minimum 128 bit encryption.

xvi.  The Security management System shall be able to interface with the Enterprise Management System of the Customer Care and Billing system specially for OS and application logs.

xvii.  It shall provide for simplicity and ease of administration through a common, single management interface for all applications/devices.

xviii.  It shall provide comprehensive security analysis of operating systems to intelligently assess & report vulnerabilities to the SDMS console and security in charge via E-mail etc.

xix. The SDMS system shall take over SDMS operations of DR site in case of Disaster.

Security Information and event management system

i. System shall collect security events in real time from any IP Device including home grown, customized and proprietary applications and would forward these to event console of the Security Incident and Event Management platform. Correlation of security events shall be carried out within the same platform. The collection should be done non intrusively (agent less) for the target systems. Also Security Solution should provide GUI/Tool for developing collectors for home-grown or any other unsupported /unknown IP applications.

ii. System shall define severity levels for the events received from the different sources and store and encrypt them in database along with time stamp. It shall filter off repeated alarms from the same device.

iii. System shall provide a complete view of the health of the entire distributed environment from a centralized EMS console. It shall be able to provide decentralized management through multiple consoles with centralized escalation, reporting and control. Escalation between the decentralized architecture shall be rules based and customizable. Log transmission between decentralized   & centralized console should support SSL or encryption. The proposed solution should be flexible enough to help us decide in a future date if we want to add more decentralized consoles to the existing infrastructure, it should seamlessly integrate.

iv. System shall provide event correlation for all the devices within an enterprise and all security scenarios like spoofing, authentication failures, etc.



v. System shall record the number of times an attack has occurred. Shall define severity levels for the events received from the different sources and store them in database and encrypt the same along with time stamp. The platform should provide a single global view of all the events so that multi-device correlation can be achieved

vi. The solution proposed should have a feature to View Underlying Logs/Events

vii. System shall generate period specific security reports such as:

viii. Number of attacks by source, Number of attacks by destination, Threats and correlated events, Firewall policy, Top ten intruders, Denial of service, Top ten attack signatures, Authorization and access summary, Alarm generation summary, Attack signatures summary etc

ix. The solution should include the following categories of predefined graphs and queries out of the box: a) Firewall, including Top Firewall Interfaces, File Access through Firewall, and Login Failure Summary b) Database, such as Login Activity, Authorization Level and Authorization Level by User c) Intrusion detection, including Top Attack Signatures, Attack Type by Severity Level, and IDS Signature Summary d) Operations, such as Device Activity Analysis, Activity by Event Category, and Network over Time e) User, including Privilege Users Monitoring, Configuration Change Details and Activity by Specific Username

x. System shall be able to support Unified fault collection, reporting, trend analysis and management. The Solution should have web based administrator (both http and https) and user interface (Thick Client) for device management and monitoring. The platform should provide a single global view of all the events so that multi-device correlation can be achieved.

xi. The solution proposed shall support event filtering and correlation (consolidating identical or similar events) locally near the event source or centrally across multiple products or technologies.  Local event filtering and aggregation will ensure that precious correlation resources for critical events and minimizes the impact to our network bandwidth.  Additionally, solution proposed should compress and encrypt any data obtained locally near the event source in order to minimize the impact to network bandwidth and take care of the security aspects also. The solution should support a distributed architecture in future should the need arise to segregate management and collection. Vendor should provide documentation related to distributed architecture support.

xii. Configurable automated actions in response to security problem, sending E-mail Notifications, SMTP notification, SYSLOG notification, SNMP Notifications to operators

xiii. System shall have graphical rules builder to help build and adapt rules and automations. It shall be possible to test the rules before their actual implementation. 

xiv. The system shall also have inbuilt correlation rules for popular IDS, viruses, Operating systems. System shall protect the integrity of the persistent data within its file system. Shall ensure that the data has not been tampered with and is internally consistent.

xv. All logs must be Authenticated (time-stamped), encrypted and compressed before written to the database. The compression ratio should be at least one third of original log size.  OEM should provide documentary support

xvi. System shall track security events within its own architecture i.e. self-audit/protect. An audit trail of report access should also be maintained.

xvii. System shall provide incident management capabilities within the Security Management solution and should support out of the box integration with 3rd party external ticketing systems 

xviii. It shall group events based on event attributes. While collecting the events, there should not be normalization of logs, parting of logs, or filtering of logs at any stages of log collection or log storage. 

xix. The system should allow real time processing of the incoming logs for alerts and in parallel should be able to write the logs to the database with timestamp and encryption. 

xx. System shall provide out of the box support for two factor authentication solution and web access management solution for user audit trails.

xxi. System shall provide event correlation of the storage supplied with the solution. 

xxii. The logged events shall also be stored in a database for alarm analysis and reporting. The solution should not demand separate Database, Web-server or any kind of application / software to be procured to implement the Solution.  The solution should not demand separate team (like database and web server) to maintain software, hardware, OS and database.  A single administrator should be able to manage the consolidated solution from a single GUI / console.

xxiii. System shall retain at least thirty days of each individual event/alarm message on-line for analysis and reporting purposes. Also the platform has the capability to define retention policies and it simply and accurately implements them. By adopting a tiered storage strategy for the online, archival, and backup and restoration of event log information, the platform should optimally manage the storage of an event from the moment it is created to when it is no longer needed. The Security Platform should provide Entire Life cycle Management of the logs. The Logs has to be managed from the time of generation to retirement of logs. The platform should support online /near line/offline storage of logs.

Fireproof Media Safe

i. Fireproof Media Safe is required to protect the computer media from fire, dust, magnetic fields, unauthorized access, accidental damage and electrostatics. In BSNL data centers these safes will be basically used to archive various types of computer media.

ii. The walls and doors of the fireproof safe shall provide protection by incorporating layers of heat absorbing material, fireproof insulating foam and a tough steel casing. 

iii. Three-way bolt work shall ensure that the doors remain shut if a building collapses during a fire or if forced entry is attempted.

iv. 2-Hour UL Fire Test: The safe shall maintain an interior temperature less than 125°F and an interior relative humidity less than 80% for class 125, when exposed to fire as per the Standard Time Temperature Curve for 1 hour to 1700 degF..

v. It shall meet all requirements for the Fire Endurance Test, the Explosion Hazard Test, the Humidity Test, and the Fire and Impact Test. Exposure to 2000°F fire and immediate 30 foot drop test and a standard reheating for 30 minutes to 1550°F shall not cause any damage to the safe.

vi. It shall have external dimensions preferably not exceeding 80"H x 36"W x 32"D  and internal dimensions not less than  60"H x 18"W x 16"D

vii. It shall have storage capacity not less than 10 cu. ft. 

viii. It shall weigh less than 1000 kg of dead weight.

ix. Fire Rating UL 2-hour Class 125 Fire & Impact.

x. It shall have multiple drawers to accommodate media provided for backup & archiving

xi. It shall have a high Security Key Lock

xii. It shall have access angle open door 90° for complete access.

xiii. It shall be tested and certified by certifying authority meant for the purpose. 

Eligibility Criteria

i. Firewall:  ICSA certifications 

ii. NIDS: ICSA certifications /CC EAL 3 certification.

iii. Anti virus: ICSA certifications/CC EAL 4certification

iv. Fireproof Media Safe:  2 hour VDMA 24991 certificate( S 120 DIS) /1 hour UL test Certificate  from Underwriter’s laboratories.

Section 5 Part B-45

List of Network Elements of wire-line and Wire-less
To be updated by BSNL later

Section 5 Part B-46

List of IT and networking assets as part of existing Data Centers 

of wire-line, BB and Wire-less
To be updated by BSNL later

SECTION –6
UNDERTAKING & DECLARATION
6(A)–for undertaking the terms & conditions of tender & Specification of work
Certified that:
1.
I/ We ...............have read and agree with all the terms and conditions, specifications included in the tender documents & offer to execute the work at the rates quoted by us in the tender form.
2.
If I/We fail to enter into the agreement & commence the work in time, the EMD/SD deposited by us will stand forfeited to BSNL.
B)
The tenderer hereby covenants and declares that:
1.
All
the
information,
Documents,
Photo
copies
of
the
Documents/ Certificates enclosed along with the Tender offer are correct.
2. If anything found false and/or incorrect and/or reveals any suppression of fact anytime, BSNL reserves the right to debar our tender offer/cancel the LOA/Purchase/work order if issued and forfeit the EMD/SD/Bill amount pending with BSNL. In addition, BSNL may debar the contractor from participation in its future tenders.
Date:….....
.....................
Signature of Tenderer
Place:.....
Name of Tenderer.............
Along with date & Seal
SECTION 6 (B)
(Certificate to be given by the Bidder  in respect of status of employment of his/ her near relative (s) in BSNL)
“I……………………………………….s/o…….…………………………………….r/o………………………………………………………………………………………………………………………………………………………………………………….hereby certify that none of my relative(s) as defined in the Tender Document is/are employed in BSNL unit as per details given in Tender Document.  In case at any stage, it is found that the information given by me is false / incorrect, BSNL shall have the absolute right to take any action as deemed fit/without any prior intimation to me.”
Signature of the Bidder  
with date and seal
Note:

The near relatives for this purpose is defined in the tender clause no. 
SECTION- 7
PROFORMAS

7(A)
For the BIDSECURITY/ EMD Guarantee TC "Annexure – C- FORMAT OF THE BANK GUARANTEE" \f C \l "1" 
(To be typed on Rs.100/- non-judicial stamp paper)

Sub:
Bid Security/EMD guarantee.


Whereas M/s ……………………………  R/o ……………… ………… ………………………………………  (Hereafter referred to as Bidder) has approached us for giving Bank Guarantee of Rs. ……………………/- (hereafter known as the “B. G. Amount”) valid up to …../……/ 20….. (hereafter known as the “Validity date”) in favour of DGM (MMT) BSNL CO, Delhi (Hereafter referred to as BSNL) for participation in the tender of work of  ……………………………………………..  vide tender no. …………………………………. 


Now at the request of the Bidder, We ……………………………………… Bank …………………………Branch having ………………………………………… ………. .……………………………………. (Address) and Regd. office address as ……… ………...……………………………………………………………………… ……… ……… …………… (Hereinafter called ‘the Bank”) agrees to give this guarantee as hereinafter contained:

2. 
We the Bank do hereby undertake to pay the amounts due and payable under this guarantee without any demur, merely on a demand from the BSNL stating that the amount claimed is due by way of loss or damage caused to or would be caused to or suffered by the BSNL by reason of breach by the said bidder(s) of any of terms or conditions contained in the said Agreement or by reason of the bidder (s) failure to perform the said Agreement. Any such demand made on the bank shall be conclusive as regards the amount due and payable by the Bank under this guarantee where the decision of the BSNL in these counts shall be final and binding on the bank. However, our liability under this guarantee shall be restricted to an amount not exceeding the “B. G. Amount”.

3. 
We undertake to pay to the BSNL any money so demanded notwithstanding any dispute or disputes raised by the bidder(s) in any suit or proceeding before any court or tribunal relating thereto our liability under this present being absolute and unequivocal. The Payment so made by us under this bond shall be valid discharge of our liability for payment there under and the bidder(s) shall have no claim against us for making such payment. 

4. 
We the Bank further agree that the guarantee herein contained shall remain in full force and effect during the period that would be taken for the performance of the said agreement and that it shall continue to be enforceable till all the dues of the BSNL under or by virtue of the said Agreement have been fully paid and its claims satisfied or discharged or till BSNL Certifies that the terms and conditions of the said Agreement have been fully and properly carried out by the said bidder(s) and accordingly discharge this guarantee. Unless a demand or claim under this guarantee is made on us in writing or before the expiry of Validity date from the date hereof, we shall be discharged from all liability under this guarantee thereafter. 

5.
We the Bank further agree with the BSNL that the BSNL shall have the fullest liberty without our consent and without affecting in any manner our obligations hereunder to vary any of the terms and conditions of the said Agreement or to extend time of performance by the said bidder(s) from time to time or to postpone for any time or from time to time any of the powers exercisable by the BSNL against the said bidder(s) and to forbear or enforce any of the terms and conditions relating to the said agreement and we shall not be relieved from our liability by reason of any such variation, or extension being granted to the said Bidder(s) or for any forbearance, act or omission on the part of the BSNL or any indulgence by the BSNL to the said bidder(s) or by any such matter or thing whatsoever which under the law relating to sureties would, but for this provision, have effect of so relieving us. 

6. Notwithstanding anything herein contained ;

(a)
The liability of the Bank under this guarantee is restricted to the “B. G. Amount” and it will remain in force up to its Validity date specified above.

(b)
The guarantee shall stand completely discharged and all rights of the BSNL under this Guarantee shall be extinguished if no claim or demand is made on us in writing on or before its validity date.

7. In case BSNL demands for any money under this bank guarantee, the same shall be paid through banker’s Cheque in favour of “AO (Cash) BSNL CO” payable at New Delhi. 

8. The Bank guarantees that the below mentioned officer who have signed it on behalf of the Bank have authority to give this guarantee under its delegated power.

Place:
……………………………

Date: 
…………………………..


      (Signature of the Bank Officer)

 Rubber stamp of the bank




Authorized Power of Attorney Number: ……………….

  Name of the Bank officer: …………………………….. 





            Designation: ……………………………………

  Complete Postal address of Bank: ……………………





………………………………………………………………






Telephone Numbers ……………………………..

Fax numbers

………………………………

Section- 7(B)

For the Performance Guarantee TC "Annexure – C- FORMAT OF THE BANK GUARANTEE" \f C \l "1" 
(To be typed on Rs.100/- non-judicial stamp paper)

          Dated:……………..

Sub:
Performance guarantee.


Whereas DGM (MM) BSNL CO, Delhi R/o …………………………..………… …………………..(hereafter referred to as BSNL) has issued an APO no.   …………..………. Dated ……/……/20…..  awarding the work of …………… …… … ………………………………….. to M/s …………………..……………………………  R/o …………………………………………………………………  (hereafter referred to as “Bidder”) and BSNL has asked him to submit a performance guarantee in favour of DGM(MMT) BSNL CO, Delhi of Rs. …………..……/- (hereafter referred to as “P.G. Amount”) valid up to ……/……/20………(hereafter referred to as “Validity Date”)


Now at the request of the Bidder, We ……………………………………… Bank …………………………Branch having ……………………..…………………… ………. .……………………………………. (Address) and Regd. office address as ……… ………...……………………………………………………………………… ……… ……… …………… (Hereinafter called ‘the Bank”) agreed to give this guarantee as hereinafter contained:

2. We, “the Bank” do hereby undertake and assure to the BSNL that if in the opinion of the BSNL, the Bidder has in any way failed to observe or perform the terms and conditions of the said agreement or has committed any breach of its obligations there-under, the Bank shall on demand and without any objection or demur pay to the BSNL the said sum limited to P.G. Amount or such lesser amount as BSNL may demand without requiring BSNL to have recourse to any legal remedy that may be available to it  to compel the Bank to pay the same.

3. Any such demand from the BSNL shall be conclusive as regards the liability of Bidder to pay to BSNL or as regards the amount payable by the Bank under this guarantee.  The Bank shall not be entitled to withhold payment on the ground that the Bidder had disputed its liability to pay or has disputed the quantum of the amount or that any arbitration proceeding or legal proceeding is pending between Bidder and BSNL regarding the claim.

4. We, the Bank further agree that the guarantee shall come into force from the date of its issue and shall remain in full force and effect up to its Validity date.

5. The Bank further agrees that the BSNL shall have the fullest liberty without the consent of the Bank and without affecting in any way the obligations hereunder to vary any of the terms and conditions of the said agreement or to extend the time for performance of the said agreement from any of the powers exercisable by BSNL against the Bidder and to forebear to enforce any of the terms and conditions relating to the said agreement and the Bank shall not be relieved from its liability by reason of such failure or extension being granted to Bidder or through any forbearance, act or omission on the part of BSNL or any indulgence by BSNL to Bidder or any other matter or thing whatsoever which under the law relating to sureties would but for this provision have the effect of relieving or discharging the guarantor. 

6. Notwithstanding anything herein contained ;

(a)
The liability of the Bank under this guarantee is restricted to the P.G. Amount and it will remain in force up to its Validity date.

(b)
The guarantee shall stand completely discharged and all rights of the BSNL under this Guarantee shall be extinguished if no claim or demand is made on us in writing on or before its validity date.

7. In case BSNL demands for any money under this bank guarantee, the same shall be paid through banker’s Cheque in favour of “AO (Cash) BSNL CO” payable at New Delhi. 

8. The Bank guarantees that the below mentioned officer who have signed it on behalf of the Bank have authority to give this guarantee under its delegated power.

Place:
……………………………

Date: 
…………………………..


      (Signature of the Bank Officer)

 Rubber stamp of the bank




Authorized Power of Attorney Number: ……………….

  Name of the Bank officer: …………………………….. 





            Designation: ……………………………………

  Complete Postal address of Bank: ……………………





………………………………………………………………






Telephone Numbers ……………………………..

Fax numbers

………………………………

SECTION 7 (C)
Letter of authorization for attending Tender Opening Event

[On the letterhead of the Bidder company]
(To reach AGM (MM) before Bid Opening Date)
To

The AGM (MM), 
BSNL Corporate Office,

Bharat Sanchar Bhawan, HC Mathur lane, Janpath
New Delhi 110 001
Subject : 
Authorization for attending bid opening –TOE on ________________________________(date) in the Tender of _________________________________________________________.
Dear Sir, 

Following persons are hereby authorised to attend the bid opening for the Tender mentioned above on behalf of ______________________________________________ (Bidder) in order of preference given below.
Order of Preference

Name                                                 Specimen Signatures
I.
II.
Alternate
Representative

Signatures of bidder
                   Or
Officer authorized to sign the Bbid
Documents on behalf of the Bidder.  
Note :  
1. Maximum of two representatives will be permitted to attend the TOE .  In cases where it is restricted to one, first preference will be allowed.  Alternate representative will be permitted when regular representatives are not able to attend.
Permission for entry to the hall where bids are opened, may be refused in case authorization as prescribed above is not received by BSNL prior to the Bid Opening Date.

SECTION-7(D)
INTEGRITY PACT

Between

Bharat  Sanchar  Nigam Limited (BSNL) / hereinafter  referred  to  as  “The Principal”

and

………………………………..hereinafter referred to as “The Bidder/Contractor”

Preamble
The Principal intends to award, under laid down organizational procedures, contract/s for -------------------------------------------. The Principal values full compliance with all relevant laws and regulations, and the principles of economic use of resources, and of fairness and transparency in its relations with its Bidder/s and Contractor/s.

In order to achieve these goals, the Principal will appoint an Independent External Monitor who will monitor the tender process and the execution of the contract for compliance with the principles mentioned above.

Section 1 – Commitments of the Principal

(1) The Principal commits itself to take all measures necessary to prevent corruption and to observe the following principles:-

(a) No employee of the Principal, personally or through family members, will in connection with the tender for, or the execution of a contract, demand, take a promise for or accept, for him/herself or third person, any material or immaterial benefit which he/she is not legally entitled to.

(b) The Principal will, during the tender process treat all Bidder(s) with equity and reason. The Principal will in particular, before and during the tender process, provide to all Bidder(s) the same information and will not provide to any Bidder(s) confidential/additional information through which the Bidder(s) could obtain an advantage in relation to the tender process or the contract execution.

(c) The Principal will exclude from the process all known prejudiced persons.

(2) If the Principal obtains information on the conduct of any of its employees which is a criminal offence under the relevant Anti-Corruption Laws of India, or if there be a substantive suspicion in this regard, the Principal will inform its Vigilance Office and in addition can initiate disciplinary actions.

Section 2 – Commitments of the Bidder(s)/Contractor(s)

(1) The Bidder(s)/Contractor(s) commits itself to take all measures necessary to prevent corruption. He commits himself to observe the following principles during his participation in the tender process and during the contract execution.

(a) Thee Bidder(s)/Contractor(s) will not, directly or through any other person or firm, offer, promise or give to any of the Principal’s employees involved in the tender process or the execution of the contract or to any third person any material or immaterial benefit which he/she is not legally entitled to, in order to obtain in exchange any advantage of any kind whatsoever during the tender process or during the execution of the contract. 

(b) The Bidder(s)/Contractor(s) will not enter with other Bidder(s) into any undisclosed agreement or understanding, whether formal or informal. This applies in particular to prices, specifications, certifications, subsidiary contracts, submission or non-submission of bids or any other actions to restrict competitiveness or to introduce cartelisation in the bidding process.

(c) The Bidder(s)/Contractor(s) will not commit any offence under the relevant Anti-corruption Laws of India; further the Bidder(s)/Contractor(s) will not use improperly, for purposes of competition or personal gain, or pass on to others, any information or document provided by the Principal as part of the business relationship, regarding plans, technical proposals and business details, including information contained or transmitted electronically.

(d) The Bidder(s)/Contractor(s) will, when presenting his bid, disclose any and all payments he has made, is committed to or intends to make to agents, brokers or any other intermediaries in connection with the award of the contract.

(2)
The Bidder(s)/Contractor(s) will not instigate third persons to commit offences outlined above or be an accessory to such offences.

Section 3 – Disqualification from tender process and exclusion from future contracts

(1) If the Bidder(s)/Contractor(s), before contract award or during execution has committed a transgression through a violation of Section 2, above  or in any other form such as to put his reliability or credibility in question, the Principal is entitled to disqualify the Bidder(s)/Contractor(s)  from the tender process or take action as per the defined procedure. 

Section 4 – Compensation for Damages

(1) If the Principal has disqualified the Bidder(s) from the tender process prior to the award according to Section 3, the Principal is entitled to demand and recover the damages equivalent to Earnest Money Deposit / Bid Security. 

(2) If the Principal has terminated the contract according to Section 3, or if the Principal is entitled to terminate the contract according to section 3, the Principal shall be entitled to demand and recover from the Contractor the amount equivalent to Security Deposit / Performance Bank Guarantee in addition to any other penalties/ recoveries as per terms and conditions of the tender.  

Section 5 – Previous transgression

(1) The Bidder declares that no previous transgression occurred in the last 3 years with any other Company in any country conforming to the Anti-corruption approach or with any other Public Sector Enterprise in India that could justify his exclusion from the tender process.

(2) If the Bidder makes incorrect statement on this subject, he can be disqualified from the tender process or action can be taken as per the defined procedure. 

Section 6 – Equal treatment of all Bidders/Contractors/Subcontractors

(1) The principal will enter into agreements with identical conditions as this one with all Bidders/Contractors.

(2) The Bidder(s)/Contractor(s) undertake(s) to demand from all subcontractors a commitment in conformity with this Integrity Pact. 

(3) The Principal will disqualify from the tender process all bidders who do not sign this Pact or violate its provisions. 

Section 7–Criminal charges against violating Bidder(s)/Contractor(s)/Subcontractor(s)

(1) If the Principal obtains knowledge of conduct of a Bidder, Contractor or Subcontractor, or of an employee or a representative or an associate of a Bidder, Contractor or Subcontractor, which constitutes corruption, or if the Principal has substantive suspicion in this regard, the Principal will inform the Corporate Vigilance Office.

Section 8 – External Independent Monitor/Monitors 

(1) Principal appoints competent and credible Independent External Monitor for this Pact. The task of the Monitor is to review independently and objectively, whether and to what extent the parties comply with the obligations under this agreement.

(2) The Monitor is not subject to instructions by the representatives of the parties and performs his functions neutrally and independently. He reports to the CMD of the BSNL.

(3) The Bidder(s)/Contractor(s) accepts that the Monitor has the right to access without restriction to all Project documentation of the Principal including that provided by the Contractor. The Contractor will also grant the Monitor, upon his request and demonstration of a valid interest, unrestricted and unconditional access to his project documentation. The same is applicable to Subcontractors. The Monitor is under contractual obligation to treat the information and documents of the Bidder(s)/Contractor(s)/Subcontractor(s) with confidentiality.

(4) Notwithstanding  anything contained in this Section, the Bidder(s)/Contractor(s) shall have no obligation whatsoever to provide any internal costing mechanisms or any internal financial or commercial data pursuant to any audit or review conducted by or on behalf of the Principal.  Further, the Bidder(s)/Contractor(s) shall not be required to provide any data relating to its other customers, or any personnel or employee related date.   

(5) The Principal will provide to the Monitor sufficient information about all meetings among the parties related to the Project provided such meetings could have an impact on the contractual relations between the Principal and the Contractor. The parties offer to the Monitor the option to participate in such meetings.

(6) As soon as the Monitor notices, or believes to notice, a violation of this agreement, he will so inform the Management of the Principal and request the Management to discontinue or take corrective action, or to take other relevant action. The monitor can in this regard submit non-binding recommendations. Beyond this, the Monitor has no right to demand from the parties that they act in a specific manner, refrain from action or tolerate action.

(7) The Monitor will submit a written report to the Chairperson of the Board of the Principal within 8 to 10 weeks from the date of reference or intimation to him by the ‘Principal’ and, should the occasion arise, submit proposals for correcting problematic situations.

(8)  If the Monitor has reported to the CMD of the BSNL, a substantiated suspicion of an offence under relevant Anti-Corruption Laws of India, and the BSNL has not, within reasonable time, taken visible action to proceed against such offence or reported it to the Corporate Vigilance Office, the Monitor may also transmit this information directly to the Central Vigilance Commissioner, Government of India.

(9) The word ‘Monitor’ would include both singular and plural.

Section 9 – Pact Duration

(1) This Pact begins when both parties have legally signed it. It expires for the Contractor 12 months after the last payment under the contract, and for all other Bidders 6 months after the contract has been awarded.

(2) If any claim is made/ lodged during this time, the same shall be binding and continue to be valid despite the lapse of this pact as specified above, unless it is discharged/determined by CMD, BSNL.

Section 10 – Other provisions

(1) This agreement is subject to Indian Law. Place of performance and jurisdiction is the Registered Office of the Principal, i.e. New Delhi. The arbitration clause provided in the tender document / contract  shall not be applicable for any issue /dispute arising under Integrity Pact.

(2) Changes and supplements as well as termination notices need to be made in writing.  

(3) If the Contractor is a partnership or a consortium, this agreement must be, signed by all partners or consortium members.

(4) Should one or several provisions of this agreement turn out to be invalid, the remainder of this agreement remains valid. In this case, the parties will strive to come to an agreement to their original intensions.

--------------------------------


           ----------------------------------

For the Principal




For the Bidder/Contractor

Place……………………

Witness 1 : ………………………………

Date ……………………

Witness 2 : ………………………………

Section 7-(E) 
Consortium Agreement
(On Rs. 100 Stamp Paper)
In compliance to Clause No.…..of Tender No. dated, a consortium has been formed on <Date> between <Bidder’s Name> and various technology provider OEMs to meet various eligibility conditions and experience criteria specified in the Tender No___________, dated_______.

It has been agreed amongst bidder and all the consortium members that <Bidder’s Name> is designated to submit the Bid on behalf of this consortium and henceforth called as Bidder. “Lead Bidder” and the “Bidder” has been used interchangeably. It is also confirmed that all the members of the said consortium meet the eligibility conditions as specified in the above referred Tender and have authorized the “Lead bidder” by way of duly executed power of attorney in his favour to act on their behalf.

It has been agreed that both the bidder as well as consortium partner (OEM of CRM & Billing) shall furnish separate Performance Bank Guarantees (PBGs), each for an amount specified in the tender.

It has also been agreed that the in its capacity as lead Bidder, <Bidder’s Name> will interact with BSNL for all obligations
The Lead bidder and its technology/consortium partner shall be liable for due performance of the contract jointly and severally, whereas the responsibility of Consortium Partners other than lead bidder, shall be limited to such Consortium Partner’s share of obligations in the contract for products and /or services as defined in the agreement signed between the Lead Bidder and Consortium Partner and in accordance with the tender requirements. Copies of all such agreements shall form part of the consortium agreement.
The details of Bidder and various consortium partners are as under:-

<Bidder Name>:- <Details containing Registered office & correspondence  address>

<Consortium Partner 1>:- <Details containing Registered office & correspondence  

address>
:

:

IN WITNESS WHEREOF the parties have caused this AGREEMENT to be executed by their duly authorized officers as of the day first above written

	For <Bidder’s Name>
Signature of Authorized Signatory

Name:-

Designation:-

Contact Phone:-

Email-ID:-

Date:-

Witness-1

Signature:-

Name:-

Designation:-

Contact Phone:-

Email-ID:-

Date:-

Witness-1

Signature:-

Name:-

Designation:-

Contact Phone:-

Email-ID:-

Date:-


	For<Consortium Partner-1>
Signature of Authorized Signatory

Name:-

Designation:-

Contact Phone:-

Email-ID:-

Date:-

Witness-1

Signature:-

Name:-

Designation:-

Contact Phone:-

Email-ID:-

Date:-

Witness-1

Signature:-

Name:-

Designation:-

Contact Phone:-

Email-ID:-

Date:-



	For<Consortium Partner-2>
Signature of Authorized Signatory

Name:-

Designation:-

Date:-

Witness-1

Signature:-

Name:-

Designation:-

Contact Phone:-

Email-ID:-

Date:-

Witness-1

Signature:-

Name:-

Designation:-

Contact Phone:-

Email-ID:-

Date:-


	For<Consortium Partner-3>
Signature of Authorized Signatory

Name:-

Designation:-

Date:-

Witness-1

Signature:-

Name:-

Designation:-

Contact Phone:-

Email-ID:-

Date:-

Witness-1

Signature:-

Name:-

Designation:-

Contact Phone:-

Email-ID:-

Date:-




Section 7 (F)

DEED OF INDEMNITY
(On non-judicial stamp paper of appropriate value)

This DEED OF INDEMNITY is executed on this date   ________’13 , by 

1. <<Name of the Bidder>>, a company registered under the Companies Act, 1956 and having its registered office at <<Address of the Bidder>> acting through << Authorized Signatory>> is hereinafter, for the purposes of this Deed of Indemnity, be collectively referred to as ‘__________ or ‘MSP’ is authorized representative, authorized to execute this Deed of Indemnity on behalf of the _________ or ‘MSP’.

TO AND IN FAVOUR OF

Bharat Sanchar Nigam Limited, through the General Manager MM BSNL Corporate Office (hereinafter referred to as the Purchaser which expression shall unless repugnant to the context or meaning thereof mean and be deemed to include its authorized representatives and permitted assigns) On the Other Part.
WHEREAS

(a) The Purchaser had invited bids vide their Tender No ………………………………….. DATED ………………… (hereinafter referred to as ‘Tender’) for the purpose of Providing ______________ Service through MSP on revenue share basis.

(b) The MSP (Bidder) had submitted its proposal dated ___ (hereinafter referred to as the ‘Bid’) for the provision of such services in accordance with its proposal as set out in its Bid and in accordance with the terms and conditions of the Tender. 

(c) The Tender Document requires the MSP (Bidder) to indemnify the Purchaser against all third party claims of infringement of patent, trademark or industrial design rights arising from use of goods or any part thereof in the mentioned work.

(d) The Bidder has in order to comply with the terms of the Tender agreed to execute the Deed of Indemnity on such terms and conditions more fully mentioned below. 

NOW THIS DEED OF INDEMNITY WITNESSETH AS FOLLOWS:

1.
The MSP (Bidder) shall, in consideration of the Purchaser making payment under and in accordance with the Tender Document, hereby agrees to indemnify the Purchaser against any costs, loss, damages, and claims from third parties or liabilities suffered by the Purchaser and directly arising out of the following reasons: 

a. Any illegal or unauthorized use (piracy) or in connection with any claim or proceedings relating to any breach or violation of any permission/license terms or infringement of any Intellectual Property Rights by the MSP (Bidder) or any sub-contractor during the course of performance of the Services.

b. Any litigation arising out with the original software solution provider in case of bundled software for which separate licenses would otherwise have been required. 

c. The MSP (Bidder) shall protect, defend, indemnify and hold harmless to BSNL and its employees, officers, Directors, agents or representatives from and against any and all liabilities, damages, fines, penalties and cost (including legal costs and disbursements) arising from:

I. Any breach of any statute, regulation, direction, orders or standards from any governmental body, agency or regulator issued with respect to the product/services being supplied/provided under this Tender.

II. Any claim made by third parties arising out of the use of the services of BSNL being provided using the equipment supplied under the Tender to the extent these are attributable solely to the poor quality or non-compliance of the products/services to the respective specifications.

III. Any claims arising from the customers or other service providers in connection with interruptions or degradation of Services due to non-availability of services beyond the stipulated time frame as contained in AMC and solely attributable to the bidder of the product and services under this Tender.

IV. Any claim that the equipment/ services or any value addition component offered and supplied by the bidder in this Tender, infringe any patent, trademarks or copyrights of any third party.

2.
This Deed of Indemnity shall stand terminated on expiry of or early termination of the contract period as envisaged in the above said Tender requirement.

 3.
The Deed of Indemnity shall constitute the entire indemnity provided by the MSP (Bidder) for the indemnities asked in this Tender. 

4.
This Deed of Indemnity shall be governed by and construed in accordance with Indian law. 

(Authorized Signatory)

Date:  

Place:

<< Name of the Bidder>>

Witness 1:

Witness 2:

SECTION-8
Tenderer/ Bidder’s Profile & Questionnaire
(To be filled in and submitted by the bidder)

A) Tenderer’s Profile

1.
Name of the Individual/ Firm: 
………………………………………………

2. 
Present Correspondence Address
…………………………..……………… 
…………..…………………………………………………………………………

…………………………..…………………………………………………………


Telephone No. …………………………….. Mobile No. ………………………... FAX No. …………………………………………………………………………


3. 
Address of place of Works/ Manufacture ……….…………….………………………………………………. ………………… ………………….………………………………………………………………………

Telephone No. ..………………………..  Mobile No. ……………………………


4. 
State the Type of Firm: 

Sole proprietor-ship/partnership firm / (Tick the correct choice): 


Private limited company. 

5.
Name of the sole proprietor/ partners/ Director(s) of Pvt. Ltd Co.: 

	S. No.
	Name
	Father’s Name
	Designation

	1.
	
	
	

	2.
	
	
	

	3.
	
	
	

	4.
	
	
	

	5.
	
	
	


6.
Name of the person authorized to enter into and execute contract/ agreement and the capacity in which he is authorized (in case of partnership/ private Ltd company): 

…………………………………………………………………………………………………………………………………..………………………………………………………….

7. 
Permanent Account No. :
………………………………………………………

8. 
Details of the Bidder’s Bank for effecting e-payments:

(a) Beneficiary Bank Name:………………………………

(b) Beneficiary branch Name:…………………………….

(c) IFSC code of beneficiary Branch……………………..

(d) Beneficiary account No.:……………………………….

(e) Branch Serial No. (MICR No.):………………………...

9.
Whether the firm has Office/ works (i.e. manufacture of the tendered item) in Delhi? If so state its Address 

…………………………………………………………………………………………………………………………………………………………………………

Place…………………. 




Signature of contractor ………………………

Date ………………….




 Name of Contractor ……………………………

SECTION-9 Part - A
BID FORM

From                                                                      To

……………………………..                       Addl.GM (MM-Ent.), BSNL Corporate Office

……………………………..                          II Floor, Bharat Sanchar Bhawan,

……………………………..                          HCM Lane, Janpath NewDelhi-1

Bidder’s Reference No:……………....………………… …Dated…………………….

Ref: Your Tender Enquiry No. …………………………………dated …………………

1. Having examined the above mentioned tender enquiry document including amendment/ clarification/ addenda Nos. ...................... dated …………….. ……………the receipt of which is hereby duly acknowledged, we, the undersigned, offer to supply  and deliver .............................................. in conformity with the said drawings, conditions of contract and specifications for the sum shown in the schedule of prices attached herewith and made part of the financial Bid.

2. Bid submitted by us is properly sealed and prepared so as to prevent any subsequent alteration and replacement.

3. we, the undersigned, offer to design, execute and complete the Works of Telecom Convergent Billing & Customer Care System in conformity with the said bidding documents.
4. We undertake, if our Bid is accepted, to complete the Works in accordance with the above‑named documents within the Time for Completion. We guarantee that the Works will then conform to the Performance SLAs included in this Tender.
5. We agree to abide by this Bid for a period of  180 days from the date fixed for Bid opening or for subsequently extended period, if any, agreed to by us. This bid shall remain binding upon us up to the aforesaid period.

6. We understand that you are not bound to accept the lowest or any bid, you may receive.

7. If our Bid is accepted, we will provide you with a performance guarantee from a Scheduled Bank for a sum INR 100 Crore for the due performance of the contract.

8. If our Bid is accepted, we undertake to complete delivery of all the items and perform all the services specified in the contract in accordance with the time-lines specified in the tender.
9. Until a formal Purchase Order of Contract is prepared and executed, this Bid together with your written acceptance thereof in your notification of award shall constitute a binding contract between us.

Dated: ....... day of  ................... 20…

Witness Name …………………………….. 



Name ……………………………..
Signature………………………….




In the capacity of ………………………….

Duly authorized to sign the bid for and on behalf of ..............................................
Section 9 Part - B
Bid Price Form (Price Schedule)

I/ We/ M/s………………………………………………………………………………seek following % of Revenue share based fee for offering managed IT services to BSNL:
	S. No.
	Item
	% of Billed (sharable) Revenue (in %) up to four decimal places* 
	% of Billed (Sharable) Revenue (in %) expressed in words

	1
	% of Billed (sharable) Revenue payable to MSP
	“X”
	


We have taken Note of the following: 
1. * The revenue share % shall be limited to 4 decimal points only. Any figure after 4 decimal points shall be ignored for all purpose. 
2. In case of variation between revenue share % mentioned in figures & words, the Revenue share % mentioned in words shall prevail.
3. This will be the only value of Percentage of Revenue that will used for bid evaluation.
4. The % revenue based service fee shall be applied on sharable revenue defined in the tender document. 

5. % of billed revenue based fee payable to MSP (i.e. X) applicable for various years shall be as below:

	S. No.
	Year
	% Revenue share to FSP

	1
	Year 1
	X

	2
	Year 2
	X2=0.95*X1

	3
	Year 3
	X3=0.95*X2

	4
	Year 4
	X4=0.95*X3

	5
	Year 5
	X5=0.95*X4

	6
	Year 6
	X6=0.95*X5

	7
	Year 7
	X7=0.95*X6

	8
	Year 8
	X8=0.95*X7

	9
	Year 9
	X9=0.95*X8

	10
	Year 10
	X10=0.95*X9


Note: “Year 1” shall start from the date of commissioning of Phase-1.
6. We hereby confirm that the price quoted here fully reflect all our Statement of Compliance (SOC) in the Functional SOC, Key Parameters of System Design SOC, and Technical SOC, and all the quantities and bill of materials for each item.  Therefore, we assure that the System / Solutions / Equipment would be operational without additional cost to BSNL as per terms and conditions of the tender.

 (Signature of Authorized Signatory)

Name…………………………………    
Official Seal

SECTION-10

Annexure 1-A
CLIENT CERTIFICATE

This is to certify that M/s …………………………… have executed BSS & OSS project for ………………………………… (Telecom service provider name) and the below mentioned application(s) is live and running since …………
	Organization name (Telecom service provider name)
	

	Location and Address
	

	Name, title of the authorized person of the service provider
	

	Number of Wireless subscribers of telecom provider covered by the BSS & OSS Project executed by M/s ……………………….
	

	Number of Wire-line subscribers of telecom provider covered by the BSS & OSS Project executed by M/s ……………………….
	

	Name of the CRM application
	

	Name of the Billing application
	


Dated this ________________ day of ________________ 201_
(Signature of Telecom Service Provider authorized person with Name, Designation and contact details
[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure 1-B
(Sizing Certificate)

(To be given by Software application OEM)

ON THE OEM’S LETTER HEAD
To

The _______________ (Tendering Authority)

___________Telecom Circle/ District

________________(Address 1)

________________(Address 2)

Subject: Certificate from OEM about sizing of hardware with OEM’s application software.
Sir,

1. This is to certify that the solution and following hardware sizing quoted in the bid of M/s ………….(Name of the Bidder………..), for the applications (including all the modules), for which our company, M/s …………………..is the OEM, is sufficient to meet all the requirements mentioned in the tender. Bidder and OEM will be contractually responsible for contractually ensuring that the hardware sizing quoted will be sufficient to meet business and SLA requirements stated in the Tender no___________, dated ____________. If under quoted, Bidder and OEM will be responsible for delivering the additional hardware at their own cost. The details of the Applications and Hardware are as under:

A. Production Sizing

	(__________) Data Center (Specify the location of DC)

	S.N.
	Application Software Name


	Application Version


	Hardware Required(Core Clock speed, type/make, RAM & soft/hard partition)


	Platform Details including OS with version & Database with version
	Licenses Required (for software OEM)

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


B. Test & Development, Simulation Sizing: This shall include Cores/RAM/HDD etc for T&D server with class of Cores i.e. DC class or edge class.

C. Training server sizing is to be given separately in a similar manner.

(Furnish separate details for different Data Center locations)

2. This is to also to certify that this application has been benchmarked on the quoted hardware as on date.

___________________________                                  -----------------------------------

Signature of Authorized signatory of OEM/                      Signature of the Authorized signatory of 

Country Manager of OEM (ERP application)                     Hardware OEM/Country Manager of OEM

Name                                                                                        Name






Designation                                                                               Designation
SECTION-10

Annexure 1-C
Storage Sizing Certificate
ON APPLICATION OEM’S LETTER HEAD

To

The _______________ (Tendering Authority)

___________Telecom Circle/ District

________________ (Address 1)

________________ (Address 2)

Subject: Project ___ for IT solution for BSNL’s Enterprise Business including CRM System – Certificate from OEM about sizing of Storage with OEM’s application software.

Sir,

This is to certify that the storage solution, for which, M/s ……………. is the OEM, quoted in the bid of M/s ……..…., for the applications (including all the modules), for which our company M/s ……..……… is the OEM, is sufficient to meet all the requirements mentioned in the tender. Bidder and OEM will be contractually responsible for contractually ensuring that the hardware sizing quoted will be sufficient to meet business and SLA requirements stated in the Tender no___________, dated ____________. If under quoted, Bidder and OEM will be responsible for delivering the additional hardware at their own cost. The details of the Applications and Hardware are as under:

	(__________) Data Center (Specify the location of DC)

	S.N.
	Software Name
	Application Version IOPS Required on Storage
	RAID Type Required on Storage

	
	
	
	

	
	
	
	

	
	
	
	


(Furnish separate details for different DC locations)

_____________________________________________

Signature of Authorized signatory of OEM (Application)/Country Manager of OEM (Application)

Name

Designation

__________________________________________

Signature of Authorized signatory of OEM (Storage)/Country Manager of OEM (Storage)

Name

Designation

SECTION-10

ANNEXURE- 1-D
(Support Certificate)

(To be given by all OEMs)

To

The _______________ (Tendering Authority)

___________Telecom Circle/ District

________________(Address 1)

________________(Address 2)

Subject: Support for Turnkey Implementation, Operation and maintenance.

Sir,

It is to certify that the following hardware/software, for which M/s ……………. is the OEM, has been quoted in our (M/s ……..name of the bidder………) bid.

	S.N.
	All Hardware/ Network/ Software System
	Model/ Version

	1
	
	

	2
	
	

	3
	
	

	…
	
	


We undertake to provide the following:

1. Full Professional Service Support for turnkey implementation of the project covering all the above hardware/network/ software components, their Design, Planning, Supply, Installation, customization, commissioning, integration with other components of the project, migration, training, Operation and maintenance for Ten years of above mentioned IT system and project completion within the time schedules specified in the tender document.

2. Preparation of all the documentation pertaining to planning, design, engineering, customization, integration, installation, operations and maintenance.

3. Support for operation, maintenance and upgrades are available as per terms and conditions for the Term as mentioned in the Tender no ___________, dated ________ from the date of commissioning.

4. Applications shall be supported on the given platform for the next 5 years with effect from the date of project completion of 1st phase, and that upgrades shall be made available on this platform for this period
We also certify that the agreement in the above respect has already been signed with the OEM. 

___________________________________

Signature of Authorized signatory of Bidder

________________________________________________________

Signature of Authorized signatory of OEM/ Country Manager of OEM

Name 

Designation

SECTION-10
Annexure II-A
Number of active Telecom clients installations executed by bidder for offered crm solution
This is to certify that the below given are the list of active Telecom client installations that our firm M/s ………………………….. is responsible for the overall delivery of the offered CRM solution and these are live as on date:
	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	CRM Application (Name and version)

	
	
	
	

	
	
	
	

	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-B
Number of active Telecom clients installations executed by bidder for offered Billing solution
This is to certify that the below given are the list of active Telecom client installations that our firm M/s ………………………….. is responsible for the overall delivery of the offered Billing solution and these are live as on date:
	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Billing Application (Name and version)

	
	
	
	

	
	
	
	

	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-C
Number of new Telecom BSS (CRM and Billing) projects Contracted by the bidder
This is to certify that the total number of new Telecom BSS (CRM and Billing) projects that have been contracted by our firm M/s ………………………….. after 01-04-10 are ______. 

	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	CRM and Billing Application (Name and version)
	Date of award of contract

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of Bidder authorized signatory]


in the capacity of (Designation)

- (Please note that contracts mentioned don’t necessarily have to be the offered solution for CRM and / or Billing)
SECTION-10
Annexure II-D
Number of active Telecom clients installations for offered CRM solution
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given are the list of Telecom clients worldwide that the offered CRM solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the customer care needs of the telecom service provider as of date

	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	CRM Application (Name and version)

	
	
	
	

	
	
	
	

	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of CRM ISV firm authorized signatory with Name, Designation and contact details
]

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-E
list of active CRM installations serving the customer care needs of wireless line of business of telecommunication service providers
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given are the list of Telecom clients worldwide that the offered CRM solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the customer care needs of wireless line of business of telecommunication service providers telecom service provider as of date

	Wireless Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	CRM Application (Name and version)

	
	
	
	

	
	
	
	

	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of CRM ISV firm authorized signatory with Name, Designation and contact details
]

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-F
list of active CRM installations serving the customer care needs of wireline line of business of telecommunication service providers
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given are the list of Telecom clients worldwide that the offered CRM solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the customer care needs of wire line line of business of telecommunication service providers telecom service provider as of date

	Wire line Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	CRM Application (Name and version)

	
	
	
	

	
	
	
	

	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of CRM ISV firm authorized signatory with Name, Designation and contact details
]

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-G
maximum number of concurrent users supported by a single active installation of the offered CRM in a  telecommunication service provider environment
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given is the telecom service provider name where maximum number of concurrent users is supported by a single active installation of the offered CRM solution of our firm M/s ………………………….., in a  telecommunication service provider environment worldwide
	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	CRM Application (Name and version)
	Maximum No. of concurrent users supported

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of CRM ISV firm authorized signatory with Name, Designation and contact details
]

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-H
Number of active Telecom clients installations for offered Billing solution
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given are the list of Telecom clients worldwide that the offered Billing solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the billing and rating  needs of the telecom service provider as of date

	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Billing Application (Name and version)

	
	
	
	

	
	
	
	

	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of CRM ISV firm authorized signatory with Name, Designation and contact details
]

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-I
list of active Billing installations serving the Billing and Rating needs of wireless line of business of telecommunication service providers
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given are the list of Telecom clients worldwide that the offered Billing solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the billing and rating needs of wireless line of business of telecommunication service providers telecom service provider as of date

	Wireless Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Billing Application (Name and version)

	
	
	
	

	
	
	
	

	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of CRM ISV firm authorized signatory with Name, Designation and contact details
]

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-J
list of active Billing installations serving the Billing and Rating needs of wireline line of business of telecommunication service providers
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given are the list of Telecom clients worldwide that the offered Billing solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the billing and rating needs of wire-line line of business of telecommunication service providers telecom service provider as of date

	Wire line Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Billing Application (Name and version)

	
	
	
	

	
	
	
	

	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of CRM ISV firm authorized signatory with Name, Designation and contact details
]

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-K
maximum number of wireless subscribers supported by a single active installation of the offered Billing solution in a  telecommunication service provider environment
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given is the telecom service provider name where maximum number of wireless postpaid subscribers are supported by a single active installation of the offered Billing solution of our firm M/s ………………………….., in a  telecommunication service provider environment worldwide
	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Billing Application (Name and version)
	Maximum No of wireless postpaid subscribers supported 

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of CRM ISV firm authorized signatory with Name, Designation and contact details
]

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-L
maximum number of Wire-line subscribers supported by a single active installation of the offered Billing solution in a  telecommunication service provider environment
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given is the telecom service provider name where maximum number of wire-line subscribers are supported by a single active installation of the offered Billing solution of our firm M/s ………………………….., in a  telecommunication service provider environment worldwide
	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Billing Application (Name and version)
	Maximum No of wire-line subscribers supported 

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of CRM ISV firm authorized signatory with Name, Designation and contact details
]

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-M
maximum number of Convergent  subscribers (convergent prepaid and postpaid subscribers)  supported by a single active installation of the offered Billing solution in a  telecommunication service provider environment
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given is the telecom service provider name where maximum number of Convergent subscribers (convergent prepaid and postpaid subscribers) are supported by a single active installation of the offered Billing solution of our firm M/s ………………………….., in a  telecommunication service provider environment worldwide
	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Billing Application (Name and version)
	Maximum No of Convergent  subscribers (convergent prepaid and postpaid subscribers) supported 

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of CRM ISV firm authorized signatory with Name, Designation and contact details
]

[Signature of Bidder authorized signatory]


in the capacity of (Designation)
SECTION-10
Annexure II-N
maximum number of subscribers (wireless, Wire line, Broadband, Enterprise etc covering all lines of business) supported by a single active installation of the offered Billing solution in a  telecommunication service provider environment
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given is the telecom service provider name where maximum number of subscribers (wireless, Wire line, Broadband, Enterprise etc covering all lines of business) are supported by a single active installation of the offered Billing solution of our firm M/s ………………………….., in a  telecommunication service provider environment worldwide
	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Billing Application (Name and version)
	Maximum No of subscribers (wireless, Wire line, Broadband, Enterprise etc covering all lines of business) supported 

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of CRM ISV firm authorized signatory with Name, Designation and contact details
]

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-O
Certification for offered mediation solution
(To be provided by the ISV firm on its letter head)

This is to certify that the below given are the list of Telecom clients worldwide that the offered Mediation solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the mediation  needs of the telecom service provider as of date

	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Mediation Application (Name and version)
	Maximum number of Wireless Subscribers
	Maximum number of wire-line subscribers
	Maximum number of CDR’s processed in a month

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of Mediation ISV firm authorized signatory]
in the capacity of (Designation)

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-P
Certification for offered service provisioning solution
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given are the list of Telecom clients worldwide that the offered service provisioning solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the service provisioning  needs of the telecom service provider as of date

	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Service Provisioning Application (Name and version)
	Maximum number of activations per day

	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of Service Provisioning ISV firm authorized signatory]
in the capacity of (Designation)

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-Q
Certification for offered Inventory management solution
(To be provided by the ISV firm)

This is to certify that the below given are the list of Telecom clients worldwide that the offered Inventory Management solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the Inventory Management needs of the telecom service provider as of date

	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Inventory Management Application (Name and version)
	No of Inventory transactions per hour

	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of Inventory Management ISV firm authorized signatory]
in the capacity of (Designation)

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-R
Certification for offered IOBAS solution
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given are the list of Telecom clients worldwide that the offered IOBAS solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the IOBAS needs of the telecom service provider as of date

	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	IOBAS Application (Name and version)
	Maximum number of  Wireless Subscribers
	Maximum number of  wire-line subscribers

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of IOBAS ISV firm authorized signatory]
in the capacity of (Designation)

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-S
Certification for offered Fraud Management solution
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given are the list of Telecom clients worldwide that the offered Fraud Management solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the fraud management needs of the telecom service provider as of date

	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Fraud Management Application (Name and version)
	Maximum number of  Wireless Subscribers
	Maximum number of  wire-line subscribers

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of Fraud Management ISV firm authorized signatory]
in the capacity of (Designation)

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure II-T
Certification for offered Revenue Assurance solution
(To be provided by the ISV firm on its letterhead)

This is to certify that the below given are the list of Telecom clients worldwide that the offered Revenue Assurance solution (generic, any version) of our firm M/s ………………………….. is in active production deployment serving the revenue assurance needs of the telecom service provider as of date

	Telecom Service Provider name
	Location and Address
	Name, title of the contact person of the service provider (Please provide contact details – email and phone number)
	Revenue Assurance Application (Name and version)
	Maximum number of  Wireless Subscribers
	Maximum number of  wire-line subscribers

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


Dated this ________________ day of ________________ 201_
[Signature of Revenue Assurance ISV firm authorized signatory]
in the capacity of (Designation)

[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure III-A
CLIENT CERTIFICATE FOR MEDIATION APPLICATION
This is to certify that M/s …………………………… have executed Mediation project for ………………………………… (Telecom service provider name) and the below mentioned application(s) is live and running
	Organization name (Telecom service provider name)
	

	Location and Address
	

	Name, title of the authorized person of the service provider
	

	Number of Wireless subscribers of telecom provider covered by the Mediation Project executed by M/s ……………………….
	

	Number of Wire-line subscribers of telecom provider covered by the Mediation Project executed by M/s ……………………….
	

	Number of CDR’s processed in a month for the telecom provider covered by the Mediation Project executed by M/s ……………………….
	

	Name of the Mediation application
	


Dated this ________________ day of ________________ 201_
(Signature of Telecom Service Provider authorized person with Name, Designation and contact details
[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure III-B
CLIENT CERTIFICATE FOR BILLING APPLICATION
This is to certify that M/s …………………………… have executed Billing project for ………………………………… (Telecom service provider name) and the below mentioned application(s) is live and running
	Organization name (Telecom service provider name)
	

	Location and Address
	

	Name, title of the authorized person of the service provider
	

	Number of Wireless subscribers of telecom provider covered by the Billing Project executed by M/s ……………………….
	

	Number of Wire-line subscribers of telecom provider covered by the Billing Project executed by M/s ……………………….
	

	Number of Convergent (post-paid / prepaid) subscribers of telecom provider covered by the Billing Project executed by M/s ……………………….
	

	Name of the Billing application
	


Dated this ________________ day of ________________ 201_
(Signature of Telecom Service Provider authorized person with Name, Designation and contact details
[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure III-C
CLIENT CERTIFICATE FOR CRM APPLICATION
This is to certify that M/s …………………………… have executed CRM project for ………………………………… (Telecom service provider name) and the below mentioned application(s) is live and running
	Organization name (Telecom service provider name)
	

	Location and Address
	

	Name, title of the authorized person of the service provider
	

	Number of named users supported by the CRM application of telecom provider covered by the Billing Project executed by M/s ……………………….
	

	Name of the CRM application
	


Dated this ________________ day of ________________ 201_
(Signature of Telecom Service Provider authorized person with Name, Designation and contact details
[Signature of Bidder authorized signatory]


in the capacity of (Designation)
SECTION-10
Annexure III-D
CLIENT CERTIFICATE FOR EAI APPLICATION
This is to certify that M/s …………………………… have executed EAI project for ………………………………… (Telecom service provider name) and the below mentioned application(s) is live and running
	Organization name (Telecom service provider name)
	

	Location and Address
	

	Name, title of the authorized person of the service provider
	

	Number of subscribers supported by EAI application as an integration tool for the telecom provider covered by the EAI Project executed by M/s ……………………….
	

	Name of the EAI application
	


Dated this ________________ day of ________________ 201_
(Signature of Telecom Service Provider authorized person with Name, Designation and contact details
[Signature of Bidder authorized signatory]


in the capacity of (Designation)
SECTION-10
Annexure III-E
CLIENT CERTIFICATE FOR SERVICE PROVISIONING APPLICATION
This is to certify that M/s …………………………… have executed Service Provisioning project for ………………………………… (Telecom service provider name) and the below mentioned application(s) is live and running
	Organization name (Telecom service provider name)
	

	Location and Address
	

	Name, title of the authorized person of the service provider
	

	Number of activations per day supported by the service provisioning platform for the telecom provider covered by the service provisioning Project executed by M/s ……………………….
	

	Name of the Service Provisioning application
	


Dated this ________________ day of ________________ 201_
(Signature of Telecom Service Provider authorized person with Name, Designation and contact details
[Signature of Bidder authorized signatory]


in the capacity of (Designation)
SECTION-10
Annexure III-F
CLIENT CERTIFICATE FOR INVENTORY MANAGEMENT APPLICATION
This is to certify that M/s …………………………… have executed Inventory Management project for ………………………………… (Telecom service provider name) and the below mentioned application(s) is live and running
	Organization name (Telecom service provider name)
	

	Location and Address
	

	Name, title of the authorized person of the service provider
	

	Number of Inventory transactions per hour supported by the inventory management platform for the telecom provider covered by the inventory management Project executed by M/s ……………………….
	

	Name of the Inventory Management application
	


Dated this ________________ day of ________________ 201_
(Signature of Telecom Service Provider authorized person with Name, Designation and contact details
[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure III-G
CLIENT CERTIFICATE FOR INTER OPERATOR BILLING (IOBAS) APPLICATION
This is to certify that M/s …………………………… have executed IOBAS project for ………………………………… (Telecom service provider name) and the below mentioned application(s) is live and running
	Organization name (Telecom service provider name)
	

	Location and Address
	

	Name, title of the authorized person of the service provider
	

	Number of Wireless / Wire-line subscribers supported by IOBAS platform for the telecom provider covered by the IOBAS Project executed by M/s ……………………….
	

	Name of the IOBAS application
	


Dated this ________________ day of ________________ 201_
(Signature of Telecom Service Provider authorized person with Name, Designation and contact details
[Signature of Bidder authorized signatory]


in the capacity of (Designation)

SECTION-10
Annexure III-H
CLIENT CERTIFICATE FOR FRAUD MANAGEMENT APPLICATION
This is to certify that M/s …………………………… have executed Fraud Management project for ………………………………… (Telecom service provider name) and the below mentioned application(s) is live and running
	Organization name (Telecom service provider name)
	

	Location and Address
	

	Name, title of the authorized person of the service provider
	

	Number of Wireless / Wire-line subscribers supported by Fraud Management platform for the telecom provider covered by the Fraud Management Project executed by M/s ……………………….
	

	Name of the Fraud Management application
	


Dated this ________________ day of ________________ 201_
(Signature of Telecom Service Provider authorized person with Name, Designation and contact details
[Signature of Bidder authorized signatory]


in the capacity of (Designation)
SECTION-10
Annexure III-I
CLIENT CERTIFICATE FOR REVENUE ASSURANCE APPLICATION
This is to certify that M/s …………………………… have executed Revenue Assurance project for ………………………………… (Telecom service provider name) and the below mentioned application(s) is live and running
	Organization name (Telecom service provider name)
	

	Location and Address
	

	Name, title of the authorized person of the service provider
	

	Number of Wireless / Wire-line subscribers supported by the Revenue Assurance platform for the telecom provider covered by the Revenue Assurance Project executed by M/s ……………………….
	

	Name of the Revenue Assurance application
	


Dated this ________________ day of ________________ 201_
(Signature of Telecom Service Provider authorized person with Name, Designation and contact details
[Signature of Bidder authorized signatory]


in the capacity of (Designation)
SECTION-11
Teaming Agreement

Consituents of Teaming Agreement:

1. Bidder is required to sign separate teaming agreement with each partner which is to be signed jointly by the authorized signatories of the Bidder and the technology partner/ ISV/ IT apllication provider/SSP.  No specific format for teaming agreement is proposed and it shall be SI’s responsibility to word the teaming agreement. 

2. Teaming agreement shall necessarily have Annexure -A and Annexure -B  as the integral part of the teaming agrement failing which the bid will be rejected. 

3. Responsibilities of software solution provider, which are to be incorporated in the teaming agreement are provided under Annexure -B.

4. Clauses provided under Annexure -B are to be replaced by relevant clauses in respect of Hardware,  Networking and other Bidders in their respective teaming agreements.

Annexure-A 

Bidder shall have following obligations:

1. Provide a complete turnkey implementation and assume responsibility for all integration and implementation issues in order to deliver an operable system as per the scope of work defined in tender no. _____________________ 

2. Structured Data Cabling and power cabling at Data Center.

3. To host the hardware in data center and software required for all applications enumerated in this tender. 

4. Supply of all the software solutions as listed in the tender document along with any other software required to run various sub-system of the data center as per the design and architecture of the end to end solution.

5. Configuration, Customization & Dry run of proposed IT system as per the business processes frozen.

6. Collection of Data from the various systems and its migration to the new IT system.

7. Regular run & Start of Operation of the software system with data migrated from existing system.

8. Establishment of Disaster recovery infrastructure at each Data Centre with other Data Center forming the pair.

9. Data Centre Operation in association with BSNL officials posted at DC during and after the commissioning of Data Center as per detail given in this tender elsewhere.

10. Training to BSNL staff 

11. Provide Support Service for the entire system of the DC.

12. Furnish detailed Statement of Work comprising following essentials:

i. Project Scope 

ii. Phase wise :

(a) Responsibility matrix

(b) Breakup of work

(c) Deliverables

(d) Program Management Team

(e) Detailed Time lines

13. To ensure the completion of the entire implementation within the scheduled time frame (phase wise) as mentioned in the tender fulfilling the entire tender terms and conditions.

14. To ensure the system performance as per specification.

15. Design the System ensuring redundancy at all critical points to achieve set system level performance.

16. Provide suitable flexibility in the system to cater to the evolving needs during the operation phase.

17. Deployment of a strong operations team with relevant domain expertise during the execution and operation.

18. Offer proven solution Architecture for all hardware and software component of the project and provide strong local support
19. Bidder shall ensure availability of Subject Matter Expertise on site from SSP. This is mandatory and Bidder shall commit adequate resources and skill sets to ensure from the SSP for the project by a signed declaration detailing the quality and quantum of SSP subject matter expertise with relation to skill sets and experienced resource for the successful implementation ad operations of the offered solution. This shall be made available for entire duration of the tender (Term). The same shall be covered contractually. 

20. Provide an overall Project Plan showing a timetable for the proposed phases. A list of project phases will be provided, to include at least the following:

i. Functional Specification and Business Models Mapping

ii. Environment set-up 

iii. Product Installation, Configuration

iv. Implementation GUI and Reference Tables

v. Training

vi. Acceptance Tests (preparation & execution)

vii. Production/Rollover

21. Once the implementation starts following activities are to be taken care by the Bidder along with the Software Solution Provider/ISV and / or its partners:

i. Interact with BSNL SMEs (Subject Matter Experts) to finalize the requirements

ii. Capture the business process in designed templates

iii. Translate the business process into exact requirements

iv. Provide a gap register keeping in view the requirements and product features

v. Offsite configuration and testing

vi. Ensure all captured requirements shall either exist in the code or will be built in to the code

vii. Detail list of all modules required to be implemented

viii. Installation of the software at all the sites


ix. Provide all services related to installation, configuration and customization of the software

x. Rules configuration

xi. Provide the audit and test plans including the production acceptance testing criteria

xii. Conduct testing of the software including the unit and system testing in the development environment 

xiii. Provide all services related to re-configuration and customization

xiv. Provide training plan for BSNL staff inclusive of overview, Reporting, System administration, etc

xv. Training of BSNL nominees at the development centers or any other location as per details specified elsewhere.
Annexure-B

Software Solution provider (SSP)/Independent Software Bidder (ISV) shall have following obligations:

1. Bidder shall ensure that SSP provides the following deliverables for the software solution offered in the bid. The agreement between SI and SSP shall include the following, apart from other items:

2. Software solution provider shall have to give skill set requirements from its own perspective and from SI’s perspective.

3. Software solution provider shall clearly specify the parameters responsible for performance. 

4. Sizing has to be done exactly as per the software solution provider’s recommendation. 

5. Software Solution Provider has to give a Certificate of Satisfaction with respect to all the parameters concerning sizing and performance.

6.1 SSP shall train the BSNL Training team

6. Availability of Subject Matter Expertise on site from SSP. This is mandatory and SSP shall commit adequate resources and skill sets to ensure successful implementation ad operations of the offered solution. 
A minimum number of SME expertise shall be made available for entire implementation duration. The same shall be covered contractually. 

7 Identified SMEs to be attached with respective SIs for the period of delivery or up to an identified milestone.

8 Designated SSP representative shall be available for all Project steering committee meetings.

7. Review of Statement of Work created by SI 

8.1 SSP representative shall have to go through the functionalities highlighted in the SOW and shall have to be a signatory along with the SI.

8.2 SSP shall have to authorize the customizations. SSP will have to provide a guarantee that the Customizations being done would be supportable by subsequent upgrades. In case of customizations that require touching the core same would have to be pointed out to BSNL.

8.3 SSP shall have to accept the Interface details, giving consent to overall design before Bidder can implement the same on the production environment
8. Training & Documentation on APIs available – SSP shall enable the SI to use the API for plugging on customizations or interfaces to third party solution. In case APIs need to be modified or new APIs need to be created to enable customization/ interface the primary responsibility for this will be with the SSP. The new APIs created/modified should be supported by subsequent upgrades.

9. SSP shall give an undertaking that the SLA applicable to their solution will be supportable. SSP shall give undertaking that current version of the software will be supported for the Term of the agreement as described in this Tender excluding the contract implementation period, else if unsupported, the current version will be upgraded to the latest version at no additional cost to BSNL
10. The SSP shall clearly define its policy of releasing major and minor version each year. The implementation shall be based on a product configuration with a clear product roadmap for next three years.

11. Shall deliver the following to the Bidder for finally delivering to BSNL:

11.1 Licensed copy of all SSP applications that are within the scope of implementation by SI. 
11.2 Licensed copy of development and runtime versions of the offered solution and other products bundled with the application.

11.3 List and specifications of all available APIs in each version. 

11.4 Installation Scripts for all SSP applications that are within the scope of implementation by SI

11.5 Product Specifications of all SSP applications that are within the scope of implementation by SI.

11.6 User Manuals (hard & soft copy)

11.7 Functional Overview Manual

11.8 Operations Manuals

11.9 System Administration Manuals

11.10 Business process guide

11.11 Reporting reference guide

11.12 Screens reference guide

11.13 Training Brochure containing details of training programs to be offered (hard & soft copy)

11.14 Training Kit for training of SI personnel

11.15 Hardware Specifications meeting the Sizing & SLA requirements

11.16 List of Third-Party Software supplied against this tender.

11.17 Benchmark Reports on Supported Platforms

11.18 Guaranteed response times for typical OLTP and batch transactions on various configurations of the suggested hardware. 

11.19 Product Road Map document

11.20 Warranty, Post Warranty, and Operational Support programs offered by SSP – including commercial implications, SLA and availability of local support facilities. This should include problem resolution, application maintenance, change requests, as well as policy for upgrades and updates
11.21 Before Commencing Project SI shall have to give an undertaking of having received & understood the material mentioned above. 

11.22 Along with the bid document, the bidder shall have to submit a certificate as given at Annexure-VI-I-4 with regard to professional service support from all the OEM partners, duly signed by the authorized signatory of the bidder and the authorized signatory/ Country Manager of the OEM.

11.23 The bidder shall furnish, along with the bid document, a Certificate from the Application OEM with regard to hardware and storage sizing of the application provided by the OEM as per Annexure VI-I-(n) where n=2,3, 5 as above.

Section 12
NON-DISCLOSURE AND CONFIDENTIALITY AGREEMENT

THIS NON-DISCLOSURE AND CONFIDENTIALITY AGREEMENT (“Agreement”) is made as of the ___ day of ___________, 20__

BY AND BETWEEN:

__________, a corporation organized and existing under the laws of ____________, having its principal offices at _____________________________________ (hereinafter referred to as “COMPANY”)

AND

__________, a corporation organized and existing under the laws of ____________, having its principal offices at _____________________________________ (hereinafter referred to as “BIDDER”)

WHEREAS COMPANY is the owner and/or the author of and/or has the rights to disclose certain valuable proprietary documentation and business and technical information relating to its current and future business plans, which are not generally available to the public and which COMPANY may desire to protect against unrestricted disclosure, all of which are referred to in this Agreement as the “COMPANY Proprietary Information”; and

WHEREAS BIDDER (or any of its affiliated companies) is the owner and/or author of and/or has the rights to license certain valuable proprietary routines, computer programs, documentation, trade-secrets, systems, methodology, know-how, marketing and other commercial knowledge, techniques, specifications, plans and other proprietary information, including but not limited to material associated with and forming part of the proprietary software systems of BIDDER known as [__________], all of which are referred to in this Agreement as the “BIDDER Proprietary Information”; and

WHEREAS COMPANY has issued an RFP for the provision of a _______________ system, and BIDDER would like to respond to the RFP, and thereafter the parties may, if agreed between them, enter into an agreement for the provision of licenses and/or services by BIDDER to COMPANY (the RFP, BIDDER’ response thereto, and such agreement, if any, are hereinafter referred to as the “Project”); and

WHEREAS each party may, in connection with the Project, disclose to the other party information which is part of its Proprietary Information and, therefore, the parties wish to set forth the manner in which the COMPANY Proprietary Information and the BIDDER Proprietary Information will be treated during the Project; 

NOW THEREFORE, in consideration of the mutual agreements contained herein, the parties agree as follows:

1. The term “Proprietary Information”, whenever relating to COMPANY’S information, shall mean the COMPANY Proprietary Information and whenever relating to BIDDER’ information, shall mean the BIDDER Proprietary Information.

2. The receiving party agrees to hold in confidence the disclosing party’s Proprietary Information, and to refrain from copying, distributing, disseminating or otherwise disclosing such Proprietary Information to anyone, other than to those of its employees who have a need to know such Proprietary Information for purposes of the Project. For purposes of this Agreement BIDDER’ employees are deemed to include employees of its affiliates who will be involved in the Project.

3. The receiving party undertakes not to use the Proprietary Information of the disclosing party for any purposes other than the Project, and not to sell, grant, make available to, or otherwise allow the use of the disclosing party’s Proprietary Information by any third party, directly or indirectly, except as expressly permitted herein.

4. In addition, COMPANY undertakes not to use, directly or indirectly, the BIDDER Proprietary Information or any derivatives thereof in any form (e.g., reports and analyses) (which derivatives are also deemed Proprietary Information of BIDDER) in the development and/or sale of software systems, either for itself or for a third party.

5. Upon the termination and/or expiration of this Agreement for any reason and/or upon the conclusion of the Project and/or at the request of the disclosing party, the receiving party shall:

(a) return to the disclosing party any document or other material in tangible form in its possession being part of the Proprietary Information of the disclosing party, unless otherwise agreed upon in writing between the parties; and/or

(b) destroy any document or other material in tangible form that contains Proprietary Information of the disclosing party and the receiving party; and

(c) confirm such return and/or destruction in writing to the disclosing party.

6. Disclosure of the disclosing party’s Proprietary Information to the receiving party may only be made in writing or other tangible or electronic form that is marked as proprietary and/or confidential information of the disclosing party, or occur by demonstration of any product within the BIDDER products.

7. Disclosure of the disclosing party’s Proprietary Information to the receiving party shall in no way serve to create, on the part of the receiving party, a license to use, or any proprietary right in, the disclosing party’s Proprietary Information or in any other proprietary product, trademark, copyright or other right of the disclosing party.

8. The confidentiality obligations of the receiving party regarding the disclosing party’s Proprietary Information shall not apply to such Proprietary Information which:

(a) becomes public domain without fault on the part of the receiving party;

(b) is lawfully obtained from a source other than the disclosing party, free of any obligation to keep it confidential;

(c) is previously known to the receiving party without an obligation to keep it confidential, as can be substantiated by written records;

(d) is expressly released in writing from such obligations by the party that owns or has the rights to such Proprietary Information; or

(e) is required to be disclosed pursuant to law, regulation, judicial or administrative order, or request by a governmental or other entity authorized by law to make such request; provided, however, that the receiving party so required to disclose shall first notify the disclosing party to enable it to seek relief from such requirement, and render reasonable assistance requested by the disclosing party (at the disclosing party’s expense) in connection therewith.

9. Any use by the receiving party of the disclosing party’s Proprietary Information permitted under this Agreement is conditioned upon the receiving party first taking the safeguards and measures required to secure the confidentiality of such Proprietary Information.  Without limiting the generality of the foregoing, each party shall draw to the attention of its employees, including those employees of the affiliates referred to in Section 2 above, who shall have access to the Proprietary Information of the other party, all the obligations concerning such Proprietary Information contained in this Agreement 

10. This Agreement shall be in full force and effect for a period of seven (7) years commencing on the date first stated above.  However, the provisions of Sections 3, 4 and 7 above shall survive the termination and/or expiration of this Agreement for any reason.

11. Each party acknowledges that its breach of this Agreement may cause the other party extensive and irreparable harm and damage, and agrees that the other party shall be entitled to injunctive relief to prevent use or disclosure of its Proprietary Information not authorized by this Agreement, in addition to any other remedy available to the other party under applicable law.

12. This Agreement constitutes the entire agreement between the parties and supersedes any prior or contemporaneous oral or written representation with regard to the subject matter hereof.  This Agreement may not be modified except by a written instrument signed by both parties.

13. If, however, any provision of this Agreement is determined by a court of competent jurisdiction to be invalid or unenforceable, such invalidity or unenforceability shall not invalidate or render unenforceable the entire Agreement, but rather the entire Agreement shall be construed as if not containing the particular invalid or unenforceable provision or provisions, and the rights and obligations of the parties shall be construed and enforced accordingly.  In addition, the parties agree to cooperate to replace the invalid or unenforceable provision(s) with valid and enforceable provision(s) which will achieve the same result (to the maximum legal extent) as the provision(s) determined to be invalid or unenforceable.

14. This Agreement shall be governed by and construed under the laws of the Republic of India., without giving effect to such laws’ provisions regarding conflicts of law.

IN WITNESS WHEREOF, the parties hereto have executed this Agreement as of the date first stated above.

________________________
________________________.

(“COMPANY”)
(“BIDDER”)

By:
_____________________
By: 
______________________

Name:
_____________________
Name:
______________________

Title:
_____________________
Title
______________________

Date:
_____________________
Date: 
______________________
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