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1 Introduction

1.1  Purpose 

The purpose of this Business Requirements Specification document is to identify and define the business and functional requirements for the Reusable Case Management System (RCMS) Kiosk. This document is intended for use by Business Analysts, User Interface Developers, the System Architect and Software Developers.  

This document incorporates by reference the following deliverables:

· User Interface Design

It should also be used as a reference when creating the Software Architecture and Design Specification
1.2  Scope

The RCMS-Kiosk will automate the supervision of low-risk probationers.  The kiosk application must include adding a probationer, enrollment, check-in, scheduling, reporting, FTR management, discharge, and system administration.  An alerting mechanism must be designed and implemented to notify Probation Officers and Kiosk Attendants when various conditions regarding probationers arise or have been met.

Probationer detail information such as address or emergency contact information will be updated when changed.  Probationer detail and system response information history will be maintained.

The RCMS-Kiosk will be designed as a standalone probationer reporting system, capable of operating on its own, but with the ability to be configured to connect to an agency’s Case Management System (CMS). Initially, the RCMS-Kiosk will interface with the Department of Probation’s current case management system (ARTS).  Ultimately, the RCMS-Kiosk application will be reconfigured to integrate with the Reusable Case Management System – DOP’s future case management system, currently under development. 

1.3  Supporting Material

· DOP Request for Proposal for Task Order A

· TCS Proposal for Task Order A

· The RCMS-Kiosk Project Charter

· Acquis Analysis 

1.4  Project Glossary

A – Alerts To Kiosk Attendant

ARTS – Adult Restructuring Tracking System (NYCDOP’s existing Case Management System)

CMS – Case Management System (generic)

DOP – Department of Probation

FTR – Failure to Report

KA – Kiosk Attendant

MED – Maximum Expiration Date 

MIS – Management Information Systems

N – Notices to Kiosk Attendant

Open Source – Software required to have its source code freely available; end-users have the right to modify and redistribute the software, as well as the right to package and sell the software. Software with source code in the public domain meets these criteria, as does any software distributed under the popular GNU General Public License (GPL). Open-source licenses may have additional restrictions, such as a requirement to preserve the authors' names and copyright statement in the code.
Open Standards – The Commonwealth of Massachusetts Executive Office for Administration and Finance Information Technology Division defines open standards as “[s]pecifications for systems that are publicly available and are developed by an open community and affirmed by a standards body. Hypertext Markup Language (HTML) is an example of an open standard. Open standards imply that multiple vendors can compete directly based on the features and performance of their products. It also implies that the existing information technology solution is portable and that it can be removed and replaced with that of another vendor with minimal effort and without major interruption.”

PO – Probation Officer

Proprietary – GNU.org defines this as “software that is not free or semi-free. Its use, redistribution or modification is prohibited, or requires you to ask for permission, or is restricted so much that you effectively can't do it freely.” The Wikipedia provides the following description: “’Proprietary’ means that some individual or company holds the exclusive copyrights on a piece of software, at the same time denying other people the access to the software's source code and the right to copy, modify and study the software. . . .The term proprietary means "privately owned and controlled". Hence software can remain proprietary even when source code is made publicly available, if control over use, distribution, or modification is retained (e.g., the commercial version of SSH and the Microsoft Shared source licence programme.) On the other hand, software is considered non-proprietary once it is released with a license that would permit others to "fork" the software and release their own modified versions without onerous restrictions, even though the copyright may remain in the hands of a single individual. At least in theory, control has been conceded. . . Many types of software that are offered free of charge are proprietary, such as freeware, shareware and abandonware. This is because the source code in those distribution schemes is closed, or modification is prohibited, or redistribution requires express permission of an individual, organisation or company.”

RCMS – Reusable Case Management System (NYC DOP’s future CMS, under construction)

SA – System Administrator

Stand Alone – The ability of the RCMS-Kiosk to operate on its own without interacting with any other CMS. This means having the ability to initialize a case by adding basic probationer information manually. It is not intended as a CMS, but rather to capture enough information that the kiosk can function without connecting to an external database system.

1.5  Business Interaction Model

1.5.1 Stand Alone
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1.5.2 Integrated with a Case Management System
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1.6   Overview

The RCMS-Kiosk is a supervisory tool that will manage the regular check-in of low-risk probationers.  This allows the Department to focus its efforts on high-risk, violent and / or sex offender probationers.  

Kiosks are deployed in each borough of New York City and administered by MIS from one location. A typical site setup consists of 3-4 kiosks and a Kiosk Attendant’s console.  A kiosk attendant is required to be present at all times during operations.

The system performs nine main tasks:

1. Add a Probationer – Once a probationer has been transferred to a kiosk reporting track, they must first be entered into the system before they can be enrolled. Using the kiosk attendant interface, the Kiosk Attendant (KA) searches the system (either of the associated CMS or the stand-alone tables) to locate the individual’s records. If the probationer is in the system, the KA will retrieve the information and verify its accuracy, making any changes necessary. In a stand alone deployment the KA will have all of the form fields necessary on the KA Interface to add a probationer to the system.

2. Enrollment –The KA next captures the probationer’s image digitally, captures a biometric scan, uses the system to assign a PIN, and prints one enrollment receipt.  The receipt is for the probationer’s records.  The receipt provided to the probationer is printed in the probationers language of choice from the languages supported.  The receipt contains conditions of enrollment as well as the probationer’s Personal Identification Number (PIN) that will be used to perform check-ins.  The system default for the reporting frequency will be monthly.  Probation Officers will have the ability to change the reporting frequency to ’Every Other Month’ or ‘Quarterly’.

3. Probationer Check-In –Using the probationer interface, check-in begins by entering the PIN and submitting to a biometric scan.  Once identified in the system, the probationer is asked a series of questions regarding home and mailing addresses, emergency contact information, employment information, school or training information and rearrest status.  The probationer is then reminded of his/her next reporting window and a receipt is printed for his/her records.

4. Probationer Alerts and Messaging – Various conditions may arise during a probationer’s check-in that will require action by the KA. It is imperative that KAs be notified when any of these conditions are met.  Examples are when a probationer has been arrested since their last check-in or the probationer has been selected for a random drug test.  When a specific condition is met, the kiosk attendant will receive an alert in a queue on the KA interface. That alert will contain the probationer’s image and information regarding the alert that has been issued.  The attendant must then acknowledge the alert to clear it from the queue.  In addition, a message can be left for a specific probationer from the KA or PO interface.  This message will be delivered to the probationer during their check-in. 

5. Probationer Reports – Six reports will be generated through the RCMS-Kiosk.  They are the Daily Usage, Alert Summary, Enrollment, Transaction, Drug Test Selection and Sporadic Probationer Reporting reports.  

6. FTR Process – Probationers who fail to check-in during any given reporting period will be given FTR (Failure to Report) status.  A letter will then be generated by the application, which will be mailed to each probationer.  If a probationer continues to not report, their FTR status changes. The severity of the letters mailed to him/her changes accordingly.  Accurate FTR reporting is essential because it can lead to legal action taken against a probationer, including Violations of Probation. It is also necessary to watch for patterns of FTR behavior including, among others, skipping every other month.

7. Discharge – When a probationer’s Maximum Expiration Date (MED) has been reached that individual’s probation sentence is deemed complete. The probationer is always notified about pending sentence completion through the RCMS-Kiosk as part of the conditions of probation. But if a probationer tries to check-in after the MED, then a message will be sent to the Kiosk Attendant so appropriate action can be taken.

8. System Administration – The System Administrator (SA) will be able to perform numerous functions through a graphical user interface.   Tasks that will be performed through a GUI include adding or deleting sites, changing computer names and turning certain functions on and off.  The SA will also have the ability to monitor the system’s status.

9. Business Administration -  The Business Administrator (BA) will be able to perform functions that correlate to business rules for the application.  Through a graphical user interface, the BA will add/delete users, set the message of the day, set the maximum number of drug tests per probationer, per year, run the FTR process and generate the FTR letters.

1.7  Deployment and Implementation 

1.7.1 Deployment

The RCMS Kiosk is designed to accommodate small to large deployments of the application.  The NYC deployment is an example of a large deployment.  There are five boroughs (locations) with the potential to deploy to multiple sites within each borough. 

The following diagrams depict both large and small-scale deployments.

1.7.1.1 Large Scale Deployment
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1.7.1.2 Small Scale Deployment
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1.7.2 Implementation

The following diagram depicts items that must be addressed when deploying the RCMS-Kiosk outside of New York City and the resources that may be needed to implement the application.
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2 Overall Description

2.1  Product Perspective

The RCMS-Kiosk can be used on its own or as part of a complete probation supervision and investigation case management system.  The standalone system will have basic functionality, including internal database tables, and messaging and security, but many of these features can be enhanced through a more sophisticated and robust CMS.  

2.2  Product Features

RCMS-Kiosk will include the following core features:

Probationer Interface

1. The probationer interface will support the English, Spanish, Russian and Mandarin Chinese languages.

2. Probationers will access the application using a combination of a PIN and a biometric scan. 

3. The application will provide for probationer PIN self-service lookup.

4. The probationer will be prompted to answer a series of questions relating to personal, employment, education and rearrest information.

5. All responses to questions will be recorded and committed to history.

6. Messages to probationers from KAs and POs will be delivered during the session and printed on the check-in receipt.

7. The probationer will be notified if he/she has been selected for a drug test.

8. The system will check for a variety of conditions and alert the KA when certain conditions are met.  (for example, the  Probationer address appears to be out of the five boroughs).

9. The system will notify the Probationer of their MED. 

10. The system will display the next reporting window for the probationer.

11. The system will encourage reporting during the assigned reporting window.
12. The application will time out after 30 seconds of non-activity.
Kiosk Attendant Interface 

1. Probationers will be enrolled by KAs through the KA Interface. If deployed as a standalone system, the KA can add a probationer to the system manually. If working with a CMS, the probationer data will be retrieved from the associated CMS and used to initialize the enrollment.

2. A digital image of the probationer will be captured by the KA at enrollment and anytime thereafter.

3. A probationer biometric will be captured by the KA at enrollment and anytime thereafter.

4. The KA can setup biometric overrides for probationers.

5. Enrollment receipts will be printed at the completion of enrollment.  Enrollment receipts can be printed in English, Spanish, Russian or Mandarin Chinese.  One copy of the enrollment receipt will be printed for the probationer’s records

6. The KA will have the ability to search and view details for any given probationer.

7. An alert queue will always be clearly visible for the KA to acknowledge.

8. An alert history for the entire term of probation will be maintained for each probationer.

9. A ‘Current Kiosk User’ screen will allow the KA to monitor current activity for each kiosk at their location.

10. System notices such as ‘hand scan failed ’ or ‘PIN not found’ will be displayed on the ‘Current Kiosk User’ screen.  A history of these messages will be maintained.

11. The KA will have the ability to print a variety of forms from the KA Interface.  These forms can be printed pre-populated with probationer information or left blank.

12. The KA will have the ability to view automated reports as needed.

13. The KA will have the ability to enter responses to paper questionnaires via the KA Interface.

14. The KA will have the ability to modify the Drug Test Schedule and target selection amount.

15. The KA Interface will time out after 30 minutes of non-activity.

PO Interface

1. PO and upper-level management will have the ability to view an interface that closely resembles the KA Interface but with limited functionality.  See section 3 below for specific differences.

2. The PO will have the ability to change the reporting frequency for probationers.

Business Administration Interface

1. The business administrator will run the FTR process.

2. The business administrator will create and publish system wide messages.

3. The business administrator will set the total number of drug test selects per year, per probationer.

4. The business administrator will be able to add or delete users to the system.
System Administration Interface

1. The system administrator will be able to add and configure new kiosks.

2. The system administrator will be able to add or delete borough locations.

3. The system administrator will be able to configure certain other functionality through the SA Interface.

4. The system administrator will be able to configure other features through an implementation process.

2.3  Actors, Rolls and Business Functions

There are 4 actors that interact with the RCMS-Kiosk.  They are the Probationer, Kiosk Attendant, Probation Officer/Management and the System Administrator.

Each actor utilizes an interface designed to fit their business role.  A Kiosk Attendant for example, is granted access to the Kiosk Attendant Interface.  Every KA has full access to the KA Interface, likewise, every PO is granted full access to the PO Interface.

2.3.1 Personas

2.3.1.1 Probationer
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James Washington is a 32-year-old African American male. He is 5’10”, of slight build. He has short hair, a thin moustache, and is often seen wearing a doo-rag. He is not known to be a member of a gang, but he is known on the street as Slim. 

He was born in the Bronx where he lived all his life, until recently, when he moved in with his girlfriend Linda. They now live in the Bedford Stuyvesant section of Brooklyn. 

James has an 11th grade education and reads on a 4th grade level. He is currently unemployed, and is supported by his girlfriend. His last job was 3 years ago working as a day worker for a construction company. He is currently in an outpatient drug rehabilitation program. 

James is dexterous and has street smarts. However, he has few technical skills. James has 22 known arrests. His most recent offense was criminal possession of stolen property in the fifth degree and auto stripping in the third degree. He was sentenced to probation on 8/20/03 for reckless driving and unauthorized use of a vehicle, and possession of drugs. He was originally sentenced to probation in the Bronx. His case was transferred to Brooklyn when he moved in with his girlfriend. 

James travels using the subway. He was selected for drug testing 3 months ago, and passed.

2.3.1.2 Probation Officer
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Lisa Jones is a 45-year-old African American woman, who has been a Probation Officer in Manhattan since she graduated from John Jay college in 1990. She is committed to the social work aspect of her job, but she is not easily fooled by the Probationers she supervises. She is street smart, and articulate. She speaks English and Creole. 

Lisa is married with two grown children. She is active in her church, where she sings in the choir and participates in the lay ministry. She likes technology and is not afraid of using computers. She can handle most simple computer problems herself, and only calls for technical support when the system is displaying serious problems. She surfs the internet, mostly to purchase CDs and books. 

Lisa wakes up at 5:30 each day, and after her morning prayers, eats breakfast at home. She commutes to work by subway from her home in Brooklyn. She arrives between 8-8:30 am, typically eats a sandwich with her friends for lunch, and leaves work around 4 pm. 

She has an excellent work record, and is well respected by her coworkers and supervisors. She often helps other POs when they are having computer problems and is frequently tapped for participation in department user groups because of her willingness to be a team player, and her acuity and honesty. 

2.3.1.3 Kiosk Attendant

[image: image22.wmf]Settings Tab

Attendant

Drug Test Schedule

Instant Drug Test Selection

Carol Torres is a 41-year-old woman with brown shoulder length hair. She is married, has 2 children (ages 12 and 15) and lives in Queens. She graduated from BMCC in 2000 with an Associate’s degree in Psychology. Her hobby is cooking, and she often brings in treats for her co-workers. 

Carol has been employed by the Department of Probation for 8 years. She has been working as an attendant in the Kiosk room for the past 2 years. 

Carol arrives in the morning with an orange juice and muffin, which she eats at her desk. She enjoys the social aspect of her job. She often uses her knowledge of Spanish to help Probationers work the kiosk. She becomes frustrated when the kiosk breaks down, and she has been known to take her frustration out on the repair technicians who come to help. Lately, she has been heard complaining that the kiosk lines are too long and that it’s hard to control the flow of traffic.  

2.3.1.4 System Administrator
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Jonas White is a 29 year old African American male with a B.S. degree in Computer Science from City College of New York. Jonas graduated in 1998, and has been working for the Department of Probation since that time. He works out at the gym 3 or 4 times a week before work, and commutes from Brooklyn to downtown Manhattan by subway each morning. He shares an apartment in Brooklyn with his brother Ed, who works for a utility company.   

Jonas arrives at work between 8 and 8:30am each day, and usually stays until 6pm. While having his morning coffee he checks the system status of a variety of DOP computer systems, including the Probationer Kiosk. His duties include maintaining existing systems, as well as installing new computer systems throughout the five boroughs. His particular expertise is in installing and maintaining the Probationer Kiosks. Jonas frequently travels to two or more sites per day to help with technical support and systems problems. This means that he spends an hour or two of his work day traveling, usually by subway. Sometimes he goes straight home after his last site visit, rather than returning to his office in downtown Manhattan.

Jonas is currently the only dedicated user of the existing Kiosk System Administration application. Most consumers of Kiosk statistical data rely on his emails or phone calls to alert them when it is time at the beginning of each month to run reports. He is familiar with and on friendly terms with the Kiosk Attendant, and always inquires about their personal lives when on a site visit. He enjoys being considered an ‘expert user’.

Jonas is a reliable and friendly worker. People in his office frequently stop by with technical question, or to request his help troubleshooting their technical problems. He is almost always happy to help them, but sometimes feels overwhelmed by his responsibilities. He likes his work, but sometimes wishes he had an assistant. He is considering getting a Masters degree in computer science if he can find a night program that will fit into his schedule.

2.3.1.5 Business Administrator
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Ada Thomas is a 41 year old woman. She is now married for the second time, and is raising three young children from her previous marriage. She enjoys reading magazines and doing crafts projects with her children. She likes to shop for and cook organic food and her children hate the healthy snacks she sends with them to school. She is an active member of Mothers Against Drunk Driving, to which she volunteers about 15 hours monthly. 

Ada has worked for the Department of Probation for 12 years. In that time, she has moved between jobs, most recently being responsible for coordinating many of the business activities and processes in the Bronx Branch Chief’s office. She has moved between DOP offices three times, and has had consistently good reviews from her managers. Before working for the DOP, she performed secretarial and administrative tasks at Con Edison.

One of her Ada’s daily responsibilities is manually entering the paper based Probationer Reporting Questionnaires that arrive in the mail each day into the ARTS system. She is frequently asked to run and print ARTS reports for her Branch Chief. While she is not a computer expert, she knows how to use the computer to perform specific tasks, and is a quick learner. In her free time at work, she is trying to learn how to use the intranet and internet. She has been designated to be the new Business Administrator for the Kiosk Administration application.

2.4   Operating Environment

The DOP Re-engineering effort will be developed and tested using open source tools on a IBM compatible PC platform, 17” Monitor with a resolution of 1024 x 768 using a Windows 2000 operating system and Windows Internet Explorer 6.0 or greater.

2.4.1 Client

The Probationer client machine will require some external devices.  Those devices include a 17” ELO touch screen monitor, Recognition Systems ID 3D Hand Biometric Reader and an Epson M129 thermal label printer. The drivers for all these devices are Windows compatible. 

The Kiosk Attendant client machine will require some external devices to be installed. Those devices include a Clear one USB Flexcam camera, Recognition Systems ID 3D Hand Biometric Reader and any locally installed printer capable of printing from a browser on 8 ½ “x 11” paper.  The drivers for all these devices are Windows compatible.

The System and Business Administrators can access the application from any client machine that is using Windows Internet Explorer 6.0 or greater.

2.4.2 Server

The RCMS-Kiosk system will be developed and tested on a HP DL 360 dual Pentium P4 2.4 GHz server with 4 GB of RAM and 236 GB of disk space on IBM’s Suse enterprise edition version 9.0 operating system and Microsoft Windows 2000 network. 

· Additional software includes:

· Tomcat 5.0.2 web container 

· DB2 database

· Java virtual machine Version 1.4.2

· Struts Version 1.1

· Ibatis SQL maps 2.0

· Log4j version 2.8.1

· Spring 1.1.2

2.5   Design and Implementation Restraints

· Open source / open standards

· Reusable

· Portable

· Configurable

2.6   Assumptions and Dependencies

· Operational reporting that includes probationer (Rearrest, Data Updates, etc) information collected through the kiosks will be produced by the data warehouse-reporting interface.

· Usage and session information related reports will be generated by the RCMS-Kiosk system interface.

· Access to current kiosk operations by the development team will be provided as needed by the Department of Probation.

· PINs will be generated and assigned through the Kiosk system.

· The address normalization process and validation by directory lookup cannot be developed without a service in place.

3 Functional Requirements

3 Probationer Entry Tab

3.1.1 Overview

The Probationer Entry tab is available on the KA Interface.  It is only used in stand-alone deployment when the RCMS Probationer Reporting Kiosk is not connected to a CMS.  This interface is used to enter probationers into the application.  Items such as Case ID, Probationer Officer Name and MED will be entered and/or modified for a probationer on this screen.  This tab is only seen when the System Administrator has enabled its use.  

3.1.2 Use Case Diagram
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3.1.3 Business Functionality

1. Adding a probationer to the RCMS Kiosk

i. The KA will add probationers to the Kiosk using the ‘Add a Probationer’ tab.  In a stand-alone deployment the following fields are available for use:

a. PIN – Generated by the application when record is committed to the kiosk tables

b. Date of Birth

c. SSN

d. Case ID

e. NYSID

f. Probation Officer

g. Probation Officer Phone Number

h. Maximum Expiration Date

i. Sex – Drop-drown selection of Male or Female

j. Race-Drop Down selection of White, Black, Asian, Native American or Pacific Islander

k. Ethnicity – Drop-down selection of Hispanic or Non-Hispanic

l. Eye Color

m. Hair Color

n. Height

o. Weight

p. Number and Street Address

q. Apartment Number

r. Borough – Drop-down selection of Manhattan, Brooklyn, Bronx, Queens or Staten Island.  

s. Home Phone

t. Cell Phone

u. Number and Street Mailing Address 

v. PO Box

w. In Care Of

x. City

y. State

z. Emergency Contact Name

aa. Emergency Contact Street

ab. Emergency Contact City

ac. Emergency Contact State

ad. Emergency Contact Phone

ae. Emergency Contact Relationship – Drop-down selection of Parent, Grandparent, Child, Sibling, Spouse/Partner, Other Relative or Friend

ii. Once all of the applicable data elements are entered, the record is committed to the kiosk tables by clicking on a ‘Save Changes’ button.

iii. An ‘Add Another’ button will clear all of the fields so the KA can enter another probationer.

2. Update Probationer Information

i. When the stand-alone functionality is enabled by the System Administrator, the KA can Update all probationer information on the Probationer Details screen.

3. Deleting a Probationer

i. When the stand-alone functionality is enabled by the System Administrator, a ‘Delete Probationer’ button will appear on Probationer Details screen.  When the KA selects this button, a pop-up message  appears asking the KA to confirm deletion.

3.1.4 Process Workflow
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3 Enrollment

3.2.1 Overview

Enrollment is the process of enabling a probationer to use the kiosk for check-in.  The KA uses the KA Interface to search the kiosk tables for the probationer’s record.  If the probationer has not been enrolled in the Kiosk Reporting Track, an Enrollment function is available to the KA.  The KA then validates probationer information, captures a digital image of the probationer, captures a biometric of the probationer, and prints an enrollment receipts.  This receipt is for the probationer’s records.  

3.2.2 Use Case Diagram
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3.2.3 Business Functionality

1. Locating a Probationer on the KA Interface

i. The KA will use the following fields on the KA Interface to locate the probationer:

a. Case ID

b. PIN

c. NYSID

d. Last Name

e. First Name

f. Date of Birth

ii. All probationers in the search tables should be viewable when a search is performed.  A ‘Search for Kiosk Eligible Only’ flag can be checked to limit results of a CMS search to only those probationers assigned to the Kiosk Reporting Track.  By default this flag is enabled.  In stand-alone deployment, this flag will not be used.  For stand-alone configuration, the search will go against the kiosk tables.

iii. An additional filter will be provided that will give users the option to filter probationer results for a specific borough or by all probationers. By default, this filter is set to the KA’s borough.

iv. Any combination of these search parameters can be used with various results.  Using the Case ID as a search parameter will most quickly return the result the KA is looking for.  A search using Last Name will potentially return many results and the KA will be forced to extract the appropriate probationer.

v. A  ‘Clear ’ button will allow the KA to clear all entries in the parameter fields.

vi. When searching for probationers by either last or first names, fuzzy matching will be supported.  For example, an entry of ‘Je’ in the ‘First Name’ field would return results with names that begin with the letters J and E.  Names like Jeff, Jennifer, Jerad and Jean would appear in the results window.

vii. The results window will display a maximum of 100 probationer records.  If the search returns more than 100 records, a pop-up message will appear that states, “Your search produced more results than can be displayed.  Please try narrowing your search parameters.”

viii. Items to be displayed in the returned probationer record rows will include:

a. Thumbnail Image of Probationer

b. PIN

c. DOB

d. Case ID

e. Last Name

f. First Name

g. Probationer Status – Enrolled, Eligible Not Enrolled, Not Eligible

h. Alerts

i. Assigned Borough (Only if filter is set to ‘All’ boroughs)

ix. The record rows can be sorted by the following data elements:

a. Last Name – Alphabetically ascending or descending

b. First Name – Alphabetically ascending or descending

c. Case ID – Numerically ascending or descending

d. DOB – Chronologically ascending or descending

e. Alerts – Alphabetically ascending or descending

f. PIN – Numerically ascending or descending

x. To sort results, the KA will click on the element title in the header row.  An arrow will appear after the rows are resorted indicating that  the data is sorted ascending (up arrow) or descending (down arrow).

xi. When a Probationer has been located from the results window, the KA will click on the row to access that probationer’s details screen.

2. Validate Probationer Information On the Probationer Detail Screen

i. The KA will validate that the probationer DOB, SSN, Address and Phone information displayed on the Overview screen is accurate. If it is not the KA can manually correct the data on the Personal Information tab. 

ii. If an individual is in the system but has not been enrolled in the Kiosk Reporting Track, an ‘Enroll’ button will appear for the KA to click on.

3. Capture Probationer Hand Biometric

i. The KA will click on a ‘Scan’ button on the Enrollment screen in the KA Interface.

ii. A biometric scanner locally installed and configured will capture the biometric scan of the probationer.

iii. The application will display the date of the most recent biometric scan.

iv. The KA will have the ability to recapture the biometric at anytime.

v. The application will allow the KA to set one of three Biometric Scan Override conditions.  They are:

a. None - No override condition needed

b. One Time Only – The probationer will be allowed one biometric override.  The KA will select the ‘One Time Only’ override condition from the probationer details page.  The probationer will have 10 minutes to check-in to a kiosk using only their PIN. 

c. Permanent – At check-in the probationer enters their PIN.  They are notified by the application that a KA must confirm their identity. An alert is sent to the KA.  The KA will acknowledge the alert by clicking on a link that says, ‘Identity Confirmed.’  The probationer will then be allowed to continue their check-in.  The kiosk will only wait 1 minute for the KA response before it times out.  

4. Capture Probationer Image

i. After completing the biometric scan the KA will click on a ‘Take Photo’ button on the Enrollment screen in the KA Interface.

ii. A digital camera locally installed and configured will capture the image of the probationer.

iii. Probationer images will be displayed in multiple locations and sizes throughout the Kiosk application. 

iv. The application will display the date the latest image was captured.

v. The KA will have the ability to recapture the probationer image at any time.

vi. An alert will be generated at probationer check-in for the KA when the current image is a year old or older.  The KA should then recapture the probationer’s image.

vii. There is no requirement to maintain a history of the images.

5. Print Enrollment Receipt

i. To complete the enrollment process an enrollment receipt must be printed.

ii. This receipt is in one of the four supported languages according to the probationer’s preference.  This receipt is kept by the probationer.

iii. If the receipt fails to print, the KA can print a blank form and fill in the probationer information.

6. Other Enrollment Requirements

i. Probationers cannot check-in using the kiosk unless they have been enrolled.

3.2.4 Process Workflow
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3.3 Probationer Check-In

3.3.1 Overview

The term “check-in” refers to a series of responses that a probationer gives to standard questions administered through the kiosk system.  Since the act of reporting is itself a condition of probation, the questions are asked to determine the probationer’s compliance with their other conditions of probation.  Most probationers are required to report once a month, however the DOP controls the frequency that the probationer is required to report.  To check-in a probationer must appear in person in order to use the RCMS Kiosk.  There are a few instances where mail-in questionnaires are accepted in the absence of the probationer.  These instances must be approved by the DOP and are usually circumstances in which a probationer is undergoing some sort of rehabilitative or medical treatment.

To check-in, a probationer appears at the Kiosk room of the DOP office in their borough of supervision during their assigned reporting period.  This period is normally defined as the week of their birth date each month.  The probationer selects the language of their choice and logs into the system with a PIN and a biometric scan.  In the event the probationer has forgotten their PIN, a self-service PIN lookup is provided.   The probationer is then asked to acknowledge the conditions of probation.  The probationer is next asked to verify their home and mailing addresses, home and other phone numbers, emergency contact information, current employment status and information, current education or training enrollment and rearrest information.  The probationer has the ability to update any or all of this information as is appropriate. 

All information regarding the probationer’s check-in including response, update and historical information must be stored for possible retrieval at a later date.

The application will attempt to normalize any address entered by the probationer using an API with NYC’s address verification service.  When an address can’t be normalized, the KA is alerted so that they can try to resolve the matter. Other alerts to the KA can be generated based on probationer responses.  The most severe of these has to do with probationer responses to the question regarding rearrest.  The probationer’s ability to check-in can also be temporarily disabled by a PO or KA for a variety of reasons.  Messages to a probationer from a KA or PO are delivered to the probationer during their check-in. During check-in, a probationer will be notified if they have been selected for a random drug test selection.  This selection and other scheduling issues are automated processes of the Kiosk application.  

The application will also calculate and remind the probationer of their next reporting window.  Reporting windows are used by the DOP in an attempt to control the foot traffic in the kiosk rooms as well as the system load on the RCMS Kiosk.    

When a probationer has completed their check-in, a receipt is printed for them on a small thermal printer locally installed and configured for the kiosk.  Printed on the receipt will be a variety of data including messages and/or other special instructions.  Receipts will be printed in the system’s supported languages to as much of an extent as is possible.

3.3.2 Use Case Model
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3.3.3 Business Functionality

1. Selection of Supported Languages by the Probationer

i. When the probationer first approaches the kiosk they will see administrative messages from the Department of Probation.  These messages might communicate information about voting, office closure, etc…  These messages will only appear in English and can be changed system wide at will by the System Administrator.

ii. From this introductory screen, the probationer will select one of 4 supported languages to begin Check In.  The languages supported are:

a. English

b. Spanish

c. Russian

d. Chinese (Mandarin)

2. PIN Entry

i. The probationer will now be prompted to enter a PIN using a keypad displayed on the screen.  The keypad will display the numbers 0-9 and include a ‘Back’ button.  The ‘Back’ button will delete one number at a time.

ii. Once the probationer has entered their PIN they will click on a ‘Done’ button to advance to the next screen in the application.

iii. If the PIN has not been found in the system, the probationer will be prompted to try PIN entry again.  A system Notice will be generated and sent the KA interface.  There is no limit on the number retries for entering the PIN.

iv. If the probationer has forgotten their PIN, they may attempt to search for it by pressing the ‘I forgot my PIN’ button.  This button will advance them to a screen where they can enter a series of parameters in an attempt to locate themselves within the application.

a. The probationer will have the option to enter one of the following fields:

i. Social Security Number

ii. Case Number

b. Or they can enter all of the following:

i. Last Name

ii. First Name

iii. Birth Date

v. There is a specific key set that should be displayed for probationers to enter information with.  Different fields display specific key sets accepting data entry.  The choice of key set is governed by the kind of data that will be entered.  These key sets are dynamically displayed when a field is selected.  For specific elements on each of the key sets, refer to the UID documentation.

vi. If the application can locate the individual in the system, the probationer will advance to the biometric scan screen.  If they cannot be found a message will prompt them to seek assistance from the KA.  The application will then reset itself to the introductory screen for the next probationer check-in.

3. Biometric Scan

i. After PIN Entry the probationer will be prompted to use the Hand Scanner for verification of identity.

ii. The application will display a series of instructions designed to promote a successful biometric scan.  For a hand scanner, the instructions are:

a. Roll up your right sleeve

b. Remove jewelry from your right hand

c. Spread your fingers and slide your right hand all the way up into the scanner

d. Keep your hand flat

e. Press firmly

iii. If the scan is unsuccessful, the probationer is prompted to try the scan again.  The probationer may attempt the scan no more than two times.  If the scan is still not successful, the probationer is prompted to seek assistance from the KA.  A system notice will be generated and sent to the KA interface.

iv. When a successful scan has been achieved the probationer will advance to the next screen.

v. If the probationer has an override condition they will advance to the next screen after PIN entry.

vi. Once the probationer’s identity has been confirmed, the application will check to see if the probationer’s MED has been exceeded.  If this date has been exceeded a message displayed to the probationer will read, “Please see the KA before continuing with Check In.”  An Alert will be delivered to the KA Interface.  If the MED has not been exceeded the probationer will continue to the Conditions of Probation screen.

4. Conditions of Probation

i. After the biometric has succeeded, the probationer will advance to the ‘Conditions of Probation’ screen.

ii. This screen will display the probationer’s image and the following information:

a. Probationer’s Full Name

b. PIN

c. Probation Officer’s Name (Not displayed if the probationer is assigned to a pool)

d. Probationer’s MED

iii. This screen will also contain the following statements:

a. You must answer all questions carefully and truthfully

b. You must notify the Probation Department immediately if you have been arrested

c. You must notify the Probation Department before you change your address

d. Failure to comply with these conditions may lead to a violation of your probation.

iv. To advance, the probationer must acknowledge these conditions by clicking on the ‘I Understand’ button.

5. Verify/Update Home Address and Phone Number

i. After acknowledging Conditions of Probation the probationer will be asked to verify and update a series of information.  The first is Home Address and Telephone number.

ii. The latest home address, home phone and cell phone in the system will be displayed on the screen.

iii. The probationer can confirm that this information is correct by pressing a ‘Yes’ button.  This will advance the probationer to the next question.

iv. If the information is not correct, the probationer will press a ‘No’ button that will advance them to an update screen.

v. The update screen separates each data field.  When the probationer selects one of these fields, a dynamic key set is displayed.  For example, when the address field is selected, a key set displaying letters and numbers is displayed.  For detailed information regarding key sets refer to the UID documentation.

vi. When the probationer has completed the update, they will press the ‘Next Question’ button.  This will then advance them to the next screen.

vii. When a new address is entered, the application will attempt to normalize the address with the Geosupport Online Address Translator (GOAT) system. The GOAT system is a geographic inquiry program developed and maintained by the Geographic Systems Section within the Information Technology Division of the City of New York Department of City Planning. 

viii. This normalization can only verify that an address exists, it cannot validate that an individual lives at an address.  If the address cannot be normalized, an Alert will be delivered to the KA.  The application must accept what the probationer enters. 

ix. A timeout mechanism must be implemented so that the probationer can proceed if the GOAT service becomes temporarily unavailable.

x. If a GEO service is not available in the deployed region, the System Administrator will have the ability to turn the normalization routine off.

6. Verify/Update Mailing Address and Phone Number

i. After verifying or updating Home Address and Phone Number information the probationer will advance to the Mailing Address Screen.

ii. If a mailing address has not been identified previously for the probationer, their home address will be displayed.  Otherwise, the most current mailing address in the system will be displayed.

iii. The probationer can confirm this information is correct by pressing a ‘Yes’ button.  This will advance the probationer to the next question.

iv. If the information is not correct, the probationer will press a ‘No’ button that will advance them to an update screen.

v. The update screen separates each data field.  When the probationer selects one of these fields, a dynamic key set is displayed.  For example, when the address field is selected, a key set displaying letters and numbers is displayed.  For detailed information regarding key sets refer to the UID documentation.

vi. When the probationer has completed the update, they will press the ‘Next Question’ button.  This will then advance them to the next screen.

vii. A ‘Use my Home Address’ button on the Update Mailing Address screen is available for the probationer to select.  This will automatically populate the fields with the Home Address information.

viii. If a new Mailing Address is entered, it will be normalized using the GOAT service the same way it was used to normalize the Home Address.

7. Verify/Update Emergency Contact

i. After verifying or updating Mailing Address information the probationer will be taken to Emergency Contact screen.

ii. The most current Emergency Contact information for the probationer will be displayed by default.  This information includes the following items:

a. Emergency Contact’s Full Name

b. Emergency Contact’s Address

c. Emergency Contact’s Phone Number

d. Relationship to the probationer

iii.  The probationer can confirm this information is correct by pressing a ‘Yes’ button.  This will advance the probationer to the next question.

iv. If the information is not correct, the probationer will press a ‘No’ button that will advance them to an update screen.

v. The update screen separates each data field.  When the probationer selects one of these fields, a dynamic key set is displayed.  For example, when the address field is selected, a key set displaying letters and numbers is displayed.  For detailed information regarding key sets refer to the UID documentation.

vi. A ‘Use my Home Address’ button on the Emergency Contact update screen is available for the probationer to select.  This will automatically populate the fields with the Home Address information.

vii. To update the Relationship field the probationer can select one of the following 7 types:

a. Parent

b. Grandparent

c. Child

d. Sibling

e. Other Relative

f. Spouse/Partner

g. Friend

viii. When the probationer has completed the update, they will press the ‘Next Question’ button.  This will then advance them to the next screen.

ix. There is no requirement to normalize the Emergency Contact address.

8. Verify/Update Work Information

i. After verifying or updating Emergency Contact information, the application will check to see if there is current Work Information available in the system.

ii. If current Work Information exists in the system, the probationer will advance to a screen that asks, “Are you still working here?”   The system will display the most current Work Information to include: Company Name, Company Address, Work Phone Number. If the probationer selects ‘YES’ they advance to the next question.  If they select ‘NO’ they advance to a screen that asks, “Are you currently working?”  If the Probationer clicks on the ‘NO’ button they are taken to the next question.  If the Probationer clicks on the ‘YES’ button they are advanced to the Work Information update screen.

iii. If there is no current Work Information in the system, the probationer will advance to a screen that asks, “Are you currently working?”  If the probationer selects ‘NO’ they advance to the next question.  If they select ‘YES’ they advance to a Work Information update screen.

iv. The update screen separates each data field.  When the probationer selects one of these fields, a dynamic key set is displayed.  For example, when the address field is selected, a key set displaying letters and numbers is displayed.  For detailed information regarding key sets refer to the UID documentation.

v. When the probationer has completed the update, they will press the ‘Next Question’ button.  This will then advance them to the next screen.

vi. The application will only accept one set of Work Information per probationer.  If the probationer has 2 jobs, they should enter the one that they consider to be their primary job.

vii. There is no requirement to normalize the Work address.

9. Verify/Update School/Training Information

i. After verifying or updating Work information, the application will check to see if there is current School/Training Information available in the system.

ii. If current School/Training Information exists in the system, the probationer will advance to a screen that asks, “Are you still enrolled here?”   The system will display the most current School/Training Information to include School or Program Name, Facility Address and Facility Phone Number.  If the probationer selects ‘YES’ they advance to the next question.  If they select ‘NO’ they advance to a screen that asks, “Are you currently attending a school or training program?”  If the Probationer clicks on a ‘NO’ button they are taken to the next question.  If the Probationer clicks on the ‘YES’ button they are advanced to the School/Training Information update screen.

iii. If there is no current School/Training Information in the system, the probationer will advance to a screen that asks, “Are you currently working?”  If the probationer selects ‘NO’ they advance to the next question.  If they select ‘YES’ they advance to the School/Training Information update screen.

iv. The update screen separates each data field.  When the probationer selects one of these fields, a dynamic key set is displayed.  For example, when the address field is selected, a key set displaying letters and numbers is displayed.  For detailed information regarding key sets refer to the UID documentation.

v. When the probationer has completed the update, they will press the ‘Next Question’ button.  This will then advance them to the next screen.

vi. The application will only accept one set of School/Training Information per probationer.  If the probationer is enrolled in two schools, they should enter the one that they consider to be their primary school.

vii. There is no requirement to normalize the School/Training address.  

10. Arrest Question

i. After verifying or updating the School/Training information, the probationer is advanced to a screen that asks, “Have you been arrested since you last reported for probation?”

ii. The probationer answers ‘YES’ or ‘NO’ to this question.

iii. The system will search for an external or internal flag for an arrest flag (indicating arrest) and validate the truthfulness of the probationer’ s response.  

iv. Alerts are generated and sent to the KA interface whenever there is an affirmative answer regarding arrest.

v. Once the probationer has answered the arrest question they are advanced to the next screen.

11. Final Information Review

i. After responding to the arrest question the probationer is advanced to the Final Review screen.

ii. This screen will display:

a. Home Address and Phone Information

b. Mailing Address

c. Emergency Contact Information

d. Arrest Response

iii. This screen is used by the probationer to review all of their information for accuracy.   When the probationer selects one of the elements they are taken to the appropriate update screen.  For example, if a probationer discovers that he mistyped the name of his emergency contact, he can click on that data on the review screen.  He will then be taken to the Emergency Contact Information screen where he can correct the name.  Once he has completed the correction he is taken back to the Final Review screen.

iv. The probationer confirms the accuracy of all the information on this screen by clicking on an ‘OK’ button.

12. Drug Test Selection

i. The RCMS Kiosk will randomly select individuals for drug tests.  Once the probationer confirms the information on the Final Review screen, the application will determine if they are selected for a drug test.

ii. If the probationer has been chosen for a drug test, the application will advance the probationer to a screen that reads, “You have been randomly selected for Drug Testing.  See the attendant immediately when you are done.”

iii. An alert is generated and delivered to the KA Interface when a probationer has been selected for a drug test.

iv. By default, probationers will not be selected for a drug test more than once a year.  This setting is configurable and can be changed by the System Administrator. 

v. When a probationer has been selected for a drug test they must press an ‘OK’ button to continue.

13. Messages to a Probationer

i. The RCMS Kiosk will deliver customized messages to a probationer near the end of check in.

ii. These messages come from a PO or KA.

iii. There are canned messages that can be delivered in any one of the session languages.

iv. If the PO/KA chooses to deliver a customized message to the probationer, it will only be displayed as typed to the probationer.  

v. When the message is delivered to the probationer, they must acknowledge the message by clicking on an ‘OK’ button.

14. Reporting Window Reminder/Receipt

i. After checking for messages the application will generate a graphic calendar with a selection of days highlighted.  These days are considered the probationer’s reporting window.  

ii. If the probationer is on a monthly reporting track, an instruction will inform the probationer, “You must report again during the week shown.”

iii. If the probationer is on a weekly or bimonthly reporting track, the application will inform the probationer, “You must report again on one of the days shown.” 

iv. To calculate the reporting window for a monthly reporting track, the application will select two days prior and two days after the target date whenever possible.  If the birth date falls on a weekend the entire next week will be considered the next reporting window.  For those birth dates that fall near the end of the month, the application will work backwards to select dates for the reporting window.

v. A business calendar must be configured and maintained by the System Administrator.

vi. For weekly and bimonthly reporting tracks, the application will calculate the reporting window by selecting the entire week (Monday through Friday) the probationer is due to report.  In instances where a holiday falls during the selected week, the application will select the remaining four days of the week.  For example, if the probationer is due to report again on the following week but Monday is holiday,  the application will select Tuesday through Friday as the probationer’s reporting window.

vii. A graphic on the screen will remind the probationer to take their check in receipt.

viii. The check in receipt will contain the following:

a. NYC Department of Probation Logo

b. Alerts Generated during the session

c. Messages Generated during the session

d. Probationer Name

e. Probationer PIN

f. Assigned Probation Officer (if applicable)

g. Next Reporting Window Reminder

h. Reporting Location

i. A Graphic Calendar Highlighting the Next Reporting Window

j. The following statement:
i. Keep this receipt for your records. It verifies …. 

k. Assigned Borough

l. For other information, call (XXX) XXX-XXXX.

m. Receipt Number
ix. The receipt number is a seven-digit number that will uniquely identify the probationer check in instance.  This number will help to detect forged receipts or to verify a reporting instance when no receipt is available.
15. Other Check-In Requirements

i. Once the probationer has been identified, their thumbnail image and PIN will be displayed on all screens.

ii. The application by default, will time out after 30 seconds of inactivity.  The System Administrator can control the time limit. If the application times out during a probationer check in, that session information should not be recorded.  The probationer will need to reinitiate the check-in.

iii. All instructions on this Probationer will be displayed in the selected session language unless otherwise specified. 

iv. Throughout the process of probationer check-in, this document refers to Alerts that can are delivered to the KA.  Business rules dictate that the delivery of most Alerts occurs after the probationer has verified information on the Final Review screen.  The Alerts are presented in this section when they are functionally applicable.  For more detailed information regarding the delivery of Alerts, see section 3.9, Alerts, Notices and Messages.

3.3.4 Process Workflow

[image: image30.png]



[image: image31.wmf]KA Enters

Identification

Information for the

P

KA Navigates to

the Probationer

Entry Interface

KA Enters

Physical

Characteristic

Information for the

P

KA Enters Home

Address and

Phone Information

for the P

KA Enters Mailing

Address

Information for the

P

KA Enters

Emergency

Contact

Information for the

P

KA Enters

Employment

Information for the

P

KA Enters School/

Training

Information for the

P

Add Another

P?

Save Information

Save Information

and Clear Fields

for New Entry

NO

YES

P = Probationer

KA = Kiosk Attendant

RCMS-Kiosk

Add a Probationer



[image: image1.wmf]P = Probationer

KA = Kiosk Attendant

N = Kiosk System Notice

A = Kiosk System Alert

RCMS-Kiosk

Probationer Check In

(cont. from previous page)

Display

Emergency

Contact/Phone

Screen

Emergency Contact

Information Correct?

Update Update

Emergency

Contact

NO

YES

Display Rearrest

Screen

Probationer

Response to

Rearrest

Yes

Rearrest Flag Status

Rearrest Flag Status

No

 

Alert to KA

"Probationer

has responded

yes to

rearrest."

Display Final

Information

Review Screen

Arrest

No Arrest

 

Alert to KA

"Rearrest

Discrepancy."

Arrest

No Arrest

Final Information

Correct?

Use Appropriate

Update Process

NO

YES

Print Check In

Reciept

Check In

Complete

P Selected for Drug

Test?

P Acknowledges

Drug Test Seletion

Messages for P?

Display

Message(s)

NO

YES

NO

Yes


3.4 Probationer Detail

3.4.1 Overview

Searching for a probationer using the KA interface was discussed in 3.2 Enrollment.  When the KA clicks on a probationer to view the probationer details screen they will have the ability to perform other functions in the application.  From the probationer details view the KA can rescan the biometric, recapture the probationer’s image, assign a scan override, enter a message to the probationer, disable check in, setup an excused period, view alert history, and edit probationer information.  Recapturing the biometric scan, recapturing the probationer’s image and the override functions have already been discussed in section 3.2.  This section will define the remaining functionality.  There are 3 tabs on the Probationer Details view.  The tabs are Overview, Personal Information and Alert and Message History.  By default when a KA clicks on a probationer to view probationer details, the Overview tab will be the viewable screen.

3.4.2 Use Case Model
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3.4.3 Business Functionality

1. Overview Tab 

i. On the Overview screen the KA can view the following probationer information:

a. Date of Birth

b. Social Security Number

c. Case ID

d. NYSID Number

e. MED

f. Probation Officer’s Name

g. Home address

h. Home, Work and Cell Phone Numbers

i. Sex

j. Race

k. Eye Color

l. Hair Color

m. Ethnicity

n. Height

o. Weight

2. Entering a message to the probationer

i. From the Overview screen the attendant will click on a ‘New Message’ button.  A pop up window will appear.  The attendant will have the ability to type a free form message in an open text box or can select a canned message from a drop-down list. 

ii. The KA cannot create both a free form and canned message in one instance.  They can however, create multiple messages to be delivered to the probationer at check in.

iii. Canned messages from the drop-down list are displayed to the KA in English but will be delivered to the probationer in any of the supported languages.

iv. The following is a list of canned messages that are available in the drop-down list:

a. You must see your Probation Officer immediately after reporting today.

b. You are now required to see a Stabilization Probation Officer and a Resource Specialist. Speak with the Attendant before you leave today.

c. A letter to your address was returned to the Department of Probation. You must verify your address with the Attendant before you leave today.

d. You must submit proof of employment (such as a current pay stub) to your Probation Officer.

e. You must submit proof of enrollment in a Training Program to your Probation Officer.

f. You are behind on your Restitution payments. Speak with the Attendant before you leave today.

g. You have failed to pay a Mandatory Surcharge. Speak with the Attendant before you leave today.

h. You have failed to complete Community Service. You must speak with a Probation Officer before you leave today.

i. You must submit to another DNA test.  Speak with the Attendant before you leave today.

j. You must submit to regular drug testing each time you Report. Speak with the Attendant before you leave today.

k. You must report to a Probation Officer after your next court date.

v. Once the probationer has acknowledged the message during check-in, the message will move to message history.

vi. Messages pending probationer acknowledgment can be viewed through a link on the probationer details screen that includes the date, time and author of the message.

vii. The KA will have the ability to delete a message prior to delivery to the probationer from the probationer details screen.

3. Enable/Disable Check In

i. On the Overview screen the KA can disable the probationer’s check in from a ‘Permission’ field.  The values that the KA can select in the permission field are:

a. Check In Enabled – Permits the probationer to login to the kiosk normally.

b. Check In Disabled – Instructs the Probationer to see the Kiosk Attendant after PIN entry and biometric scan have been completed.  An alert is then sent to the KA interface to notify the KA that the probationer is present. To disable a probationer’s check in, the KA must select the Check In Disable option in the permission field and select a reason from a drop-down box. If ‘Other’ is selected as a value a comment must be entered in a free form text box.  These values should remain visible until the check in has been enabled.  A reason value or a comment must be included to disable the check in.  Reason Values for Check In Disabled are:
i. Failed drug testing

ii. Failure to submit to drug testing

iii. Rearrest

iv. Outstanding Warrant

v. Invalid Address

vi. FTR3

vii. Excessive reporting out of range

viii. Other (comment required)

c. Check In Excused - Probationer is excused from reporting in person for a defined period of time. To set  an excused period the KA will select the ‘Check In Excused’ value from the permission field, select a Reason value and enter a reactivation date.  If  ‘Other’ is selected a comment must be entered in a free form text box.  Values for Check In Excused are:
i. Residential Treatment Program

ii. Hospitalization

iii. Incarceration
iv. Other (comment required)
ii. When ‘Excused Absence’ is selected, the KA must enter a date of reactivation. The KA can enter a date by typing it in a Date field (mm/dd/yy) directly or by selecting a date from a pop up calendar.  The KA cannot select a date greater than six months from the current date.

iii. An ‘Excused Absence’ value will prevent the probationer from receiving an FTR status.

iv. Once the date of reactivation is reached, the check in will automatically become enabled and the probationer must continue to report normally.  The probationer will also become eligible to receive an FTR status if they fail to report. 

4. Current Alerts

i. If an alert has been issued and is currently active (not acknowledged by KA) it can be viewed on the probationer details screen. 

ii. The KA can acknowledge the alerts from the probationer details screen by clicking on the appropriate resolution link.

iii. When an alert is resolved, it leaves the KA alert queue and sent to history.

iv. The KA can enter free form comments about an alert in a text box that accompanies the alert on the probationer details screen.

5. Forms Tab

i. While in the Probationer Details screen the KA can generate various forms for that probationer by clicking on the Forms tab.   The KA will then select one of the following forms:

a. Arrest Form

b. MED Form

c. Early Discharge Request

d. Change of Address

e. Check In Reciept

ii. Applicable information about that probationer will be included on the forms when they are printed.

iii. Form design and content will be specified during the design phase.

6. Personal Information Tab 

i. The Personal Information tab contains editable fields that the KA can edit as required.  These fields will display the most current data available in the system.  The fields included on the Personal Information screen are:

a. Home Address and Phone Number

i. Street

ii. Apartment

iii. Borough

iv. Home Phone

v. Cell Phone

b. Mailing Address

i. Street

ii. Apartment

iii. PO Box

iv. In Care Of

v. City

vi. State

vii. Zip Code

c. Emergency Contact Information

i. Name

ii. Street

iii. Apartment

iv. City

v. State

vi. Zip

vii. Phone

viii. Relationship

d. Work Information

i. Employer

ii. Street

iii. City

iv. State

v. Zip Code

vi. Work Phone Number

e. School/Training Information

i. School/Training Name

ii. Street

iii. City

iv. State

v. Zip Code

vi. Phone

ii. A ‘Use Home Address’ button is available to use for the Mailing Address and the Emergency Contact Address.

iii. The Relationship field under Emergency Contact information is edited by selecting a relationship type from a drop-down list.  The list of relationships is the same as those offered to the probationer to select.

iv. When the KA edits data in these fields, they must click on a ‘Submit’ button to commit changes to the system.

7. Alert and Message History Tab 

i. The Alert and Message History screen displays the history of all Alerts generated by the probationer and all Messages delivered to the probationer.

ii. Alerts and Messages will be stored for historical reference for the entire length of an individual’s term of probation.

iii. Alerts will be displayed in a tabular format with following information:

a. Date

b. Alert

c. Resolution

iv. Messages will be displayed in a tabular format with following information:

a. Date Message Viewed by the Probationer

b. Message Content

c. Message Author

8. Other Probationer Detail Requirements 

i. The probationer’s name and PIN should be displayed on all of the Probationer Details screens.

ii. The digital image of the probationer will be displayed on the Overview screen.

3.4.4 Process Workflow

N/A

3.5 Current Kiosk Users

3.5.1 Overview

The Current Kiosk User screen is available to the KA through the KA interface.  It is a tool that will allow the KA to view all activity occurring at each kiosk at their location.  The screen will have a row for each kiosk at their facility.  These rows contain probationer information, system notices, alerts and other information.

3.5.2 Use Case Model
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3.5.3 Business Functionality

1. Using the Current Kiosk User Screen

i. The Current Kiosk User screen will display a row for each kiosk at the facility.

ii. When a probationer is logged onto a kiosk the row will display the following elements:

a. Thumbnail Image of the Probationer

b. Probationer’s Full Name

c. Active Alerts

d. Pending Messages to the Probationer

e. Assigned Probation Officer

f. Logon Time

g. Probationer’s Selected Language

h. Alert Acknowledgement Links (if Applicable)

iii. If the Probationer is in the process of logging onto the kiosk (entering PIN or scanning their hand) the following elements will be displayed in the row:

a. System Notices

b. Logon Time

c. Probationer’s Selected Language

iv. If the kiosk is not being used the statement, “Not in Use” will be displayed in the row.

v. All information displayed on the Current Kiosk User screen must update real-time.

3.5.4 Process Workflow

N/A

3.6 The Alert Queue

3.6.1 Overview

The KA Alert Queue is an integral function of the RCMS Probationer Reporting Kiosk.  The queue resides on the KA interface and is always visible to the KA.  Alerts enter the queue as soon as conditions merit their generation.  Alerts will remain in the queue indefinitely until the KA acknowledges the alert.  Alerts are acknowledged by clicking on a resolution link.  When the KA clicks on a resolution link the Alert leaves the queue and moves to Alert history.

3.6.2 Use Case Model
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3.6.3 Business Functionality

1. Monitoring the Alert Queue

i. Alerts will be displayed in the Alert Queue in reverse chronological order.  As new alerts are generated they will appear at the top of the queue.

ii. The alert will display the following:

a. Name of the Alert

b. Thumbnail Image of the Probationer

c. Probationer Name

d. Time the Alert was Generated

e. Alert Resolution Links

iii. The thumbnail image of the probationer is displayed for a period of 15 minutes after alert generation. The rest of the information will continue to be displayed until the KA acknowledges the alert.

iv. The top of the Alert Queue displays the total number of alerts in the queue.

v. The KA acknowledges the alert by clicking on a Resolution Link.  Once acknowledged, the alert leaves the queue and is sent to history.

vi. Clicking on the probationer name or image will take the KA to the Overview screen in the Probationer Details view.

vii. The alert queue is always visible on the kiosk and cannot be minimized.

3.6.4 Process Workflow
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3.7 Report Generation

3.7.1 Overview

There are seven reports that can be viewed and printed by the KA or BA.  These reports will run automatically on a monthly basis.  The KA will view and print these reports via a link on the interface.  The BA will have the ability  to rerun these reports as needed. These reports contain mainly system usage information.    

3.7.2 Use Case Model
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3.7.3 Business Functionality

1. Generating Reports

i. All reports are automatically generated monthly and are available to view by clicking on a PDF link.  The KA can also view one of the last three previous reports through PDF links.

ii. The Reports screen will contain links to view the 7 available reports.  These reports are:

a. Daily Usage Report

b. Transaction Report

c. Alert Summary Report 

d. Enrollment Report

e. Sporadic Probationer Reporting Report

f. Drug Test Selection Report

g. Biometric Override Report

2. The Daily Usage Report

i. The Daily Usage Report lists the total number of sessions by hour for each day(s) specified in the date range parameters.  

ii. Specifically, the report will list:

a. The Total Number of Kiosk Sessions for the Specified Time Period

b. The Total Number of Kiosk Sessions for Each Calendar Day in the Specified Time Period 

c. The Total Number of Kiosk Sessions by Hour for Each Calendar Day in the Specified Time Period.

3. The Transaction Report

i. The Transaction Report lists total and average session times by day for the period selected.

ii. Specifically, the report will list

a. The Total Number of Sessions by Each Calendar Day in the Specified Reporting Period

b. The Total Number of Successful Sessions by Each Calendar Day in the Specified Reporting Period

c. The Total Number of Unsuccessful Sessions for Each Calendar Day in the Specified Reporting Period

d. The Average Length of Successful Sessions for Each Calendar Day in the Specified Reporting Period

iii. A session is considered successful when the probationer is successfully recognized by the system.  This occurs after the biometric is matched with a probationer’s PIN.  In the case of a scan override, a session is successful after the probationer enters a PIN and is identified by the KA.

4. The Alert Summary Report

i. The Alert  Summary Report lists all of the alerts issued during a specified time period.  It also lists the total number of resolutions by type for each alert.  Finally it lists by KA, the total number of alerts acknowledged and the resolutions by type used by the KA. 

ii. Specifically, the report will list:

a. KA Name

b. Total Number of Alerts Acknowledged by the KA for the Specified Reporting Period

c. Total Number of Alerts by Type for the Specified Reporting Period

d. Total Number of Resolutions by Type for Each Alert for the Specified Period

e. Total Number of Alerts by Type for Each Calendar Day in the Specified Reporting Period

f. Total Number of Resolutions by Type for Each Alert Type for Each Calendar Day in the Specified Reporting Period

5.  The Enrollment Report

i. The Enrollment Report lists the total number of enrollments by day.  It also identifies the newly enrolled probationers by day, annotating the time of enrollment.

ii. Specifically, the report will list:  

a. Total number of Probationers enrolled for each Calendar Day for the Specified Reporting Period

b. Probationer Full Names (Last, First, Middle), Listed Alphabetically by Day for Each Calendar Day for the Specified Reporting Period

c. The Time of Enrollment for Each Probationer

6. The Drug Test Selection Report

i. The Drug Test Selection Report lists the total number of drug test selections per day.  It also lists the selected names and times of selection.

ii. To be considered a selection, the probationer must have acknowledged the selection during their check in.

iii. Specifically, the report will list:

a. The Total Number of Drug Test Selections for the Specified Reporting Period.

b. The Total Number of Drug Test Selections for Each Calendar Day for the Specified Reporting Period

c. Drug Test Selectee’s Full Names (Last, First, Middle), Listed Alphabetically by Each Calendar Day for the Specified Reporting Period

7. The Sporadic Probationer Reporting Report

i. The Sporadic Probationer Reporting Report identifies those probationers that are routinely not reporting in their assigned reporting window.

ii. Sporadic Probationer Reporting is defined as not reporting within an assigned window 3 or more times within the previous 12 months.

iii. By default, this report will run for the previous 12 months.  

iv. This report will check for missed reporting periods, not months that the probationer did not report.  This will allow the use of this report for probationers with reporting frequencies other than monthly.  

v. Specifically, the report will list:

a. The Total Number of Probationers that meet the Definition of Sporadic Reporting to Date

b. A List of the Probationers by Name (Last, First, Middle), Alphabetically to Date

c. The Probationer’s Case ID and Reporting Frequency

d. A List of Specific Periods the Probationer Failed to Report within their Assigned Window.

8. The Biometric Override Report

i. The Biometric Override Report identifies all instances where an override was used by a KA to allow a probationer to check-in to the kiosk. 

ii. Specifically, this report will list:

a. Each Override Utilized by Day

b. The Type of Override Used (Permanent or One Time Only)

c. The Name of the KA Administering the Override

9. Other Reporting Requirements

i. A calendar day is defined as 12:00 am to 11:59 pm on any given day.

ii. Reports should include the most current information to date.  For example, if KA runs a Transaction Report at 12:00 pm on the current day, they will receive all transaction data available at 12:00 on that date.  If they run the report 3 hours later, that report will include the additional three hours of data.

3.7.4 Process Workflow
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3.8  Forms

3.8.1 Overview

On the KA Interface there is a Forms tab.  From the Forms tab, the KA can print blank forms.  These are the same forms that can be generated from the Probationer Details window with the exception that probationer information will not be included on the forms.  Only blank forms can be printed here.

3.8.2 Use Case Model
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3.8.3 Business Functionality

1. Printing a Blank Form

i. To generate a blank form the KA will navigate to the Forms tab on the KA interface.

ii. On the Forms tab the following forms are available for selection:

a. Arrest Form

b. MED Form

c. Early Discharge Request

d. Change of Address

e. Enrollment Form

f. Check-In Reciept

iii. The KA will click on the report name to generate the form.

iv. For form design and content will be specified in the design phase of the project.

3.8.4 Process Workflow

N/A

3.9 Alerts, Notices and Messages

3.9.1 Overview

Alerts, Notices and Messages in the RCMS Kiosk serve as the primary communication medium between the various actors in the application.  The delineation between Alerts, Notices and Messages is determined by severity, actor and content.  Alerts are generated during a probationer’s check-in based on various criteria.  Alerts are considered to be a high priority and must be acknowledged by the KA.  Alerts are displayed in a queue, by borough, on the KA Interface.  Resolving Alerts is done using a pooled approach.  This means that if two KA’s are working together in the same office, either one can resolve an Alert.

Notices inform the KA when system errors occur.  These errors might be due to application or device failure, or from user error.  An example of a notice would be invalid PIN entry on kiosk during a probationer’s check-in.  Notices are only displayed on the Current Users screen on the KA Interface.  Notices are saved to logs for system analysis.

Messages are what get displayed to the probationer during their check-in when various conditions exist.   For example, if a probationer lies about being arrested, an Alert will be generated and sent to the KA informing them of this condition.  The corresponding message that the probationer sees will only inform him/her that they must see the attendant before leaving.  Not all messages have corresponding Alerts.  

3.9.2 Use Case Model

N/A

3.9.3 Business Functionality

1. Alerts

i. Since the functionality of Alerts have been discussed throughout this document.  The following table will serve a central repository of all Alerts the application can generate:

	Alert Name
	Alert Condition
	Resolution Links
	Delivery
	Corresponding Message to the Probationer

	Confirm Identity
	The Probationer has a Permanent Override Status and has entered their PIN.
	Confirm Identity/

Probationer Left
	Immediate (After PIN Entry)
	You must wait for the Attendant to confirm your identity.

	Probationer Check-In has been disabled.
	Probationer’s Check-In has been disabled.
	Refer to PO/

Check In Enabled/ Refer to PO/ Probationer Left

	Immediate (After Probationer Identification)
	You must see the attendant before continuing with Check-In.

	Probationer has exceeded MED.
	Probationer has exceeded MED and is trying to report.
	Probationer Notified/ Probationer Left
	Immediate (After Probationer Identification)
	Your probation was expected to end on xx/xx/xx.  Please see the attendant.

	Probationer is FTR 3.
	Probationer has failed to report 3 more consecutive periods.
	Refer to PO/

Probationer Left
	Immediate (After Probationer Identification)
	You must see the attendant before continuing with Check-In.

	Sporadic Reporting
	Probationer has reported outside of assigned window 3 or more times.
	Refer to PO/

Probationer Left
	Immediate (After Probationer Identification)
	Please see the attendant before leaving today.

	Probationer relocation outside of borough.
	The Probationer has entered a new Home Address that is outside of the assigned borough.
	Refer to PO/

Probationer Left
	After Final Information Review Screen
	Please see the attendant before leaving today.

	Probationer Address cannot be normalized.
	The Probationer Home or Mailing Address cannot be verified by the geo service.
	Address Corrected/ Refer to PO/ Probationer Left
	After Final Information Review Screen
	Please see the attendant before leaving today.

	Probationer home phone number does not appear to be local.
	Probationer enters a home phone number with an area code that does not appear on the acceptable list.
	Phone # Confirmed/ Refer to PO/ Probationer Left
	After Final Information Review Screen
	Please see the attendant before leaving today.

	Probationer Rearrest discrepancy.
	Probationer answered no to arrest but system reports that an arrest has occurred.
	Refer to PO/

Probationer Left
	After Final Information Review Screen
	Please see the attendant before leaving today.

	Probationer reports an arrest.
	Probationer answered yes to arrest.
	Refer to PO/

Probationer Left
	After Final Information Review Screen
	Please see the attendant before leaving today.

	Message from … has been delivered to the probationer.
	Canned or customized message has been viewed by the probationer.
	Refer to PO/

Probationer Left
	Immediate 
	None

	Probationer has been selected for a random drug test.
	Probationer was selected for random drug test.
	Refer to Lab Tech/ Refer to PO/ Probationer Left
	Immediate
	You have been selected to receive a random drug test.  Please see the attendant before leaving today.

	Probationer photo needs to be updated.
	One year has passed since the probationer’s digital image has been updated.
	Photo Updated/

Probationer Left
	Immediate (Before Receipt Generation)
	Please see the attendant before leaving today.


2. Notices

i. Since the functionality of Notices have been discussed throughout this document.  The following table will serve a central repository of all Notices the application can generate:

	Notice Name
	Notice Conditions
	Delivery
	Corresponding Message to the Probationer

	Probationer reporting outside of Reporting Window.
	Probationer is not reporting within their assigned reporting window.
	Immediate (After Probationer Identification)
	You have not been reporting in your assigned week…



	PIN not found Kiosk #
	PIN not found in system.
	Immediate
	Cannot find PIN.  Please try again.

	Biometric Scan Unsuccessful.  Kiosk #
	Unsuccessful bioscan-first and second occurrence.  
	Immediate
	Unsuccessful Biometric Scan.  Please try again. 

	Bioscan failed.  Kisok #
	The third unsuccessful biometric scan has occurred.
	Immediate
	The biometric scan has failed.  Please see the attendant.


3.9.4 Process Workflow

N/A

3.10  Settings Tab

3.10.1 Overview

The Settings Tab on the KA Interface is where the KA can override the default drug schedule set by the System Administrator.  This functionality exists because the amount and flow of probationers is different from site to site.   The KA can control the hours of drug test selection for each day of the week and set an average target number of selections to be made.  The target number of selections will revert back to the default settings each day at midnight.

3.10.2 Use Case Model

[image: image39.wmf]Update

Probationer

Identification

Review

Completion

Res. Address

Rearrest

Employment/School Info

 Emergency Contact

 Mailing Address

 Telephone

Look up PIN


3.10.3 Business Functionality

1. Overriding the Drug Test Schedule

i. To override the default drug test selection schedule the KA will navigate to the Settings Tab on the KA Interface.

ii. On the Settings tab the KA will see a list of business days (Mon – Fri) along with a set of mornings hours and evening hours for each day.  Each set of morning and evening hours is determined by ‘From’ and ‘To’ times.  These times can be selected from a drop-down box.

iii. To change times, the KA will select a new time from the drop-down list.  The ‘To’ time cannot precede or equal the ‘From’ time.

iv. To make a block of time unavailable, the KA will select a ‘NA’ value in the ‘From’ drop-down list.  This will automatically place the same value in the ‘To’ drop-down list.  If for example, the lab is closed on Friday afternoons, the KA would use the ‘NA’ value for the Friday afternoon block of time.  No selections will be made for Friday afternoons.

v. The schedule that the KA sets up does not automatically revert to the default settings at any point.   If the KA made a Wednesday unavailable because the Lab Technician called in sick, the KA will need to reset the schedule prior to the beginning of the next Wednesday.

vi. A ‘Reset Schedule’ button is available to the KA on the Settings tab.  When it is clicked, the entire schedule will revert back to the default schedule established by the System Administrator.

2. Manual Drug Test Selection

i. The KA can instantly select probationers for drug testing by selecting a button labeled, “Select Next Eligible Probationer.”  When selected the system will select the next probationer that logs into a kiosk.  The system will only select individuals that are eligible according to the ‘Maximum Number of Drug Test Per Year’ setting entered by the BA.

3. Target Number of Selections

i. On the Settings tab there is a ‘Target Number of Selections’ field that contains a number that can be selected from a drop-down list.  This list has the numbers 0 through 100 available to choose from.

ii. This number sets the frequency that the application will select individuals for drug test selection.

iii. Since the application does not control the frequency of probationers that report each day, it is possible that the targeted number of selections may not be reached.

iv. The default value of the ‘Target Number of Selections’ field is set by the Business Administrator.  Although the KA can alter this setting, it will revert back to the default value each day at 12:00 am.

v. The KA can turn off drug test selection for the entire day selecting ‘0’ in the ‘Target Number of Selections’ drop-down list.

vi. On the Forms tab the following forms are available for selection:

3.10.4 Process Workflow

N/A

3.11  Business Administration

3.11.1 Overview

The Business Administrator (BA) will control system settings governed by business rules within an organization.  The most important functionality controlled by the BA is the running of the FTR process and generating the letters that are mailed to the probationer.  The BA will also set the maximum number of drug test selections per year per probationer allowed and add/remove users to the application.  The BA will access these functions on the BA Interface.

3.11.2 Use Case Mode

[image: image40.wmf]P = Probationer

KA = Kiosk Attendant

N = Kiosk System Notice

A = Kiosk System Alert

MED = Maximum Expiration Date

P Enters PIN

PIN Found?

 

Notice to

KA "PIN

not Found"

 

Notice to P

"PIN Could not

be Found"

See Attendant

P Attempts

Biometric

Scan

YES

Successful Bio

Capture

 

N to P "Invaild

Scan.  Please

try again.

Reattempt (2)

 

 

Notice to KA

"Scan Failed.

Kiosk #"

Notice to P

"Scan Failed.

Please see

KA."

FAIL

YES

Has P

exceeded

MED?

 

 

Alert to KA

"Probationer

has exceeded

MED."

Notice to P

"You msut see

the Attendant"

YES

P Reporting in

assigned window?

NO

 

 

Alert to KA

"Probationer

not

reporting..."

Notice to P

"You are not

reporting..."

NO

Display Address/

Home Phone

Screen

YES

Information Correct?

Update Address/

Home Phone

NO

YES

RCMS-Kiosk

Probationer Check In

(cont. next page )

NO

Bio Scan

Needed?

YES

KA Override

to Continue

NO

P Uses Self-

Service PIN

Lookup

PIN Found?

NO

YES

 

Notice to

KA "PIN

not Found"

 

Notice to P

"PIN Could

not be

Found"


3.11.3 Business Functionality

1. Adding a User to the RCMS Kiosk

i. The Business Administrator will add users to the Kiosk application on the User Administration tab on the Business Administrator Interface.

ii. To add a user the BA will select a person from a list of employees.  This list will point to an employee table.  The table can be mapped to any list of employees.  If a list of employees is not available, users can be added the system one at a time.

iii. Once a person is selected from the employee list, the BA will create a user ID, enter a password, assign the individual to a site, and assign a permission level.  The following permission levels are available for selection:

a. Kiosk Attendant – Provides access to the KA Interface.

b. Probation Officer – Provides access to the PO Interface.

c. Management- Provides access to the Management Interface

iv. The SA will then click on an ‘Add/Modify’ button which will commit the user to the application.

v. To create a user that is not in the employee list, the BA will enter a first name, last name, enter a User ID, password, assign a Site and set a permission level.  The BA will then click on the ‘Add/Modify’ button to commit the user to the application.

vi. A list of all Kiosk users is also viewable on the Business Administrator tab. To change any of the user properties, the BA will select a user from this list. The BA can then assign a different password, change the user ID, assign a different site or change the permission level. The BA will then click the ‘Add/Modify’ button.

2. Running the FTR Process

i. The FTR process is run to generate letters that are mailed to probationers that have missed a series of consecutive reporting periods.  There are seven FTR statuses.  Subsequently, there are seven FTR letters generated and mailed to probationers.  

ii. The FTR process can be set to automatically run on a particular day of the month at a particular time by the BA or can be ‘run on the fly’ if needed.

iii. There are two options that can be selected prior to running the FTR process.  They are:

a. Print FTR Report – The FTR report summarizes the FTR activity for the month.  It displays:

i. The total number of FTR eligible probationers by FTR status.

ii. A list of probationers by Full Name, listed by FTR status.

iii. A list of probationers with corresponding FTR statuses, that do not possess a Home or Mailing address.  FTR letters are not generated for these individuals.

b. Print FTR Letters – When this option is selected, the 7 types of letters are generated and printed to a local or networked printer.

iv. The FTR summary report is generated as a PDF and is available to view or print from the BA Interface.  The summary reports will be available to the BA to view or print for one year.

v. The FTR letters produced are also generated in a PDF format and are accessible by a link on the BA Interface.  The FTR letters will be accessible to the BA for thirty days.

3. Random Drug Test Settings

i. The Business Administrator will enter a default number of drug tests per probationer, per calendar year in a ‘Maximum tests per Probationer each year’ field.  This number is entered directly into the field.

4. The Kiosk Welcome Message

i. The Business Administrator will modify administrative messages that appear on the introductory screen of the Probationer Interface through the Configuration tab on the System Administrator Interface.  

ii. To change or modify a message, the administrator will overwrite the existing title in a ‘Title’ field.

iii. Text from the ‘Title’ field is displayed to the probationer in a separate color and larger point size.

iv. The content of the message is entered in three separate text fields.   Text in these fields will be separated by a return on the Probationer Interface.

v. Once the message title and text have been changed, the Business Administrator will click on a ‘Save’ changes button to commit these changes to the application.

3.11.4 Process Workflow

N/A

3.12  System Administration

3.12.1 Overview

The System Administrator will control many of the functions of the RCMS Probationer Reporting Kiosk.  Key elements include system wide configuration and the functionality to allow the Kiosk application to run as a stand-alone system.  The System Administration Interface has 5 tabs.  They are Sites, Kiosk Names, System Status and Configuration.

3.12.2 Use Case Model
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3.12.3  Business Functionality

1. Adding a Site to the RCMS Probationer Reporting Kiosk

i. The System Administrator will add sites to the Kiosk application on the User Administration tab on the System Administrator Interface.

ii. To add a site the SA will enter a Site Name, Street Address, Borough, City, State, Zip Code, Phone and click on an ‘Add’ button.  

iii. All Sites configured for the application are listed on the Sites tab. 

iv. To remove a Site the SA will select one of those Sites in the list and click on a ‘Delete’ button.  

v. Sites can only be added or deleted. If a Site needs to be modified, it must first be deleted and then reentered.

2. Adding a Kiosk Name

i. The System Administrator must assign a name for each kiosk in the application on the Kiosk Names screen.   This name is what appears on the kiosk rows on the Current Kiosk Users screen on the KA Interface.

ii. To name a Kiosk, the SA must select the computer from a list of available computers on the network.

iii. Once selected a name for the Kiosk can be entered in a ‘Kiosk name’ field.  The SA will then click on an ‘Add/Modify button to commit the name to the application.

iv. A list on the Kiosk Names tab displays all Kiosks named in the system.

v. The Kiosk name can be changed by clicking on the Kiosk in the display list, changing the Kiosk name and clicking on the ‘Add/Modify’ button.

vi. To delete a Kiosk name, the SA will select a Kiosk from the display list and then click the ‘Delete’ button.

3. Options

i. On the Configuration tab of the System Administrator interface the System Administrator will set the default time out for the Probationer’s interface.  This time is entered in seconds and typed directly in to the field.

ii. On the Configuration tab of the System Administrator interface the System Administrator will set the ability to add probationers directly into the system.  To do this the System Administrator will check a box that has a statement next to it that reads, “Allow manual creation of new Probationer.”  When this box is checked, the KA will have the ability to enter probationers directly into the application.   When the box is unchecked the functionality will not be available for the KA to use.

4. Validation

i. On the Configuration tab of the System Administrator interface, the System Administrator will have the ability to turn the system arrest query off.  The System Administrator will do this by checking or unchecking a check box with a statement that reads, “Validate Probationer’s Arrest Response.”  

ii. On the Configuration tab of the System Administrator interface, the System Administrator will have the ability to turn the Address Validation service off or on.   The System Administrator will do this by checking or unchecking a check box with a statement that reads, “Use Address Validation service.”  

iii. On the Configuration tab of the System Administrator interface, the System Administrator will have the ability to turn Home area code Validation off or on.   The System Administrator will do this by checking or unchecking a check box with a statement that reads, “Home area code validation.” 

iv. When using the Home area code validation service, the System Administrator must enter area codes to validate with.    This is accomplished on the Configuration tab of the System Administrator interface.  To add an area code to validate with the System Administrator will type in a 3-digit number in a field that is labeled, “Area Code” and then clicking on an ‘Add’ button.  Multiple area codes can be entered.  To remove an area code from the validation list, the System Administrator will select an area code and click on a ‘Delete’ button. 

3.12 The Probation Officer Interface

3.12.1 Overview

The Probation Officer Interface is essentially a stripped-down version of the KA Interface.   The Probation Officer can use this interface to view current activity with the kiosks at his/her location, acknowledge alerts, view probationer detail and send messages to the probationer.  There is no additional functionality added to this interface.

3.12.2 Use Case Reference
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3.12.3 Business Functionality

1. The Probation Officer Interface

i. The Probation Officer Interface contains the following components and functionality:

a. Alert Queue

i. Probation Officers Can Acknowledge Alerts

b. Find a Probationer Tab

c. Probationer Details View

i. Overview Tab

ii. Personal Information Tab

iii. Alert and Message History Tab

iv. Forms Tab

v. Biometric Scan Unavailable

vi. Image Capture Unavailable

vii. Scan Override Unavailable

viii. Enrollment Functionality Unavailable

d. Current Kiosk Users Tab

e. Forms Tab

f. Reports Tab

3.12.4 Process Workflow

N/A

4 External Interface Requirements

4 User Interfaces

· The RCMS Kiosk shall be a web-based application.  

· Licensing costs will not impede the flexibility of future deployments.

· The system shall provide 4 separate interfaces.  These will include the PO/Attendant, Probationer and System Administrator and Business Administrator interfaces. 

4.2 Hardware Interfaces

The RCMS Kiosk interfaces with several hardware devices. This is for the probationer and attendant workstations. The system administrator will use a pure thin client running on any system. The RCMS Kiosk is exposed to the following hardware interfaces:

· Receipt Printer – Epson TM-T88111

· Printer - Any model

· Hand Reader – Recognition Systems, ID 3D Hand Key

· Camera – ClearOne Communications FlexCam USB Camera 640x480 pixels

· Touch Screen – Entuitive Elo 17” monitor

· Client Machine - Processor Hardware – P4 1GHz, memory 256 MB, 17” monitor

· Server Machine - Processor Hardware – Dual P4 2.4GHz, 2.5 GB RAM, 36 GB logical disk space.

The following is the summary of local devices information broken down by application functions:

	Function
	Actors
	Device
	ConnectionType
	Interface with Web Browser

	Scan Hand Biometric for enrollment, verification, update
	Kiosk Attendant
	Hand Reader 
	Serial port
	ActiveX

	Scan Hand Biometric for identification
	Probationer
	Hand Reader
	Serial port
	ActiveX

	Take picture for enrollment, update
	Kiosk Attendant
	Video Camera
	USB port
	Java Applet

	Probationer checks-in
	Probationer
	Touch Screen
	COM Port
	N/A

	Print Check-in Receipt
	Probationer
	Thermo Printer
	Parallel Port
	ActiveX


4.3 Software Interfaces

The RCMS Kiosk interfaces with several software subsystems and software products.  In addition there is one external system to normalize data. Below is a list of the various components that are used in the system:

· Web Browser – Internet Explorer 6.0

· Java Media Framework 2.1.1

· Web Container – Servlet 2.3 API compatibility - includes Tomcat 5.0 & Websphere version 5.1

· Ibatis SqlMaps 2.0

· Struts version 1.1

· Spring 1.1.2

· Log4J 2.8.1

· OS – Linux SLES-9

· Database – DB2

· Java Virtual Machine – Version 1.4.2_05

· The system shall interface with the Case Management System (CMS) to access Probationer identification and profile data.

· DLL for camera device driver

· DLL for hand biometric device

· DLL for touch screen monitor

External Software Systems: Address Verification - Geo Code System

Geo Code System is a public service that provides address normalization and verification for New York City addresses.  Kiosk Application will be using a special gcp protocol to communicate with this service real-time when probationers update their Residence and Mailing addresses.

4.4 Communication Interfaces

The RCMS Kiosk is an internet application that uses several communication protocols for its functionality:

· HTTP

· HTTPS

· TCP/IP

· JDBC

· COM

The users are using a browser that is communicating with the application server using the HTTP protocol. In the event that the user is logging into the system the HTTPS protocol will be used. The database connectivity uses JDBC that internally uses TCP/IP.  The biometric device is controlled by ActiveX which uses COM.

5 Nonfunctional Requirements

5.1   Archival

The archival requirements shall remain the same as the archival requirements for the RCMS project. 

· Probationer case data will be kept "online" for five years past the final disposition of the case.

· Probationer case data that is not "online" will be archived to retrievable storage for a minimum of 20 years.

· Probationer and attendant receipts will not be archived in any format.

· The pre-populated reports and forms will not be archived in any format.

5.2   Auditability

The system shall retain the history of all check-ins performed by a probationer.  The minimum information that needs to be captured for every check in is the following:

· Check in date and time 

· Kiosk Attendant details at the time of check in

· Alerts and Messages received during the check in

· Details about drug testing

Apart from this the information that needs to be captured for every transaction is Created Date, Created By, Last Updated Date, Last Updated By

5.3   Authentication

Form based authentication will be used for all actors of the system. These will be custom forms that submit form data that is authenticated against data in a database.

Probationer Interface – The authentication shall be based on a Personal Identification Number (PIN) and a hand biometric scan. 

Kiosk Attendant / Probation Officer Interface  – There shall be a username and password that will be authenticated against a database table.
5.4   Authorization

Authorization controls access to the different levels of functionality of a particular web application. In the RCMS Kiosk there are several users that have access to different web modules. 

	Functionality
	Probationer
	KA
	PO
	BA/SA

Admin

	Enroll a probationer
	No
	Yes
	Yes
	No

	Check in a probationer
	Yes
	Yes
	Yes
	No

	Search for any probationer
	No
	Yes
	Yes
	Yes???

	View case info of a probationer
	No
	Yes
	Yes
	Yes???

	Searching for PIN
	Yes
	Yes
	Yes
	Yes???

	Send a message
	No
	Yes
	Yes
	No

	Acknowledge an alert
	No
	Yes
	Yes
	No

	Rescan hand geometry
	No
	Yes
	Yes
	No

	Retake Photo
	No
	Yes
	Yes
	No

	View history of alerts
	No
	Yes
	Yes
	Yes???

	Generate reports
	No
	Yes
	Yes
	Yes

	Print pre-populated forms
	No
	Yes
	Yes
	No


5.5  Availability

The minimum requirement is that the RCMS Kiosk application shall be available at least 99% of the time during probation business hours 8AM-6PM Monday through Friday

It is understood that uptime has a hard dependency on certain external systems TCP-IP network, application server and database.  This means that the RCMS Kiosk application will be down if either the network, application servers or database server is down.

It is also understood that uptime has a soft dependency on the address normalization service.  This means that the RCMS Kiosk application should still be up and running even if the address normalization service is down. 

5.6   Compatibility

The software designed must interface with hardware devices and software components (both internal and external).  First we consider the client requirements 

Below are several tables that describe the external devices and software which the RCMS Kiosk must be compatible

Client Side Requirements:

	Hardware Requirements
	Attendant 
	Probationer
	Admin 

	Receipt Printer – Epson TM-T88111
	
	R
	

	Printer - Any model
	R
	
	

	Hand Reader – Recognition Systems, ID 3D Hand Key
	R
	R
	

	Camera – ClearOne Communications FlexCam USB Camera 640x480 pixels
	R
	
	

	Touch Screen – Entuitive Elo
	
	R
	R

	Processor Hardware – P4 1GHz, memory 256 MB
	R
	R
	R

	Web Browser – Internet Explorer 6.0
	R
	R
	R

	Java Media Framework 2.1.1
	R
	
	


Server Side Requirements:

Since the server is serving all users of the system. The server requirements are the same for everyone. We list them below:

	Hardware/Software Requirements

	Processor Hardware – Dual P4 2.4GHz, 2.5 GB RAM , 36 GB logical disk space

	Web Container – Servlet 2.3 API compatibility - includes Tomcat 5.0 & Websphere version 5.1

	Java Virtual Machine – Version 1.4.2_05 

	Database – DB2

	OS – Linux SLES-9

	Struts version 1.1

	Ibatis SqlMaps 2.0

	Log4J 2.8.1

	Spring 1.1.2


5.7   Configurability

The following is the legend that shall be used for expressing the degree of configurability for various parts of the application

	Degree of 

Configurability
	Description

	High
	A layman can make a change by using a user-friendly front end

	Medium
	A computer literate person can make a change by changing values in a configuration file

	Low
	For any change a developer is required to make a code change


The following is the list of items considered as configurable in the RCMS Kiosk application:

	Configurable Item
	Action
	Degree of 

Configurability

	Fonts, colors on the screens
	Change
	Medium

	Static strings on the screen
	Add/Delete/Change
	Medium

	Fields on the screen
	Add/Delete/Change
	Medium

	Questions
	Add/Delete/Change
	Medium

	Languages
	Add/Delete/Change
	Medium

	Data Sources
	Change
	Medium

	URL for application
	Change
	Medium

	URLs for external services
	Change
	Medium

	Properties – timeouts, transaction management, logging, normalization processes etc.
	Change
	Medium

	Users accounts and associated permission level
	Add/Delete/Change
	High

	Configuring sites
	Add/Delete/Change
	High

	Drug testing scheduling configuration
	Change
	High

	Message of day
	Change
	High

	Kiosk timeout
	Change
	High

	Normalization – address & area code
	Change
	High

	Validate arrest response
	Change
	High


5.8   Data Integrity

The RCMS Kiosk application shall have a low tolerance for corruption or duplication of data. We accomplish this by providing a well-defined set of services and a service oriented architecture. Transactional integrity shall be maintained by providing well defined services with functions that provide well defined transaction boundaries for all operations. the proper transaction boundaries for well-defined transactions. There shall not be any partial commits for any transactions.  A comprehensive rollback feature is desired.

Isolation Level and transactional attribute shall be used to preserve data integrity

If the GOAT system for address normalization is down, and the address is syntactically correct, the RCMS Kiosk application shall save the address.

5.9   Installability

There will be a standard procedure for installing the RMCS Kiosk system.

This will include standard ANT script that will be able to target the client and server machines. For the clients machines there will be two targets; probationer and attendant for the two different configurations. For the server there will be a separate target to be used. 

Once these installation are quickly tested they probationer configuration can be cloned.

5.10 Licensing/Legal

The System shall be open source that adheres to the GNU General Public Licensed (GPL) . For more information on public licensing software please read the following:

http://www.opensource.org/docs/osd.pdf

5.11 Localization

The RCMS Kiosk application shall support multiple languages and shall have the capability to configure a new language.   No special effort shall be made to support non-US measures, currencies calendar formats etc.

5.12 Maintainability

The RCMS Kiosk application shall be maintainable. There are several configuration files that will be used to maintain the application:

· Resource properties

· Configuration properties

· XML Configuration files

5.13 Multiple Environment Support

The kiosk application can run in multiple environments. The server side of the application runs in a Java Servlet Container that can run on any operating system.  The client side applications are tied to Microsoft due to the fact that the external devices are controlled by DLLs that are specific to Microsoft platforms.

5.14 Operability

The RCMS system shall have the ability to be kept running by an administrator that understands Tomcat, DB2 and the configuration of the application for client and server. 

5.15 Performance

It is understood that until the migration to the new DB2 database is complete the performance of the RCMS Kiosk application shall be constrained by the legacy data model.

Once the new operational database is up, the response time (round trip to the server) shall be not more than 5 seconds.  

The transaction time shall be at least equal to the current transaction time 

5.16 Portability

The RCMS Kiosk application shall be developed using Object Relational Management (ORM) tool and relational databases.  In addition, the server side code runs in a web container (Java Servlet Runner) that is the requirement for it to run. This makes the application portable on operating systems; since all operating systems run Tomcat web container. Therefore the server side application shall be relatively portable.  Best practices shall be followed to keep the system portable.  It is desired that the effort required to make the system run with other J2EE environments shall be minor.

On the client side the following specific hardware devices shall be used:

· Receipt Printer – Epson TM-T88111

· Hand Reader – Recognition Systems, ID 3D Hand Key

· Camera – ClearOne Communications FlexCam USB Camera 640x480 pixels

· Touch Screen – Entuitive Elo

These client devices can be installed on all Microsoft operating systems. As long as these device drivers can be installed on the operating system we can run the application. The probationer kiosk uses the hand biometric. Internally the client code calls ActiveX to talk to the underlying DLL drivers. The attendant uses an additional client device (a camera) that uses the Java Media Framework to talk to the camera driver. As long as the camera driver is installed the client code is portable.

The RCMS Kiosk Application shall target a specific environment 

· Browser – Internet Explorer 6.0

· Operating System - Windows 2000

Reasonable efforts shall be made to minimize the dependency on the client side environment.

5.17 Robustness

It is understood that in the event that the Internet connection is absent or the hardware is down the RCMS Kiosk application shall not work.  

In case of failures (at least for that part of the system that is probationer facing), instead of a cryptic system message the RCMS Kiosk application shall provide customized user-friendly messages instead of cryptic system messages.

5.18 Scalability

The RCMS Kiosk is capable of handling 25 Kiosks, 10 KAs and 5 POs in a one-minute window. 

The following facts are known about the existing Kiosk application:

· The total number of kiosk sites (boroughs) is 5.

· The total number of Kiosks is 25.

· There are currently 250 – 300 probationers reporting to kiosks per borough per day

· There are 700 Probation Officers of which less than 50% are associated with Kiosk.

5.19 Security

All passwords in the RCMS Kiosk application shall be encrypted

The system will use SSL for password credentials.

The RCMS Kiosk application shall lock the windows browser for the kiosk (probationer interface) such that the browser cannot be closed and the probationer cannot access other system resources.

The system timeout shall be configurable through the system administration screen.

5.20 Upgradeability

The RCMS Kiosk application shall have an automated procedure to push or pull any upgrades from the servers.

5.21 Usability/Achievability

The RCMS application shall have a high degree of usability for the probationers.

Attempts shall be made to reduce the throughput time as far as possible.
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