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Seniors’ stories

Attached are some generalised stories based on real-life situations faced by seniors, which have been told to us. No real names have been used.
1.
Margaret, 86 years, lives in her own home. She has a healthy bank account and owns a small amount of land. She was widowed five years ago, but was living independently and has many social contacts and outings. 

Margaret’s son-in-law, Roger, decided that to make life easier for Margaret, she should give Roger power of attorney over her affairs. Margaret agreed and the first thing Roger did was to change her bank accounts so that he had control over all of Margaret’s finances. She no longer had direct access to her own bank account.

Roger then tried to get Margaret to change her will, so that he would benefit when Margaret died. Margaret rang her daughter, Belinda, because she was upset about Roger who was threatening her if she didn’t change her will.
Belinda found out that Roger was in the process of subdividing Margaret’s land and was intending to sell it. Belinda immediately contacted the police and a lawyer and the situation was stopped. 

If you are concerned about someone wanting to have access to your financial information, including having power of attorney, you should contact:

· your bank

· your local community law centre [http://www.communitylaw.org.nz/]
· the CAB [http://www.cab.org.nz/Pages/home.aspx]
· a lawyer [http://www.lawsociety.org.nz/home/for_the_public/find_a_lawyer]
· the Privacy Commissioner. [www.privacy.org.nz]
See our card on “Finance”.
2.
Howard’s son, Geoff, told his dad that it would be a good idea if he had Howard’s EFTPOS card PIN number. Geoff said that it would be helpful in case Howard was sick and couldn’t get out. Geoff said he would be able to get Howard’s groceries or help pay bills on time. So, Howard told Geoff his PIN number.

Geoff then popped round every week to check on Howard and would do a bit of shopping for him, to save him going out for milk and bread. 

What Howard didn’t know was that Geoff was taking out money from Howard’s saving account every time he used Howard’s EFTPOS card. Howard never bothered to ask for the receipts. Geoff had even gone as far as to intercept Howard’s bank statements in the post, so Howard wasn’t able to check his account details regularly. 
Luckily, on a visit to the bank, Howard enquired with the teller about his account as he was checking to see if some money had gone into his account. It was then that he discovered numerous amounts of money had been withdrawn from his account over several months. 

Howard changed his PIN number then and there at the bank. He confronted Geoff about what was going on. Geoff apologised and explained he was going through some tough times as he’d been laid off from his job and he needed the money. He eventually repaid his father the money. 

Don’t give your PIN number to anyone, even a family member. If you are forced or coerced into giving your PIN number to someone, you should contact:

· your bank (you can change your PIN number)

· the Police [http://www.police.govt.nz/]
· the CAB. [http://www.cab.org.nz/Pages/home.aspx]
See our card on “finance”.
3.
Alison’s mother, Rose, 69 years old, went to the doctors when she discovered a lump in her breast. Rose took her friend Christine with her. Rose’s doctor sent Rose to the hospital for further tests and Christine went with her. 

Alison, who was naturally very worried about her mother, later called the doctors’ surgery to get her mother’s prognosis. Rose was very upset when she found out that Alison was given her test results over the phone.

Alison should have checked with her mother first that she wanted Alison to be involved in her health care. If Rose had wanted Alison to be able to access her test results, she would have had to tell the doctors surgery and other health providers involved that she was happy for information to be given to Alison. The staff at Rose’s doctors should not have given Alison any information without getting Rose’s permission first.

See our card on “health”.

4.

Jim’s body is starting to let him down. Jim is 76. He needs several different medications to keep his heart and blood pressure on track. His brain is certainly fine. There’s no stopping Jim – he’s often at the library, goes to Scrabble club and senior net classes, and plays golf and bowls.

Jim’s wife, Betty, though is worried about Jim. She thinks he should be taking life more slowly and is concerned about his health. Betty often rings Jim’s doctor and tells the doctor what medication she thinks Jim should be taking and offers her advice – she thinks that Jim should give up golf and bowls. 
Jim is upset that his wife calls his doctor – it’s his life and he should be in charge. Jim doesn’t want his wife calling his doctor.

Jim needs to talk to his wife and work out what sort of involvement he’s happy for her to have when it comes to his health. The doctor shouldn’t discuss Jim’s health with Betty unless the doctor has been given Jim’s permission to do so.

Jim can discuss with his doctor and Betty the arrangements he would like. Jim could, maybe, come to an arrangement with Betty where she can attend the occasional doctor’s visit with him. That way, all matters can be discussed together and Betty mightn’t feel she has to ring the doctors regularly about Jim.

See our card on “health”.
5.
Ben’s got eight grandchildren aged between 18 months and 24 years old. And he’ll be a great granddad very soon. Most of his grandchildren live in New Zealand, with two in Australia, one in the UK and one in Canada.  

Ben set up a Facebook profile as he’d heard this was a great way to keep up with all his grandchildren’s news. He could see photos and find out what everyone was up to.

Ben quickly became a fan of Facebook and made some new friends of different ages. He liked the updates that came onto his page from people in his network. He liked reading the things they posted and following links. 

Ben uploaded a few pictures of himself and his friends onto his Facebook page. He tagged the photos with his name and his friends’ names. Ben only let his friends see the photos. But what Ben didn’t realise was that his friends could send the photos onto other people. This meant that people Ben didn’t know could end up with pictures of him. He wasn’t that happy about this when he found out. He didn’t want complete strangers seeing pictures of him with friends or family. He considered the pictures to be personal, and only wanted to share them with a few people.

Ben’s 15 year old grandchild, Simon, suggested to Ben that he could keep putting photos on his Facebook page but not to tag them with his name, and to let his friends know that if they put photos of him online that they don’t put Ben’s name on them.

You can find out more about staying safe online at Netsafe. [www.netsafe.org.nz]

See our “technology” card.
6.
Jess, 63 years, had just got the internet set up at home. Her kids had finally convinced Jess about the advantages of being online. Jess would be able to email her kids and friends, and Jess had recently met up with some old friends at a school reunion and she really wanted to keep in touch easily with everyone. One of her friends, Sue, found handwriting really difficult, but she was very keen to write to Jess and email made that easy for her.

Jess was enjoying communicating on the internet. She liked getting links to news stories and articles that her kids sent her. 
Last week, though, Jess got an email saying she had unclaimed tax refunds, one for NZ$3,000 and one for NZ$290.58. The email instructed Jess to click on a link. Jess didn’t think she was owed any money by IRD but thought it wouldn’t hurt to check. She clicked on the link that took her to what looked like the IRD website. She was instructed to give her personal details, including a user name and credit card details. Jess then stopped for a moment and thought this was a bit odd. IRD already had her bank account details which previous payments had gone into directly, so she wondered why IRD wanted her credit card details, especially if it was meant to be paying her money. Jess closed the website and called IRD to ask if she was owed any refunds. The answer was no and she was told that the email was a scam going around. If Jess had given her details on the website, which was fake, she would have risked them being used by criminals and ultimately having money stolen, and perhaps even identity details.
See the latest scams at Scamwatch. [http://www.consumeraffairs.govt.nz/scams]

See our cards on “technology” and “scams”.
7.

Maggie, 77 years, lives on her own. Maggie needed her bathroom fixing up - the shower head needed replacing and she wanted new taps for the bathroom sink, plus a new toilet. Maggie called a plumber to come round for advice. 

The plumber gave Maggie some options and she agreed on the new fittings and for the plumber to do the work for her. The plumber asked Maggie for the usual type of information – her name, postal address, phone number and email address. Maggie gave the plumber the details he wanted.

The work was carried out and Maggie was pleased with the new bathroom. But, over the next few months Maggie got an influx of phone calls and mail from trades people offering services such as painting and decorating, insulation and cleaning. She also got a lot of emails for other services including home security systems, gardening and home help.

Maggie was annoyed at all the calls and mail she kept receiving as she didn’t need any other help. After talking to her friend, Doreen, about the problem, Doreen said that the plumber she had may have given her name and address and number to other services to drum up new business.
Maggie didn’t know the plumber was going to pass on her details like that. She wouldn’t have agreed to the plumber passing on her information. 

The phone calls and post started to drop off after a few months, but Maggie was still getting a lot of “spam” to her email account. She asked another friend for advice, who showed Maggie how to ‘unsubscribe’ from receiving the junk-email. It was little tricky on some as it was hard to find the button or link to ‘unsubscribe’.
When you sign up to a new service of product, whether in person or online, check what will happen to your details. If you are concerned about what a business will do with your information, ask. You can say no to being put on a mailing list. If you feel forced into handing over your details for things you don’t want, you can contact:

· the CAB [http://www.cab.org.nz/Pages/home.aspx]

· your local community law centre [http://www.communitylaw.org.nz/]
· the Commerce Commission. [http://www.comcom.govt.nz/]

See our card on “Business”.

