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Abstract

Recent advances in information and communication technologies (ICT) have redefined citizens’ expectations of the government and its services. Prompted by citizens’ demand for a more responsive government, public sector has been grappling with how best to utilize ICT to deliver public services. This paper analyzes the existing workflow arrangement for the removal of unauthorized building works in Hong Kong and proposes to improve the performance of e-government process monitoring and interoperation through more efficient inter-organizational collaboration by deployment of Web services and alert management. The process interoperation requirements are defined in a uniform Event-Condition-Action Rule format for workflow interoperation and exception handling. We have proposed to use an Alert Management System (AMS) to monitor urgent and important tasks to ensure that they have been properly attended. The progress of the whole process is monitored to ensure timeliness of services. 
Introduction

Governments from all over the world are looking for technologies to facilitate the monitoring and interoperation of their processes in order to improve the service delivery to citizens. Web services technology provides an infrastructure for cross-organizational e-government process interoperability. However, the monitoring of processes enactment and enforcement at the application level has not been adequately addressed.  This is particularly crucial for government processes when law enforcement (e.g., deadlines and grace periods) is involved.
In Hong Kong, unauthorized building works (UBW) is a serious problem. This not only involves law enforcement but also effects public safety. Many resources have been spent on the removal effort. So, we study the existing logistics arrangement for the removal of unauthorized building works and its deficiencies. This paper shows how existing inefficient government processes could be improved through monitoring with a system based on the concept of alert management and event-condition-action (ECA) rules. We further illustrate how an Alert Management System (AMS) serve to monitor urgent and important tasks, together with the deployment with Web services technology.
The rest of the paper is organized as follows. Section 2 discusses the existing workflow from the identification of an UBW to its removal, and in case of default removal orders, the recovery of costs from owners. Section 3 introduces and compares related work. Section 4 highlights the requirements for a new effective UBW management system. Section 5 describes the architecture of the system, highlighting the application of the ECA rules and alert mechanism in the workflow as well as Web Services for the interoperation deployment. Section 6 summarizes the paper with the advantages of the system and future work.
Case Background
Under the Buildings Ordinance (BO) of Hong Kong, all building works require the Building Department’s prior approval of plans, and consent to commence works (except certain exempted works). Without this approval, building works are unauthorized and subject to enforcement action by the Building Department (BD). The BD estimated in 2003 that there were more than 700,000 UBW in Hong Kong, including illegal rooftop structures. Most of them are found on buildings from 20 to 40 years old. UBW aggravate building deterioration, while they pose structural and fire safety risks. They may also cause hygiene problems and environmental nuisance. The Government is very concerned about this large number of UBW and, in the interests of public safety, is determined to remove the risks they pose.

The BD identifies UBW from various sources, including: (a) complaints – follow-up of complaint reports from members of the public and media, as well as referrals from other government departments; (b) programmed clearance operations – proactive and large-scale programmed operations carried out at target buildings, including “blitz operations” of the Coordinated Maintenance of Building Scheme and the illegal rooftop structure clearance programme; and (c) periodic programmed patrol surveys – surveys conducted by outsourced contractors on selected districts to identify any UBW construction activities and apparent building defects. 
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Figure 1   Procedures for enforcing S.24 orders

Having identified a UBW that requires enforcement action, the BD may issue a statutory order under section 24 of the BO (s.24 order), requiring the owner to remove the UBW within a specified period. Building owners receiving the orders from the BD should appoint a competent contractor to carry out the removal works within the specified time. Failure to comply with an s.24 order may result in prosecution by the BD and removal action by a government contractor (GC). The BD has outsourced all these defaulted works to a default works consultant (DWC) for follow-up and retains direct supervision of removal works only under very exceptional circumstances (e.g., in extremely urgent cases). The DWC is responsible for carrying out the necessary investigation, design, and supervision of works, including arranging repair works to be done by the GC, required under the defaulted orders on an assignment basis. The BD will subsequently recover the costs of defaulted works from the owners, and where necessary, through legal actions taken by the Department of Justice (DoJ). Before the cost of works for defaulted orders have been wholly recovered, the BD may register a memorial of certificate (the s.33 certificate) with the Land Registry (LR) against the title of any premises or land from which such cost arose. Upon such registration, the cost and any interest accrued or thereafter accruing shall constitute a first charge on the property. Figures 1 and 2 (adapted from [10]) show BD’s procedures for enforcing s.24 orders and cost recovery from owners, respectively.
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Figure 2   Procedures for cost recovery from owners

The BD has made considerable effort to tackle the UBW problem. In 2005, it attended to 26,965 reports from members of the public, issued 2,184 warning notices, and 25,007 removal orders (i.e., s.24 orders) for UBW. It has increased the number of prosecutions against failure to comply with removal orders on UBW from 1,664 in 2004 to 2,962 in 2005. Looking ahead, the BD has continued to enforce and clear more than 26,000 outstanding removal orders [8].

The BD needs to have a very good monitoring system at both operation and management level to track the progress of enforcement actions against UBW and follow-up actions to complaint cases. A major computer system, Buildings Condition Information System (BCIS), has been commissioned. The BCIS maintains a database of the conditions of all existing private buildings in Hong Kong. It provides functions for recording, processing, and retrieving details of complaints, referrals, planned surveys, statutory orders, and works orders. Particulars of all statutory orders issued and how they are disposed of are also captured [10]. The BD also maintains a computer database on the outstanding cases of the costs of default orders pending recovery from owners. Periodic exception reports are generated on the number of cases not meeting the statutory time frames for taking legal actions [10].

However, the monitoring process is very resources consuming and labour intensive. All records of UBW are kept on different paper-based building files and case files. The information exchange among different partners, namely the BD, BD’s outsourced contractors, building owners and their contractors, complainants, other government departments (such as LR and DoJ) are mainly in paper format. Certain data are input to the BCIS to facilitate monitoring. However, the timeliness and usefulness of the BCIS records depends on the timely input of BD staff. Moreover, the system does not keep track of the necessary actions according to the workflow procedures set out in the in-house guidelines and generate reminders (or alerts) to case officers or management. To cope with the monitoring and enforcement effectively and efficiently, BD needs an automated and integrated workflow management system with alert management for the interoperations.
Related Work
Many public organizations and government departments have developed and are offering a wide range of useful services and information over the Internet. This is commonly known as “e-government” or “digital government” initiatives. Gamper and Augsten [6] define e-government as the use of information and communication technology (ICT) as means to improve transparency, quality, and efficiency of service delivery in public administration. They point out that Web services technology is a promising technology for the integration of distributed services and data sources among different public authorities. Gortmaker et al. [7] point out through a case study that the advantages of Web service orchestration for e-Government integration are much more than technical perspective and include most advantages of workflow management. This is inline with the expected advantages from the analysis in our case study presented in this paper. Further, Janssen et al. [13] discuss the challenges of Web service orchestration in public administration, which sheds light on the expected challenges in our case too. We attempt to address the challenge of process timeliness and partially on reliability. 
Design and implementation work has been done on the use of Web services in e-government integration. Caituiro-Monge and Rodriguez-Martinez [1] describe a framework for Web services collaboration, orchestration and choreography in peer-to-peer autonomic environments for next-generation government information systems. They use a middleware approach to their solution as we do, but our AMS provides more functionality, especially for handling and monitoring urgent tasks. Fernandez [4] proposes a framework, which is based on Web services and intelligent agents, to solve the interoperability problem amongst European public administration. Instead of using agents, our AMS also serves as a broker, but focus on finding the suitable attention for urgent tasks. Madjahed et al. [13] describe the design for a distributed social services system showing that Web services can potentially simplify the building of distributed applications. They focus on security and privacy issues, which is one of our directions of our future work.
In Hong Kong, e-government programme was launched in 2001. The initial focus was on “publishing information online” and “enabling e-transactions.” Recently, the Hong Kong government has announced its new strategy on “integrating and transforming e-services.” One of the missions is to transform the government by business process re-engineering that improves service delivery, strengthens the value of customer orientation, and enhances efficiency and productivity [12]. “As regards the technology infrastructure strategy, we [the government] will progressively evolve our technology architecture based on open and interoperable standards that support easy interfacing within Government and with the private sector. Specifically, a Service-Oriented Architecture, a design principle that focuses on clearly defined interfaces according to business rules and that best supports diverging IT environments of different service agents, will be adopted to facilitate service agents to develop front-end applications and connect them to the back-end systems in Government.”
Regarding e-government integration in Hong Kong, Ng and Chiu [15] (our earlier work) formulate a conceptual model for an Emergency Route Advisory Systems in Hong Kong, which facilitates information and process integration among various government departments and public services through Web Services, for the delivery of emergency services. We apply the same AMS in this case study to further illustrate it applicability in different e-government applications. Concerning building-related work, Wong et al. [16], based on a pilot study conducted in the BD of Hong Kong on the submission and processing of building plans in electronic data format, present a re-engineered building control processes under an electronic environment. The paper points out that that to cope with the control and enforcement works for existing buildings, BD should have efficient information storage system so that during routine inspections and upon receipt of complaints, the case officers can easily retrieve the record plans, check on site whether the suspicious structures are UBW, and if necessary actions are to be taken. However, the paper has not addressed the re-engineering opportunities for monitoring the UBW removal process.
For process collaboration, we have proposed to define the collaboration requirements as business rules in a unified event-condition-action (ECA) form for initiating enactment and enforcement task/action in workflow management [3]. We [4] also introduce an alert-driven e-services management mechanism that helps administrators manage urgent processes and uses an urgencies strategy definition for escalation. In this paper, we apply these concepts and technologies to illustrate the applicability of both ECA rules and alert management in the UBW removal process.

In summary, there have been limited researches on e-government process monitoring through open and interoperable standards (such as Web services) to improve service delivery in collaboration among different internal and external service partners. This motivates our study on application of alerts and ECA rules, together with Web services implementation for the UBW removal process in Hong Kong.

Requirements Overview
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Figure 3
Stakeholders of the Proposed System
The proposed system should connect different stakeholders for the process and information integration as well as monitoring and enforcement to provide efficient and quality services. The roles and requirements of the stakeholders are as follows.

Buildings Department - The BD aims to promote building safety, enforce building standards, and improve the quality of building development by enforcing the BO. Regarding UBW, it has to ensure that necessary actions are taken according to the workflow procedures and that exception and urgent cases are attended to promptly and properly. The manual procedures are costly and have problems in providing quality services effectively and efficiently. It has spent substantial resources in supervising and monitoring its outsourced contractors and hence the coordination of UBW removal process. There is a strong need for further automating the workflow (especially the monitoring and enforcement) because of its commitment to expedite actions on UBW and the outstanding removal orders.

Complainant – These include members of public, media, and other government departments. Their complaints and referrals initiate site inspections of the suspicious structures. They need to specify the location information and a brief description of the suspected UBW such as cages and small canopies projecting from external walls of buildings, rooftop structures. The complaints and referrals may be made via different channels: phone calls, letters, memos, Internet, etc. The complainants expect that response actions (at least site inspections) will be taken within a reasonable timeframe.
Site inspection team – The site inspection team may be BD team or its outsourced contractors. The inspections are either for (a) identification and verification of the existence of UBW or (b) compliance checking after the expiry of removal orders to ascertain whether the required works have been completed. For the former case (a), the system should provide easy access to the approved building plan records to enable them to check on site whether the suspicious structures are UBW. The site inspection team has to complete the site inspection reports and to make recommendations on whether enforcement actions are required or not. In making the recommendations, they need additional information on whether other enforcement actions are being taken. For the latter case (b), the system should provide the information on the removal orders such as details on the UBW to be removed and the expiry date of the s.24 orders. The team needs to submit a compliance inspection report on the compliance status of the orders. The proposed system should enable the retrieval and transmission of the records and report in electronic mode including on-site through mobile device.

Blitz contractors – Blitz operations are large-scale operations aimed at removing all potentially dangerous UBW from the external walls of target buildings. Blitz contractors perform the frontline work of these operations, including (a) conduct a full survey of the target building to identify UBW and submits a survey report to the BD for acceptance; (b)  upon receipt of ownership details from LR, prepare and serve the s.24 orders to the owners; (c) conducts a compliance inspection immediately after the expiry of the s.24 orders and submits a compliance inspection report on the compliance status of the orders; and (d) submit a final report detailing all outstanding matters. The proposed system should enable the contractors to submit the survey, compliance and progress reports electronically through Internet. The system should also provide relevant records e.g. approved building plans and updated status of the survey and compliance reports to the contractors. Once the survey and compliance reports are approved, the blitz contractors have to proceed with the next action. The system should also send alerts to the contractors if actions are required.
Default works contractors (DWC) – DWC are BD contractors that are responsible for follow-up all removal works for defaulted s.24 orders. Once a defaulted case has been referred to the DWC, it will carry out immediately a general survey to ascertain the site condition and the extent of works involved in complying with the defaulted order. A supervision proposal should be submitted to the BD for approval. Upon approval, the DWC will refer the case to the GC for carrying out the necessary works. The DWC needs to report the latest position of the progress of the cases at least on a bi-monthly basis. The proposed system should enable the DWC to submit the supervision proposal and progress reports electronically through Internet. To facilitate the preparation of supervision proposal, DWC should be able to retrieve relevant building records related to the UBW and the default orders from the system.
Owners and Owners’ Contractors – Owners are required to comply with the removal orders within the specified time limit. Normally competent professional contractors are employed to carry out the works. The owners and their contractors should report the completion of removal works to trigger the arrangement of a compliance inspection by BD.
Land Registry (LR) – The LR maintains a public land register for recording interests in land and real property. It provides the ownership details of the UBW to the system for the BD staff or the outsourced contractors to prepare and issue s.24 order. It should also notify the system of the successful registration and discharge of the s.33 certificate in respect of the defaulted orders.

Department of Justice (DoJ) – DoJ is responsible for taking legal actions to recover the outstanding costs for default order works from the owners of UBW. The system provides the owner and debt details to the DoJ for recovery actions. On the other hand, DoJ should provide progress update of the cost recovery. In addition, the system should provide alert messages to the BD and DoJ for the cases that no recovery action is taken, particularly those approaching the time limit for initiating legal actions.
Fast and prompt response is emphasized throughout the process. However there may be exceptional situations affecting the process. BD staff may encounter situations that require them to decide whether or not inaction or deferment of action is warranted. For instance, whether an action to clear an illegal rooftop structure should be deferred because the occupant has gone out of town? Such decision has the effect of deferring enforcement actions and should be made or endorsed by a senior officer.

Once initiated, enforcement action to remove UBW should be vigorous and expeditious. This is because delays prolong the existence of the risks posed by the UBW. There are many instances where delays could have occurred in the process such as delays in conducting site inspections, delay in completing inspection reports, delays in taking follow-up action on inspection reports, and lack of follow-up action after issuing an s.24 order (e.g., compliance inspection, prosecution, removal by government contractors). Without an alert management system in place, such delays may be undetected and compromised.

The manual monitoring system is inefficient. The exchange and storage of information in paper format increase the turnaround time. The whole process may be adversely affected by missing, misplacement, or slow movement of paper files. To facilitate monitoring, some data has to be input to the BCIS. In turn, the effectiveness of monitoring depends on the timely input to the BCIS. The BD may become the bottleneck of the whole process because it is difficult to handle too many cases at the same time manually. There may be grievances from other service partners arising from the delay such as contractors waiting BD approval for their reports and proposal to go ahead.
The crux of the existing problem is the lack of an effective monitoring system to ensure that each task is directed to the right action party promptly and that action is taken within the performance pledge and in accordance with internal business rules. The issue is further complicated by the interoperation of external parties in the delivery of services. Monitoring of the process status within the service chain, namely, the BD, the outsourced contractors, and other government departments is very crucial. In summary, a new system that can offer more automated processes and reduce the duration and efforts spent on the UBW removal process, is required. At the same time, the systems of the service partners should be interoperable but loosely coupled for the autonomous operations.

System Architecture and Design
Based on the requirement, Figure 4 depicts the overall system architecture for a UBW Management System (UBWMS) for e-government process interoperation. The architecture supporting the process management and exception handling is characterized with Event-Condition-Action (ECA) Rules driven by events. The ECA rules, business entities, event repository, and event subscriber events are stored in a database. The collaboration process enactor carries out enactment requirements, while the requirement enforcer detects and handles exceptions. The event handler collects internal events from the collaboration process enactor and external events from the Web Service interface. Some events trigger alerts, which are handled by the Alert Management System (AMS). The status monitor allows relevant users to view the progress of UBW cases.
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Figure 4  System Architecture for UBWMS
The collaboration requirements and the business rules are all specified in a unified paradigm of ECA rules for enactment and enforcement. Among the ECA rules, collaboration process enactment rules drives the interoperation workflow among the service partners, whereas requirement enforcement rules raise exceptions to the status monitor for human intervention via alerts. Based on the performance pledge and the agreement among the service partners, service level agreements are set as parameters to support the ECA rules for triggering alerts of different urgency at each process via the AMS.
Web services technology is employed as the infrastructure to support the front-end for internal and external service partners for process and data interoperation. It allows the BD and its service partners to preserve their existing legacy systems and existing business processes, and to reuse Web-based applications to interact with one another through wrappers.

To streamline process interoperation in an e-government environment among the service partners in the UBW removal process, the BD should define their roles and requirements of the business processes, including but not limiting to events and actions that take place in different parts of the processes and the exceptions that may arise. The collaboration requirements can be broadly classified into 2 types: enactment and enforcement. Enactment requirements refer to the execution of an agreed collaboration workflow process. Enforcement requirements refer to the intolerable or alarming deviations from the agreed workflow processes, i.e., exceptions.

In this section, we demonstrate how these interoperation requirements and the internal requirements are expressed as business rules in a unified paradigm with ECA rules in the UBWMS. When a business rule is triggered by some business events under pre-specified conditions, business actions required for interoperations are carried out, which may lead to the generation of other business events.
1.1. Interoperation Enactment ECA Rules
The UBWMS is able to fulfill the following workflow functions:

· assign tasks to agents (people / systems)

· retrieve information needed to complete a task

· remind the agents about their tasks that are parts of a workflow queue

The following scenarios demonstrate how the business workflow functions are set out in ECA rules:

Assign tasks to agents

	E:
	reviewed(CASE)

	C:
	Valid(CASE)

	A:
	Assign(action_team(CASE))


If a unit head after reviewing a complaint, considers that the complaint may be valid and that a site inspection is required to verify the existence of the UBW, the system assigns the inspection task to an inspection team. The inspection task becomes one of the to-do-list tasks of the team.

Retrieve information needed to complete a task
	E:
	received(CASE)

	C:
	True

	A:
	retrieve(building_plan(CASE))


	E:
	finish(building plan(CASE))

	C:
	True

	A:
	notify(unit_head(CASE))


Internal legacy system - Upon receipt of a case (e.g., input by a hotline operator), the system sends a request to an internal legacy system, Building Records Management System (BRMS), to retrieve the approved building plans for the building unit mentioned in the complaint. When the plans are returned, the system directs the approved plan to a unit head for initial screening.

	E:
	Approved(CASE)

	C:
	valid(CASE(UBW))

	A:
	retrieve(owner(CASE))


Service partners - If the site inspection confirms the existence of UBW and the unit head agrees that removal action is required, the system automatically sends a request to the LR to retrieve the ownership details. The LR’s internal system then retrieves the ownership details for the building unit and sends the required information through the Internet. Under this circumstance, no human action or intervention is required.

Remind the agents about their tasks
	E:
	onMonth(before(deadline(RECOVER), 6))

	C:
	valid(cost(RECOVER))

	A:
	remind(account(RECOVER))


The above rule enables the system to remind the accounts section 6 months before the statutory deadline to initiate legal action against the owners to recover costs incurred by the BD for the default s.24 orders. The initiation of a legal action needs some time to complete and hence an enactment rule is triggered to invoke the necessary action on time. 

1.2. Interoperation Enforcement ECA Rules
Exceptions may occur frequently during the execution of a business process. A set of ECA rules should be formulated to facilitate exception detection and handling. The demand of resources for enforcement is greatly reduced by using ECA rules because the monitor becomes active only when an interesting event (exception) occurs.

Workflow exceptions include failure to find an agent for a task, failure to get information required for executing a task, missed deadlines, etc. In the context of UBWMS, missed deadline is of particular interest. Temporal events are used to detect the non-fulfillment of required business actions by a deadline.

Upon reaching the deadline, a temporal event denoted as onDay(deadline(BAO)), is generated by the timer, where BAO denotes the business action object. This triggers the enforcement ECA rule and executes the checking if the action party has performed the required action. The predicate occurred(BAO) holds if the action has been taken. If the obligations have not been fulfilled, an exception is raised:

	E:
	onDay(deadline(BAO))

	C:
	NOT occurred(BAO)

	A:
	raise (exception(BAO)


All users, in particular the management, could monitor the performance of their tasks. Examples of temporal events to be generated in the UBWMS include: 

(a)  
Within N days after the expiry of s.24 orders, a compliance inspection has to be performed.

	E:
	onDay(after(expirydate(S24order), N)

	C:
	NOT occurred(COMPLIANCE_INSPECT)

	A:
	raise (exception(COMPLIANCE_INSPECT)


(b)  
The DWC is required to submit a proposal for each assigned case by a certain date.

	E:
	onDay(deadline(PROPOSAL))

	C:
	NOT occurred(PROPOSAL)

	A:
	raise (exception(PROPOSAL))


1.3. AMS
Some tasks in the UBW removal process are associated with a level of urgency or importance and must be monitored closely to ensure that they have been performed such as handling of complaints, checking compliance with the s.24 orders, and making prosecution for default s.24 orders. These tasks are modeled and monitored as alerts in the UBWMS. The urgency of the alert is a function of time. If the tasks have not been responded or completed, the AMS increases alert urgency with time. The following urgency strategy table shows some example alerts in the system:

Table 1.  Example Urgency Table
	Urgency level
	Action

	Near due
	Reminder

	Due
	Send an alert to the same action party, notifying that the task is due

	Overdue
	Send a second alert to the action party

	Long overdue
	Send a very urgent alert to the action party as well as the concerned supervisor/officer in charge  


The AMS is responsible for sending alert messages, receiving reply (internal or external), maintaining alert status, and logging information. For each reply received, the status information of the associated alert is updated. It tags that the alert has been attended to. For every active alert with its deadline expired, the AMS checks the urgency strategy table, executes the associated action, and updates the status information.
For instance, if within N days after the expiry of s.24 orders, a compliance inspection has to be performed. Assuming a normal lead time of 7 days is required to arrange an inspection, then on N-7 days, a reminder is sent to the inspection team if an inspection has not been scheduled. Upon N days, an alert is sent. As time goes on and if an inspection has not been carried out, it raises the urgency level according to the table. Finally, the alert is sent to a senior officer to notify the exception in order to make appropriate intervention, such as ordering the same inspection team to do the inspection immediately or assigning the inspection task to another team.

1.4. Web Services
For inter- and intra- organizational interface, Web services technology is employed for the required communications and interactions, in which XML schemas are designed for this purpose. The advantage of using Web services is to establish collaboration via existing Internet technologies. Furthermore, Web services can support both human Web-based interaction and automatic programmed interaction. The idea is to provide self-contained, self-describing modules that can be accessed by applications across the Internet. Web services provide a platform and system independent solution to service discovery and integration in terms of standard notations and protocols, such as Web Services Description Language (WSDL), Universal Description, Discovery, and Integration (UDDI), Simple Object Access Protocol (SOAP). Since the communication between Web services leverages key Internet standards such as XML, SOAP, and HTTP, they can be deployed even if the service is located behind a firewall. Since Web services can be implemented using different technologies, each service partner is free to decide which technology is the best for itself. It is not necessary to take into account the technology used by the partners. As the results of the Web service standards, a cross-organizational communication between the different parties can be archived with low costs and very fast.
The following examples illustrate some Web services for the inter-organizational enactment:

	checkOwner Web Service

Input: OwnerRequest

· Request source

· Request ID

· Search Option

· Account

· Account No.

· Account Name

· Address

· Lot

· Development Name

· Block

· Floor

· Flat No.

· House No.

· Street Name

· Area Code
	Output: OwnerResponse

· Memorial No.

· Nature of Instrument

· Date of Instrument

· Name

· HKIC No.

· Share

	checkProposal Web Service

Input: StatusRequest

· Contractor

· Contractor ID

· Contractor Name


· BD Order No.

· BD Order Issue Date 

· Proposal ID
· Submission date
	Output: StatusResponse

Status


1.5. Process Integration
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Figure 5   Identification of UBW to issue of S.24 order
In this sub-section, we illustrate how the main process of the UBW removal driven by a complaint is facilitated with our approach. The steps and tasks are based on the same process depicted in Figures 1 and 2 except that some tasks are performed or taken up by the UBWMS automatically. Figure 5 depicts a more detailed task breakdown from receiving a complaint to the issue of the removal order, demonstrating that some human tasks are now replaced by automated processes in the UBWMS.

A citizen calls the BD to report the existence of a suspected UBW. The hotline operator then enters the case details. With the support of the system, the suspected case is routed immediately to a unit head for initial screening. The system, at the same time retrieves the related information, including the approved building plans, and where applicable, actions being taken such as S.24 orders or works orders issued to outsourced contractors. The unit head reviews the case and inputs the screening result to the system. If the structure is approved or action is being taken, the system will generate a notification list for making reply to the citizen. Otherwise, the system routes the case to an action team to carry out site inspection. The action team completes the inspection report and recommends actions to be taken. The inspection report is routed to the unit head for approval. If the unit head agrees that a removal order should be issued, the system generates an advisory letter asking the owner/occupant to remove the UBW as soon as possible and sends a request to the LR for ownership details. Upon receipt of ownership details, the system generates s.24 order with the required remedial works and the deadline.

Upon receipt of request from the owner or upon expiry of the deadline, the system brings up the case to an inspection team to carry out a compliance inspection. If the compliance inspection report confirms that the s.24 orders has been complied with, the system generates a compliance letter and closes the case. Otherwise, the system refers the default case to an outsourced DWC for follow-up together with the relevant case details and generates a notification letter to the owner that the BD will carry out the removal works. The DWC submits the supervision proposal to the BD approval and when approved, the system issues works order to mobilize the GC to carry out the removal action. Once completed, the system issues a certification to the GC. The system then sends a request to generate a demand note for issue to the owner. If settled, the system generates a compliance letter and closes the case. If outstanding, the system passes the debt details to the Department of Justice for recovery actions and also raises a request to the LR for registration of the debt.

To ensure that every task is performed promptly, the system raises may all relevant exceptions to the status monitor for human intervention. In addition, AMS is used to monitor urgent and important tasks and escalate the tasks in accordance with the appropriate urgency strategy (such as that depicted in Table 1).

2. Discussion and Summary 
This paper has presented a case study of the UBW removal process in Hong Kong to illustrate how effective e-government process monitoring and interoperation can be facilitated. We have pointed out the major deficiencies in the existing system – a highly manual workflow process prone to delay and a lack of effective monitoring. To overcome these deficiencies, we illustrate how ECA rules can be applied to fulfill the enactment and enforcement requirements, while alerts are effective for the monitoring of these processes.  Our approach has the following advantages for these major stakeholders:

User’s Perspective

The system assists users to manage work tasks and retrieve information needed to complete a task. Systems and information from service partners once not available can bow be easily accessed through Web services client or webpage front-ends. Traditional information request through email and paper records can therefore be speeded up though direct information system queries.

Event-driven process enactment efficiently drives workflow among users for timely actions. Enforcement mechanism reduces the need for tedious regular manual checking unless exception events are raised for human attention. Alert-driven and escalation mechanism draws immediate attention for effective management and collaboration to ensure that the deadlines are observed or anticipated to ensure timeliness of service delivery. The status monitor facilitates users to identify delays and bottlenecks for process and service improvements, as well as to increase users’ confidence of the services.

Management’s Perspective

Through Web services, the challenges in converging and interfacing different businesses across different organizations can be tackled in a proper approach. The service partners can use the Internet for e-government process interoperation to improve efficiency while preserving their existing systems.
The status monitor enables the management to review service progress to ensure that the service commitments are met. In addition, significant productivity gains are expected due to automatic routing of tasks and retrieval of information required for completion of the tasks. The AMS helps reduce the monitoring effort as events requiring actions will be brought up to the management for action immediately.
System Developer’s Perspective

For legacy systems, developers can build wrappers around them to enable compatibility with Web services. As such, existing processes can be gradually extended to collaborate with service partners with adequate testing and streamlining the switch-over, which may otherwise cause a great impact for a major application. 
We expect our approach solve some of challenges pointed out by the findings of Janssen et al. [13]. In particular, the application of the event-driven execution and AMS-based monitoring helps enforce timeliness and partially help improve reliable of the processes. However, we also perceive some other of these challenges in our approach too. Defining and allocating new responsibilities of different stakeholders is indeed a key to success. For example, clarifying different urgency level in handling different UBW and which party to handle UBW of different urgency levels is essential. Although our approach classifies urgency and therefore help allocating and prioritizing the use of limited resources for handling UBW, capturing the engineering expertise for classifying urgency from the existing human process to the automation is not easy at all. This is one direction of our research. So, in the first stage, we still have to rely on human resources for such classification. The current disparate channels for reporting UBW and following up have to be unified, say, by a portal or call center, so that complainants and owners of UBW can be served without confusion.
Our existing approach focuses on the deployment of ECA rules and alert management in the UBW process for automation and monitoring of tasks. We anticipate our approach is suitable for e-government and public administration applications with similar nature: involving urgent processes, complaints, and monitoring the overall process is necessary. In fact, resource scheduling can also greatly affect the efficiency of the whole process. A good further work is to study the workforce management, taking into account different service level commitments, task priority and role matching. In addition, security and privacy issues are also in our research agenda.
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