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E-commerce Industry Framework

and associated technology:

Introduction

The basic framework of e-commerce enables doing business online. The framework consists of a comprehensive structure beginning with the based technology layer to the general service layer. E-commerce has, to a certain extent, changed markets structure. Traditionally, market ties were created through the exchange of goods, services, and money. E-commerce has brought in an essential element: information. Market ties are now based on information services, information goods and electronic money. Although the nature of exchanging products remains unchanged, the channel and the format of doing business have changed. To better understand the basic framework of e-commerce, the following paragraphs explain the features of the major layers in the environment of e-commerce.

Basic Framework

1. The First layer: Network Infrastructure

Also known as the “Information Superhighway”, network infrastructure is the foundation layer of hardware infrastructure. It is a mixture of many forms of information transport systems, which include telecom, cable TV, wireless and the Internet.  These systems, in particular the Internet, provide various types of telecommunication channels for transmission of contents used in e-commerce.

2. The Second Layer: Multimedia Content and Network Publishing

While the Information Superhighway is the transportation basis that allows content such as text, sounds and images to be transmitted, the second layer provides an architecture that enables the content to be developed in a programming language know as Hyper Text Markup Language (HTML) for publishing on the World Wide Web (WWW).  Another programming language in use is Java, which enables multimedia content to be transmitted to end users’ personal computers via various networks such as cable, wireless, fiber optics and satellites.

3. The Third layer: Messaging and Information Dissemination

Messaging transmission is usually done by the following technologies:

(a) Communicating non-formatted data: by using facsimile, electronic mail, which mainly directs to individuals.

(b) Communicating formatted data: by using Electronic Data Interchange (EDI) without human intervention.  It is mainly used for business documents such as purchase orders, invoices and packing lists.  Messaging transmission technology has encouraged business process automation. 

(c) Hyper Text Transfer Protocol (HTTP):  HTTP is an information dissemination tool generally used on the Internet.  It uses a common display format to publish non-formatted multimedia messages in various environments.

(d) Uniform Resource Locator (URL):  URL is at present used by many web surfers to search for information.

4. The Fourth layer: Security Protection in Business Services

This layer is regarded as the essential facilities for doing business because it is required by both business corporations and individuals in business transactions. The facilities include standardized product catalogues, price lists, electronic payment methods, secured transmission of business information, and the authentication of identity of both trading parties.  The ultimate goal of e-commerce is that the seller gets the payment and the buyer obtains the product.  To ensure transaction security, e-commerce needs to ensure content reliability, integrity, non-repudiation, and to provide the relevant evidence in case of disputes.  Therefore, payment security on the web is crucial to ensure smooth completion of a transaction.  The prevailing method of security measure is by electronic certification which provides ‘end-to-end’ security protection.

5. The Fifth layer: Practical Application of E-commerce

E-commerce is widely employed in supply chain management, electronic marketing, electronic advertising, online shopping, online entertainment, pay-information service and network banking.

The Last Word

The application of e-commerce has promoted business globalization. Consumers can easily obtain products from other countries via the Internet. This has given rise to issues such as custom clearance and payment of duties. Different countries have different systems and conditions, which may contradict with the cross-border nature of e-commerce. Therefore, international collaboration to develop associated policies and regulations is vital. Crippling laws and regulations will hamper the development of e-commerce.

Associated Network Protocols

Apart from the basic framework, another pillar in e-commerce is the various technical standards and the associated network protocols. 

Technical standards define the specifics of user interfaces, information transport protocol, information publishing and transaction security protocol. These standards are crucial to ensure the compatibility and generalization of different network environments of e-commerce. 

Established standards such as UN/EDIFACT Standards Database, America X12 Standard, and Secure Electronic Transactions (SET) jointly developed by international organizations are effective for payment security. 

Due to the fact that e-commerce is a cross-border activity, it is in need of elaborated and sound laws and regulations. Therefore, to ensure the smooth implementation of e-commerce, global standard of laws and regulations, security protection system and the relevant technical standards are crucial.

MODEM:

A device that converts the digital signals produced by terminals and computers into the analog signals that telephone circuits are designed to carry. Despite the availability of several all-digital transmission networks, the analog telephone network remains the most readily available facility for voice and data transmission. Since terminals and computers transmit data using digital signaling, whereas telephone circuits are designed to transmit analog signals used to convey human speech, a device is required to convert from one to the other in order to transmit data over telephone circuits. The term modem is a contraction of the two main functions of such a unit, modulation and demodulation. The device is also called a data set.

In its most basic form a modem consists of a power supply, transmitter, and receiver. The power supply provides the voltage necessary to operate the modem's circuitry. The transmitter section contains a modulator as well as filtering, wave-shaping, and signal control circuitry that converts digital pulses (often input as a direct-current signal with one level representing a digital one and another level a digital zero) into analog, wave-shaped signals that can be transmitted over a telephone circuit. The receiver section contains a demodulator and associated circuitry that is used to reverse the modulation process by converting the received analog signals back into a series of digital pulses (see illustration). 

Signal conversion performed by modems. A modem converts a digital signal to an analog tone (modulation) and reconverts the analog tone into its original digital signal (demodulation).
Modem, an acronym for modulator/demodulator, is a device that allows one computer to "talk" with another one over a standard telephone line. Modems act as a kind of interpreter between a computer and the telephone line. Computers transmit digital data, expressed as electrical impulses, whereas telephones transmit voice frequencies as analog signals. To transmit digital data, the sending modem must first modulate, or encode, a computer's digital signal into an analog signal that can travel over the phone line. The receiving modem must then demodulate, or decode, the analog signal back into a digital signal recognizable to a computer. A modem transmits data in bits per second (bps), with the fastest modems transmitting at 56K (kilobits per second). An internal modem is housed within the computer itself, while an external modern is a separate device that is connected to the computer via a cable.

A variety of different rules, called protocols, govern the conversion of data to and from digital and analog. These protocols also govern error correction and data compression. Error correction is necessary to detect and correct data that may have become lost or garbled as the result of a poor telephone connection. Data compression speeds the data transfer by eliminating any redundant data sent between two modems, which the receiving modem then restores to its original form. Individual modems vary in the types of protocols they support, depending on such factors as manufacturer and age.

Communications software enables a modem to perform the many tasks necessary to complete a session of sending and receiving data. To initiate a modem session, the user issues the command appropriate to the software being used, and then the software takes over and begins the complicated process of opening the session, transferring the data, and closing the session.

To open the session, the software dials the receiving modem and waits for an answering signal from it. Once the two modems have established a connection, they engage in a process called "handshaking," wherein they exchange information about the types of protocols each uses, ultimately agreeing to use a set common to both. For example, if one modem supports a more recent set of protocols then does the other, the first modem will agree to use the earlier set so that each is sending data at the same rate, with error correction and data compression appropriate to those protocols. The handshaking process itself is governed by its own protocol.

In addition to transmitting and receiving data, the communications software may also automate other tasks for the user, such as dialing, answering, redialing, and logging onto an online service.

Alternatives to the Traditional Modem

The functionality provided by a traditional dialup modem—the ability to send and receive information electronically—is also offered in other technologies that offer faster transmission speeds, although each is not without its disadvantages. Integrated Services Digital Network (ISDN), Asymmetric Digital Subscriber Lines (ADSL), and Digital Subscriber Lines (DSL) all use more capacity of the existing phone to provide services.

At 128K, ISDN is more than twice as fast as a dialup modem, but not nearly as fast as ADSL or DSL. ADSL can deliver data at 8mbps, but is available only in selected urban areas. DSL transmits at a high rate of speed, but to ensure reliable service, the user must be located near the phone company's central office. In addition, a DSL connection is always "on," and so makes a computer more vulnerable to attacks from hackers. To secure a DSL connection, a user should install either a software package called a firewall or a piece of hardware called a router. With either of these in place, the DSL connection cannot be detected by outsiders.

Cable modems do not use phone lines. Instead, they utilize the same line that provides cable TV services to consumers. Offered by cable television companies, cable modems are about 50 times faster than a dialup modem, but transmission speed is dependent on the number of subscribers using the service at the same time. Because the service uses a shared connection, its speed decreases as the number of users increases. Satellite, or wireless, services are faster than a 56K modem, but slower than a DSL. In addition, the initial satellite installation is expensive. However, for users in rural areas who do not have access to other services, wireless service may be a viable option.

Modems and the Workplace

As Bonnie Lund states in Business Communication That Really Works!, "the speed with which we can exchange documents has revolutionized business communications," which in turn has enabled business to be done "faster, cheaper, and more efficiently." Modems, along with the related technologies, facilitate this rapid transfer of information between colleagues or customers, regardless of their location. Communications that, in the past, may have taken several days or even weeks to complete, can now be accomplished in a fraction of the time. For example, during a typical work day, an employee could use a modem to facilitate sending an email message to a customer, transmitting a spreadsheet containing the annual budget to a manager for review, or downloading a file from the Internet.

Lund also notes that "modems are changing the work style of corporate America" by enabling workers to telecommute or telework. In many companies, employees are allowed to work from home one or more days per week, accomplishing their work by using modems or similar technology to access the company's computers. In survey results released in 2000, the International Telework Association and Council (ITAC), a nonprofit organization that promotes the benefits of telework, found that 9.3 million employees in the United States telecommute a least one full day each week. Of these, about half work for small- to medium-sized organizations, while the remainder work for organizations with a least 1,500 employees

Electronic device that converts digital data into analog (modulated-wave) signals suitable for transmission over analog telecommunications circuits (e.g., traditional phone lines) and demodulates received analog signals to recover the digital data transmitted. The "modulator/demodulator" thus makes it possible for existing communications channels to support a variety of digital communications, including e-mail, Internet access, and fax transmissions. An ordinary modem, operating over traditional phone lines, has a data transmission speed limit of about 56 kilobits per second. ISDN lines allow communications at over twice that rate, and cable modems and DSL lines have transmission rates of over a million bits per second

modem [modulator/demodulator], an external device or internal electronic circuitry used to transmit and receive digital data over a communications line normally used for analog signals. A modem attached to a computer converts digital data to an analog signal that it uses to modulate a carrier frequency. This frequency is transmitted over a line, frequently as an audio signal over a telecommunications line, to another modem that converts it back into a copy of the original data. 

Synchronous data transmission uses timing signals in the data stream along with transmitted bits of uniform duration and interval. This permits the receiving modem to ignore spurious signals that do not conform to the anticipated signal. Asynchronous data transmission relies instead on various error-correcting protocols. Although most modems are either of the synchronous or asynchronous variety, some employ both methods of communication. Wireless modems send or receive data as a radio signal. A fax modem enables a computer to send and receive transmissions to and from a fax machine (see facsimile) or another fax modem.

Modems were first used with teletype machines to send telegrams and cablegrams. Digital modems were developed from the need to transmit large amounts of data for North American air defense during the 1950s. The first commercial modem was introduced in 1962. Dennis C. Hayes invented the personal computer modem in 1977, marking the emergence of the online and Internet era. In the beginning modems were used primarily to communicate between data terminals and a host computer. Later the use of modems was extended to communicate between hosts in networks. This required modems that could transmit data faster, leading to the introduction of compression techniques to increase data rates and error detection and correction techniques to improve reliability. However, still faster transmission speeds were required.

A traditional modem, operating over traditional—mostly analog—phone lines, has a data transmission speed limit of about 56 kilobits per second. A specification for an Integrated Services Digital Network (ISDN), which allows wide-bandwith digital transmissions using the public switched telephone network, was introduced in 1984. A phone call can transfer 64 kilobits of digital data per second with ISDN and 128 kilobits with dual-channel ISDN. ISDN connections are used to provide a wide variety of digital services including digital voice telephone, fax, e-mail, digital video, and access to the Internet.

Faster still are the Digital Subscriber Line (DSL) protocol, introduced in the early 1990s, and the cable modem, introduced in the late 1990s. Each of these has a maximum data transfer rate of 1.5 megabits per second. DSL provides a broadband digital communications connection that operates over standard copper telephone wires. The connection requires a DSL modem, which splits transmissions into a lower band for ordinary telephone calls and an upper band for digital data. The drawback of DSL is that connected computers must be within a few miles of the closest transmitting station. A cable modem modulates and demodulates signals like a telephone modem but it transfers data much more quickly over cable lines—primarily fiber-optic or coaxial cable. Broadband over Power Lines (BPL) modems work similarly but utilize electrical lines to transfer data; BPL modems are plugged into electrical outlets. BPL modems may be used to access an Internet service provider over the local power lines, or they may use the wiring within a building to create a network for the computers there.

Narrowband/phone-line dialup modems





28.8 kbit/s serial port modem from Motorola
A standard modem of today contains two functional parts: an analog section for generating the signals and operating the phone, and a digital section for setup and control. This functionality is actually incorporated into a single chip, but the division remains in theory. In operation the modem can be in one of two "modes", data mode in which data is sent to and from the computer over the phone lines, and command mode in which the modem listens to the data from the computer for commands, and carries them out. A typical session consists of powering up the modem (often inside the computer itself) which automatically assumes command mode, then sending it the command for dialing a number. After the connection is established to the remote modem, the modem automatically goes into data mode, and the user can send and receive data. When the user is finished, the escape sequence, "+++" followed by a pause of about a second, is sent to the modem to return it to command mode, and the command ATH to hang up the phone is sent.

The commands themselves are typically from the Hayes command set, although that term is somewhat misleading. The original Hayes commands were useful for 300 bit/s operation only, and then extended for their 1200 bit/s modems. Faster speeds required new commands, leading to a proliferation of command sets in the early 1990s. Things became considerably more standardized in the second half of the 1990s, when most modems were built from one of a very small number of "chip sets". We call this the Hayes command set even today, although it has three or four times the numbers of commands as the actual standard.

Increasing speeds (V.21 V.22 V.22bis)





A 2400 bit/s modem for a laptop.

The 300 bit/s modems used frequency-shift keying to send data. In this system the stream of 1s and 0s in computer data is translated into sounds which can be easily sent on the phone lines. In the Bell 103 system the originating modem sends 0s by playing a 1070 Hz tone, and 1s at 1270 Hz, with the answering modem putting its 0s on 2025 Hz and 1s on 2225 Hz. These frequencies were chosen carefully, they are in the range that suffer minimum distortion on the phone system, and also are not harmonics of each other.

In the 1200 bit/s and faster systems, phase-shift keying was used. In this system the two tones for any one side of the connection are sent at the similar frequencies as in the 300 bit/s systems, but slightly out of phase. By comparing the phase of the two signals, 1s and 0s could be pulled back out, for instance if the signals were 90 degrees out of phase, this represented two digits, "1,0", at 180 degrees it was "1,1". In this way each cycle of the signal represents two digits instead of one. 1200 bit/s modems were, in effect, 600 symbols per second modems (600 baud modems) with 2 bits per symbol.

Voiceband modems generally remained at 300 and 1200 bit/s (V.21 and V.22) into the mid 1980s. A V.22bis 2400-bit/s system similar in concept to the 1200-bit/s Bell 212 signalling was introduced in the U.S., and a slightly different one in Europe. By the late 1980s, most modems could support all of these standards and 2400-bit/s operation was becoming common.

For more information on baud rates versus bit rates, see the companion article List of device bandwidths.

Radio modems
Direct broadcast satellite, WiFi, and mobile phones all use modems to communicate, as do most other wireless services today. Modern telecommunications and data networks also make extensive use of radio modems where long distance data links are required. Such systems are an important part of the PSTN, and are also in common use for high-speed computer network links to outlying areas where fibre is not economical.

Even where a cable is installed, it is often possible to get better performance or make other parts of the system simpler by using radio frequencies and modulation techniques through a cable. Coaxial cable has a very large bandwidth, however signal attenuation becomes a major problem at high data rates if a digital signal is used. By using a modem, a much larger amount of digital data can be transmitted through a single piece of wire. Digital cable television and cable Internet services use radio frequency modems to provide the increasing bandwidth needs of modern households. Using a modem also allows for frequency-division multiple access to be used, making full-duplex digital communication with many users possible using a single wire.

Wireless modems come in a variety of types, bandwidths, and speeds. Wireless modems are often referred to as transparent or smart. They transmit information that is modulated onto a carrier frequency to allow many simultaneous wireless communication links to work simultaneously on different frequencies.

Transparent modems operate in a manner similar to their phone line modem cousins. Typically, they were half duplex, meaning that they could not send and receive data at the same time. Typically transparent modems are polled in a round robin manner to collect small amounts of data from scattered locations that do not have easy access to wired infrastructure. Transparent modems are most commonly used by utility companies for data collection.

Smart modems come with a media access controller inside which prevents random data from colliding and resends data that is not correctly received. Smart modems typically require more bandwidth than transparent modems, and typically achieve higher data rates. The IEEE 802.11 standard defines a short range modulation scheme that is used on a large scale throughout the world.

Broadband




DSL modem
ADSL modems, a more recent development, are not limited to the telephone's "voiceband" audio frequencies. Some ADSL modems use coded orthogonal frequency division modulation (DMT).

Cable modems use a range of frequencies originally intended to carry RF television channels. Multiple cable modems attached to a single cable can use the same frequency band, using a low-level media access protocol to allow them to work together within the same channel. Typically, 'up' and 'down' signals are kept separate using frequency division multiple access.

New types of broadband modems are beginning to appear, such as doubleway satellite and power line modems.

Broadband modems should still be classed as modems, since they use complex waveforms to carry digital data. They are more advanced devices than traditional dial-up modems as they are capable of modulating/demodulating hundreds of channels simultaneously.

Many broadband modems include the functions of a router (with Ethernet and WiFi ports) and other features such as DHCP, NAT and firewall features.

When broadband technology was introduced, networking and routers were unfamiliar to consumers. However, many people knew what a modem was as most internet access was through dial-up. Due to this familiarity, companies started selling broadband modems using the familiar term "modem" rather than vaguer ones like "adapter" or "transceiver".

Many broadband modems must be configured in bridge mode before they can use a router.

Deep-space telecommunications
Many modern modems have their origin in deep space telecommunications systems of the 1960s.

Differences with deep space telecom modems vs landline modems

· digital modulation formats that have high doppler immunity are typically used 

· waveform complexity tends to be low, typically binary phase shift keying 

· error correction varies mission to mission, but is typically much stronger than most landline modems 

Voice modem
Voice modems are regular modems that are capable of recording or playing audio over the telephone line. They are used for telephony applications. See Voice modem command set for more details on voice modems. This type of modem can be used as FXO card for Private branch exchange systems (compare V.92).

Popularity
A CEA study in 2006 found that dial-up Internet access is on a notable decline in the U.S. In 2000, dial-up Internet connections accounted for 74% of all U.S. residential Internet connections. The US demographic pattern for (dial-up modem users per capita) has been more or less mirrored in Canada and Australia for the past 20 years.

Dial-up modem use in the US had dropped to 60% by 2003, and currently (2006) stands at 36%. Voiceband modems were once the most popular means of Internet access in the U.S., but with the advent of new ways of accessing the Internet, the traditional 56K modem is losing popularity

SEARCH ENGINE:

A program that searches documents for specified keywords and returns a list of the documents where the keywords were found. Although search engine is really a general class of programs, the term is often used to specifically describe systems like Google,  Alta Vista and Excite that enable users to search for documents on the World Wide Web and USENET newsgroups. 

Typically, a search engine works by sending out a spider to fetch as many documents as possible. Another program, called an indexer, then reads these documents and creates an index based on the words contained in each document. Each search engine uses a proprietary algorithm to create its indices such that, ideally, only meaningful results are returned for each query. 

1. A software program that searches a database and gathers and reports information that contains or is related to specified terms. 

2. A website whose primary function is providing a search engine for gathering and reporting information available on the Internet or a portion of the Internet. 

A search engine is something online which hunts throught thousands of stored entries and finds results according to the terms someone has searches. Google is the most popular example of an Internet search engine, shortly followed by Yahoo and many other smaller businesses which have attempted to beat Google but which also failed miserably. 

Search engines usually use complicated algorithms to decide what links they should provide the user with, as well as the website's description, viewing options (like cached pages, basic HTML, etc) and other options if they are applicable. 

Sometime, searching can be enhanced by including various symbols in and around search terms. For example, adding a '+' in Google will search for the term before the '+' and the term after the '+' as if these two terms should be very closely linked together. Also, adding a '-' will exclude search results which have the term after the '-'. 

Web browser
A Web browser is a software application which enables a user to display and interact with text, images, videos, music, games and other information typically located on a Web page at a Web site on the World Wide Web or a local area network. Text and images on a Web page can contain hyperlinks to other Web pages at the same or different Web site. Web browsers allow a user to quickly and easily access information provided on many Web pages at many Web sites by traversing these links. Web browsers format HTML information for display, so the appearance of a Web page may differ between browsers.

Web browsers are the most-commonly-used type of HTTP user agent. Although browsers are typically used to access the World Wide Web, they can also be used to access information provided by Web servers in private networks or content in file systems.

Definition of a Browser

Merriam-Webster's dictionary defines a web browser as a computer program used for accessing sites or information on a network (as the World Wide Web). This is a simple, yet accurate description. Web browsers come in many different styles, each with their own nuances. However, the main reason a person utilizes a web browser is to view web pages on the Internet, similar to the way you are viewing this article right now.

How a Browser Retrieves a Web Page

The browser application retrieves or fetches code, usually written in HTML (Hyper Text Markup Language) and/or another language, from a web server, interprets this code, and renders (displays) it as a web page for you to view. In the majority of cases, user interaction is needed to tell the browser what web site or specific web page he or she would like to view. One way this is done is via the browser's address bar.

The web address, or URL (Uniform Resource Locator), that you type into the browser's address bar tells the browser where to obtain a page or pages from. For example, let's say that you typed the following URL into the browser's address bar: http://about.com/compute/.

In this case, you're attempting to reach the Computing & Technology section of About.com. The browser looks at this particular URL in two main sections. The first is the protocol, which in the address shown is "http://". HTTP, which stands for Hypertext Transfer Protocol, is the standard protocol used to request and transmit files on the Internet, mostly web pages and their respective components. Since the browser now knows that the protocol is HTTP, it knows how to interpret everything located to the right of the forward slashes. It now looks at "about.com", which tells the browser the location of the web server it needs to retrieve the page or pages from.

Next, once it reaches this web server, it retrieves the index page of the "/compute" directory. Once this page is retrieved by the browser, it is interpreted and rendered in the browser's main window for you to view.

Domain Name System (DNS)

The Domain Name System (DNS) is a hierarchical naming system for computers, services, or any resource participating in the Internet. It associates various information with domain names assigned to such participants. Most importantly, it translates domain names meaningful to humans into the numerical (binary) identifiers associated with networking equipment for the purpose of locating and addressing these devices world-wide. An often used analogy to explain the Domain Name System is that it serves as the "phone book" for the Internet by translating human-friendly computer hostnames into IP addresses. For example, www.example.com translates to 208.77.188.166.

The Domain Name System makes it possible to assign domain names to groups of Internet users in a meaningful way, independent of each user's physical location. Because of this, World-Wide Web (WWW) hyperlinks and Internet contact information can remain consistent and constant even if the current Internet routing arrangements change or the participant uses a mobile device. Internet domain names are easier to remember than IP addresses such as 208.77.188.166 (IPv4) or 2001:db8:1f70::999:de8:7648:6e8 (IPv6). People take advantage of this when they recite meaningful URLs and e-mail addresses without having to know how the machine will actually locate them.

The Domain Name System distributes the responsibility of assigning domain names and mapping those names to IP addresses by designating authoritative name servers for each domain. Authoritative name servers are assigned to be responsible for their particular domains, and in turn can assign other authoritative name servers for their sub-domains. This mechanism has made the DNS distributed, fault tolerant, and helped avoid the need for a single central register to be continually consulted and updated.

In general, the Domain Name System also stores other types of information, such as the list of mail servers that accept email for a given Internet domain. By providing a world-wide, distributed keyword-based redirection service, the Domain Name System is an essential component of the functionality of the Internet.

Other identifiers such as RFID tags, UPC codes, International characters in email addresses and host names, and a variety of other identifiers could all potentially utilize DNS [1].

The Domain Name System also defines the technical underpinnings of the functionality of this database service. For this purpose it defines the DNS protocol, a detailed specification of the data structures and communication exchanges used in DNS, as part of the Internet Protocol Suite (TCP/IP). The DNS protocol was developed and defined in the early 1980s and published by the Internet Engineering Task Force
URLs - What is an URL?

URL stands for Uniform Resource Locator, which means it is a uniform (same throughout the world) way to locate a resource (file or document) on the Internet. The URL specifies the address of a file and every file on the Internet has a unique address. Web software, such as your browser, use the URL to retrieve a file from the computer on which it resides.

The actual URL is a set of four numbers separated by periods. An example of this would be 202.147.23.8 but as these are difficult for humans to use, addresses are represented in alphanumeric form that is more descriptive and easy to remember. Thus, the URL of my site which is URL 209.164.80.192 can also be written as www.simplygraphix.com. The Internet Domain Name System translates the alphanumerical address to numeric.

Format of a URL:
Protocol://site address/path/filename
For example, the URL of my company site is:
http://www.simplygraphix.com/
and a typical page on this site would be:
http://www.simplygraphix.com/portfolio/4.html
The above URL consist of:

· Protocol: http 

· Host computer name: www 

· Domain name: simplygraphix 

· Domain type: com 

· Path: /portfolio 

· File name 4.html 

Protocols

In addition to the http protocol (mentioned above), there are a few other protocols on the Internet.

· File: Enables a hyperlink to access a file on a local system. 

· FTP: Used to download files from remote machines. 

· Gopher: Helps in accessing a gopher server. 

· mailto: Calls SMTP (the Simple Mail Transport Protocol) and enables a hyperlink to send an addressed email message. 

· news: helps in accessing a USENET newsgroup. 

· telnet: Provides the means for a hyperlink to open a telnet session on a remote computer. 

Site Address

The site address consists of the host computer name, the domain name and the domain type. The domain name should be descriptive for easy comprehension and is usually the name of the organization or company.
There are various domain types. Some of them are listed below:

com: specifies commercial entities
net: highlights networks or network providers
org: organizations (usually non-profit)
edu: colleges and universities (education providers)
gov: government agencies
mil: military entities of the United States of America

For countries other than the U.S.A., the URL can be longer as in:
http://www.bioinfo.ernet.in

The general format of such URLs is:
machine name.domain name.domain type.country code.

This represents a more localized domain name. The country code is a two-letter extension standardized by the International Standards Organization as ISO 3166. Some country codes are given below:
in: India
de: Germany
ca: Canada
jp: Japan
uk: United Kingdom

Domain types can also be different for different countries. For example, an educational site can have the domain name www.school.ac.uk in the United Kingdom. Thus ac (academic) is used instead of edu. Similarly com is represented as co for Indian domain names.

Path Name

Path name specifies the hierarchic location of the said file on the computer. For instance, in http://www.simplygraphix.com/portfolio/4.html the file 4.html is located in portfolio subdirectory under the server root directory.

Port

Browsers communicate with the server using entry points called ports. Associated with each protocol is a default port number, such as HTTP defaults to port 80.
The server administrator can configure the server to handle http requests at a different port. In such cases, the port number has to be supplied as a part of the URL. The port number is placed at the end of the URL after a colon.

www.some-address.com:50

E-mail (electronic mail)

E-mail (electronic mail) is the exchange of computer-stored messages by telecommunication. (Some publications spell it email; we prefer the currently more established spelling of e-mail.) E-mail messages are usually encoded in ASCII text. However, you can also send non-text files, such as graphic images and sound files, as attachments sent in binary streams. E-mail was one of the first uses of the Internet and is still the most popular use. A large percentage of the total traffic over the Internet is e-mail. E-mail can also be exchanged between online service provider users and in networks other than the Internet, both public and private. 

E-mail can be distributed to lists of people as well as to individuals. A shared distribution list can be managed by using an e-mail reflector. Some mailing lists allow you to subscribe by sending a request to the mailing list administrator. A mailing list that is administered automatically is called a list server. 

E-mail is one of the protocols included with the Transport Control Protocol/Internet Protocol (TCP/IP) suite of protocols. A popular protocol for sending e-mail is Simple Mail Transfer Protocol and a popular protocol for receiving it is POP3. Both Netscape and Microsoft include an e-mail utility with their Web browsers. 

HTML:

HTML stands for Hyper Text Markup Language. It is a type of computer language that is primarily used for files that are posted on the internet and viewed by web browsers. HTML files can also be sent via email. 

Although it may seem complex to the uninitiated, HTML is relatively simple. All text, graphics and design elements of a web page are "tagged" with codes that instruct the web browser how to display the files. Such files are easy to recognize because they contain the file extension of 'html' or 'htm'.

In addition to the page content itself, HTML files provide layout and formatting information. HTML is not case sensitive and can be easily updated after the file is created. For the novice web designer, there are many different software utilities and programs available to assist in generating HTML pages.

To format a simple text file into HTML, the user creates tags that start and finish with angle brackets. To end the formatting or change to another format, the HTML developer types the first angle bracket, a backslash, then repeats the command and closes the bracket. For example, <H1>What is HTML?</H1> is the code used to create the heading at the top of this article. 

There are different codes for all sorts of other formatting including italics, tables, paragraphs etc. The "A" tag is used to designate words that are to be displayed as hyperlinks to other pages.

If you would like to view a sample of HTML, a good place to start might be the code that was used to generate this very page. Simply click on the "view" menu on your browser and then select "source". It may look complicated, but if you learned the limited number of tags, you would discover that it is a relatively straightforward language.
What is IPv6?

Introduction to IPv6

Microsoft is delivering support for the emerging update to the Internet Protocol, commonly referred to as IP version 6 — or simply IPv6 (RFC 2460). This protocol suite is based on a standard from the Internet Engineering Task Force (IETF), and it is designed to significantly increase the size of the address space used to identify communication endpoints in the Internet, thereby allowing it to continue its tremendous growth rate. As a core networking protocol in Windows Server 2003, IPv6 serves as one of two Internet protocols that enable computers running Windows to communicate on intranets and over the Internet.

The recent broad adoption of always-on technologies such as Digital Subscriber Line (DSL) and cable modems, coupled with the pending integration of personal data assistants (PDAs) and cellular phones into always-addressable Mobile Information Appliances, significantly elevates the urgency to expand the address space that Internet-connected systems use to communicate. The address space currently used is defined as part of the Internet Protocol, or IP (the network layer of the TCP/IP protocol suite). The version of IP commonly used today, Version 4 (IPv4), has not been substantially changed since RFC 791 was published in 1981. Since then, IPv4 has proven to be robust, easily implemented, and interoperable. It has withstood the test of scaling an internet work (a network of networks) to a global utility the size of today’s Internet. 

IPv6 will continue the tradition of the IPv4 protocol, which gained much of its acceptance by defining mechanisms to tie systems together over a wide variety of disparate networking technologies. Already defined link-layer mappings for transporting IPv6 include Ethernet, Point-to-Point Protocol (PPP), Fiber Distributed Data Interface (FDDI), Token Ring, Asynchronous Transfer Mode (ATM), Frame Relay, and IEEE 1394. From an architectural perspective, an IPv4-based infrastructure appears to systems that are enabled for IPv6 as a single segment non-broadcast multi-access (NBMA) network. The capability to send IPv6 traffic over existing IPv4 networks will provide an initial reach as broad as the current Internet, limited only by the endpoints’ ability and readiness to make use of it.

New capabilities that are expected to drive rapid adoption include scoped addresses; stateless auto configuration, which lowers complexity and management burden; and mandatory IP security (IPSec), which permits end-to-end data authentication and integrity and increases privacy of connections. In addition, technologies that extend the lifetime of IPv4 (such as network address translation, or NATs) frequently do not work with existing applications, and those technologies are already restricting the flexibility to deploy new applications. NATs are popular today because they allow multiple systems to share a single public IPv4 address. However, they tend to enforce a client/server usage model where the client uses private address space with only the server existing in public address space. IPv6 brings back the capability of “end-to-end control of communications,” making networking applications simpler as the network again becomes transparent.

What is security?

A computer operating system stores and processes information in the form of electronic data. In doing so, a computer operating system (also known as an operating system, a computer system, or simply a system) provides an interface between you, the user of the computer, and the computer. An operating system provides you with commands, library routines, functions, and programs that allow you to tell the computer how to store and process the information that belongs to you. 

The need for computer security comes mainly from the multi-user nature of computer systems. If every computer user had a locked office containing a private computer, then there would be no need for a secure operating system. But most computer systems have many users who share resources. The security mechanisms in UnixWare provide for the controlled sharing of computer resources, and therefore provide security. Even single-user systems require security if they are eventually used to export information. 

Security, for a computing system, means that the information on the system is protected from unauthorized disclosure. For the purposes of this discussion, security also encompasses the concept of integrity, that is, the assurance that information is protected from unauthorized modification or corruption. 

There are many ways in which the security of a computer system can be violated. Unauthorized access to read or write files can be the result of 

· the abuse of privileges by users or administrators 

· malicious programs that surreptitiously gain privileges or access to files 

· idle browsing of files that are inadequately protected by existing security mechanisms 

To perform its storage and processing functions correctly, a computer system must keep data separate from other data and must also restrict access to data. Computer systems typically have mechanisms that identify users to the system, keep data separate, and limit access to data. By making access decisions, these mechanisms enforce rules about who can access what, supplying basic security. 

Most computer systems make access decisions based on a unique identity assigned to each user on the system, typically known as a login. While you are logged in, all data you enter create, and process belongs to you. Data is stored in named files on the computer system. Each file you own is kept separate from the rest of your files and from the files belonging to other users. 

To help administrators protect information from unauthorized access, UnixWare offers a variety of security mechanisms. 

UnixWare supplies basic security through the use of the login and password mechanisms, which identify you to the system and put you in control of your data, and through the use of access permission bits, and, optionally, Access Control Lists (ACLs), which allow you to determine what other users can access your files. This is security by access control. 

Proxy server:
A server that sits between a client application, such as a Web browser, and a real server. It intercepts all requests to the real server to see if it can fulfill the requests itself. If not, it forwards the request to the real server. 

Proxy servers have two main purposes: 

 Improve Performance: Proxy servers can dramatically improve performance for groups of users. This is because it saves the results of all requests for a certain amount of time. Consider the case where both user X and user Y access the World Wide Web through a proxy server. First user X requests a certain Web page, which we'll call Page 1. Sometime later, user Y requests the same page. Instead of forwarding the request to the Web server where Page 1 resides, which can be a time-consuming operation, the proxy server simply returns the Page 1 that it already fetched for user X. Since the proxy server is often on the same network as the user, this is a much faster operation. Real proxy servers support hundreds or thousands of users. The major online services such as America Online, MSN and Yahoo, for example, employ an array of proxy servers. 

 Filter Requests: Proxy servers can also be used to filter requests. For example, a company might use a proxy server to prevent its employees from accessing a specific set of Web sites
Internet Service Providers:

Short for Internet Service Provider, a company that provides access to the Internet. For a monthly fee, the service provider gives you a software package, username, password and access phone number. Equipped with a modem, you can then log on to the Internet and browse the World Wide Web and USENET, and send and receive e-mail. 

In addition to serving individuals, ISPs also serve large companies, providing a direct connection from the company's networks to the Internet. ISPs themselves are connected to one another through Network Access Points (NAPs).

Just as their customers pay them for Internet access, ISPs themselves pay upstream ISPs for Internet access. An upstream ISP usually has a larger network than the contracting ISP and/or is able to provide the contracting ISP with access to parts of the Internet the contracting ISP by itself has no access to.

In the simplest case, a single connection is established to an upstream ISP and is used to transmit data to or from areas of the Internet beyond the home network; this mode of interconnection is often cascaded multiple times until reaching a Tier 1 carrier. In reality, the situation is often more complex. ISPs with more than one point of presence (PoP) may have separate connections to an upstream ISP at multiple PoPs, or they may be customers of multiple upstream ISPs and may have connections to each one of them at one or more point of presence.

Why use an ISP?

Unless you have a specialised line (other than a telephone line), you cannot connect directly to the internet using your telephone line. Indeed, the telephone line was not designed for this: 

· it was originally designed to transport "voice", i.e. a frequency modulation in the range of the voice tone 

· telephone servers only know how to start a conversation from a telephone number 

· unless you resort to a special service, generally it is not possible to have communication between more than two points... 

So, the internet service provider is an intermediary (connected to the internet by specialised lines) which gives you access to the Internet, using a number which you enter using your modem, and which enables a connection to be established. 

How does the ISP connect you to the Internet?

When you are connected to the Internet through your service provider, communication between you and the ISP is established using a simple protocol: PPP (Point to Point Protocol), a protocol making it possible for two remote computers to communicate without having an IP address. 
In fact your computer does not have an IP address. However an IP address is necessary to be able to go onto the Internet because the protocol used on the Internet is the TCP/IP protocol which makes it possible for a very large number of computers which are located by these addresses to communicate. 

So, communication between you and the service provider is established according to the PPP protocol which is characterized by: 

· a telephone call 

· initialization of communication 

· verification of the user name (login or user id) 

· verification of the password 

Once you are "connected", the internet service provider lends you an IP address which you keep for the whole duration that you are connected to the internet. However, this address is not fixed because at the time of the next connection the service provider gives you one of its free addresses (therefore different because depending on its capacity, it may have several hundreds of thousand addresses.). 
Your connection is therefore a proxy connection because it is your service provider who sends all the requests you make and the service provider who receives all the pages that you request and who returns them to you. 

It is for these reasons for example that when you have Internet access via an ISP, you must pick up your email on each connection because generally it is the service provider that receives your email (it is stored on one of its servers). 

Internet Access Provider:

Short for Internet Access Provider, a company that provides access to the Internet. IAPs generally provide dial-up access through a modem and PPP connection, though companies that offer Internet access with other devices, such as cable modems or wireless connections, could also be considered IAPs. 

INTERNET:

The Internet, sometimes called simply "the Net," is a worldwide system of computer networks - a network of networks in which users at any one computer can, if they have permission, get information from any other computer (and sometimes talk directly to users at other computers). It was conceived by the Advanced Research Projects Agency (ARPA) of the U.S. government in 1969 and was first known as the ARPANET. The original aim was to create a network that would allow users of a research computer at one university to be able to "talk to" research computers at other universities. A side benefit of ARPANet's design was that, because messages could be routed or rerouted in more than one direction, the network could continue to function even if parts of it were destroyed in the event of a military attack or other disaster. 

Today, the Internet is a public, cooperative, and self-sustaining facility accessible to hundreds of millions of people worldwide. Physically, the Internet uses a portion of the total resources of the currently existing public telecommunication networks. Technically, what distinguishes the Internet is its use of a set of protocols called TCP/IP (for Transmission Control Protocol/Internet Protocol). Two recent adaptations of Internet technology, the intranet and the extranet, also make use of the TCP/IP protocol.

For many Internet users, electronic mail (e-mail) has practically replaced the Postal Service for short written transactions. Electronic mail is the most widely used application on the Net. You can also carry on live "conversations" with other computer users, using Internet Relay Chat (IRC). More recently, Internet telephony hardware and software allows real-time voice conversations. 

The most widely used part of the Internet is the World Wide Web (often abbreviated "WWW" or called "the Web"). Its outstanding feature is hypertext, a method of instant cross-referencing. In most Web sites, certain words or phrases appear in text of a different color than the rest; often this text is also underlined. When you select one of these words or phrases, you will be transferred to the site or page that is relevant to this word or phrase. Sometimes there are buttons, images, or portions of images that are "clickable." If you move the pointer over a spot on a Web site and the pointer changes into a hand, this indicates that you can click and be transferred to another site.

Using the Web, you have access to millions of pages of information. Web browsing is done with a Web browser, the most popular of which are Microsoft Internet Explorer and Netscape Navigator. The appearance of a particular Web site may vary slightly depending on the browser you use. Also, later versions of a particular browser are able to render more "bells and whistles" such as animation, virtual reality, sound, and music files, than earlier versions.

World Wide Web:

A system of Internet servers that support specially formatted documents. The documents are formatted in a markup language called HTML (Hyper Text Markup Language) that supports links to other documents, as well as graphics, audio, and video files. This means you can jump from one document to another simply by clicking on hot spots. Not all Internet servers are part of the World Wide Web. 

There are several applications called Web browsers that make it easy to access the World Wide Web; Two of the most popular being Netscape Navigator and Microsoft's Internet Explorer. World Wide Web is not synonymous with the Internet. Short for Hyper Text Markup Language, the authoring language used to create documents on the World Wide Web. HTML is similar to SGML, although it is not a strict subset. 

HTML defines the structure and layout of a Web document by using a variety of tags and attributes. The correct structure for an HTML document starts with <HTML><HEAD>(enter here what document is about)<BODY> and ends with </BODY></HTML>. All the information you'd like to include in your Web page fits in between the <BODY> and </BODY> tags. 

There are hundreds of other tags used to format and layout the information in a Web page. Tags are also used to specify hypertext links. These allow Web developers to direct users to other Web pages with only a click of the mouse on either an image or word(s)

Digital cash:

A system that allows a person to pay for goods or services by transmitting a number from one computer to another. Like the serial numbers on real dollar bills, the digital cash numbers are unique. Each one is issued by a bank and represents a specified sum of real money. One of the key features of digital cash is that, like real cash, it is anonymous and reusable. That is, when a digital cash amount is sent from a buyer to a vendor, there is no way to obtain information about the buyer. This is one of the key differences between digital cash and credit card systems. Another key difference is that a digital cash certificate can be reused. 

Digital cash transactions are expected to become commonplace by the year 2000. However, there a number of competing protocols, and it is unclear which ones will become dominant. Most digital cash systems start with a participating bank that issues cash numbers or other unique identifiers that carry a given value, such as five dollars. To obtain such a certificate, you must have an account at the bank; when you purchase digital cash certificates, the money is withdrawn from your account. You transfer the certificate to the vendor to pay for a product or service, and the vendor deposits the cash number in any participating bank or retransmits it to another vendor. For large purchases, the vendor can check the validity of a cash number by contacting the issuing bank.  Become dominant. Most digital cash systems start with a participating bank that issues cash numbers or other unique identifiers that carry a given value, such as five dollars. To obtain such a certificate, you must have an account at the bank; when you purchase digital cash certificates, the money is withdrawn from your account. You transfer the certificate to the vendor to pay for a product or service, and the vendor deposits the cash number in any participating bank or retransmits it to another vendor. For large purchases, the vendor can check the validity of a cash number by contacting the issuing bank



What is a Digital Signature?
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- A digital signature (not to be confused with a digital certificate) is an electronic signature that can be used to authenticate the identity of the sender of a message or the signer of a document, and possibly to ensure that the original content of the message or document that has been sent is unchanged. Digital signatures are easily transportable, cannot be imitated by someone else, and can be automatically time-stamped. The ability to ensure that the original signed message arrived means that the sender cannot easily repudiate it later. 

A digital signature can be used with any kind of message, whether it is encrypted or not, simply so that the receiver can be sure of the sender's identity and that the message arrived intact. A digital certificate contains the digital signature of the certificate-issuing authority so that anyone can verify that the certificate is real.
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(Bob's public key) 
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(Bob's private key)


Bob has been given two keys. One of Bob's keys is called a Public Key, the other is called a Private Key. 

	Bob's Co-workers:
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Anyone can get Bob's Public Key, but Bob keeps his Private Key to himself 

	Pat
	Doug
	Susan
	
	


Bob's Public key is available to anyone who needs it, but he keeps his Private Key to himself. Keys are used to encrypt information. Encrypting information means "scrambling it up", so that only a person with the appropriate key can make it readable again. Either one of Bob's two keys can encrypt data, and the other key can decrypt that data. 

Susan (shown below) can encrypt a message using Bob's Public Key. Bob uses his Private Key to decrypt the message. Any of Bob's coworkers might have access to the message Susan encrypted, but without Bob's Private Key, the data is worthless. 
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	"Hey Bob, how about lunch at Taco Bell. I hear they have free refills!"
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	HNFmsEm6Un BejhhyCGKOK JUxhiygSBCEiC 0QYIh/Hn3xgiK BcyLK1UcYiY lxx2lCFHDC/A 


	[image: image17.png]



	[image: image18.png]



	HNFmsEm6Un BejhhyCGKOK JUxhiygSBCEiC 0QYIh/Hn3xgiK BcyLK1UcYiY lxx2lCFHDC/A 
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	"Hey Bob, how about lunch at Taco Bell. I hear they have free refills!"


With his private key and the right software, Bob can put digital signatures on documents and other data. A digital signature is a "stamp" Bob places on the data which is unique to Bob, and is very difficult to forge. In addition, the signature assures that any changes made to the data that has been signed can not go undetected. 
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	To sign a document, Bob's software will crunch down the data into just a few lines by a process called "hashing". These few lines are called a message digest. (It is not possible to change a message digest back into the original data from which it was created.) 
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Bob's software then encrypts the message digest with his private key. The result is the digital signature. 
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Finally, Bob's software appends the digital signature to document. All of the data that was hashed has been signed. 
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Bob now passes the document on to Pat. 
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	First, Pat's software decrypts the signature (using Bob's public key) changing it back into a message digest. If this worked, then it proves that Bob signed the document, because only Bob has his private key. Pat's software then hashes the document data into a message digest. If the message digest is the same as the message digest created when the signature was decrypted, then Pat knows that the signed data has not been changed. 


Plot complication...
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	Doug (our disgruntled employee) wishes to deceive Pat. Doug makes sure that Pat receives a signed message and a public key that appears to belong to Bob. Unbeknownst to Pat, Doug deceitfully sent a key pair he created using Bob's name. Short of receiving Bob's public key from him in person, how can Pat be sure that Bob's public key is authentic? 


It just so happens that Susan works at the company's certificate authority center. Susan can create a digital certificate for Bob simply by signing Bob's public key as well as some information about Bob. 

	Bob Info: 
    Name 
    Department 
    Cubical Number 

Certificate Info: 
    Expiration Date 
    Serial Number 

Bob's Public Key: 
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Now Bob's co-workers can check Bob's trusted certificate to make sure that his public key truly belongs to him. In fact, no one at Bob's company accepts a signature for which there does not exist a certificate generated by Susan. This gives Susan the power to revoke signatures if private keys are compromised, or no longer needed. There are even more widely accepted certificate authorities that certify Susan. 

Let's say that Bob sends a signed document to Pat. To verify the signature on the document, Pat's software first uses Susan's (the certificate authority's) public key to check the signature on Bob's certificate. Successful de-encryption of the certificate proves that Susan created it. After the certificate is de-encrypted, Pat's software can check if Bob is in good standing with the certificate authority and that all of the certificate information concerning Bob's identity has not been altered. 

Pat's software then takes Bob's public key from the certificate and uses it to check Bob's signature. If Bob's public key de-encrypts the signature successfully, then Pat is assured that the signature was created using Bob's private key, for Susan has certified the matching public key. And of course, if the signature is valid, then we know that Doug didn't try to change the signed content. 

What is TCP/IP? TCP/IP (Transmission Control Protocol/Internet Protocol) is the basic communication language or protocol of the Internet. It can also be used as a communications protocol in a private network (either an intranet or an extranet). When you are set up with direct access to the Internet, your computer is provided with a copy of the TCP/IP program just as every other computer that you may send messages to or get information from also has a copy of TCP/IP. 

TCP/IP is a two-layer program. The higher layer, Transmission Control Protocol, manages the assembling of a message or file into smaller packets that are transmitted over the Internet and received by a TCP layer that reassembles the packets into the original message. The lower layer, Internet Protocol, handles the address part of each packet so that it gets to the right destination. Each gateway computer on the network checks this address to see where to forward the message. Even though some packets from the same message are routed differently than others, they'll be reassembled at the destination. 

TCP/IP uses the client/server model of communication in which a computer user (a client) requests and is provided a service (such as sending a Web page) by another computer (a server) in the network. TCP/IP communication is primarily point-to-point, meaning each communication is from one point (or host computer) in the network to another point or host computer. TCP/IP and the higher-level applications that use it are collectively said to be "stateless" because each client request is considered a new request unrelated to any previous one (unlike ordinary phone conversations that require a dedicated connection for the call duration). Being stateless frees network paths so that everyone can use them continuously. (Note that the TCP layer itself is not stateless as far as any one message is concerned. Its connection remains in place until all packets in a message have been received.) 

Many Internet users are familiar with the even higher layer application protocols that use TCP/IP to get to the Internet. These include the World Wide Web's Hypertext Transfer Protocol (HTTP), the File Transfer Protocol (FTP), Telnet (Telnet) which lets you logon to remote computers, and the Simple Mail Transfer Protocol (SMTP). These and other protocols are often packaged together with TCP/IP as a "suite." 

Personal computer users with an analog phone modem connection to the Internet usually get to the Internet through the Serial Line Internet Protocol (SLIP) or the Point-to-Point Protocol (PPP). These protocols encapsulate the IP packets so that they can be sent over the dial-up phone connection to an access provider's modem. 

Protocols related to TCP/IP include the User Datagram Protocol (UDP), which is used instead of TCP for special purposes. Other protocols are used by network host computers for exchanging router information. These include the Internet Control Message Protocol (ICMP), the Interior Gateway Protocol (IGP), the Exterior Gateway Protocol (EGP), and the Border Gateway Protocol (BGP). 

Upload Through Your Browser

Step1
You will be able to upload through your browser provided that your ISP and browser permit that function. 

Step2
You will need to know your own Web address (where you want the files to be uploaded to), your ID (user name) and password before you can upload to your ISP's server. Your ISP will provide this information if you don't have it available. 

Step3
Open the browser and look for a function that will allow you to upload files to the Web. This could be Upload, Web Wizard, FTP, etc. 

Step4
Move through the folders on your disk until you have selected the Web pages that you want to upload. 

Step5
Initiate the upload, entering your Web address, ID and passwords when prompted. 

Step6
Follow any specific instructions provided by your ISP. 

Step7
Enter the URL of your Web site in the Address window of your browser. Click Enter. Your uploaded Web site should display in the browser window. 

Upload Using an FTP Client

Step1
Open your FTP client. Enter the information that you need to access your site. This will include your Web address (where you want to put the files you're uploading), your ID or user name, and your password. Your ISP will provide you with this information if you don't have it available. 

Step2
When your FTP client has connected with your ISP's Web server, you will see two windows, both showing a file structure. The window on the left represents the folders and files on your own computer or disk. Move through the folders until you locate the Web pages to be uploaded. Select your files. 

Step3
The window on the right represents your files on the ISP's Web server. If this is your first upload, this window will probably be empty. 

Step4
Drag your selected files in the left window and drop them in the right window. 

Step5
The files will upload and their names will appear in the right window. 

Step6
Open your browser and enter the URL (address) of your Web site. Your Web page should appear.

Steps to create and load a web page on internet

4.1.1.1. Create a document

Start WIT, and create a new document : you are asked to save it first (it's a nice idea to save it into a dedicated subfolder).

Hint : preferently save the document in a sub-directory of the "projects" directory which was created when installing WIT.

Then give a title to the first idea that is automatically created : type "Alfred Hitchcock".

Since this idea is the first, it is called the document root. It is unique and gives its title to your web site.

We obtain below screen (figure 1) :

· The left side vertical toolbar gives access to most frequently used functions. 

· Center screen zone is used to organize idea trees : it's your site outline. 

· Right screen zone helps to preview currently selected idea and to modify its main contents. 
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Figure 1 : main screen organization
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 4.1.1.2. Set document parameters 

Let's customize the document, to adapt it to the subject (present a filmography). This step is optional, but useful in this example.

In addition to predefined fields such as 'title', 'text', 'keywords' or 'associations', characterizing an idea, WIT offers 32 additional and customizable fields : you can define their names.

For this, use the menu : "File/Options", select the "Custom fields" item, and in the dialog box, tick all fields to activate them.

Enter the names below (see figure 2) :
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 Title (French) 
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 Year, 
[image: image47.png]


 Duration, 
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 Character 1, 
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 Character 2, 
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 ... 
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 Character 7.
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Figure 2 : custom fields
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 4.1.1.3. Save the document

While pressing Ctrl+S (or using the menu), save the document.
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 4.1.4. Import ideas

Let's now automatically fill ideas describing A. Hitchcock's filmography, by using a simple database : a CSV text file with records made of fields and separating characters (delimitors).

The delimitor is a '@' character, and the fields are :
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 Title (English) 
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 Title (French) 
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 Genre 
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 Year 
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 Duration 
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 Comment 
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 Character 1 
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 ... 
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 Character 7

First, click on the "Film works" idea.

In the "Import/Export" menu select the "Import ideas from CSV file", and, in the dialog box, select the fields as shown in figure 6 : double click on chosen fields (or use "<<" and ">>" buttons), and set field order with "Up" and "Down" buttons.

You can set all these options at once by loading the predefined filter "Tutorial.iif" while using the "Load" button.

Note that 'Genre' field in the data file is mapped to keywords for each idea : it will be used as an index when the Web site is created.

Type separating character '@' and validate.

Chosen format is then shown in a message box. In case of an error, cancel to go back to the previous dialog. Finally, select the data file : Projects/Tutorial/Hitchcock/films.txt.

Imported data are transformed into child ideas of current selection : here, all A. Hitchcock's films are placed under the "Film works" idea.
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Figure 6 : import ideas.
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 4.1.5. Add images

Let's add an image to our site first page.

Click on root idea "Alfred Hitchcock" and display its properties by pressing "Enter" key.

Click on "Links" tab in the dialog box. In "Images" section, click on "Add ".

In the dialog, type a legend : "Alfred Hitchcock", and select the image Hitchcok.jpg in the Projects/Tutorial/Hitchcock subdirectory.

Validate the dialog box.

Validate the idea property sheet.

Preview current idea by clicking on the left side toolbar button "Preview idea".
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 4.1.6. Add bibliography

Add a bibliography : click on the menu "Publications / Add a list" and select the file : Projects/Tutorial/Hitchcock/Hitchcock.pbl. 

Click on root idea ("Alfred Hitchcock"), display its properties and click on "Associations" tab. 

In "Publication" area, add a book by clicking on the "Add" button, and, in subsequent dialog, select François Truffaut's book. 

Validate all dialogs.

A bibliography reference has been added to current idea (use preview to check).
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 4.1.7. Choose structure and style of Web site
We have just entered main information.

Let's choose now the order in which we want to display elements (the structure) and the aspect (the style) of this information, by proceeding from the most general to the most specific details.

Note : you can also choose predefined structure and style templates, by selecting them in the left side vertical toolbar.

[image: image68.png]


 1. Predefined structures
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 2. Tune structure options (expert mode)
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 3. Predefined styles
 4.1.8. Generate and test Web site
Now, we just have to produce the real Web site pages.

This operation is fully automatic : click on the icon "Build  web site" in the left side toolbar, or press the Ctrl + E key.

Select the folder where you want to build the website. It's a good practice to select a void folder, outside of your WIT projects folder, in order to keep a good separation between your production environment (your source files), and the target folders where you will frequently rebuild your websites.

Then press the button "Build" : HTML pages are computed and written (progress bar), the Web browser is launched and displays the first page of your Web site : navigate among this pages, their indexes and tables of contents.

Note : if no web browser has been configured (in the menu File/Options/Web browser), a dialog bow asks you to choose between Netscape (or ny other browser) and Internet Explorer, and to specify their access path (generally in the Program Files directory of your system disk). You may also use the search button to find this path.

From now, you can already use your web site :

· Browse it locally on your computer, 

· Share it with other users on your local network, 

· Burn it on a CD-ROM since it is stand alone, 

· Upload it by FTP on a server. 
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 4.1.9. Upload the Web site on an internet server

Now that your Web site has been created and tested, you just have to upload it on an Internet server (HTTP server), in order to give it a world wide audience.

File upload is made with FTP protocol : your Web server should also be a FTP server : most servers are both. Ask your internet service provider (ISP) for an allocated space, a user account and a password.

An active internet connexion is mandatory to do the file transfer.

To upload your web site, press the button "Upload web site" in the left side toolbar. Set your options as follow :
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 FTP server : the server name, given by your ISP 
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 User account : your account name, 
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 Password : your password, 
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 Source local directory : the place where the web site was generated (if it was just created, the path is already filled). 
[image: image76.png]


 Target directory (distant) : usually void, if you choose to install your web site at your user space root.

Open your Internet connection, and then, press the button "upload".

Some messages and a progress bar show the progress and success of the upload.

When it's finished, type your URL in a web browser.

Here you are : your document has been published on the Internet, and you will easily modify and update it with WIT whenever you want.
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Figure 14 : Web site upload options

Inter view

RDBMS Concepts
1. What is database?
A database is a logically coherent collection of data with some inherent meaning, representing some aspect of real world and which is designed, built and populated with data for a specific purpose.

2. What is DBMS?
It is a collection of programs that enables user to create and maintain a database. In other words it is general-purpose software that provides the users with the processes of defining, constructing and manipulating the database for various applications.

3. What is a Database system?
The database and DBMS software together is called as Database system.

4. Advantages of DBMS?
? Redundancy is controlled.
? Unauthorised access is restricted.
? Providing multiple user interfaces.
? Enforcing integrity constraints.
? Providing backup and recovery.

5. Disadvantage in File Processing System?
? Data redundancy & inconsistency.
? Difficult in accessing data.
? Data isolation.
? Data integrity.
? Concurrent access is not possible. 
? Security Problems.

6. Describe the three levels of data abstraction?
The are three levels of abstraction:
? Physical level: The lowest level of abstraction describes how data are stored.
? Logical level: The next higher level of abstraction, describes what data are stored in database and what relationship among those data. 
? View level: The highest level of abstraction describes only part of entire database.
7. Define the "integrity rules"
There are two Integrity rules.
? Entity Integrity: States that “Primary key cannot have NULL value”
? Referential Integrity: States that “Foreign Key can be either a NULL value or should be Primary Key value of other relation.

8. What is extension and intension?
Extension - 
It is the number of tuples present in a table at any instance. This is time dependent.
Intension - 
It is a constant value that gives the name, structure of table and the constraints laid on it.

9. What is System R? What are its two major subsystems?
System R was designed and developed over a period of 1974-79 at IBM San Jose Research Center. It is a prototype and its purpose was to demonstrate that it is possible to build a Relational System that can be used in a real life environment to solve real life problems, with performance at least comparable to that of existing system. 
Its two subsystems are 
? Research Storage 
? System Relational Data System.

10. How is the data structure of System R different from the relational structure? 
Unlike Relational systems in System R 
? Domains are not supported
? Enforcement of candidate key uniqueness is optional
? Enforcement of entity integrity is optional
? Referential integrity is not enforced

11. What is Data Independence?
Data independence means that “the application is independent of the storage structure and access strategy of data”. In other words, The ability to modify the schema definition in one level should not affect the schema definition in the next higher level.
Two types of Data Independence:
? Physical Data Independence: Modification in physical level should not affect the logical level. 
? Logical Data Independence: Modification in logical level should affect the view level. 
NOTE: Logical Data Independence is more difficult to achieve

12. What is a view? How it is related to data independence?
A view may be thought of as a virtual table, that is, a table that does not really exist in its own right but is instead derived from one or more underlying base table. In other words, there is no stored file that direct represents the view instead a definition of view is stored in data dictionary.
Growth and restructuring of base tables is not reflected in views. Thus the view can insulate users from the effects of restructuring and growth in the database. Hence accounts for logical data independence.

13. What is Data Model?
A collection of conceptual tools for describing data, data relationships data semantics and constraints.

14. What is E-R model?
This data model is based on real world that consists of basic objects called entities and of relationship among these objects. Entities are described in a database by a set of attributes.

15. What is Object Oriented model?
This model is based on collection of objects. An object contains values stored in instance variables with in the object. An object also contains bodies of code that operate on the object. These bodies of code are called methods. Objects that contain same types of values and the same methods are grouped together into classes.

16. What is an Entity?
It is a 'thing' in the real world with an independent existence.

17. What is an Entity type?
It is a collection (set) of entities that have same attributes.

18. What is an Entity set?
It is a collection of all entities of particular entity type in the database.

19. What is an Extension of entity type?
The collections of entities of a particular entity type are grouped together into an entity set.

20. What is Weak Entity set?
An entity set may not have sufficient attributes to form a primary key, and its primary key compromises of its partial key and primary key of its parent entity, then it is said to be Weak Entity set.

21. What is an attribute?
It is a particular property, which describes the entity. 

22. What is a Relation Schema and a Relation?
A relation Schema denoted by R(A1, A2, …, An) is made up of the relation name R and the list of attributes Ai that it contains. A relation is defined as a set of tuples. Let r be the relation which contains set tuples (t1, t2, t3, ..., tn). Each tuple is an ordered list of n-values t=(v1,v2, ..., vn).

23. What is degree of a Relation?
It is the number of attribute of its relation schema.

24. What is Relationship?
It is an association among two or more entities.

25. What is Relationship set? 
The collection (or set) of similar relationships.

26. What is Relationship type? 
Relationship type defines a set of associations or a relationship set among a given set of entity types. 

27. What is degree of Relationship type? 
It is the number of entity type participating.

25. What is DDL (Data Definition Language)?
A data base schema is specifies by a set of definitions expressed by a special language called DDL.

26. What is VDL (View Definition Language)?
It specifies user views and their mappings to the conceptual schema.

27. What is SDL (Storage Definition Language)?
This language is to specify the internal schema. This language may specify the mapping between two schemas.

28. What is Data Storage - Definition Language?
The storage structures and access methods used by database system are specified by a set of definition in a special type of DDL called data storage-definition language.

29. What is DML (Data Manipulation Language)?
This language that enable user to access or manipulate data as organised by appropriate data model.
? Procedural DML or Low level: DML requires a user to specify what data are needed and how to get those data.
? Non-Procedural DML or High level: DML requires a user to specify what data are needed without specifying how to get those data.

31. What is DML Compiler?
It translates DML statements in a query language into low-level instruction that the query evaluation engine can understand.

32. What is Query evaluation engine?
It executes low-level instruction generated by compiler.

33. What is DDL Interpreter?
It interprets DDL statements and record them in tables containing metadata.

34. What is Record-at-a-time?
The Low level or Procedural DML can specify and retrieve each record from a set of records. This retrieve of a record is said to be Record-at-a-time.

35. What is Set-at-a-time or Set-oriented?
The High level or Non-procedural DML can specify and retrieve many records in a single DML statement. This retrieve of a record is said to be Set-at-a-time or Set-oriented.

36. What is Relational Algebra?
It is procedural query language. It consists of a set of operations that take one or two relations as input and produce a new relation. 

37. What is Relational Calculus?
It is an applied predicate calculus specifically tailored for relational databases proposed by E.F. Codd. E.g. of languages based on it are DSL ALPHA, QUEL.

38. How does Tuple-oriented relational calculus differ from domain-oriented relational calculus
The tuple-oriented calculus uses a tuple variables i.e., variable whose only permitted values are tuples of that relation. E.g. QUEL
The domain-oriented calculus has domain variables i.e., variables that range over the underlying domains instead of over relation. E.g. ILL, DEDUCE.

39. What is normalization? 
It is a process of analysing the given relation schemas based on their Functional Dependencies (FDs) and primary key to achieve the properties
? Minimizing redundancy
? Minimizing insertion, deletion and update anomalies. 

40. What is Functional Dependency? 
A Functional dependency is denoted by X Y between two sets of attributes X and Y that are subsets of R specifies a constraint on the possible tuple that can form a relation state r of R. The constraint is for any two tuples t1 and t2 in r if t1[X] = t2[X] then they have t1[Y] = t2[Y]. This means the value of X component of a tuple uniquely determines the value of component Y.

41. When is a functional dependency F said to be minimal? 
? Every dependency in F has a single attribute for its right hand side.
? We cannot replace any dependency X A in F with a dependency Y A where Y is a proper subset of X and still have a set of dependency that is equivalent to F.
? We cannot remove any dependency from F and still have set of dependency that is equivalent to F.

42. What is Multivalued dependency?
Multivalued dependency denoted by X Y specified on relation schema R, where X and Y are both subsets of R, specifies the following constraint on any relation r of R: if two tuples t1 and t2 exist in r such that t1[X] = t2[X] then t3 and t4 should also exist in r with the following properties
? t3[x] = t4[X] = t1[X] = t2[X]
? t3[Y] = t1[Y] and t4[Y] = t2[Y]
? t3[Z] = t2[Z] and t4[Z] = t1[Z] 
where [Z = (R-(X U Y)) ]

43. What is Lossless join property?
It guarantees that the spurious tuple generation does not occur with respect to relation schemas after decomposition.

44. What is 1 NF (Normal Form)?
The domain of attribute must include only atomic (simple, indivisible) values. 

45. What is Fully Functional dependency? 
It is based on concept of full functional dependency. A functional dependency X Y is full functional dependency if removal of any attribute A from X means that the dependency does not hold any more.

46. What is 2NF? 
A relation schema R is in 2NF if it is in 1NF and every non-prime attribute A in R is fully functionally dependent on primary key.

47. What is 3NF?
A relation schema R is in 3NF if it is in 2NF and for every FD X A either of the following is true
? X is a Super-key of R.
? A is a prime attribute of R.
In other words, if every non prime attribute is non-transitively dependent on primary key.

48. What is BCNF (Boyce-Codd Normal Form)?
A relation schema R is in BCNF if it is in 3NF and satisfies an additional constraint that for every FD X A, X must be a candidate key.

49. What is 4NF?
A relation schema R is said to be in 4NF if for every Multivalued dependency X Y that holds over R, one of following is true
? X is subset or equal to (or) XY = R.
? X is a super key.

50. What is 5NF?
A Relation schema R is said to be 5NF if for every join dependency {R1, R2, ..., Rn} that holds R, one the following is true 
? Ri = R for some i.
? The join dependency is implied by the set of FD, over R in which the left side is key of R. 
51. What is Domain-Key Normal Form?
A relation is said to be in DKNF if all constraints and dependencies that should hold on the the constraint can be enforced by simply enforcing the domain constraint and key constraint on the relation. 

52. What are partial, alternate,, artificial, compound and natural key?
Partial Key:
It is a set of attributes that can uniquely identify weak entities and that are related to same owner entity. It is sometime called as Discriminator.
Alternate Key:
All Candidate Keys excluding the Primary Key are known as Alternate Keys.
Artificial Key:
If no obvious key, either stand alone or compound is available, then the last resort is to simply create a key, by assigning a unique number to each record or occurrence. Then this is known as developing an artificial key.
Compound Key:
If no single data element uniquely identifies occurrences within a construct, then combining multiple elements to create a unique identifier for the construct is known as creating a compound key.
Natural Key:
When one of the data elements stored within a construct is utilized as the primary key, then it is called the natural key.

53. What is indexing and what are the different kinds of indexing?
Indexing is a technique for determining how quickly specific data can be found.
Types:
? Binary search style indexing
? B-Tree indexing
? Inverted list indexing
? Memory resident table
? Table indexing

54. What is system catalog or catalog relation? How is better known as?
A RDBMS maintains a description of all the data that it contains, information about every relation and index that it contains. This information is stored in a collection of relations maintained by the system called metadata. It is also called data dictionary.

55. What is meant by query optimization?
The phase that identifies an efficient execution plan for evaluating a query that has the least estimated cost is referred to as query optimization.

56. What is join dependency and inclusion dependency?
Join Dependency:
A Join dependency is generalization of Multivalued dependency.A JD {R1, R2, ..., Rn} is said to hold over a relation R if R1, R2, R3, ..., Rn is a lossless-join decomposition of R . There is no set of sound and complete inference rules for JD.
Inclusion Dependency:
An Inclusion Dependency is a statement of the form that some columns of a relation are contained in other columns. A foreign key constraint is an example of inclusion dependency.

57. What is durability in DBMS?
Once the DBMS informs the user that a transaction has successfully completed, its effects should persist even if the system crashes before all its changes are reflected on disk. This property is called durability.

58. What do you mean by atomicity and aggregation?
Atomicity:
Either all actions are carried out or none are. Users should not have to worry about the effect of incomplete transactions. DBMS ensures this by undoing the actions of incomplete transactions.
Aggregation:
A concept which is used to model a relationship between a collection of entities and relationships. It is used when we need to express a relationship among relationships.

59. What is a Phantom Deadlock?
In distributed deadlock detection, the delay in propagating local information might cause the deadlock detection algorithms to identify deadlocks that do not really exist. Such situations are called phantom deadlocks and they lead to unnecessary aborts.

60. What is a checkpoint and When does it occur?
A Checkpoint is like a snapshot of the DBMS state. By taking checkpoints, the DBMS can reduce the amount of work to be done during restart in the event of subsequent crashes.

61. What are the different phases of transaction?
Different phases are
? Analysis phase
? Redo Phase
? Undo phase

62. What do you mean by flat file database?
It is a database in which there are no programs or user access languages. It has no cross-file capabilities but is user-friendly and provides user-interface management.

63. What is "transparent DBMS"?
It is one, which keeps its Physical Structure hidden from user.

64. Brief theory of Network, Hierarchical schemas and their properties
Network schema uses a graph data structure to organize records example for such a database management system is CTCG while a hierarchical schema uses a tree data structure example for such a system is IMS.

65. What is a query?
A query with respect to DBMS relates to user commands that are used to interact with a data base. The query language can be classified into data definition language and data manipulation language.

66. What do you mean by Correlated subquery?
Subqueries, or nested queries, are used to bring back a set of rows to be used by the parent query. Depending on how the subquery is written, it can be executed once for the parent query or it can be executed once for each row returned by the parent query. If the subquery is executed for each row of the parent, this is called a correlated subquery. 
A correlated subquery can be easily identified if it contains any references to the parent subquery columns in its WHERE clause. Columns from the subquery cannot be referenced anywhere else in the parent query. The following example demonstrates a non-correlated subquery. 
E.g. Select * From CUST Where '10/03/1990' IN (Select ODATE From ORDER Where CUST.CNUM = ORDER.CNUM)

67. What are the primitive operations common to all record management systems?
Addition, deletion and modification.

68. Name the buffer in which all the commands that are typed in are stored
‘Edit’ Buffer

69. What are the unary operations in Relational Algebra?
PROJECTION and SELECTION.

70. Are the resulting relations of PRODUCT and JOIN operation the same?
No.
PRODUCT: Concatenation of every row in one relation with every row in another.
JOIN: Concatenation of rows from one relation and related rows from another.

71. What is RDBMS KERNEL?
Two important pieces of RDBMS architecture are the kernel, which is the software, and the data dictionary, which consists of the system-level data structures used by the kernel to manage the database
You might think of an RDBMS as an operating system (or set of subsystems), designed specifically for controlling data access; its primary functions are storing, retrieving, and securing data. An RDBMS maintains its own list of authorized users and their associated privileges; manages memory caches and paging; controls locking for concurrent resource usage; dispatches and schedules user requests; and manages space usage within its table-space structures
.
72. Name the sub-systems of a RDBMS
I/O, Security, Language Processing, Process Control, Storage Management, Logging and Recovery, Distribution Control, Transaction Control, Memory Management, Lock Management

73. Which part of the RDBMS takes care of the data dictionary? How
Data dictionary is a set of tables and database objects that is stored in a special area of the database and maintained exclusively by the kernel.

74. What is the job of the information stored in data-dictionary?
The information in the data dictionary validates the existence of the objects, provides access to them, and maps the actual physical storage location. 

75. Not only RDBMS takes care of locating data it also 
determines an optimal access path to store or retrieve the data

76. How do you communicate with an RDBMS?
You communicate with an RDBMS using Structured Query Language (SQL)

77. Define SQL and state the differences between SQL and other conventional programming Languages
SQL is a nonprocedural language that is designed specifically for data access operations on normalized relational database structures. The primary difference between SQL and other conventional programming languages is that SQL statements specify what data operations should be performed rather than how to perform them. 

78. Name the three major set of files on disk that compose a database in Oracle
There are three major sets of files on disk that compose a database. All the files are binary. These are
? Database files 
? Control files 
? Redo logs 
The most important of these are the database files where the actual data resides. The control files and the redo logs support the functioning of the architecture itself. 
All three sets of files must be present, open, and available to Oracle for any data on the database to be useable. Without these files, you cannot access the database, and the database administrator might have to recover some or all of the database using a backup, if there is one. 

79. What is an Oracle Instance?
The Oracle system processes, also known as Oracle background processes, provide functions for the user processes—functions that would otherwise be done by the user processes themselves
Oracle database-wide system memory is known as the SGA, the system global area or shared global area. The data and control structures in the SGA are shareable, and all the Oracle background processes and user processes can use them. 
The combination of the SGA and the Oracle background processes is known as an Oracle instance

80. What are the four Oracle system processes that must always be up and running for the database to be useable
The four Oracle system processes that must always be up and running for the database to be useable include DBWR (Database Writer), LGWR (Log Writer), SMON (System Monitor), and PMON (Process Monitor). 

81. What are database files, control files and log files. How many of these files should a database have at least? Why?
Database Files 
The database files hold the actual data and are typically the largest in size. Depending on their sizes, the tables (and other objects) for all the user accounts can go in one database file—but that's not an ideal situation because it does not make the database structure very flexible for controlling access to storage for different users, putting the database on different disk drives, or backing up and restoring just part of the database. 
You must have at least one database file but usually, more than one files are used. In terms of accessing and using the data in the tables and other objects, the number (or location) of the files is immaterial. 
The database files are fixed in size and never grow bigger than the size at which they were created
Control Files 
The control files and redo logs support the rest of the architecture. Any database must have at least one control file, although you typically have more than one to guard against loss. The control file records the name of the database, the date and time it was created, the location of the database and redo logs, and the synchronization information to ensure that all three sets of files are always in step. Every time you add a new database or redo log file to the database, the information is recorded in the control files. 
Redo Logs 
Any database must have at least two redo logs. These are the journals for the database; the redo logs record all changes to the user objects or system objects. If any type of failure occurs, the changes recorded in the redo logs can be used to bring the database to a consistent state without losing any committed transactions. In the case of non-data loss failure, Oracle can apply the information in the redo logs automatically without intervention from the DBA. 
The redo log files are fixed in size and never grow dynamically from the size at which they were created. 

82. What is ROWID?
The ROWID is a unique database-wide physical address for every row on every table. Once assigned (when the row is first inserted into the database), it never changes until the row is deleted or the table is dropped. 
The ROWID consists of the following three components, the combination of which uniquely identifies the physical storage location of the row. 
? Oracle database file number, which contains the block with the rows
? Oracle block address, which contains the row 
? The row within the block (because each block can hold many rows) 
The ROWID is used internally in indexes as a quick means of retrieving rows with a particular key value. Application developers also use it in SQL statements as a quick way to access a row once they know the ROWID

83. What is Oracle Block? Can two Oracle Blocks have the same address?
Oracle "formats" the database files into a number of Oracle blocks when they are first created—making it easier for the RDBMS software to manage the files and easier to read data into the memory areas. 
The block size should be a multiple of the operating system block size. Regardless of the block size, the entire block is not available for holding data; Oracle takes up some space to manage the contents of the block. This block header has a minimum size, but it can grow. 
These Oracle blocks are the smallest unit of storage. Increasing the Oracle block size can improve performance, but it should be done only when the database is first created. 
Each Oracle block is numbered sequentially for each database file starting at 1. Two blocks can have the same block address if they are in different database files. 

84. What is database Trigger?
A database trigger is a PL/SQL block that can defined to automatically execute for insert, update, and delete statements against a table. The trigger can e defined to execute once for the entire statement or once for every row that is inserted, updated, or deleted. For any one table, there are twelve events for which you can define database triggers. A database trigger can call database procedures that are also written in PL/SQL. 

85. Name two utilities that Oracle provides, which are use for backup and recovery.
Along with the RDBMS software, Oracle provides two utilities that you can use to back up and restore the database. These utilities are Export and Import. 
The Export utility dumps the definitions and data for the specified part of the database to an operating system binary file. The Import utility reads the file produced by an export, recreates the definitions of objects, and inserts the data
If Export and Import are used as a means of backing up and recovering the database, all the changes made to the database cannot be recovered since the export was performed. The best you can do is recover the database to the time when the export was last performed. 

86. What are stored-procedures? And what are the advantages of using them.
Stored procedures are database objects that perform a user defined operation. A stored procedure can have a set of compound SQL statements. A stored procedure executes the SQL commands and returns the result to the client. Stored procedures are used to reduce network traffic.

87. How are exceptions handled in PL/SQL? Give some of the internal exceptions' name
PL/SQL exception handling is a mechanism for dealing with run-time errors encountered during procedure execution. Use of this mechanism enables execution to continue if the error is not severe enough to cause procedure termination. 
The exception handler must be defined within a subprogram specification. Errors cause the program to raise an exception with a transfer of control to the exception-handler block. After the exception handler executes, control returns to the block in which the handler was defined. If there are no more executable statements in the block, control returns to the caller. 
User-Defined Exceptions 
PL/SQL enables the user to define exception handlers in the declarations area of subprogram specifications. User accomplishes this by naming an exception as in the following example: 
ot_failure EXCEPTION;
In this case, the exception name is ot_failure. Code associated with this handler is written in the EXCEPTION specification area as follows: 
EXCEPTION
when OT_FAILURE then
out_status_code := g_out_status_code;
out_msg := g_out_msg;
The following is an example of a subprogram exception: 
EXCEPTION
when NO_DATA_FOUND then
g_out_status_code := 'FAIL';
RAISE ot_failure;
Within this exception is the RAISE statement that transfers control back to the ot_failure exception handler. This technique of raising the exception is used to invoke all user-defined exceptions. 
System-Defined Exceptions 
Exceptions internal to PL/SQL are raised automatically upon error. NO_DATA_FOUND is a system-defined exception. Table below gives a complete list of internal exceptions. 

PL/SQL internal exceptions. 

Exception Name
Oracle Error
CURSOR_ALREADY_OPEN ORA-06511
DUP_VAL_ON_INDEX ORA-00001
INVALID_CURSOR ORA-01001
INVALID_NUMBER ORA-01722
LOGIN_DENIED ORA-01017
NO_DATA_FOUND ORA-01403
NOT_LOGGED_ON ORA-01012
PROGRAM_ERROR ORA-06501
STORAGE_ERROR ORA-06500
TIMEOUT_ON_RESOURCE ORA-00051
TOO_MANY_ROWS ORA-01422
TRANSACTION_BACKED_OUT ORA-00061
VALUE_ERROR ORA-06502
ZERO_DIVIDE ORA-01476

In addition to this list of exceptions, there is a catch-all exception named OTHERS that traps all errors for which specific error handling has not been established.

88. Does PL/SQL support "overloading"? Explain
The concept of overloading in PL/SQL relates to the idea that you can define procedures and functions with the same name. PL/SQL does not look only at the referenced name, however, to resolve a procedure or function call. The count and data types of formal parameters are also considered. 
PL/SQL also attempts to resolve any procedure or function calls in locally defined packages before looking at globally defined packages or internal functions. To further ensure calling the proper procedure, you can use the dot notation. Prefacing a procedure or function name with the package name fully qualifies any procedure or function reference. 

89. Tables derived from the ERD 
a) Are totally unnormalised
b) Are always in 1NF
c) Can be further denormalised
d) May have multi-valued attributes

(b) Are always in 1NF

90. Spurious tuples may occur due to
i. Bad normalization 
ii. Theta joins
iii. Updating tables from join
a) i & ii b) ii & iii
c) i & iii d) ii & iii

(a) i & iii because theta joins are joins made on keys that are not primary keys.

91. A B C is a set of attributes. The functional dependency is as follows
AB -> B
AC -> C
C -> B
a) is in 1NF
b) is in 2NF
c) is in 3NF
d) is in BCNF

(a) is in 1NF since (AC)+ = { A, B, C} hence AC is the primary key. Since C B is a FD given, where neither C is a Key nor B is a prime attribute, this it is not in 3NF. Further B is not functionally dependent on key AC thus it is not in 2NF. Thus the given FDs is in 1NF. 

92. In mapping of ERD to DFD 
a) entities in ERD should correspond to an existing entity/store in DFD
b) entity in DFD is converted to attributes of an entity in ERD
c) relations in ERD has 1 to 1 correspondence to processes in DFD
d) relationships in ERD has 1 to 1 correspondence to flows in DFD

(a) entities in ERD should correspond to an existing entity/store in DFD

93. A dominant entity is the entity
a) on the N side in a 1 : N relationship
b) on the 1 side in a 1 : N relationship
c) on either side in a 1 : 1 relationship
d) nothing to do with 1 : 1 or 1 : N relationship

(b) on the 1 side in a 1 : N relationship

94. Select 'NORTH', CUSTOMER From CUST_DTLS Where REGION = 'N' Order By 
CUSTOMER Union Select 'EAST', CUSTOMER From CUST_DTLS Where REGION = 'E' Order By CUSTOMER
The above is
a) Not an error
b) Error - the string in single quotes 'NORTH' and 'SOUTH'
c) Error - the string should be in double quotes
d) Error - ORDER BY clause

(d) Error - the ORDER BY clause. Since ORDER BY clause cannot be used in UNIONS

95. What is Storage Manager? 
It is a program module that provides the interface between the low-level data stored in database, application programs and queries submitted to the system. 

96. What is Buffer Manager?
It is a program module, which is responsible for fetching data from disk storage into main memory and deciding what data to be cache in memory. 

97. What is Transaction Manager?
It is a program module, which ensures that database, remains in a consistent state despite system failures and concurrent transaction execution proceeds without conflicting.

98. What is File Manager?
It is a program module, which manages the allocation of space on disk storage and data structure used to represent information stored on a disk. 

99. What is Authorization and Integrity manager?
It is the program module, which tests for the satisfaction of integrity constraint and checks the authority of user to access data. 

100. What are stand-alone procedures?
Procedures that are not part of a package are known as stand-alone because they independently defined. A good example of a stand-alone procedure is one written in a SQL*Forms application. These types of procedures are not available for reference from other Oracle tools. Another limitation of stand-alone procedures is that they are compiled at run time, which slows execution.

101. What are cursors give different types of cursors.
PL/SQL uses cursors for all database information accesses statements. The language supports the use two types of cursors
? Implicit 
? Explicit

102. What is cold backup and hot backup (in case of Oracle)?
? Cold Backup: 
It is copying the three sets of files (database files, redo logs, and control file) when the instance is shut down. This is a straight file copy, usually from the disk directly to tape. You must shut down the instance to guarantee a consistent copy. 
If a cold backup is performed, the only option available in the event of data file loss is restoring all the files from the latest backup. All work performed on the database since the last backup is lost. 
? Hot Backup: 
Some sites (such as worldwide airline reservations systems) cannot shut down the database while making a backup copy of the files. The cold backup is not an available option. 
So different means of backing up database must be used — the hot backup. Issue a SQL command to indicate to Oracle, on a tablespace-by-tablespace basis, that the files of the tablespace are to backed up. The users can continue to make full use of the files, including making changes to the data. Once the user has indicated that he/she wants to back up the tablespace files, he/she can use the operating system to copy those files to the desired backup destination. 
The database must be running in ARCHIVELOG mode for the hot backup option. 
If a data loss failure does occur, the lost database files can be restored using the hot backup and the online and offline redo logs created since the backup was done. The database is restored to the most consistent state without any loss of committed transactions. 

103. What are Armstrong rules? How do we say that they are complete and/or sound
The well-known inference rules for FDs 
? Reflexive rule : 
If Y is subset or equal to X then X Y.
? Augmentation rule:
If X Y then XZ YZ.
? Transitive rule:
If {X Y, Y Z} then X Z.
? Decomposition rule :
If X YZ then X Y.
? Union or Additive rule:
If {X Y, X Z} then X YZ.
? Pseudo Transitive rule :
If {X Y, WY Z} then WX Z.
Of these the first three are known as Amstrong Rules. They are sound because it is enough if a set of FDs satisfy these three. They are called complete because using these three rules we can generate the rest all inference rules.

104. How can you find the minimal key of relational schema?
Minimal key is one which can identify each tuple of the given relation schema uniquely. For finding the minimal key it is required to find the closure that is the set of all attributes that are dependent on any given set of attributes under the given set of functional dependency.
Algo. I Determining X+, closure for X, given set of FDs F
1. Set X+ = X
2. Set Old X+ = X+
3. For each FD Y Z in F and if Y belongs to X+ then add Z to X+
4. Repeat steps 2 and 3 until Old X+ = X+

Algo.II Determining minimal K for relation schema R, given set of FDs F
1. Set K to R that is make K a set of all attributes in R
2. For each attribute A in K 
a. Compute (K – A)+ with respect to F
b. If (K – A)+ = R then set K = (K – A)+


105. What do you understand by dependency preservation?
Given a relation R and a set of FDs F, dependency preservation states that the closure of the union of the projection of F on each decomposed relation Ri is equal to the closure of F. i.e., 
((?R1(F)) U … U (?Rn(F)))+ = F+
if decomposition is not dependency preserving, then some dependency is lost in the decomposition.

106. What is meant by Proactive, Retroactive and Simultaneous Update.
Proactive Update:
The updates that are applied to database before it becomes effective in real world .
Retroactive Update: 
The updates that are applied to database after it becomes effective in real world .
Simulatneous Update:
The updates that are applied to database at the same time when it becomes effective in real world .

107. What are the different types of JOIN operations?
Equi Join: This is the most common type of join which involves only equality comparisions. The disadvantage in this type of join is that there 
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