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History of revisions
Document name: isc-silkworm_mm_en_103.doc.pdf

Author: Martin Vosáhlo 

	Revision
	Date
	Changes

	099
	3. 9. 2013
	New document

	100-103
	4.9.2013
	Working versions

	104
	13.9.2013
	Audio systém commisioning




Related documentation

1. Help to the development enviroment DetStudio

2. Application note AP0016 – Zásady používání RS485
file: ap0016_cz_xx.pdf

1. Introduction 

This manual describes the assembly procedure and commissioning of the information system for tramway Silkworm-Durmazlar.

Information system consists of

· HMI panel (Information Control Unit)

· LED panels

· Audio system (microtelephones, intercoms, ip amplifier)

· Cameras

· Cameras recording unit

2. Audio system

Audio system is consist of following devices:

	Label
	Hardware 
	Quantity
	Description

	MCT
	RRAS-MCT/D20
	2
	IP microtelephone at drivers cabine

	MCT-REAR
	RRAS-MCT/D20
	
	IP microtelephone at the rear of tram

	ICT-x
	RRAS-ICT/A11
	5
	IP intercoms

	PWA
	RRAS-PWA/A
	1
	IP amplifier

	MC
	RRAS-MC/A
	1
	Space microphoneused for balancing the saloon speakers volume

	GNM
	RRAS-GNM/A
	1
	Goosneck microphone


2.1. System commissioning

Audio system commissioning is divided to 4 separate procedures 

· Downloading  - downloading unit firmware for the very first time. It is the case of device that is equipped with firmware downloaded in the production. All type of units have the same ip address, so the downloading must be done either in a configuration point-point or with other devices switching off.

· IP address setting – this procedure will assign proper ip addresses on the vehicle Ethernet net. IP address setting is necessary only for ICT/A11 devices, other devices have their IP address coded in the firmware.These two steps should be done together on one device, first downloading, then setting IP address.

schema

· Verifying firmware version – this procedure will test current version of units firmware

· Upgrading – downloading unit firmware in case of new version of firmware

All the steps are done with the help of notebook connected either on Ethernet either to unit itself or to the vehicle Ethernet.

2.2. Notebook configuration

For all operation the notebook Ethernet interface should be set

	IP address
	NB_IP_AUDIO

	Net mask
	NB_MASK

	Default gateway
	Do not fill


Values are described in the Appendix XXX.

2.3. Firmware version

Current firmware version are in the table in Appendix XXX.

2.4. Downloading ICT/A11 and setting IP address

1. Connect notebook to the Ethernet. Make sure others audio units are switched of.

2. Run load_ict.bat batch file from the current Program set (see Appendix XXX).

3. Switch off device.

4. Press restore button (backside of the device) and switch on the device.

5. By pressing button on the front side of device set appropriate IP address of the device according the table below. On the screen there are bold vertical lines. Number of these lines set the offset to IP address.

6.  When certain time elapses, the screen returns to the operating state. Then restart the device again.

	ICT
	Number of lines (offset)
	IP address

	ICT-1
	0
	192.168.0.184

	ICT-2
	1
	192.168.0.185

	ICT-3
	2
	192.168.0.186

	ICT-4
	3
	192.168.0.187

	ICT-5
	4
	192.168.0.188


Obrazek obrazovky nastavovaci

2.5. Downloading MCT/D20 in the driver cabine

7. Connect notebook to the Ethernet. Make sure others audio units are switched of.

8. Run load_mct_master.bat batch file from the current Program set (see Appendix XXX).

9. Restart the device.

2.6. Downloading MCT/D20 at the rear

10. Connect notebook to the Ethernet. Make sure others audio units are switched of.

11. Run load_mct_rear.bat batch file from the current Program set (see Appendix XXX).

12. Restart the device.

2.7. Downloading  MC/A

13. Connect notebook to the Ethernet. Make sure others audio units are switched of.

14. Run load_mc.bat batch file from the current Program set (see Appendix XXX).

15. Restart the device.

2.8. Downloading PWA/A

16. Connect notebook to the Ethernet. Make sure others audio units are switched of.

17. Run load_pwa.bat batch file from the current Program set (see Appendix XXX).

18. Restart the device.

2.9. Upgrading audio components firmware

This procedure can be done if the downloading (and setting ip address were already done.

Upgrading firmware does not need to switch off other audio devices as all devices have their correct ip address.

Upgrading firmware should be done when new firmware version is released.

19. Connect notebook to the vehicle ethernet.

20.  Run appropriate batch file for certain device according table below from the current Program set (see Appendix XXX).

	Device label
	Batch file

	ICT-1
	upgrade_ict1.bat

	ICT-2
	upgrade_ict2.bat

	ICT-3
	upgrade_ict3.bat

	ICT-4
	upgrade_ict4.bat

	ICT-5
	upgrade_ict5.bat

	MCT
	upgrade_mct_master.bat

	MCT-REAR
	upgrade_mct_rear.bat

	MC
	upgrade_mc.bat

	PWA
	upgrade_pwa.bat


2.10. Verifying firmware version

This procedure verify the firmware version by reading it from the device.

21. Connect notebook to the vehicle ethernet.

22.  Run appropriate batch file for certain device according table below from the current Program set (see Appendix XXX).

	Device label
	Batch file

	ICT-1
	verify_ict1.bat

	ICT-2
	verify _ict2.bat

	ICT-3
	verify _ict3.bat

	ICT-4
	verify _ict4.bat

	ICT-5
	verify _ict5.bat

	MCT
	verify _mct_master.bat

	MCT-REAR
	verify _mct_rear.bat

	MC
	verify _mc.bat

	PWA
	verify _pwa.bat


Firmware version can be found in the screen output.

Obrázek výstupu

3. HMI

3.1. Oživení

3.2. Aktualizace

4. Camera system
AM3114-R/A

PPM2100/2T
4.1. Cameras commisioning

Commissioning of IP cameras consists of following steps:

· Camera identification

· 
Firmware upgrade

· Loading of configuration template

· Camera lens setup

Equipment needed

Service notebook.

axis_acm_200058 - Axis Camera Management (see Appendix D). ACM installation is described in Appendix F.

isc-silkworm_am3114_cfg_200 - configuration templates (see Appendix D).

Tool for dismounting of camera housing.

Tool for loosing of lens thread.

Initial state

Before start of camera installation is necessary to set camera system into following state:

· Powering of all components are switched off

· All cameras are disconnected from Ethernet

· Service PC with installed ACM is connected

· The database in ACM does not involve cameras connected before (otherwise they must be deleted. 

Setting of service notebook network adapter:


IP address: 


“NB_IP_AXIS”


Subnet mask: 

“NB_MASK”

Default gateway: 

do not fill

4.1.1 Camera Identification

Plug the Ethernet cable into the appropriate connector of particular camera and wait for about 30 s (time for camera start up).

Launch the ACM on service PC and click on Search icon on Toolbar.



Fig. 1 -  ACM – the Search icon

In the next dialog enter the value of „IP range“ for searching (Chyba! Nenalezen zdroj odkazů., Chyba! Nenalezen zdroj odkazů.) and confirm by OK button.



ACM – Network search dialog

If the search is unsuccessful and no camera is found, repeat this procedure.

Camera which has been found is shown in ACM Main window.



Fig. 2 -  ACM – New camera is found
4.1.2 Firmware Upgrade

Select the camera by left mouse button click and launch the upgrading dialog by Upgrade button from Toolbar.



Fig. 3 -  Upgrade button / icon

In the next dialog box click on <Select> and select .bin file with new firmware version.


Fig. 4 -  Selection of file with firmware
By checking the „Upgrade device in:“ radio button  we can affect the upgrade process, when a bulk upgrading of more cameras is made.

Parallel – cameras will be upgraded all at once

Sequence – cameras will be upgraded sequentially


Fig. 5 -  Progress of upgrade process
Wait for upgrade completion.


Fig. 6 -  Upgrade recapitulation
Finally, a recapitulation window is shown, which presents a list of upgraded cameras and results of upgrades.
4.1.3 Loading of configuration template

Select the camera in ACM Main window by left mouse button click. Click on icon Apply Template on the Toolbar and the menu for selection of configuration template is displayed.



Fig. 7 -  ACM – Looking for template

Through item Browse open a next window with list of configuration templates.



Fig. 8 -  ACM – Selection of configuration template
Choose the configuration template, which is determined for connected camera.


Fig. 9 -  Templates

After opening the configuration template a dialog box appears, that contains set of camera parameters which can be changed. Confirm this dialog by OK button and changes in setting the camera are applied.


Fig. 10 -  Modified parameters
After applying of configuration template a recapitulation window is shown which contains result of loading and overview of all recently set parameters.


Fig. 11 -  Recapitulation of changes performed in parameters
After pressing the Close button is configuration of camera parameters completed.

4.1.4 Camera lens setup (positioning and focusing)

The whole process of setting the camera lens is realized in following steps:

· Viewing the image from camera on service notebook.

· Taking off the camera cover.

· Camera lens position setup

· Focusing the camera lens.

· Deleting camera from ACM database.

For mechanical adjusting of camera is used special tool composed of two parts: holder and the turning part.


Fig. 12 -  Tool for adjusting lens
The turning part is used for:

· Focusing the camera lens.

· Position setting of head with lens.

Zobrazení obrazu 

Setting of service notebook network adapter:


IP address: 


“NB_IP_CAM”


Subnet mask: 

“NB_MASK”


Default gateway: 

do not fill
Launch the internet browser on service notebook and enter into address field the IP address of camera, which will be focused / positioned.


Fig. 13 -  Entering the camera IP address
Internet Explorer needs an ActiveX control for its operation. If not installed yet, you will be prompted to install it.


Fig. 14 -  Installation of an ActiveX control
After installation is opened a login dialog, where login data for web access need to be entered:

User name: 
“CAM_Login”


Password: 
“CAM_Password”

Image from camera is displayed after click on Live View item, located in heading of web interface.


Fig. 15 -  Launching of Live Vie
Taking off the camera cover

To remove the camera cover, two bolts which hold the cover must be released.



Fig. 16 -  The bolts which hold the camera cover
Then, use a special plastic tool or flat screwdriver for lifting up and releasing the camera cover. If you had some resistance, you will need to use appropriate power.



Fig. 17 -  Taking off the camera cover.
After removing the cover you can begin with lens position adjustment.



Fig. 18 -  Legend to camera body
Camera lens position setup

Position of camera lens affects the image, which is captured by camera. Positioning is realized by turning the head with lens while the captured image is viewed over Live View on computer screen. Range of positioning is mechanically limited.



Fig. 19 -  Camera lens positioning
When adjusting the camera lens in external housing is important to take into account the peephole through cover front side.

After adjusting the required lens position you can focus the camera image.

Focusin the camera lens

Camera is delivered with lens set by manufacturer. Therefore it is necessary to check the image quality, the lens must be focused as best as possible.



Fig. 20 -  Focusing the camera lens
For focusing is used the same tool mentioned above. Turn the lens clockwise or counter clockwise while image sharpness is checked through Live View. 

Pay a maximum attention to cleanliness of lens when turning it!

As soon as the focusing is completed, place the upper cover back on the camera..

4.1.5 Deleting camera from ACM database

After completion of procedures of camera configuration and lens adjusting is necessary to delete in ACM Main window records about cameras, with which it was worked. 

The reason is, that there are application problems when cameras with the same IP address are repeatedly detected. 

Records are deleted by following way:

1. Disconnect the service computer from Ethernet

2. Click on All Devices item in the left side of window, section Groups
3. Click in the window central part, (where is the list of cameras) on camera and mark the all cameras (e.g. by Ctrl+A shortcut key)

4. From Main Menu select the Edit / Delete From Database option

5. Confirm the dialog „This will delete the selected device from the database. Continue?“ by pressing Yes button.

After confirming the previous dialog, in the left window side, section Groups will be displayed: All Devices (0)
4.2. Recording unit

Commissioning of recording unit consists of following steps:

· Check of power supply connector wiring

· Loading application

· Verifying version of loaded application 

Equipment needed

Notebook with FTP client (TotalComander is recommended).

Application ().
4.2.1 Check of power supply connector wiring

Checking of proper wiring of recording unit powering is necessary before the first unit switch on. 

For switching unit off must be essentially used the terminal labelled SB. Terminal with label +U must be permanently connect to the vehicle battery.


Fig. 21 -  Recording unit power supply wiring

Only this connection ensures the faultless unit operation.

SB function

	SB
	Device state

	+U
	Device is ON

	not connected
	Device is OFF


When disconnecting SB, then start sequence for turning off the system. During this time auxiliary CPU sends to main CPU turning off signal. 

Immediately after successful main CPU turn-off, the whole Recording Unit is disabled. If the main CPU is not switched off due to failure, Recording Unit is after 1 minute switched off automatically.

Disconnecting of supplying conductors is done only after previous Recording Unit switching-off through SB signal. If not, you may lose data.

4.2.2 IP address set up

Turn the recording unit power supply on and wait for about 1 minute.

Connect the service notebook to vehicle Ethernet network and start the AmitDeviceDetection.exe tool.



Fig. 22 -  AmitDeviceDetection start up

Wait, while the Ethernet network is scanned.



Fig. 23 -  Searching the device

Click by right mouse button on the recording unit being found and select Change IP settings from context menu.

[image: image1.png]Available network devices list

Name. | e

Adapter: Piipojeni k mistni siti 2





Fig. 24 -  Change of IP address

Enter the parameters you want to set on recording unit:


IP Address: 


„RU_IP_A“

Subnetwork mask: 

„RU_MASK“


Gateway: 


do not fill

Confirm by OK and wait for new search of recording unit with new parameters.
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Fig. 25 -  IP address setup

4.2.3 Loading application

To load a new version of an application into recording unit is necessary to perform the following steps:

· Connect to FTP server

· Delete old application 

· Copying of new application files

· Restart recording unit

In following procedure is used TotalCommander 7.5a for connection to FTP, but files can be loaded through any FTP client.

Connect to FTP server 

Launch TotalCommander and select from Main menu


Net --> FTP Connect



Fig. 26 -  TC – Main menu

In dialog Connect to FTP server click on the button 


New connection..



Fig. 27 -  TC – Connect to the FTP server

Enter the parameters to connect to recording unit:


Session:

RU


Host name (:Port):
192.168.0.xxx

User name:

service 


Password:

remote



Fig. 28 -  TC – Parameters Monitor_A

Press Connect button.



Fig. 29 -  TC – Connect to Monitor_A

Delete old application

Identify, in which tab are displayed files from connected monitor (from heading bar - see figure).



Fig. 30 -  TC – Identification of FTP contents

Go to the /app directory and delete all files.



Fig. 31 -  Application files

Copying of new application

Copy the new version of application from actual program set. 

After completion of copying process press the Disconnect button.
Restart recording unit

Turn off and on the recording unit.

After restart it will be use new version of application.   

4.2.4 Verifying of loaded application


IP address:


192.168.0.xx

Subnet mask:

255.255.255.0


Default gateway:

not filled

Run internet browser (i.e. Internet Explorer).

Into the line for address setting enter the command:


192.168.52.205 Version of application, which is loaded in Recording unit, you can get from response to http request info.

Setting of service notebook network adapter:8888/info

Confirm the command by Enter key.

Browser shows xml file as response on send request.

The version number is between these two tags 


<version>........</version>



Fig. 32 -  Identification of version

4.2.5 Load the application via web interface
To load a new version of an application into recording unit it is necessary to perform the following steps:

· Connect to WEB server

· Copying of new application files

· Restart recording unit

In following procedure is used Firefox 23.0.1 for connection to WEB, but files can be loaded through any WEB browser.

Connect to WEB server 

Setting of service notebook network adapter:



IP Address: 


„NB_IP_PPM“


Subnetwork mask: 

„NB_MASK“


Gateway: 


do not fill

Run internet browser.

Into the line for address write address of record unit:

https://<ru_ip>, where <ru_ip> is IP address of recording unit (e.g. https://192.168.0.120)
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Fig. 33 -  Entering the address into the address line

Confirm the address by Enter key and then you can see the web interface of unit (main menu), see figure. Here click to service link.

[image: image4.png]7] PPM2100 - Web interface home page

€ @ hips//19216820120 home/cgfindelp

PPM2100 Video Recording Unit
Web interface application
Copyright © 2013 AMIT s.r.0.

Operating system version

« Version: 1.0
« Revision: 40
« Build date: 2013/08/22 17:18:55

Main menu
Servlce web interface (requires authentication)
q

Dolication: Overview of installed application
« ethernet: Ethernet status summary

« processes: Overview of running processes
« log: Log file view

Conereied on 2010504 61328
wwamiter





Fig. 34 -  Service link

To the next dialog window you will need entered following login and password.

User name:
“PPM_LOGIN”

Pasword:

“PPM_PASS”

Click to OK button.
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Fig. 35 -  Authentication

In the next window simply click to upgrade link.
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Fig. 36 -  Upgrade link

And then click to Procházet (Browser) button.
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Fig. 37 -  Procházet (Browse) button

In the next dialog window you must choose the file which you want upload to record unit. And then click to Otevřít (Open) button.

[image: image8.png]1« S Work » Soulak » ppm2100-611M-3039 » |49 ][ Prohiedat: pomz100-611m-30. P |

Uspotidat = Novésiotka T

e Oblibené poly “ Nizevpolotky Datumemeny  Typ

B Desktop. i =pp 2020131551 Slozka soubord
)i Downloads U test 1462013 10:57 Slozka soubord

] RecentPlaces L) applicationtargz ... 2920131547 SouborGZ

Knihouny
3 Documents
& Music
Pictures

H Videos

8 Poitar b I

Nazey souboru: application.tar.gz





Fig. 38 -  Otevřít (Open) button

In the next window click to Upload button.
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Fig. 39 -  Upload button

Now you need reboot the record unit. You can do it by click to reboot link.
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Fig. 40 -  Reboot link

And then click to Reboot! button.
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Fig. 41 -  Reboot button

Now you must wait few minutes. During the waiting you can try to connect to record unit by clicking to connect link. If the connection is unsuccessful, then record unit still booting.
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Fig. 42 -  Connect link

After reboot and success connect you will see main menu of recording unit.

4.2.6 Verification of loaded application via web interface

Version of application, which is loaded in Recording unit, you can get from web interface.

· Connect to WEB server

In following procedure is used Firefox 23.0.1 for connection to WEB, but it can be used any web browser.

Connect to WEB server 

Setting of service notebook network adapter:



IP Address: 


„NB_IP_PPM“


Subnetwork mask: 

„NB_MASK“


Gateway: 


do not fill

Run internet browser.

Into the line for address enterded address of record unit:

https://<ru_ip> (e.g. https://192.168.0.120)
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Fig. 43 -  Typing the address into the address line

Confirm the address by Enter key and then you can see the main menu of recording unit. Here click to application link.
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Fig. 44 -  Application link

In the following window you can see the version of loaded application.

The number of version is highlighted by red rectangle.
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Fig. 45 -  Highlighted number of version
5. LED panels

ALP2200/AB

ALP2300/A

ALPC0510/A1

Audio system is consist of following devices:

	Label
	Hardware 
	Quantity
	Description

	MCT
	RRAS-MCT/D20
	2
	IP microtelephone at drivers cabine

	MCT-REAR
	RRAS-MCT/D20
	
	IP microtelephone at the rear of tram

	ICT-x
	RRAS-ICT/A11
	5
	IP intercoms

	PWA
	RRAS-PWA/A
	1
	IP amplifier

	MC
	RRAS-MC/A
	1
	Space microphoneused for balancing the saloon speakers volume

	GNM
	RRAS-GNM/A
	1
	Goosneck microphone


5.1. System commissioning

Commissioning consist from following steps:

· Addresses setting (RS485)

· Downloading firmware

· Test

5.1.1 Address setting

Power off all panels..

Set the address by means of configuration connector X2 according following table. 

	Address
	PIN

	
	2
	3 
	4
	5

	64
	No
	No
	No
	No

	65
	Yes
	No
	No
	No

	66
	No
	Yes
	No
	No

	67
	Yes
	Yes
	No
	No

	68
	No
	No
	Yes
	No

	69
	Yes
	No
	Yes
	No

	70
	No
	Yes
	Yes
	No

	71
	Yes
	Yes
	Yes
	No


Yes – connection to pin 1

No – not connected to pin 1

	Panel
	Location
	Panel label
	Address

	ALP2200
	Front panel, front
	ALP2200_F
	64

	ALP2200
	Front panel, rear
	ALP2200_R
	65

	ALP2300
	Side panel, front
	ALP2300_F
	66

	ALP2300
	Side panel, rear
	ALP2300_R
	67

	ALP3C
	Internal, 1
	ALP3C_1
	68

	ALP3C
	Internal, 2
	ALP3C_2
	69

	ALP3C
	Internal, 3
	ALP3C_3
	70

	ALP3C
	Internal, 4
	ALP3C_4
	71


5.1.2 Firmware download

Connect notebook to the RS485 by means of RS485 converted (mostly USB/RS485 converter).

Power on panels.

From the command line run the batch files 


load_yyyyyy.bat X
where parameter X is a numer of COM port.

	Panel
	Location
	Panel label
	Batch file

	ALP2200
	Front panel, front
	ALP2200_F
	load_alp2200_f.bat

	ALP2200
	Front panel, rear
	ALP2200_R
	load_alp2200_r.bat

	ALP2300
	Side panel, front
	ALP2300_F
	load_alp2300_f.bat

	ALP2300
	Side panel, rear
	ALP2300_R
	load_alp2300_r.bat

	ALP3C
	Internal, 1
	ALP3C_1
	load_alp3c_1.bat

	ALP3C
	Internal, 2
	ALP3C_2
	load_alp3c_2.bat

	ALP3C
	Internal, 3
	ALP3C_3
	load_alp3c_3.bat

	ALP3C
	Internal, 4
	ALP3C_4
	load_alp3c_4.bat


5.1.3 Test 

Připojte notebook do sítě RS485 (blokové schéma, konektor).

Zapněte napájení všech informačních panelů.

Z příkazového řádku spusťte dávku:


test.bat X
Parametr X má význam čísla COM portu, na který je namapován připojený převodník RS485toUSB.

Po odeslání dávky se xxx vteřin na všech panelech rozsvítí kontrolní text s jejich označením.

6. APPENDIX D - Program set

Actual program set: 130903_ISC-SILKWORM

Download link: http://imp.amit.cz/www/isc-silkworm/index.html
6.1. Camera - AM3114-R/A

	Directory
	File
	Description

	isc-silkworm_am3114_cfg_200
	ks-silkworm_CAM1-1_200.cmt
	Config. template CAM1-1

	
	ks-silkworm_CAM1-2_200.cmt
	Config. template CAM1-2

	
	ks-silkworm_CAM2_200.cmt
	Config. template  CAM2

	
	ks-silkworm_CAM4_200.cmt
	Config. template  CAM4

	
	ks-silkworm_CAM5-1_200.cmt
	Config. template  CAM5-1

	
	ks-silkworm_CAM5-R_200.cmt
	Config. template  CAM5-R

	
	ks-silkworm_CAM-L_200.cmt
	Config. template  CAM-L

	
	ks-silkworm_CAM-R_200.cmt
	Config. template  CAM-R

	
	M3114-R_5_40_9_2.bin
	Firmware

	axis_acm_200058
	axis_acm_2.00.058.exe -
	Installation file


6.2. LED panels

	Directory
	File
	Description

	isc-silkworm_alp_fw_121
	load_alp3c_1.bat
	Batch file for downloading the firmware

	
	load_alp3c_2.bat
	Batch file for downloading the firmware

	
	load_alp3c_3.bat
	Batch file for downloading the firmware

	
	load_alp3c_4.bat
	Batch file for downloading the firmware

	
	load_alp2200_f.bat
	Batch file for downloading the firmware

	
	load_alp2200_r.bat
	Batch file for downloading the firmware

	
	load_alp2300_f.bat
	Batch file for downloading the firmware

	
	load_alp2300_r.bat
	Batch file for downloading the firmware

	
	alp3c_a_121.elf
	Firmware

	
	alp22_a_121.elf
	Firmware

	
	alp23_a_121.elf
	Firmware

	
	Fido.exe
	Tool for downloading


6.3. Audio system

	Directory
	File
	Description

	isc-silkworm_rras_fw_137
	load_ict.bat
	Batch file for downloading the firmware to RRAS-ICT/A11

	
	load_mc.bat
	Batch file for downloading the firmware to RRAS-MC/A

	
	load_mctd_master.bat
	Batch file for downloading the firmware to RRAS-MCTD/D20 located in drivers cabine

	
	load_mctd_rear.bat
	Batch file for downloading the firmware to RRAS-MCT/D20 located at the rear

	
	load_pwa.bat
	Batch file for downloading the firmware to RRAS-PWA/A

	
	upgrade_ict1[-5].bat
	Batch file for upgrading firmware to RRAS-ICT/A11 at location 1 to 5

	
	upgrade_mc.bat
	Batch file for upgrading the firmware to RRAS-MC/A

	
	upgrade_mctd_master.bat
	Batch file for upgrading the firmware to RRAS-MCTD/D20 located in drivers cabine

	
	upgrade_mctd_rear.bat
	Batch file for upgrading the firmware to RRAS-MCTD/D20 located at the rear

	
	upgrade_pwa.bat
	Batch file for upgrading the firmware to RRAS-PWA/A

	
	
	

	
	ict-a11_2_a_137.elf
	Firmware for RRAS-ICT/A11

	
	mc-a1_1_a_137.elf
	Firmware for RRAS-MC/A

	
	mct-d20_2_a_137.bin
	Firmware for RRAS-MCT/D20 located in the drivers cabine

	
	mct-d20_3_a_137.bin
	Firmware for RRAS-MCT/D20 located at the rear

	
	pwa-a_1_a_137.bin
	Firmware for RRAS-PWA/A

	
	TOOLS\Silkworm_Configurator_200.exe
	Tool for downloading and updating firmware


7. APPENDIX E – Configuration parameters

In following tables are presented parameters, which serves for working with camera system or which are used for configuration and service operations.

For several parameters is used a Symbolic name system. The symbolic name is in previous chapters represented as „Symbolic name“. Instead of this name in described operation is necessary to enter a Value, which is presented in tables below.

7.1. IP addres setting up

	Symbolic name
	Value

	IP_Range
	192.168.0.*

	NB_IP_AIPM
	192.168.0.112

	NB_IP_PPM
	192.168.0.112

	NB_IP_AXIS
	192.168.0.112

	NB_IP_CAM
	192.168.0.112

	NB_IP_ERT
	192.168.0.112

	NB_MASK
	255.255.0.0

	NB_IP_AUDIO
	192.168.0.112

	
	


7.2. Recording Unit

7.3. Cameras

	Camera
	IP Address
	Location
	Configuration template

	CAM1-1
	192.168.0.120
	Module 1
	ks-silkworm_CAM1-1_xxx.cmt

	CAM1-2
	192.168.0.121
	Module 1
	ks-silkworm_CAM1-2_xxx.cmt

	CAM2
	192.168.0.122
	Module 2
	ks-silkworm_CAM2_xxx.cmt

	CAM4
	192.168.0.123
	Module 4
	ks-silkworm_CAM4_xxx.cmt

	CAM5-L
	192.168.0.124
	Module 5
	ks-silkworm_CAM5-1_xxx.cmt

	CAM5-R
	192.168.0.125
	Module 5 –rear
	ks-silkworm_CAM5-R_xxx.cmt

	CAM-L
	192.168.0.126
	Outside left
	ks-silkworm_CAM-L_xxx.cmt

	CAMR
	192.168.0.127
	Outside right
	ks-silkworm_CAM-R_xxx.cmt


Login data

	Symbolic name
	Value

	CAM_Login
	root

	CAM_Password
	pass


Network settings

	CAM_GW
	192.168.0.254

	CAM_MASK
	255.255.255.0


8. Appendix F – Axis Camera Management (ACM)

For detection of cameras and configuration of their parameters is used an effective installation and management tool for IP cameras - Axis Camera Management version 2.00 (in this document referred as ACM).



Fig. 46 -  Axis Camera Management - Main window

Link to download

ACM can be downloaded from Axis company website. Direct link to download (verified to date 2012.08.23):

http://www.axis.com/products/cam_mgmt_software/index.htm
Download is conditioned by free of charge registration.

Installation

Does not require any special settings All options can be default.

First start – password setup

At the first launch is automatically activated the Set Master Credentials dialog box.



Fig. 47 -  Master Credentials setting

User name and Password will be used afterwards for accessing cameras, therefore they need to be set in accordance with Chyba! Nenalezen zdroj odkazů., Login data:


User name: 

„CAM_Login“


Password: 

„CAM_Password“


Access: 

checked

9. Appendix G – IP cameras

9.1.1 Operation thru web interface of the camera

Besides automatic configuration via ACM can be camera parameters changed also through web configuration interface, which each Axis camera contains.

Warning:

Any intervention to camera configuration (except for actions described below) are not recommended. They can affect negatively the image quality and camera performance.

The procedures described below assume that we are working with the camera, which has its IP address already assigned.

9.1.2 Description of web interface window

The web interface window can be divided into three parts:

Heading – toggling of Parameterization section (Live View / Setup) and viewing of context help
· Live View – live image from camera

· Setup – parameters setting

Left side menu – navigation in Parameterization section parameters
Parameterization section – performing of service operations and changing of settings


Fig. 48 -  Description of web interface window

9.1.3 Web interface login

All operations described in following chapters require previous separate web interface login.

Launch the internet browser (Internet Explorer is recommended) and enter into address field an IP address of camera, web interface of which you want to view.
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Fig. 49 -  Entering of camera IP address

Internet Explorer needs an ActiveX control for its operation. If not installed yet, you will be prompted to install it.



Fig. 50 -  ActiveX control enabling.

After installation is opened a login dialog, where login data for web access need to be entered:

User name: 
„CAM_Login“

Password: 
„CAM_Password“



Fig. 51 -  Web interface login dialog

After login, an entry site of web interface is displayed. Click on Setup item in web interface Heading.



Fig. 52 -  Displaying of parameters setting

9.1.4 Live View – live image from camera

Image from camera is displayed after click on Live View item, located in web interface Heading.



Fig. 53 -  Displaying of live image from camera

9.1.5 Creating of Server Report

In starting screen select the section System Options in Left menu.



Fig. 54 -  System Options section

Then, proceed into subsections:


Support ( Logs & Reports ( Information.



Fig. 55 -  Navigation in System Options section

Generate the Server Report by click on appropriate button. Then it will be available in right - Parameterization - window part.



Fig. 56 -  Generating of Server Report

Finally, new dialog window appears, where is shown the Server Report, which can be copied into text file and sent for analysis.



Fig. 57 -  View on Server Report

9.2. Restoring the factory setting

You can restore the original factory setting. It can be done by two ways:

· By software way – restores the factory setting of parameters including/ with exception of (optionally) Ethernet interface.

· By hardware way – factory setting of all parameters.

After resetting is the camera considered as quite new and next steps can be performed in accordance with Chyba! Nenalezen zdroj odkazů. Chyba! Nenalezen zdroj odkazů..

9.2.1 Software way of Restoring the factory setting

Login to camera web interface (see Appendix G – IP cameras, Web interface login).

In starting screen select the section System Options and Maintenance sub-section in Left menu.



Fig. 58 -  Factory settings through software - menu

Screen with several buttons is displayed. Their meaning is evident from labels.



Fig. 59 -  Software way of Restoring the factory setting

Restore – IP address is retained, all another parameters are reseted.
Default – all parameters including IP address are restored.
After click on one of these buttons and confirming in dialog box the camera „freezes“ for several tens of seconds (camera restart is part of all operations).

9.2.2 Hardware way of Restoring the factory setting

When happens that even by using the ACM the camera cannot be found in network and you are 100 % sure that camera is properly connected into network, then the hardware reset into factory setting is recommended.

Resetting of all parameters including IP address:

1. Disconnect the camera network cable

2. Dismount the camera cover

To remove the camera cover, two bolts which holds the cover must be released.



Fig. 60 -  The bolts which holds the camera cover

Then, use a special plastic tool or flat screwdriver for lifting up and releasing the camera cover. An appropriate power needs to be applied due to some resistance.



Fig. 61 -  Taking off the camera cover.



Fig. 62 -  Legend to camera body

3. Press and hold the Control button, attach the network cable.

4. Hold the Control button and wait until LED Status indicator starts light yellow (it can take up to 15 seconds).

5. Release the Control button. When the LED Status indicator starts light green (it can take up to 1 minute), process is completed an camera is reseted.

6. Perform the camera configuration according to Chyba! Nenalezen zdroj odkazů. Chyba! Nenalezen zdroj odkazů..

9.3. Meaning of camera LED indicators

	LED
	Colour
	Description

	NET
	Green
	Connected to 100 Mbit/s network. Blinking indicates the network activity.

	
	Orange
	Connected to 10 Mbit/s network. Blinking indicates the network activity.

	
	Does not light
	Not connected to network.

	STAT
	Green
	Camera runs and is OK.

	
	Orange
	Camera start / reset to factory setting is under way.

	
	Red
	Blinks slowly after unsuccessful firmware upgrade.

	PWM
	Green
	Power supply is attached.

	
	Orange
	Blinks green/orange when firmware upgrade is under way.

	
	Does not light
	Camera is not powered.


10. Appendix H – Recording unit OS update

Appendix describes how to update operating system of recording unit. Update is made via USB flash disc. OS update consists of following steps: 

Create bootalbe USB flash disk 

Run recording unit from USB flash disk 

Equipment needed

USB flash disc with minimal capacity 4 GB.

USB flash disc image (an actual version see Appendix D).

Service notebook.

10.1.1 Create bootable USB flash disk

Plug in clear the USB flash disc to the service notebook.

Open Start menu and
· click right mouse button on „My Computer“ and from context menu chose  „Manage->Disc Management“

· in Disc Management identify connected USB flash disc
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Fig. 63 -  Disc management
Delete all partitions on USB flash disc:

· click right mouse button on USB flash disc partition

· chose Delete partition from context menu”



Fig. 64 -  Delete partition

Confirm partition delete by click Yes.



Fig. 65 -  Disc management - warning
Repeat for all USB flash disc partitions.



Fig. 66 -  USB flash disc without partitions
Open a command prompt as Administrator. Navigate to directory with USB flash disc image and img2usb.exe tool.



Fig. 67 -  Directory selection
Run img2usb tool: 


img2usb.exe <usb flash disc file>



Fig. 68 -  Run img2usb.exe tool
Enter the number of the connected USB flash disc to write image.



Fig. 69 -  Disc selection
Check that you choose the right disc and confirm your selection.



Fig. 70 -  Disc confirmation
Do not make any write operation to created USB flash disc and wait until operation is finished.



Fig. 71 -  Image writing in progress
The USB flash disc is ready to use. 



Fig. 72 -  Img2usb.exe – successfully written
Safely remove the USB flash disc from the service notebook.
10.1.2 Run recording unit from USB flash disk

Switch off the recording unit.

Plug in the USB flash disk to USB connector on recording unit.

Switch on the recording unit, this is indicated with short low beep.

Wait a few seconds until the unit boot up.
When update procedures starts, you will hear periodic beep with low/high tone.

During uploading of operating system, you will hear low tone with 4 s gap.

When update procedure ends correctly, you will hear loud melody which ends with high tone. If not, you will hear melody which ends with low tone.

After completion of all operations (can still run the disk check) follow a final melody.
After final melody switch off the recording unit.

Disconnect the USB flash disk.

Switch on the recording unit.

10.1.3 Verifying version of OS

Version of OS which is loaded in recording unit you can get from the web interface.

Procedure

Setting of service notebook network adapter:



IP Address: 


„NB_IP_PPM“


Subnetwork mask: 

„NB_MASK“


Gateway: 


do not fill

Launch the Internet browser (e.g. Internet Explorer).

Enter the https://<ru_ip> address into the address field, where <ru_ip> is IP address of recording unit (e.g. https://192.168.20.120 for recording unit with IP address 192.168.20.120).

Confirm the address by Enter key.
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Fig. 73 -  OS version

11. Appendix
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