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1. Definition of used terms
Recording unit

Performs recording of image from cameras on hard disk.
IP monitor
Displays the live image from one or more cameras (maximum four). When more than one camera is displayed, quadruple (4Q) mode is used, where monitor screen is splitted into 4 equal rectangulars, into which are directed video streams from cameras.
Camera
Performs the image capture and sends the digitized data in MJPEG (Motion JPEG) video stream form via Ethernet.
Camera housing
Protection of outdoor IP cameras against climate effects.
PoE switch
Switch with possible powering via communication cable (Power Over Ethernet).
Scene
Determines the way of viewing information on IP monitor.
Can contain the following items:
1) empty screen
2) camera number to be displayed on IP monitor
3) list of up to 4 cameras, that can be displayed on IP monitor in quadruple mode (4Q) – where the screen is splitted into 4 equal fields; in every field is displayed image from one or none camera
Axis Camera Management
(ACM)
Configuration tool for searching camera within network and setting the viewing parameters; for this purpose is used a Configuration template.
Configuration template
Configuration file, used for setting of camera parameters through ACM.
2. Introduction
This document describes putting into operation and setting the 630MiL (KS-630MiL) engine camera system from software point of view.
Document does not care about mechanical assembly, which is solved in Operation manuals of individual components (see Related documentation).
3. Technical parameters
3.1. System description

System functionality is determined by software used in router, IP monitors and recording unit.
Layout of components in vehicle you can find in APPENDIX A – Location of components
3.2. System functions

System function is described in ks-630mil_ms_en_xxx.pdf document.
3.3. System technical parameters
IP monitors
	Quantity
	2 pcs.

	Monitor type
	AIPM1013/A

	Address configuration
	ADD

	Viewed data format.
	MJPEG

	Image resolution
	640 x 480

	Viewing frame rate
	20 fps

	Image delay
	Max 200 ms

	Viewing type
	Max 4 pictures per screen


Cameras
	Quantity
	14 pcs.

	Camera type
	AM3114-R/A

	Camera housing type
	Indoor cameras without housing


	Quantity
	4 pcs.

	Camera type
	MD8562/B

	Camera housing type
	Outdoor cameras without housing


Recording unit

	Quantity
	2 pc.

	Unit type
	PPM2110/2T

	Format of saved video
	MJPEG

	Recording rate
	5 fps

	Recording resolution
	640 x 480 pixels

	HDD capacity
	2 TB (plug-in module)

	Maximum disk utilization
	95 % of overall capacity

	Timeout at camera disconnection
	5 s

	SOS state duration
	300 s

	Service access
	FTP


System components

	PPM2110/2T
	2 x
	Recording unit with software

	AIPM1013/A
	2 x
	IP monitor with software

	AM3114-R/A
	14 x
	Indoor camera

	MD8562/B
	4 x
	Outdoor camera

	KKR-MD85/C
	2 x
	Outer Camera Cover

	KKR-MD85/D
	2 x
	Outer Camera Cover

	ERT03/A2
	1 x
	Ethernet TCN router for rolling stock


3.4. Software
Software is published as software package, released at a certain date. Available to download from web:

http://imp.amit.cz/www/kamerove_systemy/pesa/630mil/index.html
Actual software set involves all files needed for whole camera system installation.
Content of actual program set is available at APPENDIX D – Program set
3.5. IP monitor states of viewing
In following table are briefly described states of viewing, which can occur on IP monitor.
	Situation
	Description of viewing

	Application is not loaded
	Black screen without camera number.

	Wrongly loaded application
	Black screen without camera number.

	Different version of applications in IP monitors
	Black screen without camera number.

	Video stream blackout
	Symbol see Fig. 1 - Video stream blackout symbol

	No scene is selected
	Black screen without camera number.

	Single camera scene
	Camera number in the left bottom corner.

	Multi camera scene
	Mosaic composed from four camera images. Besides the image itself each mosaic part contains also the camera number.


[image: image1]
Fig. 1 -  Video stream blackout symbol

4. Putting system into operation
When putting system into operation it is supposed, that all system components are properly mounted, capable of operating and power supply is correctly attached to all units. The ethernet infrastructure must be properly installed and all powering and communication cables must be attached to units. For proper operation of camera system must be used only components mentioned below.
Putting system into operation, consist of following steps:
· IP monitors commissioning
· AM3114A cameras commissioning
· MD8562/B cameras commissioning

· Recording unit commissioning
· ERT03/A2 commissioning

4.1. IP monitors commissioning
IP monitors commissioning consists of following steps:
· IP address setting up
· Loading the actual version of an application
Equipment needed
Service notebook with installed FTP client file manager (Total Commander - (TC hereinafter) - is recommended).
ks-630mil_aipm1013a_app - application files (see Appendix D).
ks-630mil_aipm1013a_cfg - configuration files (see Appendix D).

Setting of service notebook network adapter:


IP address: 


“NB_IP_AIPM”


Subnet mask: 

“NB_MASK”

Default gateway: 

do not fill
4.1.1 IP address setting up
Connect service notebook to vehicle ethernet and turn-off firewall. 
Run ALBDConfig.exe and wait until ethernet scan finish.

[image: image2]
Fig. 2 -  Searching for AMiT devices
ALBDConfig will find connected IP monitors.

[image: image3]
Fig. 3 -  AIPM has been found
Click right mouse button on the first IP monitor and select Assign a profile ... .
[image: image4]
Fig. 4 -  Start profile change dialog
New window will show.

[image: image5]
Fig. 5 -  Set AIPM to Identification mode
Click on the button Continue and wait about 45 seconds. On the selected IP monitor you will see „AMiT display device VISUAL identification mode“ graphic.
[image: image6]
Fig. 6 -  Profile selection
Select IP monitor profile and click on Continue button.
[image: image7]
Fig. 7 -  Waiting for device reboot
Wait about 45 seconds. IP monitor is now rebooting.

[image: image8]
Fig. 8 -  Check new AIPM configuration
Click on Refresh button to search IP monitor with new configuration.
Repeat this procedure for all IP monitors.
4.1.2 Loading the actual version of the application
To load a new version of the application into the IP monitor is necessary to perform the following steps:
· Connecting to a FTP server of the IP monitor
· Deleting previous application files
· Copying of new application files
· Camera system restart
· Verifying of loaded application
In following procedure is used TotalCommander 7.5a for connection to FTP, but files can be loaded through any FTP client.

Connecting to a FTP server of the IP monitor
Launch the Total Commander and select from Main menu


Net --> FTP Connect
[image: image9]
Fig. 9 -  Total Commander – Main Menu
Click on the button New connection.. in dialog box Connect to ftp server.
[image: image10]
Fig. 10 -  TC – Connect to ftp server
Enter the parameters for connection to the first monitor (APPENDIX E – Configuration parameters, IP monitor):
Session name: 
Monitor_A

Host (Port): 

„AIPM_IP_A“
User name: 

„AIPM_Login“
Password: 

„AIPM_Password“

[image: image11]
Fig. 11 -  TC – FTP Connection details
Press the button Connect.
[image: image12]
Fig. 12 -  TC – Connection to Monitor_A

Deleting previous application files
Identify, in which files from connected monitor have been displayed (from heading bar - see figure), and delete them.
[image: image13]
Fig. 13 -  TC – Identification of FTP contents
Copying of new application files
Copy the new version of application.
Thanks to duration of copying process (typically 10 to 20 s), the communication seems „frozen“ for a short time. This behave is quite common. In case that „freezing“ takes several minutes, restart the camera system (power supply off and on) and repeat the procedure from the beginning of chapter 4.1.2 Loading the actual version of the application).
After completion of copying process press the „Disconnect“ button and repeat the same process for second monitor.
Parameters for connection to second monitor (APPENDIX E – Configuration parameters, IP monitor):
Session name: 
Monitor_B

Host (:Port): 

„AIPM_IP_B“
User name: 

„AIPM_Login“
Password: 

„AIPM_Password“
Camera system restart
Until restart of camera system has been done (power supply off and on) the new version of application does not manifest itself.
When no image appears on monitors after restart, loading of files were not performed properly. Possible reasons are:
· application version in monitors are different
· application files was corrupted
When it happens, load the application into both monitors again.
Verifying of loaded application
Application version is saved in the IP monitor in file app_apm.txt. File can be downloaded through FTP.
Connect to the monitor (Chapter 4.1.2  Connecting to a FTP server of the IP monitor).
View the app_apm.txt file content.
Application version can be detected from the text.
[image: image14]
Fig. 14 -  Verifying of application version
Verification must be performed for all monitors.
4.2. AM3114A cameras commissioning
Commissioning of IP cameras consists of following steps:

· Camera identification

· 
Firmware upgrade

· Loading of configuration template
· Camera lens setup
Equipment needed
Service notebook.

axis_acm_200058 - Axis Camera Management (see Appendix D). ACM installation is described in Appendix C.
ks-630mil_am3114ra_cfg - configuration templates (see Appendix D).
Tool for dismounting of camera housing.

Tool for loosing of lens thread.
Initial state

Before start of camera installation is necessary to set camera system into following state:
· Powering of all components are switched off
· All cameras are disconnected from Ethernet
· Service PC with installed ACM is connected
· The database in ACM does not involve cameras connected before (otherwise they must be deleted – see chapter 4.2.4 Camera lens setup (positioning and focusing), section Deleting camera from ACM database).
Setting of service notebook network adapter:


IP address: 


“NB_IP_AXIS”

Subnet mask: 

“NB_MASK”

Default gateway: 

do not fill

4.2.1 Camera identification
The first step is identification of particular camera. There are two scenarios available, which can be used for identification:
Cables are labelled near PoE switch – therefore cameras can be identified by connection.
Connect camera to Ethernet
Plug the Ethernet cable into the appropriate connector of particular camera and wait for about 30 s (time for camera start up).
Finding of connected camera through ACM
Launch the ACM on service PC and click on Search icon on Toolbar.
[image: image15]
Fig. 15 -  ACM – the Search icon
In the next dialog enter the value of „IP range“ for searching (APPENDIX E – Configuration parameters, IP address setting up) and confirm by OK button.
[image: image16]
Fig. 16 -  ACM – Network search dialog
If the search is unsuccessful and no camera is found, repeat this procedure.
Camera which has been found is shown in ACM Main window.
[image: image17]
Fig. 17 -  ACM – New camera is found
4.2.2 Firmware upgrade

Select the camera by left mouse button click and launch the upgrading dialog by Upgrade button from Toolbar.

[image: image18]
Fig. 18 -  Upgrade button / icon

In the next dialog box click on <Select> and select M3114-R_5_40_9_2.bin file.
[image: image19]
Fig. 19 -  Selection of file with firmware

By checking the „Upgrade device in:“ radio button  we can affect the upgrade process, when a bulk upgrading of more cameras is made.

Parallel – cameras will be upgraded all at once
Sequence – cameras will be upgraded sequentially
[image: image20]
Fig. 20 -  Progress of upgrade process

Wait for upgrade completion.

[image: image21]
Fig. 21 -  Upgrade recapitulation

Finally, a recapitulation window is shown, which presents a list of upgraded cameras and results of upgrades.

4.2.3 Loading of configuration template
Select the camera in ACM Main window by left mouse button click. Click on icon Apply Template on the Toolbar and the menu for selection of configuration template is displayed.
[image: image22]
Fig. 22 -  ACM – Looking for template
Through item Browse open a next window with list of configuration templates.
[image: image23]
Fig. 23 -  Selection of configuration template
Choose the configuration template, which is determined for connected camera.
[image: image24]
Fig. 24 -  Templates

After opening the configuration template a dialog box appears, that contains set of camera parameters which can be changed. Confirm this dialog by OK button and changes in setting the camera are applied.
[image: image25]
Fig. 25 -  Modified parameters
After applying of configuration template a recapitulation window is shown which contains result of loading and overview of all recently set parameters.
[image: image26]
Fig. 26 -  Recapitulation of changes performed in parameters
After pressing the Close button is configuration of camera parameters completed.
4.2.4 Camera lens setup (positioning and focusing)
The whole process of setting the camera lens is realized in following steps:
· Viewing the image from camera on service notebook.
· Taking off the camera cover.
· Camera lens position setup
· Focusing the camera lens.
· Deleting camera from ACM database.
For mechanical adjusting of camera is used special tool composed of two parts: holder and the turning part.
[image: image27]
Fig. 27 -  Tool for adjusting lens
The turning part is used for:
· Focusing the camera lens.
· Position setting of head with lens.
Viewing the image from camera on service notebook
Setting of service notebook network adapter:


IP address: 


“NB_IP_CAM”

Subnet mask: 

“NB_MASK”

Default gateway: 

do not fill

Launch the internet browser on service notebook and enter into address field the IP address of camera, which will be focused / positioned.
[image: image28]
Fig. 28 -  Entering the camera IP address
Internet Explorer needs an ActiveX control for its operation. If not installed yet, you will be prompted to install it.
[image: image29]
Fig. 29 -  Installation of an ActiveX control
After installation is opened a login dialog, where login data for web access need to be entered:

User name: 
“CAM_Login”

Password: 
“CAM_Password”
Image from camera is displayed after click on Live View item, located in heading of web interface.
[image: image30]
Fig. 30 -  Launching of Live View
Taking off the camera cover
To remove the camera cover, two bolts which hold the cover must be released.
[image: image31]
Fig. 31 -  The bolts which hold the camera cover
Then, use a special plastic tool or flat screwdriver for lifting up and releasing the camera cover. If you had some resistance, you will need to use appropriate power.
[image: image32]
Fig. 32 -  Taking off the camera cover.

After removing the cover you can begin with lens position adjustment.
[image: image33]
Fig. 33 -  Legend to camera body
Camera lens position setup
Position of camera lens affects the image, which is captured by camera. Positioning is realized by turning the head with lens while the captured image is viewed over Live View on computer screen. Range of positioning is mechanically limited.
[image: image34]
Fig. 34 -  Camera lens positioning
When adjusting the camera lens in external housing is important to take into account the peephole through cover front side.
After adjusting the required lens position you can focus the camera image.
Focusing the camera lens
Camera is delivered with lens set by manufacturer. Therefore it is necessary to check the image quality, the lens must be focused as best as possible.
[image: image35]
Fig. 35 -  Focusing the camera lens
For focusing is used the same tool mentioned above. Turn the lens clockwise or counter clockwise while image sharpness is checked through Live View.
Pay a maximum attention to cleanliness of lens when turning it!
As soon as the focusing is completed, place the upper cover back on the camera.
Deleting camera from ACM database
After completion of procedures of camera configuration and lens adjusting is necessary to delete in ACM Main window records about cameras, with which it was worked.
The reason is, that there are application problems when cameras with the same IP address are repeatedly detected.
Records are deleted by following way:
1. Disconnect the service computer from Ethernet
2. Click on All Devices item in the left side of window, section Groups
3. Click in the window central part, (where is the list of cameras) on camera and mark the all cameras (e.g. by Ctrl+A shortcut key)
4. From Main Menu select the Edit / Delete From Database option
5. Confirm the dialog „This will delete the selected device from the database. Continue?“ by pressing Yes button.
After confirming the previous dialog, in the left window side, section Groups will be displayed: All Devices (0)

4.3. MD8562/B cameras commissioning

Commissioning of recording unit consists of following steps:

· IP address setting up

· Parameters setting up
· Camera lens setup

Equipment needed

Service notebook.
vivotek_iw2_11027 - Vivotek Installation Wizard 2 (see Appendix D).
ks-630mil_md8562b_cfg - configuration files (see Appendix D).

Setting of service notebook network adapter:


IP address: 


“NB_IP_CAM”

Subnet mask: 

“NB_MASK“

Default gateway: 

do not fill

4.3.1 IP address setting up

Disconnect all Vivotek cameras from the ethernet network.

Install and run Vivotek Installation Wizard 2 (IW2).

[image: image36]
Fig. 36 -  IW2 start-up
Wait until IW2 finish network scan and then press Next button.
[image: image37]
Fig. 37 -  Device selection
Connect the first camera to the ethernet. Wait about 60 seconds and then press Refresh devices button.

You will see new connected camera. Select camera and (click by left mouse button) expand menu on left side of the IW2 window.

[image: image38]
Fig. 38 -  Manual Setup
Press Manual Setup button.

[image: image39]
Fig. 39 -  Password settings
In Administrator section do not set password, see the picture (if the password is set then delete them), and press Next button.
[image: image40]
Fig. 40 -  Network Type
Press No button.

[image: image41]
Fig. 41 -  IP address settings
Deselect “Get IP by DHCP Server automatically” and fill proper information about connected camera (APPENDIX E – Configuration parameters, Cameras). 

IP address:

“KZ1“ / “KZ2“ / “KZ3 “/ “KZ4“

Sub net mask:
“CAM_MASK“

Default gateway
“CAM_GW”
Press Next button.

[image: image42]
Fig. 42 -  HTTP port settings
Check configuration and then press Next button.


Manual (Advanced)


HTTP port: 8080

[image: image43]
Fig. 43 -  DDNS Settings
Press Next button.

[image: image44]
Fig. 44 -  Mobile Access Setup
Press No button.
[image: image45]
Fig. 45 -  Apply settings
Press Apply button.
[image: image46]
Fig. 46 -  Progress bar
Wait until setting operation finish.
[image: image47]
Fig. 47 -  Apply settings status
Confirm information about successful IP set.

[image: image48]
Fig. 48 -  Access information
Check that IP on Access from Home: line is IP that you need. If do not, repeat setting procedure (sometimes IP is not changed). If IP is correct, press Exit button, disconnect camera, mark as prepared to parameters set and continue with next camera.
Make this setting for all Vivotek cameras and after that connect all Vivotek cameras to the network and proceed to next chapter.

4.3.2 Parameters setting up
Connect all Vivotek cameras to the ethernet network, wait about 60 seconds and then run “run.bat” from the command line.

[image: image49]
Fig. 49 -  Parameters set

4.3.3 Camera lens setup

Use the supplied screwdriver to detach the dome cover from the camera base.

[image: image50]
Fig. 50 -  Detach the dome cover

Viewing angle

Loosen the screws (not removing them) on the sides of lens module. Adjust the lens to a desired viewing angle When done, fasten the screws so that lens orientation can be fixed and withstand shock and vibration.

[image: image51]
Fig. 51 -  Viewing angle adjusting

Focus of the lens
The focus of this network camera is set from 1.0 m to infinity by factory default. If you want to focus on objects closer than 1.0 m or the lens has lost focus, please fine tune it in the following way.
Loosen the lens lock screw under the lens module. Manually rotate the lens to fine-tune the focus until the live image is clear.

[image: image52]
Fig. 52 -  Focus of the lens
Tighten the lens lock screw.

Completion 

Tear down the aluminium foil vacuum bag and take out the moisture absorber. Attach the supplied moisture absorber to the inner side of the dome cover. (Please replace the absorber whenever you open the dome cover.)
[image: image53]
Fig. 53 -  Moisture absorber replacement

Attach the dome cover to camera. Secure the dome screws with the supplied screwdriver.

4.4. Recording unit commissioning
Commissioning of recording unit consists of following steps:

· IP address setting up

· Check of power supply connector wiring
· Loading of actual version of an application
· Verifying version of loaded application
Equipment needed
Service notebook with installed FTP client (Total Commander is recommended).
ks-630mil_ppm21102t_app - application files (see Appendix D).
Setting of service notebook network adapter:


IP address: 


“NB_IP_PPM”

Subnet mask: 

“NB_MASK“

Default gateway: 

do not fill

4.4.1 Check of power supply connector wiring
Checking of proper wiring of recording unit powering is necessary before the first unit switching on.
For switching the unit off must be essentially used the terminal labelled SB. Terminal with label +U should be connected permanently to vehicle battery.
[image: image54]
Fig. 54 -  Recording unit power supply wiring
Only such wiring ensures the faultless unit operation.
SB function
	SB
	Device state

	+U
	Device is ON

	not connected
	Device is OFF


While disconnecting SB, sequence of steps for system turn-off is started. When signal SB is disconnected, the auxiliary CPU sends to main CPU a turning-off signal
Immediately after successful main CPU turn-off, the whole Recording Unit is disabled. If the main CPU is not switched off due to failure, Recording Unit is after 1 minute switched off automatically.
Disconnecting of supplying conductors is done only after previous Recording Unit switching-off through SB signal. If not, you may lose data.
4.4.2 IP address setting up

Connect only one recording unit to the ethernet network. Connect service notebook to vehicle ethernet and turn-off firewall.

Run AmitDeviceDetection.exe and wait until ethernet scan finish.

[image: image55]
Fig. 55 -  Searching for AMiT devices
AmitDeviceDetection will find connected recording unit. If you have connected IP monitors, you will see them also.

[image: image56]
Fig. 56 -  Recording unit has been found
Click right mouse button on recording unit and select Change IP settings.

[image: image57]
Fig. 57 -  IP settings dialog
IP Settings dialog will appears. Set IP address of the connected recording unit (APPENDIX E – Configuration parameters, Recording unit) and press OK button.

IP address: 


“RU_IP_A” or “RU_IP_B”


Subnet mask: 

“RU_MASK”
[image: image58]
Fig. 58 -  New IP settings
Now you will see recording unit with new IP address. Disconnect configured  recording unit and repeat for other recording units.

4.4.3 Loading the actual version of an application

To load a new version of an application into recording unit is necessary to perform the following steps:

· Connecting to a FTP server of the recording unit

· Deleting previous application files

· Copying of new application files

· Restart recording unit
· Verifying of loaded application

In following procedure is used TotalCommander 7.5a for connection to FTP, but files can be loaded through any FTP client.

Connecting to a FTP server of the recording unit

Launch the Total Commander and select from Main menu


Net --> FTP Connect
[image: image59]
Fig. 59 -  Total Commander – Main Menu

Click on the button New connection.. in dialog box Connect to FTP server


[image: image60]
Fig. 60 -  TC – Connect to ftp server
Enter the parameters to connect to recording unit (APPENDIX E – Configuration parameters, Recording unit):

Session name: 
RU
Host (Port): 

„RU_A_IP“ or „RU_B_IP“
User name: 

„RU_Login“

Password: 

„RU_Password“

[image: image61]
Fig. 61 -  TC – Monitor_A – parameters

Press the button Connect.

[image: image62]
Fig. 62 -  TC – Connection to recording unit
Deleting previous application files

Identify, in which tab are displayed files from connected monitor (from heading bar - see figure).
[image: image63]
Fig. 63 -  TC – Identification of FTP contents

Delete the app directory. If there is no app directory, proceed to next step.
Copying of new application files

Copy the app directory with new version of application according to APPENDIX D – Program set.
[image: image64]
Fig. 64 -  TC – Disconnect from FTP
After completion of copying process press the Disconnect button. 
Recording unit restart

Turn recording unit off and on. Before next start hard drive will be formatted. It takes approximately five minutes. 
Verifying of loaded application

Version of application, which is loaded in Recording unit, you can get from response to http request info.
Run the internet browser (Firefox or Chrome recommended).
Enter the command <ru_ip>:8888/info (e. g. 10.10.1.120:8888/info for recording unit with ip address 10.10.1.120) into the line for address setting
Confirm the command by Enter key.
As response to sent request the browser displays a xml file.
Version number is available between two tags


<version>........</version>
[image: image65]
Fig. 65 -  Identification of application version

4.5. ERT03/A2 commissioning

Commissioning of router ERT03/A2 consists of following steps:

· Update from ERT/A1 to ERT/A2
· Parameters setting up
Equipment needed

Service notebook.
ks-630mil_ert03a2_app - application files (see Appendix D).
ks-630mil_ert03a2_cfg - configuration files (see Appendix D).
4.5.1 Update from ERT/A1 to ERT/A2
Setting of service notebook network adapter:


IP address: 


“NB_IP_ERT”


Subnet mask: 

“NB_MASK“

Default gateway: 

do not fill
Connect notebook to the ECN network of commisioned router. 
Run ert03a2_cms_xxx.bat from the command line. Follow on screen instructions.
4.5.2 Parameters setting up

Setting of service notebook network adapter:


IP address: 


“NB_IP_CAM”


Subnet mask: 

“NB_MASK“


Default gateway: 

do not fill
Connect notebook to the ECN network of commisioned router. 

Run ert03a2_cfg_xxx.bat from the command line. Follow on screen instructions.
4.5.3 Application update

If you are already using ERT03/A2 and what you only need is an update of the application.

Setting of service notebook network adapter:


IP address: 


“NB_IP_CAM”


Subnet mask: 

“NB_MASK“


Default gateway: 

do not fill

Connect notebook to the ECN network of commisioned router. 

Run ert03a2_app_xxx.bat from the command line. Follow on screen instructions.
5. APPENDIX A – Location of components
[image: image66]
6. APPENDIX B – Scenes
	Scene ID
	Stream from camera
	Symbol

	0
	no stream
	none – black screen

	1
	KW1
	KW1

	2
	KW2
	KW2

	3
	KW3
	KW3

	4
	KW4
	KW4

	5
	KW5
	KW5

	6
	KW6
	KW6

	7
	KW7
	KW7

	8
	KW8
	KW8

	9
	KW9
	KW9

	10
	KW10
	KW10

	11
	KW11
	KW11

	12
	KW12
	KW12

	13
	KZ1
	KZ1

	14
	KZ2
	KZ2

	15
	KZ3
	KZ3

	16
	KZ4
	KZ4

	17
	KS1
	KS1

	18
	KS2
	KS2

	19
	KW1[2]
	KW1[2]

	20
	KW2[2]
	KW2[2]

	21
	KW3[2]
	KW3[2]

	22
	KW4[2]
	KW4[2]

	23
	KW5[2]
	KW5[2]

	24
	KW6[2]
	KW6[2]

	25
	KW7[2]
	KW7[2]

	26
	KW8[2]
	KW8[2]

	27
	KW9[2]
	KW9[2]

	28
	KW10[2]
	KW10[2]

	29
	KW11[2]
	KW11[2]

	30
	KW12[2]
	KW12[2]

	31
	KZ1[2]
	KZ1[2]

	32
	KZ2[2]
	KZ2[2]

	33
	KZ3[2]
	KZ3[2]

	34
	KZ4[2]
	KZ4[2]

	35
	KS1[2]
	KS1[2]

	36
	KS2[2]
	KS2[2]

	37
	KW1[3]
	KW1[3]

	38
	KW2[3]
	KW2[3]

	39
	KW3[3]
	KW3[3]

	40
	KW4[3]
	KW4[3]

	41
	KW5[3]
	KW5[3]

	42
	KW6[3]
	KW6[3]

	43
	KW7[3]
	KW7[3]

	44
	KW8[3]
	KW8[3]

	45
	KW9[3]
	KW9[3]

	46
	KW10[3]
	KW10[3]

	47
	KW11[3]
	KW11[3]

	48
	KW12[3]
	KW12[3]

	49
	KZ1[3]
	KZ1[3]

	50
	KZ2[3]
	KZ2[3]

	51
	KZ3[3]
	KZ3[3]

	52
	KZ4[3]
	KZ4[3]

	53
	KS1[3]
	KS1[3]

	54
	KS2[3]
	KS2[3]

	55
	KW1, KW2, KW3, KW4
	KW1, KW2, KW3, KW4

	56
	KW5, KW6, KW7, KW8
	KW5, KW6, KW7, KW8

	57
	KW9, KW10, KW11, KW12
	KW9, KW10, KW11, KW12

	58
	KZ1, KZ2
	KZ1, KZ2

	59
	KS1, KS2
	KS1, KS2

	60
	KW12, KW11, KW10, KW9
	KW12, KW11, KW10, KW9

	61
	KW8, KW7, KW6, KW5
	KW8, KW7, KW6, KW5

	62
	KW4, KW3, KW2, KW1
	KW4, KW3, KW2, KW1

	63
	KZ4, KZ3
	KZ4, KZ3

	64
	KS2, KS1
	KS2, KS1


Default setting
	Scene ID
	Stream from camera
	Symbol

	0
	No stream
	none – black screen


7. APPENDIX C – Block diagram
8. APPENDIX D – Program set
Actual program set: 130725_KS-630MiL
Download link:

http://imp.amit.cz/www/kamerove_systemy/pesa/630mil/index.html
IP monitor - AIPM1013/A
	Directory
	File
	Description

	ks-630mil_aipm1013a_app_2015
	app_apm.conf
	Configuration file

	
	app_apm.sh
	Starting script

	
	app_apm.txt
	Version file

	
	app_apm.tar.gz
	Application

	ks-630mil_aipm1013a_cfg_101
	ALBDConfig.exe
	Configuration tool

	
	albdconfig.xml
	Configuration file


Camera - AM3114-R/A
	Directory
	File
	Description

	ks-630mil_am3114ra_cfg_202
	ks-630mil_ks1_v2.02.cmt
	Config. template KS1

	
	ks-630mil_ks2_v2.02.cmt
	Config. template KS2

	
	ks-630mil_kw1_v2.02.cmt
	Config. template KW1

	
	ks-630mil_kw2_v2.02.cmt
	Config. template KW2

	
	ks-630mil_kw3_v2.02.cmt
	Config. template KW3

	
	ks-630mil_kw4_v2.02.cmt
	Config. template KW4

	
	ks-630mil_kw5_v2.02.cmt
	Config. template KW5

	
	ks-630mil_kw6_v2.02.cmt
	Config. template KW6

	
	ks-630mil_kw7_v2.02.cmt
	Config. template KW7

	
	ks-630mil_kw8_v2.02.cmt
	Config. template KW8

	
	ks-630mil_kw9_v2.02.cmt
	Config. template KW9

	
	ks-630mil_kw10_v2.02.cmt
	Config. template KW10

	
	ks-630mil_kw11_v2.02.cmt
	Config. template KW11

	
	ks-630mil_kw12_v2.02.cmt
	Config. template KW12

	
	M3114-R_5_40_9_2.bin
	Firmware

	axis_acm_200058
	axis_acm_2.00.058.exe -
	Installation file


Camera - MD8562/B
	Directory
	File
	Description

	ks-630mil_md8562b_cfg_102
	run.bat
	Configuration script

	
	client.lua
	Configuration file

	vivotek_iw2_11027
	IW2_Setup.exe
	Installation file

	
	IW2_V1.1.0.27_release_note.txt
	Version file


Router - ERT03/A2

	Directory
	File
	Description

	ks-630mil_ert03a2_app_120
	ert3-a2_a_120.bin
	Application file

	
	ert03a2_app_120.bat
	Download script

	
	ert03a2_cms_120.bat
	Download script

	
	ERT03A2_Config.exe
	Configuration tool

	ks-630mil_ert03a2_cfg_100
	ert03a2_cfg_100.bat
	Configuration script

	
	ERT03A2_Config.exe
	Configuration tool


Acasys Studio Vehicle Profile

	Directory
	File
	Description

	-
	ks-630mil_Vehicle Profile_101.exe
	Installation file


Recording unit - PPM2110/2T
	Directory
	File
	Description

	ks-630mil_ppm21102t_app_30r39
/A/app
	app.conf
	Configuration file

	
	app.md5
	Checksum file

	
	app.tar.gz
	Application

	
	app.txt
	Version file

	
	controller.conf
	RU1 (A) - control config.

	ks-630mil_ppm21102t_app_30r39
/B/app
	app.conf
	Configuration file

	
	app.md5
	Checksum file

	
	app.tar.gz
	Application

	
	app.txt
	Version file

	ks-630mil_ppm21102t_ios_1040
	ppm21xx_ios_1040.img
	OS image file

	
	img2usb.exe
	Image burner

	AmitDeviceDetection_104
	AmitDeviceDetection.exe
	Configuration tool


9. APPENDIX E – Configuration parameters
In following tables are presented parameters, which serves for working with camera system or which are used for configuration and service operations.
For several parameters is used a Symbolic name system. The symbolic name is in previous chapters represented as „Symbolic name“. Instead of this name in described operation is necessary to enter a Value, which is presented in tables below.
9.1. IP address setting up
	Symbolic name
	Value

	IP_Range
	192.168.0.*

	NB_IP_AIPM
	10.10.1.33

	NB_IP_PPM
	10.10.1.33

	NB_IP_AXIS
	192.168.0.33

	NB_IP_CAM
	10.10.1.33

	NB_IP_ERT
	192.168.1.33

	NB_MASK
	255.255.0.0


9.2. Cameras
Overview of parameters referring to camera adjusting.
	Camera
	IP Address
	Location
	Configuration template

	KS1
	10.10.1.121
	int. track, cabin A
	ks-630mil_ks1_vx.xx.cmt

	KS2
	10.10.1.122
	int. track, cabin B
	ks-630mil_ks2_vx.xx.cmt

	KW1
	10.10.1.123
	int. passengers
	ks-630mil_kw1_vx.xx.cmt

	KW2
	10.10.1.124
	int. passengers
	ks-630mil_kw2_vx.xx.cmt

	KW3
	10.10.1.125
	int. passengers
	ks-630mil_kw3_vx.xx.cmt

	KW4
	10.10.1.126
	int. passengers
	ks-630mil_kw4_vx.xx.cmt

	KW5
	10.10.1.127
	int. passengers
	ks-630mil_kw5_vx.xx.cmt

	KW6
	10.10.1.128
	int. passengers
	ks-630mil_kw6_vx.xx.cmt

	KW7
	10.10.1.129
	int. passengers
	ks-630mil_kw7_vx.xx.cmt

	KW8
	10.10.1.130
	int. passengers
	ks-630mil_kw8_vx.xx.cmt

	KW9
	10.10.1.131
	int. passengers
	ks-630mil_kw9_vx.xx.cmt

	KW10
	10.10.1.132
	int. passengers
	ks-630mil_kw10_vx.xx.cmt

	KW11
	10.10.1.133
	int. passengers
	ks-630mil_kw11_vx.xx.cmt

	KW12
	10.10.1.134
	int. passengers
	ks-630mil_kw12_vx.xx.cmt

	KZ1
	10.10.1.135
	ext. left, cabin A
	ks-630mil_md8562b_cfg_xxx

	KZ2
	10.10.1.136
	ext. right, cabin A
	

	KZ3
	10.10.1.137
	ext. left, cabin B
	

	KZ4
	10.10.1.138
	ext. right, cabin B
	


Login data
	Symbolic name
	Value

	CAM_Login
	root

	CAM_Password
	pass


Network settings
	CAM_GW
	10.10.1.254

	CAM_MASK
	255.255.0.0


9.3. IP monitor
Overview of parameters which refers to IP monitor adjusting.
	Symbolic name
	IP monitor
	Value

	AIPM_IP_A
	IP monitor A
	10.10.1.139

	AIPM_IP_B
	IP monitor B
	10.10.1.140

	AIPM_Login
	-
	service

	AIPM_Password
	-
	remote


9.4. Recording unit

Overview of parameters referring to Recording unit adjusting.
	Symbolic name
	Value

	RU_IP_A
	10.10.1.119

	RU_IP_B
	10.10.1.120

	RU_MASK
	255.255.0.0

	RU_Login
	service

	RU_Password
	remote


10. Appendix F – Axis Camera Management (ACM)
For detection of cameras and configuration of their parameters is used an effective installation and management tool for IP cameras - Axis Camera Management version 2.00 (in this document referred as ACM).
[image: image67]
Fig. 66 -  Axis Camera Management - Main window

Link to download
ACM can be downloaded from Axis company website. Direct link to download (verified to date 2012.08.23):

http://www.axis.com/products/cam_mgmt_software/index.htm
Download is conditioned by free of charge registration.
Installation
Does not require any special settings All options can be default.
First start – password setup
At the first launch is automatically activated the Set Master Credentials dialog box.
[image: image68]
Fig. 67 -  Master Credentials setting
User name and Password will be used afterwards for accessing cameras, therefore they need to be set in accordance with APPENDIX E – Configuration parameters, Login data:

User name: 

„CAM_Login“

Password: 

„CAM_Password“

Access: 

checked
11. Appendix G – IP cameras
Operation thru web interface of the camera
Besides automatic configuration via ACM can be camera parameters changed also through web configuration interface, which each Axis camera contains.
Warning:
Any intervention to camera configuration (except for actions described below) are not recommended. They can affect negatively the image quality and camera performance.
The procedures described below assume that we are working with the camera, which has its IP address already assigned.
Description of web interface window
The web interface window can be divided into three parts:
Heading – toggling of Parameterization section (Live View / Setup) and viewing of context help
· Live View – live image from camera
· Setup – parameters setting
Left side menu – navigation in Parameterization section parameters
Parameterization section – performing of service operations and changing of settings
[image: image69]
Fig. 68 -  Description of web interface window
Web interface login
All operations described in following chapters require previous separate web interface login.
Launch the internet browser (Internet Explorer is recommended) and enter into address field an IP address of camera, web interface of which you want to view.
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Fig. 69 -  Entering of camera IP address
Internet Explorer needs an ActiveX control for its operation. If not installed yet, you will be prompted to install it.
[image: image71]
Fig. 70 -  ActiveX control enabling.
After installation is opened a login dialog, where login data for web access need to be entered:
User name: 
„CAM_Login“
Password: 
„CAM_Password“
[image: image72]
Fig. 71 -  Web interface login dialog
After login, an entry site of web interface is displayed. Click on Setup item in web interface Heading.
[image: image73]
Fig. 72 -  Displaying of parameters setting
Live View – live image from camera
Image from camera is displayed after click on Live View item, located in web interface Heading.
[image: image74]
Fig. 73 -  Displaying of live image from camera
Creating of Server Report
In starting screen select the section System Options in Left menu.
[image: image75]
Fig. 74 -  System Options section
Then, proceed into subsections:

Support ( Logs & Reports ( Information.
[image: image76]
Fig. 75 -  Navigation in System Options section
Generate the Server Report by click on appropriate button. Then it will be available in right - Parameterization - window part.
[image: image77]
Fig. 76 -  Generating of Server Report
Finally, new dialog window appears, where is shown the Server Report, which can be copied into text file and sent for analysis..
[image: image78]
Fig. 77 -  View on Server Report
11.1. Restoring the factory setting
You can restore the original factory setting. It can be done by two ways:
· By software way – restores the factory setting of parameters including/ with exception of (optionally) Ethernet interface.
· By hardware way – factory setting of all parameters.
After resetting is the camera considered as quite new and next steps can be performed in accordance with 4.2 AM3114A cameras commissioning.
Software way of Restoring the factory setting
Login to camera web interface (see Appendix G – IP cameras, Web interface login).
In starting screen select the section System Options and Maintenance sub-section in Left menu.
[image: image79]
Fig. 78 -  Factory settings through software - menu
Screen with several buttons is displayed. Their meaning is evident from labels.
[image: image80]
Fig. 79 -  Software way of Restoring the factory setting

Restore – IP address is retained, all another parameters are reseted.
Default – all parameters including IP address are restored.
After click on one of these buttons and confirming in dialog box the camera „freezes“ for several tens of seconds (camera restart is part of all operations).
Hardware way of Restoring the factory setting

When happens that even by using the ACM the camera cannot be found in network and you are 100 % sure that camera is properly connected into network, then the hardware reset into factory setting is recommended.
Resetting of all parameters including IP address:
1. Disconnect the camera network cable
2. Dismount the camera cover
To remove the camera cover, two bolts which holds the cover must be released.
[image: image81]
Fig. 80 -  The bolts which holds the camera cover
Then, use a special plastic tool or flat screwdriver for lifting up and releasing the camera cover. An appropriate power needs to be applied due to some resistance.
[image: image82]
Fig. 81 -  Taking off the camera cover.
[image: image83]
Fig. 82 -  Legend to camera body
3. Press and hold the Control button, attach the network cable.
4. Hold the Control button and wait until LED Status indicator starts light yellow (it can take up to 15 seconds).
5. Release the Control button. When the LED Status indicator starts light green (it can take up to 1 minute), process is completed an camera is reseted.
6. Perform the camera configuration according to 4.2 AM3114A cameras commissioning.
11.2. Meaning of camera LED indicators
	LED
	Colour
	Description

	NET
	Green
	Connected to 100 Mbit/s network. Blinking indicates the network activity.

	
	Orange
	Connected to 10 Mbit/s network. Blinking indicates the network activity.

	
	Does not light
	Not connected to network.

	STAT
	Green
	Camera runs and is OK.

	
	Orange
	Camera start / reset to factory setting is under way.

	
	Red
	Blinks slowly after unsuccessful firmware upgrade.

	PWM
	Green
	Power supply is attached.

	
	Orange
	Blinks green/orange when firmware upgrade is under way.

	
	Does not light
	Camera is not powered.


12. Appendix H - Recording unit OS update

Appendix describes how to update operating system of recording unit. Update is made via USB flash disc.

OS update consists of following steps:

· Create bootalbe USB flash disk

· Run recording unit from USB flash disk

Equipment needed

Service notebook.

USB flash disc with minimal capacity 4 GB.

USB flash disc image ks-630mil_ppm21102t_ios (see Appendix D).
12.1. Create bootalbe USB flash disk

Plug in clear the USB flash disc to the service notebook.
Open Start menu and
· click right mouse button on „My Computer“ and from context menu chose  „Manage->Disc Management“

· in Disc Management identify connected USB flash disc
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Fig. 83 -  Disc management
Delete all partitions on USB flash disc:

· click right mouse button on USB flash disc partition

· chose Delete partition from context menu”

[image: image85]
Fig. 84 -  Delete partition

Confirm partition delete by click Yes.

[image: image86]
Fig. 85 -  Disc management - warning
Repeat for all USB flash disc partitions.

[image: image87]
Fig. 86 -  USB flash disc without partitions
Open a command prompt as Administrator. Navigate to directory with USB flash disc image and img2usb.exe tool.

[image: image88]
Fig. 87 -  Directory selection
Run img2usb tool: 


img2usb.exe <usb flash disc file>

[image: image89]
Fig. 88 -  Run img2usb.exe tool
Enter the number of the connected USB flash disc to write image.

[image: image90]
Fig. 89 -  Disc selection
Check that you choose the right disc and confirm your selection.

[image: image91]
Fig. 90 -  Disc confirmation
Do not make any write operation to created USB flash disc and wait until operation is finished!
[image: image92]
Fig. 91 -  Image writing in progress
USB flash disc is ready to use. 

[image: image93]
Fig. 92 -  Img2usb.exe – successfully written
Safely remove USB flash disc from service notebook.
12.2. Run recording unit from USB flash disk
Switch off the recording unit.

Plug in the USB flash disk to USB connector on recording unit.

Switch on the recording unit, this is indicated with short low beeb.

Wait a few seconds until the unit boot up.
When update procedures starts, you will hear periodic beep with low/high tone.
During uploading of operating system, you will hear low tone with 4 s gap.
When update procedure ends correctly, you will hear loud melody whitch ends with high tone.If not, you will hear melody whitch ends with low tone.

Po dokončení všech operací (může proběhnot kontrola disku) následuje závěrečná melodie. 
Switch off the recording unit.

Disconnect the USB flash disk.

Switch on the recording unit.
12.3. Verifying version of OS

Version of OS which is loaded in recording unit you can get from the web interface.

Procedure

Adjust the fixed IP address to service notebook network adapter:



IP Address: 


„NB_IP_PPM“


Subnetwork mask: 

„NB_MASK“


Gateway: 


do not fill

Launch the Internet browser (e.g. Internet Explorer).

Enter the https://<ru_ip> adress into the address field (for example https://192.168.20.120 for recording unit with IP address 192.168.20.120).

Confirm the adress by Enter key.
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Fig. 93 -  OS version

In opening window you can see version of loaded OS.
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