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 Executive Summary

Among risk experts, risk communication is regarded as being at the heart of the risk management process. Although the International Organization for Standardization agreed a definition of risk communication in 2002 as the exchange or sharing of information about risk between the decision-maker and other stakeholders,
 a survey by the STARC consortium has shown that the actual practice of risk communication varies widely from one country to another. 

The STARC project, supported under the European Commission’s Sixth Framework Programme, aims to promote co-ordination of national approaches on risk communication and to propose initiatives for involving all stakeholders and civil society in a more dynamic risk governance culture. 

As part of its work, the STARC consortium surveyed the EU 25 Member States and six other countries, namely, Australia, Canada, Japan, Norway, Switzerland and the United States on their use and practice of risk communication. A questionnaire was e-mailed to the 31 countries in December 2005. We had responses to our survey from 28 countries. 

In addition, the STARC D2 report provides the results of in-depth interviews on risk communication practices in three industrial sectors in France, Germany, Hungary and Switzerland. The sector analyses were based on interviews with experts, senior risk managers and risk communicators from administrations, industry and civil society organisations. 

Conclusions from the country survey

From the responses to the risk communication questionnaire, the STARC partners drew a number of conclusions and identified good practices, among which are the following.

We agree with Canada and find that it is a good practice to regard risk communication as a continuum (or as a cycle) in which emergency and crisis communications should be a part.

We think provision should be made for eliciting and considering the views of stakeholders, including the public for all types of risk events.

Based on the results of this survey, it appears that a majority of countries do not require companies listed on a stock exchange to include in their annual reports a risk assessment and how they are managing risks. We think, as a matter of good practice, there should be such a requirement.

Most respondents said that their risk management plans do refer to risk communication, and we find that this is a good practice. However, there should also be separate, generic risk communications plans or guidelines, as in the UK and a few other countries.

In our view, good practice favours risk communication beginning at the pre-assessment / assessment stage, since stakeholders, including the public, may bring information that might not otherwise come to light from the experts, and stakeholders will certainly bring their values and opinions, which may well be different from those of the experts and/or risk manager. 

We regard as good practice the process of identifying stakeholders or stakeholder groups (in as fine-grained detail as possible) and encouraging their participation in the risk management process.

We also regard government surveys of stakeholders’ perceptions of risks as a good practice. Such surveys will help inform risk managers as well as stakeholders about how their fellow citizens and groups of citizens perceive risks, and the relative importance they attach to risks. In our view, it would be good practice to publish the results of such surveys. 

We regard co-ordination of risk communication between the private and public sectors as good practice, so long as it is not an instance of regulatory capture. The Seveso II directive provides a model of good practice with regard to such co-ordination.

We also consider it a matter of good practice for countries to co-ordinate their risk communications, not only horizontally with other government departments and vertically with other levels of government, but also with stakeholders and with neighbouring countries. The EU’s Monitoring and Information Centre (MIC)
 could play a catalytic role in stimulating such co-ordination with neighbouring countries. 

Given the differences in approaches to and practices of risk communication, it strikes us that there would be considerable merit in (as a minimum) EU member states having some structured forum or meeting, perhaps annually, where they could exchanges views on good practices. We do not think it is practical or desirable to force harmonisation of risk communication practices on member states, nevertheless, an exchange of experiences about what has worked and what hasn’t in what situations would presumably lead to improved risk communication, better consultation with stakeholders and improved co-ordination, both horizontally and vertically, especially between governments. 

Conclusions from the sector analyses
The STARC partners made an analysis of risk communication practices in three sectors in four countries. The partners conducted in-depth interviews with representatives from the chemical sector, with a particular emphasis on chemical waste; the biotechnology sector, with a particular emphasis on genetically modified food and crops (GM food/crop); and the energy sector, with a particular emphasis on production and transport of nuclear fuel. 

In the chemical wastes sector, German, French and Hungarian public agencies regard risk communication basically as informing the public (by Internet and/or with brochures and flyers), not as a process of interaction. Risk communication in France comes at the end of the risk assessment process. Risk communication is not a term in prominent use among German, French and Hungarian regulators. In all four countries, industry criticised the role played by NGOs in public discourse on chemical wastes with accusations of playing on public fears.

Virtually all interviewees said transparency was a prime objective and a key for any risk communication, even though industry took no more action in that regard than was required by legislation. NGOs frequently complain – in all four countries – that risk communication occurs too late and not in an adequate manner. Trust was considered to be the key to successful risk communication. In Germany, industry has been successful in improving transparency in regard to documentation and communication to regulators as well as to the public.

Of the four countries, the greatest differences in risk communication in the biotechnology (GMO) sector are those between Hungary and Switzerland. Whereas in Switzerland one can see quite elaborate methods of risk communication, Hungarian risk communication appears to be, on the contrary, rather haphazard with scant evidence of public involvement in risk decision-making.

Contrary to Hungary and (to a lesser extent) Germany, Swiss regulators make an effort to gain public acceptance on the issue by discussing regulations with stakeholders in advance.

Risk communication within the electricity sector shows a variety of approaches and concepts. This is a consequence of stakeholders pursuing different interests. The electricity generators are naturally interested in the smooth operation of the nuclear power plants (NPPs). Their interest in risk communication is to pre-empt public concerns. In contrast, the environmental NGOs focus on a broad discussion of the dangers of nuclear power generation and seek a rapid nuclear power phase-out. 

From our analysis and case studies, it is clear that the modus operandi of risk communication differs not only between the stakeholders within one country, but also from country to country.

It appears that risk communication, in the sense in which it is defined by the ISO, is rarely encountered in all countries; participation by lay people and citizens is the exception. 

Despite the differences, some similarities were also identified in risk communication approaches. Across all three sectors and all four countries, the role and importance of independent experts in the risk communication process was stressed. Equally undisputed is the necessity of transparency as a key element of risk communication, even though the actual practice of transparency varies between the sectors and different groups of stakeholders. More often than not, however, risk communication is regarded as merely informing the public, rather than as a matter of dialogue or of public involvement and participation. 

1 Introduction

This report is the second deliverable of the STARC project (STAkeholders in Risk Communications). The first report, entitled “The dimensions of risk communications”, is available on the STARC website, http://starc.jrc.it.

The present report has been prepared by members of the STARC consortium, namely, EDF, Trilateral Research & Consulting, South German Institute of Empirical Social Research (SINE e.V.), INERIS (Institut National de L’environnement Industriel et des RISques), the International Risk Governance Council and the Institute for the Protection and Security of Citizens (IPSC) of the European Commission’s Joint Research Centre (JRC).
 The project was initiated on 1 June 2005 and has a duration of 18 months. The goal of STARC project is to promote co-ordination of national approaches on risk communication and to propose initiatives for involving all stakeholders and civil society in a more dynamic risk governance culture. 

This report provides details of the research carried out by the STARC consortium on the use and practice of risk communication in the EU 25 Member States and six other countries, namely, Australia, Canada, Japan, Norway, Switzerland and the United States. In addition, the report provides the results of in-depth interviews of the risk communication practices in three industrial sectors – chemical waste, genetically modified foods and crops (GMOs), and electricity in France, Germany, Hungary and Switzerland. 

The country survey (to distinguish it from the sector analysis) was based on a questionnaire (see Annex 1) sent to the 31 countries. Annex 2 lists the respondents. The sector analyses were based on interviews with experts, senior risk managers and risk communicators from administrations, industry and civil society organisations. See Annexes 3 and 4 for the guidelines that were followed in conducting the interviews.

In addition to providing the results from the questionnaire survey (Chapter 2), this report provides an analysis of those responses (Chapter 3). 

Some countries have developed very sophisticated risk communication practices and have a very deep understanding of the subject. However, for some others, risk communication is still at beginning. Hence, Chapter 4 provides a more in-depth examination of the risk communication practices of Australia, France, Ireland, Japan, Sweden, the UK and the United States. Other countries could have been considered further too, but given time limitations, we think the countries considered in Chapter 4 provide some useful reference points. 

In looking further at the countries selected for Chapter 4, we were particularly interested in the legislative and/or regulatory requirements for communicating with stakeholders, how risk communication fits in with the overall approach to risk management, to what extent there is co-ordination (especially with regard to risk communication) between different levels of government and between different countries. We also identify examples of good practices in risk communication in those countries. 

Chapter 5 is devoted to the case studies based on the risk communication practices in the aforementioned sectors in France, Germany, Hungary and Switzerland. The focus in this chapter is somewhat different from Chapter 4, to the extent that we considered the national framing of the sectors in each country, how they deal with uncertainty and expertise, the issues of reliability, transparency, availability and integrity as well as the involvement of stakeholders, including the public. We also look at their risk communication strategies. Finally, the chapter compares the risk communication strategies in the four countries in each sector and identifies good practices.  

Chapter 6 draws together our conclusions from the review of risk communication in each of the countries and sectors.

It has become apparent to the STARC partners that although there is an internationally agreed definition on risk communication (agreed within the International Organization for Standardization), actual practice can be somewhat different according to both the local culture and the legal framing. An in-depth consideration of risk communication must also include consideration of emergency communication and crisis communication. In fact, there is a wide multiplicity of terms used in the risk community (which is to be expected where there are so many different stakeholders), some of which mean more or less the same thing. In some instances, however, it is clear that they do mean different things, but even so, they should all be taken into account in a consideration of what is relevant and important to be included in a prospective risk communication policy, regulations and guidelines. From this perspective, we believe a consideration of risk communication should also include the dimension of emergency and crisis communication, since the networks in place and how crises are dealt with when a risk materialises affects the options chosen by the risk manager (and stakeholders) to deal with a risk event.

Having said that, the STARC consortium took up this challenge in Work Package 2 and not only address issues of risk communication, but considered crisis communication and emergency communication as well. As explained in detail in our first report, we see a major difference between risk communication and crisis communication in the time dimension of the communication about a risk issue: whereas good risk communication involves consultation with stakeholders about how to deal with a risk before it becomes a crisis, crisis communication really sets in when prevention of the crisis has failed or other external factors have inevitably led to that crisis. Unlike risk communication, crisis communication is mostly a one-way activity that aims to help overcome a crisis in the here and now. Practitioners of risk communication can and should take the experiences of a crisis as a matter for improving risk communication. Emergency (or disaster) communication is even more severe compared to a “normal” crisis as it typically includes the breakdown of operational networks. In such instances too, practitioners of risk communication can learn from the experience of emergency cases or disasters to improve risk communication in the future. Chapters 2 – 4 of this report are based on a survey of current practice of all three forms of communication in the Member States and selected other countries, while Chapters 5 and 6 are based on sector analyses of risk communication and risk communication strategies in three selected fields in four countries.

As a final remark in this introduction, the STARC consortium wishes to thank all of the respondents to our many e-mails and telephone calls. We recognise that their helping us with our research by filling in questionnaires and being subject to interviews is outside their normal responsibilities, so we are most grateful for the time they have made available to us.  We also thank all respondents for their review of and comments on this report and its findings. We hope that their assistance to us in our research is rewarded in some way by the results of this stage of the STARC project. We commend this report to all. Any errors in it are ours, and not those of our respondents. 

2 Risk communication in EU Member States & six other countries

In December 2005, the STARC partners e-mailed a questionnaire (see Annex 1) on risk communication to all 25 EU Member States and six non-member countries, namely, Australia, Canada, Japan, Norway, Switzerland and the United States. The questionnaire was sent mainly to the civil protection authorities in each country. In some instances, other organisations (e.g., environment and health ministries) were also sent a copy of the questionnaire. In some cases, those contacted initially forwarded the questionnaire to other governmental authorities to prepare the responses. Annex 2 of this report provides a list of those who responded to the questionnaire and those who were copied on the responses.

The questionnaire contained 36 principal questions. Some questions were in two or more parts. An opportunity to provide additional information appeared with many questions. 

In early January, we began telephoning our contacts to encourage return of the questionnaire. As of April 2006, we hade received responses from 28 countries. We did not receive responses from Belgium, France and the United States.

We promised respondents in all countries to send a copy of the draft report before the report was finalised in order to have their comments and/or any amendments. We duly did so, and received some slight amendments from three countries.

The responses to the risk communication questionnaire follow. Note that in a couple of cases, Canada and Switzerland, responses are in French (the original language of response) and English. In the instance of each of Germany, Greece, Poland, we had two responses. From Japan, we had three responses (although two were from the same agency, albeit different divisions). All responses have been included in the tables below. 

As one of the STARC partners is a national institute in France, we have added data about France in the responses that follow. It should be noted that the French data, therefore, represent our interpretation of the situation in France, rather than of the French government.

2.1.1 Does the country have national risk management plans?

	Questions
	1

	Country
	Does the country have national risk management plans?

	Austria
	Yes 

	Belgium
	

	Cyprus
	Yes 

	Czech Rep
	No

	Denmark
	Yes

	Estonia 
	Yes

	Finland
	Yes

	France
	Yes

	Germany
	Yes. Plans are covered at the federal and state level by federal and state ministries.

	Germany
[Bavaria]
	Yes

	Greece
	Yes

	Greece – 

forestry institute

	Yes

	Hungary
	Yes

	Ireland
	Yes

	Italy
	Yes

	Latvia
	Yes

	Lithuania
	Yes

	Luxembourg
	Yes

	Malta
	Yes

	Netherlands
	Yes

	Poland 

(Dept of Defence Affairs & Ministry of Health)
	Yes

	Poland 

(Bureau for Chemical Substances and Preparations)
	Yes 

	Portugal
	Yes

	Slovakia
	Yes

	Slovenia
	Yes

	Spain
	Yes

	Sweden
	Yes

	UK
	Yes

	Australia
	Yes

	Canada
	Oui. En fait, compte-tenu de notre vaste territoire, la gestion de catastrophes ou de désastres ou d’épidémie, voire d’actes terroristes, est une responsabilité partagée entre les individus, les divers gouvernements municipaux ou régionaux, provinciaux ou territoriaux ou fédéral. Un cadre législatif, réglementaire et politique régit l’attribution des responsabilités gouvernementales. Le gouvernement fédéral a conclu des ententes de réciprocité avec les états voisins pour certains types de catastrophes qui affecteraient plus d’un pays.  

	Canada
	Yes  In fact, because our territory is so huge, disaster or pandemic, even anti-terrorism management is a shared responsibility between individuals, different municipal or regional, provincial or territorial, or federal governments. A legislative, regulatory and political framework attributes government responsibilities. The federal government concluded reciprocal agreements with neighbour states for certain kinds of catastrophes that might affect more than a country.

	Japan 

Cabinet Office
	Yes

	Japan

FDMA – Disaster Mgmt
	Yes

	Japan 

FDMA – 

Civil Protection
	Yes

	Norway
	Yes

	Switzerland
	Oui 

	Switzerland
	Yes

	USA
	


2.1.2 What types of risk does it cover?

	Questions
	2
	

	Country
	What types of risk does it cover?
	Additional information

	Austria
	Natural & human-induced hazards
	In Austria, nine federal states are in charge for emergency plans; whereas the federal level is in charge in regard to pandemia plans as well as radiation protection  (see also 3)

	Belgium
	
	

	Cyprus
	All risks
	

	Czech Rep
	Natural & human-induced hazards
	We have 24 model action plans determined for different risks (hazards), which are approved by the Security Council of the State (Czech Republic). They include both natural hazards as well as human-induced hazards. 

	Denmark
	All risks
	The principle of sector responsibility means that each authority in Denmark is responsible for developing their own emergency plans on how the important functions in their own area are maintained during a crisis.

	Estonia 

	All risks
	In Estonia, the Ministry of Internal Affairs is responsible for the national crisis management system. Responsibilities include internal security, civil protection related to fire fighting and rescue works, local government and regional development, churches and congregations, etc.

The co-ordinating body for civil emergency planning (CEP) in Estonia is the National Rescue Board (subordinated to the Ministry of Internal Affairs). Duties:

· Compile, treat and analyse data concerning emergency situations

· Guarantee co-ordination and control in crisis situation at national level

· Support the work of the Government Crisis Committee

· Co-ordination of the planning of crisis management at state and regional levels as well as internationally

· Etc. 
The crisis management system is defined as: a complete system, prepared and implemented by governmental organisations in co-operation with local governments and public organisations in order to guarantee public safety during a crisis or emergency.

The system has two dimensions:

1. Functional responsibility, which implies that the ministry in charge of a specific function directs and co-ordinates the planning of that function at all levels – national, regional, and local.

Example: food supply – Ministry of Agriculture.

2. Areal [administrative area] responsibility, which implies that responsibilities have been allocated to the different administrative levels (national, regional and local) and emergency planning functions exist at each level.

Example: 

National level – Ministry of Internal Affairs/ Rescue Board

Regional level – 15 county governors

Local level – local government councils

	Finland
	All risks
	Every ministry has responsibility in its own area. The National Emergency Supply Agency has a horizontal responsibility to be prepared for all major hazards.

	France
	
	The different ministries are in charge of their area.

	Germany
	
	There are different plans and the competencies for different departments are shared between Federation, states and companies. There is no national “general plan”.

	Germany
[Bavaria]
	All known risks
	

	Greece
	All risks
	General Secretariat for Civil Protection is responsible for the general emergency response plan, which covers all types of disasters. Special plans for each type of disaster are made by the competent authorities. 

	Greece – 

forestry institute
	All risks
	

	Hungary
	Natural & human-induced hazards
	There are plans for: 

* Nuclear accident management, serious industrial accidents involving hazardous materials, management of consequances of earthquakes, management of mass migration (Ministry of the Interior)  

* Air, road, railway and water transport in case of an emergency or international assistance, direction in case of air, road, railway and water accidents, floods or inland water as well as restoration of the transport, communication and water management infrastructure (Ministry of Economy and Transport)

* Infectious diseases (Ministry of Health)

* Damage to the environment at a crisis level (Ministry of Environment Protection and Water Management together with another competent Minister, for example, with the Minister of Economy and Transport in case of surface water pollution).

	Ireland
	All risks
	The Department of Environment, Heritage and Local Government (DEHLG) is responsible as the lead agency for the development of the Framework for dealing with national emergencies, the Dept of Health is responsible for planning in relation to health issues, the Dept of Agriculture and Food is responsible for animal health and food safety, the Dept of Justice Equality and Law Reform is responsible for security matters, the Office of Public Works is responsible for alleviation of flood and related risks. The Office of Emergency Planning is responsible for the co-ordination and oversight of all emergency planning.

	Italy
	All risks
	By ruling, the National Fire Brigade, which is the fundamental component of the national civil protection system, the Department of Fire and Rescue Services of the Ministry of the Interior also takes responsibilities in dealing with all the emergency situations where urgent technical rescue is needed. The National Fire Brigade is the only State Agency legitimated to protect the civil population against the risks of fires, floods and other natural disaster and by the use of nuclear energy, chemical and biological agents as well.

	Latvia
	All risks
	We have three levels of civil protection planning - national level, regional level, local level.  

	Lithuania
	Natural & human-induced hazards
	Regulations on Industrial Accidents Prevention, Liquidation and Investigation (Governmental Resolution No. 966 of 17/08/2004) (particularly requirements for dangerous establishments mentioned in articles 6, 7 and 9 of the SEVESO II Directive) regulate prevention of major industrial accidents and liquidation of their consequences, define obligations of designers and supervision institutions, municipalities and specialized services. The provisions are applied to industrial activities involving toxic, flammable and explosive substances if amounts of actual anticipated presence of these substances exceed the established thresholds. 

Response plans define strategy and procedures for development of the plan for response to accidents in dangerous industrial establishments. The Order No. 706 issued by the Minister of National Defence on 22/06/1999 defines the structure and composition of the response to industrial accidents plan that helps to implement the mentioned Governmental resolution in practice.    

According to the regulation laid down in the Order No. 48/63 of the directors of Civil Protection Department and State Labour Inspection of 29/02/2000 on Requirements for Hazard Evaluation and Risk Analysis to be made in Dangerous Industrial Installations, hazard evaluation, risk analysis and evaluation of a dangerous establishment is carried out in terms of safety. On the basis of this evaluation response to accidents plan is developed and agreed with emergency services, state supervision and control institutions and a municipality. 

Civil protection contingency plans regulate activities of municipal authorities, ministries, state institutions in case of an emergency as well as emergency management, population protection measures, information to the public and other emergency services. Civil protection preparedness analysis at county and municipality level, prognosis of an emergency and its consequences at national, county and municipality level are carried out in the plan. It is necessary to take into account all the elements that may cause potential risk and their impact on population and environment. Preparedness analysis is a cornerstone in a decision-making, emergency preparedness and consequences management. Methodology on civil protection preparedness analysis developed by the Cranfield University (USA) is mainly used in Lithuania.

	Luxembourg
	All risks
	

	Malta
	Natural & human-induced hazards
	

	Netherlands
	All risks
	e.g. all risks / contingency plan (min BZK), infectious diseases (Min VWS), nuclear (min VROM), animal diseases like e.g. bird flu (min LNV), terrorism (min Justice) 

	Poland 

(Dept of Defence Affairs, Ministry of Health)
	All risks
	

	Poland 

(Bureau for Chemical Substances and Preparations)
	Human-induced hazards - chemicals management.

	We are the Polish competent authority for legislation related to placing chemicals on the market (67/548/EEC & 1999/45/EC). As such, we are not dealing with disasters and we are not taking strategic risk management decisions (which are taken at the ministerial level). However, we have developed an informal network for risk management in the area of chemicals with other decision makers in this area. Thus, in a limited sense, the answer is “Yes”, although our agency is not in a position to take risk management decisions. 

	Portugal
	Natural & human-induced hazards
	A National Emergency Plan defines the emergency management procedures for all main hazards (natural or human-induced) affecting Portugal. There are also specific emergency plans for some hazards (such as floods, forest fires, earthquakes) on a regional basis.

	Slovakia
	All risks
	

	Slovenia
	All risks
	At the national level, we cover these kinds of risk management plans: emergency response plan in the event of an earthquake, nuclear accident, floods, accidents at sea, railway and plane accidents, terrorist attacks, big fires in nature and contagious animal diseases.

	Spain
	All risks
	There are national, regional and municipal civil protection plans for coping with specific risks. The different plans are the products of different agencies. At the national level, it is the Dirección General de Protección Civil y Emergencias; at regional level (Comunidades Autonomas), it is the regional civil protection agencies (whichever their names), and at municipal level, the particular “concejalía” [councillor].  

	Sweden
	There are national plans for risks such as nuclear accidents, oil spillage at sea, influenza pandemic and epizootic diseases. See also Chapter 4.
	

	UK
	All risks
	The UK maintains a national civil protection framework that delivers risk assessment and emergency planning at all levels (central, regional and local).   Some this work is generic – the maintenance of response capabilities that are not focussed on one specific risk and instead form the response to most emergencies.  For example, this includes the planning arrangements that support crisis machinery in central government, or the capability to deal with fatalities.  More information on the Capabilities Programme can be found at http://www.ukresilience.info/preparedness/ukgovernment/capabilities.shtm.

In addition, a wide range of specific plans are maintained so that the UK is ready to deal with certain major risks.  For example, the UK maintains an Influenza Pandemic Contingency Plan (owned by Department of Health – www.dh.gov.uk), an Exotic Animal Disease Generic Contingency Plan (DEFRA – http://www.defra.gov.uk/animalh/diseases/notifiable/disease/avianinfluenza-contplan.htm) and Defence Nuclear Materials Transport Contingency Arrangements (MOD – http://www.ukresilience.info/emergencies/accidents.shtm).  Departmental ownership of plans is determined under the Lead Government Department Principle: http://www.ukresilience.info/response/ukgovernment/handling/responsibilities.shtm.

All of this is underpinned by a national risk assessment framework. The framework identifies risks to the UK as a whole over a five year period, and assesses their likelihood and impact. This forms the basis for decisions about emergency preparedness and about capability planning. This national risk assessment process feeds into the Devolved Administrations, regional and local levels to ensure fully integrated risk assessment processes at all levels which underpin coherent emergency planning throughout the UK. The Government provides guidance to Local Resilience Forums and Regional Resilience Forums on the likelihoods of emergencies based on national assessments, which can then be flexibly tailored to meet local and regional judgements of the risks facing their areas.

	Australia
	
	It is more complex in Australia. Because of the federal structure, there are plans at both state and federal levels.

	Canada
	Tous types de risques. 
	En fait, toutes les institutions fédérales sont tenues d’intégrer dans leur gestion les principes et les pratiques exigées par le Cadre intégré de gestion des risques élaboré par le Secrétariat du Conseil du Trésor du Canada 
http://www.tbs-sct.gc.ca/pubs_pol/dcgpubs/RiskManagement/rmf-cgr_f.asp 
et doivent appliquer une Politique sur la gestion des risques 
http://www.tbs-sct.gc.ca/pubs_pol/dcgpubs/RiskManagement/riskmanagpol_f.asp. 
Cela touche autant les risques éventuels reliés à la santé et la sécurité, à l’environnement qu’à l’administration des politiques et des programmes.

	Canada
	All risks
	In fact, all federal institutions must integrate in their management the principles and practices required in the Integrated Risk Management Framework developed by the Treasury Board of Canada Secretariat

http://www.tbs-sct.gc.ca/pubs_pol/dcgpubs/RiskManagement/rmf-cgr_e.asp 
and must apply the Risk Management Policy 
http://www.tbs-sct.gc.ca/pubs_pol/dcgpubs/RiskManagement/riskmanagpol_e.asp  
It addresses the eventuality of risks related to health, safety, environment as well as policy and program management.  

	Japan

Cabinet Office
	Natural & human-induced hazards
	The National Disaster Management Plan covers natural disasters and man-made disasters. However, it does not cover wars and terrorist attacks.

	Japan

FDMA – Disaster Mgmt
	Natural & human-induced hazards
	The National Disaster Management Plan covers natural disasters and man-made disasters. However, it does not cover wars and terrorist attacks.

	Japan 

FDMA – 

Civil Protection
	Human-induced hazards
	The Civil Protection Plan covers national emergencies, including war and terrorist attacks.

	Norway
	All risks
	Norway has an all-hazards approach. In addition, every sector ministry and directorate is responsible for its own sectoral plans (e.g., health, pollution control, radiation, water, energy, police, food safety, maritime, security, civil defence). 

List of directorates: http://app.norway.no/styresmakter/liste.asp?el=33

The Ministry of Justice and police are also responsible for an overall national crisis management plan, including public communication.

	Switzerland
	Tous types de risques 
	

	Switzerland
	All risks
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2.1.3 Who is responsible for development of such plans?

	Questions
	3

	Country
	Who is responsible for development of such plans?

	Austria
	Federal Ministry of Health and Women [www.bmgf.gv.at]
Federal Ministry of Agriculture, Forestry and Water Supply and Distribution [www.bmlfuw.gv.at]

	Belgium
	

	Cyprus
	It depends of the sphere of responsibilities.

	Czech Rep
	Ministry of Interior - Fire Rescue Service of the Czech Republic – General Directorate and other state authorities according to their responsibility for the particular hazard.  www.krizove-rizeni.cz

	Denmark
	Danish Emergency Management Agency / the National Danish Police: The National Emergency Response Plan describes the overall responsibility for the detailed planning and implementation of the emergency measures – including indication of which authorities are responsible for which area.  www.brs.dk,  www.politi.dk, www.mst.dk

	Estonia 

	Ministries and their subordinate bodies/agencies/inspections/centres as mentioned before. Overall responsibility – Ministry of Internal Affairs.

Ministry of Internal Affairs – http://www.sisemin.gov.ee/atp/

	Finland
	National Emergency Supply Agency 
www.nesa.fi

	France
	Depends on the sphere of responsibilities.

	Germany
	Federal Ministries and subordinate agencies of the Interior, Health, the Environment, Agriculture/Food etc. at the level of the Federation and states.

	Germany
[Bavaria]
	Bavarian Ministry of the Interior, 7 governments of administrative districts, 96 municipal administration offices
www.StMI.Bayern.de

	Greece
	Supervising Agency is General Secretariat for Civil Protection.
Website: www.civilprotection.gr

	Greece – 

forestry institute
	General Secretariat of Civil Protection (www.civilprotection.gr). Specific additional plans for their involvement are developed by the Hellenic Fire Corps (www.fireservice.gr)

	Hungary
	* National Directorate General for Disaster Mangement – Ministry of the Interior

* Ministry of Economy and Transport 

* Minisry of Health

* Ministry of Environment Protection and Water Management

Websites:

www.katasztrofavedelem.hu

www.bm.gov.hu

www.gkm.gov.hu

www.eum.hu

www.kvvm.hu

	Ireland
	See above

	Italy
	In addition to the Department of Fire and Rescue Services and Civil Defence of the Ministry of the Interior, the Department of Civil Protection of the Presidency of the Council of Ministers has civil protection responsibilities. In Italy, the Presidency of the Council of Ministers has above all co-ordinating functions, while administrative functions belong by law to the various Ministries and Administrations and, in the Provinces, to the Prefects who represent the central government at local level. Furthermore, according to the Constitution of the Republic, the Regions are entrusted with legislative powers in civil protection matters. This also means that by regional laws further administrative powers in the field of civil protection could be committed to the mayors, according to the general principle of subsidiarity.

Websites:

Ministry of the Interior – Department of Fire and Rescue Services and Civil Defence: www.vigilfuoco.it 

Presidenza del Consiglio dei Ministri – Dipartimento Protezione Civile:

www.protezionecivile.it

	Latvia
	At national level – Ministry of Interior State Fire & Rescue Service


Websites:

www.112.lv

www.iem.gov.lv

	Lithuania
	The Ministry of the Interior (http://www.vrm.lt). 

Recommendations on the Development of County, Municipality, and Economic Entity Civil Protection Contingency Plans are developed by the Fire and Rescue Department (FRD) of the Ministry of the Interior.  

	Luxembourg
	Administration des services de secours
www.112.lu (starts during 2006)

	Malta
	Civil Protection Department
www.gov.mt

	Netherlands
	Min BZK = Ministry of the Interior and Kingdom Relations.
www.minbzk.nl 
But it also depends on the department responsible for the policy/dossier. 

	Poland 

(Dept of Defence Affairs, Ministry of Health)
	County Centres For Crisis Response

	Poland 

(Bureau for Chemical Substances and Preparations)
	The network for chemicals management is an informal group of decision makers. Plans are not developed, as there is no institution responsible and suitably empowered to develop and implement them. In the informal network for chemicals management, decisions (e.g., relating to a certain chemical) would be taken by appropriate ministry, depending on the context (e.g., limiting marketing of a chemical would be done by Minsitry of the Economy, while special conditions for use of pesticides would probably be introduced by Ministry of Agriculture). 

	Portugal
	Portuguese Service for Fire and Civil Protection, Ministry of Interior (SNBPC – Serviço Nacional de Bombeiros e Protecção Civil). www.snbpc.pt
Local emergency plans are developed by the municipalities.

	Slovakia
	Office of Civil Protection of the Ministry of Interior of the Slovak Republic

http://www.uco.sk/eng/index.htm

	Slovenia
	Ministry of defence, Administration for civil protection and disaster relief.
Our web-site: www.urszr.si

	Spain
	At national level, the DG de Protección Civil y emergencies. 

www.proteccioncivil.org

	Sweden
	* Nuclear accidents – Swedish Rescue Services Agency (www.srv.se), Swedish Nuclear Power Inspectorate (www.ski.se), Swedish Radiation Protection Authority (www.ssi.se)
* Oil spillage at sea - Swedish Rescue Services Agency (www.srv.se), Swedish Coast Guard (www.kbv.se), Swedish Maritime Administration (www.sjofartsverket.se)
* Influenza pandemic – National Board of Health and Welfare (www.socialstyrelsen.se)
Epizootic diseases – Swedish Board of Agriculture (www.sjv.se)

	UK
	All departments have responsibilities under the Lead Government Department principle (see above).  The Civil Contingencies Secretariat of the Cabinet Office takes on a co-ordinating role.

http://www.ukresilience.info/ccs/index.shtm

	Australia
	Emergency Management Australia (EMA). 

EMA.gov.au

	Canada
	En fait, cela dépend des champs de compétences des diverses institutions et du type de risque. À prime abord, le ministère de la Sécurité nationale et de la Protection civile du Canada est chargé d’élaborer et de mettre en application les politiques fédérales dans le domaine de la gestion des urgences. Notre approche tous risques et pluridisciplinaire crée un système fédéral unifié pour gérer les urgences de portée nationale. Lorsque l’urgence n’a pas une portée nationale, il existe des organisations de gestion des urgences dans toutes les provinces et tous les territoires, http://www.psepc-sppcc.gc.ca/thm/em/ges_emer-fr.asp. Lorsqu’il y a nécessité de coordonner les interventions à l’échelle nationale, il existe un centre des opérations du gouvernement fédéral : http://www.psepc-sppcc.gc.ca/prg/em/goc/index-fr.asp?lang_update=1. 
Si on parle d’urgence, je vous réfère à ce site : http://www.psepc-sppcc.gc.ca/prg/em/index-fr.asp. Si on parle de protection des infrastructures essentielles, je vous réfère à ce document qui fait mention des divers acteurs (institutions) : http://www.psepc-sppcc.gc.ca/prg/em/nciap/position_paper-fr.asp?lang_update=1 

	Canada
	It depends of the field of jurisdiction or competencies of the diverse institutions and the type of risk. Public Safety and Emergency Preparedness Canada (a federal department) is in charge of developing and implement federal policies in emergency management. It took a multidisciplinary and multi-risk approach to build a unified federal system to manage national emergencies. When an emergency doesn’t have a national scope, there are emergency management organizations in every province and territory http://www.psepc-sppcc.gc.ca/thm/em/ges_emer-en.asp?lang_update=1. When there is a need to co-ordinate efforts nation-wide, there is a federal Government Operation Centre: http://www.psepc-sppcc.gc.ca/prg/em/goc/index-en.asp?lang_update=1.  
In case of emergency, refer to: http://www.psepc-sppcc.gc.ca/prg/em/index-en.asp?lang_update=1. In the case of saving essential infrastructures, refer to this document mentioning diverse stakeholders (institutions): http://www.psepc-sppcc.gc.ca/prg/em/nciap/position_paper-en.asp?lang_update=1

	Japan

Cabinet Office
	Central Disaster Management Council, for which the Cabinet Office serves as a secretariat.

http://www.bousai.go.jp/index.html

	Japan

FDMA – Disaster Mgmt
	Central Disaster Management Council, for which the Cabinet Office and the Fire and Disaster Management Agency (FDMA) serve as a secretariat. In a sharing of roles, the central government affairs are arranged by the Cabinet Office, while local government affairs are arranged by the FDMA.

Websites: 

http://www.bousai.go.jp/index.html

http://www.fdma.go.jp/

	Japan 

FDMA – 

Civil Protection
	The Office of Cabinet Secretariat (National Security Affairs and Crisis Management) takes a main role for co-ordinating among central governments and facilitating overall civil protection measures while the FDMA plays the important role of co-ordination between national and local governments. FDMA have made two model plans (prefectual, municipal) for each local government to make its civil protection plan.   

Websites: http://www.kokuminhogo.go.jp/

http://www.fdma.go.jp

	Norway
	For a list of directorates, see

http://app.norway.no/styresmakter/liste.asp?el=33

	Switzerland
	Selon le type d’événement, la responsabilité se situe au niveau fédéral, au niveau cantonal voire au niveau de l’exploitant du site. 
Les principaux sites Web: 
http://www.bk.admin.ch/ch/e/cf/index.html /
http://www.bevoelkerungsschutz.admin.ch/Internet/bs/en/home.html 
http://www.umwelt-schweiz.ch/buwal/eng/index.html 
http://www.hsk.ch/english/start.php 
http://wwwe-bag.root.admin.ch/e/index.htm

	Switzerland
	Depending on the type of risk event, the responsibility could be at the federal or cantonal level or with the site operator. The main Web sites are:
http://www.bk.admin.ch/ch/e/cf/index.html /
http://www.bevoelkerungsschutz.admin.ch/Internet/bs/en/home.html 
http://www.umwelt-schweiz.ch/buwal/eng/index.html 
http://www.hsk.ch/english/start.php 
http://wwwe-bag.root.admin.ch/e/index.htm

	USA
	


2.1.4 Are their responsibilities defined by a specific policy or law?
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	Country
	Are their responsibilities defined by a specific policy or law?

	Austria
	Yes. The Federal Ministries Act states that the Federal Ministry of the Interior is responsible for the co-ordination of matters concerning Federal Crisis and Emergency Management.

	Belgium
	

	Cyprus
	Yes. Civil Defence / The Civil Defence Law No: 117 (1) 96 and Adjusting Law No. 42 (1) 98
Every Department has its own Law.

	Czech Rep
	Yes. 

· Act No.2/1969/Col. On establishment of ministries and other state authorities.

· Act No 240/2000/Col. about crisis management and amendment of some acts.

· Act No. 239/2000/Col. about Integrated Rescue System and amendment of some Acts. 

· Notice No. 380/2002/Col. On preparation and execution of population protection tasks.

· Government Regulation No. 462/2000 Col.- regarding execution of §27 article 5 of the Act No.240/2000 Sb. About crisis management and Amendment of some Acts (Crisis Act).

	Denmark
	Yes. 
Preparedness act §24, stk. 1:The individual ministers shall be responsible for carrying out, within their respective fields of administration, any such contingency planning and measures as may be required within the civil sector.

	Estonia 
	Yes.
The “Emergency Preparedness Act” defines all functional and areal [administrative area] responsibilities during an emergency other than war. Specific plans are made under these regulations.

	Finland
	Yes. Security of supply act 1390/1992  and changed  688/2005

	France
	No. 

	Germany
	Yes. Numerous federal laws and laws of states for civil protection and disaster control, health care and health protection, environment and consumer protection.

	Germany
[Bavaria]
	Yes. Bayerisches Katastrophenschutzgesetz/Bavarian Act on Civil Protection (BayKSG) and regulations how to implement this law (Ausführungsvorschriften)

	Greece
	Yes. · 

· Law 3013/2002 “Civil protection upagrade”

· Ministerial decision 1299/10-4-2003 “General Civil Protection Plan under the name XENOKRATIS”

	Greece – 

forestry institute
	Yes. Law 2344/1995 on the “Organization of Civil Protection”. Presidential Decree 379/1997 on the “Organization of the General Secretariat of Civil Protection”. Law 3013/2002 on “Upgrading of Civil Protection”. 

	Hungary
	Yes. 

· Act No. XXXI. on “protection against fire, rescue and the fire brigades”

· Act No. XXXVII. of 1996 on civil protection

· Governmental Decree No. 60/1997 (IV. 18)on “shelters, provision of personal protection equipment, alert of the population and the general procedures of relocation”

· Act No. LXXIV. of 1999 on “the direction and organization of disaster management and protection against major accidents involving to hazardous materials” and its amendment (act no. VIII. of 2006)

· Ministerial Decree No. 1/2003. (I. 9.) on “the rules of fire protection and rescue operations of the fire brigades”

· Government Decree No. 165/2003. (X.18.) on “the procedures of the information of the population in case of nuclear and radiological emergency”

· Government Decree No. 18/2006.(I.26.) on the response to major accident involving hazardous materials

	Ireland
	Yes, by government policy.

	Italy
	Yes




National Act 27 December 1941, n. 1570

National Act 13 May 1961, n. 469

National Act 24 February 1992, n. 225 on the National Civil Protection Service

National Act 21 November 2000, n. 353

National Act 28 December 2001, n. 448

	Latvia
	Yes. Civil Protection Law

	Lithuania
	Yes.

Title of the laws:
1. Law on the basics of national security;
2. Civil protection law;
3. Law on waste management; 
4. Law on radiation protection;
5. Law on fire safety;
6. Law on county management;
7. Law on municipality.

	Luxembourg
	Yes.
Loi du 12 juin 2004 portant creation d’une Administration des services de secours  (http://www.legilux.public.lu/leg/a/search/resultHighlight/index.php?linkId=1&SID=0300637bcef73b7b7df4868d24e27397)

	Malta
	Yes. 
The Civil Protection Act 1999

	Netherlands
	Yes.

· WRZO (law on disaster in heavy incidents) - This law states how organisations have to react and respond end who is responsible for what.

· WOB (Public information act )

· The decision on information on disasters en heavy incidents (BIR)

· The decision on risk heavy incidents (BRZO 1999) 

· The decision on disaster plans institutions (BRI 1999) - this is a general law that gives the public the right to ask for every information that is available in institutions, government levels and so on. It is one of the most important democratic instruments for journalists and public (the right to know) 

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	No

	Portugal
	Yes. Civil Protection Act - Lei de Bases da Protecção Civil (Law Nº 113/91; 29 August 1991)

	Slovakia
	Yes. See http://www.uco.sk/eng/laws.htm

	Slovenia
	Yes.

· Act on the protection against natural and other disasters

· Decree on the subject matter and compilation of emergency response plans

	Spain
	Yes.

Plan de proteccion civil para la lucha contra incendios forestales, Plan de PC para los riesgos  de transporte de mercancías peligrosas, Plan de protección civil para inundaciones, Planes de protección civil ante el riesgo sismico, Plan de protección civil para el riesgo volcánico,  Plan de PC para el riesgo químico, etc.

These plans have a standard format and content defined in the Directrices Básicas for each specific risk (chemical, seismic, transport of dangerous goods, floods, etc), which can be consulted in the DG for Civil Protection and Emergencies web site.

	Sweden
	Yes.
By governmental assignments and different laws in each area.

	UK
	Yes.

Generic frameworks are not defined by a specific law, though all are the subject of well-developed and widely promulgated policy.

Certain specific national plans are mandated by law.  For example, Section 18 of the Animal Health Act 2002 requires the Government to maintain (review annually) its Exotic Animal Disease Generic Contingency Plan.

	Australia
	No legislation at federal level but there are specific legislation in some states and territories.

	Canada
	Oui. Loi sur les mesures d’urgence http://www.psepc-sppcc.gc.ca/pol/em/em_act-fr.asp et http://lois.justice.gc.ca/fr/E-4.5/index.html 
Loi sur la protection civile http://www.psepc-sppcc.gc.ca/pol/em/epa-fr.asp et http://lois.justice.gc.ca/fr/E-4.6/index.html 
Politique du gouvernement sur la sécurité et ses normes http://www.tbs-sct.gc.ca/pubs_pol/gospubs/TBM_12A/siglist_f.asp 
Voir également 
http://www.psepc-sppcc.gc.ca/prg/em/goc/index-fr.asp?lang_update=1
La veille de la chute du gouvernement de Paul Martin, un nouveau projet de loi a été déposé pour adoption auprès de la Chambre des communes. Avec la dissolution de la Chambre, tous les projets de loi tombent au feuilleton, mais un nouveau gouvernement a le loisir de le remettre à l’ordre du jour avec l’accord de la Chambre. Le projet de loi sur la gestion des urgences visait à définir les responsabilités et les rôles de chaque intervenant et ainsi mieux préparer le gouvernement du Canada à faire face à tous les dangers présents au Canada, à en limiter les répercussions et à intervenir. Elle reconnaissait que la gestion des urgences dans un climat de menace en évolution 
constante nécessite une approche collective et concertée entre toutes les autorités 
concernées, y compris le secteur privé et les organisations non gouvernementales.

	Canada
	Yes. Emergencies Act http://www.psepc-sppcc.gc.ca/pol/em/em_act-en.asp?lang_update=1 and http://laws.justice.gc.ca/en/E-4.5/index.html 
Emergency Preparedness Act http://www.psepc-sppcc.gc.ca/pol/em/epa-en.asp?lang_update=1 and http://laws.justice.gc.ca/en/E-4.6/index.html 
Government Security Policy and its standards http://www.tbs-sct.gc.ca/pubs_pol/gospubs/TBM_12A/siglist_e.asp 
See also http://www.psepc-sppcc.gc.ca/prg/em/goc/index-en.asp?lang_update=1 
Just before the fall of Paul Martin’s Government, a new bill was tabled before the House of Commons. At the House dissolution, all bills fall, but a new government may choose to re-introduce in the agenda a bill with the approval of the House. The Emergency Management Bill was aimed at determining roles and responsibilities of each stakeholder and at better preparing the government to face every danger encountered in Canada, to mitigate the consequences and to intervene. It acknowledged that emergency management in a constantly evolving threatened climate calls for a collective and concerted approach between concerned authorities, including the private sector and NGOs.

	Japan

Cabinet Office
	Yes, the Disaster Countermeasures Basic Act

	Japan

FDMA – Disaster Mgmt
	Yes, the Disaster Countermeasures Basic Act

	Japan 

FDMA – 

Civil Protection
	Yes

The Law concerning the Measures for Protection of the People in Armed Attack Situations

The Civil Protection Law 

	Norway
	Yes. The Directorate for Health and Social Affairs has been assigned authority in relation to health and social legislation (www.shdir.no).

The pollution control agency: The pollution control act (www.sft.no)

The Norwegian Radiation Protection Authority and the National Preparedness Organisation for Nuclear Accidents (www.nrpa.no).

The Directorate for civil protection and emergency planning: Act on Civilian Defence (www.sivilforsvaret.no).

	Switzerland
	Oui.
La base fondamentale est donnée par la Constitution fédérale. Ensuite, la politique de sécurité, au sens large de sa définition énonce les principes de la protection de la population et de ses bases existentielles par l’action cumulée des moyens stratégiques qui sont répartis au sein des divers départements fédéraux (« ministères »). Leur action est le plus souvent conditionnée par la mise en œuvre des moyens des cantons. 

	Switzerland
	Yes.
The fundamental basis is given by the federal Constitution. Further, the security policy, in the widest sense of the word, enunciates the principles for the protection of the population and of its basis by the action flowing from the strategic means which are shared among the various federal departments (ministries). Their action is most often dependent on the initiatives of the cantons.

	USA
	


2.1.5 Who is responsible for relations with the EU or other IGOs?
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	Country
	Who is responsible for relations with the EU or other IGOs re risk management?

	Austria
	Federal Ministry of the Interior 
www.bmi.gv.at

	Belgium
	

	Cyprus
	Civil Defence for disaster relief.
Ministry of Health for medical emergencies.
Police for critical infrastructure.

	Czech Rep
	Government with advisory body Security Council of the State.

www.krizove-rizeni.cz

www.mvcr.cz/hasici/prezentace.html

	Denmark
	Danish Emergency Management Agency has the overall responsibility for co-ordination – and/or each sector represents their own area in international fora. 

www.brs.dk

	Estonia 
	The Ministry of Internal Affairs and National Rescue Board.
http://www.sisemin.gov.ee/atp/ 
http://www.rescue.ee/testpage/index.php

	Finland
	Ministry of Interior
www.intermin.fi

	France
	Ministry of Interior.

	Germany
	Federal Ministry of the Interior (BMI) and Federal Agency for Civil Protection and Disaster Control (BBK). www.bmi.bund.de   www.bbk.bund.de 

	Germany
(Bavaria)
	Bavarian Ministry of the Interior

	Greece
	General Secretariat for Civil Protection
www.civilprotection.gr

	Greece – 

forestry institute
	General Secretariat of Civil Protection

	Hungary
	Department for International Relations of the National Directorate General for Disaster Management – Ministry of the Interior, Governmental Co-ordination Committee

Websites: 
www.katasztrofavedelem.hu
www.bm.hu/web/portal.nsf/index

	Ireland
	Department of the Environment Heritage and Local Government in relation to civil protection.
www.environ.ie

	Italy
	The Department of Civil Protection. Website mentioned above.

	Latvia
	Ministry of Interior; State Fire & Rescue Service

	Lithuania
	The Ministry of the Interior (http://www.vrm.lt), the FRD (http://www.vpgt.lt )

	Luxembourg
	Administration des services de secours 

	Malta
	Civil Protection Department

	Netherlands
	Ministry of the Interior and Kingdom Relations 
www.minbzk.n

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	National Co-ordination Centre for Rescue Work and Protection of Population

	Poland 
(Bureau for Chemical Substances and Preparations)
	It depends on the type of risk. Issues related to chemicals (but not biocides or pharmaceuticals ) are dealt with by the Bureau for Chemical Substances and Preparations.

	Portugal
	National Service for Fire and Civil Protection (Public and International Relations Office)
www.snbpc.pt

	Slovakia
	Office of Civil Protection of the Ministry of Interior of the Slovak Republic

http://www.uco.sk/eng/index.htm

	Slovenia
	Administration for civil protection and disaster relief.
www.urszr.si

	Spain
	Dirección General de Protección civil y Emergencias

www.proteccioncivil.org

	Sweden
	See answer to question 3.
Swedish Rescue Services Agency is the focal point in Sweden for the EU mechanism.
Crises Management – Swedish Emergency Management Agency (www.krisberedskapsmyndigheten.se)

	UK
	The Civil Contingencies Secretariat maintains a dedicated international team, which leads in the co-ordination of engagement with international organisations on civil protection matters.

http://www.ukresilience.info/ccs/index.shtm

	Australia
	

	Canada
	Le gouvernement fédéral, grâce aux forums offerts par NORAD, le G8, les échanges bilatéraux avec le ministère de la Sécurité intérieure des États-Unis, etc. en ce qui touche la sécurité.

Site Web: Lire la Politique canadienne sur la sécurité nationale : http://www.pco-bcp.gc.ca/default.asp?Language=F&page=publications&sub=natsecurnat&doc=natsecurnat_f.htm

	Canada
	The federal government, using forums like NORAD, G8, bilateral meetings with the U.S. Department of Homeland Security, etc., when it concerns safety. 
Website: Read the Canada’s National Security Policy: http://www.pco-bcp.gc.ca/default.asp?Language=E&page=publications&sub=natsecurnat&doc=natsecurnat_e.htm

	Japan

Cabinet Office
	Cabinet Office
http://www.bousai.go.jp/index.html

	Japan

FDMA – Disaster Mgmt
	http://www.bousai.go.jp/index.html

	Japan 

FDMA – 

Civil Protection
	Ministry of Foreign Affairs

http://www.mofa.go.jp/mofaj/

 (Unfortunately you may not find valuable materials from this site.)

	Norway
	Several agencies are engaged with EU issues, for example, the directorate of health, the civil protection directorate, the coastal agency, the food safety authority, the pollution control agency. 

See http://app.norway.no/styresmakter

	Switzerland
	Office fédéral de la protection de la population (en sa qualité de point focal). 
http://www.bevoelkerungsschutz.admin.ch/Internet/bs/en/home.html

	Switzerland
	Federal Office for Civil Protection (as the focal point). 
http://www.bevoelkerungsschutz.admin.ch/Internet/bs/en/home.html

	USA
	


2.1.6 Does the risk management plan include provisions re risk communication?

	Questions
	6
	7

	Country
	Does the risk management plan include provisions regarding risk communication? 
	Are there legal requirements for communicating with the public about risks?

	Austria
	Yes
	Yes 

	Belgium
	
	

	Cyprus
	Yes
	Yes 

	Czech Rep
	Yes 
	Yes 

	Denmark
	Yes 
	No

	Estonia 
	Yes
	Yes

	Finland
	Yes 
	Yes 

	France
	No
	Yes

	Germany
	Yes
	Yes, but only dependent on an incident.

	Germany
(Bavaria)
	No
	Yes

	Greece
	Yes 
	No

	Greece – 

forestry institute
	Yes 
	No

	Hungary
	Yes
	Yes

	Ireland
	
	No

	Italy
	No
	No

	Latvia
	Yes 
	Yes

	Lithuania
	Yes 
	Yes 

	Luxembourg
	Yes 
	No

	Malta
	No
	No

	Netherlands
	Yes
	See response to Q. 4
See also the provisions in the disaster law and environmental laws. 

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	Yes
	Yes 

	Poland 
(Bureau for Chemical Substances and Preparations)
	No
	No

	Portugal
	Yes. In general, “risk communication” defined by plans is only connected with the pre-emergency and emergency phases, when there is a need of issuing warnings to the population. However, preventive actions aiming to increase risk awareness are made on a regular basis, although they are not defined by a specific plan.
	Yes

	Slovakia
	No
	No

	Slovenia
	Yes
	Yes 

	Spain
	Yes
	Yes

	Sweden
	Yes 
	Yes 

	UK
	Yes 
	Yes 

	Australia
	Yes
	

	Canada
	Oui. En fait, on doit parler de plans de gestion des risques au pluriel, compte-tenu que chaque institution fédérale doit intégrer la gestion des risques dans leur administration. Dans le Cadre intégré de gestion des risques mentionné plus haut, on traite de la nécessité de communiquer le risque et de consulter les parties intéressées pour appuyer la prise de saines décisions en matière de gestion du risque. En fait, la communication et la consultation doivent être effectuées à toutes les étapes du processus de gestion du risque. La Politique de communication du gouvernement du Canada reprend ce thème dans la section sur les communications en cas de risque en établissant ses propres exigences en ce domaine http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm1_f.asp#10 . Si un risque se concrétise, alors les exigences en matière de communications en cas de crise et d’urgence s’appliquent : http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm1_f.asp#11 de même que toute autre exigence pertinente de la Politique http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm_f.asp. 
	Oui  
Il s’agit plutôt d’une politique administrative du Conseil du Trésor qui s’applique à toutes les institutions du gouvernement du Canada sous sont égide, la Politique de communication du gouvernement du Canada, mentionnée plus haut http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm_f.asp. Il y a également des dispositions touchant la communication du gouvernement du Canada avec le public dans la Charte canadienne des droits et libertés http://lois.justice.gc.ca/fr/charte/index.html , la Loi sur les langues officielles http://lois.justice.gc.ca/fr/O-3.01/57192.html  et son Règlement d’exécution http://lois.justice.gc.ca/fr/O-3.01/DORS-92-48/78082.html quant aux langues d’usage entre les citoyens et l’administration publique, le Parlement et les tribunaux. La Loi sur le multiculturalisme aborde la représentation de la diversité culturelle du pays dans les communications gouvernementales.

	Canada
	Yes.  In fact, we should use the plural when we talk about risk management plans, because every federal institution must integrate risk management in their way of doing business. The Integrated Risk Management Framework mentioned above mentions the need to communicate risk and to consult with stakeholders to support sound decision-making in risk management. The Communications Policy of the Government of Canada echoes the same theme in its section on risk communication, establishing its own requirements in that domain. 

See http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm1_e.asp#1. If the risk occurs, then the requirements related to crisis and emergency communications apply. See http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm1_e.asp#11 as well as all relevant requirements of the Policy: http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm_e.asp
	Yes.  It is more an administrative policy from the Treasury Board that applies to all institutions under the jurisdiction of the Government of Canada. It is called the Communications Policy of the Government of Canada, mentioned above: http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm_e.asp There are also provisions related to the Government of Canada’s communication with the public in the Canadian Charter of Rights and Freedoms http://laws.justice.gc.ca/en/charter/index.html, the Official Languages Act http://laws.justice.gc.ca/en/O-3.01/index.html and its Regulations http://laws.justice.gc.ca/en/O-3.01/SOR-92-48/index.html about the languages in use between citizens and the public administration, Parliament and tribunals. The Multiculturalism Act deals with the depiction of Canada’s cultural diversity in government communications.

	Japan

Cabinet Office
	Yes 
	Yes

	Japan

FDMA – Disaster Mgmt
	Yes 
	Yes

	Japan 

FDMA – 

Civil Protection
	Yes 
	Yes

	Norway
	Yes
	Yes

	Switzerland
	Oui
	Oui

	Switzerland
	Yes
	Yes

	USA
	
	


2.1.7 Legal requirements for communicating with the public about risks

	Questions
	8
	

	Country
	If there are there legal requirements for communicating with the public about risks, what are they? 
	Website with info re the legislation or regulation

	Austria
	To provide airtime in case of a disaster; integration of representatives of public broadcasting into the co-ordination committee of the Federal Crisis and Emergency Management (SKKM)
"ORF-Act”, Act of Private Broadcasting, several resolutions of the Council of Ministers
	www.ris.bka.gv.at 

	Belgium
	
	

	Cyprus
	
	

	Czech Rep
	Package of crisis legislation, for example, the law on radio and television broadcasting which includes a media obligation to make public new information on accident provided by particular department. 
	· Government resolution No. 462/2000/Col.on crisis management and on change of same acts (crisis act)

· Act No. 239/2000/Col. about Integrated Rescue System and amandement of some Acts

· Notice No. 380/2002/Col. On preparation and execution of population protection tasks 

· Act No.353/1999/Col. On prevention major accidents caused by excuisite danger agents and chemicals and on Amendment of the 
Act No.425/1990/Col. On district authorities competency regulation 

· Act No.443/2004/Col. Notice which stipulates the basic methodology of chemical agents and preparations toxicity testing 

· Act No 240/2000/Col. About crisis management and amendment of some acts.

www.krizove-rizeni.cz

	Denmark
	Although there are no general rules, each authority is responsible for information to the public in case of a crisis within their own area. There are strong expectations to provide true, correct and timely information to the public and media.
	

	Estonia 
	The ground rules are: 

· The activation of crisis communication group – institutions having own groups (working principles already defined and understood); 

· Situation information management (24 h readiness, information gathering, information regarding affected people, co-ordinated press releases, media monitoring). 

Name / title of legislation or regulation:

· Crisis Communication Handbook [in Estonian only], Ministry of Internal Affairs 2003;

· “Emergency Preparedness Act”;

· National Crisis Management Plan.
	www.kriis.ee – activation in the case of an emergency (project is being developed further to keep the website active permanently).

http://www.sisemin.gov.ee/atp/index.php?id=2847

	Finland
	Every authority has a responsibility to inform about the risks in its domain, as specified in the various legislations on the competence of each authority.
	www.finnlex.fi 

	France
	The competent authorities are in charge of informing the public about risk in their domain of competence.
	

	Germany
	Accidents/disasters in the nuclear power domain, disruptions in the chemical industry, pandemics. 
e.g., Seveso II guidelines.
	

	Germany
(Bavaria)
	for example, the hazardous incidence decree (Störfall-Verordnung), including regulation of the implementation of plans
	www.StMI.Bayern.de

	Greece
	
	

	Greece – 

forestry institute
	
	

	Hungary
	The laws mentioned above.
	www.katasztrofavedelem.hu
See also electronic law directories.

	Ireland
	
	

	Italy
	
	

	Latvia
	The responsible person shall ensure free public access to the industrial accident prevention programme or the safety report, and inventory data regarding presence of dangerous substances at the installation. The State Environmental Impact Assessment Bureau shall include the completed programme and the safety report in the Internet home page of the State Environmental Impact Assessment Bureau.

The responsible person shall provide the population which may be affected by the industrial accident with information regarding the actions to be taken in case of an industrial accident and of the intended protection and safety measures (also in cases when the public does not request such information). After co-ordination with the rescue service, the responsible person shall prepare and distribute information material to the public, providing one copy to each household, institution and establishment which may be directly affected by an industrial accident at the installation.

The Republic of Latvia Cabinet of Ministers 19.07.2005. Regulations 532 “Procedures for Industrial Accident Risk Assessment and Risk Reduction Measures”
	

	Lithuania
	Dangerous establishments are obliged to provide information on dangerous activities, dangerous substances, risks, potential accidents, emergency occurred as well as population protection measures in case of an emergency. This information is also to be provided to municipal and county institutions and services. The competent authority is to inform on the accident or a threat thereof neighbouring countries. 


Contingency plans are also available on Internet, in public places (libraries, reading-rooms).  

Title of regulation:
1. Regulations on industrial accidents prevention, liquidation and investigation; 
2. Regulations on public information in case of an industrial accident;
3. Regulations on public information in case of a radiological or nuclear emergency. 
	http://www.vpgt.lt/ 

	Luxembourg
	
	

	Malta
	
	

	Netherlands
	The Ministry of the Interior and Kingdom Relations is in charge when big disasters occur. When there is a terrorist attack, it is the Minister of Justice. In those cases, there will be national co-ordination on the crisis communication (national information centre).
In the case of risk communication, each organisation is responsible for its own activities. The recently established expertise centre on risk and crisis communication (ERC) can give assistance in producing the right information strategies.  
	Ministry of the Interior and Kingdom Relations 
www.minbzk.nl

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	Not applicable
	

	Portugal
	General Law for Civil Protection – “Lei de Bases de Protecção Civil” (Lei Nº 113/91 (29AGO91); DR Nº 198, I-A). Article Nr 8 states: “Citizens have the right to be informed about eventual natural and/or technological risks that they may be involved with, and about the correct measures to undertake in order to minimize their effects. Therefore, Public Information is a compulsory and permanent duty of the State and its agencies, required for a correct awareness about risks and to stress individual and collective responsibilities”.
 
Seveso II Directive 96/82/EC. In Portugal, the Act is Decreto-Lei nº 164/2001 (21 May 2001) 

Decreto-Lei nº 164/2001
	General Law for Civil Protection – http://dre.pt/pdfgratis/1991/08/198A00.PDF#page=25

Seveso II Directive: http://mahbsrv.jrc.it/Framework-Seveso2-LEG-EN.html

Decreto-Lei nº 164/2001: http://dre.pt

	Slovakia
	
	

	Slovenia
	In the part of the plan that regulates monitoring, notification and warning system, a determination of the collecting, processing and distributing of information, the notification and warning of people and implementing bodies at risk, and the notification of other states in the event of a disaster that might have cross-border consequences. 
	Decree on the organisation and operation of the monitoring, notification and warning system;
Guidelines (instructions) for notification in the event of natural and other disasters;
Decree on the subject matter and compilation of emergency response plans
www.urszr.si

	Spain
	They are specified in the respective plans referred to above. 
	See the websites referred to above.

	Sweden
	Requirements in laws on “Seveso”, municipal planning, industrial operations (Environmental Act) and so on. See also country profile.
	The Swedish “Seveso” Act, Environmental Act, Planning and Construction Act, Civil Protection Act
www.srv.se
www.environ.se
www.boverket.se 
www.rixlex.se

	UK
	A number of pieces of legislation that address civil protection issues also include risk communication requirements.  The Government believes that communication is a crucial element of emergency preparedness and response.  Two good examples are:

· Control of Major Accident Hazards (Amendment) Regulations 2005 – includes provisions for the issuing of information and warnings to the public around industrial sites which present major accident hazards.

· Civil Contingencies Act – includes requirements for Caegory 1 Responders (emergency services, local authorities, national health service bodies and certain government agencies) to publish information about risk assessment and emergency plans (where it helps to prevent or deal with the effects of emergencies).
	
http://www.hse.gov.uk/comah/index.htm

http://www.ukresilience.info/ccact/index.shtm

	Australia
	
	

	Canada
	Ce n’est pas simple à résumer, mais la Politique de communication du gouvernement du Canada reprend les éléments législatifs mentionnés plus haut ou s’y réfère. Les décisions touchant communications gouvernementales devraient être basées sur dix principes http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/cph-fspc_f.asp#p. Leur application est davantage cernée par 31 séries d’exigences regroupées par domaine d’application (édition, production audiovisuelle et cinématographique, publicité, commandites, communication du risque, communication d’urgence et de crise, communications internes, consultation et participation des citoyens, relations avec les médias, événements publics et annonces, foires et expositions, recherche sur l’opinion publique, analyse de l’environnement, etc.) de même par dix séries de procédures administratives http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/cpgcp-ppcgc_f.asp 
	Voir plus haut. 

Site Web, où les informations sur la législation et la réglementation, peuvent être trouvés : voir plus haut, les hyperliens sont insérés dans le texte.

	Canada
	It isn’t easy to summarise, but the government's Communications Policy echoes the legislative elements mentioned above or makes reference to them. Decision-making in the field of government communications are based on 10 principles stated in the Policy: http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/cph-fspc_e.asp#p. Their application are better developed in 31 serials of requirements regrouped by field of applications (publishing, audiovisual and film productions, sponsorships, risk communication, crisis and emergency communication, internal communications, consultation and citizen engagement, media relations, public announcements and events, fairs and exhibitions, public opinion research, public environment analysis, etc.) as well as by 10 sets of administrative procedures http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/cpgcp-ppcgc_e.asp 
	See above, hyperlinks inserted in the text. 

	Japan

Cabinet Office
	Disaster early warning information is issued mainly by the Japan Meteorological Agency.
Evacuation orders are issued by municipal mayors.
Disaster Countermeasures Basic Act and other related legislation.
	

	Japan

FDMA – Disaster Mgmt
	Disaster early warning information is issued mainly by the Japan Meteorological Agency.

Disaster early warning information is transmitted by municipal mayors.

Evacuation alerts and orders are issued or transmitted by municipal mayors.

See the Disaster Countermeasures Basic Act and other related legislation for more information.
	

	Japan 

FDMA – 

Civil Protection
	Basically, “Warnings” or “Instructions for evacuation” are  issued by the Task Force Chief (Prime Minister). Prefecture governors issue “Evacuation Orders” according to the “Warnings” or “Instructions for evacuation” which are in turn transmitted by Municipal Mayors to residents.

If need be, in an emergency, prefecture governors can issue “Urgent reports” to residents to report information about disaster.  “Instruction on escape” can be issued by prefecture governors or Municipal Mayors in an emergency.
	Law concerning the Measures for Protection of the People in Armed Attack Situations etc.

(Civil Protection Law), articles 44, 52, 112

http://www.kantei.go.jp/jp/singi/hogohousei/hourei

/hogo.html

	Norway
	In general, laws concerning the responsibility at the local, regional and national levels for communicating with the public have integrated a requirement about communicating safety (e.g., the municipality act and the law of public information).
	www.lovdata.no  (see LOV-1970-06-19-69)

	Switzerland
	La Suisse possède quatre langues nationales (allemand, français, italien et romanche). De plus, en raison de la présence étrangère, il peut être nécessaire d’adapter la communication au destinataire.
Constitution fédérale de la Confédération suisse, article 4 (langues nationales) et article 8 (Egalité).
	http://www.admin.ch/ch/f/rs/c101.html 

	Switzerland
	Switzerland has four national languages (German, French, Italian and Romansh). Furthermore, by virtue of the number of resident foreigners, it may be necessary to adapt the communications to the persons targetted. See Article 4 (national languages) and Article 8 (Equality) of the federal Constitution of the Swiss Confederation.
	http://www.admin.ch/ch/f/rs/c101.html 

	USA
	
	


2.1.8 Are there co-ordination requirements between public & private sectors?

	Questions
	9
	10

	Country
	Are there requirements for co-ordination of risk comms between public & private sectors?
	Are listed companies required to provide a risk assessment and how they are managing those risks?

	Austria
	Yes. For example, national implementation of EU Directives (SEVESO-RL) in the states’ Acts of Civil Protection for certain companies, such as those in the chemical industry.
	No

	Belgium
	
	

	Cyprus
	No
	Yes

	Czech Rep
	No
	Yes 

	Denmark
	No.

The National Emergency Response Plan describes the National Crisis Management Organisation.
	No

	Estonia 
	No
	Not yet

	Finland
	Yes. Finland has special legislation of defence economy which provides for a PPP system in order to be prepared for major hazards.
	Yes. Regulated industries like telecoms, energy supply, health care, banking & insurance, water supply, transportation etc have such requirements. See, for instance, www.ficora.fi

	France
	Yes
	Yes

	Germany
	Yes, but limited to incidents in the domain nuclear power and chemical industry.
	

	Germany
(Bavaria)
	No
	No

	Greece
	No
	No

	Greece – 

forestry institute
	No
	No

	Hungary
	Yes  

Requirements set by the law.
	Yes, nuclear and SEVESO establishments.

Websites: 
www.npp.hu
www.haea.gov.hu

	Ireland
	No
	

	Italy
	Yes

See the Seveso Directive.
	No

	Latvia
	Yes. The Republic of Latvia Cabinet of Ministers 30.08.2005. Regulations 600 “Procedures for implementation civil warning and notification system”
Agreements between mass media and the State Fire & Rescue Service 
	Yes

	Lithuania
	Yes. They are indicated under item 8. 
	Yes. According to the Regulations on industrial accidents prevention, liquidation and investigation and depending on the level of a dangerous establishment (I, II or III), operators are obliged to draw a safety report and a communication to the public. The safety report includes regulation on public information on any risks they may face and how they are managing those risks. Public is also informed about the risks as indicated in items 8 and 32.    

	Luxembourg
	No
	No

	Malta
	No
	No


Yes  (See 4)

	. We (ERC) don’t know in what way companies and organisations act on this dossier. That’s one of the questions we have to find answers for.
	Yes
	

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	Yes 
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	No
	No

	Portugal
	Yes, defined by the above mentioned laws
	No

	Slovakia
	No
	No

	Slovenia
	Yes 
Guidelines (instructions) for notification in the event of natural and other disasters define the methodology, procedures and the way of reporting, registration and notification of the event and the procedures for asking for assistance.
	No

	Spain
	No
	No

	Sweden
	Yes. Information to the public around “Seveso Plants” (higher level) 
	Yes. According to the Swedish Act on Annual Reporting, the annual report shall provide information on “the companies' expected future development inclusive a description of considerable risks and uncertainties that the company sees ahead”.

	UK
	Yes  

Both the examples cited in question 8 are good examples of this.
	Yes  

The work of the Financial Reporting Council includes the promotion of high standards of corporate governance amongst listed companies.  This in turn includes effective risk management.  More details of the framework (notably the Turnbull Guidance on internal control) can be found at: http://www.frc.org.uk/corporate/.

	Australia
	No. Not that I know of, but again much of this is a State responsibility, so with eight States and Territories, it difficult to know. For example, in hazardous industries, there is a requirement to communicate with communities.
	


Généralement, ces plans de communication sont de régie interne, donc inaccessibles par Internet.  Il y a quelques années, l’Agence canadienne d’inspection des aliments a préparé ceci :

	http://www.inspection.gc.ca/francais/corpaffr/publications/riscomm/riscommf.shtml  L’Agence de santé publique du Canada et Santé Canada ont également élaboré un cadre de communication du risque et un manuel à l’intention des fonctionnaires devrait être prêt en mars. C’est sans doute le cas pour Environnement Canada, Ressources naturelles Canada, la Défense nationale, etc.

	Canada
	No. Federal institutions can follow the standards they see fit when developing a risk communications plan, but they need to be coherent with the requirements of the Communications Policy. The trend is to integrate communications at every step of risk management. Some institutions adopted risk management standards from the Canadian Standards Council (Q850/97 CAN/CSA), others favoured New Zealand Standards (AS/NZS 4360), and others again opted for a mixed approach or an original one, which would fit with their decision-making process and their operational needs.
	In general, those communications plans are internal to organizations, meaning unavailable via the Internet. A few years ago, the Canada Food Inspection Agency produced this: http://www.inspection.gc.ca/english/corpaffr/publications/riscomm/riscomme.shtml. The Canada Public Health Agency just got approved a risk communication framework. It is probably the case also for Environment Canada, National Resources Canada, National Defence, etc.

	Japan

Cabinet Office
	Yes, for example, co-operation between the Japan Meteorological Agency and Public Broadcasting Organization. 
	

	Japan

FDMA – 

Disaster Mgmt
	Yes, for example, co-operation between the Japan Meteorological Agency and Public Broadcasting Organization.
	

	Japan 

FDMA – 

Civil Protection
	Yes, NHK or other key broadcasters (designated in advance by Cabinet order) have to broadcast certain types of information like “Warning” or “Evacuation Order”.  The Ministry of Internal Affairs and Communications play a role of co-ordinator.  
	We are not aware of it.

	Norway
	No
	No

	Switzerland
	Oui. 
Obligation d’informer (p.ex. Loi fédérale sur l’énergie nucléaire, Loi fédérale sur le génie génétique, Loi fédérale sur la protection des eaux, Loi fédérale sur la protection de l’environnement, Ordonnance sur la protection contre les accidents majeurs, ainsi que les dispositions cantonales adjacentes et les accords transfrontaliers correspondants).
	

	Switzerland
	Yes.
There is an obligation to inform (e.g., the federal law on nuclear energy, the federal law on genetic engineering, the federal law on water protection, the federal law on environmental protection, the Ordinance on protection against major accidents as well as the cantonal provisions and corresponding transborder agreements). 
	

	USA
	
	


2.1.9 Are “risky” companies required to say how they manage risks?

	Questions
	11
	

	Country
	Are risky industries required to provide a risk assessment and to say how they are managing those risks?
	Which industries are considered to be ‘risky’?

	Austria
	No.
	

	Belgium
	
	

	Cyprus
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
	

	Czech Rep
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
	For example, chemical industry, nuclear plants.

	Denmark
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.

The Danish Order on risks no. 1156 reflects the Seveso II directive (EU), which refers to the requirements of larger ‘risky’ industrial establishments to inform the public – information is co-ordinated by the police. 

Examples of requirements for critical functions: The Order on preparedness for the electricity sector – no. 58 by 17 January 2005 and the Order on preparedness for the natural gas sector – no. 57 by 17 January 2005, which require the sectors to ensure co-ordinated and effective crisis management and the necessary communication and exchange of information.
	Electricity, gas

	Estonia 
	No, there are no such requirements.

At the moment, crisis communication is concentrating only on communication during an emergency.
	

	Finland
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
	

	France
	Yes. This is done within the safety studies or the risk prevention plans.
	Industries falling under the Seveso II directive, especially the chemical industry, the pharmaceutical industry, the nuclear industry, the energy industry and the oil and gas industry.

	Germany
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
	Applies to all corporations (PLCs) independent from subscription (§ 91 Abs.2 Aktiengesetz)

	Germany
(Bavaria)
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
	Chemical industry, nuclear industry

	Greece
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
	Risky industries are the industries that are under the Seveso regulation.

	Greece – 

forestry institute
	No, there are no such requirements.
	

	Hungary
	Yes, there are requirements imposed on ‘risky’ industries to provide the public with an assessment of any risks they may face and/or how they are managing those risks.
	Industries falling under the Seveso II directive, especially the chemical industry, the pharmaceutical industry, the nuclear industry, the energy industry and the oil and gas industry. 

	Ireland
	
	

	Italy
	
	

	Latvia
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
See 

· The Republic of Latvia Cabinet of Ministers 19.07.2005. Regulations 532 “Procedures for Industrial Accident Risk Assessment and Risk Reduction Measures” 

· Regulatory Law Acts of Positing and Alarm System Implementation of Latvian Population

· The Republic of Latvia Constitution’s 93rd item.

· The Civil Protection law 6th item’s 1st point of second part.

· The Council of the European Union directive 96/82/EC of 9 December 1996 “On the control of major accident hazards involving dangerous substances” (SEVESO II).

· The European Economic Commission Convention of 17 March 1992 “On the Transboundary Effects of Industrial Accidents”

· The law “On the hydrotechnical building safety of hydroelectric power stations” 11th  item.
	We have approximately 70 installations in Latvia

	Lithuania
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
	Industries considered to be ‘risky’ include the Ignalina Nuclear Power Plant, fertilizer plants “Achema” and “Lifosa”, oil refinery plant, oil products storage. 

	Luxembourg
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
	Seveso industries

	Malta
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
	Industries as above fall under the regulation of the Malta Environment and Planning Authority (MEPA)

	Netherlands
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
	e.g., chemical, oil/gas industry, some food processing industries, nuclear industry, transportation of chemicals and so on.


	(Dept of Defence Affairs, Ministry of Health)
	
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	
	

	Portugal
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks. According to the Seveso Directive, Member States shall ensure that information on safety measures and on the requisite behaviour in the event of an accident is supplied, without their having to request it, to persons liable to be affected by a major accident originating in an establishment. The information shall be made permanently available to the public.
	Seveso establishments

	Slovakia
	No, there are no such requirements.
	



provide energy to at least 3000 outlets


use works equipment that might represent a risk of causing a disaster with regard to embankments and other structures for retaining and accumulating water if the quantity of retained or accumulated water exceeds 5 million sq. m.


manage drinking water systems for at least 3000 outlets


perform or manage:


surface (maritime and land) transport, where the capacity of an individual vehicle exceeds 100 passengers,


transportation of people in cable cars and gondolas for a distance of not less than 500 m,


motorway tunnels of a length of at least 500 m in the event of an accident in the tunnel,


marinas with berths for at least 100 vessels,


shipyards with berths for 2 or more ships




commercially exploit mineral raw materials in subterranean mines.


manage pipelines for petroleum, petroleum derivatives and naturalgas, with a diameter at 

least of 300 mm.


conduct activities that affect the environment for which a report was drafted, if the report 

	· indicates that the activities represent a risk of environmental and other disasters.

	Spain
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks.
	

	Sweden
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks. 
	Many “risky” industries must provide an annual environmental report to the responsible authority.

“Seveso Plants” at the higher level shall at least every fifth year provide a safety report to the responsible authority(s). A safety report is also a part of the permit process according to the Environmental Act for “Seveso Plants” at the higher level.

	UK
	Yes, risky industries must provide the public with an assessment of risks they face and how they manage those risks. 
	Various sectors are affected by regulatory controls which seek to reduce risk.  Examples of the various regulatory frameworks that apply to particular sectors or types of risk can be found at http://www.ukresilience.info/emergencies/index.shtm.

	Australia
	
	


Oui.

	Au Québec, qu’en vertu d’une loi provinciale, les entreprises doivent faire un inventaire des risques pour le public (entreposage de produits toxiques ou dangereux) et la communiquer au gouvernement provincial et/ou municipal, comme la Loi sur la sécurité civile du Québec. Voir cet exposé: http://www.crp.uqam.ca/pages/recherche/colloque_risques/presentations/Deschenes.pdf dans le cadre d’un colloque sur la communication du risque: http://www.crp.uqam.ca/pages/recherche/colloque_risques/programmation.html. Il y a peut-être d’autres dispositions du genre dans d’autres gouvernements provinciaux ou territoriaux.  
	Voir la réponse précédente pour ce qui est des obligations des entreprises de divulguer les risques technologiques et il y a également des inspections faites par des inspecteurs gouvernementaux en ce qui en est de la salubrité, des risques d’incendie, de la santé et sécurité au travail, de risques à l’environnement, etc. Dans les rapports annuels des entreprises à capitalisation publique, on fait appel à des normes de comptabilité généralement reconnues et les vérificateurs font généralement état des litiges en cours et des sommes mises de côté en cas où l’entreprise serait tenu responsable par une décision de la Cour. 
	

	Canada
	Yes. For example, in the Province of Québec, under a provincial act, industries have to do an inventory of risks to the public (like storage of toxic or hazard products) and to provide it to the municipal and/or provincial government, under the Quebec civil protection act (Loi sur la sécurité civile) of Québec. See this presentation http://www.crp.uqam.ca/pages/recherche/colloque_risques/presentations/Deschenes.pdf made during a colloquium on risk communication: http://www.crp.uqam.ca/pages/recherche/colloque_risques/programmation.html. (The text is only in French.) Other provincial or territorial governments may have similar provisions.  
	

	Japan

Cabinet Office
	
	For example, nuclear power plants

	Japan

FDMA – 

Disaster Mgmt
	Yes, there are requirements imposed on ‘risky’ industries to provide the public with an assessment of any risks they may face and/or how they are managing those risks.
	For example, nuclear power plants, petrochemical industrial complexes, dangerous goods and facilities.

	Japan 

FDMA – 

Civil Protection
	Yes, certain industries are required to provide the public with an assessment of any risks they may face and/or how they are managing those risks.
	Nuclear power plants, petrochemical industrial complexes, dangerous goods facilities,

dealers of poisons, high pressure gas, biological goods, power plants, water purification plants, railroad companies, broadcasting companies, airports, stations, etc, are designated as “Life-related facilities” which are especially obliged to ensure safety.

See the Civil protection law, articles 102,103,104.

	Norway
	Yes, there are requirements imposed on ‘risky’ industries to provide the public with an assessment of any risks they may face and/or how they are managing those risks.
	An industry related to the Seveso directive, processing industry, biogas industry, cold storage facilities.

	Switzerland
	
	Toutes les entreprises concernées par les bases légales mentionnées sous la réponse à la question9 ci-dessus. Par ailleurs, les banques et assurances cultivent la gestion des risques de longue date. En fait, la gestion des risques est intégrée au processus décisionnel depuis de nombreuses années. 

	Switzerland
	
	All those enterprises affected by the legal provisions mentioned in the response to question 9. In addition, banks and insurance companies have been involved in risk management for a long time. In fact, risk management has been integrated in the decision-making process for many years.

	USA
	
	


2.1.10 When does risk communication start?

	Questions
	12
	13

	Country
	When does risk communication start? 
	Is there a separate risk communications plan or guidelines?

	Austria
	Before or during the risk assessment process.
	No

	Belgium
	
	

	Cyprus
	
	No. There are separate plans specific to different types of risk.

	Czech Rep
	At the pre-assessment / assessment stage
…during approval process before construction of nuclear plant or chemical facility and already before building-up licence.
	No. We have only media conception as a part of the media plan. 

	Denmark
	After the assessment stage, when different options are being considered.
	No. It is assumed to be incorporated in the individual plans.

	Estonia 
	After the assessment stage, when different options are being considered
	No. Local risk assessments are available to the public – there is no special risk communication plan. Ministries possess functional risk assessments – these are not available to the public.

	Finland
	At the pre-assessment / assessment stage
	Yes, specific to each type of risk 

	France
	At the end of risk assement process.
	No

	Germany
	Before and during the risk assessment process
	No

	Germany
(Bavaria)
	Before or during the risk assessment process
	No

	Greece
	After the assessment stage, when different options are being considered.
	No

	Greece – 

forestry institute
	After the assessment stage, when different options are being considered.
	Yes, specific to each type of risk. Risks communicated mainly include forest fires (when the fire danger is high), and appearance of extreme weather phenomena (warnings issued for heavy rains and snow).  

	Hungary
	It depends on the specific plan.
	Yes, specific to each type of risk. 

	Ireland
	After the assessment stage, when different options are being considered.
	No

	Italy
	
	

	Latvia
	After an option has been chosen
	No

	Lithuania
	After an option has been chosen.
	No

	Luxembourg
	
	No

	Malta
	After an option has been chosen
	No

	Netherlands
	At the pre-assessment / assessment stage.
We tend to start too late when the policy is already made and it’s just explaining (if we do so). The ERC is trying to convince parties that it is essential to start with thinking about communication (and acting) as soon as possible so in the early beginning of thinking. We call it “communication in the heart of policymaking”.
	There are but those plans are strictly the responsibility of the organisation concerned. In the Netherlands, we have a “manual on risk communication” but we can’t force people to use it. We may try to translate the manual into English next year. We will also try to translate our website www.risicoencrisis.nl. This site is aimed at professionals on risk and crisis communication. It contains theoretical material, evaluations, case studies but also plans and so on of municipalities. The site is built on three pillars: theory/science, practice and policy-making. 

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	At the pre-assessment / assessment stage
	Yes, and it is applicable to all types of risks 


Poland 

	(Bureau for Chemical Substances and Preparations)
	After an option has been chosen
	No

	Portugal
	
	No

	Slovakia
	At the pre-assessment / assessment stage
	No

	Slovenia
	After the assessment stage, when different options are being considered
	Yes, specific to each type of risk.  

	Spain
	
	No, but there is specific chapter devoted to risk communications.

	Sweden
	After the assessment stage, when different options are being considered.

This is the main procedure, deviations may occur.
	No

	UK
	After the assessment stage, when different options are being considered.

Risks tend to be assessed before action is taken.  Where regulatory frameworks exist which relate to communication of risk, they are all predicated on a risk assessment which confirms something is a risk.  
	Risk communication plans are developed in different areas and guidance exists which is sector specific.  However, there is also generic advice on risk communication.

	Australia
	At the pre-assessment stage.

Risk communication and consultation is regarded as an integral part of any risk management program. See AS/NZS 4360 the Australian standard on risk management.
	

	Canada
	Généralement à l’étape de la pré-évaluation des risques, parfois même à la phase de l’identification des risques. Mais la consultation est parfois limitée à l’interne, ou auprès d’experts externes, sous invitation. Une fois que les intervenants (les porteurs d’enjeux, mais également les organismes ayant un mandat lié au risque) et les intéressés (vous employez le terme « public », mais généralement, il est rare que les risques touchent également tout le monde, soit pour des raisons géographiques (ex. : gens vivant des zones inondables ou propices aux ouragans ou aux feux de forêt ou aux tremblements de terre) ou démographiques (ex. : virus ou bacille affectant surtout les enfants, les personnes âgées ou malades; les conducteurs de véhicule; ou le personnel médical ou les sapeurs-pompiers) sont identifiés en fonction des risques définis, on peut les consulter pour évaluer les risques. http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm1_f.asp#10
	Des plans et des stratégies doivent être élaborés au besoin en vue de communiquer au public les risques cernés. Pour communiquer efficacement au sujet des risques, les institutions doivent s'intéresser à toutes les opinions et positions et s'en soucier, comprendre les diverses perceptions et respecter les principes qui les sous﷓tendent. L'efficacité de la gestion des risques repose sur la communication ouverte et transparente entre les parties intéressées qui peuvent avoir des intérêts différents et opposés.

	Canada
	* At the pre-assessment / assessment stage

In general, at the pre-assessment stage, sometimes at the phase of identifying risks. But the consultation process is often limited to internal audiences, or to external experts, under invitation. Once stakeholders (advocate organizations, but also organizations that have in their mandate a link with the identified risk(s)) and the public (in general, it is rare that risks affect equally everyone, being for geographic (i.e., people living in areas conducible to floods, avalanches, tornadoes, hurricanes, forest fire, earthquakes, etc.) or demographic reasons (i.e., viruses or bacilli affecting the young, the aged or the sick, or medical staff; health hazard affecting firefighters on duty; or road hazards affecting car drivers) are identified in function of particular risks, they can be consulted to evaluate risks and their acceptability.

Additional information: http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm1_e.asp#10
	Plans and strategies for communicating risk to the public must be developed as needed. To communicate about risk effectively, institutions must demonstrate interest and concern for all opinions and positions, understand different perspectives, and respect their underlying premises. Effective risk management requires open and transparent communication among differing or even opposing interests.

	Japan

Cabinet Office
	At the pre-assessment / assessment stage

Monitoring natural hazards
	No

	Japan

FDMA – 

Disaster Mgmt
	At the pre-assessment / assessment stage

Monitoring natural hazards
	No

	Japan 

FDMA – 

Civil Protection
	After the assessment stage, when different options are being considered

No specific plan exists now. The government of Japan has been considering some measures for such an awareness programme not only to the private sector but also public.
	No

	Norway
	After the assessment stage, when different options are being considered. 

For additional information, see:

· Drottz-Sjöberg, Britt-Marie, “Current Trends in Risk Communication Theory and Practice”, Directorate for Civil Defence and Emergency Planning, Norway, 2003

· Steen, Roger, Kjetil Sørli, Arve Sandve, Erik Wale and Carl-Erik Christoffersen, “Risk and Crisis Communication: Creating a Research Agenda from a Security-Policy Perspective”, CRN-Workshop Report, Directorate for Civil Protection and Emergency Planning, Norway (DSB) in co-operation with the Comprehensive Risk Analysis and Management Network (CRN), Oslo, Norway, 2003.


	No. Every agency is to develop a crisis/risk communication plan as part of their crisis management plans.

	Switzerland
	Lors de la phase de pré-évaluation ou d’évaluation des risques 
	

	Switzerland
	At the pre-assessment / assessment stage
	

	USA
	
	


2.1.11 Who is responsible for preparation of the risk communication plans?

	Questions
	14
	15

	Country
	Who is responsible for preparation of the risk communications plans?
	If there is a risk comms plan for all types of risks, does it include objectives? 

	Austria
	
	

	Belgium
	
	

	Cyprus
	Central Command
	

	Czech Rep
	Ministry of Interior is responsible for development of a crisis plan according to Act No.240/2000/Col.
www.krizove-rizeni.cz
	Yes. Protection of life, health, possession and environment should be the general principle for each plan. 

	Denmark
	
	

	Estonia 
	
	

	Finland
	NESA, telecom authority, energy regulator, National Agency for Medicines, Radiation and Nuclear safety Authority, Finnish Meteorological Institute, Ministry of Interior: Police, Border control, etc. See: www.nesa.fi, www.ficora.fi, www.energiamarkkinavirasto.fi, www.nam.fi, www.stuk.fi, www.fmi.fi, www.intermin.fi 
	Yes. There are some overall resolutions. Government resolution of the objectives of overall security of supply, 350/ 2002 and Strategy for Securing the Functions Vital to Society 27.11. 2003. www.valtioneuvosto.fi  (the last one available in English) 

	France
	
	

	Germany
	
	

	Germany
(Bavaria)
	
	

	Greece
	
	

	Greece – 

forestry institute
	General Secretariat of Civil Protection
	Yes 

	Hungary
	Regional organs of the National Directorate General for Disaster Management of the Ministry of the Interior. 
The organisations mentioned at point 3.
	There is no such plan, only risk specific.

	Ireland
	
	

	Italy
	
	

	Latvia
	
	

	Lithuania
	
	

	Luxembourg
	
	

	Malta
	
	No

	Netherlands
	Each relevant departmental minister, local authorities, the board of each company.  
	There is no separate risk communications plan for all types of risk. 

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	
	

	Portugal
	
	

	Slovakia
	
	

	Slovenia
	Ministry of defence, Administration for civil protection and disaster relief
www.urszr.si
	Yes. Objectives are set in accordance with type of accident, type of rescue and relief and other tasks that are special in different types of accidents. 

	Spain
	The one in charge of the civil protection plan.
	No

	Sweden
	
	


Generic advice is prepared by the Cabinet Office.  Sectoral advice is prepared by the relevant lead department.

Generic: http://www.ukresilience.info/preparedness/risk/communicatingrisk.pdf and http://www.ukresilience.info/preparedness/risk/index.shtm. 


Yes. 

More openness about the nature of risks, particularly in cases of uncertainty; 

More transparency about the processes it has used to reach its decisions; and 

	More participative decision processes, involving stakeholders and the wider public at an earlier stage. 

	Australia
	It is an integral part of any risk management activity.
	Yes  

We are at present writing a best practice guide on risk communication and consultation to augment the national risk management standard AS/NZS 4360.

	Canada
	Les institutions doivent prévoir et évaluer les risques éventuels reliés à la santé et la sécurité, à l'environnement et à l'administration des politiques et des programmes. Dans son sens le plus large, le risque, qui normalement comprend un danger, un risque ou une menace possible, est associé à l'acceptation d'un élément d'incertitude en vue d'obtenir un avantage éventuel.


	Oui.  
Chaque plan de communication comprend habituellement des objectifs, objectifs qui servent d’assises à l’évaluation des résultats. Toutefois, en matière de communication des risques, les objectifs, tout comme le plan, sont évolutifs, en fonction des résultats des consultations et de la communication tout au long du processus de gestion du ou des risques. Brefs, les objectifs peuvent être ajustés et précisés à mesure que l’on franchit les diverses étapes de gestion du risque.
Il n’y en a pas. Les institutions adaptent leur plan de communication en fonction de leur plan de gestion des risques et donc, du type de risques identifiés.

Les institutions doivent :

a. favoriser un dialogue ouvert avec le public sur les enjeux comportant des risques et instaurer un climat de confiance, de crédibilité et de compréhension en n'hésitant pas à fournir des faits, des indications et des renseignements au sujet des évaluations des risques et des décisions prises; 

b. faciliter l'échange interactif de renseignements sur les risques et sur les facteurs connexes entre les parties intéressées à l'intérieur et à l'extérieur de leur institution; 

c. donner suite aux perceptions du public et dissiper les idées fausses et préconçues à propos des risques en présentant des renseignements fondés sur des faits; 

d. intégrer l'analyse de l'environnement et les plans et stratégies de communication à l'évaluation des risques et au processus décisionnel; 

e. observer les directives du Conseil du Trésor sur la gestion des risques dans l'exécution des programmes et la prestation des services, et consulter les lignes directrices du Conseil du Trésor à ce sujet, notamment le Cadre intégré de gestion des risques.

	Canada
	Institutions must anticipate and assess potential risks to public health and safety, to the environment, and to policy and program administration. Usually understood to embody an element of possible danger, hazard or threat, risk in the broadest sense is associated with a willingness to take a chance on uncertainty in order to achieve some potential gain.


	Yes. Every communications plan usually includes objectives, on which the evaluation of results is based. But in matters of risk communications, objectives, like the plan itself, are changing, in constant evolution, to adapt to the findings during public consultations and communications during the risk management process. In brief, objectives may be tuned up and refined at each step of risk management. Institutions adapt their communications plan according to their risk management plan, meaning the type of risks identified. 

Institutions must:

a. foster open dialogue with the public on issues involving risk and build a climate of trust, credibility and understanding by being forthcoming about facts, evidence and information concerning risk assessments and decisions taken; 

b. facilitate the interactive exchange of information on risk and risk﷓related factors among interested parties inside and outside of their institution; 

c. respond to public perceptions and provide factual information to address misconceptions or misunderstandings about risk; 

d. integrate environment analysis and communication planning and strategy into risk assessment and decision﷓making processes; and 

e. follow Treasury Board policy direction on risk management in the delivery of programs and services, and consult Treasury Board guidance on the subject, which includes the Integrated Risk Management Framework.

	Japan

Cabinet Office
	
	

	Japan

FDMA – 

Disaster Mgmt
	
	

	Japan 

FDMA – 

Civil Protection
	
	

	Norway
	www.norway.no
	Yes

	Switzerland
	
	

	Switzerland
	
	

	USA
	
	


2.1.12 Identifying and seeking the views of stakeholders 

	Questions
	16
	17
	18

	Country
	 Website address for the risk communications plan 
	In what language[s] is the risk communications plan?
	Does the risk comms plan provide for identifying and seeking the views of stakeholders & CSOs about hazards?

	Austria
	
	
	

	Belgium
	
	
	

	Cyprus
	
	Greek & English
	Yes, the plan contains provisions for identifying stakeholders and civil society organisations (CSOs).


Yes, the plan contains provisions for seeking / welcoming the views of stakeholders and CSOs.


There are different risk communication plans for different situations.

	Czech Rep
	www.krizove-rizeni.cz
	Czech
	Yes, the plan contains provisions for identifying stakeholders and civil society organisations (CSOs).

Yes, the plan contains provisions for seeking / welcoming the views of stakeholders and CSOs. 

	Denmark
	
	
	

	Estonia 
	
	
	

	Finland
	Refer to the websites already mentioned
	The regulatory authorities have their websites in English.
	Yes. There is a system of PPP where the private sector is involved. 

	France
	Websites of CLIC, CLIS, or industrialist, DRIRE
	French
	

	Germany
	
	
	

	Germany
(Bavaria)
	
	
	

	Greece
	
	
	

	Greece – 

forestry institute
	N/A
	Greek
	Yes, the plan provides for identifying stakeholders and CSOs. No, the plan does not contain provisions for seeking the views of stakeholders and CSOs.

	Hungary
	The most important laws can be found on the website of the National Directorate General for Disaster Management (www.katasztrofavedelem.hu)
	Hungarian
	Yes, the plan / guidelines contains provisions for identifying stakeholders and civil society organisations (CSOs).

Yes, the plan / guidelines contains provisions for seeking / welcoming the views of stakeholders and CSOs.

The above-mentioned laws prescribe the inclusion of the public into decision-making.

	Ireland
	
	
	

	Italy
	
	
	

	Latvia
	
	
	

	Lithuania
	
	
	

	Luxembourg
	
	
	


No, the plan does not contain provisions for identifying stakeholders and CSOs.

 No, the plan does not contain provisions for seeking / welcoming the views of

	stakeholders and CSOs.

	Netherlands
	www.minbzk.nl
	
	No, the plan does not contain provisions for identifying stakeholders and CSOs.

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	
	
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	
	
	

	Portugal
	
	
	

	Slovakia
	
	
	

	Slovenia
	www.urszr.si
	Slovene
	Yes, the plan contains provisions for identifying stakeholders and civil society
organisations (CSOs).

Yes, the plan contains provisions for seeking / welcoming the views of stakeholders and CSOs.

	Spain
	
	Spanish
	civil society organisations

Yes, the plan contains provisions for welcoming the views of stakeholders and CSOs.

	Sweden
	
	
	

	UK
	http://www.ukresilience.info/preparedness/risk/communicatingrisk.pdf
	English
	Yes, the plan contains provisions for identifying stakeholders and civil society organisations (CSOs).

Yes, the plan contains provisions for seeking / welcoming the views of stakeholders and CSOs.

The plan stresses the importance of involving stakeholders effectively.

	Australia
	It is still in draft form. There is a good section in the handbook that goes with AS/NZS 4360 available from Standards Australia.
	English. The risk management standard has been translated into a number of languages.
	Yes, the plan contains provisions for identifying stakeholders and civil society organisations (CSOs).

Yes, the plan contains provisions for seeking / welcoming the views of stakeholders and CSOs.

	Canada
	
	Généralement, au sein du gouvernement du Canada, tout document approuvé s’adressant à des publics internes, comme un plan de communication, doit être disponible dans les deux langues officielles, soit le français et l’anglais.
	Identification des points de vue: 
Oui  

Prise en compte des points de vue:
Oui  


Yes, the plan contains provisions for identifying stakeholders and civil society

 organisations (CSOs).


Yes, the plan contains provisions for seeking / welcoming the views of stakeholders and 

	CSOs.

	Japan

Cabinet Office
	
	
	

	Japan

FDMA – 

Disaster Mgmt
	
	
	

	Japan 

FDMA – 

Civil Protection
	
	
	

	Norway
	
	Norwegian
	

	Switzerland
	
	
	

	Switzerland
	
	
	

	USA
	
	
	


2.1.13 Are comments from stakeholders about particular hazards made public?

	Questions
	19
	20

	Country
	Does the risk communications plan or guidelines provide for making public the comments from stakeholders and the public in a consultation about particular hazards?
	Was there a public consultation in the development of the risk communications plan or guidelines? 

	Austria
	
	

	Belgium
	
	

	Cyprus
	Yes 
	Yes 

	Czech Rep
	No. At present, relevant provisions are being developed and within 2–5 years the gateway (www.portal.gov.cz) with the heading “Life situations” including communication plan information should be completed. 
	No

	Denmark
	
	

	Estonia 
	
	

	Finland
	Yes. Within the PPP system, the private sector can influence and consult about the hazards. General hazards are published. System vulnerabilities are discussed between relevant authorities and operators.
	Yes

	France
	Yes
	Yes

	Germany
	
	

	Germany
(Bavaria)
	
	

	Greece
	
	

	Greece – 

forestry institute
	No
	Yes

	Hungary
	Yes


According to the laws, it is ensured through public hearings.
	Yes 

	Ireland
	
	Yes

	Italy
	
	

	Latvia
	
	

	Lithuania
	
	

	Luxembourg
	
	

	Malta
	
	No

	Netherlands
	No.
	Yes

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	
	

	Portugal
	
	

	Slovakia
	
	



Publicity of plans – emergency response plans shall be open to the public

	
	Yes 
	

	Spain
	No
	No

	Sweden
	
	

	UK
	No


Separate rules exist to govern consultations.  See http://www.cabinetoffice.gov.uk/regulation/consultation/index.asp. 
	Yes  


The plan reflects many years of work with a range of stakeholder organisations, as well as academic analysis and established best practice (http://www.ukresilience.info/preparedness/risk/communicatingrisk.pdf. See annex F)

	Australia
	No
	Yes

	Canada
	Toute consultation publique doit être affichée sur le site des institutions fédérales et il doit y avoir un lien avec le site www.canada.gc.ca et tout particulièrement ce sous-site, www.consultingcanadians.gc.ca  

Certaines institutions ont des sites de consultation plus élaborés que d’autres, certains affichant les commentaires de tous, d’autres reproduisant les mémoires, d’autres acceptant les mémoires ou commentaires, mais leurs contenus demeurent accessibles aux fonctionnaires seulement. Certains encore ne font que donner les coordonnées d’assemblées publiques sur un sujet ne particulier.
	Oui. C’est ce que nous préconisons, à différentes étapes. Voir réponse à votre question 13.

	Canada
	Federal institutions must post information on their Web site on all public consultations and provide a hyperlink to the Government of Canada’s main portal www.canada.gc.ca and to its Web site, www.consultingcanadians.gc.ca. 

Some institutions have developed more sophisticated consultation Web sites, some posting every contributor’s comments, others reproducing documents, others allowing people to send documents or comments, but those are only accessible to officers. Others only provide time, place, date and basic information for public meetings on a given matter.  
	Yes.  This is what we promote, at every step. See response to question 13.

	Japan

Cabinet Office
	
	

	Japan

FDMA – 

Disaster Mgmt
	
	

	Japan 

FDMA – 

Civil Protection
	
	

	Norway
	
	

	Switzerland
	
	

	Switzerland
	
	

	USA
	
	


2.1.14 Were other countries’ risk communication approaches considered? 

	Questions
	21

	Country
	Did you consider the risk communication approaches of other countries and/or international organisations?

	Austria
	

	Belgium
	

	Cyprus
	Yes, Greece 

	Czech Rep
	Yes. We respect the international recommendations concerning chemical plants (SEVESO) or nuclear plants, where international arrangements (Arrangement on early notice of nuclear accident and Arrangement on co-operation in case of nuclear or radiation accident, Vienna 1986) and number of bilateral agreements particularly with neighbouring countries are closed. 

	Denmark
	

	Estonia 
	

	Finland
	Yes. In risk assessment, we have been in contact with Sweden, Switzerland, Canada, UK. These  matters have been dealt with in NATO and recently in EU re critical infrastructure protection.

	France
	Yes. UK and Canada.

	Germany
	

	Germany
(Bavaria)
	

	Greece
	

	Greece – 

forestry institute
	Yes. General study of other countries’ approaches (e.g. France) 

	Hungary
	Yes, those of the EU, UN ECE, OECD, IAEA, Germany, UK

	Ireland
	Yes, the UK. 

	Italy
	

	Latvia
	

	Lithuania
	

	Luxembourg
	

	Malta
	Yes, of Italy, Cyprus

	Netherlands
	No, but as a result of the "System evaluation of the National Nuclear Full Scale Exercise" (NSOn) in May 2005, information was provided information to Belgium about the Borsele nuclear facilities (Borsele is a municipality in southwest Netherlands).

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	

	Portugal
	

	Slovakia
	

	Slovenia
	Yes. 
Slovenia has several bilateral agreements with neighbouring and other countries and we also considered different approaches from many international organisations such as IAEA, IATA etc. in our communication plans.

	Spain
	Yes

	Sweden
	

	UK
	Indirectly.

	Australia
	Yes, a range of sources from Europe and the US.

	Canada
	La réponse est complexe compte-tenu qu’il n’y a pas un seul plan de communication des risques, et qu’il y a ici confusion des genres avec la communication en tant que crise ou d’urgence. Au cours des dernières années, il y a eu deux groupes de travail pour l’élaboration de lignes directrices sur les communications de crise et d’urgence, d’une part, et sur la communication du risque, d’autre part. Ces groupes s’inspiraient de documentation, de normes et d’expertise élaborées au sein du gouvernement, dans d’autres gouvernements, au Canada et ailleurs, afin d’élaborer des lignes directrices fondées sur des pratiques exemplaires, mais rédigées de façon à ce que ces lignes directrices puissent s’appliquer à toutes les institutions fédérales dont le mandat couvre la gestion de risque, de crise ou d’urgence. Ces lignes directrices sont encore sur la planche de travail. Certaines institutions ont élaboré leurs propres façons de faire, leurs propres cadres de communication, leurs propres plans de communication du risque, de crise ou d’urgence. Nous exigeons toutefois que ces plans soient conformes aux exigences 
de la Politique de communication du gouvernement du Canada 
http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm1_f.asp#10. 

	Canada
	This is a complex answer given that there is no unique risk communications plan, and that there is confusion between risk communication and crisis and emergency communication. Over the last years, there have been two working groups to develop guidelines, for one, on crisis and emergency communications, and for two, on risk communications. Those groups used documents, standards and expertise developed by the Government, by other governments, in Canada and elsewhere, to develop guidelines based on best practices, but written in a way that they could be applied in every federal institutions from which the mandate includes risk, crisis or emergency management. Those guidelines are still on the drawing table. Some institutions developed their own way of doing things, their own communication framework, their own risk, crisis or emergency communication plans. But we require all those plans be in compliance with the requirements of the Communications Policy of the Government of Canada 

http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm1_e.asp#10. 

	Japan

Cabinet Office
	

	Japan

FDMA – 

Disaster Mgmt
	

	Japan 

FDMA – 

Civil Protection
	

	Norway
	

	Switzerland
	

	Switzerland
	

	USA
	


2.1.15 Are risk communications co-ordinated with neighbouring countries?

	Questions
	22

	Country
	Do you co-ordinate your risk communications with neighbouring or other countries? 

	Austria
	

	Belgium
	

	Cyprus
	Yes. Communication through MIC, EU 

	Czech Rep
	Yes. Joint conferences and exercises with other countries, for example:
“ASSITEX 2002” (mobile laboratories field exercise) in Croatia
“EU-DREX 2004” (USAR team with CBRN expert screening exercise) in Austria together with  
 European Commission 
“SEVERNÍ VÍTR 2003” (international rescue operations exercise) together with Poland
“BESKYDY 2004" (terrorist attack exercise) together with Poland and Slovakia
“ROPA 2004” (oil pipeline breakdown exercise) with Slovakia

	Denmark
	

	Estonia 
	

	Finland
	Yes. For example, there are agreements with neighbouring countries about rescue in different hazards and in healthcare against CBRN hazards.

	France
	No.

	Germany
	

	Germany
(Bavaria)
	

	Greece
	

	Greece – 

forestry institute
	Yes, in a limited way (Albania, Bulgaria, Turkey).

	Hungary
	Yes 

	Ireland
	Yes. As required by international agreements in relation to the transport of hazardous materials; flooding is not considered a major cross border risk.  

	Italy
	

	Latvia
	

	Lithuania
	

	Luxembourg
	

	Malta
	No


No, but as a result of the "System evaluation of the National Nuclear Full Scale Exercise" (NSOn) in May 2005, information was provided information to Belgium about the Borsele nuclear facilities (Borsele is a municipality in southwest Netherlands).

	We are trying to build strong relations with our neighbours, Belgium, Germany, the UK. 
	

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	

	Portugal
	

	Slovakia
	

	Slovenia
	Yes. 
Bilateral agreements

	Spain
	Yes, mainly wth Portugal for floods

	Sweden
	

	UK
	Yes  

The Civil Contingencies Secretariat maintains a dedicated international team, which leads in the co-ordination of engagement with international organisations on civil protection matters.

	Australia
	A little. Indonesia and Papua New Guinea are our closest neighbours.

	Canada
	Oui, avec les États-Unis principalement.

	Canada
	Yes, mainly with the United States.

	Japan

Cabinet Office
	

	Japan

FDMA – 

Disaster Mgmt
	

	Japan 

FDMA – 

Civil Protection
	

	Norway
	

	Switzerland
	

	Switzerland
	

	USA
	


2.1.16 Is there a review process for updating the risk communication plan?

	Questions
	23
	24
	25

	Country
	Is there a review process for updating the objectives and scope of the risk comms plan?
	How often are such reviews carried out?
	Who takes part in the review process?

	Austria
	
	
	

	Belgium
	
	
	

	Cyprus
	Yes
	
	· The risk management agency, 

· Other departments & agencies

	Czech Rep
	Yes
	The review period has been stated differently case by case, if needed the review and correction is made immediately.
	· The risk management agency, 

· Other departments & agencies, 

· Regional / local governments,

· Stakeholders 

· The public 

	Denmark
	
	
	

	Estonia 
	
	
	

	Finland
	Yes
	Various plans have different timetables.
	· The risk management agency, 

· Other departments & agencies, 

· Regional / local governments,

· Stakeholders

	France
	Not really
	Depend on the industries sectors = 6 months. 
	

	Germany
	
	
	

	Germany
(Bavaria)
	
	
	

	Greece
	
	
	

	Greece – 

forestry institute
	No
	
	

	Hungary
	Yes 
	Depending on the plan, in every year or 3 years, and out of turn, if there is any change.
	· The risk management agency, 

· Other departments & agencies, 

· Regional / local governments,

· Stakeholders 

· The public 

	Ireland
	
	
	

	Italy
	
	
	

	Latvia
	
	
	

	Lithuania
	
	
	

	Luxembourg
	
	
	

	Malta
	No
	
	

	Netherlands
	Yes.
	
	· The risk management agency, 

· Other departments & agencies, 

· Regional / local governments 


	(Dept of Defence Affairs, Ministry of Health)
	
	
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	
	
	

	Portugal
	
	
	

	Slovakia
	
	
	

	Slovenia
	Yes 
	Every five years or every three years and whenever the risk manager deems it is useful
	· The risk management agency, 

· Other departments & agencies, 

· Regional / local governments,

· Stakeholders 

· The public 

	Spain
	Yes
	When the plan specifies it.
	· The risk management agency, 

· Other departments & agencies, 

·   Regional / local governments

	Sweden
	
	
	

	UK
	Informally – the plan is kept under constant review.
	
	· The risk management agency, 

· Other departments & agencies, 

· Regional / local governments,

· Stakeholders

	Australia
	Yes
	This is complex in the security critical infrastructure area, yes.
	

	Canada
	Oui.  Le cycle de gestion des risques est circulaire et  sans fin et est intégré dans le cycle de gestion des institutions. 
	Lorsque le gestionnaire des risques le juge utile. 
	· L’organisme officiel de gestion des risques

· Autres organismes gouvernementaux

· Administrations locales et/ou régionales

· Porteurs d’enjeux

· Le public 

	Canada
	Yes.  The risk management cycle is an endless circle and is integrated in the management cycle of our institutions. 
	Whenever the risk manager deems it useful.
	· The risk management agency, 

· Other departments & agencies, 

· Regional / local governments,

· Stakeholders 

· The public

	Japan

Cabinet Office
	
	
	

	Japan

FDMA – 

Disaster Mgmt
	
	
	

	Japan 

FDMA – 

Civil Protection
	
	
	

	Norway
	Yes
	Annually or when needed.
	The risk management agency

	Switzerland
	
	
	

	Switzerland
	
	
	

	USA
	
	
	


2.1.17 Is a contact provided for more information?

	Questions
	26
	27
	28

	Country
	Does the risk communications plan say whom to contact for more info?
	Do you have strategies for evaluating the impacts of your risk communications plan? 
	Have you already made changes to the plan as a result of some evaluation of its results? 

	Austria
	
	
	

	Belgium
	
	
	

	Cyprus
	No
	No
	Yes

	Czech Rep
	Yes
	Yes 
	Yes

	Denmark
	
	
	

	Estonia 
	
	
	

	Finland
	Yes
	Yes
	Yes

	France
	No
	No
	No

	Germany
	
	
	

	Germany
(Bavaria)
	
	
	

	Greece
	
	
	

	Greece – 

forestry institute
	No
	No
	No

	Hungary
	Yes
	Yes 
	Yes 

	Ireland
	
	
	

	Italy
	
	
	

	Latvia
	
	
	

	Lithuania
	
	
	

	Luxembourg
	
	
	

	Malta
	
	
	

	Netherlands
	Yes
	Yes
	Yes,
e.g. with regard to terrorism  

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	
	
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	
	
	

	Portugal
	
	
	

	Slovakia
	
	
	

	Slovenia
	Yes
	Yes 
	Yes 

	Spain
	No
	Yes
	Yes

	Sweden
	
	
	

	UK
	Yes
	Yes
	Yes

	Australia
	No
	No, nothing that is systematic.
	We get regular stakeholder feed back and use peer review.

	Canada
	Oui.  Habituellement, tous les plans de communication comportent les coordonnées des auteurs.
	Oui.  Un bon exemple est le Cadre de communication du risque de Santé Canada.
	Oui.  C’est la méthode préconisée: un plan de communication évolutif.

	Canada
	Yes.  It is common practice that all communications plans include the author’s co-ordinates.
	Yes.  A good example would be Health Canada’s Risk Communications Framework.
	Yes.  This is the method we advocate for a continuing evolving communications plan.

	Japan

Cabinet Office
	
	
	

	Japan

FDMA – 

Disaster Mgmt
	
	
	

	Japan 

FDMA – 

Civil Protection
	
	
	

	Norway
	Yes
	
	

	Switzerland
	
	
	

	Switzerland
	
	
	

	USA
	
	
	


2.1.18 Is there co-ordination between levels of government and/or with industry?

	Questions
	29
	30

	Country
	Are you satisfied with the effectiveness of your current risk communications plan? 
	Is there co-ordination of risk communications plans between the different levels of government and/or with risky industries?

	Austria
	
	

	Belgium
	
	

	Cyprus
	
	Yes 

	Czech Rep
	No. We have optimisation of the security system accepted, which will give rise to updating of some acts. Also brief information on risky situations so far has not been satisfying and needs further improvements.
	Yes. The detailed communication plan has been worked out according to experiences from the flood 2002 and it opened space for further upgrade of different risks plans.

	Denmark
	
	

	Estonia 
	
	

	Finland
	There are many individual plans with relevant authorities. We have a checking system within a special committee representing all the ministries and their agencies. This committee convenes about every month.
	Yes. See answer to previous question.

	France
	Yes
	Yes

	Germany
	
	

	Germany
(Bavaria)
	
	

	Greece
	
	

	Greece – 

forestry institute
	Yes
	Yes

	Hungary
	Yes 
	Yes 

	Ireland
	
	

	Italy
	
	

	Latvia
	
	

	Lithuania
	
	

	Luxembourg
	
	

	Malta
	
	Yes 

	Netherlands
	No
	Yes, especially with the Expertise centre for risk and crisis communication (ERC, Expertisecentrum Risico- en Crisiscommunicatie). 

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	
	

	Portugal
	
	

	Slovakia
	
	

	Slovenia
	Yes 
	Yes 

	Spain
	The results may be acceptable but not satisfactory.
	Yes

	Sweden
	
	


Yes.

	The UK’s national risk assessment framework applies at all levels of government, and across sectors of the economy.  See http://www.ukresilience.info/preparedness/risk/index.shtm. 

	Australia
	No. With something as complex as risk communication, you could never be satisfied.
	No

	Canada
	Il s’agit d’un exercice perpétuel en fonction des innovations, du changement de l’environnement public et de l’acquisition des connaissances. Il y a encore beaucoup d’apprentissage à faire et à partager au sein des praticiens de communication du risque, mais cela évolue. 
	En vertu de la Politique de communication, tous les plans de communication élaborés par les institutions fédérales doivent les partager avec des analystes du Bureau du Conseil privé à des fins de validation et de coordination. Notre Politique de communication invite également à la concertation et à la collaboration entre institutions fédérales pour les activités de communication, incluant leur élaboration. En fonction de leur mandat, les institutions fédérales ont également des réseaux et des forums d’échange avec les gouvernements provinciaux et territoriaux. 

	Canada
	This is an ongoing exercise depending innovations, public environment changes and knowledge acquisition. There is still a lot of learning to do and to share amongst risk communication practitioners, but there is improvement. 
	Under the Communications Policy of the Government of Canada, every communications plan developed by federal institutions must be shared with communications analysts from the Privy Council Office for approval and coordination. Our Communications Policy promotes collaboration and consultation between federal institutions on communication activities, including their development. Depending their mandate, federal institutions entertain networks and exchanges with provincial and territorial governments. 

	Japan

Cabinet Office
	
	

	Japan

FDMA – 

Disaster Mgmt
	
	

	Japan 

FDMA – 

Civil Protection
	
	

	Norway
	
	

	Switzerland
	
	

	Switzerland
	
	

	USA
	
	


2.1.19 Are there provisions for a catastrophic failure in telecom networks?

	Questions
	31

	Country
	Are there provisions re how information should be conveyed to the public in the event of a catastrophic failure in the telecom networks?

	Austria
	

	Belgium
	

	Cyprus
	Yes. A modern system of wireless set is established to all government departments and town halls  and semi governmental agencies.  Also there is an electronic siren system through which  information could be given to the public.

	Czech Rep
	Yes. Use of specific crisis mobile phones, sirens, mobile or fixed wireless stations, public-address system, cars with loudspeaker, etc.

	Denmark
	

	Estonia 
	

	Finland
	Yes. There are many alarming systems: radio, television, mobile mass text message.

	France
	Yes.

	Germany
	

	Germany
(Bavaria)
	

	Greece
	

	Greece – 

forestry institute
	No

	Hungary
	Yes 

	Ireland
	

	Italy
	

	Latvia
	

	Lithuania
	

	Luxembourg
	

	Malta
	No

	Netherlands
	Not yet, but we are thinking about scenarios. At this moment, we have nothing on paper. 

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	

	Poland 
(Bureau for Chemical Substances and Preparations)
	

	Portugal
	

	Slovakia
	

	Slovenia
	Yes 

	Spain
	No

	Sweden
	

	UK
	Yes

This is all set out in the Plan.  Further info on warning and informing can be found here http://www.ukresilience.info/preparedness/warningandinforming/index.shtm. 

	Australia
	No. Australia is just starting a project to look at catastrophic disasters.

	Canada
	Oui , les plans de communication de crise et d’urgence doivent couvrir ces éventualités. Mais pas nécessairement les communications du risque qui, pour nous, dans un continuum, précèdent une urgence ou une crise. Voir cette section: http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm1_f.asp#11

	Canada
	Yes. Crisis and emergency communications plan should address those contingencies. But it might not be true for risk communications plans because, in our view, risk communication is part of a continuum and it precedes emergency communication and, if not well managed (that perception being true or false), crisis communication. See http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm1_e.asp#11. 

	Japan

Cabinet Office
	

	Japan

FDMA – 

Disaster Mgmt
	

	Japan 

FDMA – 

Civil Protection
	

	Norway
	Yes

	Switzerland
	

	Switzerland
	

	USA
	


2.1.20 Does the government provide advice to the public if a risk event occurs?

	Questions
	32
	

	Country
	Does the government provide advice (e.g., via a website) to the public if a risk event occurs?
	And by other means

	Austria
	Yes, www.bmi.gv.at/zivilschutz/
	· By mailings (e.g., letters, leaflets, brochures) to all householders

· By advertisements in newspapers
www.zivilschutzverband.co.at; www.safety-tour.at
· Once a year: nationwide practice alarm of the warning and alarm system; 

· security information centres in many communities (www.sicherheitsinformationszentrum.at); 

· activity of the Austrian Civil Protection Association (www.zivilschutzverband.co.at); (www.safety-tour.at)

	Belgium
	
	

	Cyprus
	Yes.
www.besafenet.org
	· By mailings (e.g., letters, leaflets, brochures) to all householders

· By advertisements in newspapers

· By advertisements on radio or TV

	Czech Rep
	Yes. 
www.krizove-rizeni.cz
	· Mailings to householders, 

· adverts in newspapers, on radio and TV

· SMS, 

· sirens, 

· public-address system

	Denmark
	Yes. Each authority is responsible for providing information to the public during a crisis. The Ministry of Foreign Affairs and the police have special crisis set-up at their websites during a crisis: www.um.dk and www.politi.dk. Furthermore, a national site is under development with the aim to provide co-ordinated crisis information to the public and media – and a model for crisis communication is also under development.  
	· By advertisements on radio or TV. 

· The telephone book delivered to all households contains information on warning by sirens and other relevant information about preparedness.

	Estonia 
	Yes

www.kriis.ee –  activation in the case of an emergency (project is being developed further to keep the website active permanently)
	· By mailings (e.g., letters, leaflets, brochures) to all householders

· By advertisements in newspapers (online)

· By advertisements on radio or TV

Country risk assessments should be available to the public. Accessibility – for example, local government website – is a question for local government.

	Finland
	Yes. Website: depends on the ministry. If the hazards occur in other countries, it is ministry of foreign affairs like tsunami case. www.formin.fi
	· Mailings to householders, 

· adverts, radio, television. 

· Mass text message with mobile phones has been used also.

	France
	
	

	Germany
	Yes, lots of information on the part of different agencies. See, among others, the brochure "Für den Notfall  vorgesorgt" ("Be prepared to the emergency case") issued by the BBK (to download from the homepage or to order free of charge).  www.bbk.bund.de  www.rki.de
	In particular cases:

· By mailings (e.g., letters, leaflets, brochures) to all householders

· By advertisements in newspapers

· By advertisements on radio or TV

	Germany
(Bavaria)
	Yes. 
	Mailings to householders

	Greece
	Yes. 
www.civilprotection.gr
	· By mailings (e.g., letters, leaflets, brochures) to all householders

· By advertisements in newspapers

· By advertisements on radio or TV

	Greece – 

forestry institute
	Yes. 
www.civilprotection.gr
	Adverts in newspapers, on radio and TV.


Yes  


By mailings (e.g., letters, leaflets, brochures) to all householders


By advertisements on radio or TV

	· On the spot

	Ireland
	Yes
	· Mailings to householders, 

· Adverts in newspapers, on radio and TV.

	Italy
	
	

	Latvia
	Yes, on different websites according to organisations that deal with public, environmental, labour, property  safety.

There is an agreement between mass media and state fire and rescue service about notification and information of inhabitants in emergency. The media involved are:

· State profitless company “Latvijas Radio”

· State profitless limited liability company “Latvijas Televīzija”

· Stock company “Latvijas neatkarīgā televīzija” (LNT) 

· Stock company “Radio SWH”

· Limited liability company “Radio Skonto”

· Limited liability company “Beta Fakts”  (TV-3)

· Limited liability company “Vārds & Co” (Latvian Cristian radio) 

The text of the emergency information: 

ATTENTION !!! 

The State Fire and Rescue Service inform, that to day (date) at  (time)    (district, town, street, road, concrete enterprise) happen  (crash, auto accident, railroad accident) with spill (leakage) of the dangerous (gaseous, liquid) substance   (name). Vapour of the substance is (more easy, heavier) air. Influence of substance causes a poisoning of an organism (if the information is accessible - point the form and symptoms of a poisoning). 

The inhabitants, to be  …... meters from the object, (the name of object, address, with streets restricted area), is requested do not leave the rooms, do not enter in cellars and low places of the countryside. Close the windows and doors carefully, if the biting smell is felt in rooms, airlock the rooms with wet clothes, turn off the air-conditioners. If it is necessary, protect your respiratory ways with the masks made from accessible textile, moistened with water or a light citric acid. 

For further extra information, do not switch off radio receivers and TVs. About events, inform your neighbours.
	· Mailings to householders, 

· adverts in newspapers, on radio and TV.

	Lithuania
	Yes
	· Mailings to householders, 

· adverts in newspapers, on radio and TV.

	Luxembourg
	Yes.
www.gouvernement.lu/gouvernement/sip/index.html
	

	Malta
	Yes 
	By advertisements on radio or TV

	Netherlands
	Yes
www.nctb.nl  
The Dutch co-ordinator on terrorism started a campaign in February 2006. This campaign was developed in close co-operation with the ERC. It makes use of radio and television, leaflets, the Internet, billboards, newspaper advertisements and so on. Also, in late Feb 2005, we started a newspaper campaign on the risks of bird flu. 
	· By mailings (e.g., letters, leaflets, brochures) to all householders

· By advertisements in newspapers

· By advertisements on radio or TV

· By billboards

We are also preparing a big campaign on disasters. We are making a completely different campaign from the one that has been held in the past when a siren alarm means: go in, stay in, tune in. The new campaign will make use of the latest scientific insights on risk and crisis communication. 

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	Yes
	· Mailings to householders, 

· adverts in newspapers, on radio and TV.

	Poland 
(Bureau for Chemical Substances and Preparations)
	No
	In cases of poisoning, individuals or physicians are required to contact one of the Poisoning Centres, where specific information is given. 

	Portugal
	Yes. 

www.snbpc.pt
	· Adverts in newspapers, on radio and TV.

· Through the making and delivery of leaflets and brochures at special events. 

	Slovakia
	Yes

http://www.uco.sk
	By mailings (e.g., letters, leaflets, brochures) to all householders

	Slovenia
	Yes  
www.urszr.si
www.sos112.si
	· By mailings (e.g., letters, leaflets, brochures) to all householders

· By advertisements in newspapers

· By advertisements on radio or TV

· Civil protection days, exercises, etc


By mailings (e.g., letters, leaflets, brochures) to all householders


By advertisements on radio or TV

	· 


Yes. 

www.srv.se, www.kriberedskapsmyndigheten.se, 


By mailings (e.g., letters, leaflets, brochures) to all householders


By advertisements in newspapers


By advertisements on radio or TV


The government has decided that 49 appointed agencies shall on their websites provide risk/crisis information to the public, the private sector and the media before and during peacetime crises and heightened states of alert.

	· 

	UK
	Yes

www.pfe.gov.uk
	· By mailings (e.g., letters, leaflets, brochures) to all householders

· By advertisements in newspapers

· By advertisements on radio or TV

	Australia
	Yes. Try any of the state Fire services or EMA.gov.au.
	

	Canada
	Oui  

· http://chp-pcs.gc.ca/CHP/index_f.jsp/pageid/4005/odp/Top/Health/Emergency 

· http://chp-pcs.gc.ca/CHP/index_f.jsp?pageid=4055 
http://www.securitecanada.ca/topic_f.asp?category=25
· http://www.securitecanada.ca/topic_f.asp?category=4 

· http://nher.nrcan.gc.ca/index_f.php
· http://nher.nrcan.gc.ca/prep_f.php 

Exemples de sites provinciaux: 

· Emergency Management Alberta (Alberta)

· Provincial Emergency Program (British Columbia) http://www.pep.bc.ca/ 

· Emergency Management Ontario (Ontario) 

· Sécurité civile (Québec) 
	· Par mailings (e.x. Lettres, tracts, brochures) à l’ensemble des propriétaires

· Par annonce dans les journaux 

· Par annonce à la radio ou à la TV

· Communiqués de presse pour les médias, fils de presse et de communiqués pour toute alerte. 

Notre système de radio-télédiffusion oblige les radiodiffuseurs et télé-diffuseurs publics à interrompre leurs programmations pour retransmettre sur leurs ondes les messages d’alerte, comme les alertes météorologiques graves ou nucléaires ou autres d’importance et les radiodiffuseurs collaborent. 

	Canada
	Yes. 

· http://www.safecanada.ca/beprepared/beprepared_e.asp 

· http://www.safecanada.ca/pandemic/index_e.asp
· http://chp-pcs.gc.ca/CHP/index_e.jsp/pageid/4005/odp/Top/Health/Emergency
·  http://chp-pcs.gc.ca/CHP/index_e.jsp?pageid=4055 

· http://www.safecanada.ca/topic_e.asp?category=25
· http://www.safecanada.ca/topic_e.asp?category=4 

· http://nher.nrcan.gc.ca/index_e.php 

· http://nher.nrcan.gc.ca/prep_e.php 


As examples, see also the provincial websites of: 

· Emergency Management Alberta (Alberta)

· Provincial Emergency Program (British Columbia) http://www.pep.bc.ca/ 

· Emergency Management Ontario (Ontario) 

· Sécurité civile Civil Protection (Québec) 
	· By mailings (e.g., letters, leaflets, brochures) to all householders

· By advertisements in newspapers 

· By advertisements on radio or TV 

· Press release, newswire and public service announcements for warnings. 

Under our radio-television system, radio and television broadcasters have to interrupt their programming to broadcast public warning messages, such as nuclear alert or major weather alerts. Broadcasters are very collaborative. 

	Japan

Cabinet Office
	Yes 

http://www.bousai.go.jp/index.html
	By advertisements on radio or TV

	Japan

FDMA – 

Disaster Mgmt
	http://www.bousai.go.jp/index.html

http://www.e-college.fdma.go.jp/
	By advertisements on radio or TV

	Japan 

FDMA – 

Civil Protection
	http://www.bousai.go.jp/index.html
	· By advertisements in newspapers, if necessary.

· The Office of Cabinet Secretariat has made a pamphlet that each residence can use in an emergency. (It is like the US ‘Are You Ready?’ pamphlet.  See the web site.)

	Norway
	Yes. Agency websites.
	A national crisis web page is under construction, under the supervision of the Civil Protection Directorate.


Par annonces à la radio ou à la TV 

	· Campagnes d’affichage 

	Switzerland
	Oui. http://www.bk.admin.ch/cp/f/newest_intranet.html 
	· By advertisements in newspapers

· By advertisements on radio or TV

· Poster campaigns.

	USA
	
	


2.1.21 Are surveys made of the public’s perception of risks?

	Questions
	33
	
	

	Country
	Does government and/or industry survey the public’s perception of risks?
	If so, how often are such surveys conducted?
	Are the results made public?

	Austria
	Yes
	On a case-by-case basis.
	No

	Belgium
	
	
	

	Cyprus
	No
	
	

	Czech Rep
	No
	
	No

	Denmark
	A PhD. project on crisis communication is being conducted in co-operation with Roskilde University Centre and Danish Emergency Management Agency.
	
	

	Estonia 
	Yes
	By need or by order (anybody)
	Yes

	Finland
	Yes 
	Surveys in the interval of some years
	Yes 

	France
	Yes (depend on the sectors)
	
	Yes 

	Germany
	Yes, but rather by research institutions
	
	Yes (partly)

	Germany
(Bavaria)
	No
	
	

	Greece
	Yes
	
	Yes 

	Greece – 

forestry institute
	No
	
	

	Hungary
	Yes 
	In every year
	Yes 

	Ireland
	No
	
	

	Italy
	
	
	

	Latvia
	Yes
	
	Yes

	Lithuania
	Yes
	Operators of dangerous establishments organise information days for the public, publish articles on industrial activities in the media. This is controlled by the Ministry of the Environment, the FRD and the State Labour Inspection within their sphere of competence. 
	Yes

	Luxembourg
	No
	
	No

	Malta
	No
	
	No


Since the start of the ERC in the past year or so, we have conducted several inquiries: on terrorism (2), the feeling of public safety, and bird flu (2). 

	We are planning/preparing a standard monitor among the Dutch citizens. 
	Yes

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	Yes
	
	Yes

	Poland 
(Bureau for Chemical Substances and Preparations)
	No
	
	No

	Portugal
	No
	
	

	Slovakia
	No
	
	

	Slovenia
	No
	
	

	Spain
	Yes
	
	Yes

	Sweden
	Yes.
	Surveys about the public opinion are conducted after major events such as the tsunami in Asia and the terrorist attacks in Madrid and London. Different research projects have been and are conducted regularly on different topics on risk.
	Yes 

	UK
	Yes 
	Very much dependent on the sector in question.
	No

	Australia
	No
	
	No

	Canada
	Oui
	C’est du cas par cas, selon les besoins.
	Oui , toute au moins s’il s’agit de recherche sur l’opinion publique produite ou commandée par le gouvernement du Canada (je suis moins familier avec les exigences des gouvernements provinciaux et territoriaux). Les institutions doivent communiquer sans retard les résultats des recherches au public qui en fait la demande. Toutes les recherches sont déposées au ministère des Travaux publics et des Services gouvernementaux du Canada dans les trois mois, puis sans retard à la Bibliothèque du Parlement et à Bibliothèque et Archives Canada. Une fois à la Bibliothèque et Archives Canada, tout citoyen peut en emprunter copie sur place ou via leur bibliothèque publique ou scolaire. Certaines institutions fédérales affichent leurs rapports de recherche sur l’opinion publique sur leur site Web. 

	Canada
	Yes
	On a case-by-case basis, as needed.
	Yes, at least when it concerns public opinion research produced or ordered by the Government of Canada. Institutions must release final research results to the public promptly on request. Institutions forward copies of final reports of public opinion research to the Department of Public Works and Government Services of Canada within three months, which in turn deposits them promptly with the Library of Parliament and Library and Archives Canada. Once at Library and Archives Canada, every citizen can loan a copy in person or through their public or school library. Some federal institutions post their public opinion research reports on their Web site.

	Japan

Cabinet Office
	Yes 
	Ad hoc
	Yes 

	Japan

FDMA – 

Disaster Mgmt
	Yes 
	Ad hoc
	Yes 

	Japan 

FDMA – 

Civil Protection
	Yes 
	Ad hoc
	Yes 

	Norway
	Yes
	Annually
	Yes

	Switzerland
	Oui
	5 – 10 ans
	Oui

	Switzerland
	Yes
	5 - 10 years
	Yes

	USA
	
	
	


2.1.22 Are stakeholders informed of how their views have been taken into account?

	Questions
	34
	35

	Country
	Are stakeholders and/or the public consulted during the risk assessment stage?
	Are stakeholders and/or the public informed to what extent their views have been taken into account?

	Austria
	Yes.
	Yes.

	Belgium
	
	

	Cyprus
	No
	No

	Czech Rep
	Yes 
	Yes

	Denmark
	
	

	Estonia 
	Yes
	Yes

The public could give their views if they want to. Their views should be taken into account.

	Finland
	Yes 
	

	France
	No
	No

	Germany
	Yes (in particular cases)
	Yes 

	Germany
(Bavaria)
	Yes 
	Yes 

	Greece
	Yes 
	No

	Greece – 

forestry institute
	No
	No

	Hungary
	Yes 
	Yes 

	Ireland
	Yes
	No

	Italy
	
	

	Latvia
	Yes
	Yes

	Lithuania
	Yes
	Yes

	Luxembourg
	No
	No

	Malta
	No
	No

	Netherlands
	It depends on the organisations and the way they perceive the interest of the public. 
	No

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	Yes
	No

	Poland 
(Bureau for Chemical Substances and Preparations)
	Yes 
	Yes

	Portugal
	Yes 
	No

	Slovakia
	No
	No

	Slovenia
	Yes
	Yes 

	Spain
	Yes
	No

	Sweden
	No
	Yes, partly (not actively)

	UK
	Yes 
	Yes 

	Australia
	Yes 
	Yes 

	Canada
	Oui.  (voir réponse à la question 14)
	Oui (voir réponse à la question 14)

	Canada
	Yes. See answer to question 14.
	Yes. See answer to question 14.

	Japan

Cabinet Office
	Yes
	Yes 

	Japan

FDMA – 

Disaster Mgmt
	Yes
	Yes 

	Japan 

FDMA – 

Civil Protection
	No
	Yes 

	Norway
	No
	No

	Switzerland
	Oui.
	La communication doit être adaptée à la finalité de l’action: si comme le dit Patrick Lagadec, « la peur de communiquer communique la peur », il faut aussi souligner que l’intérêt public ne correspond pas à la somme des intérêts individuels: c’est le chiasme de la communication!

	Switzerland
	Yes. 
	Communications has to be adapted to the purpose of the activity. If, as Patrick Lagadec says, "the fear of communicating communicates fear", it is necessary also to emphasise the public interest does not correspond to the sum of individual interests. That's what's known as the chiasmus of communication!

	USA
	
	


2.1.23 Are risk management plans co-ordinated with neighbouring countries?

	Questions
	36
	

	Country
	Does the civil protection agency (or other entity) co-ordinate its risk management plans with neighbouring countries where there are risks with potential cross-border impacts?
	What is the mechanism for such cross-border co-ordination?

	Austria
	Yes
	Bilateral civil protection agreements (particularly with neighbouring states); bilateral meetings; bilateral contacts on federal-state-level

	Belgium
	
	

	Cyprus
	No
	

	Czech Rep
	Yes
	Co-ordination with neighbouring countries is managed according five specific agreements on mutual aid and co-operation, which were concluded between the Czech Republic and all our neighbouring countries (Germany, Poland, Austria, Slovakia and Hungary).

	Denmark
	Yes 
	Several bilateral agreements exist within specific sectors for instance "Convention on the protection of the marine environment of the Baltic sea area" (Helcom) – and early warning systems within the EU, including ECURIE (radiological incidents), BICHAT (biological and chemical threats), RAPEX (public health), RASFF (food), EWRS (infectious diseases), SHIFT and ADNS (veterinary threats). 

	Estonia 
	Yes (partly)
	Ministry of Internal Affairs

	Finland
	Yes 
	Ministry of Interior, rescue department has continuous cross-border meetings

	France
	Yes
	

	Germany
	Yes 
	Federal Ministry of the Interior (BMI) and Federal Agency for Civil Protection and Disaster Control (BBK):

a) bilateral agreements of assistance between Germany and other countries;  

b) EU mechanism for civil protection and disaster control.

	Germany
(Bavaria)
	Yes 
	

	Greece
	No
	

	Greece – 

forestry institute
	Yes 
	For example, official co-operation agreements (Bulgaria) or established channels between Ministries of Foreign affairs.

	Hungary
	Yes 
	· Convention on the cross-border effects of industrial accidents, signed in Helsinki, 17 March 1992, under the auspices of the UN ECE

· Bilateral agreements and committees in nuclear and Seveso II fields

	Ireland
	Yes 
	None

	Italy
	
	

	Latvia
	No
	We get consultation from Denmark and Netherlands.

	Lithuania
	Yes
	The FRD co-ordinates measures of risk evaluation, preparedness and accident liquidation making evaluation of the risk with potential cross-border impacts to neighbouring countries. This information is also provided to the neighbouring countries.    

	Luxembourg
	No
	

	Malta
	Yes
	The EU civil protection mechanism

	Netherlands
	As far as we know, no.
	

	Poland 
(Dept of Defence Affairs, Ministry of Health)
	Yes 
	


Poland 

	(Bureau for Chemical Substances and Preparations)
	
	

	Portugal
	Yes
	The Portuguese and Spanish civil protection organisations engage in cross-border co-ordination, under the scope of a bilateral co-operation agreement. For some hazards, other governmental organisations are involved (e.g., water authorities for floods and forest services for forest fires). There are also specific agreements for radiological emergencies and forest fires in the border area.

	Slovakia
	No
	

	Slovenia
	Yes
	Slovenia has bilateral agreements on co-operation in protection against natural and man-made disaster with Austria, Croatia, Hungary, Slovakia, Czech republic, Russian Federation and Poland.

	Spain
	Yes
	With the `civil protection authorities of the neighbouring countries.

	Sweden
	Yes 
	Responsibilities stated in the Swedish Civil Protection Act. 
Specific cross-border agreements.

	UK
	Yes 
	EU forums and bilateral contacts.

	Australia
	No
	

	Canada
	Oui, avec le Département de la Sécurité intérieure des États-Unis, département d'État des États-Unis, département de la Défense des États-Unis, département de la Justice des États-Unis, Federal Aviation Administration, Home Office du Royaume-Uni et le Bureau du procureur général de l'Australie. Sécurité publique et Protection civile Canada (SPPCC) contribue également dans une grande mesure à la planification des urgences civiles et à la protection des infrastructures essentielles de l'OTAN. De concert avec le ministère des Affaires étrangères et du Commerce international, SPPCC est un intervenant clé dans l'élaboration d'une stratégie en matière de sécurité informatique pour les pays de l'Organisation des États américains (OEA). En matière de santé publique: les Centers for Disease Control and Prevention et l’Association of Public Health Laboratories aux Etats-Unis; l'Organisation mondiale de la santé, l'Organisation panaméricaine de la santé et l'Union internationale de promotion de la santé et d'éducation pour la santé.
	

	Canada
	Yes, for example, with the U.S. Department of Homeland Security, State Department, Department of Defense, Department of Justice, Federal Aviation Administration, the UK Home Office and the Office of the Australian Attorney General.  Public Safety and Emergency Preparedness Canada (PSEPC) is also a strong contributor to NATO Civil Emergency Planning and Critical Infrastructure Protection.  In collaboration with the Canadian Department of Foreign Affairs, PSEPC is a key player in the development of a Cyber Security Strategy for nations of the Organization of American States (OAS). 
In case of health safety: the Centers for Disease Control and Prevention and the Association of Public Health Laboratories in the United States; World Health Organization; Pan-American Health Organization and Union internationale de promotion de la santé et d'éducation pour la santé.
	

	Japan

Cabinet Office
	Yes
	As for monitoring of natural hazards, information sharing is encouraged among relevant countries.

	Japan

FDMA – 

Disaster Mgmt
	Yes
	As for monitoring of natural hazards, information sharing is encouraged among relevant countries.

	Japan 

FDMA – 

Civil Protection
	No
	

	Norway
	
	

	Switzerland
	Oui
	

	Switzerland
	Yes 
	

	USA
	
	


3 Analysis of responses to the risk communication questionnaire

3.1 Summary of responses to the questionnaire

Question 1 – Does the country have national risk management plans?

All respondents, except the Czech Republic, said they had national risk management plans. In some instances, as in Canada, Japan, Malta, Portugal, UK, there is a national risk management plan which either is the plan or serves as a model for risk management plans prepared by individual departments. In other instances, as in the Czech Republic, Germany, Poland and Spain, there is no single risk management plan covering all risks, but there are plans for specific risks (e.g., forest fires, flooding, transport of dangerous materials, earthquakes, etc), which have a standard format and content.

Question 2 – What types of risk does it cover?

All respondents said that their national risk management plans cover natural and human-induced risks or said their plans cover all risks. In some instances, there are risk management plans specific to a specific type of risk, e.g., nuclear accidents, oil or chemical spills, etc. Japan, for example, has a National Disaster Management Plan which covers natural and man-made disasters, but it doesn’t cover wars or terrorist attacks. It also has a Civil Protection Plan, which covers national emergencies, including wars and terrorist attacks.

Many respondents provided additional information, citing different types of risks and who is responsible for their management. 

Question 3 – Who is responsible for the development of risk management plans?

Risk management is often a responsibility shared between individuals, different local, provincial, state, regional and federal governments, as in Canada, Finland, Germany, Greece, Spain, among others. In fact, risk management is often shared vertically (between different levels of government) and horizontally (between different departments within the same level of government). 

The responsibility for development of risk management plans varies. Often, as in Denmark, Estonia, Finland, Germany, Norway, Spain and the UK, each department or level of government is responsible for development of a risk management plan covering its sphere of responsibilities. 

The Czech Republic said it has 24 model action plans for different risks (hazards), which are approved by the country’s Security Council. It is not clear how many other countries also require sector-developed plans to be approved by a national authority. Estonia said that ministries and their subordinate bodies are responsible for development of their specific risk management plans, the Ministry of Internal Affairs has overall responsibility. 

If a risk event overwhelms a local or regional or departmental authority, the national government takes on overall responsibility for co-ordinating the response to the disaster (as in Japan and the US, for example). 

The national authority varies from country to country, but most often, as in the Czech Republic, Estonia, Finland, Germany, Greece, Hungary, Latvia, Luxembourg, it is the Ministry of the Interior or Internal Affairs. In some countries (e.g., Japan and the UK), it is the Cabinet Office. In Finland, the National Emergency Supply Agency has a horizontal responsibility for all major hazards. In Norway, the Ministry of Justice and police are responsible for an overall national crisis management plan, including public communication.

Most respondents provided websites for additional details. 

Question 4 – Are their responsibilities defined by a specific law or policy?

Almost all respondents said responsibilities for risk management were defined by a specific law or policy, such as (in the case of Estonia) an Emergency Preparedness Act which defines functional and administrative area responsibilities during an emergency other than war – specific plans are made under these regulations.

The only two exceptions were those from the Polish Bureau for Chemical Substances and Preparations and Australia. In the instance of the latter, Emergency Management Australia (EMA) said there is no legislation at federal level but there is specific legislation in some states and territories. In the instance of Canada, new legislation has been drafted and tabled in Parliament, but a change of government meant that it hasn’t been adopted yet (as of April 2006). The Emergency Management Bill is aimed at determining each stakeholder’s roles and responsibilities for dangers encountered in Canada.

Many respondents identified the specific legislation.

Question 5 – Who is responsible for relations with the EU and/or other international organisations with regard to risk management?

Typically, the Ministry of the Interior and/or the civil protection authority is responsible for relations with the EU and specifically the EU’s disaster relief mechanism, the ill-named monitoring and information centre (MIC). In many instances, the responsibility for relations depends on the sector (health, environment, critical infrastructure, etc), i.e., there may be several agencies engaged with EU issues, for example, the directorate of health, the civil protection directorate, the coastal agency, the food safety authority, the pollution control agency.

In the instance of Japan and the UK, the Cabinet Office has the responsibility for international relations and/or the co-ordination thereof in regard to civil protection issues.

Question 6 – Does the risk management plan contain provisions for risk communications?

Almost all respondents said their risk management plans do contain provisions for risk communications, although a few said they did not – namely, Germany (Bavaria), Malta and Poland (Bureau for Chemical Substances and Preparations). In the instance of Germany and Poland at the national level, their plans do contain such provisions.

Although the covering e-mail to which the risk communication questionnaire was attached defined risk communication in the way in which the International Organization for Standardization (ISO) defines it
, the questionnaire did not ask nor did respondents indicate whether they defined risk communication differently. Portugal’s response to this question, the most detailed (apart from that of Canada), would suggest that at least some respondents regarded risk communication as the one-way conveyance of information to populations at risk, i.e., when there is a need to issue warnings and/or to increase risk awareness. 

Question 7 – Are there legal requirements for communicating with the public about risks?

Most answered yes to this question, although seven respondents answered no. 

Question 8 – If there are there legal requirements for communicating with the public about risks, what are they?

Among those responding to the question, Denmark’s response was typical: Each authority is responsible for information to the public in case of a crisis within their own area. There are strong expectations to provide true, correct and timely information to the public and media.

In its response, Portugal cited the actual legal requirement: Citizens have the right to be informed about eventual natural and/or technological risks that they may be involved with, and about the correct measures to undertake in order to minimise their effects. Therefore, public information is a compulsory and permanent duty of the State and its agencies, required for a correct awareness about risks and to stress individual and collective responsibilities. Latvia also cited the actual legal requirement.

Estonia said there is a requirement to activate a crisis communication group whose responsibilities include situation information management (24-hour readiness, information gathering, information regarding affected people, co-ordinated press releases, media monitoring) and which is backed up by a Crisis Communication Handbook
 published by the Ministry of Internal Affairs, by the Emergency Preparedness Act and a National Crisis Management Plan.

Japanese respondents referenced the transmission or issuance of warnings and instructions from the Cabinet to prefecture governors who in turn can issue alerts or warnings to residents directly or to municipal mayors who in turn inform their residents. 

The responses to this question indicate that some respondents use risk communication in both senses of the term – i.e., conveying information to the public and interaction with stakeholders. Germany, Portugal and Sweden explicitly referenced the Seveso II directive requirements.
 Some other countries (Czech Republic, Finland, Latvia, Lithuania, Slovenia) that did not explicitly mention the Seveso II directive seemed to allude to it or the directive underpinned their communication provisions. Seveso II uses communication in both senses of the word. 

Austria, the Czech Republic and Japan referred to obligations on the media to issue warnings. Similar obligations or agreements exist in other countries too (see, for example, Latvia’s response to Question 32. 

Some countries (e.g., Canada, Switzerland) are obliged to provide information in two or more languages. 

The Canadian response also referred to a broader government communication policy in which both senses of the word communication are fully elaborated and according to different communication media and requirements (including risk, crisis and emergency communications, and citizen engagement). 

Lithuania mentioned where contingency plans were publicly available (on the Internet and in public places such as libraries and reading-rooms). 

The Netherlands response mentioned its recently established expertise centre on risk and crisis communication (ERC), which can give assistance in producing the right information strategies.   

Most respondents provided website details for further information.

Question 9 – Are there requirements for co-ordination of risk communication between the public and private sectors?

About half of the respondents said there were requirements for co-ordination of risk communication between the public and private sectors, and half said there were not. Two respondents (Netherlands and Australia) were not sure whether there were such requirements. 

Austria and Sweden again referred to the Seveso II requirements. 

In some instances, e.g., Germany, the requirement for co-ordination was limited to specific sectors (nuclear power, chemicals). Switzerland also cited specific sectors (nuclear energy, genetic engineering, water protection, environmental protection) which have legislated requirements. 

Japan gave an example of co-operation (rather than a legal requirement) between the Japan Meteorological Agency and Public Broadcasting Organization.

Slovenia referenced national guidelines (instructions) for notification in the event of natural and other disasters, which define the methodology, procedures and the way of reporting, registration and notification of the event and the procedures for asking for assistance. Canada referenced requirements of its risk management standard (Q850/97 CAN/CSA)
 and the equivalent Australian-New Zealand standard (AS/NZS 4360)
.

Question 10 – Are listed companies required to provide a risk assessment and how they are managing those risks?

Twelve respondents said companies were not required to provide a risk assessment and how they are managing risks, while six said there were such requirements. Estonia said there were “not yet” such requirements. Some countries did not respond to this question.

Of those countries that do have such requirements, Finland’s response could be considered representative – i.e., such requirements were specific to regulated industries such as telecoms, energy supply, health care, banking and insurance, water supply, and transportation.

In similar vein, Hungary mentioned regulated industries (nuclear energy, those covered by the Seveso II directive). Lithuania provided some details on the provision of risk assessment and risk management, i.e., that operators are obliged to draw up a safety report and a communication to the public. The safety report includes regulation on public information on any risks they may face and how they are managing those risks. 

According to the Swedish Act on Annual Reporting, the annual report shall provide information on “the companies' expected future development inclusive a description of considerable risks and uncertainties that the company sees ahead”. The Swedish requirement is somewhat similar to the Turnbull guidance in the UK. Any company listed on the London Stock Exchange (LSE) is subject to the LSE's corporate governance requirements, including the Combined Code and the so-called Turnbull guidance, which obliges them to report to shareholders any significant risks (not only financial, but also technological, legal, health, safety and environmental risks) facing the company and how the company is managing those risks. The UK respondent said the Financial Reporting Council includes the promotion of high standards of corporate governance amongst listed companies, which includes effective risk management.  More details of the framework (notably the Turnbull Guidance on internal control) can be found at: http://www.frc.org.uk/corporate/.

Question 11 – Are risky industries required to provide a risk assessment and to say how they are managing those risks?

Question 11 was more specific than Question 10. The latter question addressed all listed companies, while the former was specifically addressing risky industries. Almost all respondents said that risky industries must provide the public with an assessment of risks they face and how they manage those risks. Austria, Estonia and Greece were the only ones to answer no. 

A few respondents provided additional information. The Danish Order on risks no. 1156 reflects the Seveso II directive (EU), which refers to the requirements of larger ‘risky’ industrial establishments to inform the public. Greece, Hungary, Latvia, Luxembourg, Portugal and Sweden also specifically mention the Seveso II directive, and we assume that for other EU respondents Seveso II requirements were also behind the requirements on risky industries. The UK respondent said various sectors are affected by regulatory controls that seek to reduce risk.  Examples of the various regulatory frameworks that apply to particular sectors or types of risk can be found at http://www.ukresilience.info/emergencies/index.shtm

Of non-EU states, Canada said that, in the province of Québec, industries must make an inventory of risks to the public (like storage of toxic or hazard products) and to provide it to the municipal and/or provincial government, under the civil protection act (Loi sur la sécurité civile) of Québec. Other provincial or territorial governments may have similar provisions.  

With regard to examples of risky industries, respondents cited the chemical, pharmaceutical, nuclear, energy industry and oil and gas industries and/or those covered by the Seveso II directive. Slovenia gave a detailed list of risky industries which seemed to be how industries are defined from a regulatory perspective. The Swiss respondent added that banks and insurance companies have been involved in risk management for a long time and that risk management has been integrated in the decision-making process for many years.

Japan’s Fire and Disaster Management Agency (FDMA) listed various industries which could be regarded as “risky”, but others as well (such as water purification plants, railways, broadcasters and airports) which are designated as “life-related facilities”. These could be regarded as equivalent to critical infrastructure, which are obliged to take measures to ensure public safety under the Japanese civil protection law.

Question 12 – When does risk communication start?

Respondents were given a choice in indicating when risk communication starts, i.e., 

· at the pre-assessment / assessment stage

· after the assessment stage, when different options are being considered, or

· after an option has been chosen.

Those responding to the first option, i.e., at the pre-assessment or assessment stage, included Austria, the Czech Republic, Finland, Germany, Netherlands, Poland, Australia, Canada, Japan (for disasters) and Switzerland.

Among those that said risk communication started after the assessment stage, when different options are being considered, were Denmark, Estonia, Greece, Ireland, Japan (for civil protection), Norway, Slovenia, Sweden, the UK

Risk communication started after an option had been chosen in Latvia, Lithuania, Malta and Poland (Bureau for Chemical Substances and Preparations), 

When risk communication starts in Hungary depends on the specific risk management plan. 

A few countries provided additional information. For example, in the case of Australia, it was said that risk communication and consultation are regarded as an integral part of any risk management program. See AS/NZS 4360, the Australian standard on risk management. The UK response was slightly different: Risks tend to be assessed before action is taken.  Where regulatory frameworks exist which relate to communication of risk, they are all predicated on a risk assessment that confirms something is a risk.  Sweden qualified its response that risk communication begins after the assessment stage, when different options are being considered, by saying that this is the main procedure, but deviations may occur. The Netherlands response was that they tend to start too late when the policy is already made and it’s just explaining. Its expertise centre on risk and crisis communication (ERC) is trying to convince parties that it is essential to start with thinking about communication (and acting) as soon as possible, as communication is at the heart of policy-making.

Thus, there are significant differences between countries as to when the risk communication process begins. In a majority of countries, it starts in the pre-assessment or assessment stage, but in an almost equal number, it starts when options are being considered or after an option has been selected. 

Question 13 – Is there a separate risk communication plan or guidelines?

The STARC team made a slight (or significant, depending on your point of view) change to the questionnaire after it had been sent out to countries. In the first distribution of the questionnaire, we asked countries if they had a separate risk communication plan, but in subsequent distributions (i.e., follow-up distributions to countries that hadn’t yet responded), we amended this question to ask if there were a separate risk communication plan or guidelines. We made this amendment on the assumption that some countries might distinguish between a formal risk communication plan – i.e., one that different departments or ministries or levels of government might be obliged to follow – and guidelines, which might not be so constricting, i.e., departments or ministries or different levels of government could consider the guidelines but choose not to follow them, at least not rigidly. 

In fact, it is not apparent to us that this amendment made any difference in responses. Few countries have any separate risk communication plans or guidelines. For the most part, risk communication provisions seem to exist as part of the risk management plans, rather than as stand-alone documents. Denmark’s response to this question was thus typical: Risk communications are assumed to be incorporated in the individual risk management plans. 

The UK respondent said risk communication plans are developed in different areas and guidance exists which is sector specific.  However, there is also generic advice on risk communication. Presumably, its last comment regarding generic advice refers to the Communicating Risk document which is on its website.
 The UK response does not seem to give adequate weight to its own document, which is one of the more comprehensive guidance documents that we have seen on risk communications. Few other countries have anything comparable. 

Apart from the UK, there were a few other countries that responded yes to this question, that they did have separate risk communications plans. Among those were Finland, Greece, Hungary, Netherlands, Poland and Slovenia. In some instances, they said their risk communications plans were specific to the type of risk (Cyprus, Finland, Greece, Hungary, Slovenia), and in other instances, such plans were generic (Netherlands, the UK). The Netherlands said it had a “manual on risk communication” (in Dutch) but that its expertise centre on risk and crisis communication (ERC) can’t force people to use it. 

The Canadian response caught the main point of the question when it said: Plans and strategies for communicating risk to the public must be developed as needed. To communicate about risk effectively, institutions must demonstrate interest and concern for all opinions and positions, understand different perspectives, and respect their underlying premises. Effective risk management requires open and transparent communication among differing or even opposing interests. Australia made a somewhat similar point (in response to question 14), i.e., that risk communications is integral to the risk management process. 

Although Norway answered no to this question, it did cite two useful documents which could be regarded as providing relevant guidance.
 Estonia also said it did not have a risk communications plan, but in its response to Question 8, it said it had a crisis communications handbook. 

Question 14 – Who is responsible for preparation of the risk communication plans?

The questionnaire said that if respondents did not have a separate risk communications plan or guidelines, they should proceed to question 32. As most countries did not have a separate risk communications plan or guidelines, the number of respondents to questions 14 to 31 dropped off precipitously. Nevertheless, some respondents who said they did not have a separate risk communication plan did respond to these questions. In a few instances, even those who said there was no separate risk communications plan also responded to these questions, probably because their risk management plans included risk communication.

Of those respondents who said there was a separate risk communication plan, most said it was developed by the Ministry of the Interior (or equivalent) or the civil protection authority. Some, such as the Netherlands, said such plans were developed by each relevant departmental minister, local authorities, the board of each company. 

Both approaches were followed in the UK, that is, generic advice is prepared by the Cabinet Office, while sectoral advice is prepared by the relevant lead department. The generic advice can be found in the Communicating Risk document. See http://www.ukresilience.info/preparedness/risk/communicatingrisk.pdf and http://www.ukresilience.info/preparedness/risk/index.shtm. 

Examples of specific advice can be found at the following websites:

http://www.mi5.gov.uk/output/Page41.html http://www.ukresilience.info/emergencies/cbrn_docs/homeoffice/release/cbrn_annexes.pdf  

Question 15 – If there is a risk communication plan for all types of risks, does it include objectives?

In its response, the Czech respondent said protection of life, health, possession and environment should be the general principle for each plan. Slovenia’s response was somewhat similar: Objectives are set in accordance with type of accident, type of rescue and relief and other tasks that are special in different types of accidents.

The Australian respondent said that they were currently writing a best practice guide on risk communication and consultation to augment the national risk management standard AS/NZS 4360.

The UK respondent indicated the following objectives: 

· More openness about the nature of risks, particularly in cases of uncertainty; 

· More transparency about the processes it has used to reach its decisions; and 

· More participative decision processes, involving stakeholders and the wider public at an earlier stage.

The Canadian response was similar (but more detailed) to that of the UK. It said that in matters of risk communication, objectives, like the plan itself, are changing, in constant evolution, to adapt to the findings during public consultations and communications during the risk management process. Objectives may be refined at each step of risk management. In general, institutions must:

· foster open dialogue with the public on issues involving risk and build a climate of trust, credibility and understanding by being forthcoming about facts, evidence and information concerning risk assessments and decisions taken; 

· facilitate the interactive exchange of information on risk and risk-related factors among interested parties inside and outside of their institution; 

· respond to public perceptions and provide factual information to address misconceptions or misunderstandings about risk; 

· integrate environment analysis and communication planning and strategy into risk assessment and decision-making processes; and 

· follow Treasury Board policy direction on risk management in the delivery of programs and services, and consult Treasury Board guidance on the subject, which includes the Integrated Risk Management Framework.

Question 16 – Website address for the risk communication plan

The few respondents to this question provided website addresses for their risk communication plans or, at least, some information on the subject.

Question 17 – In what language[s] is the risk communication plan?

Of the 11 respondents to this question, most had their plans in one language only (i.e., their national language). 

Question 18 – Does the risk communication plan provide for identifying and seeking the views of stakeholders and civil society organisations (CSOs) about hazards?

The risk communication questionnaire adopted the definition of civil society organisations found in the European Commission’s Science and Society Action Plan – i.e., civil society organisations are those whose members have objectives and responsibilities that are of general interest and who act as mediators between public authorities and citizens. They may include trade unions and employers’ organisations (“social partners”); non-governmental organisations; professional associations; charities; grassroots organisations; organisations that involve citizens in local and municipal life; churches and religious communities.

Our question implied a distinction between stakeholders and CSOs which was not intentional nor desirable, that is, if one accepts the ISO’s definition of stakeholder.
 

We had 12 responses to this question, which we regard as one of the most important issues in the context of risk communication. Of the responses, nine countries said their plans contained provisions for identifying stakeholders and civil society organisations (CSOs). These were Cyprus, the Czech Republic, Finland, Greece, Hungary, Slovenia, the UK, Australia and Canada. Almost all of them also said they welcome the views of stakeholders and CSOs. Greece said its plan did not contain provisions for seeking the views of stakeholders and CSOs. Malta and the Netherlands also said their plans included neither provisions for identifying stakeholders, nor for seeking their views. Spain said it welcomed the views of stakeholders and CSOs.

The UK added that, in its case, its plan stresses the importance of involving stakeholders effectively.

Question 19 – Does the risk communication plan or guidelines provide for making public the comments from stakeholders and the public in a consultation about particular hazards?

Of the 11 responses to this question, five said they did make public comments from stakeholders, and six said they didn’t.

The most detailed response came from Canada which said that federal institutions must post information on their website on all public consultations and provide a hyperlink to the Government of Canada’s main portal (www.canada.gc.ca) and to its website (www.consultingcanadians.gc.ca). Some institutions have developed sophisticated consultation websites, some posting every contributor’s comments, others reproducing documents, while others allow people to send documents or comments, but those are only accessible to officers. Still others only provide time, place, date and basic information for public meetings on a given matter.  

Question 20 – Was there a public consultation in the development of the risk communication plan or guidelines?

Of the 13 responses to this question, most responded affirmatively. Only three said no. 

The UK said its risk communication plan reflects many years of work with a range of stakeholder organisations, as well as academic analysis and established best practice.

Canada said it promotes public consultation at every step. 

Question 21 – Did you consider the risk communication approaches of other countries and/or international organisations?

Thirteen countries responded to this question, and most said they did consider the risk communications approaches of other countries and/or international organisations. Of the approaches considered were those of Canada, Cyprus, France, Germany, Greece, Italy, Sweden, Switzerland, UK, the Seveso II provisions, NATO, the EU, UN ECE, OECD, IAEA, IATA.

Question 22 – Do you co-ordinate your risk communication with neighbouring or other countries?

The same 13 countries responded to this question, and almost all (11) said they did co-ordinate, at least to some extent, their risk communication, mainly with neighbouring countries. Two said responded no. Cyprus mentioned co-ordination through the EU’s monitoring and information centre (MIC, the so-called EU mechanism). 

Question 23 – Is there a review process for updating the objectives and scope of the risk communication plan?

Of the 13 responses, 11 countries said yes, there is a review process for updating the objectives and scope of the risk communication plan, while two said no. The UK said its plan is kept under constant review, a response echoed by Canada which said the risk management cycle is an endless circle and is integrated in the management cycle of its institutions.

Question 24 – How often are such reviews carried out?

We had only eight responses to this question, the fewest of any in the questionnaire. Of those, the Czech Republic said that, if needed, a review of and correction to its plan could be made immediately. Finland and Spain said various plans have different timetables. Hungary said somewhat the same thing, i.e., that it depends on the plan. A review could be carried out every year or every three years, or more often if need be. Slovenia’s response was similar to that of Hungary: every three or five years or whenever the risk manager deems it is useful. Canada also said a review is carried out whenever the risk manager deems it useful. Norway said a review was made annually or whenever it was deemed necessary. 

Question 25 – Who takes part in the review process?

With regard to who takes part in the review of the risk communications plans, the questionnaire offered several choices:

· The risk management agency 

· Other departments & agencies 

· Regional / local governments

· Stakeholders 

· The public

In its case, Norway said just the risk management agency. Cyprus said the first two. The Netherlands and Spain said the first three. Finland and the UK said all except the public. The Czech Republic, Hungary, Slovenia and Canada said all. 

Question 26 – Does the risk communication plan say whom to contact for more information?

Of the 12 responses, eight said yes, four said no.

Question 27 – Do you have strategies for evaluating the impacts of your risk communication plan?

The responses to this question were almost the same as the previous one: Of the 11 responses, eight said yes, three said no. Canada cited Health Canada’s Risk Communications Framework as a good example.

Question 28 – Have you already made changes to the plan as a result of some evaluation of its results?

Of the 11 responses to this question, all but one said yes.

Australia said it gets regular stakeholder feedback and uses peer review. Canada said this is the method it advocates for a continuing evolving communications plan.

Question 29 – Are you satisfied with the effectiveness of your current risk communication plan?

The Czech Republic said further improvements were needed. Finland said that there are many individual plans with relevant authorities and that it has a special committee representing all the ministries and their agencies, which meets every month to check the effectiveness of plans. Several other respondents said they were satisfied, while a couple said they were not. Canada explained that this is an ongoing exercise and that there is still a lot of learning to do and to share experience amongst risk communication practitioners, but that there is improvement. Australia made a somewhat similar comment: With something as complex as risk communication, you can never be satisfied.

Question 30 – Is there co-ordination of risk communication plans between the different levels of government and/or with risky industries?

Of the 12 responses to this question, all but one said yes. 

Question 31 – Are there provisions regarding how information should be conveyed to the public in the event of a catastrophic failure in the telecom networks?

There were 13 responses. Cyprus answered yes, that a modern wireless system has been established to all government departments, agencies and town halls and that it has an electronic siren system through which information could be given to the public.

The Czech Republic said it could use specific crisis mobile phones, sirens, mobile or fixed wireless stations, public-address system, cars with loudspeaker, etc.

Finland said it also had many alarming systems, including radio, television and mobile mass text messaging.

Hungary, Norway and Slovenia said yes. Greece, Malta and Spain said no, as did the Netherlands and Australia, both of which said that they were thinking about scenarios. 

The UK, which answered yes, said this was all set out in its plan and that further information on warning and informing can be found on its web page:

http://www.ukresilience.info/preparedness/warningandinforming/index.shtm.

Canada also answered yes and added that crisis and emergency communications plans should address such contingencies. Canada drew a distinction between risk communication, which it regards as a continuum that precedes emergency communication and crisis communication. 

See http://www.tbs-sct.gc.ca/pubs_pol/sipubs/comm/comm1_e.asp#11.

Question 32 – Does the government provide advice (e.g., via a website) to the public if a risk event occurs?

This question and those remaining in the questionnaire applied to all countries, whether they had separate risk communication plans (or guidelines) or not. Thus, we received many responses to this and the following questions.

All countries answered yes to this question, most provided website addresses and quite a few provided additional information, like the Danish respondent: Each authority is responsible for providing information to the public during a crisis. The Ministry of Foreign Affairs and the police have special crisis set-up at their websites during a crisis: www.um.dk and www.politi.dk. Furthermore, a national site is under development with the aim of providing co-ordinated crisis information to the public and media – and a model for crisis communication is also under development.  

In addition to the provision of advice via their websites, most responding countries provided information to the public by other means as well, such as the following:

· mailings (e.g., letters, leaflets, brochures) to all householders. Japan cited a pamphlet (like the US “Are you ready?” pamphlet) which each residence can use in an emergency. 

· advertisements in newspapers, radio and/or TV

· mass text messaging with mobile phones (SMS) 

· practice alarm of sirens, public address and other warning systems

· security information centres in many communities

· press release, newswire and public service announcement 

· the telephone book delivered to all households which contains information on warning by sirens and other relevant information about preparedness

· provision of information “on the spot” (at the scene of a disaster)

· billboards and posters

· civil protection days

· exercises.

The Swedish respondent said that the government has decided that 49 appointed agencies shall on their websites provide risk/crisis information to the public, the private sector and the media before and during peacetime crises and heightened states of alert.

Canada said that radio and television broadcasters are obliged to interrupt their programming to broadcast public warning messages, such as nuclear alerts or major weather alerts and that broadcasters are very collaborative in doing so. Latvia made a similar comment.

Question 33 – Does government and/or industry survey the public’s perception of risks?

Eighteen countries answered yes to this question. Eleven respondents said no. Denmark and Germany, who answered yes, said the research was being carried out by research institutions.

With regard to how often such research on public perception of risk is conducted, the responses varied from every year and/or as needed or after a major disaster to five to 10 years. 

Fifteen countries said they made public the results of such public opinion surveys, while seven did not. Canada provided additional information, i.e., that results were made public when such public opinion research was produced or ordered by the government. Institutions must release final research results to the public promptly on request. Copies of final reports of public opinion research are also deposited with the Library of Parliament and Archives Canada, through which every citizen can borrow a copy in person or through their public or school library. Some federal institutions post their public opinion research reports on their websites.

Question 34 – Are stakeholders and/or the public consulted during the risk assessment stage?

This question was somewhat similar to Question 12, which asked at which stage risk communication starts. 

Twenty-one respondents said that stakeholders and/or the public are consulted during the risk assessment stage, while six said they are not. Japan’s Fire and Disaster Management said yes and no – yes in the case of disaster management, no in the case of civil protection (related to wars and terrorism attacks). 

Question 35 – Are stakeholders and/or the public informed to what extent their views have been taken into account?

Seventeen respondents said yes, 11 said no. The Swiss response was rather cryptic: Communication has to be adapted to the purpose of the activity. If, as Patrick Lagadec says, "the fear of communicating communicates fear", it is necessary also to emphasise the public interest does not correspond to the sum of individual interests. That's what's known as the chiasmus of communication!

Question 36 – Does the civil protection agency (or other entity) co-ordinate its risk management plans with neighbouring countries where there are risks with potential cross-border impacts?

Twenty-one respondents said they did co-ordinate their risk management plans with neighbouring countries where there are risks with potential cross-border impacts.

Five said no, and of those five two were islands (Cyprus, Australia). The Netherlands gave a qualified no (as far as it knew, the answer was no). As above, Japan’s Fire and Disaster Management said yes and no – yes in the case of disaster management, no in the case of civil protection (related to wars and terrorism attacks). 

Canada gave a rather detailed response, identifying a number of American government departments and agencies with which it co-ordinates, but it also said some co-ordination is also carried out in the context of international organisations such as NATO, the Pan American Health Organisation (PAHO), the Organization of American States (OAS) and the World Health Organization.

We also asked about the mechanism for such cross-border co-ordination, and most countries mentioned bilateral civil protection agreements (particularly with neighbouring states); bilateral meetings; bilateral contacts at the federal-state level.

Some Member States referred to the EU civil protection mechanism. Denmark also referred to EU early warning systems, including ECURIE (radiological incidents), BICHAT (biological and chemical threats), RAPEX (public health), RASFF (food), EWRS (infectious diseases), SHIFT and ADNS (veterinary threats).

Japan said that information sharing is encouraged among relevant countries, especially in the context of monitoring natural hazards.

3.2 Good practices and conclusions from the survey 

From the above review of responses to the risk communication questionnaire, we draw a number of conclusions and identify good practices, among which are the following.

In response to our first question, the Czech Republic said it has 24 model action plans for different risks (hazards), which are approved by the country’s Security Council. It was not an objective of our survey to determine how many other countries also require sector-developed plans to be approved by a national authority, but the Czech response does nevertheless raise an interesting issue even in the context of risk communications. The issue is this: No matter whether there is a separate risk communication plan or guidelines or whether risk communication is an element in a broader risk management plan, to what extent should risk communication strategies developed by various government departments or different levels of government be reviewed or approved at a higher level, e.g., at Cabinet level? Is there or should there be some mechanism for reviewing the adequacy of risk communications planning or, for that matter, risk management plans? Some countries obviously believe there is or should be such a mechanism. See, for example, Denmark’s response to Question 32 where it says a national site is under development with the aim of providing co-ordinated crisis information to the public and media. More specifically, see also Finland’s response to Q. 29 where it said that it has a special committee representing all the ministries and their agencies, which meets every month to check the effectiveness of risk communication plans. Certainly, we regard Finland’s practice as a good one.

Almost all countries (responding to the survey) have a central risk management or civil protection authority. Their powers may differ significantly – i.e., in some instances, they may play an advisory role, in other instances, they may assume responsibility for managing a risk event if such event is beyond the capacity of local or departmental resources. 

We assume (but sought no evidence on this point) that the civil protection authorities to whom we sent the questionnaire may be experts in civil protection, but not necessarily in risk management. If our assumption is correct, we believe that there should be a closer relationship between risk managers and civil protection authorities, which is to say that the burden of civil protection task could be lessened if risk managers and civil protection authorities can benefit from each other’s expertise and experience.

Most respondents provided websites for additional details. We conclude that the availability of well designed websites is a good practice for providing information to stakeholders, including the public. Among other things, such information should include the range of risk events for which the civil protection authority is responsible as well as links with other relevant authorities.

Defining responsibilities by legislation, as virtually all countries do, is a good practice, so long as it does not allow certain unforeseen hazards or for the management thereof to fall between the cracks. 

Most respondents said that their risk management plans do refer to risk communication, and we find that this is a good practice. We did not, however, ask in our risk communications questionnaire if their risk management plans contain a definition of risk communications. Risk, emergency and crisis communications all involve the conveying of information, especially to populations at risk, but only conveying information is not enough. Risk management plans should define risk communication in the way in which the ISO does, i.e., as the “exchange or sharing of information about risk between the decision-maker and other stakeholders” (cf ISO/IEC Guide 73:2002 (E/F). Even so, we do not think the ISO definition goes far enough. Risk communications can be further elaborated as the OECD has done and as has been done in the first White Paper of the International Risk Governance Council. 

We agree with Canada and find that it is a good practice to regard risk communication as a continuum (or as a cycle) in which emergency and crisis communications should be a part. The distinction and relation between risk, emergency and crisis communications should be referenced in the risk management plan.

As noted above, in the responses to Question 7, most countries said there were legal requirements for communicating with the public about risks, which is in line with Seveso II directive (among others). There was, however, a relative sizeable minority, seven, of respondents who said there were no such legal requirements. We would regard making legal provisions for communicating with the public about risks as a good practice. 

The scope of such legal provisions would, of course, need to be defined, but the provisions of the Seveso II directive should be the baseline (which was referenced directly or indirectly by many respondents). As salutary as the Seveso II directive is, its scope does not cover all types of risk events. We think all types of risk events should be covered and provision made for eliciting and considering the views of stakeholders, including the public. 

Good practice with regard to legal requirements should also include provisions about where information should be made available as well as in what languages. 

We also regard co-ordination of risk communication between the private and public sectors as good practice, so long as it is not an instance of regulatory capture. Again, the Seveso II directive provides a model of good practice with regard to such co-ordination.

The methodology for co-ordination could be spelled out to some extent (so that it is neither procrustean nor constricting), perhaps in the form of guidelines. If guidelines do not work, then firmer measures may be required. As noted above, Slovenia in its response referenced national guidelines for notification in the event of natural and other disasters, which define the methodology, procedures and way of reporting, registration and notification of an event and the procedures for asking for assistance. Canada referenced the requirements of the Canadian risk management standard (Q850/97 CAN/CSA) and of the Australian/New Zealand equivalent standard (AS/NZS 4360).

Based on the results of this survey, it appears that a majority of countries do not require companies listed on a stock exchange to include in their annual reports a risk assessment and how they are managing risks. We think, as a matter of good practice, there should be such a requirement, not just on regulated industries, but all listed companies. Models of such good practice could be those imposed on companies listed in Sweden and the UK. Where the risks are low, the stringency of the reporting requirements could also be low. As the seriousness of the risks grows, so too could the reporting requirements. Risk reporting should not be regarded as a burden: it should be seen as a form of insurance. It can help an organisation avoid charges that it was negligent by showing that it was aware of risks inherent in its activities, and did what it could to prevent them.

A slight majority of respondents said that communication begins at the pre-assessment / assessment stage as opposed to after the assessment stage, when different options are being considered or after an option has been chosen. In our view, good practice favours the first option, i.e., before or during the assessment stage, since stakeholders, including the public may bring information that might not otherwise come to light from the experts, and stakeholders will certainly bring their values and opinions, which may well be different from those of the experts and/or risk manager. It is important, of course, that deciding on how to manage a risk take into account the views and opinions of stakeholders so that the decision has some prospect of social and political acceptability. 

Few countries have a risk communication plan or guidelines separate from their risk management plans. For the most part, risk communication provisions seem to exist as part of the risk management plans, rather than as stand-alone documents. We think that risk management plans should contain provisions about risk communication. In addition, however, we think there should be separate risk communication plans or guidelines, as in the UK, Netherlands, Finland, Greece, Hungary, Netherlands, Poland and Slovenia. (Estonia said it has a crisis communication handbook.) Unfortunately (for us), the only one in English is that of the UK (the Netherlands has the intention to translate into English its risk communication handbook). We note that Australia is currently writing a best practice guide on risk communication and consultation to augment the national risk management standard AS/NZS 4360. This could be a valuable model for other countries to the extent that it will cover consultation as well as risk communications in a single document (the UK treats risk communication and consultation in separate documents). Treating both matters in the same document will help drive home the point that risk communication is about engaging stakeholders in the risk management process, in line with the ISO’s definition. 

Some of the countries in the previous paragraph said they had separate plans or guidelines that are particularly devoted to a specific type of risk. While these are undoubtedly helpful for risk managers and risk communication experts, we regard as an additional good practice the use of a plan or guidelines that are generic (but not to the exclusion of one that is specific to a risk domain). 

Effective risk communication is sufficiently specialised and demanding that it requires more than a few lines or even a few pages in an overall risk management strategy. A national risk communication plan or guidelines need not involve each country re-inventing the wheel. A lot has already been written on and about risk communication such that countries have only to draw upon existing resources. The next STARC report on good practice in risk communication may be helpful in this regard.

A risk communication plan or guidelines should, as a matter of good practice, set out its objectives. Such objectives could be along the lines of those mentioned by the Canadian and UK respondents, which can also be regarded as a set of principles of good risk communications. Sub-objectives could also be more specific to the country or the risk domain. The risk communication plan and/or guidelines should be sufficiently flexible that objectives can be revised or fine-tuned as implementation progresses. Monitoring the relevance and/or fine-tuning objectives would imply a review process, which we consider a good practice. Such reviews should be carried out annually and more often if necessary. All stakeholders should be invited to comment on the risk communication plan. 

We think it would be useful for countries to translate their high-level (national) risk management and risk communications plans or guidelines into, say, English (if they are not already in English, of course), so that other countries could benefit from their good practices and expertise. Translations could also be helpful where neighbouring countries confront a common hazard (e.g., flooding).

We regard as good practice the process of identifying stakeholders or stakeholder groups (in as fine-grained detail as possible) and encouraging their participation in the risk management process. Such an activity should not be regarded as a bureaucratic necessity, but one that serves to strengthen risk management generally and the acceptance of a decision about how best to manage a particular risk. Actively encouraging all stakeholders to participate will also avoid the risk that a few stakeholders with vested interests achieve regulatory capture. 

Unless there are compelling reasons to the contrary, we think that the views of stakeholders should be made publicly available, e.g., published on a website.  Making comments available should strengthen the risk management process, partly so that stakeholders can see that the risk manager has taken the trouble to post their views and partly so that all stakeholders can better understand the views and rationales put forward by others.

Like any risk management process, development of a risk communication plan could benefit from stakeholder engagement. So we would consider such a practice as a good one.

As a matter of good practice, those developing a risk communications plan or guidelines should consider the approach of others and, in particular, the IRGC White Paper on Risk Governance
, the OECD Guidance Document on Risk Communication for Chemical Risk Management
, the UK’s Communicating Risk guidelines, the Australian best practice guide on risk communication and consultation augmenting the national risk management standard AS/NZS 4360 (when it becomes available), the risk communications manual of the Public Health Agency of Canada, Improving Risk Communication
, the Seveso II directive and the Aarhus Convention
.

We also consider it a matter of good practice for countries to co-ordinate their risk communications, not only horizontally with other government departments and vertically with other levels of government, but also with stakeholders and with neighbouring countries. The EU’s MIC could and should play a catalytic role in stimulating such co-ordination with neighbouring countries. 

When Ofcom, the UK’s regulatory authority for communications, publishes a consultation document, it provides the name and contact details of a specific official whom stakeholders are invited to contact for more information. We consider this a good practice that should be adopted countries in the development or updating of their risk management and risk communications plans.

An effective risk communications plan should not only address the process of engaging and informing stakeholders about risk events, but should also address the issue of how stakeholders would be informed about what actions to take in the event of a catastrophic failure in the country’s telecommunications network. The damage done by Hurricane Katrina to all forms of communications, including not only wireline and wireless networks but also the broadcast and print media, provided an object lesson worth considering when planning for catastrophic failures.

It is obviously good practice for the government to provide advice to the public about possible hazards and risks. Responses to our questionnaire showed that countries employ many different means to inform the public, and we encourage countries, as a matter of good practice, to share information about these different means and their effectiveness in the face of different risk events.

We also regard government surveys of stakeholders with regard to their perceptions of risks as a good practice. Such surveys will help inform risk managers as well as stakeholders about how their fellow citizens and groups of citizens perceive risks, and the relative importance they attach to risks. In our view, it would be good practice to publish the results of such surveys. 

We regard as good practice informing stakeholders to what extent their views have been taken into account in the formulation of a decision on how a risk is to be addressed. If their views have not been taken into account, stakeholders should be informed why.

4 Risk communication practices in selected countries

This chapter presents a more in-depth consideration of risk communication practices in selected countries. Some of these countries have been selected because they have adopted very good practices, while others have been selected to indicate the range of differences in approaches to risk communication. Limitations of time and space have prevented us from considering some other countries that also have very good risk communication practices.

Much of what follows has been extracted, paraphrased and/or adapted from the countries’ own websites or publications posted there. The review of each country has been structured in the same way to facilitate comparisons, i.e., we consider who is responsible for risk management, the legislative and/or regulatory requirements for communicating with stakeholders, including the public, the role played by risk communication in the overall risk management process (including risk assessment), how, with whom or to what extent risk communication are co-ordinated within the country and with other countries. We also identify what we consider to be good practices in risk communication. 

4.1 Australia

4.1.1 Who is responsible for risk management?

The responsibility for the protection of lives and property in Australialies mainly with the States and Territories. If dealing with a major natural, technological or civil defence emergency is beyond the capacity of a State or Territory, the Australian government will provide assistance.  The federal government also provides assistance to other countries in the event of a major emergency.

The main agency for providing such assistance is Emergency Management Australia (EMA) which reports to the Attorney General.
 Its responsibilities include   

· developing emergency management policies and strategies;

· providing information and advice to all levels of government, industry and the community; and

· co-ordinating support to States and Territories during disasters.

Specialised national hazard-related plans are maintained by government agencies. These plans cover national search and rescue arrangements, pollution of the sea by oil (Australian Maritime Safety Authority), management of communicable diseases in Australia (Department of Health and Aged Care) and major outbreaks of exotic animal, crop and aquaculture diseases (Department of Agriculture, Fisheries and Forestry).

The Australian Emergency Management Institute (AEMI) provides education and training, fosters co-operation, undertakes research and serves as a resource of emergency management information.

Other organisations involved in civil defence include the following:

· Police

· Fire

· Ambulance

· Hospitals

· Public Utilities (power, water, sewerage and gas)

· Transport

· Communications

· Engineering

· Local Government

· State Emergency Service (SES)

· Bushfire services

· Wireless Institute Civil Emergency Network (WICEN)

· St John Ambulance

· Other welfare agencies, including religious organisations.

4.1.2 Legislative or regulatory requirements for communicating with stakeholders

The importance of effective public consultation and communication has been a key theme in public sector reform in Australia for many years. Increased public expectations are not limited to consultation about program management or the delivery of services, but also to consultation about policy decisions themselves. People are now more attuned to government policy-making and more interested in contributing to such processes.

Australians’ right to information and participation in consultations is embedded in several key legislative measures, among which are the following:

The Australian Freedom of Information Act 1982 gives citizens the legal right to see documents held by government departments and agencies and requires agencies to make available detailed information about the kinds of decisions they make and the arrangements they have for public involvement in their work.
 

Australia’s national counter-terrorism plan says that all national security agencies have a role in ensuring that information and media liaison activities work to:

· improve public understanding of national security organisations and systems;

· generate confidence in Australia’s ability to respond to any terrorist threat or activity; and 

· create public trust that governments and national security agencies are open and accountable, and will release all information possible within the confines of operational and security considerations.

In 1995, Standards Australia and Standards New Zealand published a standard on risk management (AS/NZS 4360:1995). This standard, which was updated in 2004, was developed “with the objectives of providing a generic framework for identification, analysis, assessment, treatment and monitoring of risk”. The standard was intended for use by organisations to “enable organisations to minimise losses and maximise opportunities”. The standard also makes provision for involving stakeholders in the risk management process.

4.1.3 Risk management and risk communication

Congruent with Australia’s risk management standard, EMA has published a series of manuals providing a lot of good advice with regard to risk management and risk communication.

The main elements of the emergency risk management process are depicted in the following graphic
. 
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The graphic shows how communication and consultation takes place throughout all phases of the emergency risk management process. Although the graphic is different, the concept is similar to that of the risk management cycle in the UK’s Communicating Risk guidelines (see section 4.8).

In addition to the activities in the graphic, EMA adds another – i.e., documentation which, it says, should take place throughout the emergency risk management (ERM) process. As well as providing an “audit trail”, documentation can show evidence of a systematic approach to ERM, demonstrating to stakeholders that the process has been conducted properly. All aspects of the ERM process should be recorded, says EMA. Assumptions, methods, data sources, analyses, results and reasons for decisions should all be documented in minutes, progress reports and final reports. 

Communication

Communication and consultation are intrinsic to the process of risk management and should be considered at each step. An important aspect of “establishing the context” is to identify stakeholders and seek and consider their needs. A communication plan can then be developed. This plan should specify the purpose or goal of the communication, who is to be consulted and by whom, when it will take place, how the process will occur, and how it will be evaluated.

A communication plan should be developed at the start of the ERM process, and ensure representation from the community. Doing so will encourage commitment, participation and ownership of the process of managing risks.

It is especially important to communicate effectively with key stakeholders. EMA says it may also be appropriate to target “champions” who can enable a better community understanding of ERM issues.

A communication plan should address these questions:

· What are the major issues?

· Who are the relevant focus groups?

· Who are the “champions” within the community?

· How can information be communicated to internal and external stakeholders?

· How can the community’s concerns regarding sources of risk be determined?

· What kinds of information should be distributed?

· How can information be presented in a simple, clear, non-technical way?

· Do different groups of people need different types of information?

· How can concepts such as uncertainty of information, modelling techniques and risk assessment be clearly communicated?

· How can communications encourage people to search for more information (e.g., use of the Internet)?

· What is the role of the media and how can this be optimised to produce clear and unambiguous messages?

Consultation

Consultation practices need to be planned early in the ERM process. EMA provides some useful advice (basic principles): 

· Make communications clear and timely.

· Allow for input into decision-making about scope, aims and outcomes at each stage of discussion and submissions.

· Provide comprehensive and timely information to encourage fair and informed discussion of issues.

· Establish clear and realistic timelines sensitive to the available resources of participants.

· Translate technical language into plain language.

· Give practical help to engage participants, mindful of equal opportunity principles.

· Facilitate the inclusion of participants with languages-other-than-English (LOTE) backgrounds.

· Give frequent and relevant feedback (e.g., information about emerging technologies, key outcomes from meetings and consultations, the nature of contributions from interested people, final key recommendations).

· Enable people entering the process at different stages to influence the direction of the process.

· Stimulate constructive exchanges of views and genuinely try to address the major issues without prejudice.

· Monitor and evaluate the consultation process during, and after each stage.

· Share the responsibilities of effective consultation with participants.

The documentation associated with communication and consultation may include the following:

· a listing of key stakeholders

· a communication plan or a series of communication strategies

· a consultation plan or a series of consultation strategies

· any formal reporting arrangements and milestones

· agreed rules for the conduct of committee meetings.

Monitoring and review

As communication and consultation are critical to the success of emergency risk management, these activities should be regularly monitored and reviewed to ensure that those responsible for implementing ERM, and those with a vested interest, continue to be included in the process. 
The effectiveness of the communications and consultation plans should also be tested occasionally to check whether appropriate information is flowing to and from stakeholder groups, and the level of their understanding. 

For effective emergency risk management, EMA emphasises the importance of identifying stakeholders, e.g., communities, organisations, property owners, personnel, customers, suppliers, government, contractors, community safety service providers, and of involving them all in the development of risk evaluation criteria. Risk evaluation criteria may be based on technical, economic, legal, social, humanitarian or other criteria as determined by the stakeholders. [Italics added.]

EMA notes that different people think about risk in different ways. Perceptions of risk can vary due to difference in assumptions and conceptions and the needs, issues and concerns of stakeholders as they relate to the risk or the issues under discussion.

Stakeholders are likely to make judgments on the acceptability of a risk based on their perception of that risk. Since stakeholders can have a significant impact on the decisions made, it is important that their perceptions of risk, as well as their perceptions of benefits, be identified and documented and the underlying reasons for them understood and addressed.

While EMA offers many good practices in regard to risk communication and consultation, it also points out some pitfalls of consultation:

· Consultation fatigue resulting from "over consultation" of communities

· Consultation cynicism - which occurs when consultation is not authentic, but is conducted after decisions have been made

· Community groups not receiving feedback about actions

· Community groups lacking the funds and human resources to … take part in consultation.

4.1.4 Co-ordination of risk communication 

A National Civil Defence Advisory Group, comprising federal, State and Territory representatives, is the working-level, consultative mechanism for civil defence issues. It reports to the Australian Emergency Management Committee. At national government level, the senior inter-departmental committee dealing with civil defence issues is the Commonwealth Counter Disaster Task Force.

When the scale or unusual nature of an event requires the participation of agencies and others with special skills and resources, their activities need to be co-ordinated. EMA has undertaken different initiatives to improve co-ordination. One of these is called the “Working Together to Manage Emergencies” initiative. In December 2005, the government provided $14 million in support of more than 400 successful projects to develop self-reliance at both the community and local government levels. Some 500,000 people in Australia volunteer their services in emergency management, mainly through rural fire services and state emergency services.

As noted above, EMA has also produced an excellent series of emergency risk management manuals for use by individuals, agencies and institutions, one manual of which outlines the Australian co-ordination arrangements established to prepare for, respond to and assist recovery from major emergencies and disasters. 

Co-ordination is a difficult problem. It is easier to put on paper than to put into practice. EMA has observed that disaster prevention and mitigation activities have been taking place over many years in Australia but have not been well co-ordinated.

EMA promotes a process for forging government-community partnerships known as the CONSULTT process, which involves:

· Clarifying the existing situation: by interviewing key players, distributing a simple survey, reviewing Australian and overseas literature, and using this information to prepare a discussion paper for circulation;

· Opening up the issues to all comers: by circulating a discussion paper, attending community meetings (going where the clients are), holding workshops for special interests and presenting all ideas to a public forum; 

· Negotiating agreement on directions with the community stakeholders, before any commitments are made (credibility vanishes if people believe they are only a rubber stamp);

· Synthesising contributions into a common strategy to achieve a negotiated agreement;

· Undertaking a test of the strategy in practice, either as a feasibility study, or a trial run of the real thing, before the process is cast in stone and citizens can no longer readily influence the process;

· Learning from the practical application and reporting back to the community and those whose task it will be to implement the strategy;

· Entrenching the management solution in community and council structures and then

· Taking it around again, repeating the whole process at stated intervals, so that the system remains responsive and flexible.

Communications networks are needed between organisations and agencies to ensure that preparedness measures and response operations can be properly co-ordinated. There is also a requirement for community information, which covers prevention, preparedness, response and recovery. People must be aware of hazards they face and how to avoid them, or reduce their effects. They need to be aware of emergency/disaster management arrangements in their local area and when a threat emerges, they must be warned and advised what to do prior to and post-impact.

4.1.5 Good practices

Australia has articulated many good practices in risk communication, as evident from the preceding text as well as that which follows (much of which, like the text above, has been extracted from its emergency management manuals).

EMA says an emergency risk management (ERM) plan should include these elements (most or all of which could also be applied to a risk communication plan):

· project definition (aim, objectives, scope and authority, stakeholders, ERM training, relationship of the project to other projects)

· project planning (tasks, responsibilities, timetable, resources, performance indicators)

· project implementation (communication, consultation, performance, monitoring and review).

So that the progress of a project can be easily monitored, completion dates for key steps, or milestones, should be established at the project planning stage. Performance indicators should also be established at this stage, so that success of the project in meeting its aims and objectives can be evaluated. These indicators should measure effectiveness of the project, efficiency and success of the project, timeliness in achieving the outcomes, and cost effectiveness of treatment strategies.

The aim and objectives should provide guidance on the nature and extent of the project, and describe the envisaged outcomes.

Principles of good communication

Good communication is built on the following principles:

· The recognition that my way of seeing differs from those with whom I communicate – My way of seeing will effect how I communicate with another person. Their way of seeing will shape how they interpret the messages that I send.

· Another person’s different point of view is just as ‘rational’ as mine – Just because our points of view differ, it does not make another person less rational than me. They just have particular reasons for viewing things that way. Of course, this does not mean I have to agree with them.

· Good communication is a two-way process – It is about a dialogue where people attempt to get a better understanding of each other’s point of view. Good communication is about being able to “walk in another person’s shoes”.

· The success of any communication should be about how well the recipient of the message understands it – If both parties approach communication in this way, mutual understanding will be reached readily. 

Identification of stakeholders

EMA suggests that stakeholders (“communities”) may be identified by:

a. Geographically based groupings Households, neighbourhoods, suburbs, towns, local government areas, cities, regions, states and the nation.

b. Shared-experience groupings Interest groups, ethnic groups, professional groups, language groups, religious groups, age groupings, those exposed to a particular hazard.

c. Sector-based groupings Agricultural, manufacturing, commercial, mining, education sectors. It may be necessary to consider groups within these sectors, eg. the food processing group within the manufacturing sector.

d. Functionally-based groupings Service providers responsible for systems or networks which provide for the movement of people, goods, services and information on which health, safety, comfort and economic activity depends (lifelines).

Most communities are rarely simple, as individuals are generally members of more than one community and communities are not homogenous. 

In identifying and describing a community, one could examine factors such as population size, spatial distribution, remoteness, prior experience or perception of hazards, degree of exposure to hazards, capacity to affect the environment or hazards, access to resources, and susceptibility or resilience to hazards. 

Consultation plan

The following aspects should be considered in the planning and implementation of a consultation process. 

Establish purpose and objectives

· The objectives from the perspective of the organisation that is conducting the process.

· The objectives from the perspective of the participants.

· What do we want to achieve?

· What do the participants want?

Identification of the participants

· Who should we communicate with?

· Which sectors of the community do we include?

· Who are the stakeholders in these sectors? For example, who are the stakeholders in government, private sector and the public?

· What is a ‘sufficient’ sample of the community? For example, in a city of 100,000 residents?

Timeframe

· How many times during one cycle of the process do we need to communicate and consult?

· Is it feasible to communicate at each step of the risk management process?

Determine resource requirement

· Both in terms of finance and people.

· How many people do we need to conduct the process?

· Is there internal capacity and the required skills to conduct the consultation process?

· Do we need staff training?

· Are there processes in place to ensure accountability?

Selecting appropriate avenues of communication and consultation

· List examples of possible options such as holding public meetings, interviewing and surveying.

· Describe appropriateness of each in different circumstances. For example, it is very likely that public meetings can be successful in areas where people have experienced a major disaster but different elsewhere. 

· Explore the advantages and disadvantages of possible avenues for communication and consultation. 

· Different groups of stakeholders and participants could require different forms of consultation.

Monitoring and evaluation

· Feedback mechanisms should be designed to ensure that participants in the consultation process are made aware of how their input has been used. This engenders ownership and encourages ongoing involvement.

· How will the consultation process be evaluated?

4.2 France

It is difficult to have a clear idea of how risk communication is structured in France for several reasons: 

· Risk communication does not have the same meaning for the different governmental ministries. Some consider it as a one-way process (providing information) while others regard it as a two-way process (consultation) as shown in theses definitions:

· “Dialogue is a policy of consultation with the people concerned about a decision before the decision is taken. The dialogue consists in confronting the proposals of the building owner with the criticism of the interested actors (inhabitants, associations…). The petitioner commits himself listening to the opinions and the suggestions of the consulted people and, if required, modifying his project to take account of their counter-proposals or even to give up it completely.” 

· “A consensus is an agreement between several people which implies the concept of assent. The term also indicates the agreement, even not explicit, of a strong majority of the public opinion.”
.

· Risk communication was not a priority until 1998 whenthe Aarhus Convention was adopted and, at the national level, until the Toulouse AZF accident in 2001. Risk communication became a priority after the promulgation of the July 2003 law
.  

But the major reason is a contextual one: State administrations have been subjected to major institutional reforms as a result of 

· the implementation of the Organic law relative to the finance laws (“Loi organique relative aux lois de finances [LOLF]” law n° 2005-1719 of 30 December 2005).

· the reform and restructuring of the French Ministère de l’Equipement
, which is one of the major actors in risk prevention and risk management, especially for natural hazards. 

Because of these last two reasons, the French administration and ministries respond only to emergencies and, more specifically, to the French parliament and local communities.

4.2.1 Who is responsible for risk management?

All levels of government have risk management responsibilities. Table 1 summarises the roles and responsibilities of the governmental divisions at a local, regional and national level.  

Table 1. Main risk management stakeholders in France 

	Stakeholders 
	Area of responsibility


	Roles and responsibilities

	State services 
	Mayor
	Commune
	In charge of the security of the population. 

Must prevent and manage risks.

	
	Prefect
	Department
	Undertakes emergency management if a lot of communes are concerned or in the case where the mayor is not able to meet his responsibilities. 

Has at his disposal the “Service Interministériel de Défense et de Protection Civile” (SIDPC) to exercise his authority on the administrations and other public organisations and ensure civil protection. 

He has the power to requisition resources from the private sector.

	
	Prefect of region

Prefect of zone
	Supra-departmental

Region (découpage économique)

Zone (défense)
	The Prefect of a zone can take control of the emergency management if the event is beyond departmental capacities. The Prefect of a zone can call upon national assistance. 

	
	Ministry of Interior  
	State (National)
	Responsible for civil protection. Under the authority of the Prime Minister’s office. 

Tasked with safeguarding the population at national level. Has the civil protection department at his disposal.

Fixes the conditions of emergency plans and is, in practice, in charge of developing them.

	
	Centre Opérationnel de la Direction de la Sécurité Civile (CODISC)
	Permanent operational services at national level
	In charge of major risks prevention.

In charge of emergency management.

	
	Centre Inter-Régional de Coordination Opérationnelle de la Sécurité Civile Placé à la zone de défense (CIRCOSC)
	Permanent operational services at the level of a “defense zone”
	At the defence zone level, he has the same function as the CODISC.

	
	Centre Opérationnel Départemental d’Incendie et de Secours (C.O.D.I.S)
	Permanent operational services at the departmental level 
	Co-ordinator.

	
	Services départementaux d’incendie et de secours
	Department
	Under the responsibility of the Prefect for operational management. 

Must rescue the victims and disaster-stricken

In charge of evacuation in emergency situations.

Organises, at a departmental level, the actions of the all of the firemen. 

	
	Services médicaux d’urgence

(SAMU et SMUR)
	Department
	In charge of the medical aspects and of victims’ evacuation in emergencies. 

	
	Directions Régionales de l’Environnement (DIREN)
	Local and regional administrations
	Under the authority of the Prefect.

In charge of actions in times of crisis. 

	
	Directions Régionales de l’Equipement (DRE)
	
	

	
	Directions Régionales de l’Industrie et de la Recherche (DRIRE)
	
	

	
	Directions Régionales de l’Agriculture et de la Forêt (DRAF)
	
	

	State services
	Directions Départementales de l’Equipement (DDE)
	Departmental
	

	
	Directions Départementales  de l’Agriculture et de la Forêt (DDAF)
	
	

	
	Directions Départementales de l’Action Sanitaire et Sociale (DDASS)
	
	

	
	Services de la météorologie nationale
	National
	

	
	Collectivités locales
	commune and department
	Preventive information, preventive watch and the elaboration of emergency plans and more specifically communal emergency plans.  

	Economic agents 
	Industrialists
	Different levels 
	Responsible for the consequences of their activities or the activities of third parties.  

	
	Other activities
	
	

	
	Insurers 
	
	

	
	
	
	In charge of informing the population. 

	Decision-aid agents 
	Scientific experts 


	
	Consultative role. 

	
	Associations and population
	Local
	


4.2.2 Legislative or regulatory requirements for communicating with stakeholders

In France, laws and regulatory procedures that concern civil security are defined at a national level. It is incumbent upon the State to manage risk and inform the communities, which must take it into consideration. 

Among the different laws and regulatory procedures dealing with risk, the following are important: 

· The law of 1884 assigns responsibility for civil security to the mayor. This includes the prevention of natural and industrial accidents and other special obligations regarding serious or imminent danger. 

· The urbanisation code (1955) specifies measures aimed at reducing potential damages and occupation of controlled land: 

· article R.111-3 defines risk zones; 

· bans buildings in the most exposed sectors; buildings must submit to special conditions for less exposed sectors;

· article R111-2 regarding authorisation to build states that the building must respect conditions of salubrity;

· The loi foncière of 1967 instituted the Sols Occupation (POS) defined and set out protections for all urbanised zones subjected to natural risk. The POS was replaced by the Local Plan of Urbanism (PLU) in “Solidarité Renouvellement Urbain (SRU)” law of 13 December 2000.

· The law on compensation of victims of natural catastrophes of 1982 established the compensatory system, on the basis of national solidarity and the responsabilisation that take the aspects of protection measures; instituted at the commune scale, institute Exposition to Risk Plans (PER) that fix the way the land must be used into each zone: 

· The 1987 law on the organisation of civil protection and on the prevention of major risks has provisions about the rights of the citizen to be informed about the risks to which they are exposed, including natural and industrial risks in urban areas under the responsibility of the communities. 

· The law reinforcing environment protection (1995) replaced the PER and R111-3 by a unique Risk Prevention Plan (PPR). State intervention meant “expropriation when human lives are threatened” and “prevention of natural risk”.

Risk assessment is not an imposed procedure in France. However, the result must be presented by a regulatory zoning. This zoning corresponds to a set of restrictions due to the presence of a hazard (the probability of occurrence of a phenomenon, in a specific space) and vulnerable stakes (building, infrastructures, etc.) that must consider precise criteria on the potential consequences of building and security applicable when an urbanisation decision is to be taken. 

The law n° 2003-699 of 30 July 2003 on the prevention of technological and natural risks and compensation for damages introduces an important innovation in the process of preventing technological risks.

First, the new law enables the involvement of stakeholders in the decision-making process related to risk prevention. This involvement takes place via a local structure of information and dialogue called Local Committees for Information and Dialogue (LCID). Second, the system defined by the new law promotes the participation of the Local Committees in the elaboration and implementation of technological risk prevention plans (PPRT), the preparation of which focuses on the configuration of the urbanisation around hazardous plants. The PPRT takes a long-term view.

This innovation is intended to solve two practical needs: first, to combine a controlled urbanisation and a sustainable economic development in the area around hazardous plants; second, to improve local decision-making in the risk prevention process and contribute to the creation of a risk culture.

4.2.3 Risk management and risk communications

If we look at the way the industrial risk prevention process was and is structured in France, we will easily distinguish two time frames:

Before the Toulouse accident (September 2001)

During the last 15 years, a commonly accepted definition of industrial risk in France was based on a systemic approach that considered risk as a confluence of two sub-systems: “source system” and “target system”. A transfer of a “flux of danger” generates risk. According to this definition, three aspects were classically considered to prevent the occurrence of industrial accidents: reducing risk at its source (safety studies); reducing the probability of an accident; restraining the consequences of an accident. 

Regulatory measures dealing with these aspects comprised the following:  

1. Risk reduction (action on the source). Based on safety studies, this refers to the reduction of potential dangers by choosing the best technical solution (e.g., by reducing quantity of substances, pressure and temperature of reactions, etc.). Thus, the probability and the severity of an accident can be reduced. However, this important French policy principle was not always applied.

2. Public information. Two structures were in charge of public information:

· a regional structure such as the Permanent Secretariat for the Prevention of Industrial Pollution. This structure brings together locals actors (e.g., administrations, local authorities, industry, media, experts, etc.) who have a common interest in questions dealing with the industrial environment. The aim of this structure is to build a trustful climate of dialogue between the actors. 

· a local structure, such as the Local Committee of Exchange, created by industries covered by the Seveso II directive in dialogue with local associations and/or local authorities and/or administrations. This structure helps industry to have a better understanding of the expectations of local residents. It also informs residents of industry constraints and recent risk reduction measures.

3. Land use planning. According to the conclusions of safety studies, land use planning was based on a deterministic approach that took into account the worst consequences of an accidental event based on the assumed “consequences without risk reduction measures”.   

4. Emergency plans. 

The four aspects above are based on a safety study and more precisely on the way risk analysis is performed. The deterministic conclusions consist in freezing urbanisation in the largest diameter representing a worst-case accident scenario. 

In order to reconsider both the security and local economic constraints, a more pragmatic approach was developed based on the double evaluation of the set of accident scenarios selected in the safety study. 

The safety study aims at producing a report on the examination process carried out by the industry, in order to prevent and to reduce the risks of an installation or a group of installations, as much as technologically possible and economically acceptable. These risks can be caused by products used, dependent on the processes implemented or due to the vicinity of other internal or external risks. The elaboration of the safety study is, in the majority of the cases, subcontracted completely to an engineering and design consultant. The safety study is seldom the work of only the industry who, in almost all cases, is helped by external specialists especially during the risk analysis and risk modelling phases.

Based on an interface called a “criticality grid”, the double evaluation of the accident scenarios according to both the probability and the gravity of an accident helps to identify the level of risk criticality for each scenario. This level can reduced if the scenarios are judged to be unacceptable. The determination of the level of acceptability is the responsibility of industry.

Stakeholders can provide comments on the safety study, after which the safety study becomes the official key document for industrial risk prevention as:

· the industry is required to demonstrate how risks will be controlled in order to obtain a permit to operate a plant / industrial facility;

· the official document elaborates land use planning and emergency plans.

In the context of its participation in the European ARAMIS project (Accidental Risk Assessment Methodology for Industries in the framework of Seveso II Directive), INERIS has been involved in writing the “Safety Study guide” in France published in June 2003.
 

After the Toulouse accident (September 2001)

The Toulouse accident occurred on 21 September 2001 at an AZF plant where ammonium nitrate was stored. The explosion revealed a need for greater control of risks and their consequences and for a stronger involvement of stakeholders in the industrial risks prevention process. The Toulouse accident marked a turning point in industrial risk prevention. The accident caused more than 30 deaths in a radius of 500 meters, wounded thousands moreand damaged more than 26,000 residences in a radius of 3 kilometers. The accident revealed the following needs:

1. Control of risks at their source. This mainly consists in improving the way in which risk control is demonstrated within the framework of the safety studies (SS).

2. Reduction of the vulnerability around Seveso sites (high threshold). This consists in using the experience gained from the natural hazard risk prevention plans to prepare technological risk prevention plans. Using appropriate financial mechanisms, it will become possible to limit population exposure to the consequences of an accidental event. These mechanisms depend on setting the boundaries (delimitation) of three “regulation zones” to limit the present and future building around Seveso-type industrial sites.

3. More involvement and dialogue with stakeholders in the risk prevention process by 

· enabling greater participation by employees, with a widening of the Health, Safety and Working Conditions Comity (HSWCC) missions;

· enabling more stakeholders to be involved in the Local Committees of Information and Dialogue (CLIC). 

These three objectives are aimed at increasing the transparency of the risk analysis process, and improving co-ordination between the different stakeholders in preventive risk management. 

4.2.4 Co-ordination of risk communication 

In France, risk communication depends on the nature of the hazard (natural or man-made), on the decision level (local, regional or national) and on the criticality of the context. 

In France, there is no consensus on the definition of risk communication. Some consider it as an information process or a consultation process, which could also be characterised as a bottom-up or top-down process. 

4.2.5 Good practices

It is difficult to cite instances or examples of good practices in risk communication in France. The Toulouse accident in September 2001 has significantly changed practices but, even so, no consensus exists.  

Risk communication practices remain contextual. 

In France, various structures exist to facilitate exchanges and meetings between stakeholders having concerns and questions about the industrial environment. The structures include public investigations, local committees and Permanent Secretariats for the Prevention of Industrial Pollution (SPPPI). 

These different structures are used at different times during the decision-making process. 

The CLIC structure, introduced by law n° 2003-699 of 30 July 2003, redrew and officially recognised the importance of co-ordination and dialogue between stakeholders involved in industrial risk prevention and in controlling urbanisation around industrial sites.

Public inquiry

A public investigation is a procedure that takes place before an administrative decision that may impact basic civil rights. The procedure involves the provision of information and collecting the opinions, suggestions and proposals of the public before any decision-making.
 

Governed by the Bouchardeau law n° 83-630 of 12 July 1983 on the democratisation of public investigations and environmental protection, the public investigation is a procedure initiated by the Prefect and administered by an investigating police chief or a board of inquiry (if the dossier is sensitive) appointed by the President of the Administrative Court. 

The investigating police chief (or a board of inquiry) has these responsibilities:

· To inform. At the beginning of the procedure, he places at the disposal of the public the files and documents relating to the investigation. 

· To organise. He can ask for additional information, decide on his own or in the presence of the petitioners of the organisation of the public meetings; he can request the administrative judge to allow the use of expertise provided by the petitioner. 

· To followup. He is in charge of collecting all of the observations and remarks and of writing a report addressed to the various administrative authorities. 

This type of investigation excludes from its field of application, work carried out in order to prevent a “serious and immediate danger”. 

The public investigation is:

· open to all people concerned with the decisions; 

· centred on a decision; 

· limited in time. Its work is upstream of the decision-making, but downstream of the technical elements that frame the decision.   

The Permanent Secretariat for the Prevention of Industrial Pollution (SPPPI) 

This structure does not have a legal existence. It brings together stakeholders at the local level as well as the State through its services (such as the DRIRE), industry representatives, local communities, associations for the protection of the environment, media, experts). Its focus is on issues related to the industrial environment. There are 11 SPPPI in France. 

The Prefect defines the composition and specifies the mandates of the SPPPI. The SPPPI of the PACA area (Provence-Alpes-Côte d'Azur) is one of the oldest. Placed under the authority of the Prefect and animated by the Regional Division of Industry, of Research and of Environment (DRIRE), this SPPPI was initiated in 1971, and made operational in 1972. Its first task was to address the problem raised by the concentration of industrial sites in the Etang de Berre region
 in the south of France in order to ensure a balance between economic aspects and environmental quality. 

The principal missions allocated to the SPPPI are:

· a mission of information: provision of information to the public on pollution and the means of reducing it; 

· a mission of strategic and operational orientation: to promote policies against harmful effects of unconstrained industrial development and the establishment of anti-pollution plans for industry. 

· a mission of orientation of expertise concerning local conditions, i.e., such expertise is to be taken into account. 

Within the framework of control of the urbanisation around industrial sites, the SPPPI is empowered to consider the nature and extent of industrial activity. 

Neither the law n°2003-699 of 30 July 2003, nor the decree n° 2005-82 of 1 February 2005 relating to the creation of the local committees of information and dialogue pursuant to the article L 125-2 of the code of the environment, nor the circular n° 00908 of 15 May 2001 relating to the establishment of interdepartmental local commissions of co-ordination (CLIC) clearly specify the interactions of this structure with the new CLICs and does not recognise its official existence. 

Local committees 

Existing in various forms, having various objectives, and having an official structure (or not), there are multiple types of local committees, including the Local Committees of Information and Safety (CLIS), the Local Committees of Information and Monitoring for nuclear power (CLIS), the Local Committees of Information and Exchange (CLIE) and the Local Committees of Information and Dialogue (CLIC). See the table below.

The table below presents the forms and mission of the first three structures.

Table 1. Three local committees 

	
	CLIS

Local Committee of Information and Safety
	CLIS 

Local Committee of Information and Monitoring
	CLIE

Local Committee of Information and Exchange

	Framework
	Official structure for dialogue and consultation about nuclear sites.

Initiated by the Law Bataille 91-1381 of 30 December 1991. 
	Official structure for information and monitoring of waste treatment installations.

Within the framework of the Barnier decree of 29-12-2003.
	Unofficial structure. 

Created on the initiative of companies within the scope of the Seveso II directive.



	Participants


	Two colleges (groups of stakeholders) Named by the Prefect. 

1/ Mayors according to the site settling.  

2/ Qualified people (experts, representatives of workers, trade unions, associations, institutions)
	Named by the Prefect: 

1/ State services.

2/ Industry representatives. 

3/ Communities.

4/ Environmental associations.
	Guests (experts or other pertinant stakeholders) by the company. Variable composition. The size and composition (who participates) can vary from one project to another.

1/State services.

2/District representatives.

3/Mayors; CHSCT (Comités d'Hygiéne de Sécurité et des Conditions de Travail-comity of hygiene and working conditions). 

4/Environmental associations.

	Organisation


	Plenary assembly.

A bureau.

Working groups.
	A president (Representative of the Prefect). 

Meetings, 

Visits to sites, 

Fixed budget. 

Documents given by the site owner.
	1/ Regular meetings. Agenda fixed by industry. 

2/Presentations and debates in the course of meeting. 

3/Budget supported by industry.


	Objectives


	1/ To develop the right of citizens to information concerning the site activities.

2/ Animation/ (depending on the context) Debate on safety.
	1/ To promote public information. 

2/ Dialogue, concertation (this French word mean that the shareholders dialogue and work in unison) and monitoring authority.
	1/ To enable companies to understand expectations of local residents. 

2/ To inform residents about the industrial site, its constraints, its dangers and its expected operational lifetime.



Within the framework of the urbanisation control (limiting urbanisation or reducing the vulnerability of nearby stakes
 around the Seveso plants, the CLIE structure is significant because of its structural proximity to the new CLICs. Indeed, this unofficial structure springs from the initiative of industry, and is intended to build a relationship of confidence and trust between industry and local residents. One way of building confidence is to reduce the imbalance in information and technical expertise between local residents and industry. 

However, the role of the CLIE in the decision-making remains vague, as reflected by the following factors:

· In the event of a conflict, the neutrality of experts could be called in question, since the CLIE is a creature of industry.

· The CLIE’s budgetary wherewithal depends on industry. Within the framework of urbanisation control around the industrial site, it is necessary to recognise the distinct roles and interests of industry, the State and local communities.  

The Local Committee of Information and Dialogue (CLIC)

The new structure of information and dialogue, represented by the CLIC, has strongly changed the practices in the industrial risk prevention process in France. 

By means of a July 2002 circular, the Ministry for Ecology and Sustainable Development (MEDD) recommended to Prefects the establishment of “CLICs by anticipation”. Since 2003, this “pilot structure” provided an opportunity for stakeholders concerned about major industrial risks to co-ordinate with each other and to give their opinions about the adequacy of the information provided in the safety studies and technological risk prevention plans. 

Stakeholders had to wait until 1 February 2005 and the promulgation of the decree n° 2005-82 on the creation of the local committees of information and dialogue pursuant to the article L 125-2 of the Code of the environment to see how the role, mandates and framework of the CLICs were specified. 

The CLIC committees, created by decree of a Prefect of a department in which may be found any high threshold Seveso site, is limited to 30 people. The CLIC is structured around five “colleges” or groupings of stakeholders
 including:

· The government college with representatives from  

· the Prefects 

· the interdepartmental services of defence and civil protection; 

· the fire and rescue services; 

· the services in charge of inspection of classified installations; 

· the local equivalent of the Ministère de l’Equipement 

· a representative in charge of the factory inspection, employment and vocational training. 

· The “local authorities” college

· The  “owners” college 

· The “local residents” college 

· The “employees” college. 

The CLIC has three main functions:

· To give opinions on the development of the technological risks prevention plans (PPRT). It can give a report on the project plan. It comments on the information provided by the authorities and the owners to the citizens. 

· To receive information. Technical information such as on the accidents having consequences outside the site, critical analyses, safety studies, emergency and information plans concerning the ownership, operation or modification of the installations. 

· To give information to the public.

The CLIC must meet at least once a year. It can call upon recognised experts. The majority of colleges must approve a recourse to experts. The MEDD finances its operation. 

The formulation of the final opinion of the CLIC is done in a concertative process then approved by the majority. Thus, if the opinions and the decisions are approved by half of the members, the president of the CLIC has the deciding vote. This rule, specified within the framework of article 5 of the decree, leaves a wide scope to interpretation on (i) the representativeness (the colleges) and (ii) the distinction between the opinion or a recommendation and a decision which implies responsibility for the action. This last point can appear problematic when the CLIC has to come to a conclusion about a proposal for a Regulation of the PPRT. 

Another characteristic of the CLIC structure is that the number of people present at a CLIC meeting is open if the president considers that the people are likely to make a useful contribution to the debates. 

4.3 Ireland

4.3.1 Who is responsible for risk management?

In Ireland, risk management is the responsibility of each individual government department in accordance with central risk management guidelines issued by the Government Accounting Section of the Department of Finance in March 2004.

A report in 2002, known as The Mullarkey Report, recommended, inter alia, that risk assessment and management should be integrated into the management processes of government departments and offices within two years of publication of the report (i.e., by the end of 2004).  This report also recommended that central guidance on the development of a risk strategy appropriate to government departments should be prepared by the Department of Finance.
  

Emergency planning arrangements are based on a framework for co-ordinated response to major emergencies (the “Framework Document”), which was adopted by the government in 1984.
 This document specifies procedures and defines responsibilities required for a co-ordinated response to incidents by the front line agencies, i.e., local authorities, including fire brigades, police, the health services and the Irish Coast Guard. If required, the front line agencies can call on the support of the Defence Forces, the Civil Defence and voluntary organisations, such as the Red Cross, Irish Mountain Rescue Association, St. John's Ambulance and public utilities.

The Office of Emergency Planning (OEP) in the Department of Defence provides co-ordination and oversight of emergency planning. The OEP supports the Minister for Defence as Chairman of the Government Task Force on Emergency Planning. 

Emergency plans are in place in all local authority areas and may be activated by the local authority, police or health service.  

4.3.2 Legislative or regulatory requirements for communicating with stakeholders

In 2004, the Government Task Force on Emergency Planning directed the Inter-Departmental Committee on Major Emergency Planning to carry out a review of the Framework Document which has been in place since 1984. A review working group produced a first draft of the new Framework in June 2005 and, taking into account comments from stakeholders, it intended submit a final version for government approval by end 2005.

Although none of the major government-wide emergency planning or risk guidance documents
 provide for risk communication in the sense of involving stakeholders in risk analysis or the decision-making process, there are nevertheless some legislative and regulatory requirements for involving stakeholders in impact assessment generally. For example, in November 2004, the government published its Strategic Environmental Assessment Guidelines
 which apply to regional and planning authorities regarding land use planning and which were intended to implement the requirements of the EU’s Strategic Environmental Assessment (SEA) Directive (2001/42/EC) adopted in June 2001 which took effect in Member States in July 2004. The SEA directive provides for strategic environmental consideration at an early stage in the decision-making process. The directive applies across a wide range of sectors, viz. agriculture, forestry, fisheries, energy, industry, transport, waste management, water management, telecommunications, tourism and land use planning.  

A strategic environmental assessment (SEA) is defined as the formal, systematic evaluation of the likely significant environmental effects of implementing a plan or programme before a decision is made to adopt the plan or programme. The process includes:

· Preparing an environmental report where the likely significant environmental effects are identified and evaluated 

· Consulting the public, environmental authorities and any EU Member State affected, on the environmental report and draft plan or programme

· Taking account of the findings of the report and the outcome of these consultations in deciding whether to adopt or modify the draft plan or programme

· Making known the decision on adoption of the plan or programme and how SEA influenced the outcome. 

Provision is already made in the 2000 Planning Act for the consideration of submissions made in relation to draft plans, e.g., the manager's report for elected members must list the persons or bodies who made submissions, summarise the issues raised, and give the manager's response to those issues. Submissions received on an environmental report must also be listed, summarised and analysed as part of this process. Those who make a submission are entitled to know what consideration has been given to the points made.

4.3.3 Risk management and risk communications

The Department of Defence has posted on its website “Strategic Emergency Planning Guidance” to guide government departments and key public authorities toward effective management of the emergency planning process.
 The guidance spells out who is responsible for what in emergency planning. 

In a forward, the Minister for Defence states that “Emergency planning is the responsibility of all” and that there should be a high level of public confidence in all aspects of emergency planning.

The document defines emergency as “an event, incident or situation, that may present a serious threat to the welfare of the population, the environment, the political, administrative, economic stability or the security of the state, which will require the political and strategic involvement of the Government.”

It says the Government Information Service (GIS) plays a key role in preparing and projecting the government’s message on emergency management and response issues. An Emergency Planning Media Unit, chaired by the GIS, promotes and co-ordinates this work. This group, comprising press and information officers of government departments and other key public authorities, co-ordinate arrangements for handling queries on emergency planning and emergency management from the media as well as providing information and advice to the public.

Section 5 of the guidance deals with “Communications – The Public Dimension”, in which it is stated that departments should be conscious of the need to develop public awareness of emergency planning issues and deal with public expectations. This part of the guidance essentially deals with the provision of information to the public and the media and does not address public involvement in emergency planning or risk assessment.

The government has also put in place a “Risk Management Guidance for Government Departments and Offices”,
 approved by the Mullarkey Implementation Group in March 2004, which is to be considered in conjunction with the strategic emergency planning guidance. However, this document also does not discuss the participation of stakeholders (including the public), in the risk assessment and risk management process.

The Risk Management Guidance focuses especially on “the roles and responsibilities of managers and staff in establishing and maintaining a robust organisation-wide approach to managing risk and provides a number of specific guidelines”. It says that “risk management is the concern of everyone in the Department” and should be part of normal day-to-day business. No mention is made of stakeholders outside the department.

Interestingly, the guidance has a diagram of the risk management cycle, which is similar to that in the UK’s Communicating Risk guidelines, except that the element of risk communications, which is at the heart of the UK’s wheel, is absent from the Irish cycle.

According to the guidance, “risk identification attempts to identify an organisation’s exposure to uncertainty. This requires a detailed knowledge of the organisation, the legal, social, political and cultural environment in which it operates, as well as the development of a sound understanding of its strategic and operational objectives, including factors critical to its success and the threats and opportunities related to the achievement of these objectives… It will be a matter for every Department to identify for itself the risks it faces as an organisation.” (Italics added). Such requirements implicitly exclude non-departmental stakeholders, who could be affected by risks identified (or not identified) by the department. 

Indeed, the guidance implies a reluctance to involve stakeholders. It says “Management may be reluctant to release such records [documenting the fact that risks have been identified and remedies considered] for sensitivity reasons and because they would highlight weaknesses detrimental to the effective management of the organisation. Departments should ensure that they achieve a consistent approach to FOI [Freedom of Information] requests relating to risk management records.”
 Nevertheless, the FOI Act does give citizens, as shareholders in public bodies, the right to examine and review the deliberations and processes of public bodies, but this is not the same as involving stakeholders in the decision-making process with regard to risk assessment and risk management.

4.3.4 Co-ordination of risk communications 

As noted above, the Office of Emergency Planning (OEP) in the Department of Defence provides co-ordination and oversight of emergency planning.

Joint major emergency planning groups exist in regions throughout the country. These groups, in which all the emergency services participate, provide a means of co-ordinating the response by emergency services on a regional basis.

The Task Force on Emergency Planning, under the chairmanship of the Minister for Defence, includes representatives of all government departments and agencies involved in the emergency planning process, as well as the police and defence forces. The Task Force is the top-level structure which gives policy and direction, and which co-ordinates and oversees the emergency planning activities of all government departments and public authorities. It meets regularly to ensure that preparations are in place for a co-ordinated response to possible nuclear, chemical or biological threats.

The Office of Emergency Planning in the Department of Defence takes a lead role in emergency planning to meet the threat from international terrorism, including co-ordination of the responses of government departments and agencies. 

An inter-departmental working group (IDWG) on emergency planning, established by the OEP, supports the Task Force and the OEP. The group examines issues at national level relating to the activation of major emergency plans, including the command, control and co-ordination mechanisms and means of public communication.

The aforementioned emergency planning guidance says that government departments with lead responsibilities should engage with the appropriate international bodies, neighbouring states and others to improve emergency planning. Ireland participates in the emergency planning activities of the UN, EU, WHO and other international fora. Ireland is also party to bilateral and multilateral arrangements.

International co-operation is, in the first instance, co-ordinated through the “National Competent Authorities” and Department of Foreign Affairs. The Department of the Environment, Heritage and Local Government has lead responsibility for representing Ireland on EU civil protection matters.

4.3.5 Good practices

While the Irish government has produced three good documents covering risk management and emergency planning (referenced above) in terms of who does what and what principles should be taken into account, they say very little about stakeholder and public participation in risk assessment and risk management. To the extent that risk communication are considered, the approach is that of public relations and raising public awareness about emergency planning and what the public should do to protect itself. There is virtually no participatory role identified. 

The government has not published any guidelines for departments and agencies nor regional and local authorities on what constitutes good practice in risk communication.

4.4 Japan

4.4.1 Who is responsible for risk management?

Japan is one of the countries most prone to natural disasters. In addition to the damage inflicted by typhoons each year, Japan suffers 20 per cent of the world’s earthquakes of magnitude 6 or greater. Protecting people and property from such disasters is government’s most important task, according to a Cabinet Office publication. 

This task is in the hands of all levels of government, as depicted below.
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The primary responsibility for disaster countermeasures rests with the local municipalities (cities, towns and villages), and the national and prefectural governments only become involved depending on the extent of the damage.
 In the event of a large-scale disaster, such as fire, earthquake, storm or flood, which is beyond the local fire defence forces' ability to respond to, the Fire and Disaster Management Agency (FDMA)
 will take charge. The FDMA formulates measures to prevent or mitigate disasters. The FDMA provides support to local authorities, gives education and training to their personnel, and deploys and builds up the necessary inventories of materials and equipment.

At the national level, the key body is the Central Disaster Management Council, one of the Cabinet’s four major policy councils. It is responsible for the Basic Disaster Management Plan and for co-ordination of the efforts of relevant ministries and agencies in dealing with disaster.
 There is a Minister of State for Disaster Management as well as a Director General for Disaster Management in the Cabinet Office.

Also within the Cabinet Office is the Food Safety Commission. It considers risk assessments of food and promotes risk communication among stakeholders. Based on the results of risk assessments, the Food Safety Commission makes recommendations to relevant ministers through the Prime Minister. It monitors the policies implemented by relevant agencies based on the results of risk assessments and, if necessary, it will make further open recommendations to relevant ministries. 

Like the Food Safety Commission, the Nuclear Safety Commission is situated within the Cabinet Office. It drafts policies aimed at ensuring nuclear safety, stimulates national dialogue on nuclear safety and promotes public understanding by holding local symposia and seeking local opinions.

Industry is responsible for managing their own risks and complying with regulations. For example, the prime responsibility for the safety of a nuclear installation rests with the electricity utilities and, as licence holders, they must comply with the regulatory requirements at each stage from planning through operation.
 In case of a nuclear emergency, the Basic Law on Emergency Preparedness, the Special Law of Emergency Preparedness for Nuclear Disaster and other related laws are applied. 

4.4.2 Legislative or regulatory requirements for communicating with stakeholders

Japan has legislative or regulatory requirements that implicitly or explicitly call for communication with stakeholders. However, these requirements generally involve one-way communications, especially aimed at raising the awareness of the public about what they should do in the event of a risk event. Stakeholders, including the public, are not so directly involved in the risk assessment / risk management process, although opportunities do exist. For example, the Food Safety Commission says that one of its three primary goals is “implementing risk communication among stakeholders such as consumers and food-related business operators”.
 In principle, its meetings are open and transparent. This is also the case of the Nuclear Safety Commission, whose deliberations and that of its special committees and working groups are open to the public. The contents of these deliberations are also posted on its website.

Under the People Protection Law promulgated in June 2004, the national government is obliged to develop a full security system for the entire country to ensure people's safety, including the prompt implementation of protection measures, and to use every available resource. The latter element might include the individual citizen’s own resources. 

In specific “risky” sectors, there are provisions for communications with the public. One of these is the Law Concerning Reporting, etc. of Releases to the Environment of Specific Chemical Substances and Promoting Improvements in Their Management,
 which was promulgated in July 1999. 

The purpose of this law is to promote businesses’ voluntary improvements in the management of specific chemical substances and to prevent any impediment to environmental protection. Businesses handling such substances are required to report the release chemical substances into the environment and to provide technical information on the properties and handling of such substances. Business is exhorted to obtain the understanding of the public and to pay attention to trends in international co-operation on the management of chemical substances. For example, Chapter IV.4 of the legislation states that “The State and local governments shall make efforts to increase the public understanding of the properties and management of Designated Chemicals, etc. …  through education activities and public relations, etc.”

Although the public is more subject to “education” and “understanding” rather than being involved in the risk assessment – risk management process, they do have an opportunity for some involvement in environmental impact assessment. Article 3 of the Environmental Impact Assessment Law
 of 1999 says that the national government, local governments, proponents and citizens shall endeavour to ensure that an environmental impact assessment is conducted properly.

Article 7 obliges the “proponent” to invite comments on the environmental impact assessment. The public has six weeks to do so. In addition, Article 10 obliges prefectural governors to seek comments, from the mayors of the cities, towns and villages. Under Article 17, the proponent must hold explanatory meetings to make the public aware of the contents of the draft environmental impact assessment during the public review period.

Subsequently, a Law for Enhancing Motivation on Environmental Conservation and Promoting of Environmental Education  (Law No.130, effective on July 25, 2003) was enacted which requires state and local governments, private bodies and corporations to “make efforts” to disclose information with regard to their encouragement of environmental conservation “to facilitate the participation of citizens and private bodies etc. in … environmental conservation activities” (Article 23). The state and local governments are expected not to inhibit the independence of citizens and private bodies engaged in environmental conservation and education, and to ensure the fairness and transparency of these measures (Article 24).

According to the Nuclear and Industrial Safety Agency (NISA), Japan’s nuclear regulator, an important function of a regulatory body is to keep communicating independently with the public about its regulatory decisions, opinions and their basis.

The Nuclear Safety Commission, which has oversight of NISA, decided in November 2003 a Basic Policy on Introduction of Nuclear Safety Regulation with Utilisation of Risk Information. This policy says it is important to ensure the reliability and transparency of nuclear safety risk assessment and to win broad understanding of the general public.

In order to improve transparency of information to the public, the reporting criteria for failures were more clearly defined by amending the Reactor Regulation Law, in October 2003.

4.4.3 Risk management and risk communications

It’s been said that the Japanese approach to risk is that it is a “top management” issue and hence there is little need for risk communication with its emphasis on feedback.
 While this may not be completely true, nevertheless there is a heavy emphasis on public relations aimed raising public awareness and understanding of what to do in a risk event. 

Since the Kobe earthquake, the importance of voluntary activities in disaster reduction has been underscored in the Disaster Countermeasures Basic Act, which requires central and local public bodies to “endeavour to provide an environment conducive to the performance of voluntary disaster risk reduction activities”.

But transparency is also emphasised. The nuclear regulator has said that appropriate information disclosure of accidents and failures including minor events is very important and that information should be shared among licence holders, manufacturers, universities, institutes and the regulatory body in order to improve safety management and safety regulations.

Following discovery that safety data had been falsified at a nuclear power plant and the implementation of new regulations, the nuclear industry has established a public information library “NUCIA” on the Internet to disseminate collected information on nuclear power stations including information of accidents and failures.

In March 2003, the Central Disaster Management Council determined basic policy on improvements of the disaster management information system. It has also formed special boards of inquiry. Formed in September and October 2002 respectively, one board was set up to look at developing and activating human resources for disaster management while a second focused on sharing disaster management information.

4.4.4 Co-ordination of risk communications 

There is co-ordination of risk management between the different levels of government and internationally. Here are a few examples:

At the international level, in the mid-1990s, US President Clinton and Japan Prime Minister Hashimoto endorsed bi-national co-operative activities to improve earthquake disaster policies and programs.

Recognising that international co-operation is essential for ensuring safety of nuclear installations, Japan participates in the IAEA and OECD/NEA for information exchanges and for discussions on safety related issues. Japan has been exchanging of regulatory information on nuclear safety with China, France, Korea, Sweden, UK and the US through bilateral arrangements, and has shared its knowledge and experiences to enhance the safety of nuclear power plants in Japan and in the world.

The Food Safety Commission co-ordinates its activities with other ministries. 

The Fire and Disaster Management Agency is the national contact for local autonomous bodies and fire defence-related organisations. The FDMA is responsible for co-ordination with autonomous bodies.

Recently, it’s been said that the most important problem to be solved in the future is to strengthen the systems linking the municipalities. Emergency systems for communicating satisfactorily with other cities, towns and villages in Japan have yet to be established. There have also been difficulties in the preparation of widespread administrative radio installations for disaster preparedness.

The FDMA sees the need for a two-way communications network supporting all fire fighting and disaster-preventing activities enabling information to be collected from people in a disaster-stricken area and passed on to local authorities and to the FDMA itself, as well as enabling information to be conveyed to people in the event that evacuation of a disaster-stricken area is necessary. 

4.4.5 Good practices

The Food Safety Commission obviously takes risk communications seriously by virtue of the fact that it is at the core of its mission and one of its stated goals. It also has an expert committee on risk communication as well a director for risk communication. Its treatment of risk communication at high level makes this a good practice.

It defines risk communication as the mutual exchange of information and opinions generated by risk assessments or recommendations among stakeholders, including consumers. This is accomplished through public meetings, through the Commission's website and through other forms of communication.

The meetings of the Food Safety Commission, usually held once a week, are typically open to the public and the news media. The minutes are also available on the Commission's website.

The falsification of data in the nuclear industry has significantly eroded public confidence in nuclear safety. One of the problems common to both the regulator and the industry was a lack of recognition of the importance of accountability for safety as well as the process to achieve safety.  Since the falsification became known, NISA has held dozens of explanatory meetings for local governments and the public on the safety assessment of nuclear power stations and on re-construction of the regulatory system.
 NISA considers it is necessary to actively disclose information, intensify public dialogue, and to enhance understanding of the public and local residents.

NISA discloses information on incidents and accidents, radiation control and results of the periodic inspection of nuclear installations. In order to recover the public’s trust which was lost due to falsification of data in the nuclear industry, NISA recognised the need for transparency as well as for explanation of nuclear safety to the public and the residents in the vicinity of sites. NISA held explanatory meetings for residents to exchange opinions concerning the measures to prevent recurrence, for the safety assurance of nuclear power stations and the new safety regulation system enacted in October 2003. The public can access licence applications for nuclear installations, reports of incidents and accidents and other documents about nuclear power generation.

4.5 Sweden

4.5.1 Who is responsible for risk management?

Sweden has two key agencies dealing with civil protection and emergencies, namely the Swedish Rescue Services Agency (SRSA)
 and the Swedish Emergency Management Agency (SEMA)
.

The SRSA promotes practice that improves emergency prevention and response and, in the event of an incident/accident, aims to limit injury and damage. It provides information, runs training courses and holds exercises, and supervises.

SEMA supports the bodies responsible for emergency management, especially county administrative boards and municipalities, which are responsible for overall emergency management in their geographic areas. SEMA co-ordinates the planning, resource allocation and evaluation of crisis management.  SEMA gathers knowledge through horizon scanning, strategic analyses and research to develop Swedish society's emergency management capability.

Emergency management in Sweden requires municipalities, county councils and government agencies, as well as organisations and private companies, to take their share of responsibility and to co-operate with each other. Emergency management includes preparedness against crises in peacetime and civil defence, i.e., preparedness to resist an armed attack against Sweden.

Each municipality is expected to have a civil protection programme of emergency response and prevention. The municipal fire and rescue service in particular is tasked with ensuring the public’s safety against local risks.

Individuals also have obligations, for example, to comply with fire prevention measures.

Other agencies have a role to play in disaster risk reduction in their own areas of responsibility.

4.5.2 Legislative or regulatory requirements for communicating with stakeholders

On 1 January 2004, a new Civil Protection Act (2003:778) came into force, replacing the Swedish Rescue Services Act. The new act covers  the three phases of preventive measures, emergency response and post-response measures, as well as on the responsibilities of the individual.

The Civil Protection Act requires all Swedish municipalities to provide protection against all types of accidents (2003:778), including environmental and man-made risks. According to the law, all risks must by inventoried and evaluated prior to writing an action plan. This plan is expected to describe the safety measures to be taken to reduce the likelihood of a risk event and to reduce the potential damage should an accident occur.

According to Swedish Ordinance 3 § (2002:472), the Swedish Rescue Services Agency and other related agencies are required to assist municipalities and counties in preparing for extraordinary events in times of peace.

In times of emergency, many different people and organisations require a common understanding of the given situation, which requires an exchange of information. According to a SEMA report in 2005, there is no comprehensive system covering the exchange of information between different sectors. SEMA said more legal clarity is needed regarding the exchange of information, so that public authorities and organisations can exchange services.

4.5.3 Risk management and risk communication

The Swedish Rescue Services Agency (SRSA) has published a number of reports and handbooks. The first book that presented a comprehensive look at risk management including the mapping of risks was called The Risk Handbook: To protect and save life, property and the environment. The report was published and distributed to all Swedish communities in 1989. A new risk analysis handbook was written and distributed in 2003.

The SRSA provides guidance to the municipalities in order to increase their capacity to handle large accidents. Inter alia, the guidance covers effective communication systems. A common radio system called RAKEL is being developed for use by police, ambulance and rescue services.
 The Swedish Meteorological and Hydrological Institute issue warnings when necessary, and Sweden has a standard nation-wide to warn the public in the event of a risk event.

At present, there is no homogeneous disaster risk information management system for natural disasters. The municipalities and the County Administrative Boards are asked to build up a system for information to the public, but so far every municipality has its own solution for how to spread information within its geographical area.

The SRSA participates in NEDIES, the Natural and Environmental Disaster Information Exchange System, which is supported by the EC’s Joint Research Centre - Institute for the Protection and Security of Citizens (IPSC). The intention is to register information on prevention, preparedness, response and information to be given to the public. The principal aims of NEDIES include the publication of lessons learned reports from natural and non-Seveso disasters.

4.5.4 Co-ordination of risk communication

At the local level, the Swedish municipalities are responsible within their geographic area for co-ordination of all local authorities in an effort to reduce disaster risk. This means that they should ensure that crisis management and planning are co-ordinated between all the parties involved. Co-operation between fire and rescue, police and health care services are well established. Each municipality selects a person, often from the fire and rescue department, who co-ordinates planning and preparedness activities so that the municipality can function even during a disaster.

At the regional level, the County Administrative Boards have overall area responsibility for co-ordination. Each county has a defence director who is in charge of all resources needed for disasters. The counties select different scenarios that might occur in their geographic area and participate in training exercises. 

At the national level, SEMA is in charge of multi-sector co-ordination and collaboration for disaster preparedness. SEMA works together with municipalities, county councils and government authorities, as well as the business community and other organisations, to reduce the vulnerability of society and improve the capacity to handle emergencies. 

The agency particularly focuses on six co-ordination areas: 

· technical infrastructure

· transport

· preventing the spread of toxic substances

· economic security

· co-ordination, interaction and information by area

· protection, rescue and care.

These six areas comprise operations that are deemed to be of special importance to the ability of Swedish society to manage serious crises.

Each co-ordination area contains a number of authorities that share responsibility for planning and co-ordinating security and emergency measures. These central government authorities also involve other parties in the preparedness work, e.g., county administrative boards, municipalities, county councils, organisations and companies.

Much of what SRSA does is based on co-operation with other bodies that work for a safer society, i.e., other authorities, the municipalities and voluntary organisations.

SRSA participates in international co-operation on issues related to emergency prevention, preparedness and response, and participates in humanitarian relief missions in the event of overseas disasters.

The SRSA has participated in EU work ever since Sweden became an EU member state in 1995. To a great degree, membership influences the work of the SRSA. The SRSA has three main roles within the framework of EU work:

· To act as a point of contact for EU work on fire service issues.

· To act as an operational point of contact for the EU’s Community Mechanism for emergency response.

· To participate in committees on directives having a bearing on Seveso or dangerous goods.

4.5.5 Good practices

Sweden believes in a bottom-up approach meaning that prevention, preparedness and early warning should begin at home and extend to communities. It should also apply to cross-border co-operation in order to ensure that all parties are capable of dealing with potential disasters.

A major focus of risk management in the country is multidisciplinary communication. Professionals at the national level encourage local authorities to build a risk management team of experts from several departments. Municipalities that work in an interdisciplinary risk management group share information that could be critical to preventing or responding to an accident.

Sweden prioritises exercises and training in accident prevention and emergency response, which are regarded as an effective way to encourage co-operation between countries, to increase competence and broaden knowledge of new techniques.

SEMA has prepared several publications relating to risk communication that offer a number of good practices. One of these is the Crisis Communication Handbook,
 which is aimed especially at the risk (or crisis) manager’s information services division and provides good advice on communicating with stakeholders, including the media and public. 

The following have been extracted from the handbook.

When people believe they are in danger, it doesn’t help when an authority “in charge” of the situation says that this is not the case. What is needed are clear actions and information from several completely independent and credible sources, usually in the individual’s immediate surroundings.

Information must be based on what people want to know from their viewpoints, and not primarily on what the authority wants to say.

The biggest problems often arise not from the actual emergency, but from the way in which various actors handle or mishandle it. 

The authorities must assume that the crisis image is as real as the crisis itself, and that substandard handling of the image during a crisis can result in the actual crisis expanding or taking a different form and direction.

The authority’s communication with different interested parties must start with the recipient. It is the individual recipient’s requirements, expectations, specific situation and media habits that collectively determine the information that should be sent. This is true not only for all information that citizens, groups, organisations and companies look for, gather and use, but also for the channels they use…

Recipients rate the authority’s credibility on the basis of four fundamental dimensions:

· degree of openness and honesty

· the organisation’s competence

· the fairness of their actions

· the empathy displayed

The [information services] department must have a systematic and ongoing analysis of the outside world, and the authority must make every effort to create a network incorporating everyone who may potentially be involved in different types of emergencies.

This network should include both horizontal contacts, e.g. between local authorities, and vertical ones, e.g. between a local authority and a governmental authority. The network should be activated during a crisis to ensure that everyone who needs it gets the same information in real time and that dialogues can be conducted between different parties before the information is released to the media.

The authority should build up in advance a number of registers, designed for use both when searching for key personnel (such as interpreters) and when distributing information to special groups (e.g. employees‚ families). The registers should be structured in a way that enables them to be used very quickly to disseminate information via group faxes, Intranets, e-mail, fliers or letters.

The [information services] group is, in particular, responsible for assessing the type of information needed by different parties, before, during and after a crisis… The group should continuously analyse the course of events, different parties‚ contributions, and the image of the crisis among the general public and the media… An analysis should be carried out of the most common questions … and the answers posted on the website, [and] passed on to the media. 

When conditions are normal … get to know the journalists who cover your field. 
During a crisis, journalists need not only news material, but basic information too… This means that the authority must produce plans, outline graphics, photos, video features, fact sheets in advance. This general background information must be ready before the crisis occurs and should be stored in a way that makes it easily accessible and easy to work with. In addition to using traditional printed and audio-visual products, the authority can also create a digital archive on the Internet to which the media can turn for access to directly usable material. 

It is important for authorities to monitor how the image of the crisis is publicised and commented on in the media, because the general public’s perception of what is happening is shaped by the media’s descriptions. 

Employees must receive ongoing information on what is happening, and on their particular authority’s tasks and activities. Particular attention must be paid to the employees‚ [and] next of kin.

Establish formal and informal networks with organisations, associations and other alliances that represent groups with different cultural affiliations.

It is difficult to get people involved if they don’t feel affected in some way… information activities must … aim [at] involving people in important problems or activities, and, wherever possible, of removing the uncertainty and concern.

While the crisis is in progress, next of kin need information on what is happening and what the authorities are doing on their behalf, and help in being put in touch with hospitals, the police and various emergency groups. The personnel who may be responsible for informing next of kin of severe accidents must be thoroughly prepared and trained for this task. Worried next of kin calling in must be met with genuine commitment and respect. When a death has occurred, it is always the police who inform next of kin. Today’s society is multicultural, which means that information activities must be planned and implemented on the basis of any special linguistics and cultural needs that may exist.

All information should be factual and its content should be as practical and concrete as possible. If there are any risks that need to be borne in mind, and of which the public should hence be notified, the information should include references to other measures that may be appropriate in terms of avoiding hazards. 
Avoid using all forms of metaphorical language or comparisons that could be misinterpreted when describing risks and hazards.

Regular meetings with all of the media are a must in conjunction with major crisis. The frequency and timing of these press conferences depend on the nature of the crisis, its intensity, physical dispersal etc. The press conference is an opportunity to find out how the media see the crisis, to eliminate misunderstandings and confusion, to display empathy.

Another useful SEMA publication is Crisis Journalism: A guidance for government agencies,
 which aims to provide government agencies with a basic familiarity with the way the media work in emergencies and during crises. The following are extracts:

The media’s actions move quickly through three phases during emergencies. In simple terms, these phases can be called the microphone-holding phase, the knowledge-building phase, and the investigative phase. This is, of course, a gross simplification, but the terms are designed to illustrate how the media often switches with lightning speed from chaos to control.

The media’s investigative function will always be up and running quickly. The journalists’ questions may start coming before anyone has had the time to find out what happened… Provide… information without, however, speculating or commenting on matters outside one’s own field of competence.

A shortage of information is a guaranteed catalyst for suspicion, doubt and anxiety. Scapegoats are also commonly designated by both the media and those affected by an emergency in an attempt to explain what happened… Media’s primary role during the initial phase of major events, accidents or disasters is usually that of information provider. Internet generates a high information speed, thereby exacerbating the problem of controlling the spread of rumours during a crisis or an emergency.

Journalists want to meet eyewitnesses and to tell a story… Tipping the journalist off as to the right person to interview can, potentially, be an important task for local authority, police or health service officials, and journalists will sometimes contact an official representative for guidance on who is in a fit state to be interviewed. This must, of course, be resolved on a case-to-case basis.

As long as there are unanswered questions, journalists will always return to a story to ask them.

Engaging someone with previous experience of massive and sudden media pressure to join the emergency organisation in the capacity of mentor can provide a shortcut to know-how and contacts.

Contact the local media and ask them how they would like to receive information if a serious incident were to occur within the local authority. A meeting between media and official representatives can reduce misunderstandings and provide an insight into what journalists expect in connection with an extraordinary incident.

Involving local journalists in the local authorities’ various emergency groups on the preventative work front, for example, or in combined emergency psychology or first-aid training programmes, can be another way of making contact.

Organise media role-playing sessions when the authority’s emergency management team is exposed to massive and sudden media pressure.

One experience common to several local authorities involved in extraordinary events is that you quickly run out of information personnel.

Preparation [of your website] can sometimes involve something as simple as setting up links to various media’s web sites in advance. This allows anyone visiting the web site to start by finding out where they can go for information. Most local media are very quick to post basic information on major events. Make sure that the links are updated and relevant. The authority’s own web site should, of course, also be quick to display important information on what has happened. 
A functioning media monitoring system that has been thought out in advance is invaluable when a major event affects the local authority area. Without one, it is all too easy to lose one’s grip on the overall picture of what is happening and on what has - and has not - been said.

The SRSA sponsors research projects, one of which is on strengthening the usage of feedback from lessons learned – how different sectors can learn from each other. There are considerable differences between different sectors of society as regards the study of lessons learned. The ambition of the project is to function as a research support tool for the establishment of the Swedish Centre for Lessons Learned from Incidents & Accidents (NCO). It aims to provide a knowledge base of lessons learned and to make suggestions for possible improvements, including criteria for good feedback of lessons learned. This research project started in January 2005 and is to be completed in December 2007.

4.5.6 Additional information in response to the risk communication questionnaire

In its response (see above, Chapter 2) to the STARC risk communication questionnaire, Sweden provided the following additional information, which is given here for reasons of space limitations in Chapter 2.

Question 2 (What types of risk does the risk management plan(s) cover?)

These and other risks (e.g., fires, natural hazards, chemical plant accidents, dangerous goods accidents and so on) are also or primarily handled on the regional/local level in administrative provinces and in municipalities/rural districts. (The answers to this question primarily cover technological risks, natural risks and health risks. The distinction between risk communications and risk information is not always clear.)

There is also national work on, e.g., fire prevention, chemical accident prevention, floods, dam safety, traffic safety and so on. However, that work is not necessarily in the form of formal national plans in the way that you mean in your survey [the STARC questionnaire].

The Swedish context (see also www.sverige.se)

On a national level, Sweden is a parliamentary democracy with a large number of authorities and governmental agencies under the control of the Government. The Government cannot provide detailed control of the authorities. Instead they are controlled by laws and regulations, and through the Government’s distribution of funds, setting of targets and follow-up of results.

On a regional level, there are authorities under the control of the Government (including police authorities and 21 county administrative boards) as well as popularly elected county councils. The responsibilities of the county councils include health care.

On a local level, there are 290 independent municipalities. The municipalities are responsible for much of the service to the citizens, e.g., schools, care, water supplies and rescue services.

Guiding principles for emergency management

There are three basic principles guiding Swedish emergency management: The principle of responsibility, the principle of parity and the principle of proximity.

Under the principle of responsibility, whoever is responsible for an activity in normal conditions should assume corresponding responsibility in crisis or war situations.

The principle of parity means that, during a crisis or war, authorities should as far as possible be organised and located as in peacetime.

The principle of proximity means that crises should be dealt with at the lowest possible level.

The "bottom up" perspective

A crisis always has consequences on a local level. The municipalities therefore have a key role to play in the work of emergency preparedness. Enhanced capability to manage emergencies on a local level also increases society's ability to manage serious crises on a regional and national level.

On a local level, the municipalities have geographic area responsibility. On a regional level, the county administrative boards have geographic area responsibility. An important task is to support the municipalities in their work.

Co-ordination areas

On the national level, six so-called co-ordination areas form the basis of the Swedish emergency management system. These areas comprise operations that are deemed to be of special importance to the ability of Swedish society to manage serious crises.

Each co-ordination area contains a number of authorities that share responsibility for planning and co-ordinating security and emergency measures. These central government authorities also involve other parties in the preparedness work, e.g., county administrative boards, municipalities, county councils, organisations and companies.

The six co-ordination areas are:

· Technical infrastructure 

· Transport 

· Spreading of toxic substances 

· Economic security 

· Co-ordination, interaction and information by area 

· Protection, rescue and care

Question 8 (If there are there legal requirements for communicating with the public about risks, what are they?)

The various forms of the principle of public access to information

The principle of public access to information means that the public and the media – newspapers, radio and television – are entitled to receive information about state and municipal activities. The principle of public access to information is expressed in various ways:

· anybody whosoever may read the documents of authorities: access to official documents;

· civil servants and others who work for the state or municipalities are entitled to say what they know to outsiders: freedom of expression for civil servants and others;

· civil servants and others in the service of the state or municipalities have special powers to disclose information to newspapers, radio and television: communication freedom for civil servants and others;

· the public and the mass media are entitled to attend trials: access to court hearings;

· the public and the mass media may attend when the chamber of the Riksdag (the Swedish Parliament), the municipal assembly, county council and other such entities meet: access to meetings of decision-making assemblies.

Section 4 of the Administrative Procedure Act provides that 

Each authority shall provide information, guidance, advice and similar assistance to all persons concerning matters falling within the scope of its functions. The assistance shall be given to the extent that is deemed appropriate with regard to the nature of the matter, the person’s need of assistance and the activity of the authority.

Enquiries made by people shall be answered as soon as possible.

If someone by mistake refers to the wrong authority, the authority should set him right.

4.6 United Kingdom

4.6.1 Who is responsible for risk management?

All levels of government have risk management responsibilities.

In the government sector, the Civil Contingencies Secretariat within the Cabinet Office works with government departments, the devolved administrations and stakeholders to improve the UK's ability to prevent, respond to and recover from emergencies. Its website is called UK Resilience
, which is run as a news and information service for emergency practitioners.

The UK Emergency Planning College provides emergency planning and crisis management training. It attracts more than 6,000 delegates a year from a wide range of backgrounds, and provides a national forum for discussing and sharing good practice at all levels of government as well as in the private and voluntary sectors.

In the business sector, any company listed on the London Stock Exchange (LSE) is subject to the LSE's corporate governance requirements, including the Combined Code and the so-called Turnbull guidance, which obliges them to report to shareholders any significant risks (not only financial, but also technological, legal, health, safety and environmental risks) facing the company and how the company is managing those risks.
 

4.6.2 Legislative or regulatory requirements for communicating with stakeholders

The Civil Contingencies Act provides the framework for civil protection in the United Kingdom.
 The Act sets out roles and responsibilities for those involved in emergency preparation and response.

Part 1 of the Act deals with preparations for local emergencies by local responders  who are required to:

· assess the risk of emergencies;

· put in place emergency plans;

· inform the public about civil protection matters and warn and advise the public in the event of an emergency;

· share information and co-ordinate with other local responders;

· provide advice and assistance to businesses and voluntary organisations about business continuity.

Part 2 deals with serious emergencies that affect a larger geographical area, one of the English regions or other constituent part of the UK (Wales, Scotland, Northern Ireland).

The Act defines emergency as an event or situation that threatens serious damage to human welfare, the environment or the security of the United Kingdom. 

The Act categorises and lists responders and their responsibilities. Category 1 responders include police, fire, ambulance services, local authorities, NHS bodies. Category 2 includes the Health and Safety Executive, transport and utility companies. 

Category 2 responders are regarded as “co-operating bodies” who are less likely to be involved in the heart of planning work but will be heavily involved in incidents that affect their sector. Category 2 responders have a lesser set of duties – principally in co-operating and sharing relevant information with other Category 1 and 2 responders.

In addition to the Civil Contingencies Act, other legislative and regulatory measures make provision for stakeholder involvement in risk management. For example, the Seveso II Directive (96/82/EC) is implemented in the UK by the Control of Major Accident Hazards (COMAH) Regulations 1999. Operators of establishments where dangerous substances are used or stored must produce a safety report and an on-site emergency plan and the local authority must produce an off-site emergency plan. The public must be told of safety measures and what to do in the event of an accident. The competent authority for implementation of the regulations is jointly the Health and Safety Executive and the Environment Agency in England and Wales, and the Health and Safety Executive and the Scottish Environment Protection Agency in Scotland.

An important difference between the COMAH regulations and the Seveso II directive, however, is that while the COMAH regulations require operators to supply information to the public, Article 11.3 of the EC directive requires Member States to ensure that emergency plans are drawn up in consultation with the public.

4.6.3 Risk management and risk communications

Under the Civil Contingencies Act, Category 1 and 2 responders have a duty to share information with other Category 1 and 2 responders. The Civil Contingencies Act allows exceptions from the supply of information if it is sensitive. Sensitive information is prejudicial to national security or public safety, commercially sensitive or personal information (under the Data Protection Act 1998).

The UK government regards information sharing as a crucial element of civil protection, underpinning all forms of activity.
 Nevertheless, it says some information should be controlled if its release would be counter-productive or damaging in some other way. The government says it works with many organisations to put as much information as practical about their industry's civil protection arrangements into the public domain. To this end, the UK Resilience group in the Cabinet Office also manages the “Preparing for Emergencies” website (www.pfe.gov.uk) which is specifically targeted at the public, businesses and voluntary organisations. This website aims to inform these audiences about risk, and to share information between all sectors about the risks facing the UK and how they should be managed. The UK government engages with the private sector through a number of forums, such as the Business Advisory Group on Civil Protection
, to ensure continuous dialogue on civil protection matters. UK Resilience also aims to ensure all organisations have clear and effective risk assessment processes in place.

Risks are defined as those hazards (i.e., non-malicious events such as flooding) or threats (i.e., malicious events such as terrorist attacks) which could adversely affect an organisation and its ability to carry out its functions.

The government advocates a six-step risk assessment process, which can be split into three phases:

1. Contextualisation involves defining the nature and scope of the risk and agreeing how the risk management process will be undertaken.

2. Risk evaluation covers the identification of those threats and hazards that present significant risks, analysis of their likelihood and impacts, and the combination of these values to produce overall risk scores.

3. Risk treatment involves deciding which risks are unacceptably high, developing plans and strategies to mitigate these risks, and then testing the plans and any associated capabilities.

Risk assessment is expected to drive emergency and business continuity plans, which are then tested through audit and validation exercises. Regular updating of the risk assessment may lead to revision of plans and further testing. 

Category 1 responders have a statutory duty to publish their risk assessments.

The Act imposes a duty on Category 1 responders only to maintain arrangements to warn, inform and advise the public. In practice, Category 2 responders and the Met Office, Defra
 or the Food Standards Agency have a role in these arrangements in relation to particular emergencies. In some cases, a Category 2 responder or the Met Office, Defra or the Food Standards Agency take the lead role.

In addition to the Met Office and Food Standards Agency, other examples of government entities engaged in risk communication include the Health & Safety Executive (HSE), which publishes information to help employers to manage and communicate risk to their organisations and employees.
 They also publish information specific to these audiences on specific risks of emergencies, such as pandemic flu.
 The Environment Agency, as another example, publishes a lot of information about managing the risks of drought and flooding.
 This includes maps of areas at high risk of floods, a flood hotline for advice, and details of water companies’ drought plans. 

Recently, the UK government has taken some new initiatives in its communication with the public on the risk of terrorism, which was the subject of a statement made in early 2006 by the Home Secretary to Parliament regarding the Government's Counter-Terrorism Strategy.
 A month later, in August 2006, the government made public its terrorism threat levels system and now communicates the current terrorist threat level status via government websites.
 

The government has embedded the notion of assessing and managing risk far beyond specific natural or manmade emergencies. In fact, risk and how to manage it now is an element in the  policy-making process, which is supposed to take into account any identified or identifiable risks and uncertainties before a decision is taken to pursue a particular policy option. This embedding of risk assessment and risk management is underpinned by numerous studies.
  

4.6.4 Co-ordination of risk communications 

The government identifies risks to the UK as a whole over a five-year period, and assesses their likelihood and impact. This forms the basis for decisions about emergency preparedness. The national risk assessment process feeds into the devolved administrations (Wales, Scotland, Northern Ireland), regional and local levels. The government provides guidance to regional and local resilience forums (RRFs, LRFs) on the likelihood of emergencies. Regional risk assessments build on the local risk assessments produced by LRFs.

Under the Civil Contingencies Act, Category 1 and 2 organisations come together to form Local Resilience Forums (LRF) in order to help co-ordination and co-operation between responders at the local level.

The Civil Contingencies Secretariat is responsible for relations with other EU and NATO partners on international civil protection issues. 

As noted above, Australia is quite frank about the difficulties and failures in achieving effective co-ordination. The UK too seeks to improve co-ordination. In considering lessons to be learnt from its response to the 7 July 2005 bombings, one of them concerned co-ordination (in this case, enhancing the role and effectiveness of media co-ordination in government).

4.6.5 Good practices

The government provides guidance on good practices in risk communication, notably in its 80-page document entitled Communicating Risk which can be found on the UK Resilience website.
 

The document is aimed at those involved in policy planning and development, those who provide information to the public, and those engaged in risk management and business continuity planning. It says an essential part of managing risk is risk communication in terms of openness and transparency, understanding and engaging stakeholders, and providing balanced information to allow the public make decisions on how to deal with risk.

It has chapters on the importance of risk communication, understanding how the public reacts to risk, how the media reacts, seven steps for creating a risk communication strategy, and effective communication. It also has several annexes, including one on methods for involving the public. 

The guidelines say that, provided it is genuinely a two-way process, communication with the public can also help government departments to handle risk more effectively:

· It can help to prevent crises from developing.

· It can lead to better decisions about how to handle risks.

· It can help ensure smoother implementation of policies to tackle risks.

· It can help to empower and reassure the public.

· Over time, it can help to build trust in Government and in the information it provides.

Engaging a wide range of stakeholders and the public in risk decisions can help ensure that decisions take account of a wide range of views and experience. It can also help departments to spot aspects of a risk that might otherwise have gone unnoticed and/or where action taken to tackle a risk could have a knock-on effect on others.

Widespread engagement of stakeholders also requires departments to open their decision processes to public scrutiny. This creates a powerful incentive to base decisions on sound evidence and analysis, which in turn can lead to better, more focused decisions.

The following are examples of good practice in risk communications extracted from Communicating Risk. 

The policy development process needs to be structured to enable two-way communication to take place at the start, before solutions have been formulated and proposed.
 

Market research techniques [may be needed] to identify potential public concerns about risks or policy proposals … It may also require targeted initiatives to engage and involve marginalised groups, where they are affected by a potential risk and where their views are unlikely to be obtained through conventional consultation.

Avoid providing categorical assurances where facts are uncertain or unknown … Where uncertainty exists, there is no harm in admitting it, provided a clear indication is given of the steps being taken to resolve or reduce that uncertainty.
 

Understanding how people view risk is often as important as understanding the risk itself. Individuals sometimes have a very different perspective from experts. This is not always because of a different interpretation of the facts. In some cases, their views can be based on entirely different assumptions and values. 
 

People are likely to want different things from Government at different stages of the risk management process, and the public's needs may be different from those of other stakeholders such as non-Government organisations (NGOs). However it is possible to identify some "core" communication needs:

Information 
Information about the nature of the risk, i.e. its likelihood and potential consequences

Information about the reliability of risk assessments, including information on where the facts are uncertain or disputed, or where assessments are based on assumptions or opinions

Information about who is responsible for managing the risk

Information about the choices and options open to them to control their exposure to the risk or mitigate the consequences

Assurance
Assurance that advice and decisions are based on robust information and analysis, and that action is being taken to reduce uncertainty

Assurance that the necessary procedures are in place to manage the risk

Assurance that those responsible for assessing and managing the risk are exercising leadership, acting competently and in the public interest

Involvement   An opportunity to be involved in the process of assessing the risk and in deciding what action to take.
 

A balanced responsiveness is needed to ensure that views of organised and vocal interest groups does not lead to less attention being paid to the interests of other less vociferous stakeholders. 
 

Communication needs to take place throughout the risk management process. 
 

Where issues are contentious, the debate will need to go beyond technical discussions of the probability and impact of risks, and explore issues such as the distribution of risks and benefits, the availability of choice, and people's willingness to accept the risks. 
 

Seek [the public’s] views about whether risk management processes are working and whether risks remain under control.
 

The following are Seven Steps to help you design your [risk communication] strategy, put it into effect, and to evaluate and maintain it.

Step One               Establish a team/network

Step Two              Decide what you want to achieve

Step Three            Get to know who the stakeholders are

Step Four              Decide what form of consultation to use

Step Five               Engage and involve your stakeholders

Step Six                 Monitor and evaluate your strategy

Step Seven             Maintain the policy communication strategy.
 

Is there a problem other than the hazard itself – e.g., is there a public confidence issue?

Before engaging with stakeholders, it is important to be very clear on two issues. First, what it is you want to achieve from the consultation. The form of the consultation, and the terms of the engagement depend very much on this… Second, … be clear about what you want participants to contribute to the process, what they will gain from taking part, and the extent to which their input can influence decision-making.
 

There are two main forms of public involvement:

Consultation: a two-way relationship in which Government asks for and receives citizens' feedback on policy proposals.

Participation: a relationship based on partnership with Government in which citizens actively participate in defining the process and developing the policy.
 

Public involvement methods include:

· questionnaires

· surveys (paper-based, by telephone/ on the street, online)

· focus groups

· reconvened focus groups (groups meet more than once over a period of time)

· interviews

· citizens' juries

· workshops

· consensus conferences.

Assess the impact of public involvement by asking

1. Those taking part: what do they feel they gained from the process? What do they see as the outcomes of the involvement? Do they feel they understand better the nature of the risks, and would they be able to deal with them? Do they feel their contribution has had an effect on policy making?

2.  Policy makers/communication experts: What have you changed as a result of the involvement? What do you now know you didn't know before? Was the Minister or key stakeholders influenced by the views given, if so how and what was their response? 
 

Regularly revisit your objectives, analyse your stakeholders and changes in their perceptions and keep a close watch on the media.
 

“Risk analyse” messages, thinking through who they might alienate and why, and the responses they are likely to elicit from different people.
 

Identify who is best placed to deliver the messages … Who should deliver messages will depend on the nature of the messages to be imparted and the expectation of the public… Where there is primarily a need for leadership and reassurance, or a need for Government to justify its decisions, therefore, people will look to Ministers to deliver the messages, and it will not go down well if they are invisible… However, where the need is for information to help people make their own decisions, Ministers may not be best placed to give it, because public attitude research shows that they are not always trusted. In these circumstances it may be better to use a respected independent source to give that information. 
 

Ensure that your own public enquiry points are fully briefed, kept up to date, and if necessary reinforced with extra staff.

Don't wait for a crisis to happen, do a media audit to identify which of the media is interested in your policy, and produce a list of contacts. From this –

· create your “lobby” – a well-informed, authoritative corps of journalists, e.g., specialists in health, science, the environment, home affairs – who you will keep engaged through briefings and other opportunities

· ensure national editors and those who form opinions – leader writers and columnists – are fully briefed on major risks

· make sure the local and regional editors and specialist correspondents from both the written and electronic media are involved and kept fully in the picture. 
 

Identify where there is a lack of information, and where messages are not being understood… you may need to do more formal attitude research to take public opinion soundings, on concerns and fears, feelings of whether messages are being understood, the means of communication are the right ones and where there are information gaps. 
 

The UK government has produced various documents on risk communications or some aspect of that process. They also contain good practices. One of the earlier documents is Risk Communication: A Guide to Regulatory Practice.
 

Regulatory bodies should identify and engage with all those interested in and affected by each risk issue. They should seek to understand their attitudes to risks and risk control measures. Their views and preferences should be incorporated into policy and practice. Where practical and appropriate those affected should be involved in or empowered to take decisions about risks and their control.

Don’t pretend that your consultation will lead to decisions which satisfy everybody, but do let people know how you will use their input. 

Make sure your definition of options for regulatory action includes the communication needed to implement them effectively. Evaluation should take full account of how people’s responses might affect the outcome.

Urgency may be needed, but so also is effective co-ordination. Make sure authoritative advice can be provided on possible impacts on people, prior to releasing significant risk information.

Provide a clear explanation as to why you chose the risk management option you did – what were the options, and the pros and cons that led to your choice.

Listen for any feedback. This will enable you to check how your messages have been received and acted on, and help you to adapt and develop your communications both to meet audience needs and as [a crisis] situation develops.

The UK Cabinet Office has produced a Code of Practice on Consultation which also provides some sound advice (good practice) relevant for involving stakeholders in the risk management process.
 Here are a few extracts.

“Effective consultation is a key part of the policy-making process. People’s views can help shape policy developments and set the agenda for better public services. But we also need to make the process of consultation less burdensome and easier for people to engage with.” Forward by Tony Blair.

The six consultation criteria

1. Consult widely throughout the process, allowing a minimum of 12 weeks for written consultation at least once during the development of the policy.

2. Be clear about what your proposals are, who may be affected, what questions are being asked and the timescale for responses.

3. Ensure that your consultation is clear, concise and widely accessible.

4. Give feedback regarding the responses received and how the consultation process influenced the policy.

5. Monitor your department’s effectiveness at consultation, including through the use of a designated consultation co-ordinator.

6. Ensure your consultation follows better regulation best practice, including carrying out a Regulatory Impact Assessment if appropriate.

These criteria must be reproduced within all consultation documents.

The code and the criteria within it apply to all UK public consultations by government departments and agencies … UK non-departmental public bodies and local authorities are encouraged to follow this code.

Though the code does not have legal force, and cannot prevail over statutory or mandatory external requirements (eg under European Community law), it should otherwise generally be regarded as binding on UK departments and their agencies, unless Ministers conclude that exceptional circumstances require a departure from it… Any deviation from this code must be highlighted in the consultation document and should state the Minister’s reasons for departing from the code.

Written consultation is not the only or even always the most effective means of consultation. Other forms of consultation may help in this process. These might include:

· stakeholder meetings;

· public meetings;

· web forums;

· public surveys;

· focus groups;

· regional events; and

· targeted leaflet campaigns.

Provide a list of consultees as an annexe to your consultation document and ask for suggestions of other interested parties who should be consulted.

Explicitly state both who to respond to and who to direct queries to, giving a name, address, telephone number and e-mail address. 

Explicitly state whom to contact if respondents have comments or complaints about the consultation process. This should be someone outside the team running the consultation, and is likely to be the consultation co-ordinator for the department.

The consultation document should state the date when, and the web address where, the summary of responses will be published. As far as possible this should be within three months of the closing date of the consultation. Those without web access should be able to request a paper copy of this summary. Feedback should also be available in formats which are appropriate to the audience.

The summary should give an analysis of the responses to questions asked: for each question there should be a summary of responses to that question and then an explanation of how it is proposed to change the proposal in light of the responses received. There should also be information provided on themes that came out of the consultation which were not covered by the questions.

Wherever possible the summary of responses should also include a summary of the next steps for the policy, including reasons for decisions taken.

Each department should have a nominated consultation co-ordinator, who should ensure that the consultation code is followed. They should act as an adviser to those conducting consultation exercises.

Consultation should be evaluated for effectiveness, looking at numbers and types of responses, whether some methods of consultation were more successful than others, and how the consultation responses clarified the policy options and affected the final decision.

This evaluation should be used to inform future consultations in the department, and lessons learnt can be disseminated across government.

The consultation co-ordinator should collate information regarding how many national consultations the department has carried out and any deviations from the code, with the reasons given for these. This data should be available for the Cabinet Office to collate annually, and will be made available to the public.

Consider any unintended consequences of the proposal and ask respondents to highlight these in their response.

When consulting, ensure that you ask about the practical enforcement and implementation issues of your policy, including asking respondents for alternative approaches to implementation.

4.7 USA

4.7.1 Who is responsible for risk management?

Like most other countries, risks in the United States are typically managed at the lowest possible geographic, organisational and jurisdictional level. A state governor may request the President to declare a major disaster or emergency if the governor finds that effective response to the event is beyond the combined response capabilities of the state and affected local governments. In the event of “Incidents of National Significance”,
 the combined expertise and capabilities of government at all levels, the private sector and nongovernmental organisations may be required to prevent, prepare for, respond to and recover from such incidents.

If the primary responsibility for an emergency response rests with the federal government, the President may unilaterally direct the provision of assistance under the Stafford Act
 and will, if practicable, consult with the state governor.

The Homeland Security Act of 2002 established the Department of Homeland Security (DHS) to reduce the vulnerability of the United States to terrorism, natural disasters and other emergencies. The act also designates DHS as “a focal point regarding natural and man-made crises and emergency planning.” The Federal Emergency Management Agency (FEMA), located within the DHS, is the lead agency.

The US Attorney General has lead responsibility for criminal investigations of terrorist acts or terrorist threats by individuals or groups inside the United States, or directed at US citizens or institutions abroad.

The Secretary of State is responsible for co-ordinating international prevention, preparedness, response and recovery activities relating to domestic incidents and for the protection of US citizens and interests overseas.

During an “incident of national significance”, other federal departments or agencies may play primary, co-ordinating and/or support roles based on their authorities and resources and the nature of the incident.

Several federal agencies have independent authorities to declare disasters or emergencies. For example, the Secretary of Health and Human Services has the authority to declare a public health emergency.

Owners or operators of certain regulated facilities or hazardous operations may bear responsibilities under the law for preparing for and preventing incidents from occurring, and responding to an incident once it occurs. For example, federal regulations require owners and operators to maintain emergency preparedness plans, procedures and facilities and to perform assessments, prompt notifications and training for a response to an incident.

The Information Analysis and Infrastructure Protection (IAIP) division has primary authority for threat and event risk analysis and risk management within DHS, although other DHS organizations – such as the US Secret Service, the DHS – Office of State and Local Government Coordination and

Preparedness (OSLGCP), and the Border and Transportation Security Directorate – also engage in risk management. DHS/IAIP responsibilities include:

· Analysing and integrating information from all available sources [italics added] to identify, assess, detect and understand terrorist threats against the United States;

· National Infrastructure Protection Plan (NIPP) for securing critical infrastructure and key resources, such as telecommunications and power. 

Roles and responsibilities for dealing with a major risk event (or incident of national significance, to use the US terminology) are spelled out in the National Response Plan (NRP). The NRP is an all-discipline, all-hazards plan that provides a single, comprehensive framework for the management of domestic incidents. Developed as the result of a Presidential directive, it provides the structure and mechanisms for the co-ordination of federal support to state, local and tribal incident managers. The NRP covers the prevention of, preparedness for, response to and recovery from terrorism, natural disasters, man-made hazards and other major emergencies.

The NRP represents a national framework in terms of both product and process. The NRP development process included extensive vetting and co-ordination with federal, state, local and tribal agencies, non-governmental organisations, private sector entities, first-responders and emergency management communities across the country. The NRP incorporates “best practices” from a wide variety of incident management disciplines to include fire, rescue, emergency management, law enforcement, public works and emergency medical services.

The National Response Plan, promulgated in 2003, has, however, been subject to criticism for being overly bureaucratic and riddled with acronyms. It was put to the test in the response to Hurricane Katrina, but came up short, according to a report prepared by President Bush’s homeland security adviser and released in February 2006.
 Among the shortcomings, the report says, was that “key decision-makers at all levels simply were not familiar” with the National Response Plan, resulting in “ineffective co-ordination”. It called for implementation of a new “National Preparedness System” and a rewrite of the National Response Plan so it is workable and clear. “We will require officials at all levels to become familiar with it,” said the homeland security adviser.  

4.7.2 Legislative or regulatory requirements for communicating with stakeholders

Among the major statutes, Executive orders and Presidential directives relevant to the NRP are the following:

· The Homeland Security Act of 2002

· The Stafford Act, 1974 

· The Public Health Security and Bioterrorism Preparedness and Response Act of 2002

· The National Emergencies Act, 2003

· Emergencies Involving Nuclear Materials, 18 U.S.C. § 831(e)(2002)

· The Public Health Service Act, 42 U.S.C. §§ 201 et seq

· Executive Order 13354, 69 Fed. Reg. 53589 (2004). This order establishes policy to enhance the exchange of terrorism information among agencies and creates the National Counterterrorism Center as the primary federal organisation for analysing and integrating all intelligence information pertaining to terrorism and counterterrorism.

· Executive Order 13356, 69 Fed. Reg. 53599 (2004). This order concerns requires the CIA to develop common standards for the sharing of terrorism information with other agencies within the intelligence community and, in coordination with DHS, appropriate authorities of state and local governments.

· Executive Order 12472, 49 Fed. Reg. 13471 (1984), Assignment of National Security and Emergency Preparedness [NSEP] Telecommunications Functions, as amended by Exec. Order 13286, 68 Fed. Reg. 10619 (2003). This order consolidated several directives covering NSEP telecommunications into a comprehensive document explaining the assignment of responsibilities to federal agencies for co-ordinating the planning and provision of NSEP telecommunications. The fundamental NSEP objective is to ensure that the federal government has telecommunications services that will function under all conditions, including emergencies.

· Homeland Security Presidential Directive-5: Management of Domestic Incidents, February 28, 2003. This directive establishes a single, comprehensive national incident management system.

Apart from the legislative or regulatory requirements with regard to “incident management”, the principles of risk assessment, risk management and risk communications are well understood and widely accepted. 

DHS works with other federal departments and agencies, state and local governments, and the private sector to encourage active citizen participation and involvement in preparedness efforts and identify best community practices for integrating private citizen capabilities into local preparedness efforts.

In 1994, President Clinton, Congress and the National Academy of Sciences appointed a multidisciplinary commission to set principles for making good risk management decisions and for actively engaging stakeholders in the process. It published a two-volume report in 1997. Therein, it defined risk management as “the process of identifying, evaluating, selecting, and implementing actions to reduce risk to human health and to ecosystems. The goal of risk management is scientifically sound, cost-effective, integrated actions that reduce or prevent risks while taking into account social, cultural, ethical, political, and legal considerations.” [Italics added.] The commission noted the growing recognition that decision-making is improved by the involvement of those affected by risk problems (“stakeholders”).
 

It defined stakeholder as “anyone who has a ‘stake’ in a risk management situation. Stakeholders typically include groups that are affected or potentially affected by the risk, the risk managers, and groups that will be affected by any efforts to manage the source of the risk.”
 Examples of stakeholders cited by the commission include community groups, representatives of different geographic regions, representatives of different cultural, economic or ethnic groups, local governments, public health agencies, businesses, labour unions, environmental advocacy organisations, consumer rights organisations, religious groups, educational and research institutions, state and federal regulatory agencies and trade associations.

Experience shows that risk management decisions made in collaboration with stakeholders are more effective and durable. With their information, knowledge, expertise and insights, stakeholders can help craft workable solutions. Stakeholders are more likely to accept and implement a risk management decision if they have participated in shaping it. The commission report cites a 1996 public opinion poll, showing that 80 per cent of US citizens think that the responsibility for controlling risks should be shared by government, businesses, communities and individuals and that government at all levels should involve citizens.
 

The commission says that stakeholder collaboration is important in risk management because there are many conflicting interpretations about the nature and significance of risks. Collaboration provides opportunities to bridge gaps in understanding, language, values and perceptions. It facilitates an exchange of information and ideas that is essential for enabling all parties to make informed decisions about reducing risks. Collaboration does not require consensus, but it does require that all parties listen to, consider and respect each other’s opinions, ideas and contributions.

The commission listed seven benefits of engaging stakeholders. It 

1. supports democratic decision-making.

2. ensures that public values are considered.

3. develops the understanding needed to make better decisions.

4. improves the knowledge base for decision-making.

5. can reduce the overall time and expense involved in decision-making.

6. may improve the credibility of agencies responsible for managing risks.

7. should generate better accepted, more readily implemented risk management decisions.

Involving stakeholders and incorporating their recommendations where possible reorients the decision-making process from one dominated by regulators to one that includes those who must live with the consequences of the decision. This not only fosters successful implementation, but can promote greater trust in government institutions, said the commission.

Involved stakeholders are more likely to understand and support the decision and to have developed the relationships, knowledge, communication channels, and administrative mechanisms to work together on implementing the decision.

As with other stages of the risk management process, evaluation will benefit if stakeholders are involved, helping to:

· establish criteria for evaluation, including the definition of “success.”

· assure the credibility of the evaluation and the evaluators.

· determine whether an action was successful.

· identify what lessons can be learned.

· identify information gaps.

· determine whether cost and benefit estimates made when evaluating the risk management options were reasonable.

The commission made several recommendations, one of which was that regulatory agencies should fully use their existing discretionary authority to expand stakeholder involvement in the development and implementation of solutions to environmental problems.

The commission put an “emphasis on collaboration, communication, and negotiation in an open and inclusive process among stakeholders so that public values can inform and influence the shaping of risk management strategies. Stakeholder involvement can help generate decisions that are more pragmatic and more readily implemented than decisions made without considering the diversity of interests, knowledge and technical expertise among stakeholders.

4.7.3 Risk management and risk communications

The NRP promotes “incident communications” as the approach used to manage communications with the public during “Incidents of National Significance”. Incident communications bears the hallmarks of emergency communications rather than risk communications in the sense that it does not put emphasis on the participation of stakeholders in decision-making with regard to risk assessment and risk management. 

Incident communications, according to the NRP, involves:

· Control: Identification of incident communications co-ordinating, primary and supporting departments and agency roles, and authorities for release of information.

· Co-ordination: Specification of interagency co-ordination and plans, notification, activation and supporting protocols.

· Communications: Development of message content such as incident facts, health risk concerns, pre-incident and post-incident preparedness recommendations, warning issues, incident information, messages, audiences and strategies for when, where, how, and by whom the messages will be delivered. During an incident, federal, state, local and tribal authorities share responsibility for communicating information regarding the incident to the public.

While “incident communications” is somewhat different from risk communications – it appears to mean one-way communications in the above cited passage – it has some attributes of good risk communications in the sense that communications are to be co-ordination with certain stakeholders. 

The practice of risk communications, as it is defined by the ISO and as it was promoted in reports published by the National Academies Press,
 can be found in the risk assessment and risk management processes followed in individual department and agencies. For example, the Nuclear Regulatory Commission has published guidelines on its website.
 So has the Agency for Toxic Substances and Disease Registry (ATSDR).
 

FEMA has also produced guidelines on effective communication,
 but these guidelines relate more to the one-way dissemination of communications. Such is also the case in the instance of a guide for the media produced by the Department of Health and Services. There is a chapter on risk communication. The guide says communicating risk in the most responsible and accurate way during an emergency will be an ongoing challenge for the government—and the media… the media and public health officials share the same goal—quickly providing the public with accurate information.
 Hence, the report implicitly equates risk communications with the conveying of information, and embraces emergency communications as a facet of risk communications. 

In the chapter on risk communications is a kind of mission statement, in which the Department of HHS says it is committed to providing accurate and timely information to affected audiences, including state, local, and tribal governments; the media; the private sector; and the local populace. Communication with special needs audiences, including hearing and sight impaired populations or people with other disabilities; non-English speaking populations; and low-literacy audiences is a high priority in a public health emergency. In the case of terrorism or a severe public health emergency where several other federal agencies are involved, HHS will coordinate its response with other federal agencies as well as through the federal Joint Information Center.

4.7.4 Co-ordination of risk communication 

During actual or potential risk events (“Incidents of National Significance”), the overall co-ordination of federal incident management activities is executed through the Secretary of Homeland Security. Other federal departments and agencies carry out their incident management and emergency response responsibilities within this overarching framework.

In response to a presidentially-declared disaster, FEMA may work with up to 28 federal agencies and the American Red Cross to provide assistance.
 These agencies provide state and local governments with personnel, technical expertise, equipment and other resources, and assume an active role in managing the response.

To co-ordinate the federal efforts, FEMA recommends and the President appoints a Federal Co-ordinating Officer (FCO) for each state affected by a disaster. The FCO and the state response team set up a Disaster Field Office (DFO) near the disaster scene. From there, federal and state personnel work together to carry out response and recovery functions. These functions are grouped into 12 Emergency Support Functions (ESFs), each headed by an agency supported by other agencies. 

The Office of Public Affairs in the DHS co-ordinates messages with public affairs representatives from all involved departments and agencies.

A Joint Information Center (JIC) is a central point for co-ordination of incident information, public affairs activities, and media access to information regarding the latest developments. In the event of a potential or actual Incident of National Significance, JICs are established to co-ordinate federal, state, local, tribal, and private-sector incident communications with the public. Major announcements, daily briefings, and incident updates from the JIC are co-ordinated through DHS Public Affairs, affected State, local, and tribal leadership, and the interagency core group prior to release… The JIC may be established at an on-scene location.

An incident of national significance may have international impacts that call for co-ordination and consultations with foreign governments and international organisations. The Department of State has the lead responsibility in managing the international aspects of a domestic incident.

The federal government encourages co-operative relations between private-sector organisations and state, local, and tribal authorities regarding prevention, preparedness, mitigation, response and recovery activities related to incidents of national significance. It works on incident planning, communication and operational execution activities with these entities.

The federal government encourages processes that support informed co-operative decision-making… The federal government encourages extensive two-way sharing between the public and private sectors of operational information and situational awareness relative to potential or actual Incidents of National Significance… In certain circumstances, federal law requires appropriate authorities to include private-sector representatives in incident management planning and exercises; when not required, it encourages such participation whenever practical.

In many communities, private-sector owners and operators co-ordinate their security, business continuity and contingency plans with state, local, and tribal governments’ emergency response plans. A number of industry sectors have developed information-sharing arrangements to facilitate co-ordination with governments.

In the wake of Hurricane Katrina in September 2005, FEMA and its parent agency, the Department of Homeland Security, were in charge of co-ordinating 14 federal agencies with state and local authorities. But New Orleans mayor Ray Nagin complained that there were too many “cooks” involved.

Over the past several years, the Centers for Disease Control and Prevention (CDC) has been developing several national networks to encourage and facilitate the sharing of information within the public health community. The networks are designed to help health officials and hospitals around the country share information both before and during public health emergencies.

The Health Alert Network (HAN)
, which was introduced by CDC in 1998, is a nationwide, integrated electronic information and communications system for the distribution of health alerts, prevention guidelines, national disease surveillance, and laboratory reporting. HAN is a collaboration between CDC, local and state health agencies, and national public health organisations. It allows for the sharing of information between state, local and federal health agencies as well as hospitals, laboratories and community health providers.
 

4.7.5 Good practices

The National Response Plan contains a list of actions with regard to communications that should be undertaken within the first hour, first day, first week of an incident.

Preparedness as it relates to incident communications with the public includes:

· Evacuation, warning, or precautionary information to ensure public safety and health;

· Public education and supporting documentation;

· Federal, State, local, and tribal incident communications;

· Media education, including weapons of mass destruction (WMD) information;

· Exercises and training with risk communications;

· Identifying subject-matter experts for availability during an incident;

· Preparation and readiness to develop and deploy public service announcements and health advisory information; and

· Testing and coordination of emergency broadcast and alerting systems.

Questions that can help identify potential stakeholders include:

· Who might be affected by the risk management decision? (This includes not only groups that already know or believe they are affected, but also groups that may be affected but as yet do not know this.)

· Who has information and expertise that might be helpful?

· Who has been involved in similar risk situations before?

· Who has expressed interest in being involved in similar decisions before?

· Who might be reasonably angered if they are not included?

The commission produced “Guidelines for Stakeholder Involvement”, as follows:

· Regulatory agencies or other organizations considering stakeholder involvement should be clear about the extent to which they are willing or able to respond to stakeholder involvement before they undertake such efforts. If a decision is not negotiable, don’t waste stakeholders’ time.

· The goals of stakeholder involvement should be clarified at the outset and stakeholders should be involved early in the decision-making process. Don’t make saving money the sole criterion for success or expect stakeholder involvement to end controversy.

· Stakeholder involvement efforts should attempt to engage all potentially affected parties and solicit a diversity of perspectives. It may be necessary to provide appropriate incentives to encourage stakeholder participation.

· Stakeholders must be willing to negotiate and should be flexible. They must be prepared to listen to and learn from diverse viewpoints. Where possible, empower stakeholders to make decisions, including providing them with the opportunity to obtain technical assistance.

· Stakeholders should be given credit for their roles in a decision, and how stakeholder input was used should be explained. If stakeholder suggestions were not used, explain why. 

· Stakeholder involvement should be made part of a regulatory agency’s mission by:

– Creating an office that supports stakeholder processes.

– Seeking guidance from experts in stakeholder processes.

– Training risk managers to take part in stakeholder involvement efforts.

– Building on experiences of other agencies and on community partnerships.

– Emphasizing that stakeholder involvement is a learning process.

· The nature, extent, and complexity of stakeholder involvement should be appropriate to the scope and impact of a decision and the potential of the decision to generate controversy.

The commission said risk managers should work to:

• Identify all stakeholder groups as early as possible in the risk management process, beginning with the problem/context stage.

• Determine the optimal process for stakeholder involvement.

The commission was saying more than just giving stakeholders the opportunity to become involved. Rather, it said to ensure their participation some incentives might be necessary:  “For example, some community stakeholders have received child care and transportation expenses or funding for technical reviews. Some industry stakeholders could be attracted by the potential for reduced reporting requirements or more efficient permitting. Sometimes, industry stakeholders cover the expenses of community stakeholders through mechanisms such as community advisory groups. 

It noted that not all risk management decisions will benefit from extensive stakeholder collaboration. The nature and complexity of stakeholder involvement should be consistent with the:

• Complexity, uncertainty, impact, and level of controversy associated with the decision to be made.

• Urgency with which the problem must be addressed.

• Extent to which participants can have a genuine influence on the decision. If the decision is really not negotiable, stakeholders’ time should not be wasted.

5 Case studies 

5.1 Introduction 

This chapter contains an analysis of risk communication practices in three systemic risk domains in four countries.
 STARC partners conducted in-depth interviews with representatives from the chemical sector, with a particular emphasis on chemical wastes; the biotechnology sector, with a particular emphasis on genetically modified food and crops (GM food/crop); and the energy sector, with a particular emphasis on production and transport of nuclear energy. 

We start each case with a framework for each domain in the respective countries where we address questions of legislation and where we identify key actors who play significant roles in the respective domain. The data used in this report were drawn from public documents including legislation, reports generated by government agencies, private companies and civil society organisations (CSOs), articles published in the scientific literature as well as media reports. We contacted key institutions, regulatory agencies, companies and NGOs and, in total, conducted 32 interviews (normally face-to-face, sometimes by telephone and in two exceptional cases in writing) with senior risk decision-makers and risk communicators in four countries: France, Germany, Hungary and Switzerland. The interviews were carried out between January 2006 and April 2006. 

The semi-structured interviews were carried out on the basis of interview guidelines (two respectively, one for senior managers in companies and regulatory agencies and one for NGOs; see the annexes). The guidelines were developed to be complementary to the risk communications questionnaire sent to countries (see chapters 2 and 3 and Annex 1 of this report) and based on the first STARC report on the dimensions of risk communication. Semi-structured interviews have shown considerable benefit for addressing and understanding the actual practices of risk communication. In the analyses of the interviews, we have focussed on the following issues: 

Risk communication as a matter of fact and as an ideal 

· Definitions of risk communication 

· Objectives and target groups of risk communication

· Risk communication sources (which kind of expertise: scientific, technological only, or also social scientific expertise, risk perception studies, etc.)

· Timing of risk communication

Dealing with uncertainty and expertise 

· Kinds and sources of “legitimate” knowledge 

· Dealing with systemic risks (complex, uncertain, ambiguous)

Principles of reliability, transparency, availability and integrity in risk communication 

Stakeholders and public involvement

· Who are legitimate spokespersons?

· Interactions between the government, industry, NGOs and the public

· Trust and confidence in risk communication

· Principles of good governance 

Table of interviews

The persons whom we interviewed came from the organisations identified in the following table. Those marked with an asterisk were interviewed in writing for reasons of language or time. 

Chemical Waste

	
	Regulator
	Industry
	NGO

	France
	
	· CALAIRE CHIMIE. Calaire Chimie le Groupe : TESSENDERLO GROUP.

· ROHMHAAS. Chauny. 

ORGASYNTH UIC.
	

	Germany
	· State level: State Agency for Environmental Protection in Baden Württemberg 

· Local level: District Office Lörrach
	· BASF
	· Ökopol

	Hungary
	· Ministry for the Environment (2)
	· MAVESZ: Hungarian Chemical Industry Association*
	· Clean Air Action Group (CAAG) Hungary*

	Switzerland
	· National: Department for Chemical Waste, BAFU

· Local: Department for Environment and Energy, Basel-Stadt
	· IGDRB (Community of interests for the safety of waste sites at the region of Basel) 
	· Independent expert (advisor of government and NGOs such as Greenpeace)


GMOs

	
	Regulator
	Industry
	NGO

	France
	
	
	

	Germany
	· Federal Ministry for Food, Agriculture and Consumer Protection, BMELV (2)
	· Bayer Crop Science
	· Greenpeace Germany

	Hungary
	· METE
· Food Safety Office
	· (Monsanto refused)
	· ELTE Nature Conservation Club (ETK) 

	Switzerland
	· Department for Biotechnology, BAFU
	· Syngenta
	· Swiss Working Group on Genetic Engineering (SAG)


Electricity

	
	Regulator
	Industry
	NGO

	France
	
	· EDF
	

	Germany
	
	
	· Alliance for the environment and nature protection in Germany (BUND)

	Hungary
	· Hungarian Atomic Energy Authority
	· Demasz Hungary 

	· Greenpeace Hungary

	Switzerland
	· Main Directorate for the safety of nuclear plants (HSK)

· Paul Scherer Institute (scientific institution) 
	· Swisselectric 
	· Swiss Energy Foundation (SES) 


5.2 Risk communication in the chemical waste disposal sector 

5.2.1 France

5.2.1.1 National framing of chemical waste disposal in France 

Key institutions in the chemical sector

The chemical sector in France is controlled and regulated by three ministries: the Ministry of Ecology and sustainable development, the Ministry of Finance and Industry, and the Ministry of Interior. The Direction Réguional de l’Industrie et de la Recherche (DRIRE), under the Ministry of Ecology inspects classified installations. The inspectors are in charge of monitoring the industries using the Safety Study regulatory regime.    

The chemical industry sector includes some important companies such as Air liquide, BP, Arkema (Total), Innoven and Aventis as well as small and medium enterprises. 

The major industry associations are the Union des Industries Chimiques (UIC)
 and the Union des Industries Pharmaceutiques. These associations represent the biggest companies.

In order to assess and manage the risks, government and industry are assisted by expert institutions such as INERIS (Institut National de l’Environnement Industriel et des Risques) 
, IRSN (Institut National de Recherche et de Sécurité), ANDRA (Agence Nationale pour la Gestion des Déchets Radioactifs), IRSN (Institut de radioprotection et de sûreté nucléaire) and by the internal research centres of the different industries.

Other significant stakeholders 

Other stakeholders include the Civil protection authority, SDIS (Service départemental d'incendie et de secours) and the FFSA (French Federation of Insurance Companies) as well as the following:  

· Permanent Secretariats for the Prevention of Industrial Pollution (SPPPI). 

· Regional Division of Industry, of Research and of Environment (DRIRE)

· Committee of Hygien, of Security and Working Conditions “Comités d'Hygiéne de Sécurité et des Conditions de Travail” (CHSCT).

· Prefects, or their representatives 

· Interdepartmental services of defence and civil protection 

· Departmental services of fire and rescue 

· Services in charge of the inspection of the classified installations 

· Regional or departmental representatives of the equipment division (governmental administration); 

· Representative services in charge of the factory inspectorate, employment and vocational training (governmental administration)

· Local commissions of co-ordination (CLIC)

· Local Committees of Information and Safety (CLIS) 

· Local Committees of Information and Monitoring for nuclear power (CLIS) 

· Local Committees of Information and Exchange (CLIE) 

· Local Committees of Information and Dialogue (CLIC).

Legislative framework 

The Seveso II directive has strongly influenced the regulatory framework of the chemical industries. That is still true after the Toulouse accident (2001). In fact, in France, the Toulouse accident marks a turning point in the industrial risk prevention process. The accident caused more than 30 deaths in a radius of 500 meters, thousands were wounded and more than 26,000 residences were damaged in a radius of three kilometers. It also exposed the following needs:

· to control risks by acting on their source. This mainly consists in improving the way the risks control demonstration is carried out within the framework of the Safety Studies (SS).

· to reduce the vulnerability around Seveso sites (high threshold). This consists of using the experience of risk prevention plans, carried out in the context of natural hazards, and of proposing technological risk prevention plans (TRPPs). 

· to involve stakeholders more in the risk prevention process. This has meant 

· instituting a greater participation by employees in the risks control process, with a widening of the Health, Safety and Working Conditions Comity (HSWCC) missions;

· involving stakeholders more in risk prevention by means of the Local Committees of Information and Dialogue (LCIDs).

The above needs have been factored into the Law n° 2003-699 of 30 July 2003 concerning technological and natural risk prevention and damages compensation. This recent law must be considered using these complementary laws: 

· the Code de l'Environnement, Livre V, Titre 1er (previously Loi n° 76-663 du 19/07/1976 relative aux Installations Classées pour la Protection de l'Environnement);

· the Law n° 2002-276 of 27 February 2002 relative to "the democracy of proximity". This law insist on the importance of involving the local level (mayors, citizen) in the decision;

· the Law Bouchardeau n° 83-630 of 12 July 1983 relating to the "democratisation of the public investigations and the environmental protection";

· the Law Bataille 91-1381 of 30-12-1991. This law is related to the researches in the management of nuclear radioactive wastes. This law define three research axes: research of solutions that can help to separate or transmute the radio active long term elements, the study of the reversible or irreversible storage possibilities and the study of storage and conditioning of long term radioactive wastes; and     

· the Barnier decree of 29-12-2003 on the reinforcement of environment protection. This law specifies that environmental policies are inspired by the precautionary principle, i.e., that the lack of certainty and level of actual scientific and technical knowledge must not delay the adoption of effective and proportionate measures aimed at preventing a serious risk that might otherwise cause irreversible damage to the environment. 

5.2.1.2 Risk communication in the chemical waste disposal sector 

Definitions of risk communication 

In France, communication is considered as linked to a decision process and not to a risky object. For this reason, there is not a clear and consensual definition of “risk communication”. Risk communication has a different definition, but tends to be an “information process”.

Communication (concertation) has been defined as a dialogue as part of “a policy of consultation of the people concerned with a decision before it is taken. The dialogue consists in confronting the proposals of the building owner with the criticism of the interested actors (local people, associations…). The petitioner commits himself to listening to the opinions and suggestions of others and, if required, modifying his project to take account of their counter-proposals, or to even give it up completely…  “A consensus is an agreement between several people which implies the concept of assent. The term also indicates the agreement, even nonexplicit, of a strong majority of the public opinion.”
 
Target groups and objectives of risk communication 

	Target groups
	Objective

	Citizen in general
	Risk prevention

	Public administrations
	Demonstration of risk control

	Insurance services
	Risk prevention

	Revenue court
	Financial 

	Workers
	Risk prevention

	CHSCT
	Risk prevention, see law of 30 July  2003

	SPPPI
	Information and risk prevention

	CLIC
	Urbanisation control

	Media 
	Risk prevention


Risk communication sources 

The sources of risk communication plans are the safety studies, tiered expertise of the safety studies (the expertise of the safety studies), risk prevention plans (this is a new tool to control urbanisation around Seveso industrial plants).

Risk perception studies are rarely used as sources.

Timing of risk communication

Risk communication is a downstream step to risk assessment. That means that risk communication comes after risk assessment. 

5.2.1.3 Dealing with uncertainty and expertise 

In France, no clear process is defined to deal with systemic risks in the chemical sector. 

5.2.1.4 Reliability, transparency, availability and integrity in risk communication 

Reliability 

The information communicated to the citizen is based on regulatory documents (safety studies). Industry is in charged of communicating theses information to the citizen.   

Transparency

In view of the fact that “risk communication = risk information” in France, transparency is a transparency of decision. Industry informs the citizen about the risk, the potential consequences of accidents and major technological accidents. 

Availability

The CLIC and the SPPPI (see above) can have all the technical information they need from industy, government, local communities, associations, etc.

Integrity

The meaning of this notion for industry is linked to the “proximity to the local concerns of the population”. 

5.2.1.5 Stakeholders and public involvement

Who are legitimate spokespersons?

Typically, in the French chemical wastes sector, industry spokespersons are the head of the HSE division (Hygiène, Sécurité et Environnement) and/or the head of the communication division in an industy. 

Interactions between government, industry, NGOs and the public

These interactions are done within the Permanent Secretariats for the Prevention of Industrial Pollution (SPPPI), the CLIC structures or other similar structures. The SPPPI is an old structure created in the 1970s that has emerged from local concerns about industrial pollution. This structure is composed of representatives from government, industry and the local communities The SPPPI are still active in 2006. This shows the success of this kind of structures. 

The CLIC structures are recent. A decree published in February 2005 made effective their existence. As this structure was imposed by the law and is not a bottom-up structure (coming from local concerns about risk and pollution), it is too early to say if this structure will be successful or not. 

Trust and confidence in risk communication

Looking at the regulatory framework, it seems that trust can be instituted by informing the public about the risk. However, it seems that for some industries, trust and confidence are established by more proximity with the local citizen. 

Other principles of good governance 

Creating conditions for more proximity between the different stakeholders and public help to reinforce trust relations.

5.2.1.6 Identified risk communication strategies

The explosion at an AZF chemical storage plant in Toulouse on 21 September 2001 killed 30 people and injured nearly 9,000 more. The exact cause of the explosion, France’s worst industrial accident, was a matter of controversy for some months later, but a judicial enquiry determined that it was caused by human error, when a worker poured a chlorine compound into a stock of ammonium nitrate, thereby creating an explosive gas. The catastrophe was said to have cost the French government 228 million euros and TotalFinaElf, owner of AZF, more than 2 billion. More than that, it called into question the location of chemical waste plants in or near populated areas in France.

Risk communication was considered as an important part of the risk prevention and risk management process principally after the Toulouse catastrophe. More specifically, this catastrophe has shown that politicians and risk decision-makers are facing difficulties in managing technological risks. This situation is probably due to, on one hand, the complexity of the issue, and on the other hand, the citizen’s loss of trust in politics, since in a knowledge-based society, citizens expect more access to information and require transparent decision-making processes. Thus, the awareness of the general public about technological risks has increased as has the demand for effective, consistent and adequate risk management.

This catastrophe has shown that dialogue and consultation with the public and other stakeholders were not independent of the risk management process the objective of which is to ensure the long-term safety of the populace. Thus, maintaining an industrial activity is strongly dependent on the acceptance of the risks that it poses. 

In France, three approaches are used to involve and communicate with stakeholders in the risk prevention process.

The first is an information-based approach that gives indications and precision about the decisions that will be taken. In this approach, the opinion of the stakeholders (public or other) will not contribute to the decision. This approach is the most usually used. 

The second is an involvement-based approach that consists of identifying the stakeholders in the risk management process and giving them the necessary information to be “associated” with the decision process. This second approach is the basis of current practices in France (e.g., the communication phase of the risk prevention process is a linearly posterior phase to the risk analysis one; the use of the concept of  “grid of acceptability” within the framework of the safety studies, etc). 

The third consists in taking into account the opinion of stakeholdersupstream and during the decision-making process related to risk prevention. In France, this approach is becoming effective as a result of the Aarhus convention (1998) on “access to information, public participation in decision-making and access to justice in environmental matters” transposed nationally by the French law n° 2002-276 of 27 February 2002 relative to "the democracy of proximity" and, more recently, by the law n° 2003-699 of 30 July 2003 on "the prevention of technological and natural risks and compensation for damages". This latter law has been a big step in involving stakeholders (e.g., including the public, elected officials, etc.) in the decision-making processes related to the prevention of risks. Within this regulatory context, communication is understood as a “co-operative decision process”.

5.2.1.7 Summary of risk communication in the chemical industry in France 

In France, risk communication is often considered as “an information process”. Due to this, the people in charge of risk communication are not clearly identified (sometimes the HSE division and sometimes the communication division). Crisis communication seems to be clearer to stakeholders.

The Toulouse accident

The Toulouse accident
 has had a significant impact on the industrial risk prevention practices in France and revealed the inadequacy of the certain practices:  

· Insufficient information has been given to the public and there is a need for a stronger public involvement in risk management decisions. 

· The proximity of risky industrial sites to urbanised areas can worsen the consequences of major accidents. 

· Companies need to consider employees (including subcontractor employees) at risky factories and facilitate their contribution to the risk management process. 

· More adequate and effective systems for compensating victims are needed.

The Toulouse explosion marked a turning point in French regulation with the promulgation of the law n° 2003-699 of 30 July 2003 relating to the “prevention of technological and natural risks, and damages compensation”. 

In order to take measures concerning the lack of information and dialogue between stakeholders involved in the risk prevention process, but also in the decisions relating to the urbanisation around industrial sites presenting a high level of risk, the law of 30 July 2003 in France states that:

· in Article 21, the Prefect sets up a structure called the Local Committee of Information and Dialogue (CLIC) for any high threshold sites in line with the EC’s Seveso II directive. This structure is supported by the State;

· in Article 5, the CLIC elaborates technological risks prevention plans (PPRT);

· in Article 21, the CLIC must be provided technical information coming from safety studies (EDD) to know the probability of occurrence as well as the damages arising from accidents.

The CLIC is a recipient of technical information concerning risks as well as an active actor in decisions related to urbanisation control around high threshold Seveso sites.

Due to the fact that risk communication is assimilated within an information process, contradictory expertise does not seem to be a problem.

5.2.2 Germany

[Note: The industry interviewee was from a chemical production company, hence his replies need to be understood in this context, whereas the other respondents replied explicitly on chemical waste.]

5.2.2.1 National framing of chemical waste disposal in Germany 

The residues of the heavy industry and chemical industry in Germany have turned out to be a cost-intensive, long-lasting task for environmental protection. In addition to a multitude of industrial sites and disposal sites in need of rehabilitation, areas formerly used by the military and munitions sites possibly have to be classified as in need of rehabilitation today. 

The inventory compromises areas totalling about 500.000 hectares, which are problematic due to their military utilisation. These are former properties of the DDR’s National Volksarmee, NATO and the Bundeswehr. Areas, whose environmental damage also comes from military undertakings before and during the Second World War, need to be added. The collection of these “military relics” (“Militäraltlasten”) was completed in 1995. 

From these military relics, the so-called “armaments relics” (“Rüstungsaltlasten”) need to be distinguished: residue of chemical weapons, fire- and smoke-producing substances and ammunition storages hav been identified at 3,200 locations. 

Also problematic are areas classified as “civil relics” (“zivile Altlasten”), old deposits and abandoned industrial sites where harmful changes to the soil or other dangers to the public are suspected. This is mostly the consequence of industrial production and/or inappropriate waste disposal. Some 270,000 of these areas have been registered so far. The brown coal area around Bitterfeld is included in such areas.

Although the polluted areas emanate concrete risks for ground and drinking water, soil protection and the relics issue were treated as the stepchild of environmental policy for a long time. Only in the course of a precautionary environmental policy was the awareness for the relics issue gradually sharpened; since the late 1970s, the systematic collection, assessment, exploration and restoration of the sites in question was started. 

Legal framing

At the EU level, the issues of soil protection have not yet been conjointly regulated. In 2002, the Commission published a proposal on a soil protection strategy
 , the contents of which were specified according to the EU soil protection strategy (as contained in Decision No 1600/2002/EC
). The concepts formulated here (especially the harmonisation of assessment guidelines and standardised monitoring) were welcomed by the German Conference of Environment Ministers (“Umweltministerkonferenz” (UMK)). However, there is a fear that the EU directive could be less strong than the  previous German standards. 

The decisive German statutory provisions are defined in the Federal Act on Soil Protection (“Bundesbodenschutzgesetz” (BbodSchG))
 and in the Decree on Soil Protection and Relics (“Bodenschutz- und Altlastenverordnung” (BbodSchV))
. 

The Federal Act on Soil Protection of 1998 sets the legal standards for dealing with harmful changes to the soil and relics.
 In this, it has a twofold orientation: 

· first, a “protective function”: it defines a precaution obligation on all land owners which prescribes a sustainable usage and prevents new relics from developing;

· second, the “danger defence”task: if polluted areas emanate dangers (water pollution is included) to individuals or the public, then there is an obligation to remedy the situation. 

The Decree on Soil Protection and Relics (BbodSchV) imposes requirements on the inspection and assessment of areas where soil contaminations or relics are suspected; additionally, certain safety and decontamination measures are outlined.
 

For the relics, the following procedures are legally defined: 

· Relics and relic-suspicious areas are to be recorded, inspected and assessed by the competent federal state authorities (§ 11 BbodSchG); 

· if there are signs of harmful changes, so-called “orienting inspections” (“orientierende Untersuchungen” (§ 3 BbodSchV)) are ordered and a danger assessment is carried out;  

· if certain inspection values (according to § 8 BbodSchG) are exceeded, detailed inspections are carried out and the site is placed under official supervision (this is complemented by self-control and register obligations on the owners); 

· if a relic is at hand (according to § 2 BbodSchG), normally the remediation-obligation of the owner becomes effective; regarding complex relics the formulation of a remediation plan (§ 14 BbodSchG) is intended which contains the assessment certificate and shall provide for more transparency and acceptance from those affected; 

· in the course of the so-called “after-treatment (“Nachsorge“), either the effectiveness of the safety measures is to be proved and permanently monitored or the success of the decontamination measure (according to § 5 (1) BbodSchV) is to be proved. 

In regard to risk communication, the Federal Act on Soil Protection contains another interesting detail: according to § 19 BBodSchG, a soil information system ("Bodeninformationssystem”) is to be created at national level.  

Key institutions 

All issues of soil and water protection are part of the responsibilities of the Federal Ministry for the Environment, Nature Conservation and Nuclear Safety (“Bundesministeriums für Umwelt, Naturschutz und Reaktorsicherheit” (BMU)).  In addition to the formulation of legal and administrative provisions, the BMU mainly has a supervision and control function for its subordinated authorities. 

In its task to document, inspect and, as the case may be, remediate the relic-suspicious areas as well as to provide precautionary measures, the BMU is supported by the Federal Environment Office (“Umweltbundesamt” (UBA)). They also define the required legal and political conditions. Moreover, the UBA is competent for the “Relic Information System” (“Altlasteninformationssystem” (ALIS)) which contains a database of relic and environmentally relevant substances (STARS) and a database for the administration of relic-suspicious sites or locations of relics (ALV). 

For the technical support of the UBA’s work, the Commission Soil Protection (“Kommission Bodenschutz” (KBU)) was founded on 6 December 2004. It compromises soil protection and relics experts from science, practice and administration; their main task is skilled consulting in concrete factual issues. The KBU has experts in the classical disciplines of the geosciences and agro-sciences as well as experts for sustainable development, economics, eco-toxicology and relic remediation. The KBU is also expected to advance and harmonise the soil protection law (so far, between the individual federal states, e.g., there are still big differences in assessment concepts). 

As an additional consulting board, the Advisory Committee on Soil Examinations (“Fachbeirat Bodenuntersuchungen” (FBU)) is attached to the UBA; the experts of different national and state institutions make recommendations on efficient methods of soil examination. 

As the execution of soil protection provisions is a responsibility of individual states, the Federation/States Working Group Soil Protection (“Bund/Länder-Arbeitsgemeinschaft Bodenschutz” (LABO)) is of great importance. The LABO is a working board of the Conference of Environment Ministers (UMK) in which Federation and state authorities work together on soil protection.  The LABO formulates recommendations (starting at the documentation and ending at the after-treatment of the areas) and compiles  professional risk assessments for the so-called “tracks of effect” (“Wirkungspfade”) between soil and ground water, soil and people, and soil and plants.  

Important stakeholders

In contrast to other comparable countries (e.g., Switzerland), dealing with relics never leads to significant societal disputes in Germany. This is surely also due to the fact that a majority of the polluted sites is a “heritage” of the Cold War. Thus, the joy over the German unity presumably led to uncomplaining acceptance of the challenges of soil protection.
 

The treatment of other “civil relics” has so far hardly caused any emotional debates at the national level: it seems other issues are more likely to stimulate emotional debate.
 Regionally, however, the infiltration of toxic or carcinogenic substances from disposal sites is an issue. Concrete alliances appear at the regional level, e.g., the representatives of companies on one side, with local citizens initiatives supported by organised environmental associations on the other side. 

Altogether, the following groups are to be mentioned as stakeholders in the sector of soil protection / relics: 

· production industries (especially the engine-building, textile, chemical and pharmaceutical industries), 

· insurance, finance and real estate companies, 

· citizen initiatives and environmental protection organisations (such as Greenpeace, BUND,  Ökopol and the Nature Conservation Union NABU (“Naturschutzbund NABU”). 
5.2.2.2 Risk communication in the chemical waste disposal sector in Germany 

Definitions of risk communication

The State Authority for Environmental Protection of Baden-Württemberg defines risk communication as a process, whereby expert knowledge is communicated to laymen in comprehensible terms; vehicles for this communication would be flyers, brochures, etc. 

Communication is not restricted to dealing with groups or associations, which are directly involved in the subject matter; rather, it encompasses advising local authorities, such as town or city councils on practical matters: how can certain plots be re-utilised, or what are the implications of a problem for the environment or health?

The state authority itself participates in sessions of local assessment committees on the level of city or district councils; this involvement, in fact, is said to be mandated by state legislation. In the state, there exist a total of 44 city and district councils, each with its own assessment committee. As such, the authority participates in 44 different round tables, whereby its role is advisory, to impart expert knowledge and to get a clear view of local problems. The authority does not issue directives.

A dedicated risk communication plan is not in existence; however, there is a process, which structures the proceedings of the assessment committees. Based on expert opinion, the group will discuss further actions. 

The authority perceives certain differences between risk and crisis communication, mainly in terms of urgency and degree of stakeholder involvement. Crisis communication, as during the Chernobyl crisis, requires immediate action, addressing the public via the media, and involving politicians at all levels. 

The representative of a district council in the same state remarks that the very term “risk communication” is not used; rather, the administration utilises the term “hazard” or “danger.” A hazardous situation is defined as an instance when damage is probable and the law is violated. If damages occur on a large scale, the term “catastrophe” is used. 

For this reason, no detailed strategies are said to exist for risk communication; however, there exist plans and processes for dealing with disasters: on a supra-regional level, there are disaster control plans; or damage control plans for particular instances, e.g., processes for dealing with an acute flood, lines of reporting, etc.

The representative acknowledges that, to an extent, risk communication does occur; just the term is not used. Vital concepts in risk communication, such as trust, public, commitment to the public, however, are said to be as much a part of administrative proceedings as they would be in private industry.

The representative of the chemical industry is head of a recently established department for relations with associations and government in environmental issues. The establishment of this department was informed by the realisation that “enterprises are an integral part of society …as such, one cannot act independently, but you need to acknowledge the role of stakeholders …if you want to achieve anything, it is crucial to be aware of the other stakeholders; you must identify the vital interests of society, of politicians, and of the industry and then consider and discuss actionable solutions, which take these divergent interests into account.” 

Production and successful marketing of products are the prime objective of industry; as a member of society, however, the company needs to operate in such a fashion that neither the population nor the environment are put at risk. This philosophy pertains as much to the chain of supplies as to production itself. As risks can surface in various places, e.g., the place of work, the production pipeline, analyses of where risks can occur and under what conditions are required. Risk events occur, once accidents and exposure have occurred.

The industry representative emphasised both pre-emptive and reactive strategies: risk analyses result in safer installations and a safer place of work. If, despite these measures, an accident occurs, the issue becomes how best to deal with it. This is when communication sets in, and it is part of a set of activities that include:

· Investigation into causes and actual damages

· Information of the relevant authorities and the public

· Identification of possible modes of exposure and adequate counter-measures

· Information on the properties (toxicity) of substances

· Utilisation of every communication channel (fire brigades, broadcast media, etc.); in the case of minor incidents, a press release is said to suffice

A steering committee, consisting of management of the plant, toxicologists and media experts, convenes if an accident has resulted in a chemical leak. This committee determines the course of action as well as counter-measures. In such instances, information is released to the public early on in the process.

Risk communication is perceived to be an element of crisis communication; i.e., similar strategies obtain. Risk communication is said to be awareness of and communication on the potential for risks. Thus, risk communication includes

· Informing the work force on protective gear in an effort to prevent accidents occurring in the first place

· Providing the fire brigades with detailed plans on building sites within the plant’s confines

· Putting into action a communication programme which makes the work force cognizant of safety issues

· Establishing long-term action plans, e.g., elimination of accidents by 2012. 

However, the representative acknowledged that while a “zero risk” environment is the objective, this objective cannot be fully realised. 

Plans for both risk and crisis communication are said to be in existence; these detail industrial reactions, communication strategies, as well as on-call duties for experts (medical teams, toxicologists, etc.); apart from the fire brigade and environmental crisis teams, there exists a steering team, which gathers all information, and then determines its release: who will receive what type of information at what time? At what point in time will the mass media become involved? 

“During an acute crisis, there is no time for deliberation on the course of action; this needs to be done well in advance. To this effect, training exercises are carried out regularly to identify weaknesses and shortcomings,” said the industry interviewee. 

Risk and crisis communication plans, according to the representative, are revised whenever an incident has occurred: standards are re-examined across the global operations; the safety of installations is re-assessed; the theoretical potential for danger in terms of safety and environmental impact is determined; and the effectiveness of the communication plan is evaluated. This process will result in determining the timing as well as manner of actions to be taken. Once recommendations have been provided to the plant and its head of operations, their actual implementation is also reviewed.

All these industrial action plans are co-ordinated with policy makers, NGOs and stakeholders. At a local level, e.g., in Ludwigshafen, CAPs (Community Advisory Panels) have been established. Some, but not all information, is made accessible on the Internet.

Ökopol, the NGO that participated in the study, considers collaborating with various stakeholders to define “risks” as one of the prime objectives of NGOs. Regarding risk communication in the chemical industry, the NGO distinguished between scientific and non-scientific aspects. Regarding the scientific aspects, the NGO interviewee told us that “risk is determined both by the chemical properties as well as by exposure. To create awareness of this fact is an important part of risk communication, as during the past 30 years, the debate has focused much on the properties of substances and neglected the issue of exposure …to strike the balance is one of the prime concerns of risk communication of NGOs.” 

As for the non-scientific aspects, the NGO considers it important to create an acceptance or awareness of risks. The public needs to realise that “zero risk” does not exist; and the level of risk, which the public is prepared to accept, needs to be discussed.

According to the NGO, this distinction between socio-economic and scientific issues is among its most complicated tasks. 

Objectives and target groups of risk communication

The State Authority for Environmental Protection defines stakeholders as “owners of plots of lands, those interested in acquiring them (private or corporate interests), politicians, communities (e.g., as interim owners), the railroad company (owner of large tracts of land), and the federal government; currently, however, not the state itself.” 

As for the implications in terms of risk, the authority admits that it cannot return a contaminated plot to its pristine state. Decontamination, however, is seen as a means of minimising risks. To achieve this objective, the authority relies on personal contacts and direct discussion more than on written statements; thus, it acts as a mediator between conflicting interests. Although the authority acts primarily as an expert, a certain leeway is given to political processes, petitions, etc. In particular instances, the authority is at liberty to deviate from a strictly scientific point of view.

The district administration translates the term stakeholder: they are the representatives of public interests, such as environmental protection associations. The objective of risk communication is to implement the principles of good governance.

De facto, the district government acts on two levels. For one, the district itself commissions projects for improving infrastructure. For instance, a waste dump will bring about its own risks; hence, according to our interviewee, the district will actively involve the population in a discussion on the necessity of a project or geological requirements. The criteria for selecting a site are open to public scrutiny, as communities, grassroot initiatives, etc., are being engaged and their concerns are being taken into account. This occurs not without self-interest; the objective is for the district not to be vulnerable to criticism.

On the other hand, the district needs to approve third party projects.  In this case, the district administration is responsible for the proceedings, but must remain neutral. Here, the administration strives to balance diverging interests: the needs of the entrepreneur, the risks that the project entails and the need for protecting the populace.

The NGO proffers the most inclusive definition of stakeholder: everybody is a stakeholder, with government agencies the sole exception, as by law they are the guardians of public welfare. Thus, stakeholders are the producers as well as consumers of chemicals, consumer protection and environmental protection associations, and science itself. 

In risk communication, the prime objective should be to promote transparency: agencies represent the interest of public welfare, while companies represent economic interests as well as social responsibility. Transparency needs to be created on two levels: first, in terms of interpretation (to communicate adequately with the target audience as well as to be aware of the concerns of these target audiences); second, in terms of content (communicate both the risks and benefits of installations, projects or products). 

“The aim should never be to seek acceptance. Transparency is key, as every attempt to seek acceptance quickly turns into its opposite …usually, it will come into conflict with the demands of transparency and credibility and if I create transparency, I am relying on credibility …if I push too hard for acceptance, I will undermine the credibility I need,” said the NGO interviewee.

The NGO identifies three shortcomings of risk communication as practised currently:

· The scientific level and the social, economic and cultural levels are not sufficiently distinguished.

· Scientific description is not adequately translated to make it comprehensible to the people, for whom it is meant.

· Communication occurs too late.

Risk communication sources

The State Authority is only concerned with scientific data; it will issue expert assessments, which, if further actions are the issue, will be complemented by considerations for timing and costs.

The industry spokesman emphasises that the company is no longer directly responsible once the product has left the production facility. Although communication management is required, the industry can act only indirectly. For instance, lorries are labelled as carrying hazardous goods; each product comes with a safety memo, containing information as well as warnings on potential risks; there exists a transport accident information system, which covers the entire country. The chemical industry participates in this system, which offers advice and assistance in case of an accident.

When devising these safety systems, communication experts are consulted. Furthermore, the industry as a whole organises workshops with various stakeholders to arrive at optimal solutions.

From the point of view of the NGO, there exists a need for an exact scientific description of risks; this includes descriptions of uncertainties. In fact, scientific methods are required to describe uncertainties. Nevertheless, factors other than scientific ones need to be considered: interests, cultural background, the ability to exert influence, or the degree of being affected on one hand – and the culprit on the other. 

“The risks of driving an automobile will be assessed quite differently by the same person, depending on whether he rides a bicycle or a car,” commented the NGO interviewee.

Risk perception studies are not part of the NGO’s work, but form a necessary precondition for it. The discourse, organised by the NGO, makes constant recourse to such studies. As the NGO team, with their background in technical or natural sciences, lacks expertise in the social sciences, however, the data are not analysed scientifically.

Timing of risk communication

A consensus exists on the need for risk communication to start as early as possible. The representative of the state authority emphasises that communication needs to set in, at the latest, at the time samples are drawn from a potentially contaminated plot; to wait for the report with its official recommendations would be too late.

According to the authority, Baden-Württemberg is the only state to have conducted a total census of potentially contaminated areas. This census commenced in 1988 and was concluded in 2002. Policy-makers had realised the need for this project and made funds available – which, according to the interviewee, has not been the case in other German states. Whenever results, or partial results, were available, the district government approached both policy-makers and the public and provided information. This proactive stance is said to have been appreciated by the public.

According to the district administration, again with reference to principles of good governance, communication starts early, specifically during the approval process. From this point onward, communication is an ongoing process, even when a particular waste dump is up and running. In a particular instance, complaints were raised against a dump’s recurring emission of foul odours. The district administration reacted by forming a work group consisting of officials and management of the dump. 

Our interviewee from district level administration said that “de-escalation, information, to lay down one’s cards, to tell people what we are doing, to take people’s concerns seriously … this is not mandated, one does not have to do this, but it has proven useful, because friction and conflicts can be avoided … it works, an exchange is taking place.” 

Successful communication is said to be dependent on trust; if information is provided proactively, this trust will be forthcoming.

The industry appears to be in full agreement with this philosophy; according to its spokesman, awareness of risks – and communication on risks – needs to be an ongoing, daily process.

The NGO provides the proverbial grain of salt. Government needs to regulate risks, as those who cause them have failed at self-imposed regulation. According to the NGO’s own vision, the entire process should be reversed. Whenever a new product or process is introduced into the market, proactive risk identification and communication should prevail; the need for consecutive regulation should diminish. 

“Risk communication should commence once risks have been identified. This implies emphasising the voluntary identification of risks. The shortcoming so far: a description of one’s product is insufficient; it is necessary to investigate the contexts in which it is used in the market. That is the new challenge posed by the new European chemical directive, REACH: not to just look at the properties of products, but to look at who is using them under what conditions – and what are the risks? It is then that the identified risks will need to be communicated.” 

The NGO interviewee further emphasises that for the industry to regain trust, it should voluntarily communicate risks – and not wait for others to document those risks. And with an eye towards consumers and shareholders, industry is said to require this trust. 

If communication occurs too late, if a scandal has already broken, even a decisive communication strategy specific to a target group will fail; depending on its timing, the same communication programme can bring about completely different results.

5.2.2.3 Dealing with uncertainty and expertise 

Kinds and sources of “legitimate” knowledge 

The state authority itself does not commission expert assessments; this is done by the local agencies (formerly water resource agencies, district administrations). However, expert assessments are done according to the authority’s specifications as well as according to current legislation. The results are then discussed, evaluated and negotiated by the authority and plenary sessions of the assessment commission.

The involvement of this assessment commission is mandatory in all instances, where a project receives communal funding. Up until 2004, all phases of background research were publicly funded, with the exception of restorations. The state is said to have an interest in maintaining control as well as in implementing uniform processes, hence, the creation of the assessment commission.

A special fund for dealing with residual pollution was created in 1988; decontamination efforts commenced then. In the case of public land, the communities contribute financially; for private land, whether owned by large or small companies, no financial contribution is made; yet, the entire process must follow the authority’s specifications and the local administration must be involved. The motivation for setting up this fund appears to have been entirely political; it served to deflect pressure by the electorate.

At the level of the local authority, according to the representative of the district administration, the assessment of environmental impact entails the creation of a matrix, the evaluation of various concerns (e.g., people, nature, water, culture or property) as well as the degree to which these concerns will be affected. The interface between both aspects determines the degree of risk. Based on this, a decision is taken: approval, refusal or a qualified approval. 

The environmental impact evaluation is carried out by the applicant according to the specifications of the relevant agency. The agency will then analyse the findings. Both the results and the decision are made accessible to the public. The public is given an opportunity to comment or make its own contributions. 

If there are any problems at a particular waste dump, government will always involve external institutions. The district authority does not entirely agree with this: “Analysis is a hot item. And we have become rather good at it. And that is why we like to do our own analyses.” 

However, if mandated to do so, the administration will consult third party experts. In this case, the evaluation tends to be more critical. The administration, according to our interviewee, is not interested in distorting evaluations, as, in the end, it would still be held responsible. 

The NGO collects primary data, via interviews, on points-of-view and evaluations of market conditions; however, it does not collect primary scientific data. The NGO interviewee said, “You look at data from various sources and at the context, in which they were collected. Then you arrive at an evaluation …You learn to be very sceptical about studies that were commissioned by this party or that one, and not only to use results because you find them appealing … Even results that you get excited about are not always useable, because there are doubts about adequate methodologies.” 

The NGO would want agencies to be cognizant of the fact that they are the representatives of public welfare; hence, they are mandated to obtain a broad overview of various perspectives and insights, beyond the confines of their own offices, from scientists, industry, consumer protection associations, etc. The agencies need to strike a balance between various perspectives, always bearing public welfare in mind.

Agencies, said the NGO, still need to adjust to assume the role as moderator; they also need to be accountable for fulfilling this function. They should create transparency, rather than obstructing it by, for example, charging high fees for access to files, which tends to discourage seeking such access.

Dealing with systemic risks (complex, uncertain, ambiguous)

According to the state authority, the assessment commission will be involved if doubts arise about the plausibility of results. Additional samples will be taken and data re-assessed.

The representative had no personal knowledge of an instance when an NGO raised criticism or doubts. In principle, however, the authority would not exclude anybody, as this would be meaningless from a management point of view; rather, concerns would be taken seriously and a second round of evaluations initiated.

The representative of the district administration emphasised that all environmental impact assessments rely on expert opinions, such as those from chemical laboratories, water experts, biologists. If issues arise, they cannot be ignored; rather, a second round of evaluations will be implemented. There exists a commitment to respond to concerns, as decisions tend to be complex and need to be balanced. At times, external experts (e.g., from universities) are also consulted.

Once an installation is operational, checks and controls are implemented; in case of malfunctions, repairs will be mandatory.

The respondent then cited the example of testing potable water. The number of substances included in these tests is less than in Switzerland, but it is possible to test for more substances. In so doing, however, benefits will need to be weighed against costs. The population in Switzerland is said to be more sensitised than in Germany, partly because of the exposure the topic receives in the media. Hence, the Swiss chemical industry, not entirely voluntarily, founded IGDRB
, an industry action group, and provides its funding. However, the administrator is not convinced that this is a mere scientific issue; in his assessment, at least part of the debate is based on political motivations.

The industry spokesman claims that all assessments, carried out by in-house toxicologists or medical experts, are based on current levels of scientific knowledge and result in unambiguous results. Although the industry is said to be open to discussions, there exists no need to compromise their expert assessments. “Our experts are as much members of society, human beings, parents, members of certain associations; they have no interest in obscuring anything.” 

It is acknowledged that there may be tremendous differences in expert opinion; these, however, are seen as a result of unscientific methods. 

NGOs are blamed for playing on the fears of the public when initiating risk communication on substances or installations, rather than remaining on scientific terra firma. The issue should be to define a problem in a rational manner, and if a problem arises, to fix it. This is said to occur in the industry’s self-interest.

NGOs, however, are perceived as taking advantage of the divergence in expert opinion and to select those that will support their own points of view.

The NGO’s retort emphasised the difference in expert opinion; but rather than selecting the most convenient opinion, divergence is interpreted as an indicator for uncertainty. According to the NGO, uncertainties should be pointed out in a comprehensible manner; deliberations should take place on how to minimise uncertainties. In the final analysis, this is an economic issue: how much funding is required to minimise uncertainty or would it be more efficient to invest in a different, less uncertain solution.

The representative of Ökopol cited the instance of pesticides in human milk. On one hand, one could rely on toxicologists’ expert assessment and declare them innocuous. On the other hand, one could consider long-term effects in a child’s development. One then should also consider the costs as well as the time required to adequately address the issue and acquire the necessary knowledge and the possible consequences, if that knowledge has been acquired. If companies and agencies were to act rationally, the necessary conclusion would be to arrive at pre-emptive strategies. Further, said the NGO interviewee, a “zero risk” situation is an impossibility as conflicting studies have demonstrated again and again.

5.2.2.4 Principles of reliability, transparency, availability and integrity in risk communication 

Transparency

The state authority devises brochures and flyers for distribution at the district administrations. The co-ordination office, responsible for public relations, is involved in the design of information material.

A flyer, titled “Residual Contamination – Your Risk,” was published 10 years ago and was addressed to the general public as well as notaries public. This brochure is now to be revised, with a new, more positive title. The new title is meant to ease discomfort and to incite active participation. The message to be communicated would be, yes, problems may arise when buying a piece of land, but the current level of expertise provides adequate solutions. 

In the case of top-soil contamination in residential areas, the population needs to be informed; the communication, by necessity, would be of a different nature than when addressing fellow experts. Concerns need to be taken into account; jargon needs to be avoided; potential risks need to be clearly highlighted. Terms with a negative connotation, such as heavy metals, however, cannot entirely be avoided.

The district administration remarks that when dealing with big studies, a synopsis will be prepared to reduce the amount of data. The expertise must be sought from professionals, e.g., lawyers, associations, knowledgeable inhabitants, such as chemists. As an agency, the district administration is not compelled to translate results; still, it needs to be able to respond to inquiries. 

“It makes good sense to mediate, because, possibly, I can alleviate fears, but I am not obliged to explain, because in my function as the approving agency, I do possess a certain degree of neutrality,” said the interviewee from the district level authority.

It is also acknowledged, however, that an insistence on formalities may create frustration and rejection. The administration is said to always consider the point of view of ordinary citizens. On the other hand, citizens are expected to act responsibly and to make an effort to understand and evaluate the facts.

The NGO states that, to date, insufficient efforts have been made to make information comprehensible to the public. It is said to be a problem even for well-intentioned scientists to translate issues into a language that is comprehensible. Therefore, scientists are urged to co-operate with journalists to arrive at a common language.

Whenever the relationship between cause and effect is uncertain, the fact has to be confronted that certain people, e.g., the media, have a knack for criticism. Any agency, which makes an attempt at good and effective communication, will have to be resigned to the fact that it will not be understood by some people with good access to the media.

Availability

According to the state authority, all of the basic information is available on the Internet.

“If someone wants to make himself knowledgeable, he can click around and see what specifications we have,” said our interviewee from the state level administration.

However, specific evaluation reports are not available on the Internet, just the general specifications and guidelines. 

Although the sessions of the Assessment Commission are not public, its minutes are accessible. The relevant district administration will inform those affected of the results. The official report is complemented by generally comprehensible explanations. Inquiries by citizens are referred to the relevant district administration.

The representative of the district administration acknowledges that, while plans for dealing with risks are not actually secret, they are not being actively made accessible. However, they are accessible to relevant experts. The respondent doubts that the public would have much interest; however, if such interest were demonstrated, ordinary citizens probably would be given access. On the other hand, the administrator was uncertain whether the public was even aware of these plans. Disaster control, on the other hand, is subject to far greater secrecy as issues pertaining to national security are at stake.

The district administration claims to always have access to reports issued by the industry. 

From the industry side, it is acknowledged that, in compliance with current legislation, chemical safety reports are accessible to the public – as are the safety memos; however, they are not comprehensible to the general public. A translation from scientific jargon to readable, layman-friendly prose is said to be such a bureaucratic effort that it has not yet been undertaken. For experts, it is claimed, no difficulty exists in arriving at an evaluation, especially against the background of risk being the result of exposure and hazard coinciding. This, however, is said to be an evaluation issue: some will perceive risks, even if no exposure or no hazard exists.

“I have no issues with making information accessible … often it is not comprehensible to the public and some unsympathetic experts tend to comment on statements out of context; of course, we are not happy about that … When formulating new chemical safety reports, one has to take extreme caution about what – and how – it is written,” said the industry interviewee. 

According to the NGO interviewee, there are various opportunities for gaining access to information in the chemical sector:

· The application documentation for new chemical plants is accessible; this is mandated by legislation and agencies are compelled to comply.

· At the EU level, databases exist on properties of substances; these are accessible. In fact, the EU is said to be active in promoting transparency and accessibility in the area of properties of substances.

· The applications of substances are not available, either from the agencies or the manufacturers, unless a final risk assessment has been concluded. This would be accessible.

But on the other hand, NGOs complain that it is almost impossible to gain access to information on substances contained in products, as agencies do not have any documentation and manufacturers claim property rights.

5.2.2.5 Stakeholders and public involvement

Interactions between the government, industry, NGOs and the general public

On the relationship with industry, the representative of the district administration remarks that this has improved markedly over the years. In the past, industry withheld information; every analysis generated dispute. Nowadays, having realised that bad publicity is detrimental, industry is documenting more and communicates more readily. This opening up is also said to be the effect of a generational change.

Even the co-operation with the Swiss chemical industry has improved. As there are no bilateral agreements between Germany and Switzerland on mutual legal aid, communication and co-ordination has had to take the place of legal action.  Everything now is based on voluntary agreements and confidence-building measures. Language, however, remains an obstacle in neighbourly relations, especially between the French and German sides. But all, French, Swiss and Germans are affected by Swiss chemical waste. Thus, a tri-national commission has been formed, consisting of French, German and Swiss authorities as well as the IGDRB; although not an established organisation, the commission functions as an informal work group. 

As regards residual contamination, various interests among the population play a decisive role. The administrator cites a particular instance, when the housing estate of a company proved to be contaminated with dioxin. The inhabitants had lived there for 30 years, the company paid their pensions; in addition, the inhabitants were so accustomed to their surroundings, they were reluctant to move, despite the contamination. Some raised objections to felling old trees; others were concerned about the well-being of the company that paid their pension cheques. Thus, the administration was confronted with social aspects more than health-related ones. 

Having no strategic communication concept, the administration embarked on a learning process to convey risk-related information to the population.

The industry spokesman distinguishes between a three types of NGOs:

· those who reject dialogue, as they obtain their funding through launching negative publicity;

· those who engage in dialogue, but insist on not modifying their own positions; and

· those who engage in dialogue and are willing to understand industry’s point of view. Those, however, are said not to be widely accepted by other NGOs.

Via their associations, the industry does engage in stakeholder dialogues, with the aim of identifying weak points in the chosen risk management strategy. Despite engaging in such dialogue, campaigns have been launched by NGOs against new legislation regarding chemicals. The spokesperson from industry perceived such campaigns as highly dishonest and questioned whether such dialogue is useful after all.

By contrast, industry dialogue with policy-makers is said to be by far more fruitful, as the objective is to arrive at actual solutions.

Dialogue with the public is perceived as useful in some instances, but also as being fraught with obstacles. The public is seen as too remote; the entire process as extremely time-consuming. Generally, the population holds the chemical industry in low esteem; to make any changes in that view is seen as a long-term undertaking.

The industry acknowledges past mistakes during acute incidents, when it had no concepts at all for dealing with crises. Since 1995, industry has launched many activities and initiatives to rectify the situation; however, despite the enormous change, they have not really affected public perceptions. Nonetheless, dialogue is deemed “helpful.”

Following the post-war period of economic development, the chemical industry had reached its limits and the realisation emerged that action needed to be taken to protect the environment against further chemical pollution. NGOs, which were not involved in economic processes, were growing especially fast; thus, different values began to clash. Since the Rio conference in 1994, the industry spokesman claims that industry has undergone a learning process as regards sustainability. The values espoused by various groups within society are no longer diametrically opposed. 

“Everybody has a role to play in society, also the NGOs have their role; I am all for it, it is correct and important. However, the question is: how do we deal with different points of view? … Perhaps our society has not yet sufficiently accepted that many issues can be addressed within a more relaxed atmosphere,”  commented the industry interviewee. 

Trust and confidence in risk communication

The representative of the district administration said that much depends on the personal qualities of the person communicating when seeking to establish credibility and trust. He cites a case where a Waldorf school was built on a contaminated plot. The situation was handled by a colleague, who came across as honest, simple and trustworthy.

“I couldn’t have achieved a better result than with this colleague, even if I had used an expert, or an expert assessment, or diagrams. This colleague came across as humane, warm, empathetic, quiet and cautious. And for the affected, it was extremely important not to be overwhelmed by experts, but to talk to someone who was perceived as being eye to eye with them. This wouldn’t work in other instances. When dealing with chemicals, you’d need someone with two doctoral degrees, just flown in from New York … The credibility was there, believe it, and the authenticity was there.” 

The representative of the chemical industry interprets credibility as a product of honesty and semantics. For one, one should not attempt to minimise or downplay chemical leakages; better to give a range for the amount that has been released into the environment. By the same token, contradictory messages are to be avoided, such as minimising the risks while simultaneously sending in teams in full protective gear. And words need to be chosen carefully when dealing with amounts.

“One tonne of chemicals is released into the river Rhine. One tonne is perceived as being more significant than one tonne diluted in water actually is. If we then communicate that this amount is not significant and will not result in danger to humans and the environment, we are being ridiculed as not quite sane; risk occurs when exposure coincides with relevant amounts and hazard … This is the point where we are still feeling uncomfortable, but we know we can do little about it.” 

As regards the agencies regulating the chemical industry, the NGO complains about a high degree of inefficiency. Although they are said to be motivated and interested, their work concentrates on several well-known substances; but work on whatever is unknown is not pursued aggressively. In fact, agencies were not designed to carry out this task. Finally, the systematic monitoring of the market does not function well, as it is said to be too weak, organised inefficiently and not sufficiently co-ordinated.

Other principles of good governance

The district administration is bound by law to involve the public. The representative distinguished between various issues, which involve different degrees of public participation.

· In the case of installations that generate emissions, dangerous ones exist as do those with lesser risks. In the case of the dangerous ones, the plans are public from the time an application is submitted. The administration will advise where these plans can be accessed, for what period of time and that one can raise objections. These plans describe the entire undertaking, including risks.

· In those instances that affect the environment, the district administration is obliged to consult environmental associations. These will be given full access to all documentation. The associations can submit conditions and demands, which must be given due consideration by the administration. The public and local interest groups can, but need not be, involved.

· In the case of environmental impact studies, the district administration will meet with representatives of public interest groups, explain the project, determine the degree of affectedness, and solicit comments or contributions. Thus, the various interests can be identified early on in the process.

The objective, according to the administrator, is always to arrive at adequate solutions, which take into account a wide spectrum of interests and do not neglect vital concerns. In any case, recognised environmental associations can contest decisions in a court of law.

Although the wider public does have opportunities for participation, there seems little interest, unless an issue has been expounded in the media.

As regards the safety of chemical plants, the NGO sees the principles of good governance as widely realised. This is not the case for chemical products. The issue of substance properties and applications is said to be highly opaque. Political processes at the EU level regarding substance assessment and risk management are transparent; but the mechanisms, by which substances are assessed or risk management organised are said to be highly inefficient. The processes are too time-consuming and too awkward to be efficient.

As for other principles of good government, the NGO made these points:

· Participation: in principle, the processes for participation work well in the area of substance assessment; stakeholders participate to a high degree. But the system of assigning responsibilities and organising processes is highly inefficient. 

· A permanent expert committee is in existence, into which groups of stakeholders can deploy their own experts. But the process is complicated, as the experts receive little feedback from the stakeholders.

· Temporary forums for discussions should be established, either with physical presence or on the Internet.

· All participatory processes should carry a time limitation to guarantee continuity in terms of participants.

· Internet forums are an elegant way for collecting different points of view; however, they are inadequate for carrying on a dialogue. Stakeholders need to receive feedback to be assured that their views have been heard.

· Restricted access is an option, but experience has demonstrated that information cannot be restricted in times of interconnected networks.

· Access to informal networks, based on personal connections, is said to be difficult to achieve.

· Opportunities for issuing comments or criticism on legislation or processes: 

· Each new EU regulation comes with its own time frame for revisions. More recent regulations are designed more as processes; i.e., regulating too many details is avoided and there is an opportunity to adapt regulations; however, it is difficult to learn about the precise timing of a process of revision or adaptation.

· The EU institutions are perceived as improving their communication with stakeholders when revisions are at hand. This communication is said to work well with NGOs, but still remains difficult when it comes to smaller industrial companies.

· Participation in political processes by NGOs and companies: NGOs are said to have better access than industrial stakeholders, especially if their associations are not represented in Brussels. The NGO representative emphasised that NGOs are much better organised; furthermore, industry is often represented by lobbyists, who have no keen understanding of the needs of their clientele.

5.2.3 Hungary

5.2.3.1 National framing of chemical waste disposal in Hungary 

5.2.3.1.1 Legal framing

As Hungary is member of the European Union, in order to analyse the legal conditions in the chemical (waste) sector in Hungary, one must look at the corresponding EU directives. As there seems to be no separate legislation on chemical waste, a short overview of legislation on chemicals in general and waste is given here. The White Paper on the strategy for a future chemicals policy sets out the principles of the policy.
 The two most significant directives are Directive 96/56/EC of the European Parliament and the Council, which regulates the classification, packaging and labelling of dangerous substances,
 and Directive 2003/105/EC (the Seveso II directive), which deals with prevention of, preparedness for and response to chemical accidents.
 

Probably the most important statement of the EU concerning environmental policy in Hungary is that “Hungarian development policies must be guided by the principle of sustainable development and take full account of environmental considerations.”
 A summary of legal issues concerning Hungary states that “in the field of GMOs and chemicals, most of the legislation has been adopted”
. Hungary passed the Law on Chemical Substances in April 2000. It applies the EU’s “polluter pays principle” in its environmental policy. Another important document is Act No. XXV of 2000 on Chemical Safety. In this act, the main goal of Hungarian chemicals policy is defined as ensuring the rights to safety for all people. Moreover, it contains regulations for hazard identification, classification and the assessment, management and communication of risks.
 Furthermore, the Institute for Chemical Safety (NICS) was created and a “law has been adopted which restricts the marketing and use of certain dangerous substances and preparations”
. The NICS is a part of the National Centre of Public Health (NCPH) and the key institution for all issues concerning chemicals in Hungary. Its 2000-2002 Yearbook states that the NICS “promotes steady circulation of information, facilitates the avoidance of chemical catastrophies or that of sporadic toxic events.”
 The EU’s legislation on waste has also more or less been installed, mainly in the Waste Management Law from June 2000. Hungary is also a signatory of the Basle Protocol that deals with transboundary movements of hazardous waste.
 
Conditions and key players in the industry

When analysing the sector of the chemical industry in Hungary, one has to take a closer look at the Hungarian Chemical Industry Association (MAVESZ). With more than 200 chemical companies in its database, MAVESZ “was established to represent specific professional interests of undertakings carrying out activity in chemical sector of Hungary”.
 This representation involves articulating the interests of the chemical industry in politics (legislation and administrative authorities) and to the broader public and the media. Moreover, the organisation co-ordinates the chemical industry’s activities concerning environmental protection.

MAVESZ also represents Hungary in the European Chemical Industry Council (CEFIC), the organisation that works for a successful development of the chemical industry at the Eureopean level.

In order to get a more individual insight, Hungary’s two leading chemical companies are presented. Tiszai Vegni Kombinát Rt (TVK) is the market leader and the “largest petrochemical complex in Hungary”
. The company sells 50 per cent of its products abroad. Its customers mainly come from agriculture, the food industry, the construction industry and the car industry.
 The second largest chemical company in Hungary is BorsodChem.
 This corporation refers to itself as the “largest PVC-producer in Central and Eastern Europe”
. In relation to TVK, BorsodChem sells even more of its products abroad: about 80 per cent of the production is exported to countries including Italy, Poland, Germany and the Czech Republic.
 BorsodChem secured its leading position on the European market by adding other chemicals to the product range.

Important NGOs

Two significant NGOs are the Clean Air Action Group (CAAG) the Hungarian Environmental Partnership (Ökotárs Alapítvány). The CAAG describes itself as “one of the best-known environmental NGOs”
 and combines 126 organisations and has a scientific board with more than 100 members from diverse scientific fields. The activities are widely spread, targeting various environmental problems. The CAAG is a member of the European Environmental Bureau (EEB). The supporters of this organisation are public as well as private (e.g., the Hungarian Parliament, Hungarian Ministry for the Environment, the European Commission, Rockefeller Brothers Fund).
 

The second environmental NGO, the Hungarian Environmental Partnership (HEP) uses a slightly different approach. It does not combine other environmental NGOs, but it tries to strengthen civil environmental movements. Its goals are to enhance public environmental awareness, to build an international network of environmental initiatives and to protect consumers. The HEP is a partner in the Environmental Partnership, which joins environmental organisations from six East European countries (Hungary, Czech Republic, Slovakia, Poland, Romania and Bulgaria). The HEP’s financial resources mostly come from private donors, but there are also public supporters (e.g., the Austrian Ministry for the Environment).
 

5.2.3.2 Risk communication in the chemical waste disposal sector in Hungary 

Definitions of risk communication

Our interviewee from the Ministry of the Environment is not directly involved in risk communication; that is the task of a special communications unit within the ministry, which maintains contact with the general public as well as NGOs. 

There exist a total of 12 regional agencies, which fall under the jurisdiction of the ministry. These are involved, for instance, in application processes or environmental impact evaluations. Although these agencies are not themselves responsible for risk communication, they are dealing with the relevant issues.

A clear distinction is made between risk communication on one hand and crisis communication on the other: crisis communication requires a different set of actions; furthermore, it is regulated by different legislation. Crisis communication is the domain of the Ministry of the Interior.

According to MAVESZ, risk communication is a special process, which serves to prevent risks turning into hazards as well as to detail the types of interventions required in the case of accidents during the handling of hazardous chemicals and waste products; thus, the general areas concerned are industrial safety and environmental protection. 

Risk communication is a part of environmental and safety management systems and occurs at various levels:

· All activities dealing with risks reside at the level of individual companies.

· Communication of risks occurs at the extra-company level, i.e., the association. This entails liaising with different authorities, e.g., reporting, discussions, etc.; informing the residents of neighbouring communities on appropriate responses to hazardous situations or accidents; and, finally, educating other parties involved, e.g., contractors and transporters.

All member companies are said to be involved at the pre-assessment, assessment and post-assessment stages of risk communication.

The NGO defines risk communication as raising public awareness of potential dangers within the framework of a “right to know” philosophy. The main vehicles of such communication are PR campaigns, brochures and public declarations.

The NGO interviewee told us that “If we have any information about risky affairs (e.g. destruction of mosquitoes in Budapest with unsafe pesticides), legislations/bills (in national or sometimes also in the EU level) or tendencies (e.g. air pollution, car traffic, chemicals) we try to inform the most people as possible.” 
Objectives of and target groups of risk communication

According to the ministry, the key objective of risk communication is information: the population needs to be conscious of risks posed by various chemicals, such as toxicity, risks to the skin, etc. 

Thus, the target group for risk communication is the entire population, as everybody comes into contact with chemicals within the home (e.g., solvents and detergents). However, the ministry is especially interested in reaching out to youth. 

Legislation dealing with chemical safety is already in place; this, primarily, is the domain of the Ministry of Health; however, as regards the disposal of chemical wastes, the Ministry of the Environment is responsible. This legislation established some rules for risk communication in the area of chemical safety.

· Issues involving chemical safety should form part of the regular, mandatory curricula in primary and secondary schools, with the aim of seeing the next generation being better informed about toxicity and properties of various chemicals.

· Manufacturers and marketers of hazardous substances are obliged to label the product as hazardous and to include advice on both risks and safety issues.

· An information centre for toxicology has been established at the National Institute of Chemical Safety of the Ministry of Health; this provides information on hazards, the meaning of various labels, etc., as a one-stop, free-of-charge service in the form of a consumer hotline, where expert advice is provided.

· Various brochures, available in shopsand on the Internet, have been published; the list of topics includes removal of asbestos, domestic chemicals such as detergents, etc.

· Information on various issues is available on the ministry’s home page.

· The “Green Dot” has been introduced as a symbol for wastes (such as glas, plastics, metals, etc.) that can be recycled; at all regional government agencies as well as at the ministry, the population can seek advice on how to dispose of left-over chemicals.

As regards hazardous waste dumps, a law on the disposal of chemicals has been passed. There exist more than twenty incinerators; however, just one of them handles communal waste; five of them are larger installations for the incineration of hazardous wastes, with a capacity of 35,000 tonnes per annum. The communities are responsible for the collection and disposal of household chemicals and hazardous wastes. The largest toxic waste dump in Hungary, with a capacity of 40,000 tonnes per annum, is situated in the vicinity of Budapest and has been in existence for more than 10 years.

A “Qualification Network” has been set up for risk assessment in the area of the disposal of chemical waste.

“What is the category of the risk ?…If there is a doubt, whether it is a hazard or not, everyone can turn to the ministry of environment to make a decision on that or make an opinion on it…classifications are not risk, but rather hazard oriented,” said the interviewee from the national agency.
By its own admission, MAVESZ, the industry association, does not have a specific risk communication plan of its own. Nonetheless, the representative was quick to point out that both the association and its member companies consider the issue to be of prime importance. For instance, MAVESZ has established an information exchange forum, has issued (and regularly updates) a handbook on the Chemical Industry Alarm System (VERIK). This handbook spells out guidelines for dealing with accidents during road transportation of chemicals. VERIK itself was established under the auspices of MAVESZ and is operated by the major chemical producers in the country.

The companies themselves, however, are said to have devised communication plans, which are reviewed on an annual basis. The key component of these plans is the communication process between the industry and the wider public. Prior to each annual review, risk assessment is carried out; the assessment follows a definitive description of appropriate methods for various types of waste. The risk communication plan is modified, whenever assessment values exceed “theoretical critical limit values.” All aspects of potential risks are being considered; however, special attention is paid to safety as well as economic issues.

There are provisions for crisis communication when a risk has evolved into an actual crisis; Detailed crisis analyses will be carried out and various post-crisis processes will come to bear. These entail the following:

· Detailed analysis of a specific event will be carried out.

· Reports will be issued and provided to interested parties.

· Training programmes will be implemented for both employees and the affected population.

And the good corporate citizens of the chemical industry go even further than this. The representative states:  “Most of our member companies have developed and operated quality assurance systems, environmental assurance systems, and safety assurance systems based on international standards. These systems include the risk assessments, and the risk communications too. The member companies also joined the Responsible Care programme, which also focused the risk communication.” 

The NGO’s response comes as no surprise: “I don’t think that the risk communication of the companies ever will be independent, so they mainly function to inform the state agencies and NGOs, not the people ... The state agencies should raise public awareness, get the unpopular (but environmentally, sustainabilitily [sic], healthly [sic], socially important) decisions across to the people, and lobbying in state level for the sustainable exercises/legislation.” 

Timing of risk communication

The NGO representative emphasised that risk communication should come in at all stages during the assessment process and, most importantly, when different options are being considered. While risk analysis may have more robust data during the last stages, early on in the process, there would be sufficient time for reaction.

5.2.3.3 Dealing with uncertainty and expertise 

Kinds and sources of “legitimate” knowledge 
The ministry acknowledges that data is provided by the industry. However, during application processes or environmental impact evaluations, which are carried out by the Ministry of the Environment, other government agencies are consulted as well. Furthermore, a controlled “self-information system” is said to be in place; this database can be foundin the Ministry of Health and the Ministry of the Interior, specifically, the office for disaster control, which co-ordinates the activities of various agencies during acute crises.

The representative of the industry association states that a “pluralistic spectrum” of data sources is consulted: data from an in-house laboratory, technical specifications, literature, etc. In instances where there is a discrepancy between the association’s experts and others, independent experts are consulted. Professional opinions are taken into accounts only if they can make recourse to scientific results. Social aspects do not really come into play. To address the latter, professionals and media experts will be enlisted to support risk communication; thus, to a certain extent, risk communication is also public relations.

Dealing with systemic risks (complex, uncertain, ambiguous)

According to the ministry, environmental impact assessments are primarily a technical, scientific issue; the existence of an emotional aspect, however, is at least acknowledged. That notwithstanding, scientific facts will prevail over protests by environmental protection organisations or the public, as “data is data,”  as the interviewee from the national agency put it.

If evaluations are at odds, an attempt is made at reconciling various views; if that should prove impossible, the approval process will enter a second stage. In principle, any approval can be opposed. By this two-stage system, the National Agency for Environmental Protection, Protection of Nature and Water Resources will examine whether the protests against an approval, issued by the first-stage agency, is justified. This second-stage agency is situated in Budapest; however, it is not under the umbrella of the ministry, but an independent agency, which covers the whole of Hungary.

If uncertainties exist in scientific knowledge, the ministry is said to let caution prevail. In such instances, it is bound by law to reject an application for an installation.

The NGO concurs with this view. Precaution is seen as a fundamental principle. If uncertainties persist, the approval process must be left pending until such time as better data exist.

“That means: If the risk assessments are incomplete, it’s possible that the risk isn’t too much or it’s quite huge. So in these cases, I think better to count with the highest possible risk (until there is new information), not the mean or the lowest risk,” said the NGO interviewee.

In the view of the NGO, the issue of uncertainty is as important as the level of risk.

5.2.3.4 Principles of reliability, transparency, availability and integrity in risk communication 

Reliability

The NGO tends to take a cautious stance: some of the information may be acceptable. However, there is said to be a certain fuzziness when it comes to key issues or focal points.

Transparency & availability

The ministry interprets transparency as the translation of scientific and technical jargon; i.e., transparency entails comprehension. This translation is accomplished by a number of experts, none of whom, however, are experts from within the ministry.

In fact, during the approval process for major installations or plants, PR specialists will take over the task of communicating with the general public.

The industry association, as well, perceives the need for translation: various experts will translate risk information to suit the various target groups. However, during meetings on communication strategies, the experts are joined by business directors who may, or may not, exert some influence over these experts. However, it is claimed that data, on which risk assessments have been made, are made accessible to the public. 

The NGO is far more sceptical about transparency. While the agencies are said to be more interested in soothing the public, the companies have no stake in risk communication at all.

“I think the communication isn’t hard enough … Sometimes there isn’t enough information for people, and when there is, it’s mostly only to calm down people  … There isn’t any industrial communication except if there’s a scandal about a company; in these cases, the company, of course, only communicates to say that they are innocent, and that isn’t an important problem,” said the NGO interviewee.

The NGO commented that availability is more an issue of accessibility; i.e., it is difficult, if not impossible, for the NGO to enter the process of risk analysis.

5.2.3.5 Stakeholders and public involvement

Interactions between the government, industry, NGOs and the public

The industry association employs PR techniques – open door days, children’s days, etc. – in order to gain the trust of the public. These are said to create avenues for stakeholders and members of the public to visit the company, see its activities and ask questions on topics of public interest. 

Other stakeholders are taken slightly more seriously. They can participate in the risk analysis process during the official public hearing, which is part of the licensing process, or during open door days. Companies say they give due consideration to stakeholder opinions.

The NGO response comes as no surprise. Both agencies and companies alike are suspected of being less than accommodating to public opinion. They are said to consider it a necessary evil or as a thing of no consequence. Either it is a regulation that compels them to involve the public – or the desire for some publicity.

As for the opportunity for stakeholders, including NGOs, to comment on findings and decisions of agencies and companies, the CAAG claims that, for the better part, they do exist. However, the comments tend to be launched via the media, but do not influence or change decisions, even if these decisions were environmentally unacceptable. Important inputs by the NGO are usually rejected.

Trust and confidence in risk communication

The NGO representative claimed to have a certain degree of trust in scientific institutions; this trust, however, dwindles once politicians get involved. This is especially the case where agriculture or the economy is concerned; the Ministry of the Environment and certain individuals within other agencies are credited with some trustworthiness.

“For improvement in trust, environmentally good decisions (aspect the health and social things, not only for economics or party/personal issues) are necessary and our comments accepted,” said the NGO interviewee.

Other principles of good governance

As regards good governance and its principles, the NGO identified different degrees of realisation, depending on the sector. Good governance, it seems, is defined by the NGOs’ perception of their own involvement or participation in topical issues and their degree of influence.

By this token, the CAAG considers the GM food sector as one of the better performing ones, as now, at least, there is a moratorium on the release of GM crops in place. The electricity sector is said to be one of the worse performing ones, as it is largely dominated by powerful economic interests.

As for the waste disposal sector, said the NGO interviewee, “The government said the chemical waste disposal needs much more money than it has, so there are problems in this sector, not because of the principles, but the money.” 
5.2.4 Switzerland

5.2.4.1 National framing of chemical waste disposal in Switzerland 

In Switzerland, about 50.000 waste disposal sites (especially those resulting from the chemical industry) are to be classified as polluted.
 Four thousand of them need to be cleaned up in the next 20 to 25 years. Substances deposited at these sites over many decades, often with official approval or toleration, have created environmental and health hazards. Rehabilitation measures are expected to cost four billion euros. 

Not all affected areas are registered. Since 1998, all cantons are bound to compile a land register of those sites polluted with waste (suspect disposals as well as operation and accident sites). The publicly available land register serves these purposes:

· For the cantonal environmental authorities, it serves as a planning instrument (e.g., the handling of contaminated soils, water protection, land use planning).

· It establishes transparency; concerned persons (be it the owner, investor or a resident potentially at risk) can inform themselves about the potential economic, health or ecological risks.

· It helps in the efficency and celerity of clean-up measures.

Sites (grounds and waters) are rated as in need of rehabilitation in the following instances: 

· Ground and drinking water are frequently threatened , for instance, by polluted leachate; for ground water, certain concentration amounts are still tolerated; in contrast, there is a demand for cleaning up as soon as there is the slightest evidence of toxic substances (e.g., solvents) in drinking water. 

· Land areas only fall under the scope of the regulation of past pollution, if their contamination is spatially limited and a cause can be identified. Consequently, areas burdened spaciously and diffusely (e.g., along busy roads) slip; but if former disposal sites exceed the decontamination benchmarks, adequate measures are carried out (decontamination and/or limitation of use).

· Air is purified much less frequently. Yet it is possible that harmful gases discharge from sites and exceed the relevant toxic concentrations (above all if people stay in that area regularly).

The primary intention of a decontamination is a so-called “stoppage of contamination sources” (“Quellenstopp”). This is a decontamination measure that does not necessarily lead to a complete elimination of the pollutants. 

In the last 30 years, the waste deposit problem in Switzerland has gained in importance. After a phase of relative carelessness in dealing with industrial and chemical waste until the 1970s, all stakeholders’ awareness of the dangers has increased. In EU countries, past pollution from the war and/or heavy industry’s legacies prompted a call for action and regulation in the 1950s. In Switzerland, it was not until the end of the 1980s that new scientific perceptions led to individual cantons’ starting to examine the dangers to health emanating from the polluted disposal sites.

A debate on the risks, particulary regarding the safety of waste disposal sites in the Basel region, began and continues today. The conditions specific to Switzerland (high population density and immediate proximity of the polluted sites to groundwater reservoirs) and the issues of responsibility and cost absorption have resulted in a high degree of emotion in these debates. 

Legal framework

Nationally consistent legislation has been implemented relatively late. Among the relevant acts and orders are the following: 

· Federal Act for the Protection of the Environment (USG), effective since 1 January 1985: the regulations of the USG concerning past pollution were revised several times. The most important parts are Articles 32c, 32d and 32e, which oblige the cantons to remediate disposals and other sites polluted with waste if these sites are or could be harmful or bothersome. The cantons also have the responsibility of compiling a publicly accessible land register of these sites. In addition, the cost of decontamination is devolved to the waste producer. 

· Order for the Remediation of Polluted Sites (Altlasten-Verordnungor, in English, the Past Pollution Order), effective since 1 October 1998: The Past Pollution Order contains regulations for the compilation and management of the land register of the polluted sites (Art. 5 and 6), for the need of monitoring and rehabilitation of the sites (Art. 7-13), for objectives and urgency (Art. 14 and 15), for the method of the rehabilitation (Art. 16-19) and for the question who is obliged to carry out the respective measures (Art. 20). Furthermore, there is a passage concerning the hearing of those directly affected (Art. 23). The interesting fact in this is, that in compiling the AltlV, the avoidance of any confrontation (or even litigation) was an explicit goal: the AltlV targets co-operation and early dialogue between stakeholders. This is why it only dictates one regulation (allowance of the rehabilitation project in Art. 18) and even this one can be ignored under certain circumstances (Art. 23). Consequently, here the balance between the society’s concern for the environment and economic interests is to be established co-operatively.

Key institutions

All of the tasks in the field of disposal and utilisation of waste are carried out at the national level by the Federal Agency for the Protection of the Environment (BAFU) in Switzerland. Its Waste and Commodities department creates the regulations and concepts for dealing with waste and past pollution, particularly if the waste comes from chemical production, where there is a risk of endangering the environment. 

For dealing with contamination and industrial waste, the following BAFU tasks are of particular importance: 

· implementation and execution of regulations of the past pollution orders; compilation of guidelines; education and training of specialists; technical assessment of rehabilitation projects;

· responsibility for all questions concerning the finance of rehabilitation measures according to the Ordinance relating to Charges for the Remediation of Contaminated Sites (VASA) 
· registration of the state of the work process and identification of pollutants typical for past pollution 
· support for the cantons in executing the AltlV; furthermore, contact for cantons, the economy and the public in questions of avoidance, reduction and disposal of special waste.

A VASA Expert Commission was established in 2001 to support BAFU in financing the rehabilitation of contaminated sites.. It assesses basic questions in terms of environmental compatibility, efficiency and technology. 

The actual registration and assessment of the polluted areas, however, is the responsibility of the cantons. The special offices of the cantons are mainly responsible for the compilation of the land areas register. The AltlV set the date for completion of this register by December 2003. However, the detailed collection has turned out to be far more time-consuming. Hence, as of February 2006, only two of the 26 cantons have completed this first step. At the moment, an area-wide land register is not likely to be completed before 2013.

Important stakeholders

At least until now, the debate about which sites are to be classified as harmless, polluted or in need of rehabilitation will continue for sure. Next to the federal authorities and the competent cantonal institutions, there are basically three further groups which represent stakeholders: 1. almost the whole spectrum of the producing industry (especially the engineering, textile, chemical and pharmaceutical industries), 2. insurance and finance companies and building industry (because the entry into a land register results in a considerable loss of value and usability of a property), 3. environmental protection organisations and action groups, who work for a quicker and more complete rehabilitation and protection of contaminated sites. 

The most attention is surely given to the chemical and pharmaceutical industry in the Basel area. Most importantly, 11 disposal sites here (many of them in the border areas near Germany and France) are criticised. In order to ease the co-operation with the communal and national authorities and to co-ordinate the approach in the risk regulation, the Groupement d’Intérêts pour la sécurité des Décharges de la Région Bâloise (GI DRB or, in English, the IG DRB) was created in 2001. The IG DRB represents the interests of affected companies  including Ciba Spezialitätenchemie AG, Novartis International AG, F. Hoffmann-La-Roche AG, Clariant AG, Rohner AG, SF-Chem AG, Syngenta Crop Protection AG).

Of the critics, Greenpeace Switzerland is the most active. the World Wildlife Fund (WWF) is also active as are local groups, such as the  “No more chemical waste!” Action Committee in Basel.

5.2.4.2 Risk communication in the chemical waste disposal sector in Switzerland

Definitions of risk communication

As in other domains, there is a variety of definitions of risk communication in the chemical waste disposal sector in Switzerland. What is striking in this particular domain is that risk regulators at the canton level here strongly emphasise the connection between risk communication and business location. In that respect, local governmental authorities use risk communication to target banks, insurance companies and companies. According to a representative from a local authority whom we interviewed, risk communication addresses issues such as: what is the current state of the respective area, what are the potentials, what are the obligations in regard to redevelopment and monitoring of chemical waste sites. 

At the federal level, the response was less industry-oriented, but more focussed on the public: risk communication is informing the public about dangerous chemical waste from the past. Interesting, however, is the perspective that the wish to be informed always comes from the public. Unlike other, more sociologically oriented definitions of risk and crisis communication, one of the national authority officials whom we interviewed reframed risk communication as a part of crisis communication. The interviewee stressed that not all information in regard to a particular crisis could be made public in order to safeguard an efficient crisis communication. 

Companies in Switzerland dealing with chemical waste deposits are, perhaps not surprisingly, well experienced with issues of risk communication. They appear to be quite fluent when it comes to distinguishing between risks and hazards and in defining risk communication: “Risk tolerance is very much dependent on effective or potential or ideational benefit of those that have to carry the risk. That is something you have to take into account when it comes to risk communication,” an industry interviewee told us. Accordingly, if there is no benefit, risk tolerance is going towards zero. The interviewee from the industry stressed that NGOs have played (and continue to do so) an prominent role in risk communication. NGOs are perceived by parts of the industry as not interested in the risk and hazard itself, but, instead, in the cause of a hazard or risk, for example, the operating authority of a disposal site. In that respect, industrial dumps deserve much more attention than dumps that are under the responsibility of local or public authorities.

Objectives and target groups of risk communication

Authorities at the national level don’t feel in charge of risk communication, but refer to the local level. Local authorities such as cantons communicate risks to the general public, politicians, local governments, industry (as the potential waste producer) and to the owners of areas contaminated by chemical waste or where there is a risk of contamination. The official agencies describe their way of handling risk communication issues as “particularly cautious”. Each area that is suspect of being contaminated with chemical pollutants needs to be listed in the land register of polluted areas and the respective owner receives a letter indicating the likelihood of being listed in the register. What is special in Basel is that the owner will be informed and at the same time invited to contact the Department for the Environment and Energy in order to discuss the issue and, if possible, to find ways to avoid being listed in the register of polluted areas. That means the owner has the possibility to react prior to registration and the official agency supports the owner in finding ways to avoid such a registration as long as contamination is not definite. As soon as the domain is confirmed as contaminated, registration is obligatory. Risk communication is seen here as a kind of precautious means to smoothen potential heavy reactions faced by the official registration. So it is part of the official “risk communication philosophy” to include those who are concerned by the risk (of being registered) and to communicate as early as possible. Economic and political considerations are at the heart of risk communication at this level.

An industry interviewee told us that the targets of industrial risk communication are the experts (“Fachwelt”), in particular, other industrial partners, official agencies and the general public (named in that order). He emphasised that risk communication is essential for building trust between public authorities and industry. Accordingly, risk communication towards the public aims to avoid the public, media or NGOs getting the chance to put “a wedge between public authorities, among experts and us,” said the industry interviewee. Industry, hence, tries to install “early warning systems” in regard to the targets and objectives of NGOs in order to be prepared for the next encounter with NGOs. An illuminating example was given: If there are signs that an NGO might take up a particular issue as the topic of a campaign, industry tries to counteract and to prepare themselves with figures, tables, etc., so that everything appears to be ”known in advance”. Industry calls this phenomenon a “phantom risk” of a social (NGO) origin. The “phantom risk” is answered by hard scientific facts in order to avoid an NGO campaign from succeeding.

The response of the NGOs is not surprising, as we found in an interview with an expert adviser of Greenpeace Switzerland: “The chemical industry in Basel is misusing all instruments that were created in the past for risk communication in the context of chemical waste dumps. Their risk communication is limited to denial…It is all about bringing the issue to the point where there is no problem at all; chemical waste is lying perfectly well in the forest; there is no risk and no hazard whatsover.” What was called “hard scientific facts” set out by industry to counter “phantom risks” indicated by the NGOs is called “pseudo-scientific” by the NGO. The NGO interviewee missed a kind of “openness” by his industrial counterparts on questions of risks. What is going on in industry in regard to chemical waste was accordingly not seen as risk communication, but as mere propaganda.

Risk communication sources 

Most of the information in risk communication from the local and national public authorities is basically scientific-technological information from national and international experts and instititutions. Although risk perception studies are regarded as important, none of the interviewees from the authorities was prepared to cite actual examples where their agencies used those studies or even considered to commission risk perception studies for their own field. In case of clean-up of a former waste deposit, other expertise will be taken into account as well, such as political or socio-economic considerations. The industry seems to be well aware of public perception studies and, in particular, public polls (“problem barometer”) and they have found that environmental awareness has decreased over the last 10 years in favour of worries about employment. Chemical waste dumps are declining as an issue relative to other local issues. 

Timing of risk communication

All interviewees from government, industry and NGOs agreed that risk communication should be part of the risk analysis and risk management process at its earliest stage. All parties agreed that, if it wasn’t implemented as soon as possible, they would need to invest much more time on risk communication at a later stage of the process.

5.2.4.3 Dealing with uncertainty and expertise

Kinds and sources of “legitimate” knowledge 

The evaluation of sites in order to determine which arecontaminated is done for the public authority by academic departments combined with external engineering consultants, in particular, geology consultants specialising in waste technology. They are accompanied by a public agency representative who is in charge of the final and official evaluation of a waste site.

Often at odds with the information given by the public authorities is the information given by industry. According to an industry interviewee, it is possible that just the industry itself is responsible for examination of an area suspected of being contaminated. The example of Muttens was given, one of 20 waste sites in the canton of Basel, where an organisation authorised by the local government to perform the examination of the area was founded. The chemical industry pays about 80 per cent of the total costs of the examination. It was stressed that quite regularly a third expert opinion will be considered in order to make the evaluation less vulnerable and to increase public trust. After the results of the evaluation are made available, public hearings might occur and if there is lack of knowledge, further examination could be asked for. After the public authorities have received an evaluation from the industry, the report is forwarded to independent experts for further evaluation. This procedure was introduced for “risk communication” reasons, in order to be less assailable by the public.

Dealing with systemic risks (complex, uncertain, ambiguous)

The public authority maintains a “glassy information policy”, said its interviewee, which includes: “In principle, we hide nothing, certainly if we know something. And in case we don’t know, we simply had bad luck, that could happen.” In case of doubtsabout plausibility, complexity is reduced by a stringent plan that provides statements on how to proceed step by step. In particular, external experts have to examine the issue as long as there are doubts. 

In case of a certain ambiguity, which is not very unlikely for obvious reasons, a proceeding may be “more pragmatic than strictly according to the law,” commented the local authority interviewee. It was accepted that different experts might well come up with different views and that it might sometimes be more appropriate to clean up waste deposits even if the risk that emerges from this site may not be as high as some experts expect. 

5.2.4.4 Principles of reliability, transparency, availability, and integrity in risk communication

Transparency

All interviewees stressed the importance of being as transparent as possible. If a public waste site is under consideration, all dates in regard to pollutants are public, hence transparent. The situation is different when it comes to a private site where data are protected by private law. Although public authorities have all available data, they are obliged to ask the private owner first, before they release any data on request. The land registry of contaminated areas is in the public domain.

The industry interviewee stressed that any kind of hidden results will constitute, sooner or later, a big problem for companies, hence transparency is the key. The NGO interviewee, however, complained about industry’s so-called “salami tactics”, that is, the release of risky information “slice by slice”, especially if the NGO had discovered the information elsewhere and there was no other way than for industry to admit the obvious. According to the NGO interviewee, a lot of information on waste sites has still not been made public by chemical industry.

The NGO representative referred to an important problem inherent in transparency. He stressed that transparency could well be misussed by the industry by bombarding people with masses of information that they are no longer able to read or to “digest”. This is when transparency becomes counterproductive, when it is used as a tactic.

Availability 

In comparison with other countries, in Switzerland the agencies made huge efforts to communicate with concerned parties and customers of the public agencies (which could be the owners of the contaminated sites and/or the chemical industry who might have created the waste disposal site. The local authority representative stressed that personal communication is key for any “source of compromise”. Hence, considerable time is spent on the communication with customers, not least to make information as accessible as possible to the individual and to make sure that important information finds its way to concerned persons. One frequently used means of risk communication to get the message across are risk comparisons, said the national authority interviewee. Attempts are made to find ways beyond pure figures and closer to the daily life of the people to indicate the significance or magnitude of a risk.

The necessity of accessibility of information for the general public was emphasised by the industry representative too. The interviewee expressed a surprising opinion: according to him, risk communication with the general public about chemical waste sites is “in any case” more difficult to perform than, for example, on green genetic engineering. The rationale for this opinion was that people are more aware of GM crops than chemical waste sites. Again, the importance of applying risk comparisons was stressed.

5.2.4.5 Stakeholders and public involvement

Who are the legitimate spokespersons?
Due to the agglomeration of the chemical industry and hence chemical waste sites at the border triangle (of France, Switzerland and Germany), a working party for the examination of the dumpsites was set up in 1998. This working party consists of representatives from the respective public authorities and from industry (see IGDRB, which was established for the working party when the need came up to have a unified voice from industry); they meet about three times a year to discuss the dumpsites. The national authority interviewee described communication inside the working party as “open and constructive”. The working party has an agreement on dealing and communication structures in case of an emergency (worst-case scenario).

Interactions between the government, industry, NGOs and the general public

The interaction between public authorities and NGOs was described by public bodies as one of mutual benefit and informative for both sides. According to public authorities, NGOs inform the departments in detail prior to a campaign. The interview with a representative of the NGO shows a different dimension as it complained that public authorities rarely oppose the chemical industry. One reason for that is regulatory capture, for example, which could occur whenpublic authorities employ people from industry.

The interaction between the industry and NGO was described by the industry as an interaction of mutual respect while “we try to make life hard for the other side”, said the industry interviewee. At the same time, he explained that there is “in the world of big companies a gentlemen’s agreement to avoid frontal attack against NGOs, because you can only lose”, especially because most of the media are on the side of the NGOs “anyway”.

Trust and confidence in risk communication
Not surprising, public authorities take for granted that public administration is perceived as trustworthy by the public; this is interpreted as the immediate outcome of a lot of effort performed by the authorities. 

Industry is well aware that its own ranking on the trustworthiness scale is not particularly high. Our industry interviewee explained this by stating that trust is not related to the message itself but to the sender of the message. While the industry recognises this interrelationsship, they concluded that industry’s risk communication should be supported by either independent experts, who deserve much more trust and credibility by the public or, at least, by public authorities. Hence, industry tries to co-operate as far as possible with public agencies in order to have their results communicated as being trustworthy.

An interesting aspect was illuminated in the interview with the NGO representative. He said that risk communication with industry has been much better in the past when all parties had several useful discussions in the context of the so-called “glassy chemical industry” (“Gläserne Chemie”). The difference lies in the fact that, in those times, discussions were performed between experts on both sides whereas nowadays the discourse is less with (chemical) experts, but more or less with people from public relations departments, a situation that clearly influences the quality of risk communication. According to our NGO interviewee, this situation does not support public trust and confidence in risk communication but, instead, appears as counter-productive. This is why the industry has had an “image problem” for several years, which is essentially a problem of public mistrust. 

According to the interviewee, this industry “image problem” was addressed when the industry founded the IGDRB (Privity for the Safety of Disposal Sites Region Basel (Interessengemeinschaft Deponiesicherheit Region Basel)) which “on purpose” sounds less like an industry action group, but more like an NGO.

Other principles of good governance 

In principle, risk communication on waste sites is performed by those who are responsible for decontamination (usually industry) as well as the concerned local authority (canton). If a local authority is in charge of decontamination of a waste site, they might decide to inform the public via the Internetor to invite the public to conferences on the topic or to visiting centres. They might produce information on DVD or write articles in newspapers. According to our interviewee from a public authority, it is important and necessary to always invite the neighbours of waste sites. Public authorities try to perform a broad public discussion that will also find its way into assemblies at the municipal level. Whereas they might decide upon decontamination (because this is regulated by law), they might well decide upon the current form of decontamination about who is granted money and how much. However, it was also stressed that municipal decision-making is not always immediately influential, but the public voice will be heard. Public participation is seen as rather important as any decision that is not supported by the public almost necessarily will cause trouble.

In general, stakeholder participation is accepted by the industry as long as “they [the NGOs] accept our way of doing things step by step according to the directives and law,”  said the industry interviewee. “If someone [from the NGOs] won’t accept that, then the stakeholder can’t be part of the process any longer.” Industry tries to get a partnership with stakeholders and those concerned about industrial measures. Hearings are a common way to get into contact with stakeholders and others concerned. In regard to which stakeholders are seen as legitimate and which not, the industry interviewee distinguished between NGOs that are oriented towards solutions to the problem vs. fundamental or campaign-oriented NGOs. It is impossible for industry to find a level of dialogue with the latter. Interesting, however, was the interviewee’s evaluation that “any risk dialogue needs time of conflict (“Streitzeit”), otherwise it is no perceived risk.” 

The NGO representative agrees that in the last 10 years or so, the public and industry engagement in risk communication about chemical waste has increased. Nowadays, almost every month, there is a parliamentary approach such as a parliamentary inquiry  on the regional or national level on the issue. But the basic problem remains: although the public discourse may have risen, as long as the polluter is in charge of examination of a waste site (and hence for determination that decontamination is prudent) and for paying for the decontamination, risk communication will always be a genuine problem.

5.2.4.6 Identified good practice in risk communication 

The industry representatives described a five-year plan, which was developed in co-operation between public authorities and industry, in regard to the examination of 11 waste sites in canton of Basel. The plan includes provisions about risk communication:

· First of all, it will be communicated that something is going on in regard to a particular waste site. The program will be introduced to the public.

· It will be furthermore communicated that the industry has an examination program.

· The draft examination program will be given to the local authorities who decide upon the final version (this might take several redesign steps in the program).

· The next step is a risk analysis in which risk assessment and evaluation is performed (the examination).

· The report of the examination is published, open and accessible to everyone interested in it. The report will be distributed to stakeholders.

· There will be a risk dialogue phase where the results of the examination are discussed with stakeholders and independent experts in public hearings.

· In case of collective risks, decisions need to be made by national authorities who also decide upon questions of control, monitoring and decontamination.

5.3 Risk communication in the GM food sector 

5.3.1 France

Unfortunately, all contacted potential interviewees refused to be interviewed in France.

5.3.2 Germany

5.3.2.1 National framing of the GMO food sector in Germany 

Legal framing 

In Germany, genetically modified organisms (GMOs) are dealt with according to the legal guidelines which are effective in all member states of the EU. Since 19 April 2004, the Regulation (EC) No. 1829/2003 aims to ensure protection of human and animal health in relation to genetically modified food and feed. It superseded Regulation (EC) No 258/97 of the European Parliament and of the Council of 27 January 1997 which provided an authorisation procedure concerning genetically modified foods involving Member States and the Commission. Essential innovations in the Regulation (EC) No. 1829/2003 concern the aggravated safety requirements (double examination: scientific assessment by the EFSA and then by the Member States), the labelling and the public’s renewed information-rights. 

Especially the extended labelling obligation is a consequence of consumer organisations’ demands: the conversion from the detection principle to the appliance principle creates more transparency here. Until 2003, genetically modified foods only had to be labelled if GMO elements could be detected in the end-product. Today, however, it is obligatory to declare the appliance of GMO products in the production process (marginal value: 0,9per cent) whether the GMO elements can be detected or not.  

Central objectives of all EU regulations in this domain are: 

· Protection from risks to man and beast and protection of the environment and the preservation of biodiversity; the sanitary harmlessness of the products has to be verified and controlled; criteria: the GMO product has to be just as safe as a comparable conventional product (a permit is always limited to 10 years, with accompanying monitoring).

· Fallacy protection: prohibition against misleading consumers: hence, legally prescribed clear-cut labelling regulations. 

· Retraceability (Regulation (EC) No 1830/2003
): appropriate information and documentation systems which allow a reconstruction and inspection of all production stages have to be installed by the producers.   

· Transparency: the documents granting permission (applications, statements, etc.) have to be publicly available. 

· Freedom of choice and coexistence (at EU level these are only formulated in “guidelines“): the coexistence of conventional, GMO-based and ecological farming has to be ensured; farmers and consumers must have real freedom of choice.

While Regulation (EC) No. 1829/2003 is applicable to processed foods and animal feeds, Directive 2001/18/EC
 (effective since 17 April 2001) regulates “augmentable” GMOs. Its requirements regarding the deliberate release of GMO products in Germany are implemented by the Act on Genetic Engineering (“Gentechnikgesetz” (GenTG)), last amended by Art. 1 from 21 December 2004). The GenTG contains all national provisions for dealing with GMOs in the plant domain; the application of genetic engineering on human beings is subject to pharmaceutical law. 

The GenTG basically distinguishes:

· Genetic engineering operations, including all operations within closed facilities. Scientific laboratories as well as production facilities (e.g., for the production of pharmaceuticals with the help of GMOs) require a licence issued by the competent Federal State authority. 

· Release: these are temporally and regionally limited outdoor tests with GMOs for surveying their properties. Releases are only allowed with the permission of the BVL. 

· Bringing into circulation: transfer of GMOs to third parties or trade with GMOs or with products that contain GMOs requires a licence throughout the EU; in Germany, the BVL is competent, too.

In addition to the implementation of EU directives into national law (which has not yet been completed), the German GenTG already contains further regulations (e.g., the so-called “Coexistence Rules” (“Koexistenzregeln“)). The important aspects of the GenTG are: 

· Precautionary Principle: § 1 states that every risk for people and the environment has to be ruled out. Safety is defined as the leading principle. 

· “Good professional practice” (according to § 16b): part of the precaution obligation are the rules of “good professional practice“: in order to prevent “substantial adverse effects” (mainly as a consequence of genetic modifications (“Auskreuzungen”) and blending), a catalogue of measures has been formulated which, among other things, prescribes the keeping of a minimum space between fields, record obligations and rules for releasing GMOs. 
· Site registry (according to § 16a): for ensuring transparency, a publicly accessible (on the Internet) registry of the acreages is compiled.  

· Liability rules and claims for compensation (according to § 36a): if a farmer can no longer sell his products with the label “GM-free” or as ecological products as a consequence of genetic modifications (according to § 3), the neighbour who caused this substantial adverse effect is liable for compensation. 
Moreover, detailed specifications are laid down in different decrees. The most important ones are: 

· Genetic Engineering Safety-Decree (“Gentechnik-Sicherheitsverordnung” (GenTSV), last amended by Art. 13 from 23 December 2004), contains regulations for the safety assessment of genetic engineering operations and for the required safety measures.  

· Genetic Engineering Record Decree (“Gentechnik-Aufzeichnungsverordnung” (GenTAufzV), last amended by Art. 5 from 16 August 2002): Whoever performs genetic engineering operations has to keep a record of these operations and make these records accessible for the authorities at all times.   

Key institutions

The whole domain of the so-called “green genetic engineering” is within the responsibility of the Federal Ministry for Alimentation, Agriculture and Consumer Protection (“Bundesministerium für Ernährung, Landwirtschaft und Verbraucherschutz” (BMELV)). The BMELV defines the direction of the agricultural policy (e.g., regarding coexistence and liability rules) and is the responsible inspecting authority of the respective technical authorities and institutes for food safety. Furthermore, it is responsible for the formulation of the statutory provisions for the GMO sector 

As a consequence of the BSE crisis, from 2002, risk assessment and risk management were institutionally separated in a step-by-step procedure. Since 1 April 2004, the newly created Federal Office for Consumer Protection and Food-Safety (“Bundesamt für Verbraucherschutz und Lebensmittelsicherheit” (BVL)) is  competent for the whole Act on Genetic Engineering (“Gentechnikgesetz” (GenTG)). 

The approval processes (on the basis of a positive statement from the European Food Safety Authority, EFSA) for the release and bringing into circulation of GMOs contain a scientific examination and an involvement of the public. Additionally, the following federal authorities are involved: Federal Office for the Protection of the Environment (“Bundesamt für Naturschutz” (BfN)), the Robert -Koch Institute (RKI), the Federal Institute for Risk Assessment (“Bundesinstitut für Risikobewertung” (BfR)) and the Biological Federal Agency for Agriculture and Forestry (“Biologische Bundesanstalt für Land- und Forstwirtschaft” (BBA)). The BVL, as a scientific technical authority, co-ordinates all activities for ensuring coexistence and monitoring the environment (GMO monitoring). As a central component of the monitoring, the Acreage Registry is also attached to the BVL. 

Germany is also a signatory of the Cartagena Protocol on Biosafety (PCB). Part of the the protocol providing regulations for importing and exporting GMOs is the Biosafety Clearing House (BCH) whose national contact point is the BVL, too.  

Attached to the BVL is the Central Commission for Biological Safety (“Zentrale Kommission für Biologische Sicherheit” (ZKBS)). As an independent board of experts, the ZKBS (according to §§ 4 and 5 GenTG) inspects applications and works out recommendations for the approving authority. 

Technical risk assessment is the task of the Federal Institute for Risk Assessment (“Bundesinstitut für Risikobewertung” (BfR)). In addition to the widespread research activities in the domains of food and product safety, the BfR is legally obliged to make public the findings of its risk assessments. For applications for the release of GMOs as well as for approval processes, the opinions of the BfR are mandatory. 

Important stakeholders

In Germany, those genetically modified seed-lines licensed within the EU so far do not play an important part in commercial farming. In 2004, a trial cultivation of Bt corn was started which was extended to 350 hectares of acreage in 2005.
 As of March 2006, applications have been made for sowing 1,800 hectares of three different types of  GM corn. Out of a total acreage of 35 million hectares, this contingent is vanishingly small. 

The seed companies hope for a significant expansion of the acreages in the coming years after announcements by the Federal Minister of Food, Agriculture and Consumer Protection to modify the GenTG and its coexistence provisions in order to prevent livelihood-threatening compensation payments from farmers.
 

The most important actors in this domain are: 

· BayerCropScience (the leading, world-wide company in the field of crop protection and pest control; the scope of its business includes plant-biotechnology, seeds, development of hybrids) 

· KWS Saat AG (a seed company active in plant breeding and biotechnology) 

· Monsanto AG (the US company works in agro-chemistry and is the market leader in the field of  GM seeds; the corn so far cultivated in Germany is the Monsanto product MON 810). 

Genetically modified fruit or vegetables are not yet on the German market. However, the share of GM feedings (especially caused by the import of GM soy) is increasing. Enzymes produced with the help of genetically modified micro-organisms in food production play increasingly important part. (For most food enzymes in Germany – in contrast to other EU-members – there is no permit or declaration obligation.) 

The main lobbying organisation is the German Industrial Union Biotechnology (“Deutsche Industrievereinigung Biotechnologie” (DIB)). It represents about 180 companies, the majority of which work in the pharmaceutical medical field. DIB is the German member-association in the European Biotechnology Association “EuropaBio”. 

The key association, which combines the interests of most of the companies in agro-genetic engineering, is the industrial association “Industrieverband Agrar”. Its main task is to show the innovative potential of plant biotechnology, in which about 50 of its member-companies are engaged (pesticides and fertilisers, seeds, functional food). 

Besides the research at the universities, the Institute for Plant Genetics and Economic Plants Research (“Institut für Pflanzengenetik und Kulturpflanzenforschung” (IPK)) conducts fundamental as well as applied research in the domain of molecular plant physiology. 

The spectrum of the critics of genetic engineering is multifaceted. Among the environmental NGOs, Greenpeace is active in the dispute regarding “green genetic engineering”. The BUND has also critically dealt with agro-genetic engineering for many years and, for example, supports the Institution for GM-Free Regions (Einrichtung “Gentechnikfreier Regionen”).  Smaller groups are also important: the Gen-ethic Network (“Gen-ethische Netzwerk” (GEN)) with its magazine GID (Gen-ethischer Informationsdienst) has been regularly providing information about all aspects of genetic and reproductive engineering since 1985.

Among the most important pressure groups advocating organic farming are: 

· The Rural Farming Consortium (“Arbeitsgemeinschaft bäuerliche Landwirtschaft” (AbL)) founded the Network GM-Free Farming ("Netzwerk gentechnikfreie Landwirtschaft"), does lobbying and co-ordinates the GM-Free Regions project (“Gentechnikfreie Regionen”). 

· The union of the 4,500 “Bioland” companies informs and gets involved in many local actions; together with the cultivation union  “Demeter”, they initiated the campaign “We work without genetic engineering” ("Wir arbeiten ohne Gentechnik").  

· The Future Foundation Agriculture (“Zukunftsstiftung Landwirtschaft” (zs-l)) supports projects for ecological and socially lasting agriculture. With the international campaign “Save our Seeds”
, it is especially committed to keeping traditional seeds free from genetic engineering. 

Among consumer protection organisations involved in the GMO debate are: 

· The Federal Association “Consumer Initiative” (Bundesverband “Verbraucher Initiative”) lobbies  for an ecologically and socially compatible production of goods. It calls for more transparency in genetic engineering. It promotes information (always updated and available on the Internet
) that is understandable by the layman and that helps those interested to form their own opinions. 

· “food-watch” works for consumer interests, for market transparency and food safety. The organisation is also active in the domain of agro policy and genetic engineering, carries out its own research on food safety, organises concerted campaigns and undertakes legal measures.

5.3.2.2 Risk communication in the GM food sector in Germany 

Definitions of risk communication

For the federal authority, there are two key aspects underlying the definition of risk communication: on the one hand, risk communication involves communication between different authorities about risks. On the other hand, risk communication is aimed at the wider public – mainly in terms of information and standardised replies to the public’s inquiries regarding risks – particularly about the Act on Genetic Engineering. Regarding the everyday practice, the science of risk communication is criticised as being too abstract and detached and “is not appropriate to reality, at all,” said one federal authority (interviewee).

Industry uses the term risk communication in the sense of issue management. Issue management implies specific functions, e.g., monitoring the GMO debate to learn specific processes in line with specific communication aspects and thus having the chance to consider these aspects even before (and during) a product launch. In the context of monitoring, position papers are prepared for internal and external use. The industry representative states that – as there are no products on the market at the moment – communication is consequently not product-related, but technology-related.

Asked about which facets of the risk problem should be considered, both the industry and one interviewee of the authority refer to the risk term’s development over the years in line with the development of diverse regulations and legislation: traditionally, the focus was on environmental risks in connection with genetic engineering, then the focus shifted to safety aspects of products, consumers right to know what they consume and, since 2003, economic risks are becoming important in the context of damage compensation and liability funds associated with genetic modification.

From the NGO’s point of view, risk communication is mainly characterised by the authorities’ approaches, which implies continuing efforts to canalise risks in the way in which they are already evaluated by authorities: “It’s about the fact that risks are to be communicated (by authorities) in a way, which gives the impression that risks can be controlled.” The NGO interviewee states that his organisation does not undertake risk communication: “We try to clarify or articulate certain warnings but the term ‘risk’ is not customary from our side.”

Objectives and target groups of risk communication

The objectives of risk communication differ quite strongly among our three interviewees. The authorities stressed “providing well-founded information” (also in terms of political communication) and “creating awareness / attention”. Consequently, risk communication should encourage public discussion processes. A public attitude as rational as possible towards the new technology should emerge and allow informed decision-making. One of the federal authority’s interviewees remarked that – in line with the rejection of genetic engineering by the majority of the public – it is a central effort of authorities to avoid behaving in an educational fashion, for “if you as a federal government come along with school wisdom in such a situation … you quite quickly raise the suspicion of trying to manipulate the people in a specific direction.”. This attitude towards communication caused some complaints by the industry and research institutes. 

Main target groups of the authorities’ risk communication are – integrated by organised round tables and other forms of dialogue – the NGOs, industry, agriculture (agricultural organisations, national farmers’ unions, ecological companies), science and scientific organisations, as well as churches.

The main objectives of industry’s issue management are in line with economic objectives: to avoid damage to a company’s image,to avoid obstruction of day-to-day-business and to avoid a negative influence on product sales. Stakeholders’ confidence plays an important role in reaching these objectives. Industry grades target groups of risk communication according to their importance: the close circle: all clients within agriculture (such as agriculturists, sugar factories or feed producers); the wider circle: food industry, food trade, politicians and consumers. NGOs are seen as significant stakeholders, too, but contacts are very differently intense (see interactions). The industry representative laments that NGOs such as Greenpeace have a great advantage in reaching the consumers, because of their budget and well-established contacts: “It’s not necessarily like the poor little NGOs can’t compete with the big companies in the field of communication, but vice versa,” said the interviewee from industry.

According to the NGOs, the main objectives of risk communication should always be: transparency – in the sense of public understandability; information about uncertainties within risk assessment and the availability of information for those who want to inform themselves (regarding data, names, manufacturers, etc.). Target groups of the NGO’s risk communication are consumers, agriculturists, politicians and economists.  Further on, there are also efforts from time to time to pass issues to the media as their different kind of presentation is of interest to the wider public.

Risk communication sources 

Both interviewees from federal authorities stated that there is no specific inclusion of social scientific studies or risk perception studies in the authority’s risk communication. Generally, one of the interviewees stated “We do know that professional information does not influence risk perception in particular … We do know that certain attitudes are not changed offhand.” Further on, ethical aspects are being noticed by the federal authorites, but left aside within risk communication as those aspects are created by every person individually in front of their cultural and religious background of values and the federal government should not control this. As it is not the authority’s objective to change public attitudes, it is important “to be responsive to these attitudes and not emphasising only what is scientifically rated a big, medium or low risk,” said one of the federal authority interviewees.

In contrast to the authority’s point of view, the industry does consult external expert advice from different boards (e.g., the Ethical Advisory Committee). Studies of risk perception are also prominent, but personal discussions with experts (like sociologists or ethicians worldwide) are preferred. Apart from these expert discussions, the industry (mostly as a network of companies from the same sector) finances different studies, e.g., on the public’s acceptance of GM food).

According to the NGOs, it is a political and legal duty to foster the risk debate in a way in which different aspects such as ethical or socio-economical aspects are incorporated, but “political under-estimatation of the technology’s context remains a big unsolved problem.” The NGO interviewee said the industry tries to keep risks on a solely technical level, ignoring the fact that society views risks in a completely different way. The NGO interviewee emphasised his organisation considered the public’s diverse risk perceptions (e.g., agriculturist or consumer) by providing different and comprehensible information, dependant on demand.

Timing of risk communication

According to the federal authority interviewees, risk communication plays a role anytime and anywhere, but the decisive phase is seen – according to one of the interviewees – at the stage of the risk assessment. At this point, a judgement has to be given on how to rate a technology. Especially regarding green genetic engineering risk, communication seems to be most important at that stage as people have to be informed about which risks have been identified and how they are rated. In contrast to the federal authority’s statement, the NGO claims that the public – or at least the NGOs – should be involved in risk assessment phase – as soon as risks are identified. 

Industry starts risk communication at a very early stage: as soon as a plant’s genetic trait is being developed, the issue management and communications experts are concerned about specific “communicative challenges”. The later stages of risk communication are regulated by legislative procedure: e.g., before getting the licence to releaseGM crops, risk communication mainly takes place with the authorities. During the phase of the selection of the location for the release of GM crops, there has to be communication on-site. The still later marketing phase of risk communication would require different communication measures.

5.3.2.3 Dealing with uncertainty and expertise 

Kinds and sources of “legitimate” knowledge 

One of the federal authority interviewees stated that there is plenty of knowledge about GMOs as there are around 1,000 employees within the authority and many scientists in diverse research establishments. In the departmental research division, a scientific body is established creating points of contact between professionals and the legislation and thus being able to consult regarding all questions. The federal authority hardly ever “buys” external knowledge, but predominantly refers to that body benefiting from the loyalty and the competence of independent consulting. Regarding knowledge of GMO issues, the authority remarked that the results are getting better – not solely because of the professional input but because of a greater acceptance: “The more people you ask, the more they are involved in decisions.” 

Besides doing in-house studies, industry also commissionssafety-assessment studies. The NGOs in most cases refer to data given out by industry. There are hardly any data produced by the NGOs; only in isolated cases are there autonomous studies or follow-up studies including external experts.

Dealing with systemic risks (complex, uncertain, ambiguous)

According to industry, so far there have never been ambiguities or doubts in the application phase. If the stakeholders’ assessment should contradict the in-house assessment, the “worst case would be that the application is pulled back or closed,” said the industry interviewee. Regarding uncertainty, one federal authority representative states that doubts sometimes arise, but the starting point always is the team the authority can refer to, which contains people who know something regarding the relevant questions. “More expertise is not possible,” he said.

Asked about how uncertainties and ambiguities should be dealt with, the NGO directs its demands to the level of the competent approving authority claiming to change the status quo of delivering just any assessment and levelling everything that opposes the assessment. Imponderables should be clearly identified and communicated within any reports published by the authorities in order to have an opportunity to control whether the next steps of the authorities can be approved. Apart from these demands, at the moment it seems impossible to identify in the EFSA’s reports where the uncertainty is placed – for the untrained reader as well as for the trained reader, this like having no access to the data. 

5.3.2.4 Reliability, transparency, availability, and integrity in risk communication 

Transparency

Generally, all interviewees agree that transparency is central for the consumer’s free choice. As “a maximum of what can be reached regarding transparency”, the authority refers to the legal provisions, e.g., the Regulation (EC) No. 1829/2003.
 

There are efforts made by the authority to present certain GMO topics in a clear language – e.g., by the authority’s press office and sometimes by journalists. "When giving information to a student group, there is, of course, a difference in the level of language compared to giving information to the Food Council (“Ernährungsausschuss”) of the Bundestag,” noted one of our federal authority interviewees. But all in all, communication mostly takes place with experts who understand the scientific jargon. One of the authority interviewees disapproved of demands to “translate” science because “translating is a mistake as a differentiated level of language is abandoned and a level of language is reached ... where central information is lost.” Later on, looking at other disciplines, he added that it seems questionable why in the field of GMO translations should be needed, as “no one would ask mathematicians to translate their work”.

Industry has no specific department for “translation”, but the industry interviewee stated that “we are equipped for communicating in ways oriented to target groups”. Several examples of transparency and target group-oriented use of language were given: there are information brochures regarding green genetic engineering matching target groups; there are position papers, e.g., for the milk sector or for the food chain. The industry interviewee also referred to certain informational Internet sites which use understandable language (supported by the industry and/or ministries): www.kennzeichnung-gentechnik.de, www.transgen.de and www.biosicherheit.de.

In addition to the industry and authorities’ emphasising transparency as translating scientific information to the wider public, the NGO stressed that “transparency also means being able to follow how authorities arrive at their decisions.” According to the NGOs, there is no transparency regarding the performance of risk assessment, neither of the composition, nor of the selection and actual assignment of the authority’s experts.

Remarking on the importance of providing public understandability, the NGO representative, like the authorities, doubted the efficiency of translating scientific information, because “in ... summarising and filtering information, there is the danger making an assessment”. The availability of original data seems most important (see next section): “It would be a first step toward the public’s participation if at least experts had access.”

Availability

Access to data, materials and studies by the wider public is seen as “absolutely essential in terms of the political consensus,” said one of the authority’s (interviewees. The right to have access is regulated by the Act on the Freedom of Information (“Informationsfreiheitsgesetz”), which obliges the federal authorities to provide information – as long as corporate secrets are not being exposed. Additionally, a great part of information regarding GMOs is available on the authority’s website.

Regarding the availability of studies and information, industry refers to the publishing of specific papers on its website. Pointing to the enormous amount of data, industry generally prefers well summarised studies and negates the efficiency of publishing each single bit of data, indicating a possible counter-strategy: “By communicating and publishing each and everything, it is also possible to make sure nobody will read it,” said the industry interviewee.

The NGOs complain about the availability of information in line with risk assessment processes. Contrary to the legal position allowing access to all relevant data and information (Directive 2001/18/EC), lawsuits have to be filed by the NGOs in order to get access to specific data. In addition to industry’s hampering or denying access, the NGOs criticise the authorities as they play along: legally having access to all of the industry’s data, they just accept what industry presents to them. Consequently, the NGO representative states, “We only have access to a very small section of the data the authorities have and even that is not on a secured base … Democratic control regarding risk technology is not possible.” 

5.3.2.5 Stakeholders and public involvement

Interactions between government, industry, NGOs and the public

Regarding interactions between authorities and industry, the federal authority interviewee underlined the authority’s control function: “The companies are very strictly checked in what they are doing ... There are some companies, where personal benefits are so high that they would even sacrifice thousands of people, those I must supervise so they don’t do that …but I can’t say, because this is so dangerous and bad, we don’t touch that technology, that is wrong. ... The only things that help here are rationality, honesty, openess and governmental supervision.” 

Referring to examples of attempts to release GM crops, the industry interviewee stressed the importance and good experiences of communicating on site with the public. Although discussions are usually fiercer in the beginning, all in all direct dialogue with the concerned people is rated as quite effective in resolving questions in a concrete and quick way. Furthermore, as people are not engaged with virtual topics but can see the plants in reality, it helps to take away the fear. The industry interviewee is sure that “this way of communication has paid off a little bit” as the destruction rate of GM crop outdoor tests in Germany is not as high as in other countries such as France. 

Thinking of interactions with NGOs, industry undertakes clear gradations regarding level and intensity of interaction possibilities: there are groups (e.g., organic farming) where effective communication seems possible and is happening. But there are also NGOs with which communication seems rather difficult or hardly possible. The industry interviewee refers, for example, to Greenpeace and BUND, “one meets each other at events unreeling the respective programmes”, but there are no common round-tables. The NGOs see different reasons for that: Regarding direct interactions with NGOs, the industry is “plunging”. Compared to former times, there is no direct debating between industry and NGOs anymore. “Independent scientists and experts are pushed forward, who take the same course and who run the business for the industry,” said the NGO interviewee NGO. And interactions with the federal authorities show great deficits in the NGO’s eyes: Statements are not being recognised and there are no reasons given why they are not recognised: “There is no dialogue,” he concluded.

Trust and confidence in risk communication

The authorities state that trust and confidence are implied in the general legal context regarding GMOs. “Everything we do, the legal provisions of the processes and the application of the provisions, it’s always about credibility.” As one example, the the Freedom of Information Act (“Informationsfreiheitsgesetz”) is quoted. But federal authorities are – as another federal authority interviewee emphasised – not conducting targeted confidence-building campaigns as this is not the state’s business.

According to the NGO, there are many reasons why it is difficult to gain confidence. One reason for distrust is seen in risk assessment as there are persons who have close relations with industry. As risk discussions are often guided by those persons, in case of doubt, the industry’s interest will always outweigh those of others. Generally, industry and the authorities are challenged by mistrust, but generally “risk communication led by concrete economic interests is to be trusted even less than the authority’s risk communication,” said the NGO interviewee. But sometimes even the industry’s risk communication seems to be more direct and honest if it aims to avoid certain economic disadvantages.

Other principles of good governance

Asked about possibilities of public and stakeholder participation, authorities state that there is little participation possible if a law has been decided as it is then passed on to the Bundesrat according to the usual legislative procedure. When it comes to the acclamation with the departments, there are discussions with stakeholders, but it is always in the ministry’s discretionary power who among the stakeholders is invited to participate as there is no legal requirement for participation. 

One of the interviewees described the hearing process as regulated by law: concerned associations and sections of the economy are heard in order to determine whether the authority was right with its ideas before the regulation can be adopted.
Regarding participation by NGOs in regard to discussions about herbicide-resistent plants in the 1990s, our industry interviewee referred to participation procedures in line with the Procedure for Technology Assessment (“Verfahren der Technikfolgenabschätzung”). Different experts and NGOs participated. But having negative experiences as NGOs refused to take part in the final conference and describing similar negative experiences in the following years, the industry interviewee said that there was no great motivation to involve NGOs again in those processes.

Apart from the industry – according to the NGO representative – authorities do not seem interested in the NGOs’ participation in important GMO discussions and decisions. NGOs are invited to events like round-tables, but in no terms regularly: “Many people want to talk to us, except the authorities,” said the NGO interviewee. The NGO representative also stated that his organisation is member of the EFSA stakeholder platform but decisions are not made in that board; only GMO-typical questions are dealt with: “We participate so that the EFSA is able to state that they are talking to us, too.” The NGO described its own position as an open one, not refusing dialogue, as long as participation is honestly offered by the authorities and there is no danger of getting engaged in positions which do not reflect its goals.

Generally, the NGOs claim that a stronger participation by all stakeholders (including the food industry and food trade, agriculturists, environmental organisations) is badly needed. The status quo is described as follows: stakeholders do express their needs and worries, but there is no with clear rules for an organised discussion process between stakeholders and political decision-makers – compared to the societal dialogue, the technical risk assessment is regulated more clearly.

5.3.3 Hungary

National framing of the GMO food sector in Hungary 

In Hungary, the GMO-related institutional system is now being formed and, at the same time, transformed. The Hungarian Act on Genetic Engineering was the first GMO regulation in the region and, relatively soon afterward, the regulatory system was also made EU compatible. However, due partly to accession requirements and partly to institutional conflicts, institutional frameworks and roles have been undergoing a change during the past year.
  

In January 2005, Hungary, one of the biggest grain producers in the new EU, announced an open-ended moratorium on the production of 17 genetically modified corn varieties (MON 810) authorised in the EU. It was thus the first country in Eastern Europe to ban GMO maize. In essence, now it prohibits the import and use of these seeds. No GMO crops are grown in Hungary at present. The concluding clause of EU Directive 2001/18/EC makes this possible insofar as it provides that in spite of the existence of the common catalogue of varieties, a temporary prohibition of certain varieties may be introduced in EU member countries if new scientific evidence supports this prohibition.

The reason for the prohibition has been that hitherto no comprehensive environmental impact assessment for the Pannon Biogeographical Region has been carried out in the case of these corn varieties. According to grain brokers, the moratorium is a clear benefit for Hungarian economy.

Legal framing

Act XXVII of 1998 on Genetic Engineering and Act LXVII of 2002 amending it are the relevant national laws. The authorisation of the production and distribution of GM food and feed is under EU jurisdiction.
 Hungary, like other Member States, has the right to review and comment. The food authorisation process is regulated by Regulation (EC) No. 1829/2003.

Numerous EU regulations and directives on GM food, feed and seed are in force in Hungary, as follows:

· Regulation (EC) No 1829/2003 of the European Parliament and of the Council of 22 September 2003 on genetically modified food and feed

· Regulation (EC) No 1830/2003 of the European Parliament and of the Council of 22 September 2003 concerning the traceability and labelling of genetically modified organisms and the traceability of food and feed products produced from genetically modified organisms and amending Directive 2001/18/EC

· Regulation (EC) No 1946/2003 of the European Parliament and of the Council of 15 July 2003 on transboundary movements of genetically modified organisms

· Council Directive 98/81/EC of 26 October 1998 amending Directive 90/219/EEC on the contained use of genetically modified micro-organisms

· Council Directive 98/95/EC of 14 December 1998 amending, in respect of the consolidation of the internal market, genetically modified plant varieties and plant genetic resources, Directives 66/400/EEC, 66/401/EEC, 66/402/EEC, 66/403/EEC, 69/208/EEC, 70/457/EEC and 70/458/EEC on the marketing of beet seed, fodder plant seed, cereal seed, seed potatoes, seed of oil and fibre plants and vegetable seed and on the common catalogue of varieties of agricultural plant species

· Directive 2001/18/EC of the European Parliament and of the Council of 12 March 2001 on the deliberate release into the environment of genetically modified organisms and repealing Council Directive 90/220/EEC – Commission Declaration

· Council Directive 2002/53/EC of 13 June 2002 on the common catalogue of varieties of agricultural plant species.

Conditions and key players

Government Decree 66/2003 prescribes that the Hungarian Food Safety Office (MEBIH) participates in the standardisation of risk assessment methods. Risk assessment carried on in MEBIH means primarily the collection of accessible data but also risk communication. One of their plans is to put together a consumer basket, which shows the population’s food consumption data in a breakdown by (three- to five-year) age groups and places of residence (counties). Based on this, they aim at calculating the GMO intake of the various population groups. The aim is to identify consumer groups that are most likely to show hypersensitivity to GM foods.

In the field of GMOs, systematic risk assessment is not performed, important investigations on GM food risks are carried out only by the Central Food Research Institute (KÉKI). There is very little practical experience in official food inspection so far. Risk communication has been haphazard, especially lately, as the change of responsible institutions is under way. Thus, the communication strategy worked out by the Hungarian Food Safety Office has not been put into practice and the communication activity of the Hungarian Ministry of Environmental Protection and Water Management (KvVM) has not yet started. There are few signs of participatory decision-making, although the members of the affected advisory bodies (Genetic Engineering Advisory Committee (GEVB), MEBIH Scientific Advisory Body) include a relatively large number of civil society organisation (CSO) delegates.

During the course of the authorisation process, the Ministry of Environmental Protection and Water Management is the Hungarian organisation in charge of maintaining contact with the EU. It receives requests from the EU and forwards Hungarian requests to the EU. Nevertheless, domestic production and distribution requests have to be submitted first to the respective department of Ministry of Agriculture and Rural Development (FVM), which is, in the case of foods, the Department of Food Industry.
 The FVM acknowledges receipt and forwards them to the KvVM. The FVM does not judge or evaluate, it merely has a logistic (receipt and forwarding) function. 

In the case of seeds, registration in the domestic catalogue of varieties falls under national – specifically FVM – jurisdiction, but EU-level authorisation is under EU jurisdiction. The National Inspectorate for Environment, Nature Conservation and Water (OKVF) acts as a government agency with the right of veto. In the absence of prohibition by the OKVF, the FVM may decide on the national registration of a seed.

The Genetic Engineering Advisory Committee (GEVB) is an organisation qualified to channel the opinion of the various ministries and stakeholders into the authorisation process. The GEVB is composed of 17 members, with the Hungarian Academy of Sciences delegating five of them, the FVM, the Ministry of Economics and Transport (GKM), the KvVM, the Ministry of Eduction (OM) and the Ministry of Health (Eüm) one each, and civil society organisations seven. The Committee may be involved in every issue concerning genetic engineering; it may offer advice on food, feed and even human (pharmaceutical) issues, but, in practice, it plays a part only in the requests for authorisation of seeds.

The broader public may learn about the FVM’s decisions from the FVM Bulletin, and may formulate counter-opinions after publication.
 

The GMO-related communication system is being transformed now. In the first year of the MEBIH’s operation, it was the task of the Office. In 2005, however, the KvVM took over the task. The KvVM is currently setting up a Biosafety Clearing House (BCH) undertaken within the framework of the Cartagena Protocol on Biosafety.
 In addition to this, the information service of the Office of the Prime Minister (MEH) tries to co-ordinate the opinions of the various ministries and communicate them to those interested. Future communication plans mention mainly one-way flow of information. Dialogue, the involvement of all concerned – aside from the prescribed invitation to civil society organisation representatives – is neither part of the plans, nor of current practice.

By far the most important industrial key player concerning GMO in Hungary is Monsanto, which has designed the hybrid maize seeds MON 810, the planting of which was outlawed by the Hungarian authorities in January 2005. The reaction of Monsanto in regard to the ban was “great disappointment … there was no condition which required this action, no one wanted to import genetically modified corn seeds into Hungary.”
 Another GMO seed producer specialised in maize seed is Pioneer Hi-Bred which has moved its production inter alia towards Hungary already prior to 2000.

Important NGOs

Ökotars appears to be the main NGO against GMOs in Hungary. Ökotars Hungary (Hungarian Environmental Partnership Foundation) is partner in a network of six East European environmental foundations. According to its stated mission, “The Hungarian Environmental Partnership Foundation aims at enhancing the development of an environmentally aware, participatory democratic society and institutional system by strengthening and supporting the civil environmental movements. The foundation promotes the development of the environmental movement trough providing grants, training, fellowships and technical assistance where necessary.”
 They are central in campaigning for GMO-free zones in Hungary, frequently together with Greenpeace. Their goal is to protect organic and non-GM farmers in Hungary from GMO contamination.

ELTE is a Hungarian University and within this university a group was founded called the ELTE Nature Conservation Club (ETK is the Hungarian abbreviation), which is another NGO against the release of GMOs in Hungary.

As in many other countries, Friends of the Earth also play a role as campaigners against the production of GMO food and feed. Particularly prominent is its initiative “GMO free Europe”, which is prominent in Hungary as well. Biokontroll Hungaria KHT which is charge of the inspection of organic production in Hungary since 2004 is another campaigner against GMOs in Hungary.

5.3.3.1 Risk communication in the GM food sector in Hungary 

Risk communication seems a concept that has made an entry into Hungarian society quite recently. In fact, it seems it became relevant only with the country’s accession to EU membership two years ago. That is when the Hungarian government began formulating a risk communication plan. This plan, however, does not function as an action plan; rather, it comprises the views of a number of government and experts, with the government’s view exerting the greatest weight in decision-making.  Stakeholders from the food industry and consumer advocacy organisations were not involved in devising this plan. Furthermore, the plan, although reviewed in infrequent intervals, appears much less pro-active than reactive: when a new problem arises, e.g., avian influenza, the original panel of experts will convene to formulate strategies. And, finally, innovative technologies are not only assessed as to their potential risks; rather, their economic benefits are of prime concern. 

It is perhaps for this reason, i.e., the seeming lack of unambiguous and clear directions, that finding respondents for the interviews proved exceedingly difficult in Hungary. While a representative of METE (Hungarian Scientific Society for Food Industries) and of an NGO could be persuaded to participate in this study, representatives of the key industrial actor, Monsanto, declined to be interviewed at the last minute (though numerous telephone and e-mail contacts with the person in charge at Monsanto promised the contrary). The reason given for the cancellation was that, due to the moratorium, there is nothing like risk communication from Monsanto in Hungary.

Definitions of risk communication

METE defines itself as a “civil society organisation with a very strong background from industry,” “independent of the government,” “but loudspeaker of the industry of agriculture and food.”  Accordingly, although it is affirmed that risk communication is a part of risk analysis and evaluation, risk communication is interpreted in terms of public relations: “The way, how we keep contact with media, with written and electronic tools with which we are informing consumers of our food and feed in journals, periodicals, daily newspapers and of course on the broadcast radio and on TV … also regularly holding press conferences … we have a really good publicity,” said the METE interviewee. 

Not surprisingly, the NGO representative is less concerned with publicity than with raising consumers’ awareness: “We are communicating the risks of GMOs all the time, however, we don’t think about it as such … We think about it as our task regarding spreading this information and awareness raising.” 

Objectives and target groups of risk communication

The risk communication, as practised by METE, focuses primarily on the communication of scientific data, test results, etc., on food and feed contamination; it appears that these data are generated through extensive lab work within the organisation itself. This occurs despite the existence of other professional organisations, which are also dealing with similar issues. METE perceives its own role as being involved more in risk assessment rather than management. 

As such, METE networks and co-operates with the control office of the Ministry of Agriculture and Food, public health authorities and consumer protection agencies, but also consumer organisations. Risk communications occurs largely within an institutional framework. This, again, is reflected by METE’s concept of interactive risk communication, which involves not only responding to questions posed by its various members and the public, but also the organisation of workshops. These workshops are held every two months and focus on issues such as: “What is food safety, what is risk, what are the main tasks of Hungarian science?” These workshops do not specifically focus on GM foods; METE, however, will attend annual meetings, which are organised by environmental organisations, which, in turn, are supported by the Ministry of the Environment and Water Management. 

Institutions participating in these workshops include the food industry, university/colleges and food control authorities. METE seeks to strike a balance between the industry (including agriculture), the various control agencies and the scientific points of view. But, while the general public is not by definition excluded, the workshops are not open to the public, except to media representatives.

Clearly, the NGO point of view is more inclusive; rather than limiting risk communication to a circle of experts and the media, NGOs identify the general public as the target group. And, as for their conception of best practices in risk communication, the NGO interviewee said, “I don’t think there is the way or the best method to do it. I rather think, it is a continuous process which should involve all possible communication means, be it the mass media, be it specialised channels, be it personal meetings, personal encounters, whatever.” 

Risk communication sources 

According to METE, Hungary is currently not cultivating, importing or marketing genetically modified crops. More than 30 cities and municipalities are said to have declared themselves GMO-free zones. However, although a survey found that 82 per cent of the population rejected GM food, problem awareness seems linked to economic prosperity; thus, eastern Hungary, with its higher rate of unemployment and lower levels of education, seems less interested in the issue than the western part of the country. 

The survey mentioned above was carried out three years ago by a research institute to inquire into levels of risk awareness among the population. METE is not commissioning such research; although they claim they would, if another such study were needed. Although METE acknowledges that research agencies exist, which do provide correct results, the tool kit used in the social sciences is viewed with a certain scepticism:

· Hungary does not have sufficient experience in carrying out social perception studies, as such research was discouraged by the former communist regime.

· The validity of results, both in terms of representativeness, line of questioning and competence of respondents, is called into question.

· Finally, there is the demand for the same degree of science as in the natural sciences.

Timing of risk communication

METE affirms the vital importance of risk communication. Although a sequence of risk assessment, risk management and risk communication has not been established, risk communication is seen as a reactive process: the moment questions or problems arise, reports need to be issued to the media. Furthermore, GMOs are viewed as posing more of a social than a scientific problem. It is the consumer who rejects GMO foods.

Accordingly, as regards genetically modified foods, METE sees its prime objective in providing facts and information to the consumer. Although a lively debate on GMOs is going on in the media, initiated by, among others, Greenpeace, the consumer is perceived to be in need of further education in order to make informed purchase decisions. In Hungary, there is a moratorium on cultivating GM crops; as long as they are labelled, however, products containing GM ingredients can be marketed. METE sees its own role in providing scientific facts to consumers.

The NGO is critical of this point of view. Risk communication needs to be pre-emptive; i.e., risk communication needs to be implemented already at the pre-assessment stage. And the unidirectional provision of facts is deemed unsatisfactory, according to the NGO interviewee. “I don’t think you could call it a real risk communication if it is an expert process that establishes the risks and then the general public should kind of ‘take it or leave it, these are the probability of the risks’ so that they are just passive recipients of the expert analysis. I don’t think this is correct.” 

5.3.3.2 Dealing with uncertainty and expertise 

METE affirmed that scientific uncertainties are communicated. Dissenting or minority views are included in the minutes of meetings and this perceived as sufficient. The minutes are then passed on to the media. 

METE views the media with a high degree of suspicion. The media are said to be more interested in uncertainties and issues, which are not yet scientifically proven. In fact, according to METE, the media are interested in scandals, crises and problems rather than in the current level of scientific knowledge; they stand accused of occasionally publicising issues without thorough background investigation beforehand.

The NGO response is scathing. “They should climb down from this high platform of ‘we know it all’ – and made publicly, that you don’t know everything and so studies are needed and communicate in which directions studies should be made and how should they be made and financed … They should state that they don’t have the answers for everything at present.” In other words, all actors in risk communication should adopt a precautionary approach. 

When uncertainties exist in Hungary, risks appear to be down-played.According to the NGO interviewee, 
· Although the need for compromise is not denied, compromises should be communicated as such.

· Whenever a certain level of uncertainty persists, a sort of “veto right” should be introduced; i.e., the application should be automatically rejected.

The NGO professes a high degree of distrust towards expert opinion. If it is not possible to simply refrain from using GMOs, a consensus should be found on acceptable levels of uncertainty; however, such a consensus seems out of reach as long as experts proclaim GMOs as intrinsically safe and as long as they continue to ignore uncertainties.
5.3.3.3 Principles of reliability, transparency, availability and integrity in risk communication 

The NGO is troubled by the fact that application documentations, generated by the industry, have their shortcomings, i.e., that risks tend to be downplayed. This is said to be true for agencies also, albeit to a lesser degree. “Very often you read things like … ‘It is not likely that any adverse environmental effect will occur…’ What is one to do with such a statement?” 

The principle of transparency is interpreted by METE as the translation of information about risks to the wider public; to achieve this, press conferences are seen as the appropriate means.  “When you prepare a press conference in the right way, by issuing some prefabricated press materials including some data or results of a survey (well documented) – that you don’t only see one truth but many sides investigated – then the media is able to find out the negative or minority views,” said the METE interviewee.

The NGO, on the other hand, advocates integrating transparency into the entire process of risk regulation, and that in the form of a dialogue, not a unidirectional flow of information, i.e., the public would need to be actively engaged. So far, opportunities for the public to have a say are limited. While public participation is increasing in the decision-making process, furthered also by international regulations, “expertism” is still the norm. Furthermore, the communication issued by the industry as well as regulatory agencies often is intended to allay fears; i.e., risks are de-emphasised. 

The NGO takes pride in having raised public awareness on GMOs. Nowadays, the public has a strong voice. Since the circle of stakeholders has become more inclusive, with agricultural experts, environmental and consumer protection agencies, the former monologue is transforming into “multi-stakeholder communication”.

According to METE, availability is assured if information is posted on the Internet. Once again, the NGO raises strong objections. 

· While experts, and even the NGO itself, have access to documents issued by the Scientific Advisory Committee, the public’s access is limited.

· The involvement of the public is not pro-active; while information is provided, care is not taken that the information is useful to the public.

· While the public is given 30 to 40 days to comment on decisions taken by the authorities, after they have been published in the official journal, the public would require more background information to actually do so. Thus far, this opportunity has never been utilised.

· There are few people with the expertise to comment on GMOs and those few are part of the Advisory Committee.

· Marketing of GMOs is an issue that falls under the jurisdiction of the EU.  Transparency at the EU level is interpreted as more problematic than at the country level.

5.3.3.4 Stakeholders and public involvement

METE regards itself as independent. It professes to be seeking to “strike a balance between government and the economy”. In this role, METE communicates with – or disseminates knowledge to – stakeholders, member companies and individual members, but not the general public; i.e. the public is not defined as stakeholder per se. Communication with the wider public is done via press releases. It would then be the media’s responsibility to present various points of view. Rather than actively opening communication channels with the public, METE is passively awaiting the public’s response, which, more often than not, is not forthcoming. This, in part, is blamed on society’s generally not being very active and on the absence of prominent personalities in the GMO domain who would be in a position to make worthy contributions. 

It comes as no surprise then that the NGO resists this narrow definition of stakeholder. Stakeholders and the general public must be perceived as equal partners. Although agencies are said to make an effort at greater involvement of the public, this participation is criticised as coming too late in the process; furthermore, it does not pertain to all phases in the decision-making process. Industry is criticised for making no efforts at all to involve the public.

Public involvement in environmental issues in Hungary is seen as haphazard; there exists no system for when the public will be consulted – and when it will not. Finally, the NGO objects to the absence of a well-defined risk communication strategy.

As in the case of its exclusive definition of stakeholders, METE considers independence as a sufficient basis for trust. “We are independent from the government, from the companies, from universities … We are not speaking on behalf of some of our stakeholders; we are speaking on behalf of science … Of course, we are not neutral ... We have opinions, but independent of the government, independent of the companies and independent of some radical groups.” 

The NGO, on the other hand, while expressing some “guarded trust” in regulatory institutions, tends to rely more on continuous public control and participation. “Trust could be improved if they would change the conduct and make participation part of all decision-making processes and build them in into the structure and not just make it an optional extra.” 

For the NGO, participation is not simply a matter of generating trust; rather, participation is an integral part of good governance. The Hungarian government, according to the NGO, is oscillating between different points of view: on one hand, for economic reasons, NGOs are not given enough support; on the other hand, government pragmatically will seek to involve stakeholders and the public whenever it seeks to resist pressures from industry. 

“Participation should be much more institutionalised and regular, should come to bear in the whole decision-making process … This is only happening on a quite ad hoc basis: when there is an issue where the government feels they need the support of different groups, then they involve different groups, while it should be part of the whole decision-making process,” said the NGO interviewee. 

Not only is the public not regularly involved, the advisory committee even lacks certain kinds of experts, such as ecologists and economists.

It is evident that METE comes out strongly on the side of expert opinion, with the public being the mere recipient of information. The NGO, in stark contrast, advocates not only a more inclusive approach of expert opinion, but also the participation of the public as a matter of principle – and not of convenience.

5.3.4 Switzerland

5.3.4.1 National framing of the GM food sector in Switzerland 

Legal framework

Explicit regulations concerning how to deal with GMOs in Switzerland can be found in the Swiss Constitution. Art. 120 (“Genetic engineering in the non-human sector”) states the leading principles in regard to health protection, the security of man, beast and the environment, and biodiversity.

More concrete forms of these regulations are to be found in the following acts and orders:

· Act of Genetic engineering in the Non-Human Sector, Genetic engineering Law (GTG), effective since 1.1.2004: There are four precise security aims – 1. health protection of man, beast and the environment: especially dangers through toxic or allergenic matters are to be avoided; 2. conservation of the biological variety and its effective use; 3. protection of production that works without genetically modified organisms (GMO) and protection of the free choice of the consumers; 4. ensuring the dignity of animals and plants. There is also a possibility of complaint by environmental organisations. 

· Act of Environmental Protection (USG) effective since 1.1.1985: since then, it has been changed and adapted several times. It contains detailed passages about security aspects of GMOs. These have been further concretised by now within the GTG. 

· Order for Dealing with Organisms in the Environment (FrSV), effective since 1.11.1999: the new version of the GTG made a revision of the FrSV necessary. The formulation of the new protection aim of biodiversity made the existing regulations inadequate. Regulations on how to deal with invasive plants and their monitoring have to be integrated. Meanwhile,  the EU has replaced the old Directive 90/220/EEC by the new guideline 2001/18/EC.
 Switzerland also seeks to adhere to EU standards. As of February 2006, a revision of the FrSV is in progress and is to be effective by the middle of 2006. 

· Order for the Cross-border Traffic with Genetically Modified Organisms, Cartagena-Order (CartV), effective since 1 January 2005: the Cartagena Protocol on Biosafety was ratified by Switzerland 26 March 2002. The Cartagena Order closes existing gaps in the law and facilitates the co-operation of the actors involved in cross-border traffic of GMOs. Implementation of the Biosafety Clearing House package is stated to lie within the competence of BAFU, Federal Agency for the Protection of the Environment.
A genetic engineering moratorium exists in Switzerland. Since 2001, environmental organisations had called for a preliminary cultivation moratorium for GMOs. The matter was dealt within the parliamentary process several times.  During the voting for the GTG (21.3.2003), the moratorium proposal was rejected by a narrow majority in the Council of States and in Parliament. Subsequently, a GMO-free initiative was formulated and, by collecting the required number of signatures, a referendum concerning this matter was held on 27 Nov 2005, with the result that the “People’s Initiative for food from gene-technology-free farming” was accepted by 55.7 per cent of voters. A five-year cultivation moratorium was immediately put into force. 

Key institutions

The administrative competence for matters concerning genetic engineering in the agriculture and food sector (i.e., GM food, feed and seed) mainly lies with the Federal Department of the Environment (BAFU), Switzerland’s highest authority for environmental protection. Its responsibilities cover protecting people from any health dangers and ensuring an effective use of natural resources.  

The responsibility for questions concerning how to deal with GMOs lies with the department “Matters, Soil, Bio-technology”. It carries out monitoring, consulting and law-preparing activities. Applications for launching GMOs have to be filed with BAFU. Within the scope its tasks are: 

· composition and implementation of regulations for the respective laws, i.e., USG, GTG, FrSV and the Enclosure Order (ESV); 

· co-ordination of all international activities in the sector of biological safety concerning the environment, especially of the OECD, the Biodiversity Convention and the Cartagena Protocol; 

· monitoring compliance with Good Laboratory Practice (GLP);

· competence for all questions concerning environmental safety, as well as ethics concerning gene and biotechnology. 

Furthermore, two extra-parliamentary commissions are administratively allocated to the Department of Biotechnology; however, factually and legally, these committees are independent. 

The first of the two is the Commission for Biological Safety (EFBS), initiated in 1996. The EFBS carries out activities in the field of gene and biotechnology for human and environmental safety. It gives advice to the Bundesrat and to the federal offices in preparing laws, orders, guidelines and recommendations. Moreover, it assists authorities from the Federation and cantons in executing the regulations. It also comments on applications for allowance and publishes advice on security measures for work with genetically modified and pathogenic organisms. 

Another task is to inform the public about important new insights in the field of bio safety.  In its annual report, the EFBS informs the Bundesrat and the public about its activities. 

Additionally, in 1998, the Ethics Commission for Biotechnology in the Non-human Sector (EKAH) was established to consult the authorities from an ethical point of view in the sector of non-human gene and biotechnology. With this task description, it consults the Bundesrat and the subordinate authorities from an ethical point of view in preparing legislation. In order to do so, it writes comments on white papers and can give proposals for future legislation. It also provides information to the public and promotes discourse about the risks of biotechnology. 

In the field of genetically modified food, another national level authority is important. For all aspects of sanitary harmlessness and the obligatory labelling of GMO food, the Federal Agency of Health (BAG) is in charge. 

While BAFU decides on applications for launching GMOs, the BAG is responsible for applications for bringing them into circulation. According to the Food Order (LMV), the BAG collects comments from the BAFU and other federal authorities (agriculture: BLW and veterinary: BVET) and decides upon allowance. 

Furthermore, the BAG monitors the Declaration Guideline (effective since 1.7.1999, according to LMV), which requires labelling of products containing more than 1 per cent of GMO components (identical with the threshold effective within the EU). 

So far, however, there are no food products on the Swiss market that would have to be labelled as genetically modified. 

Important stakeholders

Biotechnology is very important in Switzerland, especially through the exceedingly productive conjunction of academic research at the highest international level and a long tradition of life-science companies. As measured by the number of inhabitants, Switzerland has the highest proportion of employees in the worldwide biotechnology sector .

Apart from the established companies such as Syngenta and Novartis, there are about 50 smaller and medium-sized companies working in plant biotechnology. There is a close exchange with renowned research institutions (e.g., ETH Zürich, Universities in Bern and Lausanne). The principal industry association is the Swiss Biotech Association with headquarters in Bern. 

The Swiss Farmers’ Association has a sceptical attitude towards the possibilities of genetic engineering in farming; it supports and accelerates ambitions to keep Switzerland gene-technology-free; so far, apart from a few test cultivation sites, there are no registered sites using GMO seeding in Switzerland. 

The other unions and organisations in environment protection and consumer initiatives are organised within the Swiss Work Group on genetic engineering (SAG), which also initiated and organised the aforementioined genetic engineering moratorium. 

In the course of this survey, interviews were held with representatives of all these relevant groups: with the responsible department head of the BAFU, with decision-makers in the industry and with spokespersons of the most important environment and consumer protection organisations. 

5.3.4.2 Risk communication in the GM food sector in Switzerland 

Definitions of risk communications

Asked about definitions and associations linked with the term “risk communication”, the interviewees provided quite different views, which would seem to indicate their respective institutional backgrounds.

According to the industry interviewee, the core meaning of risk communication is a general openness within the process of a product launch. A great lack regarding that openness is seen in the impossibility of outlining the expected benefits of GMOs within the registration process. From the industry’s point of view, the exclusive interest in risks by scientific authorities during the registration process leads to difficulties in risk communication in the GMO sector – for example, it is seen as a constraint at a subsequent phase. As the balance of potential risks and expected benefits should always be the basis of a correct product decision, both negative and positive aspects of GMOs should be part of risk communication.

The authority interviewee pointed out the differences between risk communication and crisis communication: as risk is always existent within fields like GMO, risk communication is seen as a permanent task whereas crisis communication is employed if a problem is effectively at hand. In crisis cases, explicit and already developed forms of communication are sought after (e.g., co-operation with the police, army, etc.).

Remarking that there is no common institutional definition of risk communication
, the NGO interviewee put his point of view regarding risk communication into a historical context. Referring to the development from risk control to risk management, he saw the current stage as the development of increasingly large-scale technical systems associated with an unavoidable political brisance, “and then society came onto stage and claimed communication ... We are now within that communication and discourse phase and I think that is quite demanding ... regarding the principles of communication.” Emphasising the importance of new risk communication approaches, he favoured a new definition of risk: “When talking about risk communication today, one has to renew the term risk. This term derived from engineering; simple probability multiplied by the extent of damage ..., does not work anymore as soon as society enters the stage, even more so, because they cannot understand the expert considerations.” The NGO interviewee argued that by broadening risk-thinking, the former belief to solve the risk issue by expert communication is being “forced open”.

Objectives and target groups of risk communication

According to the federal authority interviewee in Switzerland (a country characterised by its referendum-democracy and moratorium-initiative), proposals that are capable of reaching a majority are one of the key facets in political processes; each change in a regulation needs a majority of the Bundesrat. In that respect, the main objective of the federal authority’s risk communication is that proposals are understood and accepted by the majority of stakeholders. Within risk communication, there are no formalised strategies, but there is an effort to gain acceptance by discussing the regulations with stakeholders in advance. The authority representative emphasised that making the first step towards the stakeholders, seeking a dialogue, was a key part of work. Target groups and stakeholders who seem important are the cantons, political parties, industry associations and organisations, environmental organisations, confederate commissions and institutions.

In general, the current ban on selling GMO products in the EU is seen as the cause for reduced possibilities regarding industrial risk communication about GM food. That status quo is regarded by the industry representative as a “vicious circle, for as long it is not possible to test it, communicate about it and to demonstrate it, it is difficult to communicate. And as long it is not possible to communicate, it will be difficult to gain trust.” 

Nevertheless, the main task of risk communication within the risk analysis process is to deliver data and information. If a risk is identified, it is neccesary to make proposals about what can be done to avoid the risk or the consequences of that risk. The main objective is to communicate all aspects of the product (the risks as well as the benefits) to clients. Clients and people directly involved are defined as the main target group (e.g., agriculturists, agriculture associations or seed distributors). Further targets of risk communication are official agencies, consumer organisations, politicians, the media and, finally, society as a whole.

Risk communication sources 

In additional to technological and scientific expertise, industry draws on the results of Eurobarometer surveys in its risk communication. Furthermore, the industry representative is a member of the EuropaBio association, which does a lot of communication work via campaigns, websites and conferences aimed at different subjects, not product-specific aspects. According to the authority interviewee, all relevant sources of risk communication are formalised within the legal framework, e.g., the Release Decree (“Freisetzungsverordnung (FrSV)”): during a procedure scientific aspects as well ethical aspects are involved – as the Ethics Commission gives its opinion from the ethical point of view.

The NGO claims that the question of what is involved in risk communication processes always is “a question of normative positions being influenced by wherever one comes from ... These are all coinages and the communication process should absorb all those aspects somehow.” 

Timing of risk communication

Both industry and authority pointed out the necessity of communication during the whole risk analysis process. In industry’s view, the beginning phase, when a GMO product is still under development, must be excluded from communication – in that phase, issues of patent protection ban communication towards the public.

The authority, however, emphasises the very early stage of its risk communication with stakeholders: during hearings about regulations, the diverse positions of stakeholders are developed and gathered. That particular stage of the risk communication process plays a key role in the process of preparating concrete regulations. On the other hand, it is very important to have an acceptance of regulations by all the stakeholders.

In contrast to the statements from the industry and authority, the NGO complained – referring to the importance of the precautionary principle – that risk communication takes place much too late. Defining the actual positon of risk communication as a “taillight” within the risk analysis process, the NGO representative pointed out the twisted character of that succession implying that the experts’ results are only communicated to society after the decision-making. According to the NGO, within that communication model, society’s rationality which is influenced by common sense, experiences and values is totally neglected. Consequently, in the view of NGOs, risk communication should always take place as early as possible – at stages when developments are not yet bound by practical constraints.

5.3.4.3 Dealing with uncertainty and expertise 

Kinds and sources of “legitimate” knowledge 

According to the industry interviewee, most of the studies in the context of risk assessment are company internal. Besides, there is co-operation with third party companies, universities and research institutes. The co-operation with these external institutions always takes place on a strictly confidential basis, meaning that the institutions are not allowed to pass on results to the public.

Dealing with systemic risks (complex, uncertain, ambiguous)

Communicating uncertainty was identified as an important issue by all interviewees, but there is a great gap between industry and NGOs in this regard. The industry representative regretted that GMOs – in contrast to other domains – is a field in which people do not accept uncertainty, which makes communication efforts rather difficult. “Very often potential uncertainty weighs much more than a realistic benefit,” he said. One strategy applied in that context is communicating the positive aspects and drawing comparisions like “if I do not want to have that potential risk in 30 years and I do not cultivate the plant, I will not have any of the advantages I could induce.”. In the case of different risk assessments, the industry states that ambiguous results are always considered and checked unless they do not originate from serious sources.

For his part, the NGO representative claims that uncertainty, lack of knowledge and impossibilites of describing a system completely should always be admitted. However, recent actions show that this is not happening: the current state of knowledge of a specific expert board is taken as a decision-basis, ambiguous data pointing at risks is ignored and remaining risks are denied.

In the context of dealing with uncertainty, the authority representative referred to the legal scope (e.g., Art. 6 of the Act on Genetic Engineering (“Gentechnik-Gesetz”) specifying the permitted application areas and phrasing explicitly the conditions under which GMOs are to be released. Previously, the scope  used to be much wider.

5.3.4.4 Principles of reliability, transparency, availability and integrity in risk communication 

Transparency

Of course, in the Swiss GM food sector – as in other sectors and countries – the interviewees stressed the importance of transparency. The federal interviewee referred to the general elements of his specific work ethic (‘Amtskultur’): always to be open and transparent and not to hide anything. In the industry, there are communication departments that translate scientific language into something comprehensible and that prepare brochures for the wider public. Further transparency actions, for example, are publishing website information, participating in conferences and giving lectures in schools.

Interestingly, the NGO representative said an increase in awareness to make GMO-related aspects more transparent can actually be noticed. Still, the deficiency in access to documents and the difficulty in coping with hardly comprehensible dossiers, for example, remains a problem. The current situation is characterised as a paradox: “There is the wish to peel away from expertism, but it is not possible to read and comment upon those things without expert knowledge,” said the NGO interviewee. More effort in “translating” scientific documents would be important, but it is seen as a challenging task; there isa danger of trivialising or falsifying the contents if documents are shortened. The NGO representative claimed to have an unbiased and autonomous  “translation body”.

Availability

The Swiss Act on Genetic Enegineering (GTG) offers a high level of transparency in terms of access to files and public information. Each person has the right to gather information at the enforcement authority, which shows that general attendance and awareness regarding the availability of information on GMOs is rather good in Switzerland. All interviewees mentioned that.

As already indicated, industry and NGO do not harmonise their points of view on availability of GM food documents. The industry interviewee said, “It is our position to make public as much information as possible.” In contrast to authorities, he said the public need not see all study results in detail. In consequence, only parts are published via the industry website. The NGO representative, however, was of the view that there are great deficiencies regarding access to dossiers. Mainly, access is only admitted if substantial steps are taken by the NGO to get access to the dossiers. According to the interviewee, NGOs are generally given access to the relevant documents very late in the risk analysis process.

5.3.4.5 Stakeholders and public involvement

Interactions between the government, industry, NGOs and the public

The industry representative stressed the efforts in interacting with the public and the success in informing people. As an example, he pointed at an attempt to release corn in 1994 when journalists and the public were invited to look at the plants which had quite positive effects regarding understanding and trust.

In regard to interactions, the NGO remarked new societal tendencies: the base or societal representations make increasingly more remarks about the establishment of European GMO-free zones. Additionally, parts of society find unconventional ways of acting in order to counteract governmental decisions (e.g., civil disobedience like the destruction of gene technology fields in France).

Trust and confidence in risk communication

Trust seems to be a key point for authorities and certain strategies are undertaken to maintain stakeholder confidence: being transparent, making consistent statements and actively seeking dialogue with all the stakeholders, including NGOs, at anytime, even in the case of conflicts. The authority’s confidential role is approved by the NGO interviewee who gave credit to the  authority for the transparency, communication and quite effective participation of NGOs, who are part of the legislative process during the hearings: NGOs are being listened to and their suggestions are taken into account (e.g. Art. 7 GTG “protection of GMO-free production and freedom of choice” (‘Schutz der Produktion ohne gentechnisch veränderte Organismen und der Wahlfreiheit’) which was created also as a consequence of external requests). 

Industry knows quite well that it is not rated as very trustworthy and it sees the restrictions in the context of its risk communication. One effort to gain greater trust is to distribute neutral and professional information about organisations which are regarded as neutral by the people (e.g., certain consumer organisations). One further trust-gaining strategy is the use of one language by all of the industry players in the GM food sector. Consequently, the industry association assures that all of different companies apply the same terms and language in order not to irritate the consumers and to attenuate the trust problem.

The NGO representative saw potential for elevating trust and confidence and overcoming today’s situation where there are accusations of prejudice towards authorities. What is needed, said the NGO interviewee, is establishment of a platform for independent researchers and research institutions  – “a real independency would improve communication.” 

Other principles of good governance 

Asked about possibilites of public participation, industry referred to participation via the authorities’ approval process, in which the public has the possibility of making comments. Next to those participation possibilities,  the authority interviewee described positive experiences with several public discussions – in forms of an “emotional communication culture” during attempts at release of GM crops. He especially pointed out the positive effects of interacting personally, face-to-face, at different stages of the attempt. Before the attempt was started, the project was introduced and there were personal and intense discussions with the neighbourhood and other interested people. And at the end of the attempt, another meeting took place where the results were reported and discussed.

Regarding participation and discussion within the GM food sector, the NGO misses general and alternative questions being raised, like “Do we want it?”, “Which road should we take?” instead of “Are we allowed to do it?” Looking at the topic of GM food in a wider and more open fashion would meet the requirements of society better, as it would be easier to form an opinion and to discuss, if different options were laid side by side.

5.3.4.6 Best practice in risk communication in the GMO case in Switzerland

· According to our authority interviewee, a “genetic engineering platform of consensus” is decided by the Bundesrat and will be announced for 2006; it will take place approixmately until 2010.

· PubliForum “Genetic Engineering and Alimentation” (1999)

The PubliForum is a forum for reflecting the opinions of a societal representation and an example of an early implementation of communication methods. It was conducted by TA Swiss (an institution for the assessment of the consequences of technology) by order of the Bundesrat. One consequence of the Publi Forum was the initiation of the Swiss debate on a moratorium.

In line with the many positive aspects regarding the specific characteristics of an early public forum of communication with a well-organised exchange as regards contents, the NGO representative notes some discussion aspects which should be considered for future communication actions. There is the question of its effectiveness: as it is not institutionalised and has no political power, generally no further steps than the decision makers’ notice of the PubliForum’s results are to be expected. Apart from that, these communication methods are combined with great time and effort making it impossible to convene the PubliForum regularly.

· People’s Initiative (“Volksinitiative”): The GM-free initiative

The NGO interviewee sees the Swiss special possibility of the people’s initiative (“Volksinitiative”) (see 5.3.4.1) as a “nearly ideal process of communication … for there are three years of a intense social debate”. As a weakness of the procedure, he mentions the campaign-phase taking place shortly before the voting where the subject which was well-balanced and wide-spread is reduced to slogans that are not sophisticated or professional: “Whoever performs better in this often wins the vote.”

· Basle Regio Forum (1988)

The purpose of the Basle Regio Forum – carried by foundations – was to identify and discuss the risks and the future of the industrial society with the public in the Basle region in a nearly three-year process in order to find out “in which direction do we want to go”, according to the NGO interviewee. After different constitutive steps of communication, in a final step, future scenarios, which are clearly understandable for the public, were developed by scientific experts and lay people and presented to the public for discussion. The Basle Regio Forum is cited as an example of “establishing a chain to achieve the required breadth of communication”.

5.4 Risk communication in the electricity sector 

5.4.1 France

5.4.1.1 National framing of the electricity sector in France 

Key institutions in regard to electricity industry

In France, the energy sector has been a public concern for a long time. In fact, one company, Electricity of France (EDF), has been in charge of producing and distributing electricity. This company is now open to the private sector. 

Two ministries are involved: the Ministry of Industry and Finance (MINEFI) and the Ministry of Ecology and Sustainable Development (MEDD). 

Main legislative framework for electricity

The following laws are relevant: 

· Municipal law of April 1884, which provided, to the local communities, the competence to organise the local public services of electricity and gas;  

· Law of 15 June 1906 that provided the right to the local communities to own the distribution networks and to grant to the public the concession for distribution of energy in their territory; 

· Law of 8 April 1946 that instituted the French monopoly in the energy sector; 

· Law n° 46-628 of 8 April 1946 on the nationalisation of the production, distribution, transport, import and export of electricity and gas (Art. 1). This law established two vertically integrated, public institutions: Electricité de France (EDF) and Gaz de France (GDF) (Art 3);

Key stakeholders 

· EDF

· Local communities

· National society of railways (SNCF)

· End users

· Public

· Industries

· Institute of radioprotection and nuclear safety (IRSN)

· Center of Atomic Studies (CEA)

· Ministry of Industry and Finance (MINEFI)

· Ministry of Ecology and Sustainable Developpement (MEDD)

· DDE and DRIRE (Public Administrations)

· Revenues Court 

· Media.

5.4.1.2 Risk communication in the electricity sector in France 

Definitions of risk communications.

Risk communication comes after risk assessment.

Risk communication has two distinct parts: internal risk communication and external risk communication.

Internal risk communication aims at preparing the organisation to face different potential scenarios that can endanger the viability of its operations.

External risk communication is for informing stakeholders about the organisation and considering their expectations.

Objectives and target groups of risk communication

· Final users

· Industries

· Publics

· Local communities

· Revenues Court

· Ministries

· Media.

EDF communicates with several groups of stakeholders, including final users, industries, publics, local communities, Revenues Court, the Ministries and media. In view of the fact that EDF has a local presence, EDF appears to feel comfortable communicating with the public and the final users. 

This seems to be the same with the other group of stakeholders. However, it seems that EDF communicates using a kind of “paternalistic and reassuring” approach. EDF starts first by organising risk communication internally (within the organisation) before communicating with external stakeholders.

The fact that EDF is now quoted (open to the private market) seems to have changed both some of the risks to which the company is exposed (e.g., financial risk) as well as its risk communication process.

Risk communication sources  of  expertise

Engineers, doctors, sociologists, financiers, lawyers.

Timing of risk communication

Industries typically revise their risk communication plans every six months according to the experience and feedback on accidents, on crises and public expectations. 

However, in its external dimension, risk communication remains an information process.

5.4.1.3 Dealing with uncertainty and expertise 

Kinds and sources of “legitimate” knowledge

· Internal organisation sources (specialists and experts, workers, …).

· External sources: experts, end users, industry, regulatory authorities, financial sources, insurance companies.

Dealing with systemic risks (complex, uncertain, ambiguous)

Multi-disciplinary expertise panels are used to deal with systemic risks. 

5.4.1.4 Reliability, transparency, availability and integrity in risk communication 

Reliability

In France, the information about risk comes from regulatory documents and is considered as reliable because the information is controlled by the competent administrations. 

Transparency

According to the fact that “risk communication = risk information” in France, transparency refers to the transparency of a decision. Industry informs citizens about the risk, the potential consequences of accidents and major technological accidents. 

Availability

Information about risks is regularly published by the industry on their websites or in public documents. 

Integrity

End users are regularly invited by EDF to express their expectations. EDF  takes these expectations into account and modifies its risk management plans as appropriate. 

5.4.1.5 Stakeholders and public involvement

Due to the fact that there is no risk communication plan (stricto sensu), the task of involving stakeholders and public is undertaken at the local level in relations between EDF, regulatory inspectors and consumers.  

Who are the legitimate spokespersons?

At EDF, there is a specific unit in charge of risk communication. This unit has organised an internal risk communication process that is based on multiple expertise sources. 

Interactions between the government and industry and stakeholders/NGOs and the general public

Local committees. 

Trust and confidence in risk communication

Trust in the internal risk communication process, trust in the sources of information, cross validation is used. Cross validation is done within a multiple-expertise process. That means that experts of different disciplines are confronted. The trust is related to the "validity" and the "pertinence of "information sources.

Other principles of good governance 

Good governance especially means involving employees in the risk prevention process as well as giving consideration to questions and expectations of end users. 

5.4.1.6 Identified risk communications strategies

The internal risk communication process is complex and organised in a way similar to the risk assessment process. 

5.4.1.7 Summary of risk communication in the field of electricity sector in France 

The word “plan” has not a clear meaning. In France, this is more comparable to internal good practices.

Risk communication is divided in two parts: internal risk communication and external risk communication. The first is an organised process that involves stakeholders within the organisation and the second one is an information process. 

5.4.2 Germany

5.4.2.1 National framing of the electricity sector in Germany 

Legal and political conditions - European level

As Germany is a Member State of the European Union, some German legislation is dependent on EU legislation. This, of course, also applies to the legal framework of the electricity sector. The major regulation in this context is the European Directive 2003/54/EC, which replaced the Directive 96/92/EC. The most important goal of this guideline is the establishment of a domestic market for electricity in the EU.
 Some of the advantages that the Member States hope to achieve from a domestic market for electricity are an increase of efficiency, lower prices and more competition. According to the EU, measures are especially needed to ensure common conditions for the production of electricity in all Member States and to prevent market control by single companies and the crowding-out of competitors. Further objectives are to open the market for more competition and the so-called “unbundling”, i.e., the (personal and institutional) detachment of electricity producers (the companies running the power plants) and the electricity carriers (the companies running and the maintaining the electrical network). Here the national regulatory authorities play a key role. The companies transporting electricity (the network operators) are especially in a position of a natural monopoly, as in most cases there is only one network run by a single company in one area. Consequently, the regulatory authorities must ensure that network operators do not abuse this monopoly, e.g., by refusing other companies access to the network or charging excessive prices. 

Legal and political conditions 

Germany, a federal republic, is divided into 16 states (“Bundesländer”), which have far-reaching legislative competences in many fields. Therefore, the jurisdiction and general legal situation is complicated. According to Article 74 of the German Constitution (“Grundgesetz”), the states have the legislative competence for issues concerning the economy, hence they are also competent for the laws of the energy market. The German Federation (with the federal government), however, has a co-ordination function when it comes to the implementation of EU guidelines into German applicable law. An adequate federal law (in this case, the Act for the Energy Industry (EnWG)) provides the frame for each state’s legislation. The objectives of the Directive 2003/54/EC are implemented by the second edition of the EnWG. The first paragraph basically states that the intention of this law is to keep the supply with electrical energy as safe, well-priced, consumer-friendly, efficient and ecological as possible. Among others, the EU objective “unbundling” can also be found in this act. In Germany, the role of the national regulatory authority (see above) is shared between the Federal Regulation Agency (“Bundesnetzagentur”) and one regulatory agency in every state (“Landesregulierungsbehörden”). The latter (the states’ regulatory agencies) are singly competent for networks within the German border with less than 100,000 consumers. 

Furthermore, there are two federal ministries who have competences for the German energy policy. Leading responsibility lies in the Ministry for Economy and Technology (“Bundesministerium für Wirtschaft und Technologie”). The Ministry for Environment, Conservation and Reactor Safety (“Bundesministerium für Umwelt, Naturschutz und Reaktorsicherheit”) is competent in issues concerning nuclear energy, climate protection and renewable energy sources. 

A central political aim of the German energy policy (next to opening the market and unbundling) is the incremental use of renewable energy sources for the production of electricity. By renewable sources of energy, we understand wind and water power, solar energy, geothermal power and biomass energy. The German government intends to increase the share of electricity from renewable sources in the overall German wattage to 20 peer cent until 2020. By the 2050s, renewable sources shall even cover 50 per cent of the electricity consumption.

Currently, the composition of the sources of the production of electricity is the following: nuclear power (27.8  %), brown coal (25.6 %), mineral coal (22.3 %), natural gas (10.4 %), wind (4.4 %), water (3.7 %), others (2.9 %), petroleum (1,6 %), biomass (0.9 %), waste (0.4 %), photovoltaics (0.1 %).  There is already a trend towards the growth of the renewable sources’ share in the overall consumption: the fraction grew from 7.9 % to 9.4 % in 2003 alone.

Key players in the industry

The production of energy has become an important industrial sector, especially since the market is becoming more accessible for a growing number of companies. The three biggest electricity-companies (judged by the kWh of electricity sold) are the RWE AG in Essen, the E.ON AG in Munich and the EnBW in Karlsruhe.
 The RWE AG and the E.ON AG are also among the five most important electricity companies in all of Europe.

The task of the network operators is in Germany mostly taken over by the public services of the corresponding commune (“Stadtwerke”). According to the EnWG, they are responsible for the non-discriminating access of all companies to the network and the technical security and maintenance of the network.

Most companies in the electrical industry (95 per cent) have organised themselves and formed a union, the Union of the Electrical Industry (VDEW). The highest-ranking objective of this union, which co-ordinates a number of special unions, is to stress the interests of the electrical industry in politics.
 Examples for these special unions are the Union of Plant Operators (VGB), which is mainly responsible for the production of electricity, safety, etc., and the Union of Network Operators (VDN). 

5.4.2.2 Risk communication in the electricity sector in Germany 

Definitions of risk communication

Unfortunately, it was not possible to conduct interviews with representatives of all groups in the German electricity sector. Many contacts were made with relevant key actors of the field and a number of interview appointments were made. However, these appointments were rescheduled time and again, until, out of lack of time, it became impossible for us to conduct these interviews before delivery of this report. These postponements have to be seen also in respect of the current discussions about a new orientation of the German energy policy
, which shifted our application for an interview considerably downwards on the list of priorities of the interesting representatives from the industry as well as from the governmental authorities.

The understanding of risk communication as explicated by our NGO interviewee was remarkable; at first go, he sketched a panorama of meanings. From the point of view of the NGOs, risk communication includes: 

· a dimension of discourse and information: totally independent of the preferences of the NGOs, it was absolutely essential for a society that all possible alternatives were discussed without blinders; therefore – according to his assessment – the arguments should be exchanged in a way that was technically well-founded and as businesslike as possible. Especially technological progress (and new options) could be brought to attention with risk communication, as every debate on technology was necessarily also a debate on risks. For the work of the NGOs, he said it was clear “that we prefer that there is an open discussion about the risks of all forms of energy”.   

· a political dimension: as the points of view and interests of the various actors were predominantly clearly distributed, it was necessary to promote acceptance and support for the respective positions of those who are concerned in every risk communication; for even if only little was able to be concretely changed in the short run (as certain institutions and decisions in the electrical sector are binding far into the future), risk communication could “communicatively shift something”, according to our NGO interviewee. Consequently, it was all about effecting an attitude swing in the decision-makers and the public.  

· a precautionary dimension: whether it is a matter of newly identified risk (such as the dangers of terrorism) or one that had been discussed for a long time, it was essential that risk communication call attention to them all the time, so that a maximum of safety measures is taken.  

Objectives and target groups of risk communication

According to these different aspects, NGO risk communication pursues several goals. This generally started with the distribution of information on renewable energy sources and energy efficiency. Within the energy discourse, according to the interviewee, it was also about forcing open the horizon focussed on large technologies and developing an awareness for less risky alternatives. 

These efforts to improve the general standard of knowledge in the field of energy production can be – also according to the self-assessment of the NGOs – summarising and described with the label “enlightenmentThe NGOs  regard their work as a necessary counter weight to the positions of the energy companies. Our interviewee stressed that the leading principle of all  risk communication efforts was the “idea of precaution” (“Vorsorgegedanke”). To reduce the probability of an accident at a Nuclear Power Plant (NPP) to a minimum was the declared goal; the available instrument is an as-efficient-as-possible risk communication. 

In this respect, it is not surprising that our interviewee stated several times that the focus of risk communication was on pointing out weak spots and sources of error in the operation of NPPs. According to the assessment of nuclear-critical NGOs, if grave deficiencies or even actual dangers are at hand, all available instruments are utilised, of course. Instruments ranged from press releases to petitions to authorities and/or parliaments. As the ultimate step, legal actions were taken to have the risks inspected once more in the course of legal proceedings.
 

Underlying this approach is the opinion that every technology is afflicted with risks, whose issue needed to be broached within the society. However, according to the accusation by the NGOs, decisive actors in the electricity sector were avoiding this. The NGO interviewee said there was often “the tendency of diminishing clear risks with discussions, and not necessarily thinking about risks which are not yet clearly at hand” . The denegation of the risks of nuclear energy was, he said, common with the operators as well as with competent controlling and supervising authorities. 

Hence, the goal of risk communication was creating a “culture of risks… which leads to offensively approaching risks and, if need be, also to taking action”. Consequently, the target group of risk communication is identical with the whole spectrum of stakeholders in the electricity sector. Our interviewee, naturally, listed the operators of the NPPs, then the supervising authorities and the evaluators and finally the independent scientific institutions which do not work for the industry and/or for the nuclear supervisory authorities. As the last group, of course, the broad public was mentioned. 

Risk communication sources 

As safety in terms of the avoidance of accidents was defined as the leading principle of the risk communication, it is not surprising that the NGOs’ risk communication is almost exclusively based on scientific arguments. Other aspects, like supply guarantees which were listed in favour of nuclear energy, were – according to our interviewee – not part of risk communication. Also the discussion about the proliferation of uranium suitable for weapons was, according to the assessment, at least for Germany rather circumstantial. 

Socio-scientific studies on risk perception were usually not considered for the improvement of risk communication; in this, said our interviewee, one trusted the collected experiences, as “by and by one develops a feeling how to communicate with whom”.  

Timing of risk communication

Dealing with risky technologies requires a continuous process of risk communication, according to the assessment of the NGO-representative. However, the risk assessment phase was of specific importance, because here it was still possible to act and to make amendments when deemed necessary. It was absolutely essential to have all arguments on the table before making important decisions.
5.4.2.3 Dealing with uncertainty and expertise 

Kinds and sources of “legitimate” knowledge 

The interviewee from the BUND said it was no major problem to achieve an independent expert opinion in Germany because peace and environmental activists confronted the Germany nuclear energy industrywith heavy protests very early on. As a consequence, independent  environment research institutions already existed in the 1970s, of which the “Öko-Institut” today is the best known one.
 

Quite a few current nuclear technology experts (engineers, physicians, doctors) were part of the academic protest milieu during their years of study; NGOs easily find committed associates who can formulate technically well-founded opinions.  The Öko-Institut funds studies in this domain partly from its own budget. 

Dealing with systemic risks (complex, uncertain, ambiguous)

Nuclear energy is a characteristic example of a systemic risk; the uncertainty appears, e.g., in the difficulty of assessing the cancer risk of a person who isexposed to a certain radiation dose as an employee in an NPP. Clear-cut, secured causal connections are rather scarce in the domain nuclear energy. For risk communication, this means that it is often confronted with the phenomenon of ignorance.

The NGO representative said uncertainties must not be masked out within risk communication. He said it was obvious that “Many risks can not be eliminated and I cannot prove them.”. The only way to cope with this dilemma was transparency. It was a mistake to believe that it was always possible to completely clarify open questions. 

Often, despite unsecured data, quick information to the public was absolutely necessary, unless there was a danger of creating a panic. Otherwise, said the NGO interviewee, “I can hardly imagine a situation in which there are good reasons for holding back information.”. And in most cases, doubts (like if there was only a measurement error or if there actually was an undesired incident) could be cleared within two or three hours. 

As a commendable example, he mentioned the behaviour of Sweden in the context of the accident in Chernobyl in 1986: there, increased values were registered in the surroundings of an NPP whose origin could not be clarified at once. Still, according to our interviewee, Swedish regulatory bodies had appeared before the public, had explained the incident and at the same time had said that it was not known (at that time) whether the source of the radiation level was one of the Swedish NPPs. Without fail, this approach was a good example. 

5.4.2.4 Reliability, transparency, availability and integrity in risk communication 

Reliability

Cause for criticism towards the operators’ risk communication was – according to the interviewee – predominantly in regard of two aspects: first, risk communication tended to be used to marginalise existing risks; second, the flow of information was basically rather hesitant. Delaying tactics were frequently practised. Generally there were few doubts concerning the reliability of the published data and statements. Annoying was the prayer-like recital of the opinion “Everything is safe!”. According to the statement of the BUND representative, “I don’t think that the safety-relevant information is manipulated.” 

Transparency

That ‘transparency’ is to be regarded as a key term for risk communication in the nuclear energy domain is hardly surprising. According to the interviewee, there was a desperate need of improvement in this respect in Germany. The deficiencies regarding transparency can be classified in two categories: 

· communicative backlog: refers to the NPP operators’ tendency to hide the risk aspects of nuclear energy and/or to reveal certain information only after public pressure. As an example, the interviewee listed a few incidents in reported to the supervising authorities by the German NPPs only after a great time delay. There was a lack of precision and transparency concerning the transfer of information and, as another example, there had been a deliberate retention of data in the context of examinations of noticeable problems in the area surrounding the Krümmel NPP. The accumulation of cases of leukaemia there had led to the foundation of a scientific fact-finding commission which, however, had hardly been supported in its work. Co-operation and efforts for transparency on the part of the operator of the NPPs and research institutions in question had hardly existed.  

· infrastructural backlog: in some cases, it was not the hesitant information policy of the competent departments, but simply the absence of proper data which inhibited a substantial discussion of risks, according to the criticism of the NGOs. As an example, it was pointed out that so far there was no general cancer register in Germany, which led to less instead of more transparency. In the Czech Republic, where there is such a register, the discussion about the consequences of Chernobyl had taken a completely different and more professional course. 

An exception to the “Transparency Commandment” existed only in respect of terrorist attacks against NPPs. Here also, the NGOs were aware of the delicacy of certain data. “It’s clear one doesn’t have to publish everything. If we talk to experts in this context [about the dangers of terrorism] … we will also not communicate this publicly, but it is important that these dangers are thought about and that then conclusions are drawn,”  said the NGO interviewee. 

Availability 

Our interviewee estimated the availability of information as very different from case to case . For example, the possibility of learning certain measured values varied between states. Schleswig-Holstein was the only state to make current radiation values available on the InternetInternet, but the information was hardly comprehensible for lay people; it was obviously designed for experts. However, the example of Austria shows that even such information (measured values of radiation) could be edited in an understandable way, according to the interviewee. The data from the Austrian national measuring system were available on videotext and Internetthe Internet at all times. 

Possibly, a factor limiting the availability of information was the situation of the supervising authorities; it was admittedly a time-consuming issue to make certain factual information available to the broad public. Such an excuse was only reasonable to a certain extent. “If a technical analysis can’t eventually be formulated in a simple way, this will always have an expert level, something like that can’t just be broken down like that. Unfortunately, that’s the way it is,” said the NGO interviewee. 

5.4.2.5 Stakeholders and public involvement

Interactions between the government and industry and stakeholders/NGOs and the general public

Concerning the forms of co-operation between the stakeholders, the German electricity sector does not feature any major particularities. In the run-up to the legislative process, the established NGOs are heard and have the possibility to articulate statements. Our interviewee rated this type of interaction as toilsome and not very worthwhile.: It is not sufficient to simply articulate a professional opinion; one also has to work for it to be heard. Electrical industry lobbyists had an advantage, partly due to their numeric superiority, according to our interviewee. 

Concerning issues of NPP safety, it was often the case that only by filing a lawsuit against operators and/or authorities (e.g., regarding the NPP permit procedures) were the NGOs actually being heard and parts of their position taken into consideration. 

In the other domains, risk communication between the stakeholders worked more smoothly. NGOs had had good experiences in the past with the Federal Office for Radiation Protection (“Bundesamt für Strahlenschutz” (BfS)) as well as with the Directorate General for Energy and Traffic of the EU (“Generaldirektion Energie und Verkehr der EU“). Our interviewee rated as positive the publishing of bodies of regulation or position papers (whether on the Internet or on paper). 

Trust and confidence in risk communication

Our interviewee said trust in the risk regulation institutions was very different from case to case. Concerning the debates about the risks of terrorism and sabotage, a trustful dialogue had been possible. Concerning the dispute about the so-called “interim storage facilities close to the site” (“Standortnahe Zwischenlager”), NGOs felt increasingly that the national authorities had adopted the operators’ interests. Generally, there was some scepticism towards the risk communication of industry and authorities. 

Other principles of good governance

That the competent institutions acted according to the constitutional principles and the Commandment of Responsibility was understood as self-evident by our interviewee.  Mainly, this was also the case, although in individual cases, the “area of discretion” (cf. the criticism about the transfer of information) was stretched out. A unification of nuclear supervisory responsibilities, which is split into competences of the Federation and the states, was desired. A cutback of bureaucracy promised higher efficiency and transparency, but this was not one of the most urgent problems, according to the interviewee. 

Of really fundamental importance was the possibility of participation at an early stage, according to the NGO representative. “Concerning safety-relevant issues, one has to ensure broad-based public participation and to have a procedure that creates real participation.” 

On the issue of nuclear waste storage sites, the involvement of the local population had been gravely neglected in the past, according to the perception. “To allow an efficient public participation, one needs to think about scientific attendance and the nomination of evaluators... once again.” The inclusion of independent experts as well as critical voices within the set of evaluators was requested by the NGOs. 

5.4.3 Hungary

5.4.3.1 National framing of the electricity sector in Hungary 

In 2003, there was an incident at the Paks nuclear power plant in Hungary. Not only was the public alarmed, the incident also led to a parliamentary inquiry. Now, the lifetime extension of Hungarian nuclear power plants is being discussed. At the same time, however, environmental organisations, such as Greenpeace, are mobilising the public in an effort to have nuclear plants shut down.

Legal framework

The electric energy sector in Hungary is undergoing a restructuring in order to open the market and to meet corresponding EU directives. (The most significant directive is 2003/54/EC of the European Parliament and the Council, which deals with the internal electricity market and which repealed 96/92/EC.) However, a public utility supply philosophy still strongly affects the regulations for the supply of electricity. This philosophy formerly constituted the so-called single buyer model. In this, a single wholesaler (the Hungarian Power Companies Ltd. (MVM), see the paragraph about the industrial sector) buys electricity from the generators and sells it to supply companies or consumers. This approach was largely retained in the latest version of the Act CX of 2001 (which came into effect 1 January 2003) on Electric Energy and other corresponding statutes on electric energy. The Act, however, also contains measures, which support a competitive market. These measures include “a step-by-step market opening and states that the regulations in effect promote the development of the competitive market”
. The first of these steps was to release the large consumers of electric energy (e.g., public lighting, public institutions, etc., altogether 212 consumers, who are responsible for around 33 per cent of the yearly electricity consumption in Hungary) from their obligation to buy electric energy on the public utility market. The next step was carried out on 1 July 2004, when all non-household consumers, i.e., private companies and the like, were treated in the same way. This entailed an open market with 420,000 consumers (65per cent of the electric energy sold on the open market). The final step, the complete market opening, will be taken on 1 July 2007. Altogether, the Acts on Electric Energy mentioned above created step-by-step all the institutions (regulatory authority, consumer protection authority, technical and safety supervision), which are necessary for the functioning of a market economy
. Summing up the situation, Hungary’s supply with electric energy is still dependent on the public utility wholesaler (MVM), but there will be a completely open market from 2007 on.

Nuclear energy is a principal souce of electricity in Hungary. However, this way of producing electricity also has a dangerous potential, which leads to a public debate about the use of this source. This makes this branch of the electricity sector particularly interesting for the STARC project. The two competent authorities for nuclear power plants are the Hungarian Ministry of the Interior and the Hungarian Atomic Energy Authority (HAEA). The law that regulates the peaceful use of atomic energy is Act CXVI of 1996 on Atomic Energy (it came into effect 1 June 1997). This act outlines details about the appropriate use of atomic energy, the regulatory authority and the authorities and competences concerning public health and environment protection.
 “Under the Act on Atomic Energy, the HAEA both regulates certain activities (in particular, the licensing of nuclear facilities) and co-ordinates the regulation of those activities carried out by the ministries and administrative bodies specified under the Act.”
 

Conditions and key players in the industry

In the industrial sector, the Hungarian Power Companies Ltd. (MVM) is surely one of the most significant corporations. It is in national ownership, and therefore it “has the statutory responsibility for ensuring security of supply and supply on the least cost basis.”
 MVM takes the position of the public utility wholesaler (cf. the paragraph on legal framework), but power-generating companies are also part of the MVM Group. The company owns Hungary’s only nuclear power plant (NPP) at Paks and is the majority owner of a number of combined heat and power (CHP) plants throughout the country.
 Moreover, MVM is also engaged in transmitting electric energy, as the “company operating and establishing the high voltage transmission network is also a member in the Group”
. Of course, MVM with its outstanding position on the electricity market cannot be considered a normal industrial company with only economic interests. MVM also has to meet certain obligations, like safety of supply on a low-cost basis in its role as public utility wholesaler. Another one of these obligations is to ensure access to the grid (owned by MVM) under equal conditions for all market players, i.e., also electrical companies from abroad who export electricity to Hungary.

Another interesting aspect of the Hungarian energy market is the growing engagement of Electricité de France (EDF). EDF is a significant player on the world-wide energy market and is involved in the Hungarian electricity market. Companies operating in all stages electricity production, transmission and customer service are part of or largely belong to EDF. EDF’s own  generating company is Budapesti Erömü Rt. (BE Rt.), the leading heat and electricity producers in the Budapest area.
 This energy is distributed by the South Hungarian Electricity Supply Company (DÉMÁSZ Rt.) which was awarded the Prize of Hungarian Energy Consumers four times and which was the first Hungarian electricity supplier to be listed on the Budapest stock exchange. EDF holds 60.9 per cent of the shares of DÉMÁSZ Rt. Energy services are provided by Prometheus Rt., another leading company in Hungary’s energy market which is a subsidiary of DALKIA International, a corporation owned by EDF and Veolia Environment.

Due to the market opening process, the position of MVM has become a little less prominent, but its turnover still represents about three-fourths of the national wholesale market.

As mentioned above, nuclear energy plays an important role in Hungary. This can be seen in these figures (from 2004), showing the production of electricity according to the source: fossil 62.2% (natural gas 35.6%; coals 24.4%; fuel oil 2.2%); nuclear 35.4%, renewable energies 2.4% (biomass 1.5%; hydro power 0.6%; other renewables and wastes 0.3%, wind 0.0%).
 The share of renewable sources will have to grow up to 3.6% by 2010 in order to meet EU requirements. According to a statement from Ferenc Bohoczky (senior counsellor at the Energy Department of the Ministry of Economy and Transport), the Hungarian government’s goal is to increase the use of renewable sources. However, he adds that it will have to be accepted, that “Hungary’s geographical circumstances are not the best for producing such energy.”
 

The professional association which represents the electrical industry in Hungary is the Hungarian Eurelectric Association (EMT). The EMT has 25 members and represents their interests in politics and towards the public at the national and European levels (as part of the Eurelectric). Among the members of the EMT are MVM, E.ON and Paks NPP.

Important NGOs

Among NGOs, Greenpeace is certainly an important one, especially in the field of nuclear power and renewable energy sources. Greenpeace has worked against the spread of nuclear weapons, but also of nuclear power stations since its foundation in 1971. Greenpeace promotes renewable energy sources and strongly criticises the weaknesses of nuclear power production. One of these weaknesses is the danger of accidents with vast consequences, like at the plant of Chernobyl in 1986 or the new threat of terrorists attacking NPPs. Another, perhaps even more significant problem is the disposal of radioactive waste, which is “produced” in NPPs. According to Greenpeace, there is still no solution for this problem.

Another prominent NGO in this sector is the Hungarian Environmental Partnership Ökotárs Alapítvány. This organisation is part of the Environmental Partnership of six East European countries. Ökotárs Alapítvány promotes renewable sources with the Alternatives to Nuclear Power Programme, which has been held every year since 2000 and awards projects that work out the best alternatives to atomic energy.

5.4.3.2 Risk communication in the electricity sector in Hungary 

Definitions of risk communication

The Atomic Energy Authority defines risk communication as a part or aspect of emergency and crisis communication. However, the authority is not directly involved in risk communication, as their focus is on ensuring – and then communicating – the safety of nuclear energy. 

“My job is to guarantee safety, which is, in a sense, the counterpart of risk,” said an interviewee from the national authority.

The internal PR department is also not involved in risk communication; this task resides with the Public Information Work Group, which is part of the National Disaster Management Organisation. The Atomic Energy Authority is represented in this work group, which, in case of a nuclear emergency, would communicate to the public. 

The Authority’s day-to-day communication deals mainly with general information on nuclear power plants in Hungary. This communication occurs in response to media inquiries and only rarely pertains to risks or danger. During the PaksPaks incident in 2003, the Authority faced the challenge of communicating risks: the public was alarmed and all emergency relief organisations were on alert. And the Authority was overwhelmed by media inquiries; all the while, the problem itself, i.e., the incident, had posed no serious challenge at all. Clearly, the Authority would rather have preferred to stick to its own field of expertise, i.e., analysis and safety issues.

“We don’t think we need to communicate our everyday work; if something happens, we have the capacity to give professional answers,” said the interviewee. 

Two years ago, possibly as a result of the Paks incident, a “public information general plan” was drafted, which will become part of the “emergency preparedness planning”. This plan pertains only to nuclear emergencies; its main objective is to inform the public “to the necessary extent about everything so that they are prepared to participate in the emergency activities,” said the interviewee.

Again, although communication is assigned a key role in this plan, risks are not communicated; the flow of information will begin once a crisis is at hand, when something goes wrong at the power plant.

The Greenpeace representative did not wish to discuss risk communication at all; in his opinion, the term is too poorly defined to be meaningful.

Objectives and target groups of risk communication
The Authority feels highly uncomfortable communicating with the public directly; although the general public is acknowledged as a target group, contact is made exclusively through the media. In fact, the Authority perceives direct contact with the public as counter-productive, as the national authority interviewee told us: “Primary aim is not to communicate in emergency or risk cases: no round-tables, hot-lines, etc. for the general public. … We always answer the calls of media (procedure to communicate with the media in general, not only in risk communication issues).” 

Greenpeace, albeit for different reasons, feels equally uncomfortable with risk communication on nuclear safety issues. The point is not to make nuclear plants acceptable, but to switch them off, as the risks are deemed unacceptable.

Risk communication sources 

The Atomic Energy Authority claimed unfamiliarity with risk perception studies; and on the issue of timing, his only comment was that it comes to bear only during an acute emergency. 

5.4.3.3 Dealing with uncertainty and expertise 

Kinds and sources of “legitimate” knowledge 

Apparently, from the point-of-view of the technocrats, the only valid source of data is the power plant itself: “online connection to more than 1600 measured data…quite sophisticated assessment of the data: what is going on in the power plant and what is expected to happen” (national authority interviewee).

The Greenpeace representative calls all data into question: Hungarian scientists are financially dependent on the nuclear power plant, he argues; hence, they are biased. Science in the area of electricity is said to be not independent. 

Dealing with systemic risks (complex, uncertain, ambiguous)

According to the Authority, there are several centres involved in risk evaluation who issue recommendations. All recommendations, in turn, are evaluated by an expert group, which is composed of members of the Authority as well as other institutions. Although members of this workgroup are permanent, the group convenes only on an ad-hoc basis, especially during an emergency. It is then that it will issue a set of final recommendations, which are submitted to the governmental or crisis management institution.

In such instances, where the experts disagree, a “defence committee” has the responsibility to take the final decision. Formally, the decision-taking authority resides with the government; in practice, however, the committee, composed of officials and experts, takes the decision.

Other stakeholders or the general public have no influence whatsoever on what decisions are being taken. The national authority interviewee told us that “the wider public may have another opinion, but in that case it is not really decisive what the wider public thinks of the right countermeasures ... it is a purely professional technical issue.”  

As for scientific uncertainties, the Authority agrees that they ought to be communicated. But then, the wider public would not have the expertise to absorb “numbers, exact mathematical interpretations”; furthermore, as the public is said not to like uncertainties, the Authority is troubled by the possible lack of acceptance or inappropriate reactions. Even members of parliament, as emerged during the hearings on the Paks incident, have demonstrated their unwillingness to accept uncertainties.

A blistering response by Greenpeace would not come as a surprise. However, the NGO is clear on communicating risks from nuclear power plants: “I am not interested in any risk communication and how to operate with risks; the point is clear: nuclear is dangerous; there is not much to discuss and the public knows that.” 

5.4.3.4 Principles of reliability, transparency, availability and integrity in risk communication 

Reliability

Greenpeace perceives all information as intrinsically suspect, as

· data that are made accessible are highly selective;

· furthermore, no access is given to the original sources of whatever information is provided. Hence, there exists no opportunity for an independent, critical review.

Transparency and availability

The Authority admits that no access is granted to data; the experts have neither the time nor the resources to make them public. However, the respondent pointed out, all decisions are made public. By the same token, the “public information general plan” has been published. 

In the assessment of Greenpeace, transparency is an impossibility, as the entire system is corrupt. Risk communication is a mere public relations measure. “The so-called risk communication system [which is around Paks in the 30-km zone] is financed by a state agency corrupted by the power plant. This is working – instead of risk communication – as a marketing tool of Paks power plant - not as a reliable independent risk communication system.” 

By the same token, availability is not even remotely realised.

“There is a general problem with access to information in Hungary in the field of energy. … Every kind of inquiry on information about energy might cause in the people of the energy lobby a feeling that they are thinking of not to give any secrets; even with the slightest information, they think it is a secret and they have to keep it because it will be a weapon against them.” 

The Greenpeace representative then recounted his organisation’s experience with requesting information following the PaksPaks incident. An international consortium of organisations prevented its own report from being published, claiming intellectual property and copyright. 

5.4.3.5 Stakeholders and public involvement

The Authority unequivocally confirmed that stakeholders can play no significant role in a nuclear emergency. And, although the public is said to have a right to know what is going on, it has “no right to interfere making the decision because the responsibility is solely ours”. 

Again it was pointed out that decisions are being published, even given to environmental organisations. However, the Authority will not publish any material provided by the power plant operator during the application process. Thus, the Authority admits that its openness is tightly restricted.

In a current debate on the lifetime extension for Hungarian nuclear plants, the Authority states that both the decision and the first steps towards its implementation have already been taken. An environmental impact study was duly carried out and its results published. The public hearing, which is being organised by the power plant itself, will be the concern mainly of the environmental authority, and not the Atomic Energy Authority. 

Greenpeace severely criticises the fact that NGOs are given no opportunities to comment on studies or on energy decisions in general. Likewise, the public is not involved: although mechanisms, such as hearings, round tables, etc., exist in principle, they are not being implemented. Greenpeace complains that it has not been involved even once.

“Our point of view is clear: the Paks power plant has to be switched off … We are not willing to discuss whether the emergency procedures are well or not, because there is no emergency procedure which might fit to a nuclear power accident. Since Chernobyl, we know that you cannot control a nuclear power accident … The only solution is to switch off. … We are not willing to discuss what to do in the case of an accident; it is not a subject for me because I don’t want to have it coming … I don’t want to have myself being quoted somewhere that I said that this must be done if an accident happens. No accident should happen. The only way is to switch it off.” 

As confidence-building measures, the Authority makes recourse to press conferences when an acute situation has arisen. More general measures include “open house days” at the Authority and lecture series on nuclear energy and related issues; a lecture is even planned on Chernobyl. But, in the Authority’s view, this is communication on safety much more than on risks.

“Our mission is to guarantee that the general public is safe and to reassure the public that safety is guaranteed.” 

Greenpeace condemns regulatory institutions as entirely untrustworthy. It charges that the regulatory agencies depend on the power plant as their main source of funding. The only way trust could be established would be for Paks to be shut down.

Also, from the point of view of the NGO, principles of good governance are not being met. Greenpeace demands public participation in the entire process; furthermore, a reorientation of energy policies should occur and the use of renewable energies be increased. 

5.4.4 Switzerland

5.4.4.1 National framing of the electricity sector in Switzerland 

Electricity supply in Switzerland shows a few particularities: Thanks to the specific topographic conditions and high levels of precipitation, it was possible to satisfy about 90 per cent of the demand for electricity with water-power plants until 1970. In the following years, the growing energy demand was accommodated by building new nuclear power plants (NPPs). Nowadays, Switzerland’s five NPPs generate about 40 per cent of Swiss electricity while 55 per cent still come from water-power plants. Other renewable energy sources contribute about 2 per cent.
 

These beneficial conditions make Switzerland rather independent from electricity imports from abroad. However, as the country lacks its own uranium deposits, fossil fuels as well as nuclear fuel for the NPPs need to be imported. 

In its energy and climate policy, Switzerland follows two goals: energy efficiency and increasing use of renewable energy sources. According to today’s plans, the currently operating NPPs are to be shut down by 2020; this is one of the reasons for the initiation of the “EnergieSchweiz” program. All measures of this program are based on a principle of voluntariness. The program focuses on the co-operation and partnership of Federation, cantons, communities and numerous partners from the economy and from environmental and consumer organisations. 

 “EnergieSchweiz” has the following goals:

· a 10 per cent reduction of the emission of CO2 by 2010 (compared to 1990);

· a limitation of electricity consumption to a maximum increase of 5 per cent over year 2000 levels;

· an increase in the share of renewable energy sources in the production of electricity. 

As in all other comparable countries, the startup of NPPs for the production of energy has led to intense social controversies since the end of the 1960s. In the 1980s, there was a debate about a specific construction project, which was rejected in the end. Nowadays, the discourse focuses more on issues of intermediate and ultimate disposal of radioactive waste. The construction of a geological storage site, the details and location of which are currently discussed, has aroused a high level of public interest.  Moreover, any talk of plans to build a new NPP regularly generates public debates. 

Legal framing

In the energy sector (and here particularly concerning nuclear energy), the following laws and regulations are important: 

· In 1990, a so-called “Energy Article” (Art. 89) was added to the Constitution. It states that the Federation and cantons work for a sufficient, secure, economical and environment-friendly energy supply from a wide variety of sources and for efficient, rational energy consumption. The Energy Article thus provides a constitutional definition of an energy policy based on the principles of sustainability.

· The Act for the Reduction of CO2 Emissions (“the CO2 Act”), effective since 1 May 2000, is at the core of Swiss climate policy. It calls for a 10 per cent-reduction CO2 emissions by 2010 compared to 1990. The principles of subsidiarity and co-operation are applied, i.e., voluntary measures have priority. Fiscal incentives supporting energy efficiency include a car tax and a CO2 tax (the latter measure is still being discussed). Thanks to its quasi CO2 free electricity production, Switzerland is in a top position already: the CO2 emission per inhabitant is about 25 per cent lower than the EU average.  

· The Nuclear Energy Act (KEG), effective since 1 February 2005, replaces the “Atomgesetz” which has been in force since 1959. The KEG explicitly calls the “nuclear energy option” a key part of Swiss electricity supply. A limited runtime for the NPPs is not mentioned: the NPPs stay connected to the grid as long as their safety can be guaranteed. The construction of new NPPs remains an option. Furthermore, the Act makes the following provisions: a moratorium is applied to the reprocessing of spent fuel rods; the financing of decommissioning and disposal is arranged and the joint and several liability of the operators of the NPPs is renewed; an administration-independent legal authority is established to consider complaints against approvals. The so-called “Certificate of Disposal” (“Entsorgungsnachweis”) stays mandatory as a condition for operating an NPP. Finally, the KEG states that the inspecting authorities must not be bound by instructions concerning technical issues and that these authorities shall be formally separated from the approval authorities (“Bewilligungsbehörden”).  

· The Order for Nuclear Energy (KEV), effective since 1 February 2005, contains some specifications: the disposal of radioactive wastes is concretely defined in Article 5 “Plan for Geological Storage Sites” (“Sachplan geologische Tiefenlager“). The instrument of the plan, which is new in the field of nuclear energy, defines objectives and regulations for geological depth waste sites. 

· The Safeguard Order (“Safeguardsverordnung“) also came into force on 1 February 2005. The Order transposes two conventions of the International Atomic Energy Organisation (IAEO) on the non-proliferation of nuclear weapons. 

Key institutions

The competent federal authority for the whole energy sector is the Federal Office for Energy (“Bundesamt für Energie (BFE)”); it prepares decisions on NPP approval and on radioactive wastes. The BFE is responsible for the execution of all legislation concerning nuclear energy. 

Moreover, the BFE takes over technical tasks that have to do with the use of nuclear power. Among those are all questions on the disposal of radioactive wastes. Furthermore, it grants permits for the transport of nuclear fuels and radioactive wastes. The BFE is also responsible for the national control of nuclear fuels and all issues which result from Switzerland’s bilateral or multilateral liabilities with regard to nuclear fuel and export control of nuclear products. 

The safety requirements and bases of assessment for the nuclear facilities’ protection from unauthorised influence (sabotage) are defined by the BFE. It monitors the operators’ technical and organisational safety measures and assesses safety aspects of new building and re-fitting projects of NPPs; the safety-related supervision is carried out by the Department for the Safety of Nuclear Facilities (“Hauptabteilung für die Sicherheit der Kernanlagen (HSK)”).

The HSK is the federal safety and radiation protection authority in the domain nuclear energy. It is technically and scientifically orientated. The HSK monitors and assesses the Swiss nuclear facilities concerning nuclear safety and radiation protection at all operating stages (starting at the planning and ending at the shut-down of the facilities and disposal of the radioactive wastes). The HSK controls the compliance with the statutory provisions and of the obligations from the approval authority (“Bewilligungsbehörde”). In addition, the HSK takes into account all the experience and the worldwide status quo of science and technology. In annual reports, the HSK provides information about its monitoring activity. 

Institutional changes are in the works. As of March 2006, the legislative procedure for the Confederate Nuclear Safety Inspection (“Eidgenössisches Nuklear-Sicherheitsinspektorat (ENSI)“) is on track. With this new federal act, the HSK shall become legally independent. 

Organisationally, the HSK today is part of the Federal Office for Energy (BFE). According to the international convention for nuclear safety, participating countries have to ensure an effective separation of tasks of the nuclear safety authorities and other departments or organisations concerned with the use of nuclear energy. In the KEG, this separation is already included, but it still needs to be executed.  

The Federal Commission for the Safety of Nuclear Facilities (“Eidgenössische Kommission für Sicherheit von Kernanlagen (KSA)“) acts as an independent consulting committee; it supports the Bundesrat and the BFE on issues related to the safety of nuclear facilities. It comments on applications for the authorisation of nuclear facilities and on the safety measures with which people and the environment shall be protected from radiation. It also comments on reports issued by the HSK and other federal agencies. 

The professional and technical consulting of the federal authorities (Federal Office for Energy BFE and HSK) is part of the assignment of the Commission for Nuclear Disposal (“Kommission Nukleare Entsorgung (KNE)“). The KNE offers expertise in all questions of nuclear waste disposal, including those relating to geological issues. 

Important stakeholders

Since the start-up of Switzerland’s first commercial NPP (Beznau-I) in 1969, nuclear power has become an indispensable part of Swiss power generation. However, there were public initiatives time and again which targeted the phase-out of nuclear power. In 1979 and again in 1990, the result was only imaginably tight: only a small majority (1990: 52 per cent) was against a nuclear power phase-out. However, at the same time, a 10-year moratorium on building new NPPs was accepted. Still, in 2003, about. two-thirds of the Swiss voted against a continuation of the moratorium as well as for a new initiative that asked for the production of electricity without nuclear power and hence (“Strom ohne Atom”) for the stepwise phase-out of nuclear power by 2014. 

Naturally, the initiators of such public initiatives are to be regarded as important stakeholders within the electricity sector. In addition to the established environment and nature conservancy associations (Greenpeace, WWF and Pro Natura), local alliances and associations are also important. Most of the time, concrete projects lead to the mobilisation of the nuclear opponents, e.g., in 1985, when the Committee for the Co-determination in Nuclear Facilities of the People of Nidwald (“Komitee für eine Mitsprache des Nidwaldner Volkes bei Atomanlagen (MNA)”) was founded to mobilise the protest against the planned ultimate disposal site “Endlager Wellenberg”. Opposition to the project was successful in a 1995 cantonal referendum. 

Another association which focuses on the problem of the disposal of radioactive waste is the “Klar! Schweiz” protest group. Among other actions, it organised the protests against a repository in the Züricher Weinland. 

Likewise important is the North-West Swiss Action Committee Against Nuclear Power Plants (“Nordwestschweizer Aktionskomitee gegen Atomkraftwerke (NWA)”) which was founded in 1970. Another central actor on the side of the critics of nuclear power is the Swiss Energy Foundation (“Schweizer Energiestiftung (SES)”). For the last 30 years, it has been undertaking professionally orientated information and lobby work in favour of a sustainable energy policy. The SES is less campaign-orientated, but focuses on awareness training concerning energy efficiency and renewable energy sources. 

On the other side (talking about the problem of ultimate disposal) stands the National Collective for the Disposal of Radioactive Wastes (“Nationale Genossenschaft zur Lagerung radioaktiver Abfälle (Nagra)”). In Switzerland, according to the polluter-pays principle, the producers of radioactive wastes are liable for their disposal. This was the reason for the foundation of the “Nagra” by the operators of the NPPs and the competent Department of the Interior in 1972. It suggests a disposal concept, assesses the suitability of possible sites, and carries out research and sets out the tasks needed for a safe disposal. 

These tasks are partly shared with the Paul-Scherrer Institute (PSI). The PSI is Switzerland’s biggest research institution for natural sciences and engineering. One of its emphases is on nuclear energy and safety, which includes the ultimate disposal of radioactive wastes. 

Finally, individual electrical companies are stakeholders. As the principal organisation of the Swiss electrical industry, the Association of Swiss Electrical Companies (“Verband Schweizerischer Elektrizitätsunternehmen (VSE)“) is important. In addition, another influential actor is the “swisselectric“, in which the big Swiss electrical companies are organised (members include Atel, BKW, CKW, EGL, EOS and NOK). The lobbying for the nuclear power sector is conducted by swisselectric’s sub-organisation “swissnuclear” which consists of the responsible managers of the Swiss NPPs.

5.4.4.2 Risk communication in the electricity sector in Switzerland 

The thorough analysis of risk communication in Switzerland’s electricity sector results in an exceedingly inconsistent picture: the risk communication-related motives, approaches and expectations as well as the available resources vary considerably between the different stakeholders. STARC interviewed four persons who work in key positions in the industry, research, NGO and monitoring authority and who are specifically concerned with nuclear energy. 

Definitions of risk communications

The respective understanding of risk communication differs explicitly. For the interviewee from the monitoring authority, risk communication implies the following aspects: 

· continuous reporting on the activities of his institution (e.g., all monitoring reports and opinions are available on the Internet
);

· the allocation of information material for interested citizens; understandable editing of the predominantly complex factual issues for lay people;

· the dialogue with NGOs and single citizens; performance of participation procedures in concrete individual cases;

· the transfer of knowledge within the monitoring authority; for this, an electronic documentation system is being developed since 15 years, in order to ensure the preservation of know-how.

It is obvious that here risk communication is interpreted very broadly and nearly diffusely. Risk communication is primarily understood as duty to give account. Risk communication in the narrower sense (i.e., the risk assessment and management of the dangers related to nuclear energy) can virtually be regarded as a by-product of all of the information and communication efforts.

In contrast, the NGOs have an explicitly defined motive: to effect the nuclear power phase-out. According to our NGO interviewee, risk communication is a synonym for the criticism levelled against the national energy policy: “Our risk communication - if there is one – is of political nature.” This reduced concept of risk communication is a clear contrast to the almost idealistic position of the national authority.

The industry as well as the interviewee from the field of nuclear and energy research are to be classified between these two diverging positions. From the point of view of the industry interviewee, risk communication is mainly to mediate between the different positions of all actors involved. 

He said it was characteristic that risk communication always had to deal with issues which feature complexity and uncertainty. In many cases, there was a heavy conflict of rationality and intuition, wherein also the specific difficulty was founded.  This made – according to his estimation – risk communication particularly difficult in the nuclear energy domain: “The risk is vanishingly small, but if one listens to one’s stomach, one thinks it is a big risk; here, the mathematical risk and the perception greatly diverge.” 

Not surprisingly, from a scientific point of view, an improvement in the standard of knowledge is at the core of risk communication. A well-founded risk analysis and an appropriate treatment of the information was (according to the interviewee from the research domain) the condition for the decision-makers and citizens to make their own assessment of the risky technologies. 

Compared to other analysed sectors, it is striking that none of our interviewees doubted the necessity of risk communication. Furthermore, all those who were interviewed precisely distinguished between risk communication and crisis communication. There was consensus that risk communication should be followed by determined crisis communication when actual damage occurs. 

Concerning accidents in nuclear facilities, something like a crisis communication plan is activated by the competent departments of the civil protection and disaster control. This plan is regularly revised and includes (depending on the relevance of the incident), if necessary, the authorities from neighbouring states. Here, there is a close co-operation of the operators of the nuclear facilities and the authorities. The HSK also includes external experts in formulating and revising these emergency plans. Representatives of NGOs are not consulted in the creation of the crisis communication plans (partly because delicate issues of national safety are affected). However, by request, the NGOs can be included in the mailing list of those to be sent immediate damage notices.

Objectives and target groups of risk communication

In Switzerland, as in other countries, there has been a dispute about the civil usage of nuclear energy for many years. Meanwhile, the five NPPs have been connected to the grid for more than 30 years and the arguments have increasingly shifted to the problem of radioactive waste. Still, the sensitivity of the population towards the risks of the running operation and the ultimate waste disposal is very high. Inversely, this means that the tolerance for unprofessional management (or mistakes) in contact with this risky technology is very small. 

One of the key findings from our interviews is that all interviewees were aware of this specific condition – that is, a zero tolerance against allowing any mistake in regard to the production of electricity by NPP – of risk communication in this sector. Concordantly, they recognised that even the smallest causes of accidents have to be eliminated. At the same time, there was a well-understood responsibility of the operators and the inspecting authorities to inform extensively about all risk-relevant aspects.

This information-debt is by all sides challenged just as little as the societal claim not only to be informed, but also to be involved in relevant decisions. The authorities’ risk communication is characterised by the ideal of an extensive information flow. In order to reach the wider public, mainly the printed press and the Internet are used as means of communication. In this, their goal is to achieve a comprehensible description of the authority’s work and approach: “It’s about not only giving a figure, but also showing how it is calculated and why, to give explanations,” said the national authority interviewee.

Naturally, scientific institutions have a credibility bonus. All interviewees expressed the view that the trust of the people in this domain is extremely parlous. With the goal of stabilising this trust and at the same time supporting politics and the industry in their actions with well-founded expertise, scientists try to be “honest brokers”. However, NGOs are sceptical. From the perspective of the critics of nuclear energy, the neutrality of the Paul-Scherrer Institute is already endangered by the fact that it is partly financed by the industry.

The risk communication of environmental NGOs shows a twofold approach: 1. to mobilise protests concerning concrete factual issues and upcoming referenda, 2. to highlight alternatives to nuclear power generation. There is a certain division of work here: the local associations and protest groups both are committed to achieving direct influence. Thus, after a number of defeats in the votes, the plans for a final storage site (“Endlager am Wellenberg”) were abandoned.

Institutions such as the Swiss Energy Foundation (“Schweizer Energiestiftung SES”), according to the interviewee, want to be “more than an anti-nuclear thing” and aim at supplying all interested parts of the population (lay people and experts) with understandable information. Their principle is: “We want to do lateral and ahead-thinking for an energy policy that is appropriate to human beings.” 

Furthermore, the NGOs benefit from the fact that so far there is not much sympathy for nuclear power in Switzerland. One interviewee told us that even the operators have accepted this fact. For the industry’s risk communication –  according to their own statements –  the keywords “transparency” and “balance” are decisive. A transparent information policy and a balanced description of the pros and cons of nuclear power generation have proved to be the formula for success. The goal of risk communication is, especially, to generate trust. This only worked if the existing risks were not kept secret. Target groups were on the one hand politicians and decision-makers and on the other hand the population with voting power. They (the operators) had over the years benefited from, first, the effect that people get used to this technology and, second, from publicly broaching the issue of the disadvantages of burning fossil fuels.

Regular studies and barometers of public opinion (which are carried out by the industry) showed – according to the statements – a high confidence in the safety of the NPPs. Specially formulated brochures promote even more confidence in population groups (e.g. young mothers, women) with a lower acceptance of the nuclear option. 

Such efforts are criticised as illegitimate strategies by the NGOs; they accuse the industry of manipulation, of trying to dupe a certain clientele (such as school classes who are invited to NPPs for information days). 

Risk communication sources 

The discourse on nuclear energy is dominated by the omnipresent question in Switzerland about whether and how the safety of man and environment can be assured. Mainly, risk communication is all about whether nuclear power generation can be socially accounted for in view of the potential dangers it involves. Consequently, the central issues are: 

· the error rate and the reliability of the technology as such; 

· the controllability of the complex reciprocity at the human-machine interface; 

· a plausible concept for the ultimate disposal of radioactive wastes lasting many generations.

Accordingly, risk communication is dominated mainly by scientific-technical arguments. All interviewees said they relied on their own expertise as well as external opinions. Another striking aspect is the strong reference to findings and studies issued in other countries, notably Germany, the UK, Scandinavia and the USA, partly because four of the Swiss nuclear facilities are US- models. The international character of the nuclear power scene is also reflected in Switzerland: a substantial number of the staff of the monitoring authorities as well as the research institutions and the industry have been recruited from abroad.

An important element of risk communication is compliance with regulations and standards. The operators seek to demonstrate that they conform to international regulations (e.g., in accordance with the guidelines from the IAEA. Meanwhile, the critics argue that there are higher security standards in other countries. As an example, our interviewee mentioned that the Nagra (responsible for the formulation of a concept for final storage) prescribed barrels for storing which had a durability significantly less than those in Sweden. There, a copper-coating of the barrels was standard, which admittedly was more expensive. Only the NGO makes arguments targetting economic aspects: they accuse the industry of subordinating safety to economic interests. 

All interviewees said their risk communication focus on safety, which is supported almost exclusively by physical, geological or engineering sources. The representative from the monitoring HSK also pointed this out: “As stated in our mission concept, our judgement is independent from political, economical or other interests; we solve the problem supported by our core competence.” Socio-scientifical expertise is only involved insofar as psychological opinions are consulted concerning possible mistakes in operating the NPPs. However, this does not seem to play a major role in risk communication. 

Studies on the perception of risks also find no noteworthy consideration. The authority’s representative mentioned the problem of understandably explaining complex risk potentials to lay people; this problem, however, is merely discussed internally. He said one trusted one’s own experience of many years. 

A similar statement came from the industry: only in regard to specific issues are the socio-scientifical or psychological literature or other experts consultedand only then in rare, exceptional circumstances. Mainly, one assumes that public relations practices are also valid for risk communication. The the big electricity companies and electricity industry associations have at their dispos trained staff al, with many years of public relations experience. Other stakeholders lack this professional background. Thus, the NPP operators have a distinctly higher degree of organisation and expertise. 

Thisonly applies to their competence in public relations; it does not apply to scientific and engineering knowledge. Our industry interviewee said that it is not necessary for the industry spokesperson to have detailed technical knowledge for risk communication purposes: “It is not advantageous for me as the (nuclear energy) sender to communicate mathematically formulated risks that are not understood by the recipient.” In his view, risk communication must always be orientated towards the ideal of understandability; too much information could even endanger the success of risk communication efforts. Not the mere quantity, but the quality, the way of performing the intermediation was crucial. The omnipresent question is: “How do we have to communicate our messages to make them understandable for the recipients?”
Timing of risk communication

The issue of timing in risk communication is not so much about understandabilty, but more about fragile trust. All interviewees agree that the risk communication should start as early as possible. Furthermore, all our interviewees agreed that risk communication was a process, which means that it is not about a single communication effort, but rather about a continuous, long-lasting exchange between all actors. The industry  representative stressed that it was absolutely crucial to begin risk communication very early in order to avoid possible fears. Well-timed and intensive risk communication gives more support to the decisions in the population. Using the example of the final storage issue, he explained that the citizens were deliberately included in the selection of the site in order to achieve broader and more socially robust acceptance. However, as already mentioned, the NGO was very sceptical of the dialogue initiated by the authorities and industry with regard to the search for a final storage site. The NGO regarded these measures as rather an alibi, as the discussion process was not open so the result was already fixed.

5.4.4.3 Dealing with uncertainty and expertise 

Kinds and sources of “legitimate” knowledge 

As already mentioned, interdisciplinary and international co-operation in nuclear safety research is highly developed. The formulation of an opinion often is very costly and can exceed the capacity of single organisations. All interviewees  – unsurprisingly – referred to the fact that it is almost a matter of routine that external expert knowledge is consulted concerning disputable questions. Operators as well as authorities pointed out that the “state of science” was taken into account in all decisions and that the results were reviewed. 

The HSK routinely co-operates with the Swiss Association for Technical Inspection (SVTI, “Schweizerischer Verein für technische Inspektion”, so-called “Nuklearinspektorat”). The condition is: “Whoever works for us must not work for a power plant.” This requested neutrality is also met by the Paul Scherrer Institute which is often assigned research contracts. The industry’s representative pointed out that the US manufacturer of the nuclear facilities underlined a constant review process by the  “scientific community”. Similarly, geological opinions are either formulated by the Nagra itself or by its order: here, a multi-level review-process was also assured.

The NGO representative told us that this close relationship in the nuclear power scene was problematic. First, a certain tendency towards conformity could be noted (opinions were often structured in a similar way) and, second, it was impossible to find an independent expert in Switzerland. The SES went to Germany or the UK (if its financial resources allowed) in order to have second opinions. 

Dealing with systemic risks (complex, uncertain, ambiguous)

A rather inconsistent picture emerges with regard to open questions and uncertainties. The HSK, according to our interviewee, tried as a first step to solve remaining uncertainties by gathering further opinions. If results were unclear, safety always had the priority and there was always enough time to clear possible doubts. “Correctness of work always has priority over “quick-and-dirty actions”. However, scientific uncertainties were no taboo for risk communication: the uncertain and debatable aspects were stated in all reports. 

Surprisingly, according to the interviewee, –there is little reservation in the industry concerning this matter: if there were different expert opinions, these were naturally mentioned. Again, the formula for success was  “transparency”: “Transparency is one of our strongest weapons and arguments. ... few other industries are as transparent as nuclear energy,” said the industry interviewee. The reaction of the public to expert disputes is judged similarly: the public knows there is no such thing as “the truth”. In the end, said the industry  interviewee, the plausibility of the arguments was decisive.

Naturally, scientific research is very open towards the uncertainty factor, as it is precisely the goal of risk analysis to point out uncertainties. And, of course, all opinions contain information about knowledge gaps. However, putting this information across was sometimes difficult: industry did not have great problems with unclear results, said the representative from the PSI, but politicians often demanded an explicit answer. Referring to risk communication, he clarified, “Many decisions in the energy sector cannot be made purely on a scientific basis.” Values and preferences have to be taken into account. In this regard, social risk evaluation is indispensable and no risk assessment can take its place.

In contrast, from the NGO’s perspective, “the uncertainties of nuclear energy are well-known and clear and for this reason, we demand that this technology (…) is shut down.” Therefore, the goal of their risk communication is to demonstrate that nuclear energy is “the most human-unfriendly energy that has been developed to this day”. All attempts to control these technological uncertainties (in the view of the SES) would consequently have to be abandonned. The NGOs were of the view that the risk communication of operators and authorities predominantly concealed problems. It was intended to make the population believe in an illusion of safety. 
5.4.4.4 Reliability, transparency, availability and integrity in risk communication 

Transparency

Similar to other analysed sectors, interviewees here stressed the importance of transparency within risk communication. Views diverged significantly as to whether this goal is actually achieved.

The monitoring authority representative said that, in his long-term experience, risk conflicts were not so much a “radioactive problem” but a “communicative problem”. One had learned from this and now the principle is: “Better one too many than one too few”. There was no road past transparent and complete communication. 

On this point, the argument of the industry representative was almost identical, but he added an interesting point: “If we could talk to every voting citizen ..., could show him who works in nuclear energy, what our motivations are ... I always get the feeling, we would win a great deal.” Transparency was only one side of the problem; technical facts also needed to be translated and a more pro-active approach towards the people was necessary. In a face-to-face dialogue, misunderstandings can be removed more quicklyon the condition that “One has to understand what moves the people.” 

The NGO representative made a sceptical comment: transparency was not to be misunderstood as only quantity of information. For many reasons, there were no equal opportunities: thus, the mere size of some opinions (the so-called “Entsorgungsnachweis” (Disposal Certificate) by the Nagra contains 1500 pages) rather obstructed, more than enhanced the comprehension of the arguments. Besides the public was far too often distracted by problems and incidents in NPPs. The operator’s risk communication focused on pacification tactics along the lines of: “We’ve got it all under control.” Real transparency would have to go much further: “If one wants to make the people responsible, one needs to explain nuclear cycle as a whole and all of the military history that belongs with it.” 

Availability

Concerning the availability of information, the growing importance of the Internet shows: the documents and opinions issued by the HSK have been published on the Internet since 1998. Important papers and the yearly accountability report are available in paper. The situation at the PSI is similar, as its representative points out: “Actually, everything we do, we want to do publicly.” But, in rare cases, certain information can only be partly published (because they may contain delicate and safety-relevant information). Furthermore, it was regretted that sometimes the clearance of the client (e.g. concerning EU projects) only allowed a delayed upload to the Internet.

For the operators of the NPPs, the Internet was an attractive medium, too. The industry interviewee added, however, that one must also not ask too much of people, which is why only certain results are published and commonly issued in printed brochures.

5.4.4.5 Stakeholders and public involvement

Who are the legitimate spokespersons?

According to the statements of all interviewees, risk communication is not selectively limited to certain groups or organisations. The authorities as well as industry strive towards a dialogue with all citizens. Concerning the search for a suitable final storage site, the HSK interviewee stressed that people in neighbouring states living close to the border are, of course, considered as well. Plausible arguments provided by a German, for example, were certainly tested. “No matter whether from Greenpeace or from an amateur geologist, everything has to be answered with scientific correctness.” 

Interactions between stakeholders

For the authorities, exchanges with pertinent international organisations (IAEA, CRNA) are obligatory. They also have good contacts and rotating meetings with 

· the DSK (Deutsch-Schweizerische Kommission für die Sicherheit kerntechnischer Einrichtungen), the German-Swiss Commission for the Safety of Nuclear Facilities, since 1983, and

· the SFK (Schweizerisch-französische Kommission für nukleare Sicherheit), the Swiss-French Commission for Nuclear Safety, since 1989.
Meanwhile, HSK discussions with the NGOs mainly took place via e-mail and the HSK used a number of hours for answering their predominantly detailed questions. In the past, certain groups (Greenpeace and SES, among others) had been invited in order to discuss concrete problems, including improvements in risk communication. The national authority interviewee regarded the NGOs as “our customers just like the wider public and the media”. 

In September 2005, during the selection procedure for a geological storage site, a monitoring group ('Begleitgruppe') was established, comprising stakeholders from different fields. The BFE (Federal Office for Energy, “Bundesamt für Energie”)initiated the participatory elements in the procedure. The energy companies welcomed this initiative. An advantage of such a group is that it facilitated an exchange of arguments with the NGOs. According to the industry representative, this exchange should happen within fixed rules. He said that the energy companies were always interested in dialogue, but not if the opposite side abused these procedures as delaying tactic. 

The industry representative also said there was a backlog demand in this field. One was very interested (especially concerning the debate about renewable energy sources) in a dialogue with the NGOs, but only without ideological blinders. He admitted that, in the past, the electricity companies had also had blinders. 

Of course, the NGOs also seek co-operative dialogue. “The population must have the chance of communicating via middlepersons or confidants with the authorities about their fears – only then a solution is possible,” said the NGO interviewee. Previous forms of the dialogue were not rated as satisfactory; in the end, this even leads to the perception: “I think to myself that there are many who don’t want a solution,” said the NGO interviewee. The chances of their arguments being heard, are judged very sceptically for the following reasons: 

· close relationship of authorities and operators; there is only a small number of experts in this field in Switzerland which leads to a problematic dependency; 

· partly there were financial dependencies (e.g., Nagra); furthermore, many studies were funded by energy companies; .

· the national approval and monitoring functions have not been separated (this is being corrected by the legislation creating ENSI, the Confederate Nuclear Safety Inspection); 

· unequal balance of power; it was a battle of “David against Goliath“; the  heavy weight of the nuclear lobbyists in talks was crushing: “And whoever pulls the table-cloth better wins,” as the NGO interviewee put it.

Trust and confidence in risk communication

The NGO representative pointed out several times that it was hard to underestimate the significance of trust within risk management. And, for example, concerning the problem of final storage sites, broad support from the population was crucial. Against this background, the attempts of the Nagra, e.g., to demonstrate its work with aggresive marketing-methods was counterproductive, according to our interviewee.  These extremely professional campaigns (among others, whole-page adverts in newspapers, information-pavilions, etc.) exclusively sent the message: “There is no problem ... However, this does not generate trust, it destroys trust.”  In fact, the actual effect was: “If we really want to find a solution within the nuclear-critical circles and the Nagra is counter-productive ...; this risk communication actually isn’t one anymore ... The problem is minimised in talks, it is not a communication which seeks solutions for everyone and which takes fears, which, of course, exist in the population, seriously.” 

The other interviewees’ assessment clearly differed from this opinion. The representatives from the authority, industry and the scientific research community, all agreedthat people’s trust in the authorities and operators had grown over the last years. There were still qualifications, which were justified, but basically, trust could be recognised. 

According to the industry interviewee, industry aim to intensify the exchange with other stakeholders and, thereby, avoid the problem of only a single organisation always putting forward a certain argument, which could cause an impression of one-sidedness. It was an advantage for stabilising trust and credibility, if different societal groups put forward their point of view into the public discourse. Advertising campaigns had been ineffective, said the industry representative. “In this way, no support is won; one tries to win trust, be credible, but the people are very clever. If they don’t realise with their mind that something is wrong, then they will realise it with their heart.” 

Other principles of good governance

All interviewees stressed the importance of the principles of good governance. Accepting societal principles is regarded as a matter of course. Specifically concerning the problem of final storage sites, there are diverging opinions as to whether efficiency is being achieved. All sides recognised the need for transparency and responsibility. Naturally, all stakeholders claim to be acting responsibly. However, the NGOs express doubts: they think others (e.g., Nagra) regard an optimum solution, not as the safest, but as the cheapest. The minimum requirement of the NGOs is a real consultation on the final storage issue, but in this context, it was problematic that within the Nagra the interests of authorities and operators were so closely coupled. This made it impossible – according to the SES representative to address responsibility and competence. 

5.4.4.6 Best practice in risk communication in Switzerland

Good practices of risk communication identified in the electricity sector

Participative method – selection procedure: Geological Depth Waste Site 

As a first step in the multi-level site-selection process, a monitoring group (“Begleitgruppe”) was initiated.
 Representatives of different stakeholders operate as consultants and ensure transparency at every stage. Public hearings and board meetings are planned; other possibilities for participation are defined in the KEG and envisage rights of co-determination and objection. The goal is to involve as completely as possible all those affected in order to prevent conflicts and to improve acceptance of the disposal concept. 

The industry regards this procedure as promising for “de-escalating”. A broad discussion of all those affected is explicitly desired. The fear is that “organised nuclear opponents” – according to the statement of the industry interviewee – could abuse this forum as a means of blockade. There is scepticism on the part of some NGOs as the predefinition of a “geological storage site” has already been made and consequently the outcome is no longer really open. 

The PowerOn web page

The electrical companies report very good experiences with the PowerOn web page.
 The page is constructed to meet the interests of students and youths and to provide neutrally detailed information about all energy sources. Besides some basic physics, the website provides information on renewable energy sources and nuclear energy. A balanced picture was of central importance. “I don’t say I’m better than others, but I say these are my advantages, my strengths… I don’t think playing risks off against each other works…  intuitively I can’t accept that, I don’t benefit from pulling off campaigns – I don’t think this has any impact,” said the industry interviewee.  

Factual information in understandable language: “Energiespiegel” by the PSI and brochures by the HSK 

The representatives of HSK and PSI reported positive feedback on their respective efforts for understandability: they had recognised that the mainly scientific opinions were too extensive and, more importantly, professional terminology was not understandable for lay people. Together with journalists, they produced compact brochures for specific topics.
 For the authors, this is always a tightrope walk: “How correct are you? How strongly do you simplify the language to stay understandable?” said one interviewee. However, the investment was worthwhile.

In the Department of Energy Systems (“Abteilung Energiesysteme”) at the Paul Scherrer Institute, there was also frustration about their own research findings not being understood and the factual deficits in risk communication. From this, the idea of initiating a publication targeting a broad range of people was born. Since 1999, a small editorial department has been publishing articles on current energy themes in Energiespiegel
. It is published three times a year in three different languages, German, English and French. This has been a “very costly procedure, more difficult than writing a scientific article”, according to PSI, but feedback from the readers has been encouraging. Apparently, the demand for technically well-founded, objective information is very high.

6 Sector analysis

Summary on the chemical waste disposal case

In contrast to Switzerland where waste deposit problems have gained increasing importance in public discourse in the last 30 years, dealing with relics in Germany, France and Hungary has never led to a significant dispute in society. Switzerland appears to be more sensitised, which is partly due to the fact that the topics receive more media attention compared to Germany or Hungary. Nevertheless, the leakage of toxic or carcinogenic substances from disposal sites is an issue regionally in all examined countries. The actual occurrence of leakage is followed by alliances of the responsible companies on the one hand and local citizens initiatives on the other hand. Hence, and this was identified in all examined countries, industrial representatives are well aware of the positions and arguments of all stakeholders in the field.

German, French and Hungarian public agencies regard risk communication basically as informing the public (with brochures and flyers or by Internet), not as a process of interaction. For these reasons, risk communication in France comes at the end of the risk assessment process. In Switzerland, however, and to some degree in Germany, there is at least some sort of public consultation foreseen and included (in the five-year plan for the examination of waste sites in the Canton of Basel and in the environmental impact evaluation in Baden-Württemberg respectively). Risk communication as a term is not in prominent use in the German, French and Hungarian agencies. In Hungary and France, there is an emphasis on educating young people (at primary and secondary school level) and raising awareness about chemical safety issues as a matter of risk communication. After the AZF accident in Toulouse in September 2001, a significant effort was made to create an official place for dialogue where administrations, mayors, trade unions, the public and other stakeholders can exchange information about risk and rule on the final measures to reduce risk.

NGOs in Germany demanded as an important prerequisite of risk communication to distinguish between socio-economic and scientific issues of risk. As there is no such thing as zero risk, the level of risk that the public is prepared to accept has be discussed with all concerned.

The industries in all four countries more or less heavily criticised the role played by NGOs in the public discourse on chemical wastes and for playing on public fears public when risk communication on substances or installations has been initiated. In Switzerland, the relationship between industry and the NGOs was described as a relationship of mutual respect on the one hand and hard struggle on the other.

Virtually all interviewees said transparency was a prime objective and a key for any risk communication, even though industry took no more action in that regard than was required by legislation. NGOs frequently complain – in all examined countries – that risk communication occurs too late and not in an adequate manner. Successful communication depends on trust. If information (“voluntary identification” and communication of risks) is provided proactively, trust will be forthcoming. In Germany, industry has been successful in improving transparency in regard to documentation and communication to public agencies as well as to the public.

We identified a trend in moving risk communication issues from the expert level towards public relations experts (in Hungary as well as Switzerland). However, this trend has not been totally verified in France. Especially in Switzerland, risk comparisons are considered to be an adequate way to forward risk messages to the public. Despite that fact, addressees of risk communication messages from public agencies in Switzerland and Hungary are still in particular expert communities inside agencies and industry. Again in Switzerland, NGOs saw progress in more risk communication and public involvement in regard to chemical waste disposal issues.

Summary of risk communication in the field of GM food and GM crops

Of the four countries, the greatest differences in risk communication in the GMO sector were those between Hungary and Switzerland. Whereas in Switzerland one can see quite elaborate methods of risk communication, Hungarian risk communication appears to be, on the contrary, rather haphazard with scant evidence of public involvement in risk decision-making. The reason for that huge discrepancy between Hungary and Switzerland is given by contextual facts: Hungary started to introduce the concept of risk communication only after the country’s accession to the EU a few years ago, whereas Switzerland, a country with a longstanding tradition of biotechnology and important life-science companies (and the highest proportion of employees in the sector worldwide), has far more experience with risk communication in that field. 

Risk communication in Hungary appears to be rather reactive instead of being pro-active. As in the chemical sector, risk communication is about informing the public, rather than an interactive process of involving the public in risk debates. Risk communication is hence interpreted as a matter of public relations and keeping in contact with the media. Even if traditional risk communication means such as workshops or hearings on risk issues are organised, they are not open to the public. Instead, they are aimed at an expert audience of food industry, academic domain and food control authorities – even NGOs are not invited to attend those meetings. (This situation is similar in Germany where, in addition to the mentioned parties, churches are invited to participate at round table talks.) Hungarian civil society organisations criticised and labelled this situation as insufficient. CSOs expect risk communication to be pre-emptive, that is, part of the risk assessment stage. Expert opinion – from industry or agency side – is met with considerable suspicion and mistrust by NGOs.

Contrary to Hungary and (to a lesser extent) Germany, Swiss agency representatives make an effort to gain acceptance on the issue by discussing the regulations with stakeholders in advance. Effort are made to contact stakeholders proactively. Engaging in a dialogue is considered essential for successful and societally robust handling of risk issues such as GMOs.

Germany is located somewhere in between the positions of Hungary and Switzerland. What is interesting here is a certain kind of “evolution” of the GM food risk topic in Germany.  At first, genetic engineering was debated in the context of environmental risks. Then safety matters combined with the consumer’s right to know became more prominent. Later still, from about 2003, questions arose about economic risks (damage compensation and liability questions). In Germany, as in Hungary and Switzerland, NGOs complain that risk management institutions consider risk communication as a tool to support the idea that the risk inherent in GMOs can be controlled and contained – although this evaluation is not shared by official agencies, they are at least fully aware of this judgement.

Interestingly, in all examined countries, the role, position and actions of industry are very similar: industry feels victimised, with freedom of choice severely threatened by the public view on GM crops and GM food. Due to the moratorium, no labelled GM food is on the shelves. All companies in the field of GMOs (at least as far as we’ve interviewed them) are global players and experiences in one country are quite likely taken into account in other countries. Industry tries to follow a coherent position, which includes, for example, an agreed common use of terminology and language (this point was made in Switzerland, but a similar tendency can be identified in other countries). Furthermore, of all case studies performed by STARC, risk perception in the case of GMOs had the most prominence. At the same time, industry tries to keep risks and risk communication at a solely technical level with some provision for “personal experience” (for example, offering tasty, but genetically modified beer at public events in Switzerland).

Summary of risk communication in the electricity field

Risk communication within the electricity sector shows a variety of approaches and concepts. 

In France, risk communication is not only considered as an opening process by industry toward other stakeholders. It is also, above, based on the organisation of different internal sources of expertise and the decisional level of the industry.
 

Of course, this is a consequence of stakeholders pursuing different interests. The electricity generators are naturally interested in the smooth operation of the nuclear power plants (NPPs). Their interest in risk communication is to avoid public concern about the NPPs. In contrast, the environmental NGOs focus on a broad discussion of the dangers of nuclear power generation and seek a rapid nuclear power phase-out. 

From our analysis and case studies, it is clear that the modus operandi of risk communication differs not only between the stakeholders within one country, but also from country to country. Even so, risk communication shows some quasi-cyclical sequences. In Germany, for example, the phase of heated debates seems to be largely over at the moment
, while in Switzerland disputes reach new climaxes repeatedly.
 In Hungary, public discourse about the civil use of nuclear energy has taken a different development: due to the political conditions, the start-up of NPPs in the 1970s and 80s hardly caused noteworthy discussions; however, in the last 15 years, incidents at individual NPPs and nuclear transports to Russia have triggered protests by environmental organisations from at home and abroad.
 In Hungary, the supporters of and objectors to nuclear energy seem to have an orthogonal relationship with the political parties: for example, the majority of the conservative party “Fidesz” disapproves of nuclear energy. 

In contrast to Germany, France and Switzerland, risk communication in Hungary has a shadowy existence within the risk assessment process; neither the NGOs, nor industry nor politicians appear to attach much importance to it. Presumably this is because awareness of environmental dangers is generally lower
 and because there is strong scepticism that risk communication efforts can be successful. 

In all countries, the threshold of tolerance towards unprofessional management (or mistakes) concerning the use of this danger-afflicted technology is remote; this fact is understood by all stakeholders. That’s why, in Germany, France and Switzerland, the operators and regulatory authorities try to ensure a maximum of efficiency, transparency and information in risk communication. In Hungary, risk communication measures are regarded as less important; the responsibility of the electrical companies is to ensure accident-free operation, full .
 

In all four examined countries, risk communication is mostly understood as information brokering. The allocation of information materials for interested citizens and making predominantly complex technical issues understandable to the layman are understood as the main tasks. Beyond this, NGOs see in risk communication a possibility to accelerate the switch to alternative, renewable energy sources.  

Thus, it appears that risk communication, in the sense in which it is defined by the ISO, is rarely encountered in all four countries; participation by lay people and citizens is the exception. 

7 Conclusions

In this final chapter on conclusions, we draw attention to a few of the most important conclusions or good practices which we have identified earlier in this report.

7.1 Conclusions from the survey of Member States and other countries

Few countries have a risk communication plans or guidelines separate from their risk management plans. For the most part, risk communication provisions seem to exist as part of the risk communication plans, rather than as stand-alone documents. We think that risk management plans should contain provisions about risk communication. In addition, however, we think there should be separate risk communications plans or guidelines, as in the UK, Netherlands, Finland, Greece, Hungary, Netherlands, Poland and Slovenia. (Estonia said it has a crisis communications handbook.) 

We note that Australia is currently writing a best practice guide on risk communication and consultation to augment the national risk management standard AS/NZS 4360:2004. This could be a valuable model for other countries to the extent that it will cover consultation as well as risk communication in a single document (the UK treats risk communications and consultation in separate documents). Treating both matters in the same document will help drive home the point that risk communication is about engaging stakeholders in the risk management process, in line with the ISO’s definition. 

The STARC consortium is of the view that countries could benefit from a model risk communication plan or set of guidelines at national level that could be used and adapted as necessary by different government departments and agencies as well as by different levels of government. Similarly, it is useful for governments at national level to prepare a model risk management plan or set of guidelines which can be adapted as necessary by individual government departments and different levels of government.

Such guidelines for risk communication (and for risk management) should be kept under continuing review, so that they provide a means of identifying new and innovative practices which could be of benefit to all risk managers.  

In its reply to Question 29 of our risk communication questionnaire, Finland said it has many individual risk communication plans with relevant authorities and that it has a a special committee representing all the ministries and their agencies which convenes about every month to check these plans. This strikes us as a good practice, but even better would be to open the review of risk communication plans or guidelines (we prefer the word guidelines in this context) to all stakeholders, as the Czech Republic, Hungary, Slovenia and Canada do. 

We recommend that the risk communication guidelines include guidelines on consulting stakeholders, including the public, on risk management and that they define and cover emergency and crisis communications as well. We agree with Canada and find that it is a good practice to regard risk communication as a continuum (or as a cycle) in which emergency and crisis communications should be regarded as a part. The distinction and relation between risk, emergency and crisis communications should be referenced in the risk communication guidelines.

The process of engaging stakeholders and local communities in emergency communications, as is done in APELL
 (see section 8.4.4.4 of the first STARC report), strikes us as a good practice that would be of benefit in the preparation of national risk communication guidelines. 

An effective risk communication plan should not only address the process of engaging and informing stakeholders about risk events, but should also address the issue of how stakeholders would be informed about what actions to take in the event of a catastrophic failure in the country’s telecommunications network. 

The guidelines should encourage risk managers and risk communicators to identify stakeholders or stakeholder groups (in as fine-grained detail as possible) and to encourage their participation in the risk management process. Actively encouraging all stakeholders to participate will also avoid the risk that a few stakeholders with vested interests achieve regulatory capture. 

Unless there are compelling reasons to the contrary, we think that the views of stakeholders should be made publicly available, e.g., published on a website.  Stakeholders should be told the rationale for a risk management decision and to what extent their views have been taken into account in the formulation of that decision. If their views have not been taken into account, stakeholders should be informed why.

We also consider it a matter of good practice for countries to co-ordinate their risk communications, not only horizontally with other government departments and vertically with other levels of government, but also with stakeholders and with neighbouring countries when there is a possibility of cross-border impacts.

Risk managers and risk communicators should always provide the name and contact details of an official who could be contacted for more information about a particular risk management process or consultation. 

We also regard government surveys of stakeholders with regard to their perceptions of risks as a good practice. Such surveys will help inform risk managers as well as stakeholders about how their fellow citizens and groups of citizens perceive risks, and the relative importance they attach to risks. In our view, it would be good practice to publish the results of such surveys.

7.2 Conclusions from the sector analysis 

It is striking that the most significant differences in risk communication and risk communicatation strategies are less between the different sectors examined (electricity, chemical waste and GM food), but between the four countries examined (France, Germany, Hungary and Switzerland). Having said this, there are of course differences between the sectors too. Whereas risk communication plays a prominent role in regard to GM food and crops on the national as well as regional level, it is less prominent on a national scale in chemical waste disposal (though it was very prominent at local levels). Risk communication in the electricity sector, especially in regard to nuclear power plants (NPP), is very diverse in the different countries. Whereas a heated discussion about NPP is largely over in Germany, the public discourse in Switzerland on the civil use of NPPs has only recently reached another peak. Across all examined countries and sectors, the evaluation of what should be considered good practice in risk communication varies tremendously.

Across all sectors, Switzerland employs the most sophisticated risk communication concepts compared to the other three countries. Hungary could be placed on the opposite side of the continuum to Switzerland, with Germany and France somewhere in between. We say this by virtue of the fact that we were able to identify a variety of risk communication practices based on dialogue and participation between agencies, industries and/or other stakeholders in Switzerland, whereas risk communication in Hungary appears in the different sectors merely as a public relations matter with a strong emphasis on the role of the media for risk communication. Equally, Hungarian risk communication is more reactive compared to the more proactive approaches in the other examined countries (this is particularly true for the GM food case). It is also noteworthy that all interviewed stakeholders, including NGOs, in Hungary don’t attach much importance to risk communication. One explanation for that particular difference between Hungary and the other countries could be the fact that the whole idea and concept of risk communication was brought to Hungary only after its accession to the European Union a few years ago. The specific background and history of Swiss democracy might also explain why Switzerland shows the greatest awareness for the necessity of risk communication. 

Despite the differences, some similarities were also identified in risk communication approaches:

Across all sectors and all countries, the role and importance of independent experts for the risk communication process were stressed. In order to be recognised as trustworthy and reliable by the general public, but also by other stakeholders, independent experts are the means of choice; this applies to public authorities as well as industries and was confirmed by NGO representatives. 

Equally undisputed by all interviewees is the demand for and necessity of transparency as a key element of risk communication, even though the actual practice of transparency varies between the sectors and different groups of stakeholders. Factors that need consideration here in regard to the industries are patent rights and/or economic interests, while NGOs frequently complained about a lack of transparency as well as risk communication that occurs too late and not adequately.

More often than not, risk communication is spelled out as a matter of merely informing the public, instead of understanding it as a matter of dialogue or of public involvement and participation. Nevertheless, the theoretical concepts of risk communication need to be transformed into practical terms. This is certainly true for Hungary, but it was also an issue in Germany and France, where we were told many times that risk communication as a term does not play a particular role (it didn’t matter which sector). Furthermore, representatives of public authorities argued that most of the available (social scientific) risk communication models are frequently too sophisticated and hardly relevant for practical application in real life.

In the interviews we conducted, we often encountered the view that risk communication was simply a tool to educate people, a means to raise awareness. The first STARC report said education and awareness were important functions of risk communication, but risk communication has more functions, more dimensions than only those. From our research, surveys and sector analyses, we conclude that once the broader idea of risk communication (including public involvement) is introduced and makes its way into the public arena (encompassing public agencies, industries, NGOs and other stakeholders), a return to the concept of just informing the public by public relations means is highly unlikely, as our Switzerland case study has indicated.

Annex 1 – Risk communications questionnaire 

Introduction to the questionnaire

Risk communications has been defined as the exchange or sharing of information about risk between the decision-maker, stakeholders and the public. Some see risk communications at the heart of the risk management process, as illustrated by this graphic
:
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The following questionnaire is aimed at determining 

· to what extent risk communications feature in the risk management process in EU Member States and selected other countries as well as in selected industries, 

· what are the institutional or legal frameworks under which risk communications operate,

· to what extent stakeholders and the public are involved in the risk communications process.

We expect the results to contribute towards the formulation of a set of best practices. 

If you have any questions about this survey, please do not hesitate to contact one or the other of the following STARC partners:

yves.dien@edf.fr (STARC project co-ordinator)

and/or

david.wright@trilateralresearch.com (Work Package 2 leader)

Institutional aspects and legal frameworks

1. Does your country have any national risk management or disaster plans (e.g., infectious diseases, disaster prevention), either as part of UN or IGO frameworks (e.g., WHO and infectious diseases) or as a result of a national initiative? 

Yes

No
[Delete one as appropriate]

2. What types of risk does it cover? If there are a number of such risk management plans and your department or agency only deals with some of the risks, please specify which risk(s). It would be helpful if you could also identify the department or agencies which deal with the risks not covered by your department or agency. 

All risks?


Yes

No
[Delete one as appropriate]

Natural hazards?

Yes

No
[Delete one as appropriate]

Human-induced hazards?
Yes

No
[Delete one as appropriate]

Additional information: ____________________________________________________

________________________________________________________________________

________________________________________________________________________

3. Who (or which agency) is responsible for development of such plans?

Name of agency: 

                    __________________________________________________________

Website: ________________________________________________________________

4. Are their responsibilities defined by a specific policy or law and, if so, which one(s)?

Yes
No
 [Delete one]

Name / title of policy or law(s)

________________________________________________________________________

________________________________________________________________________

________________________________________________________________________

5. Who (or which agency) is responsible for relations with the EU or other inter-governmental organisations in regard to the national risk management / disaster relief plans?

Name of agency/agencies:

      _________________________________________________________________

      ________________________________________________________________________

     ________________________________________________________________________

Website: ________________________________________________________________

________________________________________________________________________

6. Does the risk management plan include specific provisions with regard to risk communications (i.e., communications with and between the risk manager and stakeholders
 and the public)?

Yes

No 
[Delete one as appropriate]

7. Does your country have any legislative or regulatory requirements for communicating with the public about risks?

Yes

No
[Delete one as appropriate]

8. If there are such requirements, what are they? 

________________________________________________________________________

________________________________________________________________________

Name / title of legislation or regulation:

________________________________________________________________________

________________________________________________________________________

Website where the legislation or regulation or information about them can be found:

________________________________________________________________________

________________________________________________________________________

9. Are there any formal requirements for the co-ordination of risk communications between the public and private sectors?

Yes
No
[Delete one as appropriate]

If yes, what are they?

 ________________________________________________________________________

________________________________________________________________________

10. Are there any regulatory requirements of companies who offer shares to the public to provide an assessment of any risks they may face and to report how they are managing those risks in their annual reports to shareholders?
 

Yes
No
[Delete one as appropriate]

If yes, please provide any additional information (if possible) about those requirements

and/or a website for more information about those requirements.

________________________________________________________________________

________________________________________________________________________

11. Even if there is no such requirement imposed on all companies, are there such regulatory requirements for industries considered to be particularly ‘risky’ (and if so, which industries)?

Yes, there are requirements imposed on ‘risky’ industries to provide the public with an assessment of any risks they may face and/or how they are managing those risks.

No, there are no such requirements.

[Delete one of the above as appropriate]

In this context, please specify which industries are considered to be ‘risky’?

________________________________________________________________________

________________________________________________________________________

Basic features of the risk management / risk communications plans 

12. When does risk communication start in the risk management process (e.g., at the pre-assessment or risk assessment stage or when different options are considered for managing the risk or after an option has been chosen, etc)?   

* At the pre-assessment / assessment stage?

* After the assessment stage, when different options are being considered?

* After an option has been chosen?

[Please choose one of the above and delete the other two]

Additional information:

________________________________________________________________________

________________________________________________________________________

13. Is there a separate risk communications plan?

Yes
No
[Delete one as appropriate]

If so, is it applicable to all types of risks or are there separate plans specific to different types of risk?

All risks
Specific to each type of risk 
[Delete one as appropriate]

(If there is no separate risk communications plan, please go to question 32.)

14. If so, who (or what agency or agencies) is responsible for preparation of the risk communications plan[s]?

Name of agency / agencies:

________________________________________________________________________

________________________________________________________________________

Website:

________________________________________________________________________

________________________________________________________________________

15. If there is a separate risk communications plan applicable to all types of risks, does the plan include a set of objectives? 

Yes
No
[Delete one as appropriate]

Additional information, e.g., what are the principal objectives and/or what are the principal elements of the plan?:

________________________________________________________________________

________________________________________________________________________

16. If your risk communications plan is available on the web, please could you provide us with the website address? 

Website:

________________________________________________________________________

________________________________________________________________________

If it is not available on the web, please could you e-mail or post a printed copy to us?

Send e-mails to: david.wright@trilateralresearch.com
Post copies: David Wright, 22 Argyll Court, 82-84 Lexham Gardens, London, W8 5JB, UK.

17. In what language[s] is the risk communications plan available?

English 
Yes

No 

[Delete one as appropriate]

Other (please specify) ______________________________________________________

18. Does the risk communications plan contain provisions for identifying and seeking the views of all stakeholders and/or civil society organisations
 about different hazards, natural and/or man-made?

Yes, the plan contains provisions for identifying stakeholders and civil society

organisations (CSOs).

No, the plan does not contain provisions for identifying stakeholders and CSOs.

[Delete one of the above as appropriate.]

Yes, the plan contains provisions for seeking / welcoming the views of stakeholders and

CSOs.

No, the plan does not contain provisions for seeking / welcoming the views of

stakeholders and CSOs.

[Delete one of the above as appropriate.]

Additional information:

________________________________________________________________________

________________________________________________________________________

19. Does the risk communications plan provide for making public (e.g., via a website) the comments and views received from stakeholders and the public in a consultation about particular hazards?

Yes
No
[Delete one as appropriate]

Additional information:

________________________________________________________________________

________________________________________________________________________

Process of developing risk communications plans

20. Was there any consultation with the public and/or other stakeholders in the development of the risk communications plan? 

Yes
No
[Delete one as appropriate]

21. In developing your risk communications plan, did you consider or are you considering now the approaches adopted by other countries and/or international organisations (e.g., the OECD)
? 

Yes
No
[Delete one as appropriate]

If yes, which are those other countries and/or international organisations?

________________________________________________________________________

________________________________________________________________________

22. Do you co-operate or co-ordinate your risk communications with neighbouring or other countries (e.g., with regard to flood risks, transport of hazardous chemicals, etc)? 

Yes
No
[Delete one as appropriate]

Additional information:

________________________________________________________________________

________________________________________________________________________

23. Does the risk communications plan include a review process, i.e., for updating the objectives and scope of the plan, either annually or at times of heightened risk?

Yes
No
[Delete one as appropriate]

24. If there is a review process, how often are such reviews carried out?

Annually?

Whenever the risk manager deems it useful?

Other (please specify):

________________________________________________________________________

________________________________________________________________________

25. If there is a review process, who takes part in that review process?

	
	Yes
	No

	The risk management agency
	
	

	Other government departments / agencies
	
	

	Regional and/or local governments 
	
	

	Stakeholders 
	
	

	The public 
	
	

	Other(s) Please specify

	
	


[Please enter Y or N as appropriate.]

26. Does the risk communications plan say whom to contact for more information?

Yes
No
[Delete one as appropriate]

27. Do you have strategies for evaluating the impacts of your risk communications plan? 

Yes
No
[Delete one as appropriate]

28. Have you already made changes to your risk communications plan as a result of some evaluation of its results? 

Yes
No
[Delete one as appropriate]

29. Are you satisfied with the effectiveness of your current risk communications plan or, if not, how do you think it could be improved?

Yes
No
[Delete one as appropriate]

Additional information:

________________________________________________________________________

________________________________________________________________________

Actual processes of risk communications 

30. Is there co-ordination of risk communications plans between the different levels of government (national, regional, local) and/or with risky industries?

Yes
No
[Delete one as appropriate]

Additional information:

________________________________________________________________________

________________________________________________________________________

31. Does the national risk communications plan contain any provisions with regard to how the information should / could be conveyed to the public in the event of a catastrophic failure or break in the country’s telecommunications networks?

Yes
No
[Delete one as appropriate]

Additional information:

________________________________________________________________________

________________________________________________________________________

32. Does the government provide advice (e.g., via the web and/or other means) to the public with regard to what they should do if a risk event occurs?

Yes
No
[Delete one as appropriate]

Website: ________________________________________________________________

And/or by other means, such as:

	
	Yes
	No

	By mailings (e.g., letters, leaflets, brochures) to all householders
	
	

	By advertisements in newspapers
	
	

	By advertisements on radio or TV
	
	


Other means (please specify)

________________________________________________________________________

________________________________________________________________________

33. Do you or other government agencies and/or industry conduct surveys to assess the public’s perception and/or prioritisation of risks?

Yes
No
[Delete one as appropriate]

If so, how often are such surveys conducted?

________________________________________________________________________

Are the results of such surveys made publicly available on a website or other means?

Yes

No
[Delete one as appropriate]

34. Are stakeholders and/or the public consulted during the risk assessment stage?

Yes
No
[Delete one as appropriate]

35. Are stakeholders and/or the public who have provided their comments or views during the risk management process informed to what extent, if any, their views have been taken into account or, if their views have not been taken into account, why they have not?

Yes
No
[Delete one as appropriate]

36. Does the civil protection agency (or other entity) co-ordinate its risk management plans with neighbouring countries where there are risks with potential cross-border impacts?

Yes
No
[Delete one as appropriate]

If there is an already established mechanism or entity or other means for such cross-border

co-ordination, please specify what the mechanism or entity is:

________________________________________________________________________

________________________________________________________________________

If we need to clarify any points about your responses, please could you identify whom we should contact?

Name of person:

Title:

Department or agency:

Telephone:

E-mail address:

Thank you for responding to this survey. We will be pleased to send you a copy of our draft report on the responses we receive from EU Member States and selected other countries. Your comments on that draft report would be most welcome.

Annex 2 – Respondents to the risk communications questionnaire

The risk communications questionnaire (Annex 1) was sent to the EU 25 Member States and six non-EU states (Australia, Canada, Japan, Norway, Switzerland and the United States), for a total of 31 countries. All countries responded, except Belgium, France and the United States. The following lists the respondents and those copied responses.

	country
	name
	title
	organisation
	e-mail
	tel

	Austria
	Joachim Giller
	
	Federal Ministry of the Interior
	joachim.giller@bmi.gv.at
	+43-1-531 26/3144

	Belgium
	
	
	
	
	

	Cyprus
	Andry Papachristoforou 
	
	Cyprus Civil Defence Commissioner
	ge.cd@cytanet.com.cy 
	+357 22 403 413

	Cyprus
	Kyriacos Hadjigeorgiou 
	Civil Defence Officer
	Cyprus Civil Defence
	ge.cd@cytanet.com.cy
	+357 22 403 413

	Czech Rep
	Jaromíra Pokorná 
	Civil Emergency Planning (CEP) Division
	Ministry of Interior, Fire Rescue Service of the Czech Republic – General Directorate
	Jaromira.Pokorna@grh.izscr.cz
	+420-974-819-878

	Czech Rep
	Jiri Holub
	Head, Civil Emergency Planning (CEP) Division, Department of Planning
	Ministry of Interior, Fire Rescue Service of the Czech Republic – General Directorate
	jiri.holub@grh.izscr.cz 
	+420-974-819-747

	Denmark
	Stinne Maria Thomassen
	Head of section, Civil Preparedness Division
	Danish Emergency Management Agency (DEMA)
	csb@brs.dk 
	+45 45 90 60 00
+45 45 90 62 24

	Estonia
	Jaan Tross
	Head of Crisis management
	Estonian Rescue Board
	jaan.tross@rescue.ee
	+372 62 82 000 
+372 51 40 441

	Estonia
	Kristjan Aaren
	Specialist

Crisis Management Department
	Estonian Rescue Board
	kristjan.aren@rescue.ee
	+ 372 62 82 041

	Finland
	Mika Purhonen
	Director general
	National Emergency Supply Agency
	Mika.Purhonen@nesa.fi
	+358 9 6689 1532

	Finland
	Janne Koivukoski 
	
	Ministry of the Interior
	janne.koivukoski@intermin.fi
	

	Finland
	Rauli Parmes
	
	
	rauli.parmes@mintc.fi
	

	France
	
	
	
	
	

	Germany
Bavaria
	Bernd Zaayenga
	
	Bavarian Ministry of the Interior
	Bernd.Zaayenga@stmi.bayern.de
	+49 89 2192 2682

	Germany
	Dr. Wolfram Geier
	
	Bundesamt für Bevölkerungsschutz und Katastrophenhilfe
	wolfram.geier@bbk.bund.de
	+49 01888 / 550-140

	Greece
	Dimitrios Alexandris
	Head of Natural Disaster Planning, Prevention & Response Dept.
	General Secretariat for Civil Protection
	dalex@gscp.gr
	+30 210 335 9975

	Greece
	Gavriil Xanthopoulos
	Researcher (Forest fires)
	National Agricultural Research Foundation
Institute of Mediterranean Forest Ecosystems and Forest Products
Technology
	gxnrtc@fria.gr 
gxnrtc@panafonet.gr
	+30 210 779 3142

	Greece
	Olga Kakaliagou
	
	General Secretariat for Civil Protection of the Ministry of Interior and Decentralization
	kakaliagou@gscp.gr
	+ 30 210 335 99 11

	Hungary
	Mrs Katalin Cecei
	Head of Department for International Relations
	National Directorate General for Disaster Management
Ministry of Interior
	hucivpro@katved.hu
	+36 1 469 4152

	Hungary
	Zora Hlinka
	Desk officer, Department for International Relations
	National Directorate General for Disaster Management
Ministry of Interior
	zora.hlinka@katasztrofavedelem.hu 
	+36 1 469 4152

	Ireland
	Declan Bourke
	
	Department of the Environment, Heritage & Local Government
	declan_bourke@environ.ie
	+353 1 888 2545

	Italy
	Dario Caputo
	International Relations Unit Dipartimento della Protezione Civilevia
	Ministry of Interior
	dario.caputo@vigilfuoco.it
	+39 06 46 54 71 92

	Latvia
	Zane Lunta
	Senior inspector
	State Fire & Rescue Service, Civil Protection Department 
	zane.lunta@vugd.gov.lv
	371 7 075 816

	Latvia
	Kaspars Druvaskalns
	Head of Crisis management division 
	Ministry of the Interior
	kaspars.druvaskalns@iem.gov.lv
	+371 721 9517

	Lithuania
	Edmundas Kuciauskas
	Deputy Head of Civil Protection Board  
	Ministry of the Interior, Fire and Rescue Department
	e.kuciauskas@vpgt.lt 

pagd@vpgt.ltpagd@vpgt.lt
	+370 5 271 7502

	Lithuania
	Tatjana Milkamanovič
	Deputy Head, International Relations Division
	Ministry of the Interior, Fire and Rescue Department
	t.milkamanovic@vpgt.lt
	+370 5 271 6887

	Luxembourg
	Charles Brück
	
	Administration des services de secours
	Charles.Bruck@protex.etat.lu
	+352 4977 1411

	Luxembourg
	Guy BLEY 
	Chef, Division de la Protection Civile
	Administration des services de secours
Division de la Protection Civile
Ministère de l'Intérieur
	guy.bley@protex.etat.lu 
	+352 4977 1305

	Malta
	Peter Cordina
	Director of Civil Protection
	Ministry of Justice and Home Affairs, Civil Protection Department
	mjha@gov.mt
peter.cordina@gov.mt
	 +356 21 462 610

	Netherlands
	Peter van Dolen
	Head of Crisis management
	Expertisecenter Risk and Crisiscommunication
	peter.dolen@minbzk.nl
    
	+31 70 426 7500

	Poland
	Kinga Sieńko
	Department of European Integration and International Relations
	Ministry of Health
	k.sienko@mz.gov.pl
	+48 22 63 49 361

	Poland
	Maciej Baranski
	
	Bureau for Chemical Substances and Preparations
	maciej.baranski@chemikalia.gov.pl
	+48 42 6314 722

	Portugal
	Catarina Venâncio
	Head of Division for Natural and Technological Hazards
	National Service for Fire and Civil Protection
	catarinav@snbpc.pt 
	+351.214247103 

	Portugal
	Carlos Mendes 
Patricia Pires
	Experts – Environmental Engineers – Natural and Technological Hazards Division
	Portuguese Service for Fire and Civil Protection 
	cmendes@snbpc.pt
patriciap@snbpc.pt
snbpc@snbpc.pt
	+ 351 21 424 71 00

	Portugal
	Filipe Távora
	Divison for Awareness and Public Information, 
	National Service for Fire and Civil Protection - SNBPC
	ftavora@snbpc.pt
	

	Portugal
	Francisco Teixeira
	Head of the Public Information and Awareness Division
	National Service for Fire and Civil Protection - SNBPC
	Fteixeira@snbpc.pt
	+35 121 424 7226

	Portugal
	Patricia Gaspar 
	
	National Service for Fire and Civil Protection - SNBPC
	PGaspar@snbpc.pt
	


Ministry of Interior 


	skcivpro@uco.sk
	+421 2 43 41 11 90

	Slovakia
	Marek Mišečka
	
	Ministry of Interior of Slovak Republic
	misecka@minv.sk
	+421 9610 44522

	Slovenia
	 Ines Dakskobler Savšek
	
	Administration for civil protection and disaster relief, Planning and prevention sector
	Ines.Dakskobler.Savsek@urszr.si
	

	Slovenia
	Milena Dobnik Jeraj
	
	Administration for civil protection and disaster relief, Planning and prevention sector
	milena.dobnik.jeraj@urszr.si
	

	Slovenia
	Srečko Šestan 
	Under-secretary 
	Administration for civil protection and disaster relief, Planning and prevention sector
	srecko.sestan@urszr.si
	+386 (0)1 471 22 75
+386 (0)1 4713  305

	Spain
	Juan Pedro Lahore
	Counsellor, international relations
	Dirección general de Protección Civil y Emergencia
	jplahore@procivil.mir.es
	+34 91 537 3304

	Sweden
	Mikael Eriksson
	Emergency Prevention Dep
	Swedish Rescue Services Agency 
	mikael.eriksson@srv.se 
	+46 54 135 027 

	Sweden
	Fredrik Bouvin 
	
	Swedish Emergency Management Agency
	fredrik.bouvin@krisberedskapsmyndigheten.se
	

	Sweden
	Lennart Johansson
	
	Ministry of Defence
	lennart.johansson@defence.ministry.se
	+46 8 405 24 25
+46 705 76 24 25 

	UK
	Roger Hargreaves
	
	Cabinet Office
	roger.hargreaves@cabinet-office.x.gsi.gov.uk
	+44 207 276 2189

	UK
	Philip Richards


	International Policy Team


	Civil Contingencies Secretariat

Cabinet Office
	phil.richards@cabinet-office.x.gsi.gov.uk
	+44 207 276 0356

	UK
	Dan Jones
	Head of Communications
	Civil Contingencies Secretariat

Cabinet Office
	daniel.jones@cabinet-office.x.gsi.gov.uk
	+44 207 276 2523

	Australia
	Michael Tarrant
	Assistant Director, education and training research management
	Emergency Management Australia (EMA)
	Michael.tarrant@ema.gov.au


	

	Canada
	Robert Bousquet
	Senior Projects Officer, Communications Policy
	Treasury Board of Canada, Secretariat
	Bousquet.Robert@tbs-sct.gc.ca 
	+ 1 613-957-2536 

	Japan
	Shinji Matsuka
	Deputy Director for Disaster Preparedness
	Cabinet Office
	shinji.matsuka@cao.go.jp
	+81 3 3501 6996

	Japan
	Satoru Nishikawa
	Director for Disaster Preparedness
	Cabinet Office
	Satoru.nishikawa@cao.go.jp
	+81 3 5253 2111

	Japan
	Yasutomo Nakagoshi
	Public Relations dept
	Fire and Disaster Management Agency, Ministry of Internal Affairs and Communications
	nakagoshi-y@fdma.go.jp
	+81-3-5253-5111

	Japan
	Hideki Shinobu
	Official
	Disaster Management Division, 

Fire and Disaster Management Agency
	shinobu-h@fdma.go.jp
	+81 3 5253 7525

	Japan
	Norihisa Matsumoto
	Official
	Civil Protection Office, 

Fire and Disaster Management Agency
	matsumoto-n@fdma.go.jp
	+81 3 5253 7550

	Japan
	H. Torieda
	
	General Affairs Division

Fire and Disaster Management Agency
	torieda-h@fdma.go.jp
	

	Norway
	Arve Sandve
	Head of International relations unit 
	Directorate for Civil Defence and Emergency Planning (DSB)
	arve.sandve@dsb.no
	+47 33 41 2730

	Switzerland
	Francois Maridor
	Chargé de projets
	Office fédéral de la protection de la population
	Francois.Maridor@babs.admin.ch 
	: +41 31 324 40 10 

	Switzerland
	Dr Patrick Smit
	National Operations Emergency Centre
	Federal Office for Civil Protection
	Patrick.Smit@babs.admin.ch
	+41 44 256 94 81

	Switzerland
	Juerg Balmer
	
	Federal Office for Civil Protection
	juerg.balmer@babs.admin.ch
	+ 41 31 322 51 76

	USA
	
	
	
	
	


Annex 3 – Guidelines for interviewing stakeholders

 (A) Personal Expertise

· What is your function within this NGO?

(B) The risk analysis process in regard to risk communication

· First of all, what do you understand by risk communication within your organisation? What terms are associated with risk communication?

· What do you think should be the targets, objectives, and procedures of risk communication by state agencies and companies concerned with GM Food/Chemical waste disposal/electricity? 

· At what stages of the risk analysis process should risk communication play a role (pre-assessment phase – assessment phase – after the assessment phase – when different options are being considered – after an option has been chosen)?
· What role do you assign to risk communication and transparency in the risk regulation process? Are the efforts of the agencies/companies to communicate risks sufficient?
· Do you see any strenght or weakness in the way in which risk communication of agencies/companies is practiced?

Expertise

· How should statements be made and decisions be taken when information about risks are incomplete and uncertain?

· Should scientific uncertainty be systematically addressed in the risk communication process?

Principles of good governance

· Do you think that the criteria of "good governance" are met? What could be improved? How are/can these criteria be applied for the GM food/chemical waste disposal/electricity sector?

· In your view: Do the regulatory institutions deserve trust in their work? Where is, if any, potential for improvement that would increase your trust?

· A question of evaluation: How do you judge the reliability of the information given in the past by the agencies/companies on GM food/chemical waste disposal/electricity?

Stakeholder and public involvement

· What role do you assign to stakeholder and public involvement? Do the agencies/companies make an effort? Is it sufficient?

· Do you have access to the documents that are produces in the course of risk regulation? If yes, at which stage of the risk regulation process (at/after the assessment phase/at/after the managment phase)

· How do you evaluate the accessibility of information which were given to the stakeholders/wider public in the risk communication process (comprehensible vs. just technical-scientific jargon)?

· Are there possibilities for the public/NGOs/stakeholders to comment findings or decisions of agencies/companies?

· If yes, were they sufficiently/adequately implemented/considered in the following process?

· Were you, as a NGO, involved in designing and/or reviewing risk communications plan of the government/companies, i.e. for updating the objectives and scope of the plan? If yes, how was this review process carried out and by whom?

Annex 4 – Guidelines for interviewing agencies & companies

(A) Personal Expertise

What is your function within this institution/company?

(B) The risk analysis process in regard to risk communication

· First of all, what do you understand by risk communication within your organisation? What terms are associated with risk communication?

· What are the targets, objectives, and procedures of risk communication? 

· Who are the target groups of risk communication?
· At what stages of the risk analysis process does risk communication play a role (pre-assessment phase – assessment phase – after the assessment phase – when different options are being considered – after an option has been chosen) ?
· Do you have a risk communications plan? 
· Are there are any formal requirements for the co-ordination of the risk communications between the public and private sector?
· Does the risk communications plan include a review process, i.e. for updating the objectives and scope of the plan (annually or at times of heightened risk)? If yes, how is this review process carried out?
· Question of evaluation: how sufficient is your risk communications plan? Where is, if any, potential for improvement?
· Have you already made changes to your risk communications plan as a result of some evaluation of its results?

· Which facets of the risk issue are considered (safety, economic, social, cultural, ethical), and how do you integrate or prioritise these aspects? 

· Do you consider risk perception studies for communication risks? How they are integrated? Do you perform risk perception studies and/or ask institutes to do this for you?

· Are early warning systems in place?

· Do you distinguish between risk communication and crisis communication? If yes, when is each in place and when is it replaced by the other? 

· What happens in a crisis situation? Do you have a specific crisis communication plans? If yes, is this plan available?

Expertise

· What kind of expertise do you use to support your risk communication process?

· Where do original data come from? 

· Do you try to assure inclusion of the pluralistic spectrum of scientific opinion?

· What do you do if your experts come up with different, even contradictory conclusions?

· What do you do if expert interpretation differs significantly from the interpretation of stakeholders and/or the wider public (ambiguity)?

· Is there a concerted effort to elicit stakeholder risk assessments?

Risk Communication and transparency

· Who translates risk information for the different target audiences (wider public etc.)? What efforts are made in that regard? Can you give a current example?

· Do you make the data on which risk assessments are based and the underlying assumptions and deductions publicly accessible?

· Do you communicate scientific uncertainties?

Stakeholder and public involvement

· Trust appears to be key word for the risk communication process. What efforts do you perform to gain trust of stakeholders and the wider public?

· Do stakeholders and the wider public have a voice in the risk analysis process? At what stages? Are there concrete procedures for integration in place?

· Who do you consider to be a stakeholder? What criteria are applied?

· Is the involvement of the public an open or a closed event?

· Are there possibilities for the public to comment findings or decisions?

· How do you include these comments? How do you safeguard that comments are taken into account?

· Was there any consultation with the public and/or stakeholders in the development of the risk communications plan?

Annex 5 –  Acronyms and abbreviations

Following is a list of some of the abbreviations and acronyms used in this report.

	
	

	AbL
	Rural Farming Consortium (Arbeitsgemeinschaft bäuerliche Landwirtschaft, Germany)

	AltlV
	Contaminated Sites Ordinance (Switzerland)

	BAFU
	Federal Agency for the Protection of the Environment (Switzerland) 

	BAG
	Federal Agency of Health (Switzerland)

	BBA
	Biological Federal Agency for Agriculture and Forestry (“Biologische Bundesanstalt für Land- und Forstwirtschaft”) (Germany)

	BCH
	Biosafety Clearing House 

	BfN
	Federal Office for the Protection of the Environment (“Bundesamt für Naturschutz”) (Germany)

	BfR
	Federal Institute for Risk Assessment (“Bundesinstitut für Risikobewertung”) (Germany)

	BMELV
	German Ministry for Alimentation, Agriculture and Consumer Protection (“Bundesministerium für Ernährung, Landwirtschaft und Verbraucherschutz”)

	BVL
	German Office for Consumer Protection and Food Safety (“Bundesamt für Verbraucherschutz und Lebensmittelsicherheit”)

	CAAG
	Clean Air Action Group (Hungary)

	CDC
	Centers for Disease Control and Prevention (US)

	CEFIC
	European Chemical Industry Council 

	CIA
	Central Intelligence Agency (US)

	CIRCOSC
	Centre Inter-Régional de Coordination Opérationnelle de la Sécurité Civile Placé à la zone de défense (France)

	CLIC
	Local Committees of Information and Dialogue (France)

	CLIE
	Local Committees of Information and Exchange (France) 

	CLIS
	Local Committees of Information and Safety (France)

	CODIS
	Centre Opérationnel Départemental d’Incendie et de Secours (France)

	CODISC
	Centre Opérationnel de la Direction de la Sécurité Civile (France)

	CSO
	civil society organisation 

	DDAF
	Directions Départementales  de l’Agriculture et de la Forêt (France)

	DDASS
	Directions Départementales de l’Action Sanitaire et Sociale (France)

	DDE
	Directions Départementales de l’Equipement (France)

	DHS
	Department of Homeland Security (US)

	DIB
	German Industrial Union Biotechnology (“Deutsche Industrievereinigung Biotechnologie”)

	DIREN
	Directions Régionales de l’Environnement (France)

	DRAF
	Directions Régionales de l’Agriculture et de la Forêt (France)

	DRE
	Directions Régionales de l’Equipement (France)

	DRIRE
	Directions Régionales de l’Industrie et de la Recherche (France)

	EEB
	European Environmental Bureau 

	EFBS
	Commission for Biological Safety (Switzerland)

	EFSA
	European Food Safety Authority

	ELTE
	a Hungarian University 

	EKAH
	Ethics Commission for Biotechnology in the Non-human Sector (Switzerland)

	ETK
	ELTE Nature Conservation Club 

	Eüm
	Ministry of Health (Hungary)

	FEMA
	Federal Emergency Management Agency (US)

	FrSV
	Order for Dealing with Organisms in the Environment (Switzerland)

	FVM
	Ministry of Agriculture and Rural Development (Hungary)

	GEN
	Gen-ethic Network (Gen-ethische Netzwerk, Germany)

	GenTG
	Act on Genetic Engineering (Gentechnikgesetz, Germany)

	GenTSV
	Genetic Engineering Safety-Decree (Gentechnik-Sicherheitsverordnung, Germany)

	GEVB
	Genetic Engineering Advisory Committee, MEBIH Scientific Advisory Body (Hungary)

	GKM
	Ministry of Economics and Transport (Hungary)

	GMOs
	Genetically modified organisms

	GTG
	Act of Gene Technology in the Non-Human Sector, Gene Technology Law (Switzerland)

	HAN
	Health Alert Network (US), operated by the Center for Disease Control 

	HEP
	Hungarian Environmental Partnership 

	HSOC
	Homeland Security Operations Center (US)

	HSWCC
	Health, Safety and Working Conditions Comity (France)

	IAIP
	Information Analysis and Infrastructure Protection (US) within the DHS

	IGDRB
	Interessengemeinschaft Deponiesicherheit Regio Basel (Switzerland), an industry action group

	IPK
	Institute for Plant Genetics and Economic Plants Research (Institut für Pflanzengenetik und Kulturpflanzenforschung, Germany)

	IUCLIT
	

	KÉKI
	Central Food Research Institute (Hungary)

	KvVM
	Hungarian Ministry of Environmental Protection and Water Management 

	LMV
	Food Order (Switzerland)

	MAVESZ
	Hungarian Chemical Industry Association (Hungary)

	MEBIH
	Hungarian Food Safety Office 

	MEDD
	Ministry for Ecology and Sustainable Development (France)

	MEH
	Office of the Prime Minister (Hungary)

	METE 
	Hungarian Scientific Society for Food Industries

	MINEFI
	Ministry of Industry and Finance (France)

	NCPH
	National Centre of Public Health (Hungary)

	NGOs
	Non-governmental organisations

	NICC
	National Infrastructure Co-ordinating Center (US)

	NICS
	Institute for Chemical Safety (Hungary)

	NIPP
	National Infrastructure Protection Plan (US)

	NRP
	National Response Plan (US)

	NSEP
	National Security and Emergency Preparedness (US)

	OKVF
	National Inspectorate for Environment, Nature Conservation and Water (Hungary)

	OSLGCP
	DHS – Office of State and Local Government Coordination and

Preparedness (US)

	PCB
	Cartagena Protocol on Biosafety 

	PER
	Exposition to Risk Plans (France)

	PPR
	Risk Prevention Plan (France)

	PPRT
	Technological Risk Prevention Plans (France)

	RKI
	Robert -Koch Institute  

	SAG
	Swiss Work Group Gene Technology 

	SAMU 
	Services médicaux d’urgence (France)

	SNCF
	

	SPPPI
	Permanent Secretariats for the Prevention of Industrial Pollution (France)

	SRU
	Solidarité Renouvellement Urbain (France)

	TVK
	Tiszai Vegni Kombinát Rt (Hungary)

	UMK
	German Conference of Environment Ministers (“Umweltministerkonferenz”)

	VASA
	Rehabilitation of Past Pollution Order (Switzerland)

	VERIK
	Chemical Industry Alarm System 

	WWF
	World Wildlife Fund 

	
	

	ZKBS
	Central Commission for Biological Safety (“Zentrale Kommission für Biologische Sicherheit”) (Germany)
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� All figures and additional information taken from the Executive Summary of the Report on the Inquiry into the Hungarian Electric Energy Industry by the Hungarian Competition Authority, cf. ibid. from 1 April 2006.


� Source: E-mail communication (24.3.2006) with László Szabó, member of the National Directorate General for Disaster Management at the Hungarian Ministry of  the Interior, see also:
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� ibid. from 1 April 2006


� � HYPERLINK "http://english.mvm.hu/engine.aspx?page=mvm_ker_tev_ertekel_angol" ��http://english.mvm.hu/engine.aspx?page=mvm_ker_tev_ertekel_angol� from 1 April 2006


� � HYPERLINK "http://english.mvm.hu/engine.aspx?page=tevekenysegunk" ��http://english.mvm.hu/engine.aspx?page=tevekenysegunk� from 1 April 2006


� ibid. from 1 April 2006


� � HYPERLINK "http://english.mvm.hu/engine.aspx?page=mvmcsoport" ��http://english.mvm.hu/engine.aspx?page=mvmcsoport� from 1 April 2006
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� All information taken from � HYPERLINK "http://www.demasz.hu/en/index.php" ��http://www.demasz.hu/en/index.php� from 10 April 2006


� http://english.mvm.hu/engine.aspx?page=statistical_data from 28 March 2006
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� � HYPERLINK "http://www.greenpeace.org/international/campaigns/nuclear/nuclear-power" ��http://www.greenpeace.org/international/campaigns/nuclear/nuclear-power� from 1 April 2006
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� All figures apply for 2005. Source: Schweizerische Elektrizitätsstatistik 2005, published by Bundesamt für Energie. 


� See: � HYPERLINK "http://www.hsk.ch/"��www.hsk.ch�


� www.technischesforum.ch 


� www.poweron.ch 


� The so called Disposal Certificate (“Entsorgungsnachweis“) was summarised in a 20-25-page brochure; see  http://www.hsk.ch/deutsch/files/pdf/ent_12_09_05.pdf.


� http://gabe.web.psi.ch/


� The Cellule de Veille Risques (CVR) of EdF is a perfect example of this internal organisation of the risk communication.


� Since the amendment of the “Atomgesetz”  (AtG) in 2002 and the agreement on the step-by-step nuclear power phase-out the dispute is executed in a clearly more factual way in Germany. Besides, the public interest has increasingly turned to other risky domains (among others, BSE and general issues of food safety, CO2 problem and global warming, dangers through global diseases and/or terrorism).


� The ongoing	search for a final storage site continues to be a contentious issue.  


� After a category 3 incident (on the IAEA scale) in the Paks NPP on 10 April 2003, massive criticism of safety standards was voiced by, especially, Hungarian and Austrian NGOs. 


� Compared to Switzerland and Germany (as also shown by pertinent studies), the sensitivity to environmental issues and nature protection is only weakly developed in Hungary.  See Kuckartz,U. & A. Rheingans-Heintze, Trends im Umweltbewusstsein, VS-Verlag,Wiesbaden, 2006.


� In order to increase the technical safety standards, the four Hungarian NPPs were provided with reactor protection systems.


� APELL is the acronym for Awareness and Preparedness for Emergencies at Local Level, which is a programme put in place by the United Nations Environmental Programme (UNEP). www.uneptie.org/pc/apell/home.html


� See Communicating Risk, UK Government Information and Communication Service, [undated], p. 25. http://www.ukresilience.info/risk/index.htm





� Stakeholder is defined here as any individual, group or organization that can affect, be affected by, or perceive itself to be affected by, a risk.


� As an example, any company listed on the London Stock Exchange (LSE) is subject to the LSE's corporate governance requirements, including the Combined Code and the so-called Turnbull guidance, which obliges them to report to shareholders any significant risks (not only financial, but also technological, legal, health, safety and environmental risks) facing the company and how the company is managing those risks. 


See www.frc.org.uk/images/uploaded/documents/Revised%20Turnbull%20Guidance%20October%202005.pdf


� The European Commission’s Science and Society Action Plan defines “civil society organisations” as those whose members have objectives and responsibilities that are of general interest and who also act as mediators between the public authorities and citizens. They may include trade unions and employers’ organisations (“social partners”); non-governmental organisations; professional associations; charities; grassroots organisations; organisations that involve citizens in local and municipal life; churches and religious communities.


� For example, the UK’s Communicating Risk (� HYPERLINK "http://www.ukresilience.info/risk/index.htm" ��www.ukresilience.info/risk/index.htm�) or the OECD’s Guidance Document on Risk Communication for Chemical Risk Management


http://www.olis.oecd.org/olis/2002doc.nsf/LinkTo/env-jm-mono(2002)18


� Principles of gg are: transparency, responsiveness, effectiveness, efficiency, participation, accountability, consensus oriented, rule of law (United Nations Economic and Social Commission for Asia and Pacific: Human Settlements. What is Good Governance?)
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