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OFFICE OF THE PUBLIC GUARDIAN
RECORD RETENTION AND DISPOSITION SCHEDULE
Government Departments, Agencies, and all other public sector bodies, are instructed to retain any and all documents; correspondence; notes; e-mails and all other information – however held – which contain or may contain content pertaining directly or indirectly to the sexual abuse of children or to child protection and care. For the purposes of this instruction, the word “children” relates to any person under the age of 18.
	RECORDS COMMON TO ALL UNITS


	No.
	DESCRIPTION
	TNA
CLASS 
Series will be required *
	ACTION


	1
	Case Records Management System (Meris)

Electronic
Cases where the date of death is unknown
	
	Destroy 7 years after file has been closed.
Destroy 110 years from date of birth. (s.2/3)

	2
	Case Records Management System (CASREC) 
Electronic
Note: Cases where an application is incomplete to be closed
	
	Destroy 7 years after date folder closed - in an annual data dump.
12 months after last entry. (s.17)

	3
	Business Unit Plans 

Monthly Reports and Statistics

Electronic

Section business plans 
(monthly statistics)

Financial/Budget information 
	
	Destroy 3 years from date folder closed. (s.112)
Destroy 7 years from date folder closed. (s.35)

	4
	Business Unit Staff Performance management documentation

Electronic / paper
Annual Staff Performance Record (ASPR) 
Performance Improvement Plan (PIP) 
	
	Destroy after 2 years. (s.59)


	5
	Business Unit Staff files 
-Reward & Recognition documents
-Emergency contact details
-Attendance log
Electronic
Staff details includes
Change of address, 
Change of hours, 
Career breaks
Staff Personnel file 

Paper
Records stored with Shared Services
(Retained until age 100)

A copy retained with The OPG for business continuity purposes. Medical /self certification notes held by shared services for  years
Annual Leave record
	
	Review after 3 years, retain or destroy. (s.57)
Local files should only highlight information relating to live issues and relevant medical referrals, sick absence, annual leave records, and return to work.
Retain for two years. 

	6
	Business Unit Disciplinary Matters

Paper / Electronic

Guidance on Investigation and handling disciplinary matters
Investigation notes / statements
Minutes of meetings 
- Details of verbal/written/final warning
	
	Retain copy for 1 year.
Records stored with Shared Services

(Retained until age 100)

A copy retained with The OPG for business continuity purposes.

	7
	Business Unit Recruitment Files

Electronic
Applicant information (personal details)

Job adverts 
Application forms 
Interview notes 
Job offers and responses
	
	Review after 3 years retain or destroy. (s.62) 

	8
	Business Unit Job Specifications

Personnel requirements for specific position
Electronic
	
	Review after 3 years retain or destroy. (s.62)

	9
	Business Unit Training Materials. 

Guidance,  templates,, handbooks,
job-cards, induction training material
Electronic
	
	Destroy when superseded. (s.96)

	10
	Business Unit Team Information
Team Meeting  information

Skills matrix

Staffing resources

Work returns

Daily ‘snapshot’

Seating and location charts

Break rota’s

Attendance log

BU form/letter/ misc templates

Internal information –intranet, newsletters, office notices 

Electronic
	
	Destroy when business need concluded / superseded.


	11
	Business Unit Gift & Hospitality Register 

Electronic
	
	Review after 3 years retain or destroy.

	12
	Business Unit Continuity Plan
- Documents supporting updates/changes

Electronic
	
	Destroy when superseded.
Review after 3 years, either retain or destroy (s.92)
TBC

	13
	Business Unit Risk register

- Documents supporting updates/changes

Electronic / paper
	
	Destroy when superseded

TBC

	OPERATIONS

	STAGE 1 OPERATIONS POST & CHEQUE SCHEDULING, CASEWORK SUPPORT, FILE CREATION, PREPARATION, SCANNING & VALIDATION, DONOR DECEASED, REMISSIONS/EXEMPTIONS, ARCHIVING. TBC

	
	Electronic OPG*100 search requests

Electronic

Paper
	
	Retain for 6 months.

Destroy file 7 years after date case closed.

	
	Batch manager 

Stage 1 Programme

Electronic
	
	Destroy when business need concluded / superseded.

	
	Recorded /special delivery post records 

Paper/electronic
	
	Destroy 1 year after close of file

	
	LPA Payment receipt spreadsheets

Electronic
	
	

	
	Overtime worked records

paper
	
	Retain for 6 years 

Except where there is an effect on pensionable pay, in which case until age 100 years

	CASEWORK UNITS 1-4

	14
	Daily Allocation Reports 

List of Invalid / Withdrawn cases

Registration reports 

Pending cases

AACT- EPA

Axis relocation spreadsheets

Electronic
	
	Review after 3 years, retain or destroy. (s.93)

	15
	Productivity Statistics 

Electronic
	
	Destroy 2 years after close of file. (s.79)



	16
	Electronic OPG*100 search requests

Electronic

Paper
	
	Retain for 6 months.

Destroy file 7 years after date case closed.

	CASEWORK TRAINING

	18
	Induction modules / spreadsheets 

A & P plans / Guidance 

- Registrations, Perfects, Imperfects, Applications and Correspondence

Electronic
	
	Destroy when superseded.



	REGISTRATION & DISPATCH

	19
	Management Information Report

Registration MI 

Daily Statistical data

Electronic
	
	Destroy 2 years after close of file. (s.79)

	20
	Team inbox - urgent registration

Batch manager 

-Dispatch & Stage 1 Programme

Electronic
	
	Destroy when business need concluded / superseded.

	21
	Unregistered /non dispatched applications 
Paper
	
	Destroy 6 months from date of scan. 

Files marked ‘Do not destroy’ by the Master of the Court should be appraised for preservation by the Records Officer.

	22
	Registration documents 

– LPA/EPA applications

Paper 

(A metadata stub will be created when the CASREC record is destroyed and kept in the archive indefinitely).

Pre-Meris

Dormant cases (Z prefix cases) - where date of death is not known
	
	Destroy 6 months from date of scan. 

Destroy 7 years after date closed. 

(Death of client, date of cancellation, withdrawal or revocation of EPA) 

Destroy 110 years from date of birth.

Files marked: ‘Do not destroy’ by the Master of the Court, should be appraised for preservation by the Records Officer.

Permanent Preservation: 

We cannot destroy anything which falls within 

Section 58(1) and Sch 4 para14 of the MCA 2005 relating to the Register of LPA, EPA and Deputyship orders

	23
	LPA/EPA  Registration Reports

Electronic

Cases where the date of death is unknown

*A metadata stub of specific information will be created when the MERIS record is destroyed and kept in the archive indefinitely)
	
	Review after 3 years, retain or destroy. (s.93)

Destroy 110 years from date of birth.

Permanent  Preservation: We cannot destroy anything which falls within Section 58(1) and Sch 4 para14 of the MCA 2005 relating to the Register of LPA, EPA and Deputyship orders.                                

	TWILIGHT

	24
	Casework (all administrative areas) 

Statistical & Productivity data 

- team & individual 

Error logs 

Technical questions

Electronic
	
	Destroy 2 years after close of file. (s.79)

	25
	Quality Checking logs

Staff lists 

- attendance/emergency contact details

Electronic
	
	Destroy after 2 years (s.59) or when business need concluded.

	26
	Skills and Training Matrix 

Team Meeting minutes/agendas action points

Electronic
	
	Review after 3 years retain or destroy. (s.117 (apply section) where applicable)

	CASEWORK QUALITY ASSURANCE / CHECKING

	27
	Quality Control data

Quality Error logs 

Monthly Quality check data

Electronic
	
	Destroy after 2 years (s.59) or when business need concluded.

	CONTACT CENTRE (INCLUDING DISPATCH) 

	28
	Incoming / outgoing correspondence 

Electronic 
	
	Retain for 1 year then destroy.



	29
	Safeguarding Vulnerable Adults documents (SVA)

Electronic
	
	Retain for 6 month.



	30
	Complaints 

Casework Urgent Requests Registration Requests

Electronic
	
	Delete up to last full month.

	31
	Calls data

Received/handled/answered/call-back logs

Notification of Death forms, 

Electronic
	
	Destroy when business need concluded. (s.22) 



	32
	Learning sessions

Electronic
	
	Retain last 3 months only, or when business need ended.

	33
	Security Breach reports to CC

Electronic
	
	Destroy after 1 year.

	34
	Audio recordings of CC telephone calls

Electronic
	
	Destroy 3 months and one day after the telephone call.

 

	35
	Information database (CCID)

Electronic
	
	Destroy when superseded. (s.96)

	36
	Headsets / Headset inventory

Physical assets and allocation log
	
	Destroy when superseded.

	37
	Assisted Digital- Disclaimer emails 
Electronic
	
	TBC



	 DISPATCH  NOTTINGHAM

	38
	Legacy File requests

(Off-site /On site storage)

Post statistics

Electronic
	
	Destroy 2 years after close of file. 

(s.78, s. 77, s79)

	39
	Scanning project

Paper
	
	Destroy 3 months after scan. (s.1)

	40
	TNT archives documentation 

Record of files/ documents loaned to other organisations
Electronic
	
	Retain until disposal of the record covered / indefinitely.

	TECHNICAL ADVISORS 

	41
	Technical Updates

Electronic 
	
	Destroy when superseded. (s.96)

	TIER 1 COMPLAINTS 

	42
	Complaints Tool 

Archived Complaints 

Returned post

Electronic / paper
	
	Destroy when business need concluded. (s.20)

	43
	Security Breach record

Electronic
	
	Retain for one year. 

	44
	Complaints Correspondence

Electronic
	
	Destroy 7 years after date folder closed. (s.17)

	45
	Cash Loss spreadsheets

Electronic
	
	Destroy 7 years from date closed. (s.30)

	46
	Complaints Productivity

Electronic
	
	Destroy 3 years from date folder closed. (s.112)

	47
	MERIS reports - Complaints

Electronic
	
	Destroy after 3 months. 

	48
	Unidentified Complaints

Electronic
	
	Destroy 2 years after last action date.

	LEGAL TEAM

	COURT APPLICATIONS

	49
	Recovery & Resolution                                                                             -Details of Hearings 

-Casework, final outcomes 

-Order details 

-Resolved cases

-Third party applications

-CASREC reports

Electronic

Cases where the date of death is unknown

Paper documents
	
	Destroy 7 years after file closed. 

Destroy 110 years from date of birth. (s.1)

Destroy after 6 months from close of file.

	50
	Local Authorities Deputy details  

Debt information, deputy contact information

Electronic
	
	Review after 3 years, retain or destroy. (s.114).



	51
	Court of Protection

- Applications 

- Position Statements 

- Orders Granted 

(Section 49 orders Requests for section 49 reports) 

Electronic

Paper

Cases where the date of death is unknown


	
	Destroy 7 years after file has been closed. 

Retain for 6 months from date of last action then destroy.

Destroy 110 years from date of birth. (s.1).

	52
	Current Case Databases (investigating officer details, case description/facts)

Electronic
	
	Destroy 7 years after case closed. (s.141) 



	53
	Severance Applications 

Electronic
	
	Review 6 years after date folder closed, retain or destroy. (s.13  MoJ RRDS) 

	54
	Hearings & Court Applications

case specific documentation

Paper
	
	Review 6 years after date folder closed, retain or destroy. (s.13  MoJ RRDS) 

	 LEGAL ADVISORS

	55
	Trial Bundles

Paper (Copies)

Electronic
	 
	TBC

Destroy 7 years after date case closed

in line with the destruction of the client case file

	56
	Oral Court Hearing documents

Electronic
	
	Destroy 7 years after date case closed

in line with the destruction of the client case file

	57
	LEGAL Guidance materials

Pre - MCA guidance

Text books / Reference books

CoP rules (current & historic)

Record of Legal Issues relating to Bonds & Panel Deputies

Hand-books.

Paper, Electronic
	
	Destroy when superseded. 

Consider retaining some text books for library purposes.

	58
	Precedents 

Court Orders 

Correspondence 

Unusual cases 

Record of Counsel opinions 

Personal injury matters Committee papers

Current Cases (containing confidential information) 

Paper, Electronic
	
	Review 6 years after date folder closed, retain or destroy (s.13 MOJ RRDS). 



	59
	Meeting information 

Committee Papers 

CFO and CoP advice

Paper 

Electronic
	
	1st Review: 5 years after the last dated correspondence on file
.
2nd Review: 25 years after the first dated correspondence 
- which will identify files for permanent preservation

Review after 3 years, retain or destroy (s.117).

	60
	Mailbox email / fax enquiries

Electronic
	
	Destroy when business need concluded. 

	
	Contracts & Service level agreement (SLA) creation/maintenance/updating documentation – legal perspective

Electronic
	
	Review after 5 years .

Destroy if no further business use.

	
	
	
	

	CHIEF EXECUTIVES OFFICE



	EXECUTIVE SUPPORT TEAM

	61
	Management Board
Minutes and papers 

Electronic


	
	Retain indefinitely.

Consider preserving at TNA as evidence of the executive management of the OPG. Preserve in entirety agenda, minutes and papers.

	62
	Applications for Membership of the Public Guardian Board
Electronic / Paper
	
	Successful - destroy after 5 year.

Unsuccessful - destroy after 1 year.

	63
	Audit Committee Documentation

Applications for Board membership 

Internal Audit Guidelines

Terms of Reference

Electronic / Paper
	
	Destroy 2 years from date folder closed / last paper date.

Minutes from meetings to be retained indefinitely.

	64
	Stakeholder meeting

Reports, agendas, minutes

Electronic
	
	Destroy 5 years after date folder closed. (s.113)

Minutes to be retained indefinitely.

	65
	Breach reports at Executive Committee and Board level

(Incl Audit Committee)
	
	Review after 5 years. 

Destroy if no further business use.

	66
	OPG Internal Administrative Information

Electronic
	
	Review information after 3 years then destroy. (s.117)

Minutes to be retained indefinitely.

	67
	OPG Engagement Forum 

- agendas, minutes, reports ToR

Electronic
	
	Review after 1 year, retain or destroy (s.117)

Minutes to be retained indefinitely.

	68
	Wills Record 

(Historic wills & Chattels)

Records relating to sale/ disposal of property / assets

Electronic / Paper
	
	Destroy 7 years after case closed. (s.1,2&3) 

Decision- making process and related disposal documents to be considered for permanent preservation /retention at TNA

	69
	Heath and Safety Committee meeting information

Electronic 

Paper


	
	Review after 2 years, retain or destroy. (s.117)

Minutes to be retained indefinitely.

5 years after the last dated correspondence on file..  

25 years after the first dated correspondence which will identify  files for permanent preservation.

	70
	Risk Register

Workshops /meeting information

Electronic 
	
	Destroy 2 years from date folder closed.

	CONTINUOUS IMPROVEMENT  disbanded 2014 / 2015- records now listed within the SBD Business Unit

	71
	Complaints Review - procedures

Electronic
	
	Review after 3 years, retain or destroy. (s.131).

	72
	Course books

Project Management for IT-Related Project - Bob Hughes 2nd Edition 2012 - scan copy

Electronic


	
	Destroy when no longer a business need. (s.105)



	PERFORMANCE                                                 *BU Proposing not to be destroyed

	73
	Balanced Scorecard

Performance Indicators

Annual staff Performance

Electronic
	
	Review after 3 years, retain or destroy.*

	74
	Snapshot / performance statistics

Electronic
	
	Review after 1 years retain or destroy. (s.124) 

	75
	Performance Management Team Folder- O Drive – PMT

 Electronic
	
	Review after 3 years, retain or destroy. *

	76
	OPG People Record Folder

P-Drive 

Electronic
	
	Review after 3 years, retain or destroy. * 

	77
	OPG Performance Team 

G Drive 

Electronic
	
	Review after 3 years, retain or destroy. *

	78
	OPG Forward Look Inbox

One Truth document

Electronic
	
	Review after 1 years retain or destroy.* (s.124)

	LEARNING & DEVELOPMENT 

	79
	L & D training material 

Electronic
	 
	Destroy when superseded.

	80
	Attendees register

Electronic
	 
	Destroy 1 years from date folder closed. (s.102).

	81
	Business Skills Coaching documentation, 

CSL Feedback, bookings

Electronic
	
	Destroy when superseded. (s.100, s.96)


	TIER 2 COMPLAINTS

	82
	Complaints Correspondence

Electronic
	
	Destroy 7 years after date folder closed. (s.17)

	83
	OPG Complaints Inbox

includes Feedback inbox

OPG Central Complaint database
Electronic

Archived Complaints

Paper
	
	Destroy when business need concluded.



	84
	Complaints about the Office of the Public Guardianship

Electronic
	
	Retain for 2 years. 

Then amalgamate with respective case file.

	85
	Complaint File 

Paper
	 
	Destroy 7 years after date closed. 

(or on death of client or on recovery)

	MEDIA MANAGER (EXTERNAL COMMS)

	86
	Agreed Messages documents

Transformation ‘lines’

Draft legal/safeguarding ‘Lines’

OPG Info-graphics

Electronic
	
	Destroy when superseded. 

	87
	Articles

- copies submitted to third parties

Electronic
	
	Destroy after 2 years. 

	88
	Ministerial Submissions and briefing notes

Parliamentary Question

Electronic
	
	Review 3 years from date folder closed retain for preservation or destroy. 

	89
	OPG digital consultation 

- Response 

Electronic
	
	Destroy 5 years from date folder closed.

	90
	External Comms Summaries

Electronic
	
	Destroy 6 years from date folder closed.

	91
	Media Alerts / Press Enquiries

OPG Story

Electronic
	
	Review after 3 years retain or destroy. 

	92
	Media Summaries 

(Executive Committee)

Electronic
	
	Destroy 5 years from date folder closed. 

	93
	‘In-Touch’ magazine & published newsletter

Electronic
	
	Review after 2 years, either retain or destroy. 

Ensure a copy sent to British Library before destroying. (s.93)

	INTERNAL COMMUNICATIONS

	94
	Presentations –  Team related

Email update requests

Inside OPG - documents, materials

Bulletins and Comms articles

-incl attachments 

Contact Lists - staff & visitors

Electronic
	
	Destroy when superseded. (s.96)



	95
	Logos –OPG and Third Party,

Communications Policy 

Event photographs
Paper & Electronic
	
	Review after 1 year, either retain or destroy. (s.94)



	96
	Communication Ambassadors   information/ details

Electronic
	
	Destroy when superseded, or when business need concluded. 

	97
	BU Risk Register

Electronic
	
	Review after 2 years, either retain or destroy. (s.90)

	98
	Campaign Documentation

Communication ‘certain’ policy

Electronic
	
	Review after 3 years, either retain or destroy (s.90)

	99
	OPG Library 
Electronic & Paper
	
	Review and weed annually. (s.105)

	100
	Communications Channels

Incl. Intranet Blog

Electronic
	
	Review after end of Digital Transformation Project, either retain or destroy.



	101
	Apple ‘Macbook’ x 2

Hardware

Incl Adobe software & licences
	
	Destroy when superseded; in line with IT disposal guidelines.

	STAKEHOLDER ENGAGEMENT

	102
	Events Materials / Information

Electronic
	
	Destroy 3 years from date folder closed. (s.100)

	103
	Presentations, various content

OPG documents / guidance

CoP application forms

Electronic
	
	Destroy when superseded. (s.100)

	104
	Stakeholders Information
Electronic 
	 
	Review after 3 years retain or destroy. (s.114)

	105
	Stakeholder Forum information

Electronic
	
	Destroy 3 years after date folder closed.



	106
	Stakeholder – engagement strategy documents 

Electronic
	
	Destroy 2 years from date folder closed. (s.95)



	107
	Future Planning documents

Electronic
	
	Destroy 2 years from date folder closed. (s.112)

	108
	Key Campaign - documents /information materials

Electronic
	
	Review after 3 years retain or destroy.



	109
	Stakeholder mapping

 Electronic
	
	Destroy 3 years from date folder closed.



	CORPORATE SERVICES
Formerly listed as ‘Finance & Resources’

	110
	Corporate Policy documents

Paper 

1st Review

2nd Review

Electronic 
	 
	5 years after the last dated correspondence on file.

25 years after the first dated correspondence, which will identify files for permanent preservation.
Review after 3 years retain or destroy. 

	111
	SAGE

records relating to: 

- The OPG budget

- Budget for each Department 

- Record of interdepartmental transactions 

- Purchase order processing 

- Purchase ledger

-Requisitions and transactions
	
	Destroy 7 years from date closed. (s. 26)



	Records held across Finance teams

	112
	Invoices - Incl. all postal invoices

Electronic / Paper
	
	Destroy 7 years from date closed. (s.30)

	113
	Accrual Documentation 

Electronic
	
	Destroy 7 years from date closed. (s.35)



	114
	Direct Debits Documentation,

Mandates

Electronic 
	
	Destroy 7 years from date closed.

	115
	Suspense Account Records

(Vote schedules /Transactions)

Electronic / Paper
	
	Destroy 7 years from date closed. 



	116
	Banking Schedules

Electronic,
	
	Destroy 7 years from date closed. 



	117
	Refund Documentation 

Electronic /paper 
	
	Destroy 7 years from date closed. 

	ACCOUNTS PAYABLE

	118 
	Expense claims/ travel claims

Electronic / Paper
	 
	Destroy after 7 years.



	119
	Travel Requests 

Electronic / Paper
	
	Destroy 7 years from date closed.

	120
	Agency Timesheets

Electronic
	
	Destroy after 1 year. (s.53)

after termination of employment.

	121
	Bank Statements

Incl. OPG's credit card

Electronic
	
	Destroy 7 years from date closed. (s.33)



	122
	Cash Losses 

Electronic
	
	Destroy 7 years from date closed. (s.27)



	123
	Purchase Orders 

Electronic / Paper
	
	Destroy 7 years from date closed. (s.27)



	REMISSIONS

	124
	Project Impact Assessment-

new remission policy documents

Electronic
	
	Review after 3 years, retain or destroy.



	125
	Public Guardian fees & remissions

record of fee remissions,

approved and declined files, decision log and correspondence, pending documents 

hardship updated decisions

Electronic
	
	Destroy 7 years from date folder closed. (s.25)



	ACCOUNTS RECEIVABLE

	126
	Fee Reports –CASREC (deputy)

Electronic
	
	Destroy 7 years from date closed. (s.36)



	127
	Correspondence

Electronic
	
	Destroy 7 years from case closure. (s.1) + (s.2)

	CASHIERS

	128
	Cheques - Paid and unpaid 
Cheque Registers & Documentation

Paper, Electronic
	
	Destroy 7 years from date closed / date folder closed. (s.29, s. 28)

	129
	Bank Statements CITI

Paper
	
	Destroy 7 years from date closed. (s.33)

	130
	Direct Debit documentation

Electronic
	
	Destroy 7 years from date closed.

	131
	BACS documentation

electronic
	
	Destroy 7 years from date closed.

	132
	Cash Posting 

Electronic
	
	Destroy 7 years from date closed. 

	CREDIT CONTROL / DEBT MANAGEMENT

	133
	Receipts

Paper
	
	Destroy 7 years following action.

	134
	Debt Policies

Electronic
	
	Retain or destroy after 3 years. (s.129)

	135
	Management Reports

Electronic
	
	Review after 3 years, either retain or destroy. (s.131)

	136
	Card Payments 

-legacy telephone records

Paper & Electronic
	
	Destroy after 18 months.

	137
	WORLDPAY records

Electronic


	
	Destroy after 18 months.


	

	FINANCIAL ACCOUNTS 

	138
	Financial Statements for Annual reports

Electronic
	
	Destroy 1 year after publication of report. (s.37)

	139
	Annual Accounts/ Reports 

-supporting documents including calculations

electronic
	
	Destroy 7 years from the date folder closed. (s.35 +27)

	140
	Audit Documentation

Internal / external audit

electronic
	
	Destroy 7 years from the date folder closed. (s.35 +27)

	141
	Accounting Journals

Electronic/paper


	
	Destroy 7 years from the date closed.



	MANAGEMENT ACCOUNTS  

	142
	OPG accounting & administration of budget files

-Budget and forecast planning

-Monitoring information

-Monthly overtime accruals

-Accruals & provisions

-Financial loss log

-Annual account support data

Electronic & Paper
	
	Destroy 7 years from the date folder closed/ (s.35 + 27)



	143
	Variance Reporting

(Operational and Financial Performance reports)

Electronic
	 
	Destroy 7 years from date folder close/



	144
	Financial Authority Files

Statements of financial authority for each business area 

Electronic & Paper
	
	Destroy 7 years from the date folder closed.

	145
	Un-assured Laptop

Holds records of OPG’s fixed assets
	 
	TBC

	PAYROLL MANAGEMENT 

	146
	Monthly payroll files

Monthly budget holder salary reports

Starters & Leavers log

Timesheet monitor 

(Permanent , FTC, Temporary staff)

Electronic / Paper
	
	Destroy 7 years from the date folder closed.



	147
	Remuneration and pension reports 

Staff debtors/loans reports  (permanent OPG staff only)

Monthly sick returns data 

Deputising forms spreadsheet

Overtime forms log

Electronic
	
	Destroy 7 years from the date folder closed.



	148
	Log of staff with excess flexi debit & credits (permanent staff only)

Electronic / Paper
	
	Retain copy for 2 year. (ERRS)



	149
	Leave chart

Electronic / Paper
	
	Retain for 2 years. (ERRS)

	150
	Starters & leavers log

Electronic / Paper
	
	Destroy I year after termination of employment.

	151
	Time-sheet monitor

Temporary / agency staff timesheets

Electronic / Paper
	
	Destroy 2 years after latest date on sheet.

Destroy 1 year after termination of employment.

	INFORMATION ASSURANCE

	152
	BAU Requests/ documents

Electronic
	
	Destroy after 2 years. 

If no recorded file movement has occurred on the file during the preceding 12 months.

If the latter applies, then retain until next annual review (s.73). 

	153
	Data Assurance logs

Electronic
	
	TBC

	154
	Data Cleanse Project 

Electronic
	
	TBC

	155
	Data sharing requests (email) between DWP & OPG (MoU)
	
	Retain emails for 3 months.

	156
	Document Recovery schedule and guidance

Electronic
	 
	Destroy when new guidance and schedule issued.

	157
	Evidence of records destroyed

electronic
	 
	Retain permanently.

	158
	FOI/ Data Protection Requests 

Documents

Electronic, Paper


	
	Destroy after 2 years. 

If no recorded file movement has occurred on the file during the preceding 12 months. If the latter applies, then retain until next annual review (s.73). 

	159
	FOI Log data

Electronic
	
	TBC



	160
	Freedom of Information statistical data
Electronic
	
	Destroy after 10 years or in line with MOJ procedure.

	161
	FOI requests - Policies and procedures for managing 

electronic
	 
	Review 5 years from date policy/ procedure was superseded.

	162
	Forward Look (updates/reports)

Electronic
	
	TBC

	163
	Government Security Classifications (GSC) materials

Electronic
	
	TBC

	164
	Information Asset Register (IAR) current & drafts

Electronic
	
	Destroy 6 years after disposal of asset. (s.91). 

	165
	Intranet Updates

Staff & Managers Bulletins, Learning Activities

Electronic
	
	Destroy when superseded. (s.96)



	166
	Information Commissioner (ICO)

Details of complaints / Investigations reports, documents

Electronic
	
	Review after 5 years. (s.73)

Destroy 2 years after date folder closed.

	167
	ISO 27000 documentation

Electronic
	
	Review after 3 years retain or destroy.

	168
	Privacy Notices 

Incl. documents supporting the compilation 

electronic
	
	TBC

	169
	Retention and Disposal Schedules (RRDS)

Electronic
	
	Review annually, retain permanently. (s.64)



	170
	RRDS creation documents 

Electronic
	 
	Destroy 10 years after folder closed.

	171
	Risk Evaluation Marker documents 

Electronic
	
	Review annually, retain or destroy. 

	172
	Security Breaches

Paper

Exception: 

relevant system case notes/ scanned documents linked directly to case 
	
	Retain for one year. 

Destroy 7 years from date case terminated

	173
	Security and Information Security policies and awareness documents

Electronic
	 
	Review after 3 years - Retain or destroy. 



	174
	Visit/Investigation Report Requests

Electronic

	
	Destroy after 2 years.

If no recorded file movement has occurred on the file during the preceding 12 months. If the latter applies, then retain until next annual review (s.73).



	GOVERNANCE

	175
	Accident Reports 
Electronic / paper

Shared servicers hold records until age 100 years
	
	Destroy 3 years from date of last entry. (s.39)

	176
	Business Continuity Plan (BCP)

Electronic
	
	Review after 3 years, retain or destroy. (s.92)

	177
	Business Continuity Log

Electronic
	
	Review after 3 years, retain or destroy.

	178
	Business Impact Analysis (BIA)

Electronic
	
	Review after 3 years, retain or destroy.

	179
	DSE - Workstation assessment 

Paper / electronic
	
	Review after 3 years retain or destroy. (s.45)



	180
	First Aid Certificates

Electronic, Paper
	
	Destroy when superseded.

	181
	First Aiders / DSE - Electronic

Staff lists of designated fire wardens, first aiders, bomb wardens, DSE assessors
	
	Destroy when superseded. (s.47)



	182
	Fraud Awareness Presentation

Electronic
	
	Retain until superseded. (s.120)

	183
	Fraud awareness Attendees Register

Electronic
	
	Destroy 3 years from date folder closed. (s.102).

	184
	Assurance Framework,

Project work 

Electronic
	
	Retain for 3 years from original date then destroy.

	185
	Health and Safety Training Records

Electronic / Paper
	 
	Destroy after 6 years.

Retain for 3 years or until superseded.

	186
	Health and safety Policy

Paper

1ST review

2nd review
	
	5 years after the last dated correspondence on file. 

25 years after the first dated correspondence. (which will identify files for permanent preservation)

Review after 3 years retain or destroy.

	187
	Health & Safety Risk Assessments 

Written procedures/safe 

systems of work

Paper

1st Review

2nd Review

Copies of the risk assessments held by the business for:

-expectant mothers

-personal evacuation plans

-job risk assessments

Electronic
	
	5 years after the last dated correspondence on file. 

25 years after the first dated correspondence, which will identify files for permanent preservation.

Can be destroyed by the business when superseded or when of no further business use

Review after 3 years retain or destroy.

	188
	Internal Audit guidelines/ manuals / standards 
electronic
	
	Destroy 7 years after last paper date. (s.89)

	189
	Local Incident Report Plan LIRP

Electronic
	
	Review after 3 years, retain or destroy.

	190
	MCCs - Compliance controls

Electronic
	
	Delete entry at end of 2017.  s.121/122


	191
	Meetings – documentation - Paper
	
	Review after 3 years, retain or destroy. 

	192
	Minor Matters of Fraud (Internal)

Electronic & Paper
	
	Destroy 6 years after audit. (s.144). 

	193
	Work Returns

Fraud, Security, Risk Management, Business Continuity

Electronic
	
	Review after 3 years, retain or destroy.

	194
	Risk Management

Register, workshops

Electronic / paper
	
	Destroy 5 years from date folder closed. (s.90)

	195
	Serious Investigations (External)

Electronic & Paper
	
	Destroy 10 years after case is closed. (s.143). 

	ACCOMMODATION & BUSINESS SUPPORT (AXIS & NOTTS)

	196
	Building Information

Axis, The Pearson Building 

Embankment House 

Electronic
	
	Destroy 7 years after lease ends. (s.84),

Or when superseded or when business need concluded


	197
	Business Continuity Plan
Electronic
	
	Review after 3 years, either retain or destroy. (s.92)

	198
	Building Pass Policies

Electronic
	
	Review after 3 years retain or destroy. (s.129)

	199
	Building Maintenance Information
Office Equipment documentation

Photos, Furniture lists including Warranties

Car Park Bookings 

Meeting room bookings

Power Consumption records

IT Phone manuals

Electronic, Paper
	
	Destroy when superseded. (s.81, s.83)) 
or when business need concluded.



	200
	Contracts & Service Level Agreements(SLA) 

Paper
	
	Destroy 7 years after contract ends.

	201
	Electrical Equipment tests

Electronic/paper
	 
	Destroy after 5 years.

	202
	G4S and Building Maintenance Job records
Electronic
	
	Review after 3 years, either retain or destroy. (s.124)

	203
	On-Site storage item documentation

Desks, cabinets, safes, lockers

Electronic & Paper
	 
	Destroy 2 years after close of file.



	204
	Risk Assessment

electronic
	
	Review after 3 years,  either retain or destroy (s.41)

	205
	MCC's - Compliance controls
Electronic
	
	TBC

	206
	Staff lists -New Starters and Visitors 

Electronic
	
	Destroy when business need concluded.



	207
	Staff List - Leavers

Electronic
	
	Destroy when business need concluded.

	208
	Purchase Order Request (POP) Forms

Electronic
	
	Destroy 7 years from date closed. (s.35)

	209
	Records of: Personal Pass logs, Keys, 

Room Layouts and Capacities, Signage, Order forms, OPG organisational charts
Electronic & paper
	
	Destroy when superseded.(s.83)

	210
	Risk Assessments (Notts)

site assessments, details of potential workplace risks

Electronic
	
	Review after 3 years, either retain or destroy. (s.41)  



	211
	Risk Registers

Electronic
	
	Destroy 5 years from date folder closed. (s.90)

	212
	Win-time information 

Licences & system instructions

Electronic
	
	Destroy 2 years after contract ends. (s.85)



	213
	Etarmis records

Electronic
	
	Destroy 2 years after latest entry. (ERRS)

	214
	Un-assured laptop

filtering laptop for un-assured media 
	
	TBC



	STRATEGY & BUSINESS DEVELOPMENT 

Formerly listed under ‘Performance and Change’

	TRANSFORMATION 

	215
	Project/Change management documentation

Electronic 
	
	Review after 3 years, retain or destroy. (s.103).

	216
	Strategic development

Consultation Documents

Electronic/ Paper
1st review

2nd Review
	
	5 years after the last dated correspondence on file. 

25 years after the first dated correspondence which will identify files for permanent preservation. (s.127)

	217
	Internal information for OPG staff 

Programme communications

(including intranet, newsletter, office notices, staff guidance, business unit information).

Electronic
	
	Destroy when superseded. (s.96)

	218
	Learning & Development  Training Database

Electronic
	
	Review after 3 years, retain or destroy. (s.103).

	219
	Programme Communications

Updates  - Staff / Stakeholders 

Electronic
	
	Destroy when superseded. (s.96)



	TRANSFORMATION: PROGRAMME OFFICE

	220
	OPG Rangers Details

Meeting  agenda’s, paper’s

Forward Look  (monthly reports)

Electronic
	
	Review after 3 years, retain or destroy. (s.57).



	221
	Pillar Work-streams,

Pillar Report - business 

Reports and overviews

Electronic
	
	Destroy 3 years from date folder closed.

	222
	Risk Registers & Issues

Archives, Reports
Electronic
	
	Destroy 5 years from date folder closed. (s.90)

	223
	PMO guidance & management controls

Benefit maps, Process maps,

Measures, Profiles and data

Electronic
	
	Destroy when superseded. (s.96)

	224
	Transformation Road-show

- Planning documents, posters, feedback, images

Electronic
	
	Destroy when superseded. (s.96)

	225
	Budgets - transformation budgets, invoices, templates, processes
Electronic
	
	Destroy 7 years from date folder closed. (s.27)

	226
	Impact Assessments - Electronic
Equality Impact Assessments

Privacy Impact Assessments
	
	Destroy 3 years from date folder closed.



	TRANSFORMATION: NEW BUSINESS & CUSTOMER INSIGHT

	227
	Policy & Strategy

Appendix, Executive Summary, presentations

Electronic
	
	Review after 3 years, retain or destroy. 



	228
	Pillar Reports

Customer insight reports 

New business
Electronic
	
	Destroy 3 years from date folder closed.

	229
	Marketing Strategy 
Committee meeting minutes and strategy documents

Electronic
	 
	Destroy 5 years from date folder closed. (s.95)

	230
	Research and proposals

Electronic
	
	Destroy 6 years from date folder closed. (s.97). 

	231
	Responses to surveys, questionnaires

internal staff and external customer questionnaires 
	 
	Destroy 3 years after end of survey. 



	232
	Risk Register and reports

Electronic
	
	Destroy 5 years from date folder closed. (s.90)

	233
	Partnerships 

All partnership folders

Electronic
	
	Review after 3 years, retain or destroy. (s.114). 

	234
	EPT

Internal communication plans,

Road show documents,

Reviews of databases 

Electronic
	
	Destroy 6 years from date folder closed. (s.97). 

	235
	Reporting and Budgeting

Electronic
	
	Destroy 7 years from date folder closed. (s.27)

	236
	Power-point

Slide and presentations

Electronic
	
	Destroy when superseded.

	TECHNOLOGY

	237
	Huddle Information 

Electronic
	
	Destroy when superseded. (s.96)

	238
	Wiki-Guidance /Feedback /Statistics for online LPA
Electronic
	
	Destroy 3 years from date folder closed. (s.112)

	239
	Back Office information

Details of Meris / Casrec replacements.

Electronic
	
	Destroy when superseded.

	240
	Project/Change management documentation 

Includes risk and issues registers, project plans, progress reports and includes ad-hoc management reports

Electronic
	
	Review after 3 years, retain or destroy. (s.103).

	241
	Front end LPA

Reviews, data, testing, checklists, results, feedback, test materials and project plans.

Electronic
	
	Destroy 3 years from date folder closed.(s.99)

	242
	Archived/ historical information

Guidance, feedback and statistics regarding the online LPA.

Electronic
	
	Destroy 3 years from date folder closed. (s.112)

	243
	JIRA

A development tool used for communicating with developers / Dev-Ops etc and for  signing off work as it is completed

Electronic
	
	TBC

	244
	Confluence

Associated Wiki for JIRA, projects  

Electronic
	
	TBC

	245
	IT System Project Development Files 

Electronic
Documents recording the development and implementation of IT and information management systems
	
	Review 3 years from date folder closed retain or destroy.



	246
	Google Docs - Kahootz

Electronic
	
	Destroy when superseded.

	247
	Drop box documents

Electronic
	
	Destroy 3 years from date folder closed. (s.112)

	EXTERNAL PARTNERSHIPS

	248
	Assisted Digital

Documents and guidance

Electronic
	
	Destroy 5 years after date folder closed.   (s.113)

	249
	Bank Portfolios

Research, 

complaints/compliance documents 

Electronic
	
	Review after 3 years retain or destroy. (s.114)

	250
	Insight Reports

Reports and statistics regarding LPA applications

Electronic
	
	Destroy 3 years from date folder closed.  (s.112)

	251
	Legal sector buy-in to digital

Electronic
	
	Review after 3 years retain or destroy. (s.114)

	252
	LPA Champions - Local Authority

Electronic
	
	Review after 3 years retain or destroy. (s.114)

	253
	OPG Conference 

Proposals, objectives and venues.

Electronic
	
	Destroy 5 years after date folder closed. (s.113)

	254
	OPG Policy and procedures
Policy and strategy development 

Electronic
	
	Review after 3 years, retain or destroy. (s.129)



	255
	Parliamentary Questions 

Electronic / Paper

	
	Destroy 2 years after last paper date. (s.108)

Destroy after 2 years if no recorded file movement has occurred on the file during the preceding 12 months. 

	256
	Ministerial correspondence and replies - paper
Includes parliamentary questions (PQs), submissions and ministerial  
	 
	Destroy 2 years after last paper date. 



	257
	Partnership Development

Information relating to banks and organisations 

Stakeholder meeting information, Forum records, agendas, minutes, reports

Electronic
	
	Destroy 5 years after date folder closed. (s.113)

	258
	Publications
Paper / Electronic

1 copy sent to British Library on publication; others destroyed
Note: Includes publications in other languages and accessibility conversions.
	 
	Review 3 years from date folder closed - retain or destroy. 

(Ensure one copy sent to the British Library)

	259
	Publication Schedule (s.69)

Electronic/paper
	
	Review Annually, retain permanently.

	260
	Reports

Electronic
	
	Review after 3 years, retain or destroy. (s.93)

	261
	Team Policy and Guidance

Current & archived policies /guidance

Electronic
	
	Policy: review after 3 years, retain or destroy. (s.129) 

Guidance: destroy when superseded. (s.96) 

	262
	Dementia Friends Communities

Project, task finish group  Documents 

Electronic
	
	Destroy 3 years from date folder closed.

	263
	E-Learning Development

External Stakeholders

Electronic
	
	Review after 3 years retain or destroy. (s.103) 

	264
	EPT Database

stakeholders & portfolios

Electronic
	
	Review after 3 years retain or destroy. (s.114) 

	265
	Stakeholder Mapping

exercises and mapping of stakeholders 

Electronic
	
	Review after 3 years retain or destroy. (s.114) 

	266
	Stakeholder Theory

Principals & Values

Electronic
	
	Destroy when superseded.

	267
	Business Plan

Electronic
	
	Destroy 3 years from date folder closed.  (s.109)

	268
	External Research Documents 

Electronic
	
	Destroy 6 years from date folder closed. (s.97). 

	269
	OPG Meetings

Minutes, Agendas & Papers

Electronic
	
	Review after 3 years retain or destroy.

	270
	OPG Safeguarding Roundtable

Discussion/agenda documents

electronic
	
	Review after 3 year retain or destroy. (s.131)

	271
	EPT Communications

Planning documents

Electronic
	
	Review after 3 year retain or destroy. (s.131)

	272
	Road-show 

Presentations, word documents, photos

Electronic
	
	Destroy when superseded. (s.100)

	BAU - IT

	273
	IT System Project Development Files implementation of IT and Info mngt system

Electronic
	
	Review 3 years from date folder closed, retain or destroy. 

	274
	Meris Templates 

Electronic
	
	Destroy when superseded. (s.96)

	275
	Complaints Database

Electronic
	
	Destroy 7 years after date closed.

(death of client or recovery) (s.107)

	276
	Master Log of Phones

Numbers and request

IT Items & Tools

Files and guidance

Meris Report Dumps

Ad hoc spreadsheets & guidance 

Electronic
	
	Destroy after business use concluded. (s.63)

	277
	Meris Reports

spreadsheets for comparison tool

electronic
	
	Review 3 years from date folder closed, retain or destroy. (s.70)

	278
	OPG Axis Pool Laptops

Booking information, spreadsheets with booking request forms

electronic
	
	Destroy after business use concluded. (s.63)

	279
	CASREC Tech Instructions

Electronic
	
	Annual review destroy when superseded. (s.83)

	280
	SAGE Profiles

Electronic
	
	Annual review destroy when superseded. (s.83)

	281
	IT Equipment

Register of equipment

Electronic
	
	Destroy after business use concluded. (s.63)



	282
	IT/ Phone Manuals 

Electronic
	
	Review after 3 years, either retain or destroy. (s.41)

	283
	Document Recovery schedule / guidance


	 
	Destroy when new guidance and schedule issued.

	CUSTOMER RELATIONSHIP MANAGEMENT TEAM

	285
	Bank portfolios

Electronic
	
	Review after 3 years retain or destroy. (s.114)

	286
	Assisted Digital

Documents / guidance
	
	Destroy 5 years after date folder closed. (s.113)

	287
	Resource Material Presentations

Electronic
	
	Destroy when superseded. (s.100)

	288
	Team Folders 

Minutes, health and safety 
electronic
	
	Review after 3 years retain or destroy,

Destroy when superseded. 

	289
	Misc Projects-documents relating to

Our People

Raising Awareness &Driving Uptake

Safeguarding

Working More Effectively

Partnerships

Team Guidance

Power-point presentations

Road-show materials

Electronic
	
	Destroy when superseded.

	290
	Insight Reports

Pillar reports

Electronic
	
	Destroy 3 years from date folder closed. (s.112)

	291
	Reports

Team policy 

EPT Database

EPT Communications

Electronic
	
	Review after 3 years, retain or destroy. (s.93, s.103).



	292
	Customer Surveys

- Incl. responses

internal staff and external customer questionnaires 

LPA and EPA Research

Improving our services

Electronic
	
	Destroy 3 years after end of survey. (s.98)

	293
	Legal Sector buy-in to digital

LPA Champions

Electronic
	
	Review after 3 years retain or destroy. (s.114)



	294
	OPG Policy, 

Strategy, Appendix, Executive summary, presentations

Electronic
	
	Review after 3 years, retain or destroy. (s.129)

	295
	Parliamentary Questions

Electronic
	
	Destroy 2 years after last paper date. (s.108).

	296
	Business Plan

Electronic
	
	Destroy 3 years from date folder closed.  (s.109)

	297
	OPG Conference 

Partnership Development
Electronic
	
	Destroy 5 years after date folder closed. (s.113).



	298
	Improving our Services

Project documents, surveys

Electronic
	
	destroy 3 years after end of survey (s.98)

	299
	Deputyship Research

Presentations, Minutes 

Electronic
	
	Destroy when superseded (s.100),

Review after 3 years retain or destroy

	300
	OPG Research

Stakeholder Theory

Electronic
	
	Destroy when superseded

	301
	Risk Register 
	
	Destroy 5 years from date folder closed (s.97). 

	302
	Stakeholder mapping exercises

Electronic
	
	Review after 3 years retain or destroy (s.114). 

	303
	Dementia Friends Communities

Electronic
	
	Review after 3 years retain or destroy (s.114). 



	304
	Partnerships

Electronic
	
	Review after 3 years, retain or destroy (s.114). 

	305
	EPT

Electronic
	
	Destroy 6 years from date folder closed (s.97). 

	306
	Reporting & Budgeting

Electronic
	
	Destroy 7 years from date folder closed (s.27)

	307
	Stakeholder E-Learning Development

Electronic
	
	Review after 3 years retain or destroy (s.103). 



	308
	External Research

Research & Proposals

Electronic
	
	Destroy 6 years from date folder closed (s.97). 



	309
	OPG Meetings

Electronic
	                      
	Review after 3 years retain or destroy



	310
	OPG Safeguarding Roundtable

Electronic
	
	Review after 3 year retain or destroy (s.131).

	CHANGE MANAGEMENT OFFICE *Note: entries are duplicated in IAR, CEO, Continuous Improvement

	311
	Continuous Improvement Leadership Learning

Electronic
	
	Destroy when superseded. (s.100).*

	312
	Continuous Improvement Policies and Strategies 
Benefits realisation
Change control policy and processes, 

CI Strategy 2014 / 2015,

Forward look template, 

OPG approach plan, 

CI shared inbox 
- idea suggestion management procedure & Staff engagement action plan 2014
	
	Review after 3 years, retain or destroy. (s.129).*

	313
	Cross Government

Tele-kit 

meeting minutes with Barclays,

HMCTS, Scotland visit Photos

Electronic
	
	Destroy 5 years after date folder closed. (s.113)

Event Photos - Review after 3 years retain or destroy. (s.94)*

	314
	Delivery Plans

Electronic
	
	Destroy 3 years from date folder closed. (s.112)*

	315
	Ideas and Suggestions

Details of implemented and rejected ideas/suggestions including archived data & Audit spreadsheet 
	
	Review after 3 years retain or destroy. (s.111).*

	316
	Lean Resources

Maturity Assessment Toolkit /updates
Electronic
	
	Destroy when superseded. (s.100)*

	318
	Meetings Minutes 

Electronic
	
	Review after 3 years, retain or destroy. (s.117)*

	319
	Process Maps 

Electronic
	
	Destroy when superseded. (s.96).*

	320
	Supervision Review

Electronic
	
	Destroy 3 years from date folder closed. (s.112)*

	321
	Target Operating Model

Electronic
	
	Destroy 3 years from date folder closed.(s.112)*

	322
	SLT Events

Materials, table plans, guidance documents, reports and event details.

Electronic
	
	Review after 3 years, retain or destroy (s.117).*

	323
	TIB Rollout Tool and pictures
Electronic
	
	Destroy when updated. (s.106)*

	324
	Process Mapping Catalogue

Electronic
	
	Destroy when superseded. (s.XX).

	325
	Assets

Record of Laptops

Blackberrys, MiFi devices

RAS tokens in the CMO team 

Electronic
	
	Destroy when superseded. (s.XX).

	326
	- Workforce Profile 

- Change activity updates

- Change Request Documents 

- Change Impact Heat-map

- Change Request Register

Electronic
	
	Destroy when superseded. (s.XX).*

	327
	OPG Strategy - Business planning, Plans, Lessons Learned, Submissions, TOM's, Vision & mission planning etc  
	
	Destroy when superseded. (s.XX).



	PRACTICE & COMPLIANCE 


Formerly headed – Supervision

	RECOVERY & RESOLUTION

	
	
	
	

	328
	Reports collection 

Reports collection correspondence

Recovery/Resolution case documents / correspondence

Electronic 

Cases where the date of death is unknown
	
	7 years after file has been closed. 

(or at Death of client or recovery).
Destroy 110 years from date of birth. (s.1).

	329
	Recovery and Resolution Reports and Statistics 
(includes financial and bonds / fees details)

Electronic 
	
	Destroy 3 years from date folder closed.(s.112).

	QUALITY CHECKING 

	330
	Quality check results

Electronic 
	
	Destroy after 2 years (s.59) 

or when business need concluded.

	DATA MANAGEMENT / PERFORMANCE & OPERATIONAL TEAM

	331
	Retention Reporting
Electronic
	
	Destroy 3 years from date folder closed. (s.112)

	332
	Management Reports

Electronic
	
	Destroy 3 years from date folder closed. (s.112)

	333
	Live-link Letters

Electronic 
	
	Destroy when superseded. (s.96)

	Documents now obsolete (from 2015, blocked out in red on IAR) that are currently stored/ archived will still be required to observe the destruction periods.

	334
	COP Requests

Newsletter Mailing List

Test Scripts for Casrec 

Ad-hoc Requests for data

Electronic 
	
	Destroy when business need concluded.

	335
	Reports on Deceased Cases  

Bond Reports

Electronic               
	
	Destroy 3 years from date folder closed. (s.112)

	336
	Fasmatch Project
	
	tbc

	337
	RFC's
	
	Review after 3 years retain or destroy.

	TECHNICAL ADVISORS

	338
	spare
	
	

	ALLOCATIONS

	339
	Invoices

Electronic
	
	Destroy 7 years from date closed. (s.30). 

	340
	Bonds

(completed, scheduled, errors) 

Court Funds Office 

-current and terminated cases

Electronic

Note: Cases where an application is incomplete
	
	Destroy 7 years after date folder closed. 

Close 12 months after last entry. (s.17)

	341
	REPORTS 

- case specific

Electronic
	
	Destroy when business need concluded. 

	342
	ORDERS

- Batch

- Compliance, 

- Joint and several, 

- Health & welfare,

 -EPA & LPA orders

 Electronic

Run a yearly report of records held in MERIS/CASREC/LIVELINK

Cases where the date of death is unknown
	
	Destroy 7 years after file has been closed. 

Destroy 110 years from date of birth(s.2/3)

	343
	Complaints & Responses

Electronic
	
	Destroy 7 years after date case closed 

-in line with the destruction of the client case file. (s.16)

	344
	Allocations Intake data

Electronic
	
	Destroy 3 years from date folder closed. (s.101/s.112)

	SAFEGUARDING

	345
	Referral documents (concerns)

Risk Assessments 

Responses 

- further information requests

- whistleblower signposting

- case acceptance documents 

Initial Case Information

Incl. unaccepted case records (paper)

SAAR referrals

Social services & Police Liaison records

Electronic / Paper
	
	Destroy 7 years after case closed. (s.138) 

 

	346
	Allegations of Financial or Physical abuse

Electronic / Paper
	
	Retain for 2 years with Complaints branch 

Thereafter refer to Registry for amalgamation with the case file.

	347
	Databases recording: 

- signposting of whistleblowers

- cases accepted for investigation

Inbox - emails Received

incl. records of new referrals and case details

Electronic
	
	Destroy 7 years after case closed. (s.141) 

When as part of investigation file - not duplicated within the inbox. 

	INVESTIGATIONS

	348
	Databases

All current investigation cases

Electronic
	
	Destroy 7 years after case closed. (s.141) 

(Death of client or recovery).

	349
	Investigation Files

Electronic / paper
	
	Destroy 7 years after case closed (s.138). 

	350
	Investigation File
Paper


	
	Destroy after 6 months. 

After the investigation has been concluded and once all documents have been scanned and stored electronically.

	351
	Complaints- on investigations

Electronic
	
	Destroy 7 years after date folder closed. (s.17)



	 TRANSFORMATION: SUPERVISION REVIEW    

	352
	Deprivation of Liberty safeguards information and correspondence -paper
	
	Review after 3 years retain or destroy. 

	353
	Adult Protection Policy review 
Electronic
Adult protection draft policies forwarded to Local Authorities for review
	 
	Review after 3 years, retain or destroy.

 

	354
	Ministerial Submissions / updates 

Electronic
	
	Destroy 2 years after last date. (s.108)



	355
	Attendance Lists

Review workshops

Electronic
	
	Destroy 3 years from date folder closed. (s.102)

	356
	Project/Change management documentation- includes

Risk and issues registers

Project plans

Progress reports 

ad-hoc management reports

Electronic
	
	Review after 3 years, retain or destroy. (s.103)



	357
	Project Budget Information

Electronic
	
	Destroy 7 years from date folder closed. (s.27)

	358
	Stakeholder Engagement with review process

Electronic
	
	TBC



	359
	Management Reports 

Electronic


	
	TBC



	VISITS

	360
	Operational Team - Casrec Reports 

(Comparison & Management Reports)

Electronic
	
	Destroy when business need concluded. 



	361
	Visitors Commissioning Documents

Electronic

Cases where the date of death is unknown
	
	Destroy 7 years after file has been closed. 

Destroy 110 years from date of birth. (s.1)

	362
	Visit Reports & Files

(Deputyships and Attorney-ship) and Related Documents

Electronic

Cases where the date of death is unknown
	
	Destroy 7 years after file has been closed. 

Destroy 110 years from date of birth. (s.1).

	363
	Visitors Employment and Payment Information

Visitor administration files

Electronic & paper 
	
	Review after 3 years, retain or destroy. (s.136)



	364
	Visitors Emails
	
	Destroy 3 years from date folder closed. (s.101)

	PANEL DEPUTIES

	365
	Assurance Visits 

- Commission information

- Assurance visit research, 

- Visit reports,

- Scheduling information.

Electronic
	
	Destroy 5 years after file closed. (s.68)

	366
	Panel Referral Records Folder Referrals by CoP to Panel Deputies

Monthly statistics since Apr 2014  

Comparison report

Electronic
	
	Destroy 5 years after file closed. (s.68)

	367
	Panel Deputy Process 

Spreadsheet

- Panel deputy personal details

- Skills

- Geographic coverage

- Self Assessments

Electronic

Applications for Membership of Receiver Panels

Paper

File submitted by Solicitors in support of their applications to be a member of the Receiver Panel
	
	Destroy 5 years after file closed. (s.68).

Destroy 5 years after appointment.

(Judicial appointment files)

	PANEL DEPUTY DIVERSIFICATION PROJECT

	368
	PD Diversity Project

Electronic
	
	Destroy 5 years after file closed. (s.68). 

	369
	Portable storage unit

Paper
	
	Destroy 5 years after file closed. (s.68). 



	PUBLIC AUTHORITY

	370
	Local Authority (LA) Team Mailbox

Electronic
	
	Destroy emails when business need concluded. 

	371
	Meetings/Case Conference records

Electronic
	
	Review after 3 years retain or destroy.

	372
	LA Rag Spreadsheets

Records showing OPG compliance 

Electronic
	
	Destroy 7 years after case closed. (s.141) 

	373
	Statistics - Team

Electronic
	
	Review after 3 years retain or destroy. (s.124)

	374
	Workload ‘Splits’ Records

Electronic
	
	Destroy 3 years from date folder closed.

	375
	Type 3 Project documents

Electronic
	
	Review after 3 year retain or destroy. (s.131.)

	376
	STUB 

Scanned copies of letters from third parties 

Correspondence

Electronic
	
	Destroy 7 years after date closed. 

(death of client or recovery).(s.1)

	377
	‘Useful Information’

LA details, codes & contact maps,

External & internal guidance (LA)

log of outstanding cases,

Standard reporting, APAD  Electronic
	
	Destroy when superseded (s.96). 

	378
	Assurance Visits information

(pathfinder LA team)

Electronic
	
	Destroy 5 years after file closed (s.68). 

	379
	Desk Based Reviews

Electronic
	
	TBC

	NON-COMPLIANT

	380
	Non-Compliant Team Mailbox
	
	Destroy emails when business need concluded. 

	381
	Weekly Reports, 

Statistics

Electronic
	
	Review after 3 years retain or destroy. (s.124)

	382
	Correspondence 

Reports Collection  Electronic
	
	Destroy 7 years after date closed. 

(death of client or recovery).(s.1)

	383
	Team Meeting records

Electronic
	
	Review after 3 years retain or destroy.

	PROFESSIONAL DEPUTIES

	384
	Professional Team Mailbox

Electronic
	
	Destroy emails when business need concluded. 

	385
	Team Minutes, 

Weekly Reports

Electronic
	
	Review after 3 years retain or destroy. (s.124)

	386
	Assurance desk based reviews, 

Useful Documents

Professional Deputy Information (details, codes)

Electronic
	
	Destroy when superseded. (s.96)

	387
	Assurance Visits

Electronic
	
	Destroy 5 years after file closed. (s.68). 

	388
	Correspondence, 

Reports Collection

Electronic
	
	Destroy 7 years after date closed 

(death of client or recovery).(s.1)

	389
	Activities - Team members
Electronic
	
	Destroy 3 years from date folder closed.

	LAY DEPUTIES 

	390
	Lay Team Mailbox

Useful documents

Electronic
	
	Destroy when business need concluded / superseded. 

	391
	Team Meeting Minutes / Statistics Electronic
	
	Review after 3 years retain or destroy.

	392
	Team activities & work returns
	
	Destroy 3 years from date folder closed.

	393
	Reports Collection, Correspondence

Electronic
	
	Destroy 7 years after date closed. 

(death of client or recovery)(s.1)

	 SUPERVISION TYPE 2, Type 2A & H&W

	394
	Supervision case files

(Deputy Files)

Paper & Electronic

Paper files PRIOR to Live-link

Include:

Annual accounts

Requests for funds

Enquiries

Copies of court orders

Application document minute sheets

Visit commissioning

Medical report

Visitor reports

Investment information

Correspondence

Paper copies of Live-link records

Dormant cases (Z prefix cases) where date of death is not known
	
	Destroy 7 years after date closed.
(death of client or recovery s.1)
Destroy 12 months after date of scan

A metadata stub will be created when the CASREC record is destroyed and kept in the archive indefinitely.

Destroy 110 years from date of birth 

Files marked ‘Do not destroy’ by the master of the court should be appraised for permanent preservation by the records officer.

	395
	Administration records and reports 
First Contact Call (FCC) lists

Correspondence

New cases assessed
List of CoP cases received,

Register of Orders served on the Public Guardian

Register of supervision review requests

Register of PG applications to the court
	
	Destroy 7 years after date closed.

(or at death of client or client recovery).
 


	396
	Security Breach reports 

Electronic
	
	Destroy after 1 year. (s.145)

	397
	Reports on Deceased Cases

Electronic
	
	Destroy 3 years from date folder closed. (s.112)

	KEY NOTES
A metadata stub of CASREC case number, patient name and date of birth, deputy/receiver name, date and type of termination, put away date and destruction date, will be created when the CASREC record is destroyed and kept in the archive indefinitely

(IA are  Currently seeking advice on the actual need to keep stub data)
Permanent Preservation
We cannot destroy anything which falls within Section 58(1) and Schedule 4 para14 of the MCA 2005 relating to the Register of LPA, EPA and Deputyship orders
The MOJ Departmental Record Officer has drawn up this schedule in consultation with Office of the Public Guardian (OPG).
Please retain for future reference.

Departmental Records Officer 

1st Floor, 
102 Petty France

London SWIH 9AJ
Amended: November 2016



RRDS Index 

Pages 4-5
  Records common across all Units
Pages 5-8
  Operations

Pages 8-9
  Legal 
Pages 10-13   Chief Executive’s Office

Pages 13-19   Corporate Services

Pages 19-25   Strategy & Business Development

Pages 25-30   Practice & Compliance
Note: This schedule supersedes all other OPG retention guidance.

This schedule has been produced in support of the good practice recommendations in the Code of Practice on Records Management issued by the Lord Chancellor under section 46 of the Freedom of Information Act 2000. 

A PDF version of the full code can be found here: 
www.justice.gov.uk/guidance/docs/foi-section-46-code-of-practice.pdf
Importance of records management
An organisation is only as good as the quality of the records and other information it uses when completing its work. Access to this information is of limited value if information cannot be found when requested or, when found, cannot be relied upon as authoritative. 

Good records and information management benefits those requesting information because it provides some assurance that the information provided will be complete and reliable. It benefits those holding the requested information because it enables them to locate and retrieve it easily within the statutory timescales or to explain why it is not held. 

Records management is important for many other reasons. Records and information are the lifeblood of any organisation. They are the basis on which decisions are made, services provided and policies developed and communicated. 

Effective management of records and other information brings the following additional benefits:

· It supports OPG business and discharge of its functions, promotes business efficiency and underpins service delivery by ensuring that authoritative information about past activities can be retrieved, used and relied upon in current business;

· It means OPG complies with other laws that need records and information to be kept, controlled and accessible, such as the Data Protection Act 1998, employment legislation and health and safety legislation;

· It improves accountability, enabling compliance with legislation and other rules and requirements to be demonstrated to those with a right to audit or otherwise investigate the organisation and its actions

Poor records and information management create risks such as:

· Poor decisions based on inaccurate or incomplete information;
· Inconsistent or poor levels of service;

· Financial or legal loss if information required as evidence is not available or cannot be relied upon;

Source: Lord Chancellor

Lord Chancellor’s Code of Practice on the management of records issued under section 46 of the Freedom of Information Act 2000

DPA 5TH Principle: “personal data processed for any purpose shall not be kept for longer than is necessary for that propose or those purposes.”
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