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ePayables Overview
The ePayables feature allows you to process Accounts Payable (AP) payments via credit cards.

In essence, it enables your organization to provide each vendor a zero-balance card that can be charged only after payment has been approved.

Using the ePayables interface, you transmit a file to Works that contains vendor payment and remittance information (invoices, credit memos, claims, etc.) extracted by one of several types of 3rd-party financial software already employed by your organization:
· ERP (Enterprise Resource Planning) software
·  eProcurement software
· Various Accounts Payable software
· Other specialty software (such as a Claims Processing) software.
From the information uploaded to Works, the application automatically generates a corresponding purchase request for each vendor payment.
Upon approval of each purchase request, the application uses its Active Card Control® technology to do the following:
· Instantly make the payment amount available on the specified vendor card.  For programs that have card accounts enabled with the Push Payments feature, those payments are automatically pushed to the vendor.
· Send the vendor a remittance advice via email or fax informing the vendor that the amount may be taken in payment (i.e., charged to the card). For card accounts enabled with Push Payments, the vendor receives a remittance notification that payment was automatically authorized for the account. No action is needed by the vendor.
· Remittance advice templates containing secure data (i.e., full card account number and/or expiration date) will be automatically sent via Secure Email to the vendor.  CC and BCC recipients will receive the same remittance email; however, secure data will be masked (9999999999999999 and xx/xxxx).  Faxed remittance containing secure data will also be sent with the secure data masked.

· Send an email message to the appropriate ePayables cardholder(s) summarizing the results of the upload. The summary will include 

· The user name that submitted the payment information (i.e., Submitter)
· The number of purchase requests created for each submitter
· The total amount of the purchase requests created for each submitter
· Number of purchase requests revoked during the attempted upload
· Number of records that produced an error during the attempted upload 

This summary is sent to the address of the user designated as the submitter for the ePayables files. If you need help with adjusting the frequency of receiving this email message or need to change the address to which the summary is mailed, contact the Technical help Desk for assistance.
Typical Setup

The ePayables feature is typically configured to include following settings:

· Automatic approval of requests enabled

· Single transaction limit set to correspond to the largest open/unprocessed purchase request


· Remittance advice sent automatically to the appropriate vendor. 
· Auto-matching of transactions to purchase requests enabled based on an exact dollar amount


· Purchase Requests set to automatically close after matching to the transaction


· Proxy Reconcilers assigned to monitor and manage the payment activity
Although the implementation team initially configured the ePayables feature for your organization, you will need to access the application to manually manage certain aspects of the feature.  
· Order new vendor cards

· Maintain existing cards

· View and diagnose card declines 
· Change remittance advice addresses
· Deconvert cards (deactivate cards)
· Manually attach transactions (if auto-matching couldn’t occur) Manually attaching and detaching transactions to purchase requests is not permitted on card accounts enabled with Push Payments.
· Monitor outstanding requests (for vendors that are not taking payment in a timely manner).  These topics are covered in subsequent sections of this document.
Requesting Vendor Cards

Before you order a card for the vendor, confirm that you have obtained the following information:

· Vendor’s email address or fax number for the person to whom the remittance advice will be sent.
· Vendor ID used in your A/P system to identify the vendor.
You can either request a single vendor card (on an as-needed basis) or multiple cards in advance to keep cards in reserve for future vendors.
For Newly Enrolled ePayables Vendors
This process requests the card processor to issue a card account number for a vendor who has enrolled in your ePayables program.
· To request a vendor card
1. From the Create menu, located in the upper right-hand corner of your screen, click Card Request. 
2. Click Go.
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3. On the Select an employee page, locate the generic ePayables user you set up during implementation to be associated with all (or a group of) ePayables vendors. If you have multiple billing accounts, you may have set up multiple generic user names, each associated with a specific billing account.

In the example below, the generic name is 00_ePayables (Last Name) and Cardholder (First Name).
If you begin the last name with “00”, the name will always appear at the top of the list, making it easier to locate. 
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4. Select the check box beside the generic name.
5. Click[image: image3.png]


.

6. In the Card Basics section of the Update Request Details page, enter the basic details for the card:
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Emboss 1—Enter up to 26 characters for the vendor’s name (changing any default name that may already be displayed).

Emboss 2— Leave the default as displayed. The default entry in this field is an attribute set up per billing account. If no default has been entered in the attributes, the name of your oganization will be the default. 

Note: To ensure cards default with a blank Emboss 2 line, first set the billing account with a blank Emboss 2 line. Then each  time you create a card under the billing account, the second emboss line will default as a blank line.  Go to Administration>Card Program>Program Settings, select the billing account and click [image: image5.png]


.
Card Name— (Vendor ID) Enter the unique identifier from your A/P system that identifies the vendor. This also identifies which card will be funded.

# of cards— Typically this field does not display. 
 Since most organizations prefer not to receive plastic, the attribute in the billing account that determines whether cards are issued is usually set to “no physical cards”. If you do see this field, you should change the default entered to zero (“0”) to prevent the issuing of a physical card.
Physical cards are not needed for ePayables. However, if ordered accidentally, the vendor does not need to be provided the plastic. You may use the plastic cards to communicate the account number and expiration date to the vendor directly or alternately run a card report to obtain card account details to provide to the vendor (See Step 15 below.) 
Activation Number—All “Ghost Cards” (no physical plastic) are automatically activated.
Activation number is a 9-digit security number typically requested by the issuing bank before activating a physical (plastic) card.
7. (optional) Enter Notes. The notes would typically capture any justification for requesting the vendor card. 

8. If you have multiple billing accounts within your organization, select the correct billing account for the vendor from the Billing account drop-down list in the Card Controls section of the page.
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9. Select the appropriate card profile from the Profile drop-down list. Typically one profile exists for all ePayables cards, but you could have several.
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Although you may elect to Defer Profile Choice until after the card is issued, we recommend that you choose a profile now to avoid additional actions after the card has been generated.

10. Edit the remittance advice details:
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Advice Template—Select the appropriate template from the Advice Template pull-down list if multiple templates are used by your organization. 
Advice To—Enter the email address or fax number where the remittance will be sent. If multiple email addresses are needed, use commas to separate them.
11. Address—Leave this address defaulted to Use Current Address which is the group address to which the user of the card is assigned.
12. When you are finished providing details on the Update Request Details page, click[image: image9.jpg]e



.
13. The card details display under the Info tab on the Create Card Request page. 
14. To submit the request for the vendor card account number, click[image: image10.jpg]


.   The application checks for missing remittance templates when a new card is requested or when editing a card.  If a remittance advice template was not selected in Step 10, a “No Remittance Template” notification displays.  This is only a warning and Program Administrators can click Proceed without selection of a template if desired.  

Note: It is valid for a card program not to have a default remittance template.
15. Run a report the following day to obtain the account number and expiration date that you must communicate to the vendor directly. See Creating a Card Report Template.  

Vendors enabled for Push Payments do not need to know the card account details. 
The “Account Number” and “Card Expire Date” data will only be displayed as report options to Program Administrators if your organization has been licensed to expose this information to Program Administrators in exports and reports. 

If you want to communicate the CVV number to the vendor as well, request this number by sending an inquiry to the following email address:

CCS_team_servicing@bankofamerica.com
For Future ePayables Vendors
This process allows you to create a pool of card accounts in reserve that you can easily assign to vendors at a future date.
The advantage of keeping cards in reserve is that you can immediately provide the vendor with an account number as soon as the vendor enrolls in the program. 
· To request vendor cards in advance

16. Create a series of cards following the steps in the previous procedure. In the Card Basics section, give special attention to these fields: 

Embossed 1—Enter a series of temporary names that you will easily recognize, such as: 

Vendor_00_To_be_Assigned
Vendor_01_To_be_Assigned
Vendor_02_To_be_Assigned

Card Name—Leave this field blank. 

17. As soon as a vendor enrolls in the ePayables program, communicate the 16-digit account number and expiration date of one of the reserved cards to the vendor directly. 
If you want to communicate the CVV number to the vendor as well, send a request to this email address:

CCS_team_servicing@bankofamerica.com
18. In the Navigation bar of the application, click Administration > Card Program > Cards.
19. From the list of cards, click the card that you just assigned the vendor.

20. In the card details do the following:

· In the Card Name field, enter the ID used for the vendor in your A/P system.
· Select the template to be used for the remittance advice and enter the remittance advice address.
21. Click Save.

22. Click Replace.

23. In the resulting Replace Card popup, enter the vendor’s name in the Emboss1 field, and then click OK.
24. If needed, click Move. In the lower right of the page, and move the card to an appropriate profile.

Welcome Vendor Email
The Secure Email feature for ePayables card programs gives Program Administrators the ability to communicate secure data to newly enrolled ePayables vendors who can keep card account information on file by sending a Welcome email. Using the “Welcome Vendor” button card account number and expiration date is emailed to newly registered ePayables vendors. Designated “CC” or “BCC” email recipients receive the same Welcome email but the secure data is masked and cannot be viewed.    
To use this feature, a “Welcome Email” template must be created as part of the card’s remittance template.  To have a welcome email created or added to an existing remittance template, Administrators should contact the Technical Help Desk (THD) at commcardthd@bankofamerica.com or 888.589.3473, option 4.
· To send a Welcome email 

25. Click Administration > Card Program in the Navigation Bar and select Cards.
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26. From the list of cards that display: 
· To send an email to a single vendor card, click the desired card from the list in the Split View.
· To send an email to multiple vendor cards at once, select Table view and then click on the desired cards from the list.
27. Click on Welcome Vendor. 
Note: The Welcome Vendor button will not display if there are no remittance templates for your card program. 
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28. A confirmation message displays. 

Note:  If you select Welcome Vendor on a card that does not have an associated Welcome email template created, an error message displays.
Maintaining Existing Cards
Maintenance of vendor cards begins with locating the details for a specific vendor card.
Locating a Vendor Card
· To locate a vendor card
1. Click Administration > Card Program in the Navigation Bar and select Cards.
2. A list of cards will display, sorted alphabetically by Card Name.
Display Options: 

To sort by another column, click directly on the column name. Each click of the name toggles the sort order between descending and ascending.
To view the next page of items, use the controls: [image: image13.png]Wapage [ 1 |cfamm




.

To filter the displayed results, click [image: image14.png]Filter®



and select an option:
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3. Click a card in the list to view its details in the lower half of the screen. 
Locating Push Payments enabled vendor cards

To view card accounts enabled with the Push Payments feature:

1. From the Card, Transaction, or Request queue, click Column.

2. Select Push Payments from the Inactive columns list that displays.

3. Click Add to move the column to the Active columns list, then click Save. The Push Payments column now displays in the queue. 

4. Click a card in the list to view its details in the lower half of the screen. 

5. In Card, Transaction and Request queue details section, a Push Payment indicator displays in the header.
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Changing Card Account Attributes
The following procedures describe how to change two significant attributes of the vendor card account.
Card Name—(“nickname” in reports data)
This is a unique ID used by your A/P program to identify the vendor.
Remittance Advice Address — The email address or fax number where the remittance advice will be sent to inform the vendor that a specific amount may be taken.  For card accounts enabled with Push Payments, this is the email address or fax number where the remittance notification will be sent to inform the vendor that a payment amount has been pushed automatically to the vendor’s merchant account. 

· To change Card Name and Remittance Advice Address
29. Follow steps 1-3 of Locating a Vendor Card described above.
30. In the Card Name field, you may modify the vendor ID.

31. In the Remittance Advice section of the General tab, you may modify the remittance advice template selection and vendor contact information. Separate multiple addresses with a comma.
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32. To update the Embossed Name 1 field with the Vendor’s Name, click Replace. The Replace Card pop-up window displays.
33. Select the desired name for Emboss 1, and then click Ok.
34. Click[image: image18.jpg]


.
Expiring Card Accounts

Since a card account dedicated to a vendor rarely involves the issuing of an actual physical card (plastic), a vendor may not know when the expiration date on an account has changed from what they have on file for a customer. Works can send email notifications when the expiration date on an ePayables card account has changed.

Depending on your organization’s preference and set up for remittance notification, a “card expiration date” notification can be sent to one of the following options:

· Vendor only

· Program Administrator(s) only

· Both Vendor and Program Administrator

This feature is not automatic. Program Administrators must request the functionality by contacting the Technical Help Desk at either 888-589-3473 or by email at CommCardTHD@bankofamerica.com.

Email notification of Card Expiration - How it works

· When a remittance advice is created for a card with an expired date, a notification is generated advising the vendor, the Program Administrator(s) or vendor and program administrator of the new expiration date.  
· The CVV code is not included in the notification. If CVV is used by a vendor, they will be instructed in the notification to contact the payer for that information. Administrators can obtain the CVV code by contacting Customer Service, (800-822-5985) and selecting Team Servicing, option 2. Administrators may also email Team Servicing at ccs_team_servicing@bankofamerica.com.
· Vendor communication is sent using the same method as remittance communication established for your organization (i.e. vendors receiving remittance by fax will receive their notification by fax, and vendors using email will receive their notification by email).

· In reports, when a communication is sent to a vendor an event is created and logged for historical tracking. 

About Authorizations and Declines
In order to take payment, the vendor must first obtain the authorization approval code from the card processor (equivalent to swiping a card).

An authorization is an approval of payment to the vendor for a specified amount. Each authorization is identified with a unique authorization approval code that the vendor will need to finish processing the payment.
A decline is a refusal to authorize payment for a specified amount. Declines can result for various reasons:

· Vendor incorrectly entered the expiration date of the card.
· Vendor incorrectly entered the vendor card account number.
· Vendor attempted to charge more than the amount available on the card.
A real-time record of authorization codes and reasons for declines can be viewed in the Authorization Log. The Authorization Logs link is located under Tools > Search and    is available to the following users:
· Primary and secondary cardholders

· Proxy reconcilers and proxy requestors

· Program administrators and scoped program administrators.

[image: image19.png]Personal Settings

Communicatians
B search

B\ Tranzactions
B Requests

& authorization Logs

Training and Help

Upload History




The Authorization Log will display all cards a user has access to regardless of their role (Cardholder, Secondary Cardholder, Proxy Reconciler, Proxy Requester, etc.).  

· To view the Authorization Log

1. Under the Tools section of your Navigation bar, click Search, and select Authorization Logs.  A popup box will display all cards you have access to regardless of your role.
2. Select the desired card to display the authorization log details.
3. Click Finish. The Auth Log displays outstanding declines and authorizations obtained from the card processor.  If no authorization data is found, a message displays advising that no information is available at that time.
Administrators can also view the Authorization Log for a card by viewing the Cards queue (General tab): 
35. Follow steps 1-3 of “Locating a Vendor Card” described above to find a specific vendor card.

36. Click[image: image20.jpg]Authorization Log



.

The Authorization Log may take a few moments to appear, as the application is gathering real-time information about authorizations, declines, and balance on the card.
Diagnosing Declines
Most commonly declines are the result of insufficient funds and referred to as “Not Enough Available Money” in the Authorization Log. 

The following underlying reasons may help explain why the card has insufficient funds:

· Purchase Request closed 
Review the history of the purchase request by selecting Reports > Reports > Request Reports in the Navigation bar and then selecting the Purchase Request History template. Be sure that the column Req Close Date is included in the configurable report. After research, if you need to still fund the card, you may do so immediately by manually creating a purchase request
· Purchase Request not yet approved.
Identify transactions requiring signoff and open approved requests by using the application’s search or report feature.
· Vendor attempts multiple authorizations 
If the vendor fails to note the bank’s authorization approval code on the first attempt to obtain authorization, additional attempts to obtain authorization on the same amount are declined. 

In such a case, you can open the Authorization Log, locate the authorization approval code that the vendor failed to note, and communicate it to the vendor so that the vendor may continue to process the payment.
Diagnosing declines often begins with determining whether a card currently has available funds. To do this, view the Authorization Log.
· To view Available Funds
1. Under the Tools section of your Navigation bar, click Search, and select Authorization Logs.  A popup box will display all cards you have access to regardless of your role.

2. Select the desired card to display the authorization log details.

3. Click Finish. The Authorization Log displays and the amount of available funds displays at the top of the page.
Administrators can also view the Available Funds from the Cards queue:

1.  Follow steps 1-3 of Locating a Vendor Card to find a specific vendor card described on page 3.
2.  Click[image: image21.jpg]Authorization Log



.

The Authorization Log may take a few moments to appear, as the application is gathering real-time information about authorizations, declines, and balance on the card.
37. The amount of available funds displays at the top of the page: [image: image22.png]



The available funds amount is the net of the total amount of all approved open requests minus the total amount of any transactions that are either authorized but not yet posted or require sign off because they are unmatched to a purchase request. 

Obtaining Additional Help with Declines
If you have questions about a card decline that occurred within the past 24 hours, please contact the Technical Help Desk: 

· Email: commcardthd@bankofamerica.com
· Phone: 888-589-3473
If you have a question about a card decline that occurred more than 24 hours ago, see the Card Declines report.

Understanding Credit Transactions
Sometimes credits are mistakenly issued by the vendor. Here are some examples of credits mistakenly issued:
· A vendor, attempts to take payment for $100 noted in the remittance advice, but accidentally issues a credit instead of a debit of $100. Now the vendor needs to take payment on $200, but there is only $100 funded to the card. In this case, an additional $100 needs to be funded to the card to offset the mistaken credit.
· A vendor begins to take payment on two of four line items in the remittance advice, but then realizes that the payment should be taken as a single transaction for all four line items. 

In an effort to correct the initial action, the vendor issues credits for the line item payments already taken and attempts to take payment on the entire approved amount. When that doesn’t work, the vendor continues to take payment for the remaining line items. 

The result is that the vendor now needs to recover the credits issued, but there is no funding left on the card. 
Unlike debits, credits do not need authorization, and the funds are added back to the billing account of your organization—not to the individual card. 

The credit transaction will appear in the queue titled Transactions Requiring Signoff. Although, you may attach (manually match)  the credit transaction to a closed purchase request, the  amount of the credit can only be funded to a card by attaching the credit transaction to an open purchase request for that amount.

The recommended method for returning credit that was mistakenly issued by the vendor is to create a manual purchase request for the amount of the credit. This will result in funding the card for that amount and sending another remittance advice to the vendor.
Manually Creating Purchase Requests
This process should only be used in situations where a purchase request cannot be automatically generated from invoices submitted to your Accounts Payable system:
· You need to create a purchase request to allow a vendor to take an amount that was mistakenly credited instead of debited by the vendor.

· You accidentally closed a purchase request before its vendor transactions were attached and you need to replace the original purchase request.

Creating a manual purchase request add funds to the card and send a new remittance advice to the vendor. For programs with Push Payments, creating a purchase request add funds to the card and sends a new remittance notification to the vendor.
The user manually creating the purchase request must be listed as a Proxy Requester and possess the user role of Requester.

· To manually create a purchase request
38. From the Create drop-down menu in the upper corner of the screen, select Purchase Request and click Go.
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39. Click the Employee button next to Requesting For and select the generic ePayables user name that you set up during implementation to apply to all vendor accounts.
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40. Provide information requested on the resulting Create a Purchase Request page. Give special attention to the following fields:
· Request Name—Enter a descriptive name as an appropriate payment identifier in this field. If this is a replacement for a previously generated purchase request, you may wish to enter the original purchase request name with the extension of “duplicate” or “-A”. 

· Vendor Name—Enter the vendor’s business name (e.g., Friendly Inc.).
· Goods/Services section—Enter the remittance information and amount. User the Add Items feature to add additional lines. 

If you are adding funds to the card because of a credit mistakenly issued by the vendor, add a note that will be included in the remittance advice confirming the reason and how much to take in payment.  For example: “This is the additional $100 to make up for the credit issued accidentally. You may now charge $200.”
· Allocation section—If this section is available, do not enter any information.

· Payment and Approval section — Select Card in this section to select the card you wish to manually fund. 
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Note: Cards may or may not be configured for Secure Email remittance advice. The naming convention of the card template should refer to ‘secure’ if it is setup for the secured email remittance advice feature.

If you wish for the request to automatically expire, adjust the expiration date for one week after the create date.
· Remittance Advice Section—Accept the defaults and the remittance advice will be sent as normal.

If you do not want the remittance advice sent to the vendor, enter devnull@works.com into the address section. Those on the BCC or CC lines of the template will still received a copy of advice, but the vendor will not.
Situations in which you would not want to send the remittance advice to the vendor include these:

■  You need to replace a purchase request you accidentally closed.

■  The vendor does not retain the card account number. Instead an
      Accounts Payable official in your organization is responsible for
      communicating the card account number to the vendor per
      instance of payment.

41. When finished, click[image: image26.png]Submit



.
Matching Transactions
About Auto-Matching 
The act of the vendor taking payment (charging the dedicated card) constitutes a transaction, and that transaction is reported to the application. 

Once the report of the transaction has been received, the application attempts to automatically match the transaction to the purchase request that initiated the transaction. 

Based on the matching rules set up in the card profile, the application takes into consideration the transaction amount and other transaction details to match transaction to purchase requests. 
Auto-Matching per Settings in the Card Profile

To ensure that auto-matching occurs for a majority of the vendor’s transactions, you need to assign the vendor card to a card profile in which the Automated Reconciliation settings reflect how the vendor typically processes payments. 
During implementation, you will receive help with developing three different profiles that control matching based on three different ways vendors take payments:

· Match on Total OR Line Item Amount OR Only Open Request (Formerly named: Many-to-One)
This profile is the most versatile and easiest to administrate.  The transaction first tries to match at the line item level (individual invoice amount), and if there is no match, the transaction then tries to match at the total request amount.  If multiple matches are found, it will match to the oldest request.  If no match, the transaction will await manual matching.  Cards can be overfunded in this profile since this profile allows for processing at the line item level and credit amounts will be ignored when funding the card.  

· Match on Total Request Amount   (Formerly named: One-to-One)
Match one transaction to one of many open purchase requests based on the premise that the vendor will take payment for the total amount referenced in the remittance and will match to the oldest request first. This setting allows the option to match either using CRI, OR the option to match a transaction made within a certain number of days of the transaction, OR within a specified range of the original request amount (using +/- a certain % and the option “Not to exceed” $x).  
· Match on CRI
Match transaction to one of many open requests based on the premise that the transaction and the purchase request must have the same CRI code. If the vendor consistently bills the same amount on a number of transactions, this increases the accuracy of matching a transaction to the correct purchase request.

By default, cards are typically put into profile: Match on Total OR line Item Amount OR Only Open Request.  If there is concern about overfunding cards, those vendors can be placed in profile: Match on Total Request Amount.
Cardholders and Proxy Reconcilers can also use the Retry Automatch button that displays on the Transactions Requiring Sign Off queue (Tasks > Cardholder > Transactions Requiring Sign Off) to attempt to auto match selected transactions to purchase requests. 
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Reconciliation that Requires Manual Attaching
Occasionally a transaction will not automatically match to a request because the dollar amount of the transaction does not match the dollar amount of any requests. This situation can occur if the vendor did one of the following:
· Vendor entered an incorrect amount.
· Vendor breaks payments into multiple smaller amounts. This is commonly done for transactions greater than $99,999.99, as many vendors systems cannot process a single transaction greater than this amount.
· Vendor combines several payment amounts into one payment. The result is a combined payment. Combined payments are rare, but occur, if for example, the vendor receives multiple remittance advice notification over the course of several days and instead of making one charge for each remittance advice, makes a single charge for the total. 
Manual attaching and detaching of transactions to purchase requests is disabled for cards enabled with Push Payments. End users will need to engage the Technical Help Desk (THD) in the rare instances where push pay enabled cards require attaching or detaching of transactions to purchase requests.
See the following procedures for reconciling under payment or combined payment.
· To reconcile under payment disregarding exact matching
In our example, a vendor receives remittance advice for $1000 but only takes payment for $300. 
42. Contact the vendor to notify them of the discrepancy.

43. Ask the vendor to take payment of the remaining $700 in an additional transaction. You can then manually attach both the $700 and $300 transactions to the original $1000 purchase request. See Attaching Multiple Transactions to Requests below.
It is always preferable for the vendor to take the full amount indicated in the remittance advice to avoid a discrepancy between the request amount and the paid amount. This is especially important if you are importing reconciled payment information details into your financial application.

Let’s assume that the vendor in our example has decided not to take payment on the remaining $700 because the $1000 on the Remittance Advice is incorrect.
You can manually attach the $300 transaction to the appropriate purchase request, sign off the transaction, and close the request. Closing the purchase request will remove the additional funds ($700) from the card. 

Closing the purchase request without an exact match means that a discrepency between the amount authorized for payment and the amount taken for payment will remains in the payment information available for export to your financial software.

Only respond to under payment in this manner if the discrepancy is not of concern to your A/P records. Otherwise follow the steps below to reconcile this situation.  
· To reconcile under payment and achieve exact matching
We are using the same example as described above in which a vendor receives remittance advice for $1000 but only takes payment for $300 because the $1000 on the Remittance Advice is incorrect.
44. Do not close the purchase request for $1000. 

45. Void the original payment document (invoice) for $1000 in your third-party software. 

46.  Create a new payment document in your third-party software. (In our example, it would be for the amount of $300.)
47. That new payment will generate a new Purchase Request and send a new Remittance Advice Request.
48. Notify the vendor to disregard the new Remittance Advice as the vendor has already received payment.
49. Manually attach the transaction for $300 to the newly-created purchase request for $300. (If previously attached to the $1000 purchase request, it will need to be detached first. 
· To reconcile combined payment
In this example, a vendor takes payment for a $3000 purchase request and a $5000 purchase request in a single transaction for $8000. Initially this appears to be an over-payment because the transaction amount is larger than either of the two smaller request amounts. 

After research, however, you find that you have a two unmatched purchase requests, one for $3000 and one for $5000.

The vendor has combined the transaction into one, and you now need to divide the transaction into the amounts indicated in the two purchase requests. You can then manually attach each transaction to the respective purchase request for the same amount.
· To divide a transaction
50. Access the details of the desired transaction.

51. Ensure that you are in Split View mode.

52. Under the General tab, click the Divide.

53. In the popup, enter 2 for the number of parts 
54. Enter $5000 in Part 1.

55. Enter $3000 in Part 2.

56. Click Divide.
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57. Once the transaction has been divided, you may continue the reconciliation process by manually matching (attaching) each part of the transaction to the appropriate Purchase Request. See the following process.
Attaching Multiple Transactions to Requests
When the application cannot automatically match a transaction to an auto-approved purchase request, the appropriate Proxy Reconciler receives an email message stating that a transaction requires “signoff”. Manually attaching and detaching transactions to purchase requests is not permitted on card accounts enabled with the Push Payments feature.

When the Proxy Reconciler accesses the Home page in the application, Sign Off displays in the list of Action Required.
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Sign Off indicates that the Proxy Reconciler will need to manually match (i.e., attach) transactions to purchase requests. 
Below, we have described how to attach transactions to purchase requests from the Transactions Requiring Sign Off queue.

An optional method includes reviewing the details of an approved purchase request and then attaching transactions to the purchase request. See ***
· To attach transactions to purchase requests
58. Select Table view. This allows you the option to act on multiple transactions at a time.

59. Minimize the Navigation bar so that you can see more columns of data about the transactions.

60. If available, confirm that CRI Reference field is included in the displayed data columns.
61. Locate multiple transactions that have the same Card Name (vendor ID) and CRI number. 
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Vendors capable of sending level 2 data about transactions provide CRI information to the application with each transaction. The CRI number associates the transaction to the Purchase Request.
62. Total the amount of those entries. In our example above there are two entries that total $114,382.62.

63. Select the check box beside each.
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64. Click [image: image32.png]Attach



.
65. In the resulting page, locate a Purchase Request for the total amount calculated in Step 5. The purchase request should have the same Card name and CRI number as the transactions.

(In the example below, if we scrolled to the right, we would see that the CRI number in the Purchase Request matches the CRI number of the transactions.) 
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66. Click the checkbox to “Close request & sign-off all attached payables” only if all transactions for this request are now attached.  If an additional transaction is forthcoming, do not check this box.
67. Click [image: image34.png]Attach



. 

Attaching a Single Transaction to a Request

This process is essentially the same process as the process for manually attaching multiple transactions to a request. The only difference is that you will locate the total of one transaction (not multiple transactions), and then attach it to a Purchase Request listed that has the same Total, vendor Name, Date, Card, and if available CRI number. Manually attaching and detaching transactions to purchase requests is not permitted on card accounts enabled with the Push Payments feature.

Deactivating a Vendor Card

If your organization has ceased to do business with a vendor or you no longer wish to pay them through ePayables, then you should deactivate the card.

· To deactivate a card

68. Follow steps 1-3 of “Locating a Vendor Card” to find a specific vendor card 
69. Click[image: image35.jpg]Deactivate



.

70. On the resulting screen, select the Close Account option and click [image: image36.jpg]e



.

You may wish to look for any Open Approved Purchase Requests for the vendor and close them prior to deactivating the card. Also, if there are any outstanding requests, check the vendor’s authorization log to ensure they have received their money. 

Once a card has been deactivated, it cannot be re-activated.
Reviewing Open Requests
It is recommended that Proxy Reconcilers and Accountants periodically review open approved requests to determine if vendors are processing payments in a timely manner.
For vendors who have not been diligent in responding to open approved requests, contact them and advise them to create the corresponding transaction(s) as soon as possible. 

· To view Open Approved Purchase Requests

71. From the Home page, click the line that holds documents of type “Purchase Requests” that have a state of “Open”. 
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  — OR —
In the Navigation bar, click
Tasks > Accountant and select Open Approved Requests.
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72. In the List section, it is useful to display the following columns:

· Total Requested

· Attached Total 

· Attached Variance
Where Attached Variance is blank, no payments have been processed (assuming all exceptions have been handled). Where Attached Variance equals “0” (zero), the request can be closed as all payments have been processed.
To View Remittance Advice Sent to a Vendor 

1. The following users can view a remittance advice that was sent to a vendor using a View Advice button located on the General tab of the Purchase Request transaction Details section.
· Cardholder and Secondary Cardholder with Requester role

· Proxy Requester

· Proxy Reconciler

· Accountant and Scoped Accountant
This feature is for viewing only and does not provide the ability to edit the template.

1. Select a purchase request transaction from your queue.
2. Click on the General tab located in the Details section.

3. Click View Advice. 
              [image: image39.png]"REQO0010)10 1015 1 10/11/2010
Vendor: W2010)

£ Generat 11em Detai| status | Attached Payabies

Number: REQQO00
Name:
Created: 10/11/2010

Vendor: w2010

11

eRI: 2010
PO Number:
Approval Route: ePay Vandar Card

Payment: Managed/Semimanagad Card

Advice Address:  Email

Advice Template: (uze default)

e




     The Remittance Advice window displays.
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If the remittance contains secure data, it will be masked when viewed in the Works application (i.e., 9999999999999999 and xx/xxxx).
4. Click Cancel to close the remittance advice window.
Re-sending a Remittance Advice

If a vendor cannot locate the original Remittance Advice, follow these steps to re-send the Advice.  Next, go to that vendor’s Open Requests and click the Re-Send Advice button located in the lower right corner of the request:

73. Confirm that the vendor email address is entered correctly on the vendor’s card.

74. Locate Open Requests.
75. Click the appropriate request.

76. Click the Re-Send Advice button located in the lower right corner of the request details.
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Each duplicate advice is marked “Duplicate.” You can also enter text that will be included as a comment in the duplicated Remittance Advice. 

To include a comment, your Remittance Advice template must be setup to include the comment. If you are unsure about your template, contact the Technical Help Desk and they can check it for you.


Purchase Request Reminder Email

An automatic option to resend email remittance advices to vendors who have not taken their funds is available. Administrators may select two global settings and set the number of days after which they wish to send reminders to vendors (Administration > Settings > Global > Email Policy).  A card must be in a card profile that is configured for the automatic resend option (Administration > Card Program > Profiles). In addition, the following conditions must be met for the automatic reminder email to occur:
· A purchase request must be in an open status to generate a reminder email.

· A card must have a designated remittance Advice Template and a valid Advice To address in Works.

Closing an Open Purchase Request
If necessary, you can manually close an open request. Closing an open request always removes funds pertaining to that request which are still remaining on a card. Manually closing open purchase requests on card accounts enabled with Push Payments is not permitted.
If you manually close a purchase request, be sure that related transactions have been attached. 
· To close an open approved purchase request

77. In the Navigation bar, click Tasks > Accountant and select Open Approved Requests.
78. Select an open request in the List section of the page.

79. Click the button at the bottom of the page.
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Exporting Transaction Data

Organizations commonly export transaction data from the application to 3rd-party accounting software.

· To export transaction data from the application

First ensure that there are no outstanding transactions for the date range of transactions you are going to export.

80. Click Tasks > Accountant in the Navigation bar and then select Transactions Ready to Batch.  
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81. Click Table view so that multiple transactions may be batched at once.

82. Click Filter to open the filter menu, and select appropriate filters. For example, you will probably want to set the date range to correspond with your bank statement.
If your organization has been implemented to handle both corporate purchasing cards and ePayables vendor cards, you may need to set a filter so that you batch only the ePayables transactions

83. Sort by the Attached To column. Any transactions not attached to a purchase request will float to the top of the list. Since all transaction should be the result of a request, and therefore attached to a request, review the transactions not attached to a purchase request and take appropriate actions to resolve them.

84. Select the checkboxes beside the transactions you want to include in the batch file.

85. Click[image: image44.png]Batch



.
86. In the resulting popup, enter a name for the batch file and click Batch to create the batch file.
Upload History

Program Administrators can view a log of their uploaded ePayables file data.  From the navigation menu, select     Tools > Upload History > Request Uploads where it will be accessible for two weeks.

   [image: image45.png]Persanal Settings
Communicatians

Search

Training and Help

5 Upload istary g

+ Request Uploads




Creating Useful Reports

Below are instructions for creating some reports that we believe most organizations that use the ePayables feature will find useful.

Creating a Card Report Template 

This particular card report includes the account number and expiration date of the vendor card account that you will communicate to the vendor.  This report is not relevant to card accounts enabled with the Push Payments feature. If your program has card accounts enabled with Push Payments, refer to steps 5 and 6 to filter out those accounts.
· To setup the Card report template

87. Click Reports > Reports in the Navigation bar and select Card Reports. 
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88. Select the Card Status template from the Report template drop-down list.
[image: image47.png]Step 1: Choose a Card Reports Template.

Flease seloct 3 teporttemplale

Flease seloct 3 teport templale

Report template:

Report data is curd

Stapdard Beports
Card Decines

Choose from all available templates.





89. Choose the format for the report file. (Only Excel and Delimited Text formats will provide full card numbers and expiration dates.) 
Only Program Administrators and designated Scoped Administrators can be licensed to view full 16-digit account numbers. 
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90. From the Card data options listed in Available columns, add the data shown below to the Included columns box:
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91. If your program contains card accounts enabled with Push Payments, select Card is Push Pay from the Card section of the Add Filter drop-down list. Go to step 6.
92. Select No for the filter option. This filters the report results to exclude those card accounts enabled with the Push Payments feature.

93. In the Bookmarking section, enter a name in the Bookmark name field. Enter a description of the report, and click Company if you want to make the report visible to other Accountants.

94. Click Submit Report to save the template and start the first running of the report (unless you scheduled it to run later).
Creating a Liability Report Template
This report shows outstanding payments which vendors have not yet taken. It includes all open purchase requests 
(purchase requests that have not yet been matched to transactions) minus any partially attached transactions. 
Timing is crucial when running the Liability Report for the previous billing cycle because transactions from the current cycle continue to post. We recommend scheduling to run this report in the evening of the date after the close of a billing cycle.
These instructions are for setting up the Liability report template the first time. When you are finished, you can bookmark the template so that you can return to the pre-configured template for future use.
· To setup the Liability report template
95. Click Reports > Reports in the Navigation bar and select Request Reports.
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96. Select either the Approved Spend report template or the Outstanding Request report template from the Report template drop-down list. 
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97. Select the format for the report, typically Excel. (Although the default PDF format automatically sums the Req Unmatched Amount column, only Excel and Delimited Text formats will provide full card numbers and expiration dates.)
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98. From the sections of Available columns referenced below, add the following data to be included in the report:

· From the Card section, add:
Embossed Line 1
Card Nickname 
· From the Request data section, add:
REQ Name
Req Status
REQ Number
REQ date
REQ Amount
REQ Matched Amount 
REQ Unmatched Amount
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99. If you are using the Approved Spend report template, remove any default existing filters. If you are using the Outstanding Requests report template, go to Step 8

In our example below we will click the box to the right of the Req Approval Date filter to remove it. 
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100. Select the Req Status from the drop-down filter list. 
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101. Click Open in the resulting popup to restrict the report to include only open requests.
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102. Bookmark the report for future use by entering a Bookmark Name (template title) and a description in the fields provided. If you want to make the report visible to other Accountants, change the Scope to “Company”.
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103. (Optional) You may schedule your report to automatically run later and/or to reoccur periodically at a specific time.
104. Click Submit Report to save the template and start the first running of the report (unless you scheduled it to run later).
Manually Running the Liability Report
To run the liability report manually at a time other than a scheduled time, you may do so manually.

· To manually run the Liability Report

105. Click Reports/Reports in the Navigation bar and select Request Reports.
106. Select the Liability template from the drop-down template or report templates.
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If you have not used the Liability template recently, you may have to select “Choose from all available templates” at the bottom of the template list to locate it. 
If you are using a template that has been shared with the company by another Administrator or Accountant, after selecting “Choose from all available templates”, click the box beside “Include Shared Report”.  
107. Select the format for the report, typically Excel. (Although the default PDF format automatically sums the Req Unmatched Amount column, only Excel and Delimited Text formats will provide full card numbers and expiration dates.).
108. Click Submit Report.

Creating a Spend Report Template
The spend report described below includes the details of all of transactions and the total amount of all transactions for the previous cycle. This represents what is owed to the bank for that cycle.
These instructions are for setting up the Spend report template the first time. When you are finished, you can bookmark the template so that you can return to the pre-configured template for future use.

· To setup the Spend report template

109. Click Reports > Reports in the Navigation bar and select Spend Reports.
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110. Select the Billing Statement template from the Report template drop-down list.
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111. Select the format for the report, typically Excel. (Although the default PDF format automatically sums applicable columns, only Excel and Delimited Text formats will provide full card numbers and expiration dates.)
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112. From the sections of Available columns referenced below, add the following data to be included in the report:

· From the Request data section, add:
REQ Name
REQ Number
REQ Approval Date
· From the Card section, add:
Card Nickname 
· From the Txn section, add:
Post Date 
TXN Number 
Vendor Name
Purchase Date
Amount
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113. Modify the sort columns box to sort the transactions by request date:
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114. Modify the filters to filter by the transactions by post date and click the date button to choose Previous cycle:
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115. Bookmark the report if you want. See Step 7 in the previous report procedure.
116. (Optional) You may schedule your report to automatically run later and/or to reoccur periodically at a specific time.

117. Click Submit Report to save the template and start the first running of the report (unless you scheduled it to run later).

Optimizing ePayables 
Organizations that are most successful with their ePayables programs are those who know how to expand their programs with little outside help. Follow these guidelines to realize the maximum potential from ePayables:

· Confirm that you have incorporated ‘Card’ as a standard payment option in your Request for Proposal (RFP) 
· Confirm that you have received the ePayables Vendor Enrollment Kit and that you are comfortable with the enrollment process so that you can be self-sufficient in recruiting and adding vendors to the program. Keep in mind that anytime you have  25 or more new vendors, Bank of America will run a match to verify card acceptance and enroll the qualifying vendors for ePayables
· Confirm that you have received a sample spreadsheet for managing vendor information.

· Confirm that you have taken the ePayables training module. It can be taken multiple times. See http://training.works.com/bankofamerica for a schedule of sessions available.
Following Standard Best Practices

· Order generic vendor cards for one-time payments to vendors who are not enrolled as ePayables vendors. Any invoice received (from a non-enrolled vendor) that indicates VISA/MC payments are accepted should be paid with one of the generic cards.

· Always order vendor cards in advance to have on hand for quick setup and use.

· Never close a request without a matched transaction. 
· Recognize that an email notification is automatically sent by the application to ePayables Program Administrators when a remittance advice email fails to reach an intended vendor due to an erroneous email address.*  “Undelivered remittance emails” may indicate that a vendor may not be aware that an amount has been funded to the vendor’s dedicated card.  Program Administrators should then take the proactive steps to contact vendors directly to correct erroneous email addresses. 
*Important: Be aware there is not a guarantee that all        email failures will be detected since we rely on the recipient’s system to relay failure information to us.  It is possible there could be considerable delays in notification of email failures, potentially as long as three or more days in some cases.
Conducting Standard Weekly Tasks

For a period of time perform these weekly tasks with the aid of the Card Account Manager (if applicable) until you are comfortable navigating the application on your own. 
· Review Open and closed requests.
· Review payment exceptions (perform manual attaching when necessary and if applicable).

· Review cards ordered for enrolled vendors and ensure that all are being used (use Card Status Report).

Trouble-shooting ePayables 
Trouble-shooting Matching Issues
As mentioned earlier in this document, the Proxy Reconciler and Accountant should periodically review Open Approved Requests as a means of monitoring vendor activity. 
This is particularly advisable if the Proxy Reconciler needs to investigate the vendor’s activity when trying to manually match transactions to open approved purchase requests. 
· To investigate and solve a matching issue 

118. Log onto application and click Tasks > Cardholder > Open Approved Requests.
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119. Confirm that the following columns are displayed on the resulting page. Although not necessary, we recommend the following order from left to right:

Vendor
Card Name
Total Requested
Attached Total
Attached Variance
Attached Variance refers to how much of the purchase request remains unattached to payable documents.

120. Click the arrow beside the Vendor column heading to order the Vendors by name.
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The list of vendors will now be sorted alphabetically in ascending order. Click the arrow again to reverse the order to descending.
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121. Reviewing the columns to the right of the vendor column, we see that for one of the approved purchase requests the total requested is $235.62, the current attached total is $198.50, and the amount still not attached (i.e., Attached Variance) is $37.12. We will click that entry to highlight it and begin our investigation about the remaining $37.12.
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122. We will review the information in the General tab of the details section, and then click the Attached Payables tab to view information about transactions and credits already attached to the purchase request. 
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123. To see the most detailed description of the vendors activity associated with the purchase request, including all payables (debits and credits) that are still available for attachment to purchase requests, we click the Add button.
Clicking the Add button doesn’t require that a transaction be attached. It is simply an excellent way to see a comprehensive picture of the purchase request and the vendor’s activity. 
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 For our example, on the resulting page under Available Payables, we see that there are two available payables (one credit and one debit) that result in a remainder of $37.12. 

By comparing the purchase and posted dates, it is very likely that these two payables should be attached to the purchase request to eliminate the Attached Variance of $37.12 and close the purchase request. 
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We could click the check box beside each payable and click Attach to attach the payables to the purchase request or call the vendor to confirm our findings.


Exact Authorization Override
Exact Authorization Override is a licensed feature that gives you control of payments by restricting the authorization amount that a vendor can process. Vendors can authorize a card only for the total purchase request amount. Exact Auth Override enhances auto reconciliation as it prevents vendors from combining or splitting payments or processing incorrectly keyed amounts. For vendors, Exact Auth Override eliminates manual errors of processing inexact amounts and enhances their payment applications.

Exact Auth Override is set at the card profile level. A recommended best practice is to create a profile for Exact Auth enabled cards. Cards that will use Exact Auth Override should be assigned to this profile. This “best practice profile” should use the following settings:
· A Credit Limit must be assigned

· Discretionary Funds should be set to zero

· Select One to One matching in the “Automated Reconciliation” section

· All MCCs should be prohibited.

After Exact Auth Override is selected for a card profile, every card within that card profile is enabled to have exact auth amounts (referred to as slots) created, updated, and deactivated. While Program Administrators can create new slots and maintain active exact auth amount slots manually, most Exact Auth slots are created by the application with each approved request. When a card is moved out of an exact auth profile, all open slots are closed except those that were created as a result of a request. The request must be closed to close these slots.
Each individual card can have up to 150 Exact Auth amount slots in use at one time. Administrators can elect to receive an email alert when available slots are nearing zero. This “trigger” can be set to any number from 1 – 150. The default is set at the 100th slot but it can be modified by the Administrator (Admin>Card Program>Program Settings). Once a vendor's authorization matches an Exact Auth amount, that slot closes and becomes available to use again. 
· To set the Exact Auth Override option in a card profile:
1. Click Admin>Card Program>Profiles.

2. Click the desired profile. The profile details display.
3. Click Edit under Profile Settings tab.

4. Select Permit Exact Authorization Override on cards.
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5. Click OK. The Profile Settings tab is refreshed with the Exact Auth message.
· To review Exact Auth Override enabled cards and slots:
1. Click Admin>Card Program>Cards. 

2. Select the desired card. The card details display.
3. Click Exact Auth Override Settings tab. Slots display and may be in the following statuses:
· Active - Slot is created via an approved purchase request and is available for vendor authorization

· Inactive - Slot has been deactivated and is not yet available for reuse 
· Pending – Authorization has occurred. Slot is not yet available for reuse.
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Note: The status of the authorization override slots are refreshed daily.  The Refresh Status button allows the Administrator to refresh the status for all the authorization override slots throughout the day, whenever necessary. 
· To create an Exact Auth Override amount slot:

1. Click Create Slot on the details screen. The Create Exact Auth Override window displays.

2. Enter the amount of the Amount field. 

3. Click OK. The window closes and the screen refreshes with the new slot.

Exact Auth Override slots in an Active status can be updated or deactivated.                                                                           Note: If an exact auth slot was created through an approved request, the request must first be closed before attempting to deactivate the slot. 
· To update an Active slot:
1. Select the desired slot.

2. Click Update Slot. The Update Exact Auth Override window displays.

3. Enter the new amount in the Amount field.

4. Click OK. The window closes and the screen refreshes to display the new amount. 
· To deactivate an Active slot:

1. Select the desired slot.

2. Click Deactivate Slot.

3. Click OK. The screen refreshes and displays an Inactive status for the slot.
Reports
Exact Auth Override fields are available in the following report categories:
· In Card, Request, Spend, and Cross Company Spend Reports, the data field, Card is Exact Amt Enabled, is available. 

· For Card and Cross Company Card Reports, there are 12 Exact Auth Amount data fields available.

· In Audit and Cross Company Audit Reports, the Exact Auth event, Profile Exact Amount Authorization Updated, is logged.
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