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make a difference




Lotteries

Every day, people throughout the UK open their post, receive a telephone call, turn on their computers or switch on their mobile phones to find they have unexpectedly won an exciting prize in a prize draw, lottery, sweepstake or other form of promotion. While some of these approaches are legitimate, others are a dishonest attempt to trap you into parting with your money.

Many common scams take the form of prize draws or lotteries designed to trick the unwary. Scams are usually based outside the UK, although they may use UK Post Office or mail boxes.

How does it work?
Typical scams may:

· offer access to a winning ticket or the prize in an overseas draw or lottery, or membership of a lottery syndicate, in return for an 'administration' or 'registration' fee 

· require a purchase of some kind to receive a 'prize' 

· suggest that there are government funds available to be claimed by individuals.

More often than not, there is no prize or reward on offer. Anything that is 'won' is usually sub-standard, overpriced or misleadingly described and worth much less than the requested fee.

To avoid becoming a scam lottery victim, remember these points:

· ask yourself 'How could I win a lottery prize if I haven't bought a ticket?' 

· usually, if you win something you don't have to pay anything to receive your prize 

· once you respond to bogus promotions, your name and address is likely to be placed on other lists for similar scams 

· if asked to use a premium rate telephone number, remember these can be very expensive and may be part of the scam 

· never reveal credit card or bank account details unless absolutely sure who you're dealing with. These details may be asked for as 'identification'.

Typical warning signs include:

· the approach, whether in writing, by phone or by email, is unsolicited 

· there is a very short time in which to respond to claim your prize or winnings 

· an invitation to send a 'processing' or 'administration' fee to obtain a prize or reward 

· the need to use premium rate phone lines 

· the source of the promotion is based overseas 

· an invitation to send money out of the country, particularly to the Netherlands or Canada, by money transfer 

· prizes are expressed in foreign currency 

· an invitation to provide credit card or bank account details. 

How to protect yourself
· remember that if you win something you shouldn't have to pay anything to receive your prize

· do not enter sweepstake contests unless they are run by a company you know

· ask for advice - call Consumer Direct on 08454 04 05 06.

Canadian lottery  

Thousands of people in the UK have already received unsolicited phone calls and sent thousands of pounds to fraudulent lottery schemes operating out of Canada. People have lost up to £300,000 as they respond to more and more telephone calls demanding payments to cover costs in order to receive their winnings. The winnings don't exist, and they never receive anything in return for their cash.

Have you responded to an unsolicited phone call or letter telling you that you won a lottery? If so, you could be in danger of losing thousands of pounds.

If you have fallen victim to this scam please complete the OFT questionnaire http://www.oft.gov.uk/Consumer/Scams-archive/questionnaire.htm  By doing this you will be helping the OFT in collecting evidence that the Canadian authorities can use to prosecute the offenders.

If you have lost money, it's highly unlikely that you will get it back.

But the OFT has set up a telephone hotline to collect evidence that the Canadian authorities can use to prosecute the fraudsters. Although we cannot take up cases on behalf of individuals, if you have had a phone call or think you have sent money to the Canadian lottery scam, please ring us to help end the scam.

Hotline number: 020 7211 8111
El Gordo lottery   

The official operator of the Spanish El Gordo lottery, Loterias y Apuestas de Estado has issued a warning about fraudsters using the name El Gordo and forging documentation and bank forms to obtain money under false pretences.  

Mailings and emails are being sent to UK consumers claiming they have won the Spanish lottery. In order to claim their 'prize', recipients are asked to provide their bank account details and told that 5-10 per cent of the winnings will be retained for costs. However the 'winners' are later contacted and asked for various fees in order to release their alleged prize, and they never receive a penny. Genuine Spanish lottery prizes are always free from taxes.

If you receive fraudulent El Gordo material you can help the investigations of Loterías y Apuestas de Estado by sending a copy to the following address:

Loterías y Apuestas del Estado
Legal Advice Service
C/ Guzmán el Bueno  nº 137
28003 Madrid 
Spain

Fax number: 00 34 91 533 51 36.

Premium Rate Phone Scams
How does it work?
Scammers sometimes use 090 numbers to part you fom your money. Scams include phony prize and holiday offers. They often begin when the scammer sends you a letter, text or telephone message claiming that you have won a major prize and asking you to ring a particular number.

You might be promised a large cash prize or luxury holiday, but you may end with just a cheap giveaway item worth less than the cost of the call or nothing at all, except a huge phone bill. 

If you ring you might have to listen to a long recorded message. Remember, the longer you stay on the phone, the higher the charge for the call. 

Tips to avoid premium rate scams
· remember that premium rate telephone numbers attract charges by the minute, usually well above the cost of a local or standard call 

· don't dial a premium rate number unless you are absolutely sure how much you will be charged and you are willing to pay for it 

· be on your guard if, after dialling one 090 number you hear a message asking you to dial a second 090 number 

· always read the small print of any promotion so that you know any hidden catches  and costs and exactly what you are likely to get 

· ask for advice - call Consumer Direct on 08454 04 05 06.

If you would like further information or wish to complain about a premium rate telephone service please contact ICSTIS on 0800 500 212 or visit the ICSTIS website www.ICSTIS.org.uk
 
Examples of premium rate phone scams
You've won a top prize
You receive a mailing or unsolicited text or telephone message telling you that you have won a major prize such as cash, a car or luxury holiday, or a 'mystery prize worth at least £1,000'. You are told to urgently ring an 090 number costing £1.50 a minute to find out what you have won.

Often there isn't really a prize or the prize you receive has been wrongly described and turns out to be a near worthless book of discount vouchers, or a holiday voucher with stringent restrictions attached. You will often have to pay more money to use the 'prize' on top of the cost of the premium rate phone call.

Parcel delivery
You receive a 'delivery card' or mailshot asking you to call a premium rate number to rearrange delivery of a parcel waiting for you. The card looks like a typical 'we called but you were out' card used by various home delivery organisations. You are misled into thinking that you have ordered something or are the beneficiary of something sent by someone you know. What you actually receive is likely to be worth less than the cost of the premium rate call.

Rogue premium rate internet diallers
Rogue internet diallers secretly download virus software to transfer dial-up internet connections from low-cost or freephone numbers to expensive 090 premium rate numbers.  

The rogue dialler is installed on your computer without your knowledge, usually when you open a spam email or visit a website where the software is hidden.  You can run up vast bills - often into the several hundred pounds per month. 

Someone fancies you
You might receive an unsolicited text saying that someone fancies you and, to find out who it is, to respond to a premium rate number. But it's just a way to get you to spend money.

Letters Predicting the Future

This is one of the most common direct mail scams. Letters from so-called psychics or clairvoyants promise to make predictions that will change the course of your life forever - for a small fee. Sometimes these mailings are aggressive in tone, saying something bad will happen to you if you do not send them money. Although they are sent out in their millions, the mailings are personalised to make it look as if you have been specifically chosen.

If you send money you are likely to be bombarded with further scams, because your name will be added to a 'sucker' list.

How does it work?
You might receive a mailing which looks like this example:

'I accidentally discovered this amazing secret. I wish to send it to you free. In fact, I am convinced that over the next 30 days a 'Miracle' will certainly occur, one which could shelter you from need for the rest of your days…'

The same mailing suggests that the recipient can guarantee good fortune for themselves by paying a sum of money for the 'loan' of 'Merlin's Magic Wand' for a number of months. Also on offer is a 'gift worth more than £10' in return for a prompt reply. It includes anonymous endorsements from people who claim their lives have been changed.

In some cases, these mailings adopt a more aggressive tone, suggesting that the you will experience some misfortune if you do not respond by sending the money that they ask for.

Such mailings prey directly on the vulnerable and are particularly unpleasant. There are a number of instances where they have been received by people at the time of some misfortune, such as bereavement, and have caused considerable distress.

Mail of this kind should be treated with exactly the same doubt as all other forms of unsolicited scam mailing.

Don't reply to these mailings - destroy them without responding.
How to protect yourself:
· stop junk mail by registering with the Mailing Preference Service, so that you can spot scams more easily http://www.mpsonline.org.uk/mpsr/
· ask for advice - call Consumer Direct on 08454 04 05 06 

· don’t be intimidated into replying.

Pyramid Selling and Free Gift Schemes
Pyramid schemes are illegal. They are 'money-making' clubs which promise, once you've paid a joining fee, that you can earn large amounts by recruiting new members.  However, only those at the top make money and the schemes always collapse, leaving you out of pocket.  

No new money is created in pyramid schemes. An endless supply of new members would be needed for everyone to receive the money on offer in a pyramid scheme. Since this is impossible, these schemes must eventually collapse and result in most members losing their money. 

'Matrix' schemes offer a free hi-tech gift, like an MP3 player.  First you have to buy something low-value like a mobile telephone signal booster. If you do, you join a waiting list. The person at the top gets their free gift only if a large number of new members signs up - sometimes as many as 100. In reality, most people never get the gift.

Trading schemes
Trading schemes (also described as direct selling schemes, network marketing, multi-level marketing and other names) are a legitimate form of business activity offering individuals the opportunity to earn money by selling the scheme's goods or services from home. 

In some schemes, participants may earn additional commission by recruiting others to the scheme and from sales by their recruits.

Trading schemes become illegitimate and illegal when their real purpose is to generate money just by recruiting new participants.

Pyramid and chain gifting schemes
Pyramid schemes do not claim to sell goods and services but they often offer promises of quick and easy money. They may be advertised through newspapers, the internet, 'investment' meetings or you might hear about them through a relative or friend.

How does it work?
In a typical pyramid scheme, a potential member is asked to pay to join the scheme. The only way to advance is to recruit others, who also pay to join. If enough new members join, the pyramid will grow, possibly enabling some members to make money. But, in order for every member to make money, there would need to be an endless supply of newcomers. In reality, since there is not an endless supply of new participants, each new member has less chance of recruiting others and a greater chance of losing their money.

A typical letter might be like this:

Dear 

You have just received information that can give you financial freedom for the rest of your life. With NO RISK and JUST A LITTLE EFFORT, you can make more money in the next few months than you ever imagined!

I should point out that I will not see a penny of your money, or that of anyone else who participates in this programme. I have already made over £150,000! I have retired from the programme after sending out over 20,000 letters of invitation to participate in this phenomenon.

Yours faithfully.

Top tips to remember:
· avoid plans that offer commissions based solely on recruiting new members 

· be cautious of claims that you'll make money through continued growth or commissions on sales by your recruited distributors, instead of sales you make yourself 

· be wary of fake testimonials. Some promoters pay people to describe fictional success in earning money through the scheme. Ask for solid evidence rather than a glowing testimonial 

· don't hand over any money or sign a contract to take part in any multi-level marketing plan until you've investigated it. Take independent professional advice 

· don't agree to anything, or sign anything at high-pressure meetings or seminars 

· stop, think and be skeptical. Are you being offered something for nothing? If so, why? 

· ask for advice - call Consumer Direct on 08454 04 05 06.
Remember, don't fall for claims such as:

'Your recruits do all the work for you, you just sit back and bank the money.' 
'All you need for future wealth is your £XX starter kit.'
'Become part of the world's fastest growing industry.'

'You and your friends can enjoy wealth together.'
'I was unemployed and in debt before I discovered this opportunity.'
'I made £XXXX in XX days. I guarantee you will do the same.' 

Miracle Health Cures
How does it work?
Mailings or emails from unscrupulous sellers of medical products often promise 'miracles'.

These pills, lotions, creams and other products will supposedly cure baldness, arthritis, rheumatism, heart disease, multiple sclerosis, Parkinson's disease, cancer, obesity, impotency and other ailments. But it is unlikely that they have been properly tested or proven medically effective. Some might even be dangerous for your health. 

These medically ineffective or dangerous products are sold by professional fraudsters with no medical training. Sales gimmicks include fake testimonials from 'satisfied customers', emotional sales pitches and outright lies regarding product effectiveness.

Don't be misled
· don't believe claims that a product available only by mail or from an exclusive supplier contains a 'special', 'secret', 'foreign' or 'ancient' formula that will provide instant cures 

· don't believe claims that a 'miracle' drug or product will effectively treat a wide variety of illnesses or ailments 

· don't accept testimonials or case histories from 'satisfied customers' as the only evidence that the product actually works 

· don't believe claims that the medical establishment overlooked, or has hidden, a 'scientific breakthrough'. All of these claims mean that someone is trying to convince you to part with your hard-earned money.

How to protect yourself
· stop, think and be skeptical - if something sounds too good to be true it probably is 

· consult your doctor or pharmacist before you buy any medicinal product by mail order or over the web 

· ask for advice - call Consumer Direct on 08454 04 05 06.
Work From Home Opportunities
What are they?
These are work opportunities advertised in local newspapers, magazines, shop windows, on lamp posts or on the web which claim to offer you a quick way to make a lot of money from home without having any qualifications, skills or expertise. 

You might see an advertisement that looks something like this:

'Imagine owning your own business, being your own boss, working only a few hours per week, never having to set an alarm clock again… a business that's fun, easy, even exciting work. No staff, no overheads, no bookwork, no selling, working from the comfort of your home. Guaranteed income of £30k a year.'

The catch is that before you start any work you have to pay money.  This is in the form of a registration fee, buying goods or making a premium rate phone call.  After you have paid your money you find that there is either no work to do or that you will not be paid for any work that you have done.   

There are usually about 300 work from home scams known to be in operation at any one time. Typically the initial outlay is between £10 to £60.

To see an example of what a scam website can look like, check the Office of Fair Trading ultimate prosperity webpage http://www.oft.gov.uk/Consumer/Scams/spoofpage1.htm and the net opportunities webpage http://www.oft.gov.uk/Consumer/Scams/spoofpage4.htm
How it works - some common examples
Addressing or stuffing envelopes: this scam involves you paying a registration fee to join in return for simple advice on how to place similar advertisements to attract other people into the scam   

Home assembly kits: this scam involves you paying a fee to receive a kit for making things from baby boots and aprons to toys. However, the kit is usually inadequate for making the goods required. Then the scammer either promises to pay you for the goods but then rejects them because your work is sub-standard or the scammer suddenly tells you that you have to sell the goods yourself and when you come to do so you find that there is no market for the goods.

Home working directories: this scam promises you a variety of different home work opportunities however once you pay the fee of £10 to £25, you only receive a directory of other companies who have their own registration fees and a list of shopping catalogues

How do I know it is a scam?
· they will ask for money up front 

· they promise large sums of money for performing simple tasks 

· they use a post office box address or a mobile phone number so you never meet them and cannot find them once you realise it is a scam 

· the advertisements will not state clearly what is involved. 

How to protect yourself:
· don't pay any money up front - genuine employers will not ask you to pay money before you start working 

· stop, think and be skeptical. Ask yourself these simple questions: does it sound too good to be true? Is there actually an offer of work or just an offer to tell you more about finding work? Does it claim to be a big money opportunity? Does the work sound too easy? 

· be wary of offers to buy back the goods you have made, as the conditions attached may be impossible to fulfill 

· find out more about the company you want to work for - if it is legitimate it should be happy to provide you with information for free 

· if you are looking for work to do at home, think about approaching local companies. 

· ask for advice - call Consumer Direct on 08454 04 05 06 

For more details on genuine homeworking contact the National Group on Homeworking 0800 174 095 for free advice and information.

Foreign Money Offers and Advance Fee Scams
In a letter or email you might be offered a huge sum of money in return for your help to get money out of a foreign country. The scammers use the information you give them to empty your bank account, or to convince you to send them money upfront. 

This scam is often called the 'Nigerian letter fraud' or '419 fraud' and, as well as Nigeria, letters have also been sent from Sierra Leone, South Africa and the Ivory Coast.

How does it work?
You will receive a letter, fax or email from someone who says they need help in transferring money overseas, usually US$20-30 million. Typically, the writer claims to be a senior government official, an accountant with a state owned corporation, or perhaps a relative of a deposed or dead politician. 

The writer will tell you he needs to transfer his cash to a bank in your country, and if you let him use your bank account you can keep a big slice for yourself, usually 25 or 30 per cent.

If you reply and give your banking and personal details, you will be sent fake bank statements and similar documents, all intended to prove that the money exists and is heading your way. It doesn't, and it isn't.

Example of a typical letter or email
Dear Sir, 
First, I must solicit your strictest confidence in this transaction. This is by virtue of its nature utterly confidential and 'top secret'. You have been recommended by an associate who has assured me in confidence of your ability and reliability to prosecute a transaction of great magnitude involving a pending business transaction requiring maximum confidence. We are top officers of the Federal Government Contract Review Panel who are interested in the importation of goods into our country with funds presently trapped in Nigeria.

We solicit your assistance to enable us to transfer into your account the said trapped funds. I have been delegated as a matter of trust by my colleagues to look for an overseas partner into whose account we would transfer the sum of $US21,320,000 (TWENTY ONE MILLION THREE HUNDRED AND TWENTY THOUSAND UNITED STATES DOLLARS)… We have agreed that you will be entitled to 30% of the total sum, 60% for us and 10% will be set aside for any expenses while transacting the business.

The letter goes on to explain that Nigerian civil servants are forbidden to operate foreign bank accounts. All that is needed are the bank account details of you or your company and perhaps blank pages of letterhead. Companies and individuals responding to this approach later receive another letter asking for money for a last minute bribe.

Don't reply to these requests.
Never, ever, reveal your bank details to strangers.
What if I go along with it?
There are many risks involved in getting caught up with this type of scam: 

· the scammers will use the information you have given them to empty your bank account 

· you might be convinced to send cash up front - you could lose your savings, and maybe your home as well.

What should I do?
If you get one of these letters or emails, do not reply. 

Please forward the email to scams@oft.gsi.gov.uk. Then delete emails and throw away all letters. 

You can send emails to the internet service provider from where the scam email originated. These mails should be addressed in the following way (depending on the ISP): 

abuse@the ISP name, for example - abuse@yahoo.com

The ISPs can then close any accounts that abuse their systems.

If you have lost money to this scam please contact your local police station.
Also see the Metropolitan Police fraud alert webpage http://www.met.police.uk/fraudalert/
How to protect yourself
· stop, think and be skeptical. Why does somebody you don't know want you to send them money upfront? Why should you trust them? 

· ask for advice. Get in touch with Consumer Direct on 08454 04 05 06 

· never, ever, give your bank details to people you don't know.

Email Spam Scams
Spam is the name given to unwanted emails sent to you - electronic junk mail. Some people have lost money through spam that contained bogus offers and fraudulent promotions.  

Scammers are very cunning - they know how to make their claims seem legitimate. Some spam messages ask for your business, others invite you to visit a website with a detailed story. Many scam emails will come from America or other countries, and will talk about currencies like US dollars.

These tips can help you avoid spam scams:

· Protect your personal information. Share credit card or other personal information only when you're buying from a company you know and trust. 

· Know who you're dealing with. Don't do business with any company that won't provide its name, street address, and telephone number. 

· Take your time. Resist any urge to 'act now' despite the offer and the terms. Once you turn over your money, you may never get it back. 

· Read the small print. Get all promises in writing and review them carefully before you make a payment or sign a contract. 

· Never pay for a 'free' gift. Disregard any offer that asks you to pay for a gift or prize. If it's free or a gift, you shouldn't have to pay for it - free means free. 

Many internet service providers and manufacturers offer filtering software to limit the spam in their users' email inboxes. In addition, a few 'filter tips' can help you save time and money by avoiding common email scams.

The 10 most common spam scams:

1. The 'Nigerian' email scam
The bait: scammers claim to be officials, businesspeople, or family members of former government officials in Nigeria or another country whose money is somehow tied up for a limited time. They offer to transfer lots of money into your bank account if you will pay a fee or 'taxes' to help them access their money. If you respond to the initial offer, you may receive documents that look official. Then they ask you to send money to cover costs for transaction, transfers and legal fees, as well as your bank account numbers, or other information. They may even encourage you to travel to Nigeria or a border country to complete the transaction. Some fraudsters have even produced trunks of dyed or stamped money to verify their claims.

The catch: the emails are from crooks trying to steal your money or steal your identity. Inevitably, emergencies come up which will require more of your money and delay the 'transfer' of funds to your account. In the end, there aren't any profits for you, and the scam artist vanishes with your money. 

Your safety net: if you receive an email from someone claiming to need your help getting money out of a foreign country, don't respond.

Read more about foreign money offer scams at http://www.oft.gov.uk/Consumer/Scams/Nigerian+letters.htm
2. Phishing
The bait: email or pop-up messages that claim to be from a business or organisation you may deal with, for example, an internet service provider, bank or online payment service. The message may ask you to 'update', 'validate', or 'confirm' your account information.

The catch: phishing is a scam where internet fraudsters send spam or pop-up messages to get personal and financial information from you. The messages direct you to a website that looks just like a legitimate organisation's site. But it's a bogus site that exists simply to trick you into revealing your personal information so the operators can use your identity.

Your safety net: never respond to email or pop-up messages that ask for your personal or financial information, and don't click on links in the message. Don't cut and paste a link from the message into your web browser - phishers can make links look like they go to a genuine site, but then actually take you to a look-alike site. If you are concerned about your account, contact the organisation using a phone number you know to be genuine, or open a new internet browser session and type in the company's correct web address yourself. Using anti-virus software and a firewall, and keeping them up to date, can also help.

3. Work-at-home scams
The bait: advertisements that promise a large income for minimal work - such as envelope-stuffing, craft assembly work, or other jobs. The ads make similar claims - fast cash, minimal work, no risk with the advantage of working from home when it's convenient for you.

The catch: the ads don't say you might have to work many hours without pay, or pay hidden costs to place newspaper ads, make photocopies, or buy supplies, software, or equipment to do the job. Once you put in your own time and money, your promoters may refuse to pay you, claiming that your work isn't up to their 'quality standards'. Or you may find that there is no work on offer, only comission for getting other people to sign up.

Your safety net: legitimate work-at-home business promoters should tell you in writing exactly what is involved in the programme. Before you commit any money, find out 

· what tasks you will have to perform 

· whether you will be paid a salary or work on commission 

· who will pay you 

· when you will get your first payment 

· the total cost of the program (including supplies, equipment and membership fees) 

· what you will get for your money.

Can you verify information from current workers? Be aware of 'shills', people who are paid to lie and give you every reason to pay for work. Get professional advice from a lawyer, an accountant, a financial adviser, or another expert if you need it, and check out the company with your local Trading Standards Service (see back pages) http://www.tradingstandards.gov.uk
4. Weight loss claims
The bait: emails promising a revolutionary pill, patch, cream, or other product that will result in weight loss without diet or exercise. Some products claim to block the absorption of fat, carbs, or calories, others guarantee permanent weight loss and some suggest you'll lose lots of weight at lightning speed.

The catch: these are gimmicks, there's nothing available through email you can wear or apply to your skin that can cause permanent or even significant weight loss.

Your safety net: experts agree that the best way to lose weight is to eat fewer calories and increase your physical activity so you burn more energy. There are no products that can instantly remove fat.

5. Foreign lotteries
The bait: emails boasting enticing odds in foreign lotteries. You may even get a message claiming you've already won! You just have to pay to get your prize or collect your winnings.

The catch: most promotions for foreign lotteries are phony. The scammers will keep any money you send for 'taxes' or fees. In addition, lottery scammers use victims' bank account numbers to make unauthorised withdrawals or their credit card numbers to run up additional charges.

Your safety net: skip these offers. Don't send money now on the promise of a pay-off later.

6. Cure-all products
The bait: emails claiming that a product is a 'miracle cure', a 'scientific breakthrough', an 'ancient remedy' - or a quick and effective cure for a wide variety of ailments or diseases. They generally announce limited availability, and want payment in advance, and offer a no-risk 'money-back guarantee'. Case histories or testimonials by consumers or doctors claiming amazing results are not uncommon.

The catch: there is no product or dietary supplement available via email that can deliver on claims to shrink tumors, cure insomnia, cure impotency, treat Alzheimer's disease, and prevent severe memory loss. 

Your safety net: be skeptical about health related claims. Consult a health care professional before buying any 'cure-all' that claims to treat a wide range of ailments or offers quick cures. Generally speaking, cure all is cure none.

7. Cheque overpayment scams
The bait: a response to your ad or online auction posting, offering to pay with a cheque. At the last minute, the so-called buyer (or the buyer's 'agent') comes up with a reason for writing the cheque for more than the purchase price, and asks you to transfer back the difference after you deposit the cheque.

The catch: if you deposit the cheque, you lose. Typically, the cheques are counterfeit, but they're good enough to fool bank staff - when they bounce, you are liable for the entire amount.

Your Safety Net: don't accept a cheque for more than your selling price, no matter how tempting the plea or convincing the story. Ask the buyer to write the cheque for the purchase price. If the buyer sends the incorrect amount, return the cheque. Don't send the goods. 

8. Pay-in-advance credit offers
The bait: news that you've been 'pre-qualified' to get a low-interest loan or credit card, or repair your bad credit even though banks have turned you down. But to take advantage of the offer, you have to pay a processing fee of several hundred pounds.

The catch: a legitimate pre-qualified offer means you've been selected to apply. You still have to complete an application and you can still be turned down. If you paid a fee in advance for the promise of a loan or credit card, you've been scammed. There may be a list of lenders, but there's no loan, and the person you've paid has taken your money and run.

Your safety net: don't pay for a promise. Legitimate lenders never 'guarantee' a card or loan before you apply. They may require that you pay application, appraisal, or credit report fees, but these fees are not usually asked for before the lender is identified and the application is completed. In addition, the fees generally are paid to the lender, not to the broker or person who arranged the 'guaranteed' loan.

9. Debt relief
The bait: emails promise a way you can consolidate your bills into one monthly payment without borrowing and stop credit harassment, repossessions or wipe out your debts.

The catch: these offers can involve bankruptcy proceedings, but rarely say so. While bankruptcy is one way to deal with serious financial problems, it's generally considered a last resort. This is because it has a long-term negative impact on your creditworthiness. A bankruptcy stays on your credit report, and can make it harder to get credit, a job, insurance, or even a place to live. To top it off, you are likely to be responsible for legal fees for bankruptcy proceedings.

Your safety net: read between the lines when looking at these emails. Before resorting to bankruptcy, talk with your creditors about arranging a modified payment plan, contact a credit counselling service to help you develop a debt repayment plan, or carefully consider a second mortgage or home equity line of credit. One caution - while a home loan may allow you to consolidate your debt, it also requires your home as guarantee. If you can't make the payments, you could lose your home.

10. Investment schemes
The bait: emails touting 'investments' that promise high rates of return with little or no risk. One version seeks investors to help form an offshore bank. Others are vague about the nature of the investment, but promise high rates of return. Promoters hype their high-level financial connections or the fact that they know inside information, or sometimes that they'll guarantee the investment, or that they'll buy it back. They sometimes serve up phony statistics, misrepresent the significance of a current event, or stress the unique quality of their offering.

The catch: many unsolicited schemes are a good investment for the promoters, but not for you. Promoters of fraudulent investments operate a particular scam for a short time, close down before they can be detected, and quickly spend the money they take in. Often, they reopen under another name, selling another investment scam.

Your safety net: think carefully about investments - the higher the promised return, the higher the risk. Don't let a promoter pressure you into committing to an investment before you are certain it's legitimate. Strongly consider asking an accountant to take a look at any investment offer.

Fighting back
Scammers are clever and cunning, and create new versions of old scams. But if you follow our tips you should be able to spot dodgy promotions in email offers. Should you receive an email that you think may be fraudulent, hit delete.

You can also report spam to the Information Comissioner's Office, by competing a form at http://www.ico.gov.uk/ with details of the spam.

If you receive an email which you believe is a scam, please forward to scams@oft.gsi.gov.uk.
Bogus Holiday Clubs
There are reputable holiday clubs but many are bogus and want to con you out of money. These are some of the danger signs to watch out for:

The dream
How they hook you in
They phone you at home and tell you that you have won a 'free' holiday. Or they approach you on the street whilst on holiday and give you a scratchcard which reveals that you have won a 'free' holiday. All you need to do is go to a presentation to collect your prize and learn more about a new holiday venture. You will be told that this is not about timeshare. 

You will later find out that the 'free' holiday isn't free, as you must pay for extras, such as flights and other add-ons and go somewhere you don't want to go at a time that doesn't suit you.

At the presentation
Often the presentation will be at a plush hotel. The brochures will look glossy and convincing. You will be made to feel as if you are joining an exclusive holiday club which will offer exciting and great value holidays all over the world in top class accommodation. 

What they don't tell you
Unlike the law covering timeshare arrangements, you are not necessarily given a chance to cancel if you have second thoughts.

The reality 

What are you buying?
Don't believe everything you hear. What the bogus holiday club tells you in the sales pitch and what is in the contract you sign could be two very different things:

'You will have holidays in fabulous places at times of year that fit in with your needs.'
Reality: no dates or destinations are guaranteed and holidays are often not available when and where you want them. You might end up going nowhere.

'You will get your all your cash back after four years.'
Reality: the contract will not guarantee you getting back all your money.
There is also no guarantee that the company will still be here in four years.

'Look how much cheaper we are than the regular tour operators.'
Reality: the advertised discounts are not guaranteed and some deals are available elsewhere anyway. You could end up paying as much as the high street brochure price.

'The holiday club's subscription is worth a lot. You can sell it on later or leave it to your children as a bequest.'
Reality: the resale value may be zero and you may not even be able to find a buyer. There are annual subscription charges to pay whether you use the holiday club or not.

'This club will give you everything you ever wanted from a holiday.'
Reality: the holiday clubs won't be held accountable for any spoken promises made by their sales reps. They will only provide what is agreed to in the contracts that you have signed.

The contract
Don't be pressurised
The bogus holiday club will try to get you to sign on the spot - but do not let yourself be pressurised - ask for time to think it over. Seek independent advice.

Watch out for the techniques the bogus club uses:

· the presentation has lasted so long you are tempted to sign just because you are desperate to leave 

· you are offered unlimited free alcohol to get you into the mood to sign up 

· they have made you a special discounted offer only valid for that day 

· you are not left alone to discuss anything with your partner and you are given very limited time to view the contract.

The three-point checklist
Not all holiday clubs are disreputable. To avoid being caught by a holiday club that is bogus use this checklist and take your time to think things through:

1. Can you take the contract away and come back in a few days' time with your decision?
2. Do you have any cancellation rights, and are they written down?
3. Is everything in writing in the contract that was promised to you at the presentation?

DO NOT sign anything, no matter how much you are pressurised, unless you are sure it is exactly what you want. 

What to do if you have a complaint
If you have already been caught by a bogus holiday club, the OFT can't help you reclaim your money, but we would like to know about it. We might be able to stop this club from using the same tactics in future.

Please put your complaint in writing to:
Enquiries Team, 
Office of Fair Trading
Ground Floor, Fleetbank House
2-6 Salisbury Square EC4Y 8JX.
email enquiries@oft.gov.uk
If you have already signed up for one of these clubs and would like advice on your consumer rights, contact Consumer Direct on 08454 04 05 06. 

Career Opportunity Scams
Have you always wanted to be a successful author, model, or inventor? Many people believe they can write a best seller, become the next supermodel, or market a great new invention and enjoy financial success.

Some people who would like to become authors, models or inventors choose to use the services of businesses who may promise guaranteed success in return for an advance fee. Unfortunately, they may get little or nothing in return. 

Bogus vanity publishers  
The pitch
Adverts target authors with offers to turn their manuscripts into successful published books. Scam publishers are likely to express enthusiasm for a manuscript and its commercial potential, outlining a plan for getting the published version into bookshops. 

However, they will also explain that for the plan to be put into effect, you will need to pay a fee towards the initial costs of publishing and marketing. The fee may amount to hundreds, even thousands, of pounds. The publisher will, of course, say that the fee will soon be recovered when the royalties from book sales start rolling in. The reality is likely to be publication of a relatively small number of copies of the manuscript and no real effort at marketing the published book. 

Common sense tips
· question any claims and assurances. Nobody can guarantee a book's success, particularly when the author has not been published before 

· investigate the company before you make any commitment 

· make sure your contract contains all the terms you agreed to - both verbal and written - and that you understand all the terms and conditions before you sign 

· be sure to take independent advice

Bogus invention promotion companies
The pitch
Adverts target independent inventors with offers of free information on how to patent and market their inventions. However, often the information is about the promoter.

After giving your invention a preliminary review, a firm might tell you it needs to do a market evaluation of your idea for a fee that can be several hundred pounds. Many questionable firms don't do any genuine research or market evaluations. The 'research' is bogus, and the 'positive' reports are mass produced in an effort to sell clients additional invention promotion and marketing services.

Some invention promotion firms also may offer a contract in which they agree to help you market and license your invention to manufacturers. Unscrupulous promoters may require you to pay a fee of several thousand pounds in advance.

Common sense tips
· question any claims or assurances that your invention will make money. Nobody can guarantee your invention's success 

· investigate the company before you make any commitment 

· ask what success rate the company has achieved in promoting inventions since it started offering its services, and find out whether references can be provided from recent clients 

· make sure your contract contains all the terms you agreed to - both verbal and written - and that you understand all the terms and conditions before you sign 

· be sure to take independent legal and financial advice 

· The UK Patent Office have produced a step by step guide to using invention promotion firms at http://www.patent.gov.uk/p-should-advice-inventor.htm
Bogus model & casting agencies
The pitch
Bogus agencies prey on people who want to be famous. They may advertise in newspapers to encourage potential victims, both men and women, to attend meetings and casting seminars. For example:

'Models and Extras Urgently Needed. Earn £50 per hour or £300 per day. Full or part time. No experience necessary. Male or female, no age limits. Tel: '

You may be convinced into parting with money up front. The promise is usually that the casting agency will take a portfolio of photographs (which are often overpriced and very poor quality) and find you at least one top agency which will offer you a contract. You are told that you could get work in films, brochures and catalogues and promised that if you do not receive the offer of a contract from an agency within a set period of time the money you paid will be refunded. No work materialises and you don't get your money back.

Common sense tips
· question any claims or assurances that you will find work. Nobody can guarantee you success 

· investigate the company before you make any commitment 

· ask what success rate the company has achieved in finding work, and find out whether references can be provided from recent clients 

· make sure your contract contains all the terms you agreed to - both verbal and written - and that you understand all the terms and conditions before you sign 

· call Consumer Direct for clear, practical consumer advice on 08454 04 05 06.

Online Dating – A Dream Partner From Overseas
What is it?
An online dating scam is when a scammer, male or female, creates a false personal profile and makes contact with you via an online dating agency or even a specialised chat room. The scammer says that they are seeking romance or a soul mate but are really out to steal not only your heart but your cash too.

Scammers can sign up to online dating agencies or chat rooms just like anyone else. Many online dating sites allow anyone to join for free, and they usually do not screen their members. Scammers take advantage of the anonymity of the internet to create the profile of your perfect match and make any number of promises to attract you and cause you to let your defences down.

How do I know it is a scam?
The scammer will ask for your money! This will not happen immediately - however, before long the scammer will ask for financial help for any number of reasons. Almost always, they will ask you to send money using an untraceable source such as a telegraphic money transfer. Some of the most common reasons they give for why they need your help include:

· I want to meet you but I don't have enough money to travel to see you 

· I have been robbed and beaten, I require urgent surgery or treatment for a serious illness or me or my family member has been a victim of a serious or fatal accident and you are the only person who can help  

· I am stranded abroad and I don't have money for travel or visa costs.

Other signs are:
· your new date looks like a model - this is probably because the scammer has used a stolen or a magazine picture 

· your new date only gives you a post office address and/or a phone number which he or she never answers and which does not have voicemail 

· your date talks a lot about herself or himself and does not answer your questions - probably because they are sending standard emails to hundreds of people. 

What can I do to protect myself?
· only use a reputable online dating or chat service and follow the basic safety tips for online dating 

· be skeptical and ask yourself simple questions like, 'why am I the only person who can help them but I have just met them?' 

· test your date - ask them lots of questions, try to phone them or post them something or possibly suggest meeting them. If all attempts fail, you are probably dealing with a scammer.

What can I do if I have already lost money?
If you have already sent money there is little chance of you ever recovering it from them.  However what you can do is:

· call Consumer Direct on 08454 04 05 06 for advice and to report the matter 

· report the scam to the dating or chat room site where you met the person.

Golden Investment Opportunities
'Investment' scammers will offer you the opportunity to put money into things like shares, fine wine, gemstones, or other 'rare' high value items.  The promise is that these will rocket in value.

But what they offer is often over-priced, very high risk and difficult to sell on.

How does it work?
You may be rung out of the blue at home or at work by somebody inviting you to make an investment in shares. There are genuine companies which may do this, but beware of share scams - sometimes called 'boiler room' scams.

What is a 'boiler room' scam?
Boiler room operations are based overseas, often with addresses in Europe, Asia or America. They earn money by ringing UK investors, without invitation, and selling shares to them. These shares often carry very high risk and may be worth a lot less than you pay. Usually they are not quoted on any stock exchange and you will not be able to sell them easily afterwards.

Once you agree to buy shares you will be asked to send in your money in exchange for share certificates. Sometimes you might receive share certificates for shares worth much less than you have paid. Sometimes the boiler room will simply disappear and you will never see your money again.

These salesmen can be very persistent, never taking 'no' for an answer. They phone their victims every day until they finally make a sale. Don't be fooled by the callers' smooth manners, technical jargon or special offers. They are well trained and often use a script to help them answer your questions or your objections.

They will try to charm you or pressure you into buying something you are likely to regret.

What should I look out for?
If you are approached by a firm out of the blue, be on your guard. Generally it's against the law in this country to 'cold call' a person and try to sell you shares or similar investments. 

Firms offering investment services in the UK must be authorised by the Financial Services Authority (FSA). You can make sure that the firm is authorised by checking the FSA register at http://www.fsa.gov.uk/consumer/fcs/index.html
Be warned: if you do business with a firm that is not authorised, you will not get the protection of the UK complaints and compensation schemes. Firms may be authorised by overseas regulators, but their complaints and compensation procedures may differ from those in the UK.  The FSA has a list of known unauthorised overseas firms. 

These firms can easily change their names and locations. So always check that the firm is authorised on the FSA Firm and person check at  http://www.fsa.gov.uk/consumer/fcs/index.html
Things to think about before investing  
Make sure you don't lose your money to a boiler room. Here are a few things to think about before you agree to buy shares and send any money. And remember, you don't have to talk to them - you can put the phone down!

· where have they got my details from? 

· why are they calling me?  did I agree to them calling me? 

· do I know whether the firm calling me is authorised in the UK? Use the FSA firm and person check service 

· do some research - remember, websites can be bogus, even if they look impressive. Don't believe everything you read on the Internet - ask for a printed prospectus and terms of business 

· get independent advice - speak to an authorised stockbroker or financial adviser before you commit any funds 

· do I want to take this risk? Can I afford to lose all my investment? For more advice see the FSA consumer website http://www.fsa.gov.uk
· don't be pressured into agreeing to buy anything and don't send any money unless you're absolutely sure you're comfortable with the risks

How to protect yourself
· stop, think and be skeptical - it is generally against the law in the UK to call people out of the blue to sell them shares 

· ask for advice - call the Financial Services Authority on 0845 606 1234 to check whether the company is authorised 

· get independent financial advice before making an investment.

Useful contacts
The Financial Services Authority
Consumer Helpline: 0845 606 1234

The Association of Private Client Investment Managers and Stockholders (APCIMS) - for a list of authorised independent financial advisers in your area. Telephone: 020 7247 7080

Phishing For Your Identity
Phishing is a scam where internet fraudsters send spam or pop-up messages to lure personal and financial information from unsuspecting victims.   

How does it work?
You may receive an email with a message like this: 

'We suspect an unauthorised transaction on your account. To ensure that your account is not compromised, please click the link below and confirm your identity.'

'During our regular verification of accounts, we couldn't verify your information. Please click here to update and verify your information.'

The emails or pop-ups claim to be from a business or organisation that you might actually deal with - for example, an internet service provider, bank or online payment service. The message may ask you to 'update,' 'validate,' or 'confirm' your account information. 

Some phishing emails threaten a dire consequence if you don't respond. The messages direct you to a website that looks just like a legitimate organisation's site - but it isn't. It's a bogus site whose sole purpose is to trick you into giving away your personal information so the operators can steal your identity and run up bills or commit crimes in your name. 

Remember - genuine organisations will never send you emails asking you to update, confirm or validate personal details.

Top of Form

Bottom of Form

Tips to avoid getting hooked by a phishing scam: 

· don't reply to email or pop-up messages that ask for personal or financial information, and don't click on links in the message 

· don't cut and paste a link from the message into your web browser - phishers can make links look like they go to one place, but they actually send you to a different site 

· if you are concerned about your account, contact the organisation using a phone number you know to be genuine, or open a new internet browser window and type in the company's correct web address yourself 

· use anti-virus software and a firewall, and keep them up to date 

· don't email personal or financial information - email is not a secure way to send information 

· review credit card and bank account statements as soon as you receive them to check for unauthorised charges 

· be cautious about opening any attachment or downloading any files from emails you receive, regardless of who sent them 

· ask for advice - call Consumer Direct on 08454 04 05 06.
Charity Publishing Scams
Businesses are warned to be wary of cold-calling charity 'publishing' scams.

What it is
Fake publishers are calling businesses around the UK and asking them for donations or to place adverts in various publications including charity booklets, emergency services magazines, and children's hospital 'activity' books. In reality, few are even printed.

Most likely approach
· catching victims unawares by making unsolicited contact by telephone - often using numbers from telephone directories 

· tricking victims into agreeing with statements, sometimes unwittingly signing them up to a campaign. A standard question is 'do you agree that children need better drugs education? 

· pressurising victims into feeling guilty if they don't offer money 

· offering a smaller (cheaper) sponsorship / donation opportunity if businesses first say no.
  

How to protect yourself
The DTI new DTI guidelines include scam busting tips such as:

· always check credentials 

· ask as many questions as possible 

· don't send money or give out personal details to anyone until you've checked them out 

· contact your local Trading Standards department, Citizen's Advice Bureau or police station for advice 

· It's easy to check if a charity's genuine or not - check the online register of charities at the Charity Commission website http://www.charity-commission.gov.uk/
Full scambusting guidelines are available from the DTI website http://www.dti.gov.uk/
What to do if you are unsure.. 

If you are unsure, or you do not want..

…a mailing
· check if the mailing comes from a member of the Direct Marketing Association http://www.dma.org.uk/content/home.asp
· to reduce unwanted mail register, free, with the Mailing Preference Service, call 0845 703 4599 

· registering will make it easier for you to spot a scam in your mail. If in doubt, bin the letter.

…a telephone call
· Telephone Preference Service (TPS) - to reduce unwanted sales calls register your telephone number, free, with the TPS, call 0845 070 0707 

· number block service - many telephone companies offer this service. It blocks callers from the UK and Channel Islands who withhold their number 

· call barring - you can bar all calls to premium rate services and/or international rate numbers. Some phone companies charge for this service 

· if in doubt, hang up.

…a text message
· you cannot be charged for receiving a text unless you sign up to a service 

· if you are signed up to a text message service you don't want text the word STOP - and the service has to end immediately 

· to reduce unwanted sales text messages register your details with the TPS (see above) 

· if in doubt, don't reply.

…an email
· use anti-virus software and a firewall. Keep them up-to-date 

· don't email personal or financial information 

· be cautious opening any attachment or downloading any files from emails you receive, regardless of sender. These files can contain viruses or other software that can weaken your computer's security 

· if in doubt, don't reply.

What to do if you discover a scam 

Tell your friends and family. If you have been a victim of a scam you should report it to one of the organisations listed below who can also provide advice:

For scams in general - Consumer Direct 
Tel: 08454 04 05 06
For investment scams - Financial Services Authority 
Tel: 0845 606 1234
Email to scams@oft.gsi.gov.uk
Order a free copy of the OFT’s leaflet How to recognise a scam  on 0800 389 3158.
Your Local Trading Standards & Consumer Advice Centre

Liverpool 

Kingsway House, Hatton Garden, Liverpool, Merseyside L3 2AJ 

Tel: 0151 233 3002   

Wallasey/Wirral

Town Hall, Brighton St, Wallasey, Merseyside CH44 8ED 

Tel: 0151 691 8020 

Warrington

Palmyra House, Palmyra Square North, Warrington, Cheshire WA1 1JN 

Tel: 01925 442678   

Wales

County Offices, Chapel St, Flint, Clwyd CH6 5BD 

Tel: 01352 703181
Other Useful contacts

Consumer Direct - for clear practical consumer advice.
Tel: 08454 040506
Advertising Standards Association 
Tel: 020 7492 2222
Department of Trade and Industry 
Tel: 020 7215 5000
Financial Services Authority 
Tel: 020 7066 1000
LACORS 
Local authorities coordination of regulatory services 
Tel: 020 7840 7280
ICSTIS 
The premium rate services authority 
Tel: 0800 500 212
Department of culture, media and sport 
Tel: 020 7211 6200
National Lottery Commission
Tel: 020 7016 3400
Which?
Tel: 0845 307 4000
British Retail Consortium
Tel: 020 7854 8900 

Energy Retail Association 
Tel: 020 7930 9175
Westminster Trading Standards Service
Tel: 020 7641 1111
www.winmoneynow.co.uk scam info provided by Westminster TSS
Forward any PayPal phishing emails to spoof@paypal.com if necessary telephone 08707 307 191 

Metropolitan Police website re latest scams www.met.police.uk/fradualert
Free Legal Advice

Vauxhall Law Centre Tel: 0151 482 2001

Chester Law Centre Tel: 01244 333 292

Liverpool Law Centre Tel: 0151 709 7222
Your Local Citizen’s Advice Bureau

Anfield Citizens Advice Bureau 0151 285 1081/1080






36/38 Breckfield Rd North, Anfield, LIVERPOOL, Merseyside, L5 4NH

Arrowe Park Hospital CAB

Main Corridor, Arrowe Park Road, WOODCHURCH, Merseyside, CH49 5PE

Bebington Citizens Advice Bureau 0151 645 8793

57 New Chester Road, New Ferry, Bebington, WIRRAL, Merseyside, CH62 1AB advice@bebingtoncab.co.uk www.bebingtoncab.co.uk
Birkenhead Citizens Advice Bureau 0151 647 6517/3826 

Appointments Necessary 

50 Argyle Street, BIRKENHEAD, Merseyside, CH41 6AF

Bootle Citizens Advice Bureau 0151 922 1114

Goddard Hall, 297 Knowsley Road, BOOTLE, Merseyside, L20 5DF

Crosby, Formby & District Citizens Advice Bureau 0151 928 9702 or 017048 75078

Prince Street, Crosby, LIVERPOOL, Merseyside, L22 5PB www.seftoncab.org.uk
Family Health Clinic 0151 427 8514 
Urban Village Hall, GARSTON, Merseyside

Formby Citizens Advice Bureau 01704 873009/5078
11 Duke Street, Formby, LIVERPOOL, Merseyside, L37 4AN
Garston Citizens Advice Bureau 0151 427 5337 

Garston Community House, Garston Village, 2 Speke Road, LIVERPOOL, Merseyside, L19 2PA
Garston Health & Advice Project CAB

17 James Street, Garston, LIVERPOOL, Merseyside, L19 2LS

Halewood Citizens Advice Bureau 0845 1221 300

15/21 Ravencourt, Leathers Lane, HALEWOOD, Merseyside
L26 0UP  knowsleycab_halewood@yahoo.co.uk
Heswall Citizens Advice Bureau 0151 342 6371/ 6565

Hillcroft, Rocky Lane, Heswall, WIRRAL, Merseyside, CH60 0BY

heswall.cab@lineone.net  www.heswallcab.ik.com
Huyton Citizens Advice Bureau 0845 1221 300

Nutgrove Villa, 1 Griffiths Road, HUYTON, Merseyside, L36 6NA

knowsleycab_huyton@yahoo.co.uk  www.knowsleycab.org.uk
Knowsley Legal Services Unit CAB 0845 1221 300

10A Church Street, PRESCOT, Merseyside, L34 3LA

knowsleycab_Isu@yahoo.co.uk
Liverpool Central Citizens Advice Bureau 08701 212 032

State House, 1st Floor, 22 Dale Street, LIVERPOOL, Merseyside, L2 4TR

www.liverpoolcab.org
Liverpool County Court Service 0151 473 7373 ext 4156

4th Floor, Queen Elizabeth II Law Courts, Derby Square, LIVERPOOL, Merseyside, L2 1XA

Liverpool Specialist Advice Service

2nd Floor, 242 Picton Road, LIVERPOOL, Merseyside, L15 4LP

Long Lane Surgery 0151 494 1445

Long Lane, GARSTON, Merseyside

Maghull

Maghull Town Hall, Maghull, LIVERPOOL, Merseyside

Neston Citizens Advice Bureau 0151 336 5848

Town Hall, High Street, NESTON, Merseyside, CH64 9TR

Netherley Citizens Advice Bureau 0151 487 0027

Belle Vale Business Centre, 304 Childwall Valley Road, LIVERPOOL, Merseyside, L25 2XE

www.env.org.uk
Norris Green Citizens Advice Bureau 0151 287 1300

138 Scargreen Avenue, Norris Green, LIVERPOOL, Merseyside, L11 3BE

Prescot Citizens Advice Bureau 0845 1221 300

10a Church Street, PRESCOT, Merseyside, L34 3LA

knowsleycab_lsu@yahoo.co.uk
Southport Citizens Advice Bureau 01704 531456

24 Wright Street, SOUTHPORT, Merseyside, PR9 0TL

Speke Advice Service 0151 486 8545 extension 508

Sure Start Family Services, Conleach Road, Speke, LIVERPOOL, Merseyside, L24 0TW

St Helens Citizens Advice Bureau 08701 212027- Advice Line
01744 73786-Appointments

Millennium Centre, Corporation Street, ST HELENS, Merseyside, WA10 1HJ

Toxteth Citizens Advice Bureau 0151 280 8484

15 High Park Street, Toxteth, LIVERPOOL, Merseyside, L8 8DX

Wallasey Citizens Advice Bureau 0151 639 7858/9

237-243 Liscard Road, WALLASEY, Merseyside, CH44 5TH

Wavertree Citizens Advice Bureau 0151 522 1400

242 Picton Road, Wavertree, LIVERPOOL, Merseyside, L15 4LP

bureau@wavertreecab.cabnet.org.uk
West Kirby Citizens Advice Bureau 0151 625 9802

1-3 Acacia Grove, West Kirby, WIRRAL, Merseyside, CH48 4DD

Warrington

Birchwood Citizens Advice Bureau 01925 824952

46 Benson Road, Birchwood, WARRINGTON, Cheshire, WA3 7PQ

Warrington Citizens Advice Bureau 01925 246994

The Gateway, 89 Sankey Street, WARRINGTON, Cheshire, WA1 1SR

Wales

Abergele Citizens Advice Bureau 0845 450 3060

Bridge Street, ABERGELE, Conwy, LL22 7HA

Amlwch Citizens Advice Bureau 0845 120 3708

Town Council Offices, AMLWCH, Anglesey, LL68 9EN

Bangor Advice Centre (Gwynedd & D Ynys Mon) 0845 4503064

60 Deiniol Road, BANGOR, Gwynedd, LL57 2RF

Caernarfon Citizens Advice Bureau 0845 4503064  

12-14 Pen y Graig, CAERNARFON, Gwynedd, LL55 2AL

Colwyn Bay Citizens Advice Bureau 0845 450 3060

Basement Offices, The Metropole, Penrhyn Road, COLWYN BAY, Conwy, LL29 8LG

Denbigh Citizens Advice Bureau 01745 814336

23 High Street, DENBIGH, Denbighshire, LL16 3HY

Dwyfor Citizens Advice Bureau 0870 7502350

Llys Cynan, 12 Penlan Street, PWLLHELI, Gwynedd, LL53 5DH

Llandudno Citizens Advice Bureau 0845 120 3716

ABBEYDALE, 24 Trinity Square, LLANDUDNO, Conwy, LL30 2RH

Llanfaelog 01407 810757

Community Centre, LLANFAELOG, LL65 5SS

Llangefni Citizens Advice Bureau 0845 120 3708

4/10 Ffordd Yr Efail, LLANGEFNI, Anglesey, LL77 7ER

Llangollen Citizens Advice Bureau 01978 860983

37 Hall Street, LLANGOLLEN, Denbighshire, LL20 8EP

Llanrwst 01492 531310 - All calls via Colwyn Bay

36 Station Road, LLANRWST, LL26 0BT

Meirionnydd Advice Centre (Dolgellau) CAB 0870 750 2350

The Fire Station, Doldir, DOLGELLAU, Gwynedd, LL40 1HX

Prestatyn Citizens Advice Bureau 0870 1264071
1 Nant Hall Road, PRESTATYN, Denbighshire, LL19 9LR

Rhyl Citizens Advice Bureau 08701264070

11 Water Street, RHYL, Denbighshire, LL18 1SP

www.northdenbscab.org.uk 

Ruthin Citizens Advice Bureau 01824 703483

The Old Fire Station, Market Street, RUTHIN, Denbighshire, LL15 1BE

Tywyn Citizens Advice Bureau

Town Council Offices, TYWYN, LL36 9HB

Wrexham Citizens Advice Bureau 01978 364639

35 Grosvenor Road, WREXHAM, LL11 1BT

Ynys Mon Citizens Advice Bureau 0845 120 3708

6 Victoria Terrace, HOLYHEAD, Anglesey, LL65 1UT

www.ynysmoncab.fsnet.co.uk 
Check out http://www.oft.gov.uk/default.htm for up to date information from the Office of Fair Trading
The information contained within this fact-sheet is reproduced courtesy of and with thanks to The Office of Fair Trading http://www.oft.gov.uk by BBC Radio Merseyside’s A Team.  You can contact the A Team Monday - Friday 10am-5pm via 0151 794-0984  email: ateam@bbc.co.uk or: The A Team, BBC Radio Merseyside, PO Box 95.8, Liverpool, L69 1ZJ
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